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Overview - SQL Server iDataAgent
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INTRODUCTION

The Microsoft SQL Server iDataAgent provides a simplified end-to-end backup and recovery solution for SQL data in your enterprise. The product can be used
to perform both full system rebuilds and granular recovery of the data.

KEY FEATURES

FULL RANGE OF BACKUP OPTIONS

The SQL iDataAgent provides the flexibility to backup the SQL ’ - ~
database from different environments. You can perform a full or e -~
incremental backup of the entire instance, individual databases or files Ir/

and file groups, and the transaction logs at any point of time as !

described below: / ) \
I Storage Deviee

DATABASE BACKUPS N MediaAgent 4

You can backup both the system and user-defined databases. You can k /
comprehensively backup all the databases in an instance or schedule ——— =T

backups for the individual databases. You can also auto-discover new ‘1
databases to comprehensively manage the backup of all databases in ¢ D
your environment.

TRANSACTION LOG BACKUPS

Transaction log backups captures the transaction log whether the
transaction was committed or not. The use of transaction log backups
make point in time recovery possible. You can restore to any point in
time within the transaction log.

\\ Microsoft SQL Server re
FILE AND FILE GROUPS BACKUPS "\\ Mcms:;gﬂhumangent f
A /
Files or file group backups allows you to backup individual files or file \‘_,‘\\ hk””/
groups. This functionality can be critically important, especially for Ry

large databases. Whereas a full database backup captures all files of a given database, file and file group backups allow you to back up selected portions of a
database individually. As with database backups, the system provides the option of performing full, differential, and transaction log backups of file and file
groups. Note that when running a transaction log backup for a File/File Group subclient, the database log is automatically backed up.

‘ADVANCED SQL SERVER RESTORE CAPABILITIES

The SQL iDataAgent provides the ability to recover databases or entire SQL instance. There is no mounting, no recovery wizards, no extra steps needed - the
software takes care of it all. This includes the following abilities:

e Full or Partial Restore databases

o Restore and replay transaction logs

e Set Database state during restore (Recovery, Standby, No Recovery)

e Point-in-time recovery

EFFICIENT JOB MANAGEMENT AND REPORTING

You can view and verify the status of SQL backup and recovery operations from the Job Controller and Event Viewer windows within the CommcCell Console.
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You can also track the status of the jobs using Reports, which can be saved and easily distributed. Reports can be generated for different aspects of data
management. You also have the flexibility to customize the reports to display only the required data and save them to any specified location in different
formats. For example, you can create a backup job summary report to view at-a-glance the completed backup jobs.

In addition, you can also schedule these reports to be generated and send them on email without user intervention.

BACKUP AND RECOVERY FAILOVERS

In the event that a MediaAgent used for the backup or recovery operation fails, it is automatically resumed on alternate MediaAgents. In such cases, the
backup or restore job will not restart from the beginning, but will resume from the point of failure. This is especially useful for backups and restores on large
SQL databases.

In the event, that a network goes down, the backup and recovery jobs are resumed on alternate data paths. Similarly, in the event of a device failure, the jobs
are automatically switched to alternate disk and tape drives.

BLOCK LEVEL DEDUPLICATION
Deduplication provides a smarter way of storing data by identifying and eliminating the duplicate items in a data protection operation.

Deduplication at the data block level compares blocks of data against each other. If an object (file, database, etc.) contains blocks of data that are identical to
each other, then block level deduplication eliminates storing the redundant data and reduces the size of the object in storage. This way dramatically reduces
the backup data copies on both the disk and tapes.

SNAPPROTECT BACKUP

SnapProtect Backup enables you to create a point-in-time snapshot by temporarily quiescing the data, taking a snapshot, and then resuming live operations.
SnapProtect backups work in conjunction with hardware snapshot engines.

TERMINOLOGY

The SQL documentation uses the following terminology:

CLIENT The computer in which the iDataAgent is installed and contains the data to be secured.

INSTANCE The SQL instance used for backup and restore operations.

SUBCLIENT The SQL databases within the instance used for backup and restore operations.
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New Features - SQL Server iDataAgent =

NEW FEATURES FOR MICROSOFT SQL SERVER IDATAAGENT

DATA PROTECTION OPERATIONS

e For SQL backups, several new SQL settings are now available. Adjusting these parameters may improve performance and you can enable or disable log
consistency checking. You can accept either the defaults or change the values for parameters such as Block Size, Buffer Count, Maximum Transfer Size, and
Log Consistency Checking. For more information, see Enhancing Performance During Backups.

o Backups for SQL Server 2008 Enterprise or later can now be compressed by SQL Server before being backed up using Calypso. Backups will be smaller,
which should significantly increase the backup speed. However, VSS-enabled and Snap backup types are not supported with this feature. For more
information, see Compressing Backups with Native SQL Compression

e The SQL Server iDataAgent now can restore backups of replicated databases. With this feature, a published database can be restored to a server other than
the server where the database was created. This is relevant only to Calypso full backups and if the database was part of a replication implementation. For
more information, see Preserving Replication Settings

o A new backup conversion rule for SQL Server iDataAgent is now available that when configured, will not convert the log backup to a Full backup if the log
backup was performed using software other than Calypso. For more information, see Setting Up Backup Conversion Rules

e You can configure the size of the application data fetched for data transfer during backup operations. Tuning the application read size in alignment with the
source application's buffer allocation increases the rate of data transfer during backup. See Advanced - Microsoft SQL Server Configuration on configuring
the application read size for more information.

e When SQL databases were automatically discovered but later deleted from an application (e.g., SQL Server), they will be automatically deleted from the
content of the default subclient when the next backup is run. This alleviates having to delete the databases manually. Databases that are manually added
and later deleted from an application are not automatically removed from the subclient when the next backup runs and the backup job will complete with
errors. See Managing Databases Deleted from SQL Server for more information.

e By default, SQL databases are automatically discovered and assigned to the default subclient. You can disable this auto-discovery with a new subclient
properties option if you need more control of the SQL databases data protection strategy and wish to manually assign them to subclients instead. For more
information, see Enabling/Disabling Automatic Database Discovery.

‘DATA RECOVERY OPERATIONS

SQL databases can now be restored if they were backed up with the Change Data Capture property enabled. This is a useful SQL Server 2008 feature in that all
change activity (insert, update, and delete) is captured and applied to SQL tables. The details of the changes are available in an easily consumed relational
format. See Restoring the Captured Changes for more information.

NEwW COMMCELL FEATURES SUPPORTED FOR MICROSOFT SQL SERVER IDATAAGENT

DEPLOYMENT
CUSTOM PACKAGE

The Custom Package feature is now extended to almost all products in the Calypso suite. Using Custom Packages, you no longer have to push the entire
software DVD through a network, which is especially useful for reducing WAN/LAN payload while installing remote clients.

It is also possible to create Custom Packages using a customized .xm1 file.

When used in conjunction with the Install Software from the CommCell Console and Automatic Updates features, WAN bandwidth can be drastically reduced
during remote site installations. Learn more...

INSTALL FROM THE COMMCELL CONSOLE

The software installation for this component can be initiated and managed from the CommCell Console, which facilitates the building of your CommCell and
eliminates the need to manually install the software. Additionally, the installation of this component can be scheduled to occur at a time suitable for your
environment. For more information, see Install Software from the CommcCell Console.

UNINSTALL FROM THE COMMCELL CONSOLE

This component can be uninstalled using the CommCell Console. The Uninstall Software utility allows you to quickly see a list of the software packages installed
on the selected computer, from which you can then select the components to uninstall. With this, you can easily manage removing software components from
client computers and MediaAgents in your CommcCell without having to directly access each computer. For more information, see Uninstall Components using
the CommCell Console.

ADDITIONAL SNAP ENGINE SUPPORT FOR SNAPPROTECT

The following Snapshot Engines are now supported for SnapProtect:
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e Data Replicator

e Dell EquallLogic

e HP StorageWorks EVA
e IBM XIV

e EMC Celerra

SNAP TEST TOOL

Snap Test tool is now available to test basic snap engine operations. See SnapProtect - Snaptest Tool, for more information.

‘MULTI-STREAMING FOR SNAPPROTECT

Multi-stream backups are now supported for SnapProtect. You can now use multi-stream when moving data to media.

VOLUME MANAGER SUPPORT

SnapProtect Volume Manager support has been extended to support more configurations for e.g., Multiple Physical Volumes containing one Logical Volume. See
Supported Volume Managers, for a complete list of volume managers supported for SnapProtect.

Back to Top
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System Requirements - Microsoft SQL Server iDataAgent

System Requirements Supported Features

The following requirements are for the Microsoft SQL Server iDataAgent:

APPLICATION

Microsoft SQL Server 2005 Editions up to the latest Service Pack
Microsoft SQL Server 2008 Editions up to the latest Service Pack
Microsoft SQL Server 2008 R2 Editions up to the latest Service Pack
Microsoft SQL Server 2012 Editions*

*See Considerations for SQL Server 2012.

OPERATING SYSTEM

WINDOWS SERVER 2012
Microsoft Windows Server 2012 Editions

WINDOWS 7

Microsoft Windows 7 Editions

WINDOWS SERVER 2008

Microsoft Windows Server 2008 Editions with a minimum of Service Pack 1*

* Core Editions not supported.

WINDOWS VISTA
Microsoft Windows Vista Editions

WINDOWS SERVER 2003
Microsoft Windows Server 2003 Editions with a minimum of Service Pack 1

WINDOWS XP
Microsoft Windows XP Editions with a minimum of Service Pack 3

CLUSTER - SUPPORT
The software can be installed on a Cluster if clustering is supported by the above-mentioned operating systems.

For information on supported cluster types, see Clustering - Support.

HARD DRIVE

265 MB of minimum disk space is required for installing the software.
50 MB of additional hard disk space for log file growth.

724 MB of temp space required for install or upgrade (where the temp folder resides)

MEMORY

32 MB RAM minimum required beyond the requirements of the operating system and running applications

PROCESSOR

All Windows-compatible processors supported

PERIPHERALS
DVD-ROM drive

Network Interface Card

MISCELLANEOUS

NETWORK
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TCP/IP Services configured on the computer.

NOTES ON MICROSOFT SQL SERVER /DATAAGENT INSTALLATION

e The File System iDataAgent will be automatically installed during installation of this software, if it is not already installed. For System Requirements specific
to the File System iDataAgent, refer to System Requirements - Microsoft Windows File System iDataAgent.

e If the option to install SQL Server is disabled make sure there is at least one network protocol enabled. For SQL 2005 go to SQL Server Configuration
Manager and enable protocols for each instance.

e Microsoft SQL Server Management Objects (SMO) is required on the client machine. By default, SMO is automatically installed with SQL Server 2005 or later
versions.

NOTES ON ALWAYSON PROVIDED BY SQL 2012

SQL Server 2012 comes with a new implementation on clusters named AlwaysOn. If you want to protect the AlwaysOn configuration, consider the following:

e Install the SQL iDataAgent on all physical nodes of the cluster to protect the SQL instances separately. Note that if the active node, which is part of the
Availability Group, performs a successful backup then target databases synchronizing with the active node may have errors during backup.

e If you want to restore any databases that are part of the Availability Group, you must remove the database from the Availability Group. Once the restore
completes, you can add the database back.

DISCLAIMER

Minor revisions and/or service packs that are released by application and operating system vendors are supported by our software but may not be individually listed in our System
Requirements. We will provide information on any known caveat for the revisions and/or service packs. In some cases, these revisions and/or service packs affect the working of our software.
Changes to the behavior of our software resulting from an application or operating system revision/service pack may be beyond our control. The older releases of our software may not support
the platforms supported in the current release. However, we will make every effort to correct the behavior in the current or future releases when necessary. Please contact your Software

Provider for any problem with a specific application or operating system.

Additional considerations regarding minimum requirements and End of Life policies from application and operating system vendors are also applicable
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Supported Features - Microsoft SQL Server iDataAgent

System Requirements Supported Features

The following table lists the features that are supported by this Agent.

FEATURE

SUB-FEATURE

SUPPORT

COMMENTS

ADVANCED BACKUP/ARCHIVE
OPTIONS

Data tab - Catalog

Data tab - Create New Index

Data tab - Verify Synthetic
Full

Job Retry tab

Media tab - Allow other
Schedule to use Media Set

Media tab - Mark Media Full
on Success

Media tab - Reserve
Resources Before Scan

Media tab - Start New Media

Startup tab

\VaultTracking tab

Comments

<SS

Additional options in the Data tab:

e Start a Transaction Log Backup After Successful Backup

e Perform a Partial Backup to Exclude Read-only File Groups
e Back up the Tail of a transaction Log
[ ]

Data tab - Catalog options are supported for SnapProtect
Backup for this agent.

ADVANCED FILE SYSTEM IDATAAGENT
OPTIONS

Automatic File System Multi-
Streaming

On Demand Data Protection
Operation

Restore by Jobs

Restore Data Using a Map
File

Comments
Global Alerts v
ALERTS AND MONITORING
Job-Based Alerts* v
Comments
Automatic Updates v
AUTOMATIC UPDATES
Comments
Differential Backup v
BACKUP/ARCHIVE OPTIONS
Full Backup v
Incremental Backup
Other Backup Types
Synthetic Full Backup
Comments v Transaction Log Backups
Do Not Truncate Log
SnapProtect Backup
\Version 7 v
BACKWARD COMPATIBILITY
\Version 8 v
Version 9
Comments
Browse from Copy v
BROWSE Precedence
Browse the Latest Data v
Exclude Data Before v

Find

Full Backup Transparent
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Browse

Image Browse

No Image Browse

Page Size

Specify Browse Path

Specify Browse Time v
Subclient Browse
Use MediaAgent
View All Versions
Comments
Netware cluster
CLUSTERING
Unix Cluster
Windows - Microsoft Cluster v
(MSCS)
Windows - Non-Microsoft v
Cluster
Comments v . .
Microsoft Cluster supports Geo-Dispersed Cluster
Non-Microsoft Cluster supports VERITAS Cluster and HP Scalable
NAS/PolyServe Cluster
Command Line Interface v
COMMAND LINE INTERFACE
C t v
omments Qcreate backupset and Qdelete backupset are not supported.
An out-of-place restore is supported using Save as Script. For more
information, refer to Command Line Interface
Qcreate - Backup v
COMMAND LINE INTERFACE - set/SubClient
SPECIFIC COMMANDS
Qcreate - Instance v
Qdelete - Backup v
set/Subclient
Qdelete - Client/Agent v
Qlist globalfilter
Qmodify - instance
Qoperation - Backup v
Qoperation - move
Qoperation - Restore v
Comments v Qcreate backupset and Qdelete backupset are not supported.
For Qoperation-Restore, an out-of-place restore is supported
using Save as Script or Argument File. For more information, refer
to Command Line Interface.
CommcCell Migration v
COMMCELL MIGRATION
Comments v CommCell Migration is not supported with SnapProtect backup when
using Data Replicator snapshot engine.
Offline Content Indexing
CONTENT INDEXING
Comments
Basic Retention Rules v
DATA AGING
Extended Retention Rules v
Unique Data Aging Rules v
Comments v For the Microsoft SQL Server iDataAgents, data backed up through
file/file group subclients cannot be pruned through extended
retention rules.
Data Classification Enabler
DATA CLASSIFICATION ENABLER
Comments
Client Compression v
DATA COMPRESSION
Hardware Compression v
MediaAgent Compression v
Comments
Data Encryption Support v
DATA ENCRYPTION
Third-party Command Line
Encryption Support
Comments
Multiplexing v
DATA MULTIPLEXING
Comments v For Data Multiplexing, the SQL Server does not support the
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multiplexing of streams "with each other" on to the same media
when a data protection operation is performed using the CommCell
Console. However, the streams will be multiplexed when the
operation is performed using the Command Line Interface.

DEDUPLICATION

MediaAgent Deduplication

Source Deduplication

Comments

ERASE BACKUP/ARCHIVED DATA

Erase Data by Browsing

Erase Stubs

Comments

GLOBAL FILTERS

Global Filters

Comments

INSTALLATION

Custom Package

<

Decoupled Install

Remote Install

Restore Only Agents

Silent Install

AN RN RN RN RN

Comments

To install this agent as restore only, see Installing Microsoft SQL
Server as Restore Only

INSTALLING 32-BIT COMPONENTS ON
A MICROSOFT WINDOWS X64
PLATFORM

Install 32-bit On x64

Y

Comments

JOB RESTART - DATA PROTECTION

Not Restartable

Restarts from the Beginning

Restarts from the Beginning
of the Database

Restarts from the Point-of-
Failure

Comments

JOB RESTART - DATA RECOVERY

Not Restartable

Restarts from the Beginning

Restarts from the Beginning
of the Database

Restarts from the Point-of-
Failure

Comments

LIST MEDIA

List Media Associated with a
Specific Backup Set or
Instance

List Media Associated with
Index

List Media Associated with
Specific Files and/or Folders

List Media Associated with
Specific Jobs

Comments

MULTI INSTANCING

Multi Instance

Comments

PRE/POST PROCESSES

Pre/Post Process with Data
Protection and Recovery

Comments

RESTORE/RECOVER/RETRIEVE
DESTINATIONS

Cross-Application Restores
(Different Application
version)

Cross-Platform Restores -
Different Operating System

Cross-Platform Restores -
Same Operating System -
Different Version

In-place Restore - Same
path/ destination - Same
Client

Out-of-place Restore -
Different path/ destination

Out-of-place Restore - Same
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path/ destination - Different
Client

Restore Data Using a Map
File

Restore to Network

Drive /NFS-Mounted File
System

Comments v See Advanced - Microsoft SQL Server Restore.
Automatic Detection of
RESTORE/RECOVER/RETRIEVE Regu|ar Expressions
OPTIONS

Filter Data From Recover
Operations

Rename/ Redirect Files on v
Restore

Restore Data Using Wildcard
Expressions

Restore Data with Pre/Post v
Processes
Restore from Copies v

Skip Errors and Continue
Use Exact Index

Use MediaAgent v
Comments
Overwrite Files

RESTORE/RECOVER/RETRIEVE
OVERWRITE OPTIONS

Overwrite if file on media is
newer

Restore only if target exists
Unconditional Overwrite v

Unconditionally overwrite
only if target is a
DataArchiver stub

Comments v Unconditional Overwrite for existing messages.
Agent Specific Data v
SCHEDULE POLICY Protection Schedule Policy
All Agent Types Schedule v
Policy
Comments
Incremental Storage Policy* v
STORAGE POLICIES
Standard Storage Policies v
Comments v Incremental Storage Policy does not support Transaction Log

backups for this agent.

One storage policy can be created for full backups, while another is
created for differential backups (using incremental storage policy),
and another for transaction log backups.

<

Data Verification
STORAGE POLICY COPIES

Job Based Pruning
Manual Retention
Mark Job Disabled
Selective Copy
Comments
SubClient Policy

AN RN N

SUBCLIENT POLICIES

Comments
Netware - Local

UPGRADE

Unix - Remote (Push)
Unix/Linux/Macintosh - Local
Unix/Linux/Macintosh - Silent
Upgrade from CommcCell
Console

Windows - Local

Windows - Remote (Push)
Windows - Silent

Comments

Y

AN RN

Upgrade the Agent - Non-Microsoft Clustered Environment on
Windows

Backup Set/Archive Set
USER ADMINISTRATION AND

SECURITY
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Subclient

Comments

Additional features are listed below:

Activity Control

Auxiliary Copy

CommCell Console

Deconfiguring Agents

GridStor Languages

Log Files MediaAgent

Operation window QR Volume Creation Options
Robust Network Layer Scheduling

SnapProtect Backup

Snapshot Engines

\VaultTracker Enterprise

VaultTracker

Report Output Options

Restore/Recover/Retrieve - Other Options

Cloud Storage

Job Restart - Data Collection
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Getting Started Deployment - SQL Server iDataAgent

Maxt »

WHERE TO INSTALL

Install the software on a computer on which SQL Server resides, and satisfies the minimum requirements specified in the System Requirements.

INSTALLATION BEFORE YOU BEGIN

The software can be installed using one of the following methods: Download Software Packages
Download the latest software package to perform the install.
METHOD 1: INTERACTIVE INSTALL - R
Verify System Requirements
Use this procedure to directly install the software from the installation package ora  Make sure that the computer in which you wish to install
network drive. the software satisfies the System Requirements.

METHOD 2: INSTALL SOFTWARE FROM COMMCELL CONSOLE

Use this procedure to install remotely on a client computer.

METHOD 1: INTERACTIVE INSTALL

1. Log on to the client computer as Administrator or as a member of the Administrator
group on that computer.

2. Run Setup.exe from the Software Installation Package.

If you are installing on Windows Server Core editions, navigate to
Software Installation Package through command line, and then run

Setup.exe.
3. Select the required language.
Click Next.
Select the language you will use duing installation.
4. Select the option to install software on this computer.

The options that appear on this screen depend on the computer in which
the software is being installed.

= Install Software on this computer

= Advanced options

& View documentation websits
€ View Install Quick Start Guide [Requiies Adabe Acrobat Feader]
£ Install Adobe Acrobat eader

2 Exit

5. Select I accept the terms in the license agreement.
Click Next.
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Installer

License Agreement

Please read the following License Agreement. Press
the PAGE DOWN key to view the entire agieement.

-~
End User License and Limited Warranty Agreement
Software Release 9.0.0
(including Microsoft® SQL Server™ 2008 Enterprise Edition, SQL Server™s
2008 Express Edition and Windows Pre-Installation Environment)
Tl Tlonw T fmnsnn Amsnnsensd ]
% | accept the terms in the license agreement.
" | do not accept the terms in the license agreement.
Installer
<Back | MNew> | Cancel |
6. Expand Client Modules | Backup & Recovery | Database and then click SQL Installer
Server iDataAgent box. Select Platforms
i Select the platiorms you want to configure.
Click Next.
= Q A | Move the pointer over a
= © Common Technology Engine platform name to see a
e & Conet oove Modlies desciiption of the platform and
reasons why it may be
# 0 CommCel Console disabled.
+ @ Mediadgent Modules
= Q2 Clent Modules .
# 0 Backup & Recovery Sapoce
# 2 Content Indesing and Search (Req/Recommended)
# 02 Web Based Search & Browse Installation Folder:
# Q1 Archive Management 0MB/0MB
+# Q1 ContinuousDataReplicator )
+ 02 SAM Temporary on C: drive:
+ 02 Supporting Modules
# Q2 Tools v LA
I Registry Keys |
Installer Special Registry Keys In Use
I Install Agents for Restore Only <Back | | cancel |

7. If this computer and the CommServe is separated by a firewall, select the Configure

firewall services option and then click Next. Firewall Configuration

Configure firewall services

For firewall options and configuration instructions, see Firewall Configuration and
continue with the installation.

. . . . . . If there is a firewall between this machine and the CommServe, configure firewall services below.
If firewall configuration is not required, click Next.

I™ Configure firewall services

“

Installer

8. Enter the fully qualified domain name of the CommServe Host Name.

Click Next CommServe Name

Specify the Commervs computer name and hast

Do not use space and the following characters when specifying a new
name for the CommServe Host Name: CommServe Client Mame
\|"~@#$%A&*()+=<>/?, [ ‘E N
ormGerve Host Name

[Enter a walid, fuly-qualfied, IP host name; for example:
myeampuler. mycampany. com]

[mpcamputer mpcompany. com

Installer

< Back Next > Cancel

9. Click Next.
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10. Select Add programs to the Windows Firewall Exclusion List, to add CommCell
programs and services to the Windows Firewall Exclusion List.

Click Next.

This option enables CommCell operations across Windows firewall by
adding CommcCell programs and services to Windows firewall exclusion
list.

It is recommended to select this option even if Windows firewall is
disabled. This will allow the CommCell programs and services to function
if the Windows firewall is enabled at a later time.

11. Verify the default location for software installation.
Click Browse to change the default location.
Click Next.

e Do not install the software to a mapped network drive.

e Do not use the following characters when specifying the destination
path:

[ <> | #

It is recommended that you use alphanumeric characters only.

12. Select a Client Group from the list.
Click Next.

This screen will be displayed if Client Groups are configured in the
CommCell Console.

13. Click Next.

Installer g|
Communication Interface Name
Setup wil configurs the communication paths.

Select a client name

=

Select an interface name that this computer will use to
communicate with the CommServe

audi. mycompany. com j

P Address{es for the selected host,

Installer

< Back Newt > cancel |

Windows Firewall Exclusion List

Allow programs to communicate through Windows
Firewa

Windows Firewall is ON
[V Add programs to the Windows Firewall Exclusion List

1f you plan on using Windows Firewall it is recommended to add the software programs to the
exclusion ist

Installer

<Back [ New> | Cancel |

Installer g|
Destination Folder
Select the destination folder ta instal the program files.

Click Next to acoept the default location, or click Browse to choose an altenate location.

Destination Folder

Browse

Drive List Space Required / Recommendsd
C. g28MB - 1334 MB / 1670 MB
Installer
< Back Hext » cancel |
Installer E|

Client Group Selection
Select a client group for the client

The Client Graup s alagical grauping of client machines
which have the same associations at various levels ke
Schedule Policy, &etivity Control, Security and Reports

Client group:

Hone Selected
client_aroup

Irstaller

< Back Next » Caricel
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Installer g|

Schedule Install of Automatic Updates
Chooze when yau want to schedule an install of the
downloaded updates

Iv Scheduls Install of Automatic Lpdates

" Once
Tirne BAIZPM
& weskly
& Monday © Tuesdaw
" ednesday " Thursday
© Fridey © Satuday
© Sunday
Irstaler
< Back Hewt s cancel |
14. Click Next. Installer El

Select Global Filter Options
Select the Global Filter Options for the Agent,

Global Fiters provides the abilky to set exclusions within a CommiCel to fiter out data fom data
protection operations on all agents of a certain type.

@& Use Cell lvel policy
" Always uss Global Fiters

" Do not use Global Filters

Installer
< Back Next» concel |
15. Select a storage policy from the Storage Policy list. Installer 3]
Click Next. Storage Policy Selection
Select a storage policy for the default subclient to be
backed up.
[~ Configure for Laptop or Desktop Backup
Select a storage palicy from the pull-dawn list
Installer
<Back Next> cancel |
If you do not have Storage Policy created, this message will be displayed. Installer X
Click OK. Storage Policy Selection

Select a starage policy for the defaul subclient to be
backed up.

You can create the Storage Policy later in step 20.

[~ Configue for Laptop o Deskiop Backup

Irstaller

< Back Next » Caricel

16. Click Next.

When Auto Discover Instances is enabled, new instances are
automatically discovered every 24 hours.
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17. Click Next.

18. Click Next.

19. Click Finish.

9

cnoice @t the bottom of the page to continue.

If you do not have Storage Policy created, continue with the following step.

20 To create a storage policy, you must have configured a library in the CommCell.
e If you do not already have a library configured, go to Disk Library Creation.
e If you have a library configured, go to Storage Policy Creation.

DISK LIBRARY CREATION:

Installer E|

SOL Auto Discovery Option
Select auto discovery option for SAL

¥ Auto discover instances

Installer

<Back Hext » Cancel |

Installer g|

Summary
Surmmary of install selectiors

Setup has snough information to start copying the program fiss. If you are satisfied with the
install settings, cick Next to begin capying files.

Destination Path = C:\Program Filesh
CommServe Host = mycomputer mycompany.com
Interface Name = audi.mycompany. com

Client =audi

Job Results Path = C:\Progiam Files\obRiesults

Global Filkers = Use Cell level policy

Installer

< Back Hest > carcel |

Installer E|

Schedule Reminder
Jaob schedule creation reminder

Please nate:

“You still need to create a Job Schedule for each iDatadgent that has been installed on
this client computer.

Job Schedules are required to allows the iD atabgents to perform automated backup
and restors operations.

Job Schedule creation can be accomplished through the CommCel Consals
administration interface.

Irstaller

Installer g|

Completion Report
Setup complste

Sottware installstion cemplste suscssshull =]

Wisit the website below to download latest Updates and Service Packs.

Click Finish to complete Setup

]

Installer

Technical Suppart Websie

If you already have a storage policy selected in step 15, Click Next » button available
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1. From the CommCell Console, click the Backup Target button on EZ Operations
Wizard.

2. Click Disc Library (For backup to disc) and click Next.
3. Click Use Local Disk.

Type the name of the folder in which the disc library must be located in the
Enter backup destination folder box or click the Browse button to select the
folder.

Click Next.

If you click the Use Network Share option you will be prompted for the
credentials (user name and password) to access the share.

4. Click Next.
5. Click Finish.

This will create a library and Storage Policy. Click the Mext » putton available at the
bottom of the page to continue.

STORAGE POLICY CREATION
1. From the CommCell Browser, navigate to Policies.
2. Right-click the Storage Policies and then click New Storage Policy.
3. Follow the prompts displayed in the Storage Policy Wizard. The required options
are mentioned below:

O Select the Storage Policy type as Data Protection and Archiving and click
Next.

O Enter the name in the Storage Policy Name box and click Next.
O From the Library list, click the name of a disk library to which the primary
copy should be associated and then click Next.

Ensure that you select a library attached to a MediaAgent operating in the
current release.

o From the MediaAgent list, click the name of a MediaAgent that will be used
to create the primary copy and then click Next.

O For the device streams and the retention criteria information, click Next to
accept default values.

O Select Yes to enable deduplication for the primary copy.
O From the MediaAgent list, click the name of the MediaAgent that will be used
to store the Deduplication store.

Type the name of the folder in which the deduplication database must be
located in the Deduplication Store Location or click the Browse button to
select the folder and then click Next.

O Review the details and click Finish to create the Storage Policy.

This will create a storage policy. Click the Mext > button available at the bottom of
the page to continue.

METHOD 2: INSTALL SOFTWARE FROM COMMCELL CONSOLE

1.

2.

From the CommCell Browser, select Tools | Add/Remove Software | Install
Software.

Click Next.

H
L. select Confiauration Type. ‘Backup Target Folder: C:\Backup
2. Disk Library Configuration
4 CH\Backup
e
Retain backups unkil disk reaches 85% capacity.

apple - Commell Console
I

BN

@ sppe > [ poices > B storage oles >
Home Troe
o tens o deplay

il DedpicsioMWgiey
Sublent Assoctions
3

Create Storage Policy Wizard

Create Storage Policy Wizard.

“This wizard guides you through the creaton of

 Storage Policy and s Primary Copy.

Press Nedta contnue.

o e, oo Copes | incenent.| Cosapten eS|

1vE
roa

2 ComncalBronser.
5 agens

2| [ conront| B summary

Cors_cn | i

murphy - G

| Job Contraller
Scheduer,
Event viewer
| Reports

Contral Panel

Data Replication,

] ; -
& L Conter A-Consale
K& addRemove Software D

Browse & Recaver.

mCell Console

|#& murphy x Job Controller %
murphy >

i) o ]
Client Client

Computer  Computers
Groups

Manitar

Securky

=]

k4 fnl
Install Updates
Remove Updates 3

Upgrads Software
Dawrload Software

Copy Software

AddjRemave Software Configuration

& CommCell Browser
%' Agents

ntert
frector

murphy | admin
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Installer X

Instaif Wizard

This wizard guides you through the steps required to install software on computers.

Click Next to continue.

G e ;

3. Select Windows. Installor 53]
Click Next.

O Unix and Linux

»

4. Select Manually Select Computers. Installer &3
Click Next. Select how 10 discover the computers for installing the software

@ Fianuially select campliters
Software wil be installed only on the selected list of computers.

(O Automatically discover computers
Computers wil be discovered when the job runs.

(E
5. Enter the fully qualified domain name of the computer on which SQL Server resides. Installer X
For example: apple.domain.company.com Enter the host names of the computers
Click Next Please enter the host names of the computers, one per line

apple.domain.company.com| ) Import from File:
Import From Active Directory
Select fram existing cients

3

6. Click Next.
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Installer X
Select Software Cache

To use current: it or Client Group Software Cache settings, dick Next. To overide Software Cache settings check
Overtide Scftriars Cache and sslect the Softwars Cache to be used,

[] Override Software Cache

murphy domain . company.com

»

7. Specify User Name and Password that must be used to access the client computer. aller 3]

Click Next. Enter Account Information

The specified account should have administrative access o the computer, If you are instaling

The user must be an Administrator or a member of the Administrator e et the user showd hae 2ccess 2 al lents.
group on that computer.

User Name: ]

Example:domainiusername

Password: ‘ ‘

Confirm Password: ‘ ‘

3
8. Select SQL Server iDataAgent. [ ——

. Select Package(s) to Install
Click Next.

B
€3 Clent Mot
= 03 tadup BRecovery
= 03 Fe System
8 Vindows e ystem Ostagent
(0 roxyost Datohgent
(0 InageLevel Proxyhost Dtohoent
(0 ctive Drecory Datafgent
(0 Fie System NOMP Restore Enbler
0 InageLevelpatahgent
(0 at Protecion Moneger
0 et Server gent
= 0 Dotabase
(0 D62 Datangert

0] 54 for MaxDB.
[ Svbase Datangent
0] MysaL oatasgent
] Documentum Agent.
00 Bxchange
0] Exchange Database Datafgent
0] Exchange Malbox DataAgent.
0] Exchange Publc Folder iDatafgent
] Exchange Web Folder iDataAgent.
0] Exchange Offine Mining Tool
& €3 Lotus Notes

e Select Client Group from Available and click Add. nstall ®
e From Storage Policy to use list, click storage policy. A DO A S
e Click Next.

) Client Groups

Avalable: Selected:

Laptop Laptop Backup

Add Al >>
<<Remaove Al

Use Celllevel polcy v

Giobal Fters

] Configure For Laptop Backups

Storage Polcy ta use v

10. Click Next.

When Auto Discover Instances is enabled, new instances are
automatically discovered every 24 hours.
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11. Click Reboot (if required) and then click Next.

When Reboot (if required) is selected, the install program will
automatically reboot the client computer if a reboot is required during

installation.

12, Click Immediate.
Click Next.

13. Click Finish.

14. You can track the progress of the job from the Job Controller or Event Viewer

window.

Enter the Install Options for the selected Software
‘Agent Specic Settings
= Components.
= SQL Agent Information

ko discover nstences

P o
Instolier =]
e —
Ep—
[——
e
R
e ——
S
S
——
I
PN —
——
p————
=
Evmare Port ns0z]2|
——
P
B oo (o)

Installer,

Please Select When To Run The Job

Job Initiation

(&) Immediate

Rur this job now

O schedule

@ »

&3]

Cancel

Installer

Summary
Plase veriy

Client Install Option

Select Type Of Installation: Windows

Select Type Of Client Discovery: Manually select computers
M

Reuse Active Directory credentials: No
Client Authentication for Job

User Name: IDCLABadrinistrator
Password: ****

Install Flags

Install Updates: Ves

Reboot (f required): No

Kill Browser Processes (if required): No
Ignore Running Jobs: No

Stap Oracle Services Gf required): No
Skip clients that are already part of the ComunCell component: No
Delete Packages After Install: No
Ignore Client/Host Name Conflict: Yes
Install Agents For Restore Only: No
Client Composition

Override Software Cache: No

Gt o [Bomemsn ) [ (G
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Maxt »

ADDITIONAL INSTALLATION METHODS

Custom Package
Create a compact software package for quick deployment to multiple clients.

Decoupled Install
Install the software first and later register the client in the CommCell.

Remote Install
Deploy the software from CommCell Console on multiple clients.

Installing Restore only Agents
Setup a client in the CommCell for restore purposes.

Silent Install
Deploy the software silently on multiple clients.
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Getting Started Deployment on a Cluster - SQL Server
iDataAgent
« Previous | Mext »

SKIP THIS PAGE IF YOU ARE NOT INSTALLING THIS AGENT ON A CLUSTER.

Click Mext » to continue with the deployment.

WHERE TO INSTALL BEFORE YOU BEGIN
Install the software from the active node in the cluster group. Make sure the cluster group I Sof K
satisfies the minimum requirements specified in the System Requirements. Download Software Packages

Download the latest software package to perform the install.

Verify System Requirements

Make sure that the computer in which you wish to install
the software satisfies the System Requirements.

1. Log on to the active node as the Domain User with administrative privileges to all
nodes on the cluster.
2. Run Setup.exe from the Software Installation Package.
3. Select the required language.
Click Next.
Select the language you will use duing installation.
4. Select the option to install software on this computer.

The options that appear on this screen depend on the computer in which
the software is being installed.

= Install Software on this computer

= Advanced options

2 View documentation website
2 Yiew Install Duick Start Guide (Requires Adobe Acrobat Reader)
2 Install Adobe Aciobat Reader

& Exit

5. Select I accept the terms in the license agreement.

i License Agreement
Click Next. Please read the following License Agreement. Press
the PAGE DOWN key to view the entire agreement

End User License and Limited Warranty Agreement

Software Release 9.0.0

(including MicrosoR® SQL Server™ 2008 Enterprise Edition, SQL Server™
2008 Express Edition and Windows Pre-Installation Environment)

Dol Tenas T mnsirn & mmanssd

(& | accept the terms in the license agreement

" 1 do not accept the terms in the license agreement.
Installer

< Back Next > Cancel

6. Select Configure a Virtual Server.

Click Next.
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7. Select the disk group in which the cluster group resides.
Click Next.

8. Expand Client Modules | Backup & Recovery | Database and select SQL Server
iDataAgent
Click Next.

9. If this computer and the CommServe is separated by a firewall, select the Configure

firewall services option and then click Next.

For firewall options and configuration instructions, see Firewall Configuration and
continue with the installation.

If firewall configuration is not required, click Next.

10. Enter the fully qualified domain name of the CommServe Host Name.

Click Next.

Do not use space and the following characters when specifying a new
name for the CommServe Host Name:

\I" ~1@#$% N 8*()+=<>/7,[1{}:;"

Installer g|

Cluster Type Selection
Configure the Physical Node or a Virtual Server

Configuration Option

" Configure the Physical node

" Configure aVirtual sarver

< Back Concel |

Installer g|

Virtual Server Selection
Select the wirtual server you would like to configure

Chaoss from the following list of disk groups
configured on this cluster.

cgack [ mew> | Cancel |

Installer.

Select Platforms
Select the platforms you want to configure.

= Q A | Move the pointer over a
= © Common Technology Engine platform name to see a
@ CommSenve Mockies desciiption of the platform and
e reasons why it may be
# 0 CommCel Console disabled.
+ @ Mediadgent Modules
= Q2 Clent Modules .
# 0 Backup & Recovery Sapoce
# 2 Content Indesing and Search (Req/Recommended)
# 0 Web Based Search & Browse Installation Folder:
# © Archive Management 0MB/ 0MB
+# Q1 ContinuousDataReplicator )
Y Q SAM Temporary on C: diive:
# O Supporting Modules
# Q2 Tools v LA
e Special Registy Keys In Use
I Install Agents for Restore Only <Back | | cancel |

Installer.

Firewall Configuration
Configure firewall services

If there is a firewall between this machine and the CommServe, configure firewall services below.

I™ Configure firewall services

5

Installer
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Installer g|

CommServe Name

Specify the Commervs computer name and hast
name

Comméerve Client Name

CommServe Host Name
[Enter a walid, fuly-qualfied, IP host name; for example:
myeampuler. mycampany. com]

[mpcamputer mpcompany. com

Installer

< Back Hest > Carcel |

11. Specify the name of the Virtual Machine. Installer X

Click Next Communication Interface Name
[ Xt Setup will configure the communication paths

Select a client name

=

Select an interface name that this computer will use to
communicate with the CommS erve:

audi. mycompany.com ~|

P Adcess{es) for the selected host

Irstaller

< Back et » concel |

12. Select the name of the Physical Machine from drop-down list.

f Communication Interface Name
Click Next. 3 o
Setup will configure the communication paths.

Select a client name for physical machine

H

Select an interface name for physical machine to
communicate with the CommServe

|gndavarl MyCoMpanY.com =1

P Address{es) for the selscted host

Irstaller <Back Net> | Carcel |
13. Select Add programs to the Windows Firewall Exclusion List, to add CommCell _

programs and services to the Windows Firewall Exclusion List. Windows Firewall Exclusion List

Allow programs to communicate through Windows

Click Next. Firewal
This option enables CommCell operations across Windows firewall by Windows Firewalis ON
adding CommcCell programs and services to Windows firewall exclusion
list IV Add programs to the Windows Firewall Exclusion List
It is recommended to select this option even if Windows firewall is 1f you plan on using Windows Firewall it s recommended to add the software programs ta the
. . . . . lusion li
disabled. This will allow the CommCell programs and services to function et

if the Windows firewall is enabled at a later time.

Installer

< Back I Next > I Cancel

14. Type or Browse to specify the software installation path which must be located on
local disk of your physical machine and then click Next.

e Do not install the software to a mapped network drive.

e Do not use the following characters when specifying the destination
path:

[ <> | #

It is recommended that you use alphanumeric characters only.
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staller g|
Destination Folder
Select the destination folder ta instal the program files.

Click Next to acoept the default location, or click Browse to choose an altenate location.

Destination Folder

Browse

Drive List Space Required ¢ Recommendad
C S2EME - 1394 ME /1670 MB
Installer

< Back Hewt s cancel |

15.  Verify the default location for Job Results Path.

. . Job Results Path

Click Browse to change the default location. Select the locatian on a shared dive to stare Job
Rl Fles. o Hhis cisnt computet

Click Next.

Click Mext to aceept the default lacation, or click Brawse to choose an altemate location.

Job Results Path

Browse...

Drivs List Space Requied / Recommended
( M 15061 MB - ( 50 B / 50 B

Istaller <Back [ News | Cancel |

16. Select a Client Group from the list.
Click Next.

staller

Client Group Selection
Select a client group for the client
This screen will be displayed if Client Groups are configured in the
CommCell Console.

The Client Group is alogical grouping of client machines
wihich havs the same associations at various lsvels ke
Schedule Policy, Activity Cantiol. Security and Reports

Client aroup:

Wene Selected
client_gioup

Installer

< Back Hewt s cancel |

17. Click Next. Installer, E|

Schedule Install of Automatic Updates

Chaose when you want to schedule an install of the
downloaded updates

¥ Schedule Install of Automatic Updates

" Once
Time: 083112 FM

 ‘Weskly
* Monday  Tussday
© ‘Wednesday © Thursday
 Friday " Satuday
© Sunday

Installer

< Back Next » Caricel

18. Click Next.
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Installer g|

Select Global Filter Options
Select the Global Filter Options for the Agent

Global Filters provides the ahility to set exclusions within a CommiCell to filter out data from data
protection operations on all agents of a certain type

& Use Cel level policy
" Always use Global Fiters

Do not use Global Filters

Installer
<Back Next> cancel |
19. Select a Storage Policy from the drop-down list. Installer X
. Storage Policy Selection
Click Next. e oty
Select a storage policy for the default subclient to be
backed up.
[~ Configure for Laptop or Deskiop Backup
Select a storage palicy from the pull-dawn list,
Installer
< Back Next» concel |
If you do not have Storage Policy created, this message will be displayed. Installer X
Click OK. Storage Policy Selection
Selact a storage palicy for the defsult subclient to be
You can create the Storage Policy later in step 29. backed up.
™ Configure for Laptop or Deskiop Backup
Installer
<Back Hext » Cancel |
20. Click Next. Installer E|
A A SQL Auto Discovery Option
For cluster, you need to discover instances manually. See Manually Select auto discovery option for SOL

Discovering New Instances to discover the new instances.

¥ Auto discover instances

Installer

< Back Next » Cancel

21. Click Next.
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Installer g|

Summary
Surmmary of install selectiors

Setup has snough information to start copying the program fiss. If you are satisfied with the
install settings, cick Next to begin capying files.

Destination Path = C:\Program Filesh
CommServe Host = mycomputer mycompany. com
Interface Name = audi.mycompany. com

Client =audi

Job Results Path = C:\Progiam Files\obRiesults
Global Filters = Use Cell level policy

Installer

< Back Hest > carcel |
2. Cick ves. e -

3/ “Would you like to install the software: on remaining nodes on the cluster?
-

23. Select cluster nodes from the Preferred Nodes list and click the arrow button to

move them to the Selected Nodes list. Cluster Node Selection

Select cluster nodes to configure

Once you complete your selections, click Next.

r~ Prefered Nodes

r~ Selected Nodes:

i~ Configured Nodes

e The list of Preferred Nodes displays all the nodes found in the Fumeh =l = VMELUSTERT o]
cluster; from this list you should only select cluster nodes configured
apremEpin

to host this cluster group server.
e Do not select nodes that already have multiple instances installed.
>

<

EE ==

msmsEn
24. Specify User Name and Password for the Domain Administrator account

Information to perform the remote install on the cluster nodes you selected in the Domain administrator account i
previous step. Flease piavide domain administrator aceaunt

Click Next.

Domain Account Infarmation

User Name [<DOMAINAUSER |
ILAB\Admin\slralm

Aceount Password:

cBack [ mes | Cancel

25, The progress of the remote install for the cluster nodes is displayed; the install can be
interrupted if necessary.

Click Stop to prevent installation to any nodes after the current ones complete.
Click Advanced Settings to specify any of the following:

e Maximum number of nodes on which Setup can run simultaneously.

e Time allocated for Setup to begin executing on each node, after which the install
attempt will fail.

e Time allocated for Setup to complete on each node, after which the install attempt
will fail.

If, during the remote install of a cluster node, setup fails to complete or is
interrupted, you must perform a local install on that node. When you do,
the install begins from where it left off, or from the beginning if
necessary. For procedures, see Manually Installing the Software on a
Passive Node.
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Installer E|

You can stop remate install at any time. Installed clients wil not be uninstalled. Clients in
progress will continue installation, but their results will not show comectly.

Client Name | Client Status | Start Time_ | End Time | Result Desciption

resal2

] i
Installed sucoesshully 0 Left ta install 1
Failed ta install i} I progress: 0 Max| 1 3

Elapsed time; 0sec Estimated time left: 10 min 0 sec

Installer

Advanced Settings

Number of simulkaneous remate machines ko run Setups | 10 =] machines

Time to wait For Setup to stark on each remate maching: z 3: minutes
Time to wait For Setup ko complete on each remote machine: | 15 3: minutes

26. Read the summary for remote installation to verify that all selected nodes were Installer X
installed successfully. Results

) Remote install results
Click Next.

Summary of remate instal

e If any node installation fails, you must manually install the software on
that node once the current installation is complete. See Manually M e e e e =]
Installing the Software on a Passive Node for step-by-step instructions. +hemmte

e The message displayed on your screen will reflect the status of the
selected nodes, and may look different from the example.

REALZ: Install succeeded.

27. Click Next. Installer &|

Schedule Reminder
Job schedule creation remindsr

Flease note:

*fou stil nesd to create a Job Schedule for sach iDatatgent that has been installed on
iz client computer.

Jab Schedules are required to allows the iD atabgents 1o perfom automated backup
and restore operalions,

Job Schedule creation can be accomplished through the CommCel Console
administration interface.

Installer

28. Click Finish. Installer &|

Completion Report
Setup complete

Software installation completed suscesshuly. =l

Wigit the website below to download latest Updates and Service Packs.

Click Finish to complete Setup.

Irstaller

Technical Support Websits
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i

CHOICE

29

If you already have a storage policy selected in step 19, Click Mext » putton available
at the bottom of the page to continue.

If you do not have Storage Policy created, continue with the following step.

To create a storage policy, you must have configured a library in the CommCell.
e If you do not already have a library configured, go to Disk Library Creation.
e If you have a library configured, go to Storage Policy Creation.

DISK LIBRARY CREATION:

1. From the CommCell Console, click the Backup Target button on EZ Operations
Wizard.

2. Click Disc Library (For backup to disc) and click Next.
3. Click Use Local Disk.

Type the name of the folder in which the disc library must be located in the
Enter backup destination folder box or click the Browse button to select the
folder.

Click Next.

If you click the Use Network Share option you will be prompted for the
credentials (user name and password) to access the share.

4. Click Next.
5. Click Finish.

This will create a library and Storage Policy. Click the Mext » button available at the
bottom of the page to continue.

STORAGE POLICY CREATION
1. From the CommCell Browser, navigate to Policies.
2. Right-click the Storage Policies and then click New Storage Policy.
3. Follow the prompts displayed in the Storage Policy Wizard. The required options
are mentioned below:

O Select the Storage Policy type as Data Protection and Archiving and click
Next.

O Enter the name in the Storage Policy Name box and click Next.
O From the Library list, click the name of a disk library to which the primary
copy should be associated and then click Next.

Ensure that you select a library attached to a MediaAgent operating in the
current release.

o From the MediaAgent list, click the name of a MediaAgent that will be used
to create the primary copy and then click Next.

O For the device streams and the retention criteria information, click Next to
accept default values.

O Select Yes to enable deduplication for the primary copy.
O From the MediaAgent list, click the name of the MediaAgent that will be used
to store the Deduplication store.

Type the name of the folder in which the deduplication database must be
located in the Deduplication Store Location or click the Browse button to
select the folder and then click Next.

O Review the details and click Finish to create the Storage Policy.

This will create a storage policy. Click the Mext > button available at the bottom of
the page to continue.

Backup Targst X

Steps

1. Select Configuration Tupe
vary Confiourati

Backup Target Folder: C:|Backup

4

Meds Agent for Deduplcstin : black_3_n
hip

5. Summary

2

o bl Ao

Susclent Assocstons

Create Storage Policy Wizard

“This wizard uides you trough the creaton of
a Storage Poly and s Pi

Prass Nadta contue.

£ CommCel Browser
5 agents

¥ | [ content| B sunmary

« Pravious | MNext »

Page 32 of 175



User Guide - SQL Server iDataAgent

Getting Started Deployment On A Non-Microsoft Cluster - SQL
Server iDataAgent
« Previous | Mext »

(S:IIfl]‘I'I;_i_I'EII%S PAGE IF YOU ARE NOT INSTALLING THIS AGENT ON A NON-MICROSOFT

Click Mext » to begin Configuration.

INSTALLATION BEFORE YOU BEGIN
The software can be installed in one for the following Non-Microsoft Clustered Download Software Packages
environment: Download the latest software package to perform the install.

INSTALL SQL SERVER IDATAAGENT IN VERITAS CLUSTER ENVIRONMENT  Verify System Requirements . .
Make sure that the computer in which you wish to install

Use this procedure to install the software from the installation package or a network the software satisfies the System Requirements.
drive on a VERITAS Cluster environment.

INSTALL SQL SERVER IDATAAGENT IN HP SCALABLE NAS/POLYSERVE
CLUSTER ENVIRONMENT

Use this procedure to install the software from the installation package or a network
drive on a NAS/Polyserve Clustered environment.

INSTALL SQL SERVER IDATAAGENT IN VERITAS CLUSTER ENVIRONMENT

WHERE TO INSTALL

Install the software in a VERITAS Clustered Environment, by locating the active node that is hosting the cluster resources and perform the installation from this
node to the virtual node.

Follow the steps given below to install the SQL File System iDataAgent in a VERITAS Clustered environment

1. Create bIgnoreClusterVMCheck registry key to detect that the agent is being To create the registry key, see the following steps:

installed irtual node i -Mi ft cluster.
instalied on a virtual node in a non-tlicrosoft cluster 1. Start the Registry Editor (Regedit.exe or Redegt32.exe)

2. Locate the directory under which you want to create a
key, e.g., HKEY LOCAL MACHINE\SOFTWARE\.

3. Right click the SOFTWARE and click New -> Key.
4. Name the key as GalaxylInstallerFlags.

5. Right click the GalaxyInstallerFlags and select New -
> DWORD value, name it as bIgnoreClusterVMCheck
and by double clicking the bIgnoreClustervMCheck key
modify the Value data to 1.

2. Run Setup.exe from the Software Installation Package.
3. Select the required language.
Click Next.
Select the language you will use during installation
4. Select the option to install software on this computer.

The options that appear on this screen depend on the computer in which
the software is being installed.
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= Install Software on this computer

= Advanced options

2 View documentation website
2 Yiew Install Duick Start Guide (Requires Adobe Acrobat Reader)
2 Install Adobe Aciobat Reader

& Exit

5. Click Next.

taller &l

Welcome

The Installer wil quide you thiough the
setup process for Saftware

This program wil install Softwars on your computer.

It is strongly recommended that you exit all Windows pragrams before running this
Setup program.

Click Cancel to quit Setup and then close any programs pou have running. Click
et to continue with Setup.

WARNING: This program is protected by copyright law and intemational reaies.
Unautharizsd repraduction or distribution of this program. ar any pottion of it may

result in severe civil and criminal penaliss, and will e prasecuted ta the masimum
exient possible under the law

Installer

6. Click ok, R

i Itis stwongly recommended that any and all vius scanning software be disabled
.N) irnmediately before continuing with this Software instalation. Failure to do so may result in
file-locking by the wiius scanmer and subsequent failure for setup ta install its own files.

Click OK once you have disabled them and setup will continue.

7. Select I accept the terms in the license agreement. _

Click Next. License Agreement

Please read the following License Agreement. Press
the PAGE DOW/N key to view the entire agreement

~
End User License and Limited Warranty Agreement
Software Release 9.0.0
(including Microsoft® SQL Server™ 2008 Enterprise Edition, SQL Server™
2008 Express Edition and Windows Pre-Installation Environment)
Dol Tenas T mnsirn & mmanssd b4
(& | accept the terms in the license agreement
" 1 do not accept the terms in the license agreement.
Installer
<Back | New> | Cancel |
8. Select Configure a Virtual Server. Installer X
Click Next. Cluster Type Selection

Configure the Physical Node or a Vitusl Server

Configuation Op

" Configure the Physical nods

' Canfigure aXitual server

< Back Cancel

e In the disk groups box, specify the host name of the Virtual Host created for
backup, e.g., VirtualVeritasServe.

e In the Communication Interface Name box, specify the fully qualified domain
name of the Virtual Host, e.g., VirtualVeritasServe.acme.com.
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e Click Next.

Virtual Server Selection

Select the vitual server for which you would [ke ta un
setup

Choose from the fallowing list of disk groups
configured on this cluster

[ =

Communication nterface Name:

<Back [ Mewr | | ceneel |

10. Specify the hosts node in the Preferred Nodes and click Add to add in the Nodes on

which Virtual Group is configured to run. Preferred Nodes
Provide list of prefered nodes for selected Virtual
Specify the name of active node in Current Owner Node box. froup
Click Next. Nodes on which Virtusl Group is
configured b run
VRSCLUSTERT
VASCLUSTERZ
Prefened Modes Add
Femove
Cunent Dwner Node:
[
<Back | Mews | ceneel |

11, Click Yes if it is the Active node. I

e If you click No the program will perform the passive install. Follow the 1 o SRR GUITERR @Ay € Rl el SOt
steps described in Manually Installing the Software on a Passive Node.

e This screen may look different from the example shown.

No
12. Expand Cllent Modules | Backup & Recovery | Database and then ick soL (N )
Server iDataAgent box. Select Platforms
. Select the platforms you want to configure.
Click Next.
cl =) | Move the pointer over a
= © Common Technology Engine platform name to see a
CommServe Mockdes description of the platform and
H - reasons why it may be
# © CommCell Console disabled.
+ @ Mediadgent Modules
= @ Client Modules —
# 0 Backup & Recovery Sapoce
# 0 Content Indexing and Search (Req/Recommended)
# 0 Web Based Search & Browse Installation Folder
# © Archive Management 0MB/ OMB
# O ConfinuousDataReplicator )
o C SAM Temporary on C: diive:
¥ O Supporting Modules EE
% O Tools v
Special Registry Keys In Use
Installer
I Install Agents for Restore Only <Back | | cancel |

13.  If this computer and the CommServe is separated by a firewall, select the Configure _

firewall services option and then click Next. Firewall Configuration

Configure firewall services

For firewall options and configuration instructions, see Firewall Configuration and
continue with the installation.

. . . . . . If there is a firewall between this machine and the CommServe, configure firewall services below.
If firewall configuration is not required, click Next.

I™" Configure firewall services

Installer

14. Enter the fully qualified domain name of the CommServe Host Name.

Click Next.
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Do not use space and the following characters when specifying a new
name for the CommServe Host Name:

\I" ~@#$%N8X () +=<>/7,[1{}:;"

15. Click Next.

16. Select Add programs to the Windows Firewall Exclusion List, to add CommCell
programs and services to the Windows Firewall Exclusion List.

Click Next.

This option enables CommCell operations across Windows firewall by
adding CommcCell programs and services to Windows firewall exclusion
list.

It is recommended to select this option even if Windows firewall is
disabled. This will allow the CommCell programs and services to function
if the Windows firewall is enabled at a later time.

17. Verify the default location for software installation.
Click Browse to change the default location.

Click Next.

e Do not install the software to a mapped network drive.

e Do not use the following characters when specifying the destination
path:

[ <> | #

It is recommended that you use alphanumeric characters only.

18. Specify the Job Results Path. Make sure that the Job Results folder you specify
resides on a shared disk.

Click Browse to change the default location.
Click Next.

Installer g|

CommServe Name
Specity the CommS erve computer rame and host

Comméerve Client Name

CommServe Host Name
[Enter a walid, fuly-qualfied, IP host name; for example:
myeampuler. mycampany. com]

[mpcamputer mpcompany. com

Installer

< Back Hest > Carcel |

Installer E|

Communication Interface Name
Setup will configure the communication paths.

Select a client name

=

Select an interface name that this computer will use to
communicate with the CommS erve:

audi. mycompany.com ~|

P Adcess{es) for the selected host

Irstaller

< Back et » concel |

Windows Firewall Exclusion List

Allow programs to communicate through Windows
Firewal

Windows Firewall is ON

[V Add programs to the Windows Firewall Exclusion List

1f you plan on using Windows Firewall it is recommended to add the software programs to the
exclusion ist

Installer

<Back [ New> | Cancel |

Installer g|

Destination Folder
Select the destination folder ta instal the program files.

Click Next to acoept the default location, or click Browse to choose an altenate location.

Destination Folder

Browse

Drive List Space Required ¢ Recommendad
C S2EME - 1394 ME /1670 MB

Installer

< Back Nest > Cancel
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Installer

Job Results Path

Select the location on a shared drive to store Job
Results files for this clisnt computer

Click. Next to accept the default location, or click Browse to choose an altemate location,

Job Results Path

Browse...

Drivs List Space Requied / Recommended
( M. 15061 MB - ( 50 MB / 50 M

Installer cBsck [ News | Concel |

19. Select a Client Group from the list. staller 3]

Click Next Client Group Selection

Select & client group for the clisnt

This screen will be displayed if Client Groups are configured in the
CommCell Console. The Client Group is a logical grouping of client machines
which have the same associations at various levels like
Schedule Policy, Activity Contral, Security and Reports

Client aroup:

Wene Selected
client_gioup

Installer

< Back Hewt s cancel |

20. Click Next. Installer, El
Schedule Install of Automatic Updates

Chaose when you want to schedule an install of the
downloaded updates

¥ Schedule Install of Automatic Updates

" Once
Time: 083112 FM

 ‘Weskly
* Monday  Tussday
© ‘Wednesday © Thursday
 Friday " Satuday
© Sunday

Installer

< Back Wt > concel |

21. Click Next. taller X

Select Global Filter Options
Select the Global Filter Options for the Agent

Global Filters provides the ahility to set exclusions within a CommiCell to filter out data from data
protection operations on all agents of a certain type

& Use Cel level policy
" Always use Global Fiters

Do not use Global Filters

Installer

< Back Nest > Cancel

22, Select a Storage Policy from the drop-down list.
Click Next.
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Installer g|

Storage Policy Selection

Select a starage policy for the default subclient to be
backed up.

I Configure for Laptop or Deskiop Backup

Select a storage polioy from the pulldown list

Installer
<Back Next> cancel |
23.  Click Next. Installer X
R ) ) R ) R SOL Auto Discovery Option
This process will not automatically discover the Virtual nodes. It is Select auta dissovery option for SOL

recommended to configure the Virtual node post installation from
CommCell Console. For details, see Virtual Nodes Are Not Being
Automatically Discovered in a Veritas Cluster Environment

¥ Auto discover instances

Irstaller

< Back Wt > Concel |

24, Click Next. Installer El

Summary
Summary of install selections

Setup has enough information to start copying the program fies. If you are satisfied with the
install seftings, ick Next to begin copying fles.

-~
Destination Path = C:\Program Files

CommServe Host = mycanputer mycompany. com

Interface Mame = audi.mycompany. com

Client =audi

Job Results Path = C:\Program FilestJ obResults

Global Filkers = Use Cell level policy 3

Irstaller

< Back Wt > cancel |

25, Click OK and manually configure the cluster resources. stater |

To complete the install configure software cluster resources manually. Please follow the guidelines in the
documentation.

See Configuring the VERITAS Cluster Resources for more information on
configuring the cluster resources.

26. Click Next. Installer El

Schedule Reminder
Jaob schedule creation reminder

Please nate:

“You still need to create a Job Schedule for each iDatadgent that has been installed on
this client computer.

Job Schedules are required to allows the iD atabgents to perform automated backup
and restors operations.

Job Schedule creation can be accomplished through the CommCel Consals
administration interface.

Irstaller

27. Click Finish.
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Installer @

Completion Report
Setup complste

Sottware installstion cemplste suscssshull =]

Wisit the website below to download latest Updates and Service Packs.

Click Finish to complete Setup

]

Installer

Technical Suppart Websie

‘CONFIGURING VERITAS CLUSTER RESOURCES

In case of VERITAS Cluster you must manually install the software on all the available Nodes. For installs on the VERITAS Cluster, complete the following
procedures for the agent. These procedures can be completed using the VERITAS Cluster Administrator.

CREATE THE CLUSTER RESOURCES FOR SERVICES

28. Once the physigal nodgs and the virtual machine are installed, services should be o In Windows Services, locate the services for each installed
added as generic services. cluster (e.g., Bull Calypso Cluster Plugin
Also, you may want to designate the services as "critical" if you want to cause the (penodevnl_netwo) (inStan06901)) right—click and select
virtual machine to fail over if the associated service stops. Properties, and locate the service name in the General

tab (e.g., GxClusPlugin (penodevnl netwo)
(Instance001))

The service name is case- and space-sensitive, so
record it exactly as it appears.

e In Cluster Administrator, navigate to the appropriate
Cluster group. Create a generic service resource for the
cluster plugin service.

e If you want an automatic failover to occur, mark the
resource as Critical and Enabled.

o Repeat this procedure for each client installed on the

cluster.

29. Create Service Dependencies In Cluster Administrator, click Resources.
Click Link and make the Cluster plugin resource
dependent upon the MountV resource and the Lanman
service.

30. Associate Services with the Current Active Node

e In Cluster Administrator, navigate to the appropriate
GenericService group.

o Right-click the cluster plugin resource.

From the short-cut menu, click Online and the name of
the current active node.

INSTALL SQL SERVER IDATAAGENT IN HP SCALABLE NAS/POLYSERVE CLUSTER ENVIRONMENT

WHERE TO INSTALL
Install the software in HP Scalable NAS/Polyserve Cluster environment from the active host to virtual server.

The software must be installed on each passive node available to the virtual host. During install, you will be asked to provide the name of the active host for
each passive host installation. See Manually Installing the Software on a Passive Node for step-by-step instructions.

Follow the steps given below to install the Windows File System iDataAgent in a HP Scalalable NAS/Polyserve Clustered environment:

1. Create bIgnoreClusterVMCheck registry key to detect that the agent is being To create the registry key, see the following steps:
installed on a virtual node in a non-Microsoft cluster.
1. Start the Registry Editor (Regedit.exe or Redegt32.exe)

2. Locate the directory under which you want to create a
key, e.g., HKEY LOCAL MACHINE\SOFTWARE\.

3. Right click the SOFTWARE and click New -> Key.
4. Name the key as GalaxylInstallerFlags.
5. Right click the GalaxyInstallerFlags and select New -
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> DWORD value, name it as bIgnoreClusterVMCheck
and by double clicking the bIgnoreClustervMCheck key
modify the Value data to 1.

2. e In the PolyServe Matrix Server, create a virtual host resource name that has an
assigned TCP/IP address in the network.
e Provide a virtual host name (e.g., VirtualPolyServe.acme.com) and an Application
name (e.g., VirtualPolyServe).
e Select all network Interfaces that will be available as hosts for the backup software
services and click OK.
3. From the Virtual Hosts tab in the PolyServe Matrix Server dialog box, locate the
primary node for the virtual server you are installing, and perform the installation
from the active (primary) host to the virtual server.
4. Run Setup.exe from the Software Installation Package.
5. Select the required language.
Click Next.
Select the language you will use during installation
Lancel
6. Select the option to install software on this computer.
The options that appear on this screen depend on the computer in which
the software is being installed.
= Install Software on this computer
= Advanced options
2 View documentation website
S View Install Quick Start Guide (Requires Adobe Acrbat Reader]
2 Install Adobe Acrobat Reader
& Bt
7. Click Next. Installer g|

Welcome

The Installer wil quide you thiough the
setup process for Saftware

This program wil install Softwars on your computer.

It is strongly recommended that you exit all Windows pragrams before running this
Setup program.

Click Cancel to quit Setup and then close any programs pou have running. Click
et to continue with Setup.

WARNING: This program is protected by copyright law and intemational reaies.
Unautharizsd repraduction or distribution of this program. ar any pottion of it may

result in severe civil and criminal penaliss, and will e prasecuted ta the masimum
exient possible under the law

Installer

8. Click OK. tater ]

Itis stwongly recommended that any and all vius scanning software be disabled
irnmediately before continuing with this Software instalation. Failure to do so may result in
file-locking by the wiius scanmer and subsequent failure for setup ta install its own files.

&..:

Click OK once you have disabled them and setup will continue.

9. Select I accept the terms in the license agreement.

Click Next.
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License Agreement
Please read the following License Agreement. Press
the PAGE DOWN ke to view the entire agreement.
a
End User License and Limited Warranty Agreement
Software Release 9.0.0
(including Microsoft® SQL Server™ 2008 Enterprise Edition, SQL Server™
2008 Express Edition and Windows Pre-Installation Environment)
Tl Tlanw —nn Amsnassnsd b
(% | accept the terms in the license agreement
" | do not accept the terms in the license agreement.
Installer
<Back | New> | Cancel |
10. Select Configure a Virtual Server. Installer X
H Cluster Type Selection
Click Next. Configure the Physical Node or a Vitual Server
Configuration Oipti
" Configure the Physical node
" Configure a ¥irtual server
¢Back Concel |
11. e In the disk groups box, specify the host name of the Virtual Host created for
A : irtual Server Selection
baCkU p' . g o Vl rtua |Ve rita SSerVe. Select the wvitual server for which you would ke to run
e In the Communication Interface Name box, specify the fully qualified domain st
name of the Virtual Host, e.g., VirtualVeritasServe.acme.com.
e Click Next.

Chooss fiom the fallowing list of disk aroups
configured on this cluster

J al

Communication Interface Name:

<Back | New> | concel |

12, Specify the hosts node in the Preferred Nodes and click Add to add in the Nodes on

which Virtual Group is configured to run. Preferred Nodes
Prowide list of prefered nodes for selected Yirtual
Specify the name of active node in Current Owner Node box. Grovp.
Click Next. Nodes an which Virtual Group is
configured to run,
VASCLUSTERT
VRSCLUSTERZ
Preferred Modes: £
Remove
Current Dwner Node:
I
<Back | Hews | concel |
13.  Click Yes if it is the Active node. I
o If you click No the program will perform the passive install. Follow the I e otttz autet @ives 6 el eflive TEIDE,
steps described in Manually Installing the Software on a Passive Node.
o This screen may look different from the example shown.
Na

14. Expand Client Modules | Database and then click SQL Server iDataAgent box.
Click Next.
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15. If this computer and the CommServe is separated by a firewall, select the Configure
firewall services option and then click Next.
For firewall options and configuration instructions, see Firewall Configuration and
continue with the installation.
If firewall configuration is not required, click Next.
16. Enter the fully qualified domain name of the CommServe Host Name.
Click Next.
Do not use space and the following characters when specifying a new
name for the CommServe Host Name:
\I" ~1@#$%NKF()+=<>/7,[1{}:;"
17. Click Next.
The client name should be equivalent to the vhost name and the interface
name equals the vhosts fully qualified domain name.
18. Select Add programs to the Windows Firewall Exclusion List, to add CommCell

programs and services to the Windows Firewall Exclusion List.
Click Next.

This option enables CommCell operations across Windows firewall by
adding CommcCell programs and services to Windows firewall exclusion
list.

It is recommended to select this option even if Windows firewall is
disabled. This will allow the CommCell programs and services to function
if the Windows firewall is enabled at a later time.

Select Platforms
Select the platforms you want to configure.

= Q A | Move the pointer over a
= © Common Technology Engine platform name to see a
@ CommSenve Mockies desciiption of the platform and
e reasons why it may be
# 0 CommCel Console disabled.
+ @ Mediadgent Modules
= Q2 Clent Modules .
# 0 Backup & Recovery Sapoce
# 2 Content Indexing and Search (Req/Recommended)
# 02 Web Based Search & Browse Installation Folder:
# Q2 Archive Management 0MB/0MB
# Q1 ContinuousDataReplicator . .
# 0 SAM d
+ 02 Supporting Modules R
# Q2 Tools v
Special Registry Keys In Use
Installer

I Install Agents for Restore Only <Back | | cancel |

Installer.

Firewall Configuration
Configure firewall services

If there is a firewall between this machine and the CommServe, configure firewall services below.

I™ Configure firewall services

¢
-
-
Installer
Installer &|

CommServe Hame

Specify the CommServe computer name and host
name

CommServe Client Name

CommServe Host Name
{Enter a walid, fuly-qualiied, IF host name; for example:
TyCOmpUte! MyGompany. com)

‘mycnmpulel MPCOmpany. com

Irstaller

< Back

Next »
Installer, =]

Communication Interface Name
Setup wil configurs the communication paths.

cancel |

Select a client name

=

Select an interface name that this computer will use to
communicate with the CommServe

audi. mycompany. com j

P Address{es for the selected host,

Installer

< Back

Next >

Cancel
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19. Verify the default location for software installation.
Click Browse to change the default location.
Click Next.

e Do not install the software to a mapped network drive.

e Do not use the following characters when specifying the destination
path:

JiX?2N <> | #

It is recommended that you use alphanumeric characters only.

20. Specify the Job Results Path. Make sure that the Job Results folder you specify
resides on a shared disk.

Click Browse to change the default location.

Click Next.

21. Select a Client Group from the list.
Click Next.

This screen will be displayed if Client Groups are configured in the
CommCell Console.

22, Click Next.

Installer.

Windows Firewall Exclusion List

Allow programs to communicate through Windows
Firewa

Windows Firewall is ON
[V Add programs to the Windows Firewall Exclusion List

1f you plan on using Windows Firewall it is recommended to add the software programs to the
exclusion st

Installer

<Back [ New> | Cancel |

Installer E|

Destination Folder
Select the destination folder to install the program files.

Click Nest to accept the default location, or click Browse to choose an altemate location.

Destination Folder

EBrowse..

Drive List Space Required / Recammended
C a2BMB - 1394 ME /1670 ME

Irstaller

< Back Wt > concel |

Installer

Job Results Path

Select the location on a shared drive to store Job
Results files for this clisnt computer

Click. Next to accept the default location, or click Browse to choose an altemate location,

Job Results Path

Browse...

Drivs List Space Requied / Recommended
( M. 15061 MB - ( 50 MB / 50 M

Installer cBsck [ News | Concel |

Installer g|

Client Group Selection
Select a cliert group for the client

The Client Group is alogical grouping of client machines
wihich havs the same associations at various lsvels ke
Schedule Policy, Activity Cantiol. Security and Reports

Client aroup:

Wene Selected
client_gioup

Installer

< Back Nest > Cancel
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Schedule Install of Automatic Updates

Choose when you want to scheduls an install of the
downloaded updates

Iv Scheduls Install of Automatic Lpdates

" Once
Tirne 1812 P
& weskly
& Monday © Tuesdaw
" ednesday " Thursday
© Fridey © Satuday
© Sunday
Irstaler
< Back Hewt s cancel |
23. Click Next. Installer El

Select Global Filter Options
Select the Global Filter Options for the Agent,

Global Fiters provides the abilky to set exclusions within a CommiCel to fiter out data fom data
protection operations on all agents of a certain type.

@& Use Cell lvel policy
" Always uss Global Fiters

" Do not use Global Filters

Irstaller

< Back Wt > concel |

taller &l

Storage Policy Selection

24. Select a Storage Policy from the drop-down list.

Click Next.

Select a starage policy for the default subclient to be
backed up.

I Configure for Laptop or Deskiop Backup

Select a storage polioy from the pulldown list

Installer

< Back Hewt s cancel |

25, Click Next.

taller El

- . . SOL Auto Discovery Option
Auto Discover Instances are automatically discovered for every 24 Select auta dissovery option for SOL

hours.

¥ Auto discover instances

Irstaller

< Back Next » Caricel

26. Click Next.
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Installer g|

Summary
Surmmary of install selectiors

Setup has snough information to start copying the program fiss. If you are satisfied with the
install settings, cick Next to begin capying files.

Destination Path = C:\Program Filesh
CommServe Host = mycomputer mycompany. com

Interface Mame = audi mycompary.com

Client =audi

Job Results Path = C:\Progiam Files\obRiesults

Global Filters = Use Cell level policy -

Installer

<Back Next> carcel |
27. Click OK and manually configure the cluster resources. finstatler

See Configuring the HP Scalable NAS/Polyserve Cluster Resources for
more information on configuring the cluster resources.

Ta complete the install configure saftware cluster resaurces manually. Please folow the quidelines in the
documentation

28. Click Next. Installer El

Schedule Reminder
Jaob schedule creation reminder

Please nate:

“You still need to create a Job Schedule for each iDatadgent that has been installed on
this client computer.

Job Schedules are required to allows the iD atabgents to perform automated backup
and restors operations.

Job Schedule creation can be accomplished through the CommCel Consals
administration interface.

Irstaller

29, Click Finish. Installer X

Completion Report
Setup complste

Sottware installstion cemplste suscssshull =]

Wisit the website below to download latest Updates and Service Packs.

Click Finish to complete Setup

=l
Installer
Technical Suppart Websie
‘CONFIGURING HP SCALABLE NAS/POLYSERVE CLUSTER RESOURCES
For installs on the HP Scalable NAS/PolyServe Cluster, complete the following procedures for the agent.
30. Create and Use Scripts to Administer Virtual Machine Services. You should create and use three scripts to administer virtual machine

services:

e Probe script is used to reveal the state of the specified services. This is
done using the GxscMCmd. exe utility.

e Start script is used to start services.

e Stop script is used to stop services.

Create a probe script to have the status of both the Bull Calypso

Communications Service (GxCVD) and the Bull Calypso Event Manager
Service (GxEvMgrC) checked.

In the probe script, include the GxscMCmd. exe utility by name in the
appropriate command. (This utility is available from the Resource Pack. See
Tools and Utilities for more information.)
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31. Add the Customer Service Monitor

Create a folder (e.g., m: \GxscMCnd) on a shared disk that the virtual host
you created has access to.

Copy the GxscMcmd. exe utility and the script files you created (probe.bat,
start.bat, stop.bat) to this folder.

The utility will return the state of the specified services: '0' if the services
are running or '1' if services are stopped. For an error condition, '-1' is
returned.

Note that the service name includes the name of the client and the name of
the instance. To avoid error in providing the vhost name and instance name
in the path of scripts, copy the key name from here:

HKEY_ LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\GXClusPlugIn
(vhostname) (Instance00x)

These examples provide sample script names, locations and
virtual host name as suggested names not requirements.
The command syntax is:

GxSCMCmd .exe -IsRunning <list of service name>

For example, your probe script (e.g., m: \GxSCMCmd\gxprobe .bat) may
appear as follows:

Qecho off
if'$MX ACTIVE STATES'='INACTIVE' exit 0

m: \GxSCMCmd\GxSCMCmd . exe -IsRunning "GxClusPlugIn (virtualpolyserve)
(Instance001)"

if ERRORLEVEL 0 exit 0
exit 1

Be sure to copy the GxscMcmd. exe utility to the shared disk resource. Also,
be sure to include the probe script on the shared disk.

The stop and start scripts must also contain the registry entry for the virtual
machine service names. Your start script (e.g., m: \GxSCMCmd\gxstart.bat)
may appear as follows:

@echo off

C:\WINDOWS\system32\net.exe start "GxClusPlugIn (virtualpolyserve)
(Instance001)"

exit 0
Your stop script (e.g., m: \GxSCMCmd\gxstart.bat) may appear as follows:
@echo off

C: \WINDOWS\system32\net.exe stop GxClusPlugIn (virtualpolyserve)
(Instance001)

exit 0

To add the custom service monitor to the virtual host configuration in the
PolyServe Matrix Server console.

1. Ensure that the virtual host name <virtualpolyserve> is online.

2. From the Services MMC snap-in, verify or manually start the cluster
plugin service, "Bull Calypso Cluster Plugin (virtualpolyserve)
(Instance00x)", on the active primary node for the Vhost
virtualpolyserve

3. From the PolyServe Matrix Server, click the Virtual Hosts tab.

4. Right click Virtual Host <virtualpolyserve> and then Add Service
Monitor.

5. For the Monitor Type field in the Add Service Monitor dialog box, click
CUSTOM.

6. Assign a name to the service monitor by typing the name in the Name
field.

7. In the User probe script field, type the path to the probe script that
calls the GxXSCMCmd.exe command (on the share disk)

8. Click Advanced.

9. From the Advanced Service Configuration dialog box, click the Scripts
tab.

10. In the Script pathname: Start field, type the path to the start script
(shared disk). In the corresponding Timeout (seconds) field, type a
timeout value greater than 60 seconds.
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11. In the Script pathname: Stop field, type the path to the stop script
(shared disk). In the corresponding Timeout (seconds) field, type a
timeout value greater than 60 seconds.

12. Click OK once, then again.

The monitor should now start, and the primary node should now be active.
Failover will occur if services are disabled on the primary node, and services
in such a case will move to a secondary node.

« Previous | Mext »
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Getting Started Configuration - SQL Server iDataAgent

Once installed, configure a subclient and associate a storage policy as follows:
1.

e From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

e Right-click the default subclient and then click Properties.

e Click the Content tab.
e Click Configure.

3. Click Discover.

e Hold down CTRL and click each database listed in the Database Name list.
Ensure you have at least one user-created database

selected as depicted in the image on the right.

e In the Change all selected databases to list, click default.
e Click OK.

« Pravious | MNext »

& Commcel romser [  HappyoL X whatsnewr x
[ decincot @ docntol > ) Clent Conpters > B happy01 > D8 SQL Server > [ HAPPYOL
2 ‘% Clent Computer Groups
= 0 clent computers Subclint Nae
frm
2 B docintot 2 Backup
5 B hapovor e
o I8 e System ELT
© 08 500 server Backup History
1 Schedules
00 securty
B9 S s Operation Window
o 8 polces

Praperties
-l Reports

) {§ Cantent Director

Job Controller
3ob Controllor

Fl. JobID  Operstin  Clent Co.

Database List:

Total: 0 database(s).

At Tipe Sibcert SbTipe phase
[T ——

Subclient Properties of default =

Storage Device Activity Control Security | SQL Settings

General |1 (Cortent) Backup Rules

PrePost Process

oK Cancel Help

Database Configuration

Database Name » 1 Subclient Mame

|

hange all selected databases to:

QK ] [ Cancel ]Q Discaver _D[ Help
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e Click the Storage Device tab.

e In the Storage Policy box, select a Storage Policy name.

If you do not have Storage Policy created, follow the step given in step 7 below to

create a storage policy.

e Click the Log Storage Policy tab.

e In the Storage Policy box, select a Storage Policy name.

e Click OK.

Click Mext » to continue.

Create a Storage Policy:

1. From the CommCell Browser, navigate to Policies.
2. Right-click the Storage Policies and then click New Storage Policy.
3. Follow the prompts displayed in the Storage Policy Wizard. The required options

client Properties ul
[ ceneal | Content | BackupRues | PrePost Process |
1@mageDeviﬁD| Activity Contrel | Froption | Securty | SQL Settings
Data Storage Policy | Log Storage Policy | Data Transfer Option | D ion|
2
'Storage Policy:
r—
Number of streams for data backup: | 2|5
(Lo ][ comel ][ reb ]
client Properties ul
[ General | content | BackupRues | PrefPost Process |
StorageDevice | Activity Control | Eocpion | Securty | SQL Settings

\mhsnmpﬁwgnmdaomlr ication|

Storage Policy:
cg_dedupe |

Number of streams for data backup: 2 :'j

(o ] [Lcomcal ][ rep

)
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5| @ storacepoiies x | wnatsnen? x

are mentioned below:

O Select the Storage Policy type as Data Protection and Archiving and click
Next.

O Enter the name in the Storage Policy Name box and click Next.

O From the Library list, click the name of a disk library to which the primary
copy should be associated and then click Next.

& docetot > B poies > B e

[ sty s =

What will ths storage policy be used for?

Ensure that you select a library attached to a MediaAgent operating in the
current release.

o From the MediaAgent list, click the name of a MediaAgent that will be used
to create the primary copy and then click Next.

O For the device streams and the retention criteria information, click Next to
accept default values.

O Select Yes to enable deduplication for the primary copy.

O From the MediaAgent list, click the name of the MediaAgent that will be used
to store the Deduplication store.

Type the name of the folder in which the deduplication database must be
located in the Deduplication Store Location or click the Browse button to
select the folder and then click Next.

O Review the details and click Finish to create the Storage Policy.

« Pravious | MNext »
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Getting Started Backup - SQL Server iDataAgent

« Pravious | MNext »

WHAT GETS BACKED UP

WHAT DOES NOT GET BACKED UP

SQL Server system databases, which includes
master, msdb, and model

SQL Server user databases

SQL Server Filestream Databases using regular
and IntelliSnap Backups

tempdb - as SQL Server re-creates tempdb every time the server is started, it is not included in the backup
SQL analysis server database

Databases on removable media

Databases in single-user mode, suspect, loading, standby, and offline.

SQL Server Filestream Databases using VSS

The following cannot be backed up using the SQL Server iDataAgent:

e Full text indexes
e SQL Server application files residing on a local hard drive
e File system data that resides on a SQL Server computer

Use the Windows File System iDataAgent to back up the above mentioned components.

Server | <Instance>.

e Right-click the default subclient and click Backup.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL

b CommiCel Bowser
& it
et Camputer Groups

0 searty 3
w g Strage Resours
5 1 olces

Tl ze0tts

A B

% doindt > § Clert Conputers > B happy01 > DA SQL Server > T HAFPYDL

Subrlent Neme e

e}

Eacap Hstory
sthetles
Operaion Vindow

Fropeities

Staage ol
3

% |00 whatsnew? x |4 Badwp JabHstoy o defackt x |4 Ba

>

2. e Click Full as backup type and then click Immediate. Backup Options for Subslient: %)
) Backup Options.
e Click OK.
Select Backup Type: Job Initiation
@ Full @) Immediate.
O Transaction Log Run this jab now
O schedule
) Differential
[ ox ] [ Concel | [Advanced [ save ssaript | [(rep_|

3. You can track the progress of the job from the Job Controller window of the B e

CommCell console.

4. Once the job is complete, view the job details from the Backup History. Right-click
the Subclient and select Backup History.

5. Click OK.

St san

A ConCellBrowser

@ docrtor

" 48 Clent Computer Groups
Clent Conputers

% seaty
289 Sorage Resources
& polaes

 Taf Reports

Backup Type:
[OF]

(O Transaction Log

Job Status

@al

[ Specify Time Range

Start Time:

St
)

B W wweevr

O Ful

© Completed

s

Subdienttlame. Type

Badup
st Meda

2

Schedie:

Operation Window

Properties

Backup History Filter for: default

O Failed

End Time:

Wi T poues:

oy o

& docrtot > ) Clent Computers > B heppyor > 08 5L server > B HAPPYOL

Storage oicy

() Differential

) Killed

CEE)

%[00 Whatznew? x| 49 sackup Job Hiory of defauk x | 40 52

aK

| [ conesl

][ Advanced ][ Help
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6. Right-click the job to:

Browse the databases that were backed up.
View items that failed, if any, during the job.
Resubmit the job.

View job details.

View media associated with the job.

View events associated with the job.

View backup items (you can view the database files that were backed up e.g.,
.mdf, .1df).

e View or send the log file that is associated with the job.

| € Previous | Mext » |
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Getting Started Restore - SQL Server iDataAgent

| < Pravious |

As restoring your backup data is very crucial, it is recommended that you perform a restore operation immediately after your first full backup to understand the
process. The following sections explain the steps for restoring a user-created database to a different location on the same destination server.

i R . 3 CommCel Browser 2 & nappvor x| whatsnews x
1. e From the CommCell Browser, navigate to Client Computers | <Client> | SQL B X coci > ) Clent Conputrs > B hapey01 > B8 s server > B rPY01
st caabose ®
e Right-click the instance and then click All Tasks | Browse Backup Data.
4 AllTasks > Backup All Subclients
A\ * | 5 BrowseBackup Data
MNew Subclient  »
£ ContentDirectr foa— Ef’, s

Fl. JobD  Operaion  CientCo.. AgentType Subdient JobType  Phase

There are no obs currently runring.

WPause |BPlaying|  Running: 0 Pending: 0 Waitng: 0 Queued: 0 Suspended: 0 Total

2. Click OK.

Browse Options

(@ Browse the Latest Data

© SpeciFy Browse Time

Client: Computer:

(@ Database () FllefFile Group

oK ][ Cancel ][ Advanced ][ List Media ][ Help

Sy Client: happy01 ( Latest .. (rm
3. e In the right pane of the Browse window, select the database you want to restore.  [Sew i CE
e Click Recover All Selected. e S
B
R
R
R
(=]
=

* Click Advanced. SOL Restore Options X
General | Job Intiation
General
Destination Server; | HAPPYOL —
Source Server: HAPPYOL
Database Name: Resources
Database state! Hormal

Restore Types

() Database Restore O Recover Only

[JPoint-in-time. [ rartislRestore

[] Latest Backup Data S p ez

Restore Time and Time 2one

Restore Time: | Tussdlay, Apri 26, 2011 1326:30 PM FULL vl

Time Zone:  [(GMT-05:00) Eastern Time (US & Canada) v

Recovery Types and UndaPath

GRecovery (O Morscovery () Standby

Restore Options
[] Unconditionally overurite existing database or fles
[[] Leave Database in DEO use only stake
[(] Freserve Repiication Settings

[] Keep Change Data Capture

[ ok | [Cconcel | [ advenced | [@ssvesseipt | [(Heb |

Click the Options tab.

Rename the database name under the Database column.

Change the path of the database and log files under the Physical Path column.
Click OK.
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6. Click OK.

7. You can monitor the progress of the restore job in the Job Controller.

8. Once the restore job has completed, right-click the agent and click View | Restore

History.

9. Click OK.

Advanced Restore Options

dvanced General | Startup | PrefPost | Copy Precedence | Data Path | Ercrypticr: || Alert | Options |

Fie Name

resources_log

restore_testDATAresources_log. ldF

3]«

v

Find & Replace

SOL Restare Op

General | Job Initiation |

(%)

General
Destination Server: | HAPPYOL v
Source Server: HAPPYOL
Database State! NOTEXIST
Restors Types
(® Database Restore Step Restore © Rexover Orly
[ Peint-in-time Transaction Log Marks L Partial Restore
[ Latest Backup Data sy (AEPROETD
Restore Tine and Time zane
Restore Tine: | Tuesday, Aprll 26, 2011 1:26:30 PM FULL <]
TimeZone: | (GMT-DS:00) Eastern Time (LS & Canada) v

Recovery Types and LindoPath

@ Recovery () Morecavery.

(3 stand by

Undo Fie Pt |

Browse

Restors Optians

[ Preserve Replication Settings

[ keep Change Data Capture

[ unconditionally overvrice existing database or files

[ Leave Database in DBO use only state

([ #ox Cancel | [ advanced | [ [ 5ave As script

7] Job Contraller ¢

13 3 Controler E=E}

GortCo.. g Typ Sublers | JbTyps | Prase | Stage.. | Nedahgunt Stas | progess  Enos (|

G5 Bauo happy0l  50LServer Flesandl.. Transact.. Dstabase. riot g [ fopleaion_Ena|
Bocrent koo RN |

2 CommCell Browser
@ docinto1
Clent Computer Groups

= % Clent Computers
(B biiss
+ [BR docintol
=B heppyot

D8 File System
4 €530A 50L Server

% HAPPYT All Tasks
< Secuity
vew
Storage Resources| 2
Policies. Properties

W Rosse WPlying  Rurviog: 1 Pendg: | Waitng: 0 Queved; 0 Suspended: 0 Tota Jobs: 2 Job Streams: 1 High Watermark 100

iDA SOL Server x
@ docinto1 > I Client Computers > [B2 happy01 > DA SGL Server

Name Version
T HaPPYOL 10.0.2531

Backup History

3 (Restore History )

| Reports
4 Content Birector

Schedues

E Content

ummary

7 J0b Controller x

Jab Controler
Fl JobID Operation Client Co. Agert Type  Subclient ]
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X

Restore History Filter for: SOL Server

Destination Client Computer:

[] Specify Time Range

Start Time: End Timg

Job Type

Recovery/Retrieve Stub Recall

Job Status
& Al () Completed () Failed () Killed
[ (s[4 ] [ Cancel ] [ Advanced ] I Help
10. You can view the following details about the job by right-clicking the job: B et rbuson o0 % s
e View Restore Items et TR T o i e ]
You can view them as Successful, Failed, Skipped or All. Torsbets ' T:
e View Job Details : }: § "
e View Events of the restore job. o
e View Log files of the restore job
e View Job Path
e Send Logs
o Resubmit Job
11. Onc'e the _database is restort_ed, Yerify th;_at the re_stored database and log files are ?%) =TT =
available in the restore destination provided during step 5. AT i
Favorke Unks: i fime = Y| ote modfied 1| Type I-{see |-{voge |
B oo [EE) Ciiam R oms
B s
B o

Cussios e DATA
g | Cuesor teDATA

CONGRATULATIONS - YOU HAVE SUCCESSFULLY COMPLETED YOUR FIRST BACKUP AND RESTORE.

If you want to further explore this Agent's features read the Advanced sections of this documentation.

| < Previous |
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Advanced Configuration - SQL Server iDataAgent

TABLE OF CONTENTS

Understanding the CommcCell Console Command Line Operations

Creating User-Defined Subclients Log on to the CommServe
For Databases Configure Instances

For Files and Filegroups Configure Subclients ) )
Perform Command Line Operations from Microsoft SQL Management
Managing Instances Studio

Manually Discovering New Instances
Enable / Disable Automatic Discovery
Setting the Discovery Frequency

Enabling/Disabling Automatic Database Discovery
Manually Discovering Databases

Automatically Discovering Databases in Offline States
For All Clients
For Individual Clients

Excluding Databases from Backups

Managing Databases Deleted from SQL Server
In the Default Subclient
In User-Defined and Default Subclients

Specifying Databases for OnDemand Backup
Selecting Backup types for On Demand Backups and Executing the Backups

Specifying File and Filegroups for OnDemand Backup

Setting Up Backup Conversion Rules
For Default and Database Subclients
For File/Filegroup Subclients

Enhancing Performance During Backups

Configuring the Number of Log Backups to Run Before a Full Backup
Configuring Log Backups to Run Without Full Backups

Performing Backups using VSS

Configuring Data Streams

Configuring User Accounts for Backups
At the CommCell Level

At the Client Computer Group Level

At the Agent Level

At the Instance Level

Modifying an Agent, Instance, or Subclient

Deleting an Agent, Instance, or Subclient
Deleting an Agent
Deleting an Instance
Deleting a Subclient

UNDERSTANDING THE COMMCELL CONSOLE

The Microsoft SQL Server iDataAgent uses the following logical entities to manage backup

. & CommCell Er L3 i} HAPPYO1 x
and restore operations from the CommCell Console. o

@y, docint01

- g Client Computer Groups
client: Computers

& docneol > G§ dlient Computers > B2 happyo1 >

& Subelient Marne:

AGENT

- bliss 3
s . . B docntol
Facilitates SQL instance discovery. | 5B hapyot
il {0 File System
GOR 5L 5erveD |
INSTANCE I FRry 2

- € Security
§- Storage Resources

Defines the SQL Server instance to be backed up. 58 rolides

E Content | B Summary

SUBCLIENT
Defines the SQL databases to be backed up.

CREATING USER-DEFINED SUBCLIENTS

By default, all databases within each SQL Server instance are automatically assigned to the default subclient. This subclient backs up the entire instance.

If you want to divide your backups into smaller groups, you can do so by creating user-defined subclients as described in the following sections.
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FOR DATABASES

If you want to back up groups of specific databases, you can do so by creating a user-defined subclient containing any number of databases that exist within
the instance. This is useful if you want to back up a subset of databases at certain times or with a particular frequency.

v AW N

10.
11.

When you create a user-defined subclient, the contents of the user-defined subclient will be excluded from the

Default Subclient.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

Right-click the Instance, point to New Subclient, and then click Database.
In the Subclient Name box, type a name.
Click the Storage Device tab.

From the Data Storage Policy sub-tab, click a storage policy name from the
Storage Policy list.

From the Log Storage Policy sub-tab, click a storage policy name from the Storage
Policy list.

Click the Content tab and then click Configure.
Click Discover.

From the Subclient Name list in the Database Configuration window, select the
name of this subclient for each database you want to include.

Click OK to save the content.

Click OK.

Database Configuration

Resources
Resources_1

Database Name ~ 1 Subclient Name
Board_Master default
Budget Budget

Staff_Master
Student_Master
doctest default
master default
model default
model_test default
OK ] [ Cancel ] I Discover l [ Help

FOR FILES AND FILEGROUPS

In many cases, large databases may contain portions of data that require more frequent backups than others. For example, tables consisting of records entered
on a daily basis may require nightly backups, whereas tables consisting of records entered on a quarterly basis may require only monthly backups. You can
group such elements together by creating a user-defined subclient for files or filegroups.

10.
11.

12.
13.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

Right-click the Instance, point to New Subclient, and then click Files and
Filegroups.

In the Subclient Name box, type a name.
Click the Storage Device tab.

From the Data Storage Policy sub-tab, click a storage policy name in the Storage
Policy list.

From the Log Storage Policy sub-tab, click a storage policy name in the Storage
Policy list.

Click the Content tab and then click Configure.

From the File/FileGroup Configuration window, select the database containing the
files or filegroups you want to back up from the Database list.

Click Discover.
Expand the nodes in the Name list.

In the Subclient Name list, select the name of this subclient for each file or filegroup
you want to include.

Click OK to save the content.
Click OK.

It is recommended that filegroups be configured rather than
individual files. Filegroups require less overall maintenance
and reduce the need to manually add or remove individual
files to the subclient.

MANAGING INSTANCES

New SQL Subcl

fent Properties

[=

Use these dialogs to

e | i Contal | [[seaanty | 5ot setngs |
[ coment | coduphuies | oot

discover and select files
orfile groups.

File/File Group Configuration

Physical Fle

?

Change ll selected FFG to: | Resources

el

MANUALLY DISCOVERING NEW INSTANCES
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By default, new instances added to the SQL Server are automatically discovered if the option to do so was enabled during the SQL Server iDataAgent
installation. If this option was not enabled during installation, you can discover new instances at any time as follows:

Ensure you have a user account with sufficient privileges to create a new instance.

Refer to the Configuring User Accounts for Backups section on this page for
information on required account privileges.

From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click SQL Server and click New SQL Server.

In the Server Name list, select the name of the SQL Server instance you want to
assign to this instance.

In the Server Type area, check the Override higher levels settings check box.

Click OK.

MNew SQL Server

Server Properties

€erver Name: |OffSite v)

Yersion:

Server Type:

@ Use Local System Account

Impersonate User
User Name

Password

Storage Policies
Default Database Storage Policy:  SP v

Default Log Storage Policy: SP -

m { Cancel J { Help

=)

ENABLE / DISABLE AUTOMATIC DISCOVERY

If you enable automatic discovery new SQL Server instances will be discovered as follows:

e Every 24 hours.

o Whenever the Communications Service (GxCVD) is restarted (such as after a computer reboot).

This capability ensures all instances are accounted for on a daily basis for backups.

If you want to enable or disable automatic instance discovery, you can do so as follows:

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click SQL Server and click Properties.
Check or clear the Auto discover instances check box.

Click OK.

SQL Server Properties
General | version | Security | Activity Control | Authentication

Client Computer:  happy01
iDataAgent: SQL Server

Installed: Monday, April 25, 2011

"] Auto discover instances.

] Manage Content Automatically

Description

[k ][ concel Jf Help

SETTING THE DISCOVERY FREQUENCY

If you want instances to be automatically discovered on a more or less frequent basis, you can do so as follows:

© N o

v AWM R

From the CommCell Browser, navigate to Client Computers.
Right-click the <Client> and then click Properties.

Click the Registry Key Settings tab.

Click Add.

In the Name field, type nAutoDiscoverSQLInstanceTimeout

In the Location list, select cvb from the dropdown list.

In the Type list, select REG_DWORD.

In the Value field, type the number of minutes to discover instances.

For example, to discover instances every two hours, type 120.
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9. Click OK.

ENABLING/DISABLING AUTOMATIC DATABASE DISCOVERY

By default, new databases created on the SQL Server are automatically discovered and assigned to the default subclient. You can disable this functionality as

follows:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL

Server | <Instance>.

2. Right-click the default subclient and click Properties.

Enable or clear the Disable Automatic Discovery check box.

4. Click OK.

Client Computer Properties for happyl1 =
Network Throttling | Policies | Job Configuration | _Encryption | _advanced
General | Version | Security | Activity Control | Groups | _Firewall Configuration
Content Indexing Registry Key Settings Client Side Deduplication

Name Location Type Value Enabled ﬂ

[ ox J[cnel |[ e 1/
oK ][ Cancel ][ Help

Subclient Properties of default
Storage Device | Activity Control | Security | SQL Settings
General Content | Backup Rules PrejPost Process

Client Name:  happy01

DataAgent:  SQL Server

Instance Name:  HAPPYOL

Subclient: default

Allow multiple data readers for Backup Copy

Note: This is a default subclient.

Description

e =

‘MANUALLY DISCOVERING DATABASES

If automatic discovery of databases is disabled, you can manually add databases to a subclient as follows:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL

Server | <Instance>.

2.
3. Click the Content tab.
4. Click Configure.
5. Click Discover.
6.
add should be assigned.
7. Click OK to save your settings.

Click OK.

Right-click the default subclient and click Properties.

In the Subclient Name list, select the subclient to which the database you want to
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Subclient Properties of default [=]
[ storage bevice | Activiy Control__| | Security | 50L Settings |
General | Content | Backup Rules | PrafPost Process
Database List:
Board Master ) 4 -
Budgzt
doctest
mester L
model 1
Database Configuration =]
Database Name: -~ Subelient Name ¥ -
Board_Master defalt) 3 % 1
Budget deFault Y
rarol el Era
Resources default ~—~
Resources_1 deFault =
Staff_Master default
Student_Master default
doctest default
master default
model default -
hange 2ll selected databases to! 2
o) o ) Cosor [0
AUTOMATICALLY DISCOVERING DATABASES IN OFFLINE STATES
By default, offline databases in the following states are not automatically discovered:
e Standby
e Restoring
e Suspect (will also include the Standby state)
o Shutdown (will also include the Suspect and Standby states)
e Offline
You can configure automatic discovery of offline databases for one or all clients as described below.
FOR ALL CLIENTS
1. Log on to the CommServe computer. EXAMPLE:
2. From the command prompt, navigate to <software installation path>\base. goperation execscript -sn SetKeyIntoGlobalParamTbl.sqgl
. -si DatabaseStateString -si y -si
3. Run the following command: suspect;shutdown; standby
goperation execscript -sn SetKeyIntoGlobalParamTbl.sqgl -si In this example, databases in the suspect, shutdown, and

SR S - ) i
DatabaseStateString -si y -si <database_state standby states will be automatically discovered.

where <database state> is the database state(s) to be discovered.

If entering more than one state, separate each with a semicolon.

FOR INDIVIDUAL CLIENTS

Configuring this option will override the configuration at the CommServe level described in the For All Clients section
above.

From the CommCell Browser, navigate to Client Computers.
Right-click the <Client> and then click Properties.

Click the Registry Key Settings tab.

Click Add.

LA A

In the Name field, type sDiscoverDatabaseStates.

In the Location list, type MSsQLAgent.

In the Type list, select REG_MULTI_SZ.

© N o

In the Value field, type the databases state or states that will be discovered. If
entering more than one state, separate each with a semicolon.

For example, to discover databases in the Suspect, Shutdown, and Standby states,
enter the following:

suspect;shutdown;standby

9. Click OK.
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Client Computer Properties for happy01 =
Network Throtting | Policies | Job Configuration | Encryption | _Advanced
General | Version | Security | activity Control | Groups | Firewall Configuration
Content Indexing Registry Key Settings Client Side Deduplication
Name Location Type Value Enabled ﬂ
| ) Add Registry Key on Windows Client idad0dpm2010

Name sDiscoverDatabaseStates
Location  MSSQLAGENT ol
T

Typs v

Value suspect

EXCLUDING DATABASES FROM BACKUPS

In some cases, it may be necessary to exclude certain databases from backups for a period of time. For example, you may have configured an entire SQL
Server to back up using a particular schedule, but do not require all databases to be backed up according to that schedule. You can exclude databases from
backups by following the steps below.

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Sl U (553
Server | <Instance>.
. . . . . Database Name 1 Subclient Name ﬂ
2. Right-click the database subclient and click Properties. ot aster oS
3. Click the Content tab. defauk L
Payroll efa
4, Click Configure. Resources
Resources_1 E
5. Click Discover. Staff_Master default
Student_Master default
6. In the Subclient Name list, select the subclient to which the database you want to doctest default
add should be assigned. master default
. ) model default
7. Click OK to save your settings. eocclal tact Aafaule %
8. Click OK. Change all selected databases to:
[ OK J [ Cancel ] [ Discover ] { Help

MANAGING DATABASES DELETED FROM SQL SERVER

Databases that are deleted from the SQL Server are handled differently during backups depending on how the database was discovered and the type of
subclient the database was originally assigned to.
Specifically:
e For default subclients:
O Automatically discovered databases are automatically removed from the subclient upon deletion from the SQL Server.
O Manually discovered databases must be manually removed from the subclient content.
e For user-defined subclients, automatically and manually discovered databases are not removed from the subclient upon deletion from the SQL Server.

However, you can remove these databases manually from subclient content.

The following sections provide information on managing databases that have been deleted from the SQL Server.

IN THE DEFAULT SUBCLIENT
AUTOMATICALLY DISCOVERED DATABASES

By default, when automatically discovered databases are deleted from the SQL Server, they are removed from the default subclient content during the
subsequent backup.

In some cases, it may be desirable to manage all databases deleted from the SQL Server manually. For example, if a database is accidentally deleted from the
SQL Server, it may not be desirable for it to be removed from the subclient during the next backup, especially if the next backup may occur while attempting to

bring the deleted database back. Follow the steps below to manage deleted databases manually for the default subclient:
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. R . SQL Server Properti ==
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL pih ==
Server General | version | Security | Activity Control | Authentication

Client Computer:  happy01

2. Right-click SQL Server and click Properties. DataAgent: QL Server

Installed: Monday, April 25, 2011

3. Clear the Manage Content Automatically check box.

4. Click OK.

[¥] Auto discover instances

Description

ok | [ cancel

MANUALLY DISCOVERED DATABASES

Databases that have been manually added to the default subclient are not automatically removed from the subclient if deleted from the SQL Server. To ensure
that the subsequent backup jobs complete without any errors, deleted databases from the server should be removed from the subclient.

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL S""‘"'"‘"’°'°'“']’°“"’”" I l
Storage Device Activity Control Securit; SQL Settings
Server | <Instance>. p R Backup Rules u‘PteIPDsthcess
2. Right-click the default subclient and click Properties. Database List:
3. Click the Content tab. oo .
del_test
4. Select the database you want to delete from the Database List. i
msdb_test |
5. Click Delete. R |
Resources_1
) Staff_Mast
6. Click OK. et Master s
To automatically delete the databases from the subclient, set RSt

registry key nIgnoreNonExistentDB to 1.

ok | [ Cancel ] [ Help

IN USER-DEFINED AND DEFAULT SUBCLIENTS

By default, databases are not automatically removed from subclients when deleted from the SQL Server. If a database is deleted from the SQL Server, the next
backup performed on its associated subclient will not complete successfully.

You can also configure the subclient to automatically remove such databases as follows:

. - Client C iter P rties for h; 01 =
1. From the CommcCell Browser, navigate to Client Computers. el
NexquThmxtungl [ Pullclesl [ b Cunflguvalllun [ Tnaypum | Advanced
H —cli P H z General Version Security. Activity Control Groups. Firewall Configuration
2. Right-click the <Client>, and then click Properties. A Registry Key Settings AT
3. Click the Registry Key Settings tab. Name Location Tyee Vole Enabled |
4. Click Add.
|| Add Registry Key on Windows Client idad0dpm2010
5. Inthe Name field, type nIgnoreNonExistentDB. Name  [nIgnoreNonExistentDB
Location -
A global parameter IgnoreNonExistentDB can be used to T lsateent
configure all SQL clients. You can use the Command Line Twe  |Eccowoep L4
Interface to do so, see gqcommand execscript for details. vae [y
6. In the Location list, type MSSQLAGENT from the dropdown box. Lo ]
7. Inthe Type list, select REG_DWORD.
8. In the Value field, type 1.
9. Click OK.
Add
Lo ] e
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SPECIFYING DATABASES FOR ONDEMAND BACKUP

OnDemand backup allows content to be specified as an external input at the time of initiating a data protection operation. Whereas traditional backups
operations are performed on subclients, which have fixed content configured prior to performing the operation. On Demand backup allows you the flexibility of
specifying content each time you perform a backup operation.

Use the following procedure to configure and perform OnDemand backup for Database subclients:

1. Download the CreateOnDemandDBSub.xml file and save it on the computer from where the command will be executed.
2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute —-af CreateOnDemandDBSub.xml -clientName clientl -instanceName clientl\instancel -subclientName
subclientl -dataBackupStoragePolicy/storagePolicyName SPdata -logBackupStoragePolicy/storagePolicyName SPlog

where

clientName = clientl,
instanceName = clientl\instancel,
subclientName = subclient1,
dataStoragePolicy = SPData,
logStoragePolicy = SPLog.

3. Create a database list file (as a text file) for the databases you plan to backup. This database list file must be located on the Client computer, for which
subclient needs to be created.

You may specify any databases to be backed up using the Database File List. There must be one entry per line in
the file.

4. Download the backup_template.xml file and save it on the computer from where the command will be executed.
5. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af c:\backup template.xml -clientName clientl -instanceName clientl\instancel -subclientName
subclientl -ondemandinputfile c:\DatabaseFile.txt -backupLevel FULL

SELECTING BACKUP TYPES FOR ON DEMAND BACKUPS AND EXECUTING THE BACKUPS

You can modify the argument file (xml file) to perform different types of backups such as Full, Transaction Log and Differential backups, you can do so as
follows:

1. The xml file will have the backup type parameter available, for example the Full backup parameter of the xml file (SQLbackup.bat):
<backupLevel>FULL</backupLevel>
can be changed to
<backupLevel>INCREMENTAL<backupLevel>
for Transaction Log backup
or to
<backupLevel>DIFFERENTIAL<backupLevel>
for Differential backup.
2. Execute the batch file using the following query in SQL Server Management Studio:

exec master..xp_ cmdshell 'C:\SQLbackup.bat'’

SPECIFYING FILE AND FILEGROUPS FOR ONDEMAND BACKUP

OnDemand backup allows content to be specified as an external input at the time of initiating a data protection operation. Whereas traditional backups
operations are performed on subclients, which have fixed content configured prior to performing the operation. On Demand backup allows you the flexibility of
specifying content each time you perform a backup operation.

Use the following procedure to configure and perform OnDemand backup for File and Filegroup Subclients:

1. Download the CreateOnDemandFFGSub.xml file and save it on the computer from where the command will be executed.
2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute —-af CreateOnDemandFFGSub.xml -clientName clientl -instanceName clientl\instancel -subclientName
subclientl -dataBackupStoragePolicy/storagePolicyName SPdata -logBackupStoragePolicy/storagePolicyName SPlog

where
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clientName = clientl,
instanceName = client1\instancel,
subclientName = subclient1,
dataStoragePolicy = SPData,
logStoragePolicy = SPLog.

3. Create a file and file group list file (as a text file) for the files you plan to backup in the following format. Also ensure that the list file must be located on

the Client computer, for which subclient needs to be created.

DatabaseName<\tab>FileGroupName<\tab>LogicalFileName

You may specify any files belonging to the same database only. There must be one entry per line in the file.

4. Download the backup_template.xml file and save it on the computer from where the command will be executed.

5. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af c:\backup template.xml -clientName clientl -instanceName clientl\instancel -subclientName

subclientl -ondemandinputfile c:\FileList.txt -backupLevel FULL

SETTING UP BACKUP CONVERSION RULES

Backup conversion rules provide the facility to convert certain types of backups to another backup type under specific circumstances. This functionality helps

ensure all SQL data is protected regardless of circumstances that may cause a failure.

FOR DEFAULT AND DATABASE SUBCLIENTS

By default, database backups are converted as depicted in the following table.

BACKUP CONVERSION (CONDITIONS FOR CONVERSION
TYPE

BENEFIT OF CONVERSION

Log Backup to The database recovery model is set to Simple.
Differential Backup

Because the Simple recovery model does not support log
backups, converting to a differential backup ensures both logs
and data are properly backed up. This, in turn, provides the
facility to restore the logs.

Differential Backup to A full backups was performed using other software.
Full Backup

For first-time users, starting with a full backup provides
complete protection as a baseline for future backups.

All Backups to Full e You are running your first backup using this software.

Backups e Database creation time is newer than the last backup

performed using this software.

o The last restore performed was a Point-in-Time or
Transaction Mark restore.

o Any system database (i.e., master, model, msdb) was
restored after the last backup.

Converting to full backups in these scenarios ensure you have
complete protection of the latest state of each database. In the
case of system databases, a full backup will ensure the
restored database is backed up at the most recent point-in-
time.

If you want to disable this functionality, you can do so using the steps below.

Keep in mind that disabling this option for one scenario disables the option for all scenarios listed above. As such, it
is recommended this option remain enabled to ensure no data is unintentionally left out of a backup.

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

Right-click the default subclient and click Properties.
Click the Backup Rules tab.

Disable the Convert check box.

v A W N

Click OK.
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CONVERSION OPTIONS FOR LOG BACKUPS

Subclient Properties of default
Storage Device | Activity Control | Security | SQL Settings
General Content Backup Rules Pre/Post Process

[¥] Convert: -

Log backups to differential backups if:
1. Database recovery model is set to "Simple”.

Differential backups to full backups if:
1. & Full backup was performed using other software.

All backups to ful backups if:
1. First backup using this software.
2. Database creation time is newer than the last backup performed using this software.
3. Last restore was a "point in time" or "transaction mark” restore.
4. Any system database was restored after the last backup.

Lng backups:
@ Convert log backups to full f a log backup was performed using other software.

Do not convert log backups to fullf a log backup was performed using other software.

By default, log backups performed outside of the system (for example, using SQL Enterprise Manager) are automatically converted to full backups. This

provides a baseline for future backups.

If necessary, you can preserve the log backups performed by previous software packages as follows:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL

Server | <Instance>.
Right-click the default subclient and click Properties.
Click the Backup Rules tab.

Enable the Convert check box.

v AW N

Using Other Software option.

o

Click the SQL Settings tab.

7. Select the Disable Log Consistency Check check box.
8. Click OK.

DISABLING CONVERSION OF TRANSACTION LOG BACKUPS TO DIFFERENTIAL

Select the Do Not Convert Log Backups to Full if a Log Backup Was Performed

Subclient Properties of default =
Storage Device | Activity Control | Security | SQL Settings
General Content Backup Rules PrefPost Process

Log backups to differential backups if:
1. Database recovery model is set to "Simple”.

Differential backups to full backups if:
1. & Full backup was performed using other software.

All backups to ful backups if:
1. First backup using this software.
2. Database creation time is newer than the last backup performed using this software.
3. Last restore was a "point in time" or "transaction mark” restore.
4. Any system database was restored after the last backup.

Log backups:

Convert log backups to full f a log backup was performed using other software.

C ® Do not convert log backups to full f a log backup was performed using other softwa@

File or File groups are added

Co) =

If the Convert checkbox is selected, all backups convert as specified in the rules of the dialog box. However, if you want to skip the conversion of Transaction
Log Backups to differential backups for subclients with databases set to simple recovery model, you can do so by configuring additional settings to set

bSkipTLForSimpleRecoveryModelDB.

1. From the CommcCell Browser, navigate to Client Computers.

2. Right-click the <Client> in which you want to add the registry key, and then click

Properties.
3. Click the Registry Key Settings tab.
4. Click Add.

5. Enter bSkipTLForSimpleRecoveryModelDB in the Name field.
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A global parameter SkipTLForSimpleRecoveryModelDB can Genersl | v, Securty | actwiy Control | Groups | Fremal Confiouration | etwerk Throting | rolies
" R Job Configuration | Encryption | Advanced | ContentIndexing  Registry Key Settings | Client Side Dedupiication
be used to configure all SQL clients. You can use the i — T e ]
Command Line Interface to do so, see gqcommand execscript 5|
for details.
. R . B add Registry Key on Windows Client idal8
6. Enter MSsQLAgent in the Location field. s cecorooie
7. From the Type list, select REG_DWORD. o [usscuagen ]|
. Tree [req pworD |
8. In the Value field type 1. i
de [t
9. Click OK. ok Cancel Help i
]
Edt Delets
oK Cancel Help

CONVERSION OPTIONS FOR FILES AND FILEGROUPS IN A DATABASE

By default, if files or filegroups have been added to a database since the previous backup, the next backup will automatically be converted to a full backup. This
ensures the new files or filegroups are given proper protection as quickly as possible, regardless of the type of backup originally intended.

If you do not require this functionality, you can disable it as follows:

. - . Subclient P ies of default
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL it
Server | <Instance> Storage Device | Activity Control | Security | SQL Settings
. General Content Backup Rules PrefPost Process
2. Right-click the default subclient and click Properties.
. Log backups to differential backups if:
3. Click the Backup Rules tab. 1. Database recovery model s set to "Simple”,
Differential backups to full backups if:
4. Enable the Convert check box. 1. & Full backup was performed using other software.
5. Clear the File or Filegroups are added check box. el S
2. Database creation time is newer than the last backup performed using this software.
6 C“Ck oK 3. Last restore was a "point in time" or “transaction mark" restore.

4. Any system database was restored after the last backup.
Log backups:

@ Convert log backups to full f a log backup was performed using other software.

) Do not convert log backups to fullf a log backup was performed using other software.

oK Cancel Help

FOR FILE/FILEGROUP SUBCLIENTS

By default, all backups performed on File/Filegroup subclients are automatically converted to full backups as depicted in the following table:

BACKUP CONVERSION (CONDITIONS FOR CONVERSION BENEFIT OF CONVERSION
TYPE
All Backups to Full e First backup using this software. Converting to full backups in these scenarios ensure you have
Backups ) ) ) complete protection of the latest state of each file/filegroup.
e Database creation time is newer than the last backup
performed using this software.
e Subclient content is modified.

If you do not want backups to convert to full backups under these circumstances, you can disable this option by following the steps below.

Keep in mind that disabling this option for one scenario disables the option for all scenarios listed above. As such, it
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ANEE T

is recommended this option remain enabled to ensure no data is unintentionally left out of a backup.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

Right-click the file or filegroup subclient and click Properties.
Click the Backup Rules tab.
Clear the Convert check box.

Click OK.

ENHANCING PERFORMANCE DURING BACKUPS

Several options are available for enhancing backup performance reducing network bandwidth overhead. These options include:

e Limiting the maximum size of data blocks used during backups.

e Specifying the number of buffers used to reserve bandwidth for data transfer.

e Limiting the maximum amount of data to be transferred at a time during backups.

You can configure these options as follows:

7.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

Right-click the default subclient and click Properties.
Click the SQL Settings tab.

Enter the desired number of data blocks to use during backups in the Block Size box.

All data transfers are in integral multiples of this value. The
default value being 65,536 bytes (i.e., 64KB) or any value
between 512 bytes and 65,536 bytes (inclusive) may be
entered.

Enter the desired number of buffers to use during data transfer in the Buffer Count
box.

The default value is 20.

Enter the maximum number of bytes to transfer at a time in the Maximum Transfer
Size box.

The default value (in bytes) is 2097152.

o Make sure the Application Read Size value on the Data Transfer
Option tab has the same or greater value as the Maximum Transfer
Size; otherwise, backups may fail.

e The default value being 2,097,152 bytes (i.e., 2,048KB) or enter a
value in multiples of 64 KB ranging between 65,536 bytes and
4,294,967,296 bytes (i.e., 4 MB)

Click OK.

Subclient Properties of Files and File Groups

Storage Device I Activity Control [
Gel Content Backup Rules

All backups to full backups if:
1. First backup using this software.

|

=

Security | SQL Settings
PrefPost Process

2. Database creation time is newer than the last backup performed using this

software.
3. Subclient content is modified

[ oK ] I Cancel ] ‘ Help
Subclient Properties of default =)
General | Content | Backup Rules Pre/Post Process
Storage Device | Activity Control Securty | SQL Settings
Block Size 5
T 4 Bytes
j i The values

Buffer Count 20 j

Maximum Transfer Size 2007152 j Bytes

Disable Log Consistency Check

[ ok Cancel Help

CONFIGURING THE NUMBER OF LOG BACKUPS TO RUN BEFORE A FULL BACKUP

displayed here are
the defaultvalues.

Full backups are necessary at regular intervals as it reduces the chance of data loss if one of log backup becomes corrupted as it will invalidate (not restorable)
all other log backups performed after that. This key is used for the purpose of re-enforcing the need of a full backup after certain number of transaction log

backups have run.
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When this registry key is configured, a minor event will be generated in the Event Viewer to remind users to run a full backup after the configured number of
transaction log backups have run.

Use the following steps to configure the number of log backups:

[ x|

1. From the CommcCell Browser, navigate to Client Computers.
General | WYersion | Security Activity Contral Grouns, Firewall Confiauration Palicies Job Configuration
) ; . 3 ) ; ) Encryption Advanced Content Indexing Registry Key Settings, Client Side Deduplication
2. Right-click the <Client> in which you want to add the registry key, and then click = e P Valoe Enabled El
Properties. &
3. Click the Registry Key Settings tab. 1B .dd Registry Key on Windows Client happy01
4. Click Add. Name |l ogThreshHoldValue:
R . Location | MssQLAagent -
5. Enter nLogThreshHoldvalue in the Name field. 5
v [rec_owioRn =
6. Enter MssQLAgent in the Location field. e
7. From the Type list, select REG_DWORD. 4
8. Enter a number in the Value field. Range is [1 - <max integer>].
This value specifies the number of transaction log backups
that will be taken before a minor event is issued to remind
users to run a full backup.
9. Click OK.
QEEN

CONFIGURING LOG BACKUPS TO RUN WITHOUT FuLL BACKUPS

By default, a full backup is required after performing a log backup. If you do not require a full backup at the time you want to back up the logs (for example, a
full backup was performed outside of the system), you can do so as follows:

. . . Subclient Py rties of default
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL clentiraperies or el (=)
Server | <Instance> General | Content | Backup Rules PrejPost Process
. Storage Device | Activity Control | Security SQL Settings
2. Right-click the subclient and click Properties. Block Size =
3. Click the SQL Settings tab. Buffer Count x4
- - L T Fer Si =
4. Enable the Disable Log Consistency Check check box. e renser e [1 avsrise oyes
) 7 bisable Log Consistency Check
5. Click OK.

Cancel Help

PERFORMING BACKUPS USING VSS

In some cases, it may be desirable to allow write operations on SQL databases being backed up to continue while the backup runs. This is especially critical in
environments where data entry to a SQL database is constant (such as databases being used daily in different parts of the world). Enabling VSS for backups
provides this capability.

VSS can be enabled for backups of local volumes in both clustered and non-clustered environments. If the operating system fails to create a shadow copy of
the data a traditional backup of the data will be performed, and a corresponding message will appear in the Event Viewer.

When VSS backups are performed, the following will automatically occur:

e All previously scheduled traditional full backups convert to VSS full backups.
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e All previously scheduled differential and transaction log database backups are unaffected.

e All previously scheduled File/Filegroup backups are blocked from running.

o Immediate and scheduled VSS full backups run as single-stream backups.

H>w N

During a VSS backup, the total amount of free space depends on the size of the backup data. As such, make sure to

have sufficient disk space when you perform VSS backups.

Navigate to Client Computers | <Client> | SQL Server | <Instance>.
Right-click the instance and click Properties.

Enable the Use VSS check box.

Click OK.

CONFIGURING DATA STREAMS

Properties of SQL Server:BLISS

General | Accounts |

Client Name:
iDataAgent:
Instance Name:
Version:

Server Type:

VDI Timeout:

Description

Security

bliss

SQL Server
BLISS
10.0.1600

DataBase Engine

300 j Seconds

OK

Cancel J[ Help

By default, backup data is sent to media in two streams. This means that a database, or a portion thereof, is sent to media during a backup in two parallel

waves. This results in the backup taking about half the time to complete as it otherwise would if only one stream is used.

You can increase the number of streams used for backups for a particular subclient provided the number of streams does not exceed the maximum number

configured in the subclient's storage policy. Increasing the number of streams for a subclient further reduces the amount of time a backup takes to complete.
For example, increasing the number of streams from 2 to 3 enhances backup time from one-half that of a single stream to one-third.

A wnN#

Keep in mind that the number of streams configured for backups must also be used when restoring data. For

example, if you configure a subclient to use 4 streams, you must also use 4 streams to restore the data.

From the CommCell Browser, navigate to Policies | Storage Policies.

Right-click the storage policy associated with the subclient you want to increase the
streams for and click Properties.

Ensure the number in the Device Streams box is greater than the number of
streams you want to configure for the subclient.

Navigate to Client Computers | <Client> | SQL Server | <Instance>.
Right-click the subclient and click Properties.
Click the Storage Device Tab tab.

Increase (or decrease) the number of streams in the Number of Streams for data
backup box.

Click the Log Storage Policy tab.

Storage Policy Pro|

perties: SP

General | Copy Precedence | Associated Subclients I Security ‘ Advanced

Storage Policy Name:

Storage Policy Type:
No. Of Copies:

t|sp
Standard
2

Device Streams: 10 j

V| Enable Stream Randomization

Hide Storage Pol

Description

licy

Incremental Storage Policy

Legal Hold

Enable this Storage Policy for Legal Holds

OK

] { Cancel

Help
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. Subclient Py rties of default
6. Increase (or decrease) the number of streams in the Number of Streams for clen ""l” oo oraeay I =
: General Content Backup Rules PrejPost Process
transaction log box. Storage Device activity Control \ Security | SQL Settings

7. Click OK.

| Data Storage Pocy || Log Storage Policy | Data Transfer Option | Deduplication

Storage Policy:
P v [ DataPaths

Incremental Storage Polic i

[ create storage Polcy J

((mberof treams For dtabackup: |4 Bl ’)

o

CONFIGURING USER ACCOUNTS FOR BACKUPS

The SQL Server iDataAgent requires a Windows user account that has sufficient privileges for the software to:

o Perform backups and restores
o Access the Windows registry

o Stop or start the SQL Server services.

The following table illustrates the requirements for the user account you will need to provide:

IF THE SQL SERVER IS: |THE USER ACCOUNT SHOULD BE:

On a non-Domain e Local Administrator of the computer on which the SQL Server resides.
Controller e Member of the SQL sysadmin fixed server role.

e User account from which SQL Server services are running. If this account differs from the Local Administrator account, you
must provide the credentials of the account used by the SQL Server services.

On a Domain Controller [An account other than the Domain Administrator account that has Administrator and SQL sa privileges.

By default, the local system administrator account is used for all components. You can change the user account to be used for backups at the CommcCell, Client
Computer Group, Agent, and Instance levels. Accounts configured at each level will be used for all entities within that level as described in the following
sections.

In order to access the SQL Server databases to perform data protection and recovery operations, the SQL sysadmin rights are required.

AT THE COMMCELL LEVEL

This user account will be used for all SQL Server iDataAgents in your CommcCell. Configure the user account at this level if one person will be conducting all
backup and restore operations in your organization.

1. Navigate to Control Panel.

2. Double-click the SQL iDataAgent Configuration icon.

Cortrol Panel [=
2 Operatons GlobalFiters Hardnare Martenance

SQLDstaAgent Configuaion &=

3. Select the following:

) Jul Reports
(2 8 CotetOrectr

3ob Managenent

o Ui Lecal Syt Aecint

Use Local System Account if the computer's Administrator account contains the
required privileges.

Impersonate User if you want to use a different account that contains the required
privileges. Enter the User Name and Password for this account in the space
provided.

4. Click OK.

o/ ok [cancel ] (Lreb ]
Rows Corfigyfion Setoidays

5
Shred Caton o

Corfguation

‘AT THE CLIENT COMPUTER GROUP LEVEL

This user account will be used for all computers within a Client Computer Group. Configure the user account at this level if different people will be conducting
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backup and restore operations for each Client Computer Group in your organization. This user account will override the user account configured at the
CommCell level.

le View Tools Windows Help

Ei

1. Navigate to Client Computer Groups. ErHGSELED %(Ee

2 Commeell Browser &3 Admin Department Clients

2. Verify that all the SQL Server clients for which you wish to configure the user account [ wmm

is included in the Client Computer Groups. B ‘ cvemﬁrwu“AdmlwDeuanmmoms” : =
‘austin General Activity Contral ity
. . B . - ) B har irewall Configuration ietwork Throtting Authentication

3. Right-click the Client Computer Group and click Properties. e ; _d“_h_g:_ ‘t_ e fsirot ey |7 )
D e
- - " Storage Resources ® Use Locel System Account
4. Enable the Override higher levels settings check box. Potces st et

Sl © Impsrsonts User
5. Select the following: User sme

Password
Use Local System Account if the computer's Administrator account contains the
required privileges.

Impersonate User if you want to use a different account that contains the required
privileges. Enter the User Name and Password for this account in the space
provided.

6. Click OK.

AT THE AGENT LEVEL

This user account will be used for all instances and associated subclients. Configure the user account at this level if one person will be conducting all backup
and restore operations on the client on which the SQL Server iDataAgent is installed. This user account will override the user account configured at the
CommCell and Client Computer Group levels.

SQL Server Properties @

Navigate to Client Computers | <Client>.
General | Yersion ] Security | Activity Control

Right-click SQL Server and click Properties.

Click the Authentication tab. @ Use Local System Account

Impersonate Liser

Enable the Override higher levels settings check box.

User Name

v A W

Select the following:
Password

Use Local System Account if the computer's Administrator account contains the
required privileges.

Impersonate User if you want to use a different account that contains the required
privileges. Enter the User Name and Password for this account in the space
provided.

6. Click OK. oK [ Cancel L Help

‘AT THE INSTANCE LEVEL

This user account will be used for all subclients within the instance. Configure the user account at this level if backup and restore operations will be conducted
by a different person for each instance. This user account will override the user account configured at the CommcCell, Client Computer Group, and Agent levels.

Properties of SQL Server:HAPPY01 @

General Secunty

Navigate to Client Computers | <Client> | SQL Server | <Instance>.

Right-click the instance and click Properties.

Click the Accounts tab. @ Use Local System Account

Enable the Override higher levels settings check box. Impersonate User

User Name

v A wonNoe

Select the following:

Use Local System Account if the computer's Administrator account contains the
required privileges.

Impersonate User if you want to use a different account that contains the required
privileges. Enter the User Name and Password for this account in the space
provided.

6. Click OK.

Close Help

COMMAND LINE OPERATIONS
You can add, modify or delete several configurable properties for SQL iDataAgent from command line.

Command line configuration enables you to:
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e configure the same properties across multiple clients simultaneously.

e reuse the same configurations for additional entities.

The following sections describe the available command line configurations:

LOG ON TO THE COMMSERVE

To run command line operations you must first login to the CommServe as follows:

e From Command prompt, navigate to <Software_Installation_Directory>/Base and run the following command:

glogin -cs <commserve name> -u <user name>

e For example, to log on to CommServe 'serverl' with username 'userl':

glogin -cs serverl -u userl

‘CONFIGURE INSTANCES

CREATE AN INSTANCE

1. Download the CreateSQL_Instance_Template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

gqoperation execute -af CreateSQL Instance Template.xml -appName 'SQL Server'

MODIFY AN INSTANCE

-clientName xxxxx -—-instanceName xxxxx

1. Download the ModifySQL_Instance_Template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af ModifySQL Instance Template.xml -appName 'SQL Server'

GET INSTANCE PROPERTIES

-clientName xxxxx -—-instanceName xxxxx

1. Download the GetSQL_Instance_Properties_Template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

gqoperation execute -af GetSQL Instance Properties Template.xml -appName 'SQL Server'

HKXXXX

DELETE AN INSTANCE

-clientName xxxxx -instanceName

1. Download the DeleteSQL_Instance_Template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af DeleteSQL Instance Template.xml -appName 'SQL Server'

-clientName xxxxx —-instanceName xXxXxxXx

AVAILABLE COMMAND PARAMETERS FOR INSTANCES

The following table displays all the parameters that you can use with the commands mentioned in the above sections. To add a parameter to your command,
use the following syntax: (An example is provided at the end of the table.)

gqoperation execute -af <template XML file> -<parameter name> <value>

PARAMETER DESCRIPTION OF PARAMETER VALUES

description A general description of the instance if needed.

clientName Name of the client computer.

appName Name of the application. In this case it would be 'SQL Server'.

instanceName Name of the SQL instance. If you are specifying an instance other than the default instance, the name must be entered along
with the client name, e.g. clientl\instancel.

vDITimeOut The time the system must wait for the SQL server to become ready. Time value is in seconds.

useVss Option to enable/disable VSS.

\Valid values are True/False.

overrideGlobalAuthentication

Option to override Global Authentication.

VValid values are True/False.

uselLocalSystemAccount

Option to use Local Administrator account.

Valid values are 0/1.

userName Name of the database administrator who has permissions to perform jobs.
password Password for the database user
propertylLevel Properties to be retrieved for the instance.
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Valid values are:

ListOnly - List the instance names
BasicProperties - Retrieves the basic properties, such as description, version, etc.,
ExtendedProperties - Retrieves all the properties for the instance.

°
°
°
e AllProperties - Retrieves all the properties for the instance.

The following example shows how to add a parameter for a command:

Enable VSS

To enable VSS for the instance, add the 'useVSS' parameter to the following command:

goperation execute -af ModifySQL Instance Template.xml -appName 'SQL Server' -clientName
clientl -instanceName clientl\instancel -useVSS true

For detailed information on the instance parameters see Instance Properties.

CONFIGURE SUBCLIENTS

CREATE SUBCLIENT

1. Download the CreateSQL_Subclient_Template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af CreateSQL Subclient Template.xml -appName 'SQL Server' -clientName xxxxx -instanceName XXXxx -
subclientName xxxxx -dataBackupStoragePolicy/storagePolicyName xxxxx -logBackupStoragePolicy/storagePolicyName XxXxx

GET SUBCLIENT PROPERTIES

1. Download the GetSQL_Subclient_Properties_Template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute —af GetSQL Subclient Properties Template.xml -appName 'SQL Server' -clientName xxxxx -instanceName
xxxxx —subclientName xxxxx

MODIFY SUBCLIENT

1. Download the ModifySQL_Subclient_Template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute —-af ModifySQL Subclient Template.xml -appName 'SQL Server' -clientName xxxxx -instanceName XXxxx -

subclientName xxxxx

DELETE SUBCLIENT

1. Download the remove_subclient_template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

gqoperation execute —af remove subclient template.xml -appName 'SQL Server' -clientName xxxxx -instanceName xxxxX -

subclientName XxXxx

AVAILABLE COMMAND PARAMETERS FOR SUBCLIENTS

The following table displays all the parameters you can use with the commands mentioned in the above sections. To add a parameter to your command, use
the following syntax: (Some examples are provided at the end of the table.)

gqoperation execute -af <template XML file> -<parameter name> <value>

PARAMETER DESCRIPTION OF PARAMETER VALUES

appName Name of the application. In this case it would be 'SQL Server'.
backupsetName Name of the backupset. In this case, it would be 'defaultBackupSet'.
clientName Name of the client computer.

subclientName Name of the SQL subclient.

instanceName

Name of the SQL instance. If you are specifying an instance other than the default instance, the name must be entered along
with the client name, e.g. clientl\instancel.

enableBackup

Option to enable backup of Subclient.

Valid values are True/False.

encryptionFlag

Option to set the encryption points during backups. Valid values are:
e ENC_MEDIA_ONLY, to encrypt the backup data after transmission and prior to storage on the media.
e ENC_NETWORK_AND_MEDIA, to encrypt the backup data before transmission. The data is stored encrypted on the media.

e ENC_NETWORK_ONLY, to encrypt the backup data for transmission and then decrypt the data prior to storage on the
media.
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e ENC_NONE, to disable data encryption.

readBuffersize This is used for tuning SQL Server performance.
Valid values are 64, 128, 256, 512, 1024, 2048 and 4096.
onDemandSubClient Use this option during creation of a subclient.

Valid values are True/False.

networkAgents Number of Network Agents.

softwareCompression Option to enable compression on the Client or MediaAgent computer. Valid values are:
o ON_CLIENT, to enable software compression on the client.

e ON_MEDIAAGENT, to enable software compression on the MediaAgent.

o OFF, to disable software compression.

throttleNetworkBandwidth Enhancing backup performance by reducing network bandwidth overhead.

Valid values are 0/1.
storagePolicyName Name of Storage Policy to be associated for Backup.
enableDeduplication Option to enable deduplication on subclient.

Valid values are True/False.

generateSignature A component of deduplication performed on the client or MediaAgent computer. Valid values are:

e ON_CLIENT, to enable signature generation on the client.

e ON_MEDIA_AGENT, to enable signature generation on the MediaAgent.

e OFF, to disable signature generation.

backupRules Option to set Backup conversion rules. Valid values are:

e CONVERT_WITH_FILE_FILEGROUPS_NOT_ADDED, to convert log backups to full if a log backup was performed using
other software with file or file group not added.

e CONVERT_WITH_FILE_FILEGROUPS_ADDED, to convert log backups to full if a log backup was performed using other
software with file or file group added.

e DONOT_CONVERT_WITH_FILE_FILEGROUPS_NOT_ADDED, do not convert log backups to full if a log backup was
performed using other software with file or file groups are not added.

e DONOT_CONVERT_WITH_FILE_FILEGROUPS_ADDED, do not convert log backups to full if a log backup was performed
using other software with file or file groups are added.

e CONVERT_DISABLED, to disable backup conversion rules.

bufferCount Number of data blocks to use during backups to improve performance.
maxTransferSize Maximum number of bytes to transfer at a time to tune performance.
Valid values in bytes are 65536, 131072, 262144, 524288, 1048576, 2097152, and 4194304.
numberOfBackupStreams Number of Backup Streams.
numberOfTransactionLogStreams|Number of Transaction Log Streams.
runPostBackup Option to run a process after backup completes.
Valid values are Yes/No.
postBackupCommand Path to the post process script that will be run after the backup.
preBackupCommand Path to the pre process script that will be run before the backup.
runAs Option to specify the user name who has permissions to run the pre/post process scripts. Valid values are:

e USE_IMPERSONATION, to specify a user with enough privileges to run the scripts. When using this value, you also need to
provide the user credentials:

-prepostUserName/userName <user name> -prepostUserName/password <password>

e USE_LOCAL_SYS_ADMIN, to use the administrator account to run the scripts.
sqlSubclientType Type of SQL subclient. Valid values are:

e DATABASE, to back up groups of specific databases.

e FILE_FILEGROUP, to back up portions of data from large databases.
contentOperationType Modification type. Valid values are

e ADD, to add content to the subclient

e OVERWRITE, to overwrite contents to the subclient.

e DELETE, to delete the contents from the subclient.
disableLogConsistencyCheck Option to disable log consistency check.

Valid values are True/False.

The following examples show how to add an parameter for a command:

Enable Backup To enable backup for a subclient, add the 'enableBackup' parameter to the following command:

goperation execute —-af ModifySQL Subclient Template.xml -appName 'SQL Server' -clientName
clientl -instanceName clientl\instancel -subclientName subclientl -enableBackup true

Setting a Storage Policy To assign a storage policy to a subclient, add the 'storagePolicyName' parameter to the following command:

goperation execute —af modify storage policy.xml -appName 'SQL Server' -clientName clientl
-instanceName clientl\instancel -subclientName subclientl -
dataBackupStoragePolicy/storagePolicyName SPdata -logBackupStoragePolicy/storagePolicyName
SPlog

Creating an On Demand To create an on demand database subclient, add the 'onDemandSubClient' and 'sqlSubclientType' parameters to the
following command:

Page 74 of 175



User Guide - SQL Server iDataAgent

Database Subclient

sglSubclientType DATABASE -dataBackupStoragePolicy/storagePolicyName SPData -
logBackupStoragePolicy/storagePolicyName SPLog

Creating an On Demand L
File/FileGroup Subclient the following command:

goperation execute —af CreateSQL Subclient Template.xml —-appName ‘SQL Server’ -clientName
clientl -instanceName clientl\instancel -subclientName subclientl -onDemandSubClient true -

sqglSubclientType FILE FILEGROUP -dataBackupStoragePolicy/storagePolicyName SPData -
logBackupStoragePolicy/storagePolicyName SPLog

Adding Content to a Subclient |[To add content to a subclient, add the 'contentOperationType' parameter to the following command:

clientl -instanceName clientl\instancel -subclientName subclientl -sglSubclientType
DATABASE -mssglDbContent/databaseName DBl -contentOperationType ADD

Overwriting Content to a To overwrite content to a subclient, add the 'contentOperationType' parameter to the following command:
Subclient

clientl -instanceName clientl\instancel -subclientName subclientl -sglSubClientType
DATABASE -mssglDbContent/databaseName DBl -contentOperationType OVERWRITE

For detailed information on the Subclient parameters see Subclient Properties.

PERFORM COMMAND LINE OPERATIONS FROM MICROSOFT SQL MANAGEMENT STUDIO

Besides using the operating system's command line interface, you can also perform the command line operations from MSSQL Management Studio interface by
integrating the commands within the SQL scripts. Registration of stored procedure and execution of commands should be done from SQL Server version 2008

or higher.

Use the following steps to run command line operations from SQL Management Studio:

1.

Execute the query to register the stored procedure to a specific SQL database (eg., msdb) in MSSQL Management Studio.

In order to do this, make sure the trustworthy database property for the SQL database is set to ON.

DECLARE @i FullDLLPath NVARCHAR (MAX) -
SET @i FullDLLPath = 'C:\Calypso\Base\dbclr.dll'--INPUT REQUERED. Enter
dbclr.ll PATH. eg: <software install path>\Base\dbclr.dll

DECLARE @dbName nvarchar (255)

SET @dbName ='msdb'--INPUT REQUERED. Give DATABASAE name where this

procedure is needed.

DECLARE @o retVal INTEGER; ﬂ

Log in to the CommServe using the SQL scripts. For example,

USE [msdb] -
GO

DECLARE @return value int,

@response nvarchar (max)

EXEC @return value = [dbo].[cv_cmdshell]

@input = N'glogin -u "commandline" -

ps "3d4bl4baf641d429e2b3782cled5d0a64" -cs "commserve.companyname.com"',
@response = @response OUTPUT _:J

You can login to the CommServe using an encrypted or open password.

O For encrypted password, run a save as script operation from the CommcCell Console and view the .bat file to retrieve the encrypted password.

O Open password can be provided as shown below:
@input = N'glogin -u "admin" -clp "admin"',
Execute the command line operation using SQL scripts.

Examples:

goperation execute —af CreateSQL Subclient Template.xml —-appName ‘SQL Server’ -clientName
clientl -instanceName clientl\instancel -subclientName subclientl -onDemandSubClient true -

To create an on demand file/filegroup subclient, add the 'onDemandSubClient' and 'sqlSubclientType' parameters to

goperation execute -af modify subclient content.xml -appName 'SQL Server' -clientName

goperation execute -af modify subclient content.xml -appName 'SQL Server' -clientName

Creating an Instance )
9 DECLARE Q@return value int,

@response nvarchar (max)

EXEC @return value = [dbo].[cv cmdshell]

@input = N'glist instance -c clientl -a Q MSSQL',
@response = @response OUTPUT

IF RTRIM(@response) LIKE N'clientl\instancel%'
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Print 'Instance already exists'

ELSE

Print 'Creating instance clientl\instancel'
EXEC @return_value = [dbo].[cv_cmdshell]

@input = N'goperation execute -af e:\MyFolder\createSQL Template.xml -instanceName clien
\instancel -clientName clientl',

@response = @response OUTPUT

where, e:\MyFolder is the location where the template XML is saved.

Performing a full backup )
DECLARE Q@return value int,

@response nvarchar (max)
EXEC @return_value = [dbo].[cv_cmdshell]

@input = N'goperation execute -af e:\MyFolder\full.xml -subClientName subclientl -
clientName clientl -instanceName clientl\instancel -ondemandinputfile
C:\MyTest\myDBsContent.txt"',

@response = @response OUTPUT
where, myDBsContent.txt is the content file that list the databases to be backed up and

e:\MyFolder is the location where the template XML is saved.

Performar r )
erro a restore DECLARE @return value int,

@response nvarchar (max)
EXEC @return_value = [dbo].[cv_cmdshell]

@input = N'goperation execute -af e:\MyFolder\restore template.xml -clientName clientl -
instanceName clientl\instancel -toTimeValue 2011-11-28 15:40:00 -restoreSource DBl -
database DB1',

Qresponse = @response OUTPUT

where

e:\MyFolder is the location where the template XML is saved and the -toTimeValue is the backup finish date.

UN-REGISTERING THE SQL DATABASE

You can un-register the stored procedure from the SQL database by executing the below query:

DECLARE Q@dbName nvarchar (255) ZS
SET @dbName ='msdb'--INPUT REQUERED. Give DATABASAE name where this procedure

is needed.

DECLARE (@dropAssembly int = 1 -- 1 = true , 0 = false

DECLARE @o_retVal INTEGER;

DECLARE @sglQuery NVARCHAR (MAX)

=l

MODIFYING AN AGENT, INSTANCE, OR SUBCLIENT

There are several configurable properties available for your agent that can be modified from the agent, instance, or subclient level as per need.

It is recommended that you do not modify the properties of a subclient when a job is in progress for that specific subclient. If a job is in progress, either wait
for the job to complete or kill the job from the Job Controller.

The following table describes the properties that can configured from the agent, instance, and subclient levels.

OPTION DESCRIPTION RELATED TOPICS

Change Storage Policies [You can modify the storage policies in any of the following situations: Refer to Storage Policies.
e To include a different media for the backup operation.
e To use a storage policy with a different retention criteria.

You can change the storage policies from the subclient level.
1. From the CommCell Browser, right-click the subclient.
2. Click Properties.

3. Click Storage Device.
4

Select the Storage policy from the drop-down menu.
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5.

Click OK.

Rename a Subclient

1.

2.
3.
4.

You can rename a subclient:

From the CommCell Browser, right-click the subclient.
Click Properties.
Type the new name in the Subclient name field.

Click OK.

Data Transfer Options

o v M w NN

7.

You can efficiently configure the available resources for transferring data secured by data
protection operations from the subclient level. This includes the following:

Enable or disable Data Compression either on the client or the MediaAgent.

Configure the transfer of data in the network using the options for Network Bandwidth
Throttling and Network Agents.

[You can configure the data transfer options.

1.

From the CommCell Browser,right-click the subclient.

Click Properties.

Click Storage Device.

Click Data Transfer Option tab.

Choose the appropriate software compression option for this subclient.
Select Throttle Network Bandwidth and set the required bandwidth.
Click OK.

Refer to Data Compression and
Network Bandwidth Throttling.

View Data Paths

4.
5.

'You can view the data paths associated with the primary storage policy copy of the selected
storage policy or incremental storage policy. You can also modify the data paths including their
priority from the subclient level.

1.
2.
3.

From the CommCell browser, right-click the subclient.
Click Properties.

Click Storage Device.

Select Storage Policy from the drop-down menu.

Click Data Paths.

Configure a Subclient for
Pre/Post Processing of
Data Protection

2
3.
4

You can add, modify or view Pre/Post processes for the subclient. These are batch files or shell
scripts that you can run before or after certain job phases.

1.

From the CommcCell browser, right-click the subclient.
Click Properties.
Click Pre/Post Process.

Click one of the following phases and type the full path of the process that you want to
execute during that phase. Alternatively, click Browse to locate the process (applicable
only for paths that do not contain any spaces).

o PreBackup Process
O PostBackup Process

Click OK.

Select Run Post Backup Process for all attempts to run a post backup process for all
attempts.

For subclients on Windows platforms, Run As displays Not Selected.

If you want to change the account that has permission to run these commands, click
Change.

a. In the User Account dialog box, select Use Local System Account, or select
Impersonate User and enter the user name and password. Click OK.

b. If you selected Local System Account, click OK to the message advising you that
commands using this account have rights to access all data on the client computer.

Refer to Pre/Post Processes.

Configure Activity
Control

4.

'You can enable backup and restore operations from the agent and subclient level. However,
you can enable restore operations only from the agent level.

1.
2.
3.

From the CommCell browser, right-click the subclient.
Click Properties.
Click Activity Control, select or clear option(s) as desired.

Click OK.

Refer to Activity Control.

Configure User Security

You can configure user security from the agent or subclient level.

You can perform the following functions:

Identify the user groups to which this CommcCell object is associated.

Refer to User Administration
and Security.
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e Associate this object with a user group.
e Disassociate this object from a user group.

1. From the CommCell browser, right-click the subclient.
2. Click Properties.

3. Click Security.
4.

Select the appropriate user groups to which you want to associate to the CommCell object
from the Available Groups pane, and then move the user group to the Associated
Groups pane.

5. Click OK.
Enable/Disable Data You can enable data encryption from the suclient level.Encryption must be enabled at the client|Refer to Data Encryption.
Encryption level prior to configuring any instances residing on that client.

1. From the CommCell browser, right-click the subclient.
2. Click Properties.

3. Click Encryption.

4. Select the desired encryption.

5. Click OK.
View Software Version The Version tab, at the Agent level displays the software version of the component.
and Installed Updates

1. From the CommCell browser, right-click the agent.
2. Click Properties.
3. Click Version.

4. Click OK.

CommcCell Configuration [The CommCell Configuration Report provides the properties of the CommServe, MediaAgents, [Refer to CommCell
Report clients, agents, SRM agents, subclients, and storage policies within the CommCell based on the [Configuration.
selected filter criteria.

1. From the CommCell browser, click Reports icon.

2. Select CommcCell Configuration.

3. Click Run.

DELETING AN AGENT, INSTANCE, OR SUBCLIENT

The following sections describe the steps involved in deleting an agent, instance, or subclient.

When you delete an instance or backupset, the associated data is logically deleted and you can no longer access the corresponding data from
CommCell Console for recovery purposes.

Refer to the troubleshooting article on Recovering Data Associated with Deleted Clients and Storage Policies for information on how to recover data
if you accidentally delete an entity.

'DELETING AN AGENT

You need to uninstall or DeConfigure the agent software from the client computer before deleting from CommCell Browser. After you delete the client software,
you can either leave the corresponding data intact for appropriate action or you can remove the data immediately. If you choose to remove the data
immediately, you must delete the agent from the CommCell Browser. If you delete the agent, all of the agent's data is irretrievably lost.

e You cannot delete an agent while operations for that agent are running.
1. From the CommCell Browser, navigate to Client Computers | <Client>.
2. Right-click the <Agent>, and then click Delete.
3. A confirmation message is displayed with the following message:
This operation will permanently delete the data backed up from this level and it cannot be restored.

4. Click OK to continue with the deletion operation., or click No to abort the deletion.

§DELETING AN INSTANCE
Consider the following before deleting an instance:

o When you delete a specific instance all job schedules and job histories that pertain to any of the levels within the deleted instance are deleted.

e You cannot delete an instance if it is being backed up. Attempts to delete an instance under such conditions cause the deletion to fail. If a backup is in
progress, either wait for the backup to complete or kill the backup job using the Job Manager. Once the backup is no longer in progress, you can delete the
instance level.

e You cannot delete an instance if there is only one instance present for an agent. To delete the final instance, you must remove the agent software from the
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client computer.

1. From the CommCell Browser, right-click the instance that you want to delete, click All Tasks and then click Delete.

2. Click Yes to confirm the deletion. (Clicking No cancels the deletion and retains the node.)

3. Type the requested phrase in the Enter Confirmation Text dialog box and click OK. This should delete the instance.

§DELETING A SUBCLIENT

Consider the following before deleting a subclient:

e You cannot delete a default subclient.

o Schedules associated with the subclient are also automatically deleted.

1. From the CommCell Browser, navigate to Client Computers | <Client> | <Agent> | <Instance>

2. Right-click the <subclient> that you want to delete, and then click Delete.

3. A confirmation message is displayed, asking if you want to delete the subclient.

Click No to cancel the deletion and retain the subclient, or click Yes to continue the deletion.

Page 79 of 175



User Guide - SQL Server iDataAgent

Advanced Backup - SQL Server /iDataAgent

TABLE OF CONTENTS

Full Backups Command Line Backups

Transaction Log Backups Log on to the CommServe
Perform the Backup

Automatically Start a Transaction Log Backup after a Successful Backup . .

Run Transaction Log Backups Without Running a Full Backup ggrr:seglaée the Command Line Script from CommCell
Back Up Transaction Log of a Damaged Database (Do Not Truncate Logs)
Tail Log Backup

Configure Number of Log Backups Before Running Full

Differential Backups

Compressing Backups with Native SQL Compression (for SQL Server 2008 or later)
Perform Partial Backup to Exclude Read-Only FileGroups

Scheduling a Backup

Managing Jobs
Restarting Jobs
Controlling Jobs

Additional Options

FuLL BACKUPS

Full backups provide the most comprehensive protection of data.

Backups for any client start with a full backup. The full backup becomes a baseline to which subsequent backup types are applied. For example, a full backup
must be performed before a transaction log backup can be initiated.

Use the following steps to run a full backup:

Backup Options for Subclient; 3]

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL S
Server. Select Backup Type Tl
2. Right-click an <Instance> and click Backup All Subclients. OFd @ Tnmediate

O Transaction Log Run this job naw

3. Select Full as the backup type and click Immediate.

) schedule
O Differentia

4. Click OK.

You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed.

A ok Advanced [ Save s Saript

TRANSACTION LOG BACKUPS
A transaction log backup captures the transaction log which contains a record of all committed or uncommitted transactions. Transaction log backups are
consistent with the start time of the backup.

The use of transaction log backups make point-in-time recovery possible. This is useful in the scenario of a database failure where it is unacceptable to lose any
data and you want to restore to the point of failure. If you use only full and differential backups, you will be able to restore to the time of the backup, but not to
a point-in-time between backups.

A transaction log backup is similar to a traditional incremental backup you might perform on a file system because the transaction log backup contains only the
new changes since the full or another transaction log backup.

Each time a transaction log is backed up it is truncated to the exact time of the backup. No checkpoint is issued at this time, therefore dirty pages are not
written to disk before or after a transaction log backup. If there are dirty pages, any completed transactions will need to be rolled forward if a transaction log
restore is performed. Any transactions that are not completed at the time a transaction log backup is performed are rolled back during a restore involving a
transaction log backup.

Use the following steps to run a transaction log backup:

1. Ensure that the SQL Server database is in full or bulk-logged recovery mode.

2. From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

3. Right click a <Subclient> and click Backup.

4. Select Transaction Log as backup type.
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5. Click Immediate.
6. Click OK.

You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed.

Backup Options for Subclient: default ®
Backup Options.
Select Barkup Type. Job Tnitiation
OFul @ Inmediate
Runthis job now

Do Mok Truncats Log
il © Schedule

© Differential

([(Eoc ) (e | [amarees ] [ 5o pesowe | (oo |

AUTOMATICALLY START A TRANSACTION LOG BACKUP AFTER A SUCCESSFUL BACKUP

You can start a Transaction Log backup automatically after a successful Full or Differential backup. This is useful when you want to back up logs immediately

after a data backup, and allows you to do so without creating two scheduled jobs.

Use the following steps to automatically run a transaction log after a backup:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

2. Right click an <Subclient> and click Backup.

3. Select Full or Differential backup type and click Immediate.

4. Click Advanced.
5. Click Start Log Backup After Successful Backup.
6. Click OK.

You can track the progress of the job from the Job Controller. When the backup

has completed, the Job Controller displays Completed. Note that the simultaneous

running of file or file group backup jobs is not supported.

Backup Options for, Subclient:

=

Backup Options
Select Backup Type Job Initiation
@Ful ® Tmmediate
Run this job now

O Transaction Log

) schedule
O Differentia

A ok Advanced [ Save s Saript

Advanced Backup Options El

Data | Startup | Job Retry | Media | DataPath | vaukTracking | slert

it Log Backup After Successfull Backup

] Partial (Excludes read-anly Filegroups)

Native 51 barkip compression
[ Copy-Cnly
[] create Backup Copy immediately

Hate: Creation of backup copy depends on the Storage Policy - Snapshok configuration

RUN TRANSACTION LOG BACKUPS WITHOUT RUNNING A FULL BACKUP

Use the following steps to perform transaction log backups without having to run full backups first.

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

2. Right-click a <Subclient> and click Properties.
3. Click the SQL Settings tab and select Disable Log Consistency Check.
4. Click OK.
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Subclient Properties of default

| General | Content | Backup Rules Il FrejFost Proce: |
Storage Device | Activity Contral | Frenpion | Secrity | SQL Settings

Black Size: :| Bytes
Buffer Count [ =y
Maximum Transfer Size 2097152 j Bytes

o ) [camcel | [ 1o |

s of default r

Subclient Prope

5. Click Backup Rules tab and clear Convert to disable the backup rules.
| StorageDewice | Activity Control | Encrecton | Securiky | SOL Settings |

6. Click OK. General Conkent Backup Rules Pre{Past Process

Log backups ko differential backups if:
1. Databass recovery model is set ko "Simpls”.

Differential backups to full backups if
1. & Full backup was performed using ather software.

All backups ko ful backups if:
1. First backup sing this software.
2. Database creation time is newer than the last backup performed using this software.
3, Last restore was a "point in time” or “transaction mark restare.
4. Any system database was restored after the last backup.

Canwert og backups ta Fullf a log backup was perfarmed using ather saftware.
Do niat convert log backups to ful f < log backup was performed using other software,

File or File groups are added

[o ) [ cancel | [ he

—
Sont - Dyt

7. Run a full backup using SQL Server Management Studio (or any other application
used to backup SQL Server).

8. Run a transaction log backup using the CommcCell Console.
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Backup Options for Subclient: default

Backup Options
Select Backup Type
OFul

© ransarion Log

© Differential

[] Do Mot Truncate Log

5]

Jab Initiation
@ Inmedate

Runthis job now

© Schedule

([(Eoc ) (e | [amarees ] [ 5o pesowe | (oo |

BACK UP TRANSACTION LOG OF DAMAGED DATABASE (DO NOT TRUNCATE LOGS)

If you experience a database failure and you want to restore to the point of failure, a Transaction Log Backup with Do not truncate log must be initiated. This
backups the database when it is damaged, regardless of its state.

It is used for capturing all transaction log events occurred since the last backup was run. This operation does not empty the active transaction log.

Use the following steps to disable log truncation during a backup:

N

N o o bk~ W

Ensure that the SQL Server database is in full or bulk-logged recovery mode.

From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.

Right click a <Subclient> and click Backup.
Select Transaction Log as backup type.
Select Do Not Truncate Log.

Click Immediate.

Click OK.

You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed.

Backup Options for Subclient: default

Backup Options
Select Backup Type
OFul

@ Transectiontog

O Differential

oot Trincate Lo

Job Inkiation
@ trmediate

Run this job now

O Schedule

([(Eoc ] (oo | [(doant ][ savepesenm |

TAIL LOG BACKUP

When backing up transaction logs, you can choose to back up the tail of the log to capture the log records that have not yet been backed up. A tail-log backup
prevents work loss and keeps the log chain intact. A tail-log backup allows you to recover a database to the point of failure; otherwise you can only recover a
database to the end of the last backup that was created before the failure. For example, if a database was damaged or a data file was deleted, you should run a
tail-log backup before attempting a file/file group restore. After the log tail is backed up, the database will be left in the RESTORING state.

Use the following step to backup the tail of a transaction log:

Ensure that the SQL Server database is in full or bulk-logged recovery model. To view or "’“’“"“"”"“*"‘“'““““ ST - 1]
change the recovery model of a database: = Gerers : 2
:: E:Z;WPS Colson: [SQL_Laint_Gerera 0P CLAS =l
1. After connecting to the appropriate instance of the Microsoft SQL Server Database e ki :W*:‘W‘““ ((S;}K‘“““ —"‘\I
Engine, in Object Explorer, click the server name to expand the server tree. i . e Y
. ; ETY
2. Expand Databases, and, depending on the database, either select a user database or Sancet o
expand System Databases and select a system database. o e e
Auto Shink False.
3. Right-click the database, and then click Properties, which opens the Database EgﬁfiHEZZZifZﬁliilEiAme o
Properties dialog box. Cose Cursron ConmitE bl e
Defaulk Cursor GLOBAL
= Miscotaneous
4. In the Select a Page pane, click Options. ) e L
ANS! Padding Ensblet False
5. The current recovery model is displayed in the Recovery model list box. oo AT s
Comeston Coneatente ol il ol oo
6. Select either Full or Bulk-logged. E EZ?S:,‘,EE;ZZDEZ?ZZ‘:;“:;ZQii"E*"*" Ei
Paanssrasion Sl -
oo |
y
7. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.
8. Right click a <Subclient> and click Backup.
9. Select Transaction Log as backup type.
10. Click Immediate.
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Backup Options for Subclient: default ®
Backup Options |
Select Barkup Type. Job Tnitiation
OFul @ Inmediate
Rontfis ob rowe
[0 Mok Truncats Log
© Schedule
O Differential

([(Eoc ) (e | [amarees ] [ 5o pesowe | (oo |

11. Click Advanced. #Advanced Backup Options ]

Data | Startup | Job Retry | Media | Data Path | vaultTracking | Alert

12. Click Tail Log Backup.

13. Click OK.
You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed. Note that the simultaneous [ ative SQL backup compressian

running of file or file group backup jobs is not supported.

‘CONFIGURE NUMBER OF LOG BACKUPS BEFORE RUNNING A FULL BACKUP

Full backups are necessary at regular intervals as it reduces the chance of data loss if one of log backup becomes corrupted as it will invalidate (not restorable)
all other log backups performed after that. This key is used for the purpose of re-enforcing the need of a full backup after certain number of transaction log
backups have run.

When this registry key is configured, a minor event will be generated in the Event Viewer to remind users to run a full backup after the configured number of
transaction log backups have run.

Use the following steps to configure the number of log backups:

R amputer Properties for happy0
1. From the CommcCell Browser, navigate to Client Computers. o | —
eneral | Wersion | Security | Activity Control | Groups ration | Poicies | Job Configuration
Encrypion Advanced Content Indexing | Registry Key Settings Client Side Deduplication
2. Right-click the <Client> in which you want to add the registry key, and then click e Tocatin e Valoe Enabled v
Properties. a
3. Click the Registry Key Settings tab. I A dd Registry Key on Windows Client happy01
4. Click Add. Neme  [nLogTrvestvoidvaus ]
i i Lacation  [fa35QL Agent ~
5. Enter nLogThreshHoldValue in the Name field. .
P2 |REG_DWORD ~|
6. Enter MSSQLAgent in the Location field. e e ‘
7. From the Type list, select REG_DWORD. 4
8. Enter a number in the Value field. Range is [1 - <max integer>].
This value specifies the number of transaction log backups
that will be taken before a minor event is issued to remind
users to run a full backup.
9. Click OK.
Add Y

DIFFERENTIAL BACKUPS

A differential backup contains only the data that is new or has been changed since the last full backup. Differential backups consume less media and use less
resources than full backups. Differential backups are cumulative. This means that each differential backup contains all changes accumulated since the last full
backup. Each successive differential backup contains all the changes from the previous differential backup.
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Use the following steps to run a differential backup:

: . . Backup Options for Subclient: Files and File Groups E\
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL T oe
Server | <Instance>.
Select Backup Type b Initiation
2. Right-click a <Subclient> and click Backup. OFul © Innedite

() Transaction Log Feun this job now

@ Biferantial

3. Select Differential as the backup type and click Immediate.
O Schedule

| & ox Y cancel | [Cadvanced | [ (B saveasserpt | [Crelp_|

COMPRESSING BACKUPS WITH NATIVE SQL COMPRESSION (FOR SQL SERVER 2008 OR LATER)

Backups can be compressed before it is backed up to reduce the size of the backup. Typically, compressing a backup will require less device I/0O which should
increase backup speed significantly. However, CPU usage may increase for compressed backups and you may need to evaluate performance counters.
Scheduling the backup during off-peak hours or compressing only low-priority backups may be desirable.

When using compression, there is no need for deduplication as the data will already be compressed and deduplication will not consequently save any more
space.

Use the following steps to enable compression:

. ) ) Backup Options for Subclient: X
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Sackan Ontlors
Server | <Instance>.
Select Backup Type Job Initistion
2. Right-click a <Subclient> and click Backup. ©Ful ©nmedats
) . ) Transaction Log Run this job now

3. Select a backup type and click Immediate. o

Schedule

) Differential

(& o ) (e | (advaead | [ saveseseom |

|
4. Click Advanced.

Data | Startup | Job Retry | Media | Data Path | VaultTracking | Alert

5. Click Native SQL backup compression.

[[] Start Log Backup After Successfull Backup

6. Click OK. [ Partial (Excludes read-only Filegroups)

Fiative 6L backup compres:

[] Create Backup Copy immediately

You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed. Note that the simultaneous
running of file or file group backup jobs is not supported.

Note: Creation of backup capy depends on the Storage Palicy - Snapshot configuration

PERFORM A PARTIAL BACKUP TO EXCLUDE READ-ONLY FILEGROUPS

A partial backup contains the following:

e All the data in the primary file group,

o Every read/write filegroup,

o Any optionally-specified read-only files

Partial backups are useful whenever you want to exclude read-only file groups. A partial backup is not supported when backing up transaction logs.
Use the following steps to enable partial backups:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server | <Instance>.
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Backup Options for Subclient:

®

2. Right-click a <Subclient> and click Backup.

Backup Options

3. Select a backup type and click Immediate. Select Backup Typs .
@ Ful @ Immediate
) Transaction Log Run this job now
O schedule
) Differential

(& o ) (e | (advaead | [ saveseseom |

. Advanced Backup Options X
4. Click Advanced. —
Data | Startup | Job Retry | Media | Data Path | ¥aultTracking | Alert

5. Click Partial (Excludes read-only Filegroups).

[ Stark Log Backup After Successfull Backup

6. Click OK,

You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed. Note that the simultaneous

[] Mative SQL backup compression
running of file or file group backup jobs is not supported.

[ Copy-Only
[] create Backup Copy immediately

hate: Creation of backup copy depends on the Starage Palicy - Snapshat configuration

COMMAND LINE BACKUPS
You can perform backups of one or more SQL databases from the command line interface.

Command line backups enable you to perform backup operation on multiple clients simultaneously. In order to run the backups from command line, you need
an input xml file which contains the parameters for configuring the backup options. This input xml file can be obtained from one of the following ways:

e Download the input xml file template and save it on the computer from where the backup will be performed.

o Generate the input xml file from the CommCell Console and save it on the computer from where the backup will be performed.

LOG ON TO THE COMMSERVE

To run command line operations you must first login to the CommServe as follows:

e From Command prompt, navigate to <Software_Installation_Directory>/Base and run the following command:
glogin -cs <commserve name> -u <user name>

e For example, to log on to CommServe 'serverl' with username 'userl':

glogin -cs serverl -u userl

PERFORM THE BACKUP

1. Download the backup_template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameters and attributes.
goperation execute -af backup template.xml -clientName xxxxx -instanceName xxxxx -subclientName xxxXxXx

3. Verify the status of the job using the following command:
glist job -j JOBID

4. Once the job completes, logout from the CommServe using the glogout command.
glogout [-cs commserver] [-all] [-tf tokenfile] [-tk token] [-h]

EXAMPLES

Performing a Full Backu ) : .
9 p goperation execute -af backup template.xml -backupLevel FULL -subclientName subclientl -

clientName clientl -instanceName clientl/instancel

Performing a Transaction Lo ) )
Backup 9 9 goperation execute -af backup template.xml -backupLevel INCREMENTAL -subclientName
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subclientl -clientName clientl -instanceName clientl/instancel

Performing a Differential

Backup goperation execute -af backup template.xml -backupLevel DIFFERENTIAL -subclientName

subclientl -clientName clientl -instanceName clientl/instancel

Performing an On Demand

Backup goperation execute -af backup template.xml -backupLevel FULL -subclientName subclientl -

clientName clientl -instanceName clientl/instancel -ondemandinputfile
C:\test\myDBsContent.txt

where myDBsContent.txt is an input file that list the databases as follows:
DB1
DB2

To run ondemand backup for File File Group, the input file should list the database name, file group name and file
name as follows:

DB1<tab>Groupl<tab>FilelinGroupl

DB1<tab>Group2<tab>File2inGroup1

‘GENERATE THE COMMAND LINE SCRIPT FROM THE COMMCELL CONSOLE

In addition to the parameters provided in the template xml file, if you want to include additional options for the backup, you can do so by selecting the required
options from the CommcCell Console and generate the command line xml script for the backup.

Follow the steps given below to generate a script which you can use to perform a backup from the command line interface:

Backup Options for, Subclient: 3]
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Sackup Optons |
Server | <Instance>. Select tackup 1ype prp—
@ Full @) Immediate.
2. Right click an <Subclient> and click Backup. (@ TstEate e

© Schedule

3. Select the required backup options which you want to execute using the script. O oterarta

4. Click Save as Script.

5. Enter the location where you want to save the script or click Browse and navigate to
the location. ‘ Client [ashais4 .
The script will be saved as a .xml file and a .bat file is created. Path
If a file with the same name already exists in the specified location, the .xml file will Mode
be created with a timestamp. However, the .bat file will overwrite the existing file.
Asynchronous @ Synchronous
6. Enter the username and password for the user account which you want to use to
perform the backup. Specify user account to run the script
By default, the user account which you have used to login to CommCell console is @ Use the currently logged in user account

used for performing the backup. However, if the user account does not have access to
any application or database, click Use a different account.

7. Click OK.

User Name: | 3dmin

Use a different user account

[OKHCancelHHelp]
SCHEDULING A BACKUP
Follow the steps given below to schedule a backup:
1 . . . & Conncel Browser L) LT % 00 Whats new? x| 49 Bacup Job istory of defaukt x | 49 Ba
- e From the CommCell Browser, navigate to Client Computers | <Client> | SQL B & x> Q) Cen Conutrs > B eyt > I s sover > I, roevat 2
Server I <Instance>. —g(hent(nmnumva h(thmve — Type mvaqunhw
e Right-click a <Subclient> and click Backup. 4 w5

Badup istory
Schadules
operation Window

G- Searty
 Wrmmsores 3
@ 8 poicies
& ll Rt

Properties

2. e Select the Backup type.
e Click Schedule to schedule the backup for a specific time.

e Click Configure to set the schedule for the backup job. The Schedule Details
dialog displays.
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3. Select the appropriate scheduling options. For example:
o Click Weekly.
o Check the days you want the run the backup job.
e Change the Start Time to 9:00 PM.
e Click OK to close the Schedule Details dialog.
e Click OK to close the Backup Options dialog.

The backup job will execute as per the schedule.

See Scheduling for a comprehensive information on scheduling jobs.

MANAGING JOBS

Backup Options for Subclient: default X

Backup Options |

Select Backup Type: Job Inikiation

@ Ful © Immediste
® Bchedied
Configure Schedule Pattern

[(Box ] [Cone ] [rvercea ] [ @rowweresomt |

Schedule Name

© Transaction Log

O Differential

)

O One Time Start Time sroopm |
O Daiy
) Weekly
O Monthly
O Yearly Onthese days (7] Monday Tuesday Wednesday
Thursday [ Friday [[] saturday
Sunday
[ ok [ concel [ Heb ] [Coptins>> ]

Jobs can be managed in a number of ways. The following sections provide information on the different job management options available:

RESTARTING JOBS

Jobs that fail to complete successfully are automatically restarted based on the job restartability configuration set in the Control Panel. Keep in mind that

changes made to this configuration will affect all jobs in the entire CommcCell.

To Configure the job restartability for a specific job, you can modify the retry settings for the job. This will override the setting in the Control Panel. It is also
possible to override the default CommServe configuration for individual jobs by configuring retry settings when initiating the job. This configuration, however,

will apply only to the specific job.

Backup jobs for this Agent are resumed from the point-of-failure.

CONFIGURE JOB RESTARTABILITY AT THE COMMSERVE LEVEL

1. From the CommCell Browser, click Control Panel icon.

2. Select Job Management.

Job Management ==

General | Job Priorities | Job Restarts | Job Updates

Job Restart
Job Type

3. Click Job Restarts tab and select a Job Type.
O Select Restartable to make the job restartable.

[OWNICET/COpY UPGaTES
Exchange DB (Data Protection)

File System and Indexing Based (D¢
File System and Indexing Based (D:
Information Management

Max Restarts
Restart Interval (Mins)

| Restartable

144/
o4

O Change the value for Max Restarts to change the maximum number of times the
Job Manager will try to restart a job.

O Change the value for Restart Interval (Mins) to change the time interval
between attempts for the Job Manager to restart the job.

4. Click OK.

CONFIGURE JOB RESTARTABILITY FOR AN INDIVIDUAL JOB

1. From the CommCell Console, navigate to <Client> | SQL Server | <Instance>.
2. Right-click the Subclient and select Backup
3. Click Advanced.

Informix DB (Data Protection)
Enable Total Running Time:

Install Updates
Lotus Notes DB (Data Protection) : :
Media Refresh om0l

MYSQL (Data Protection) e - o
Offine Content Indexing SeEinoa o NTeD BE S Toe o8
(Oniine Content Indexing
Oradle DB (Data Protection)
Other (Data Protection)
'SRM (Data Collection)
‘Sybase DB (Data Protection)
WBA and CDR (Data Management) ~
« i )

Start Phase Retry Interval (Mins) 104
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4. In the Advanced Backup Options dialog box, click the Job Retry tab.

5. Select Enable Total Running Time and specify the maximum elapsed time before a Dt [ 4o
job can be restarted or killed. HEIRIEE

g st rter ot 1
o o

SoketBadup Type o itihon

Select Kill Running Jobs When Total Running Time Expires to kill the job after
reaching the maximum elapsed time.

o © tnnedie

fun i ot

Ostesie

6. Select Enable Number Of Retries and specify the number of retries.
7. Click OK.

‘CONTROLLING JOBS

The following controls are available for running jobs in the Job Controller window:

Temporarily stops a job. A suspended job is not terminated; it can be restarted at a later time.
SUSPEND

Resumes a job and returns the status to Waiting, Pending, Queued, or Running. The status depends on the availability of
RESUME resources, the state of the Operation Windows, or the Activity Control setting.

Terminates a job.
KILL

SUSPENDING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Suspend.

2. The job status may change to Suspend Pending for a few moments while the operation completes. The job status then changes to Suspended.
RESUMING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Resume.

2. As the Job Manager attempts to restart the job, the job status changes to Waiting, Pending, or Running.
KILLING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Kill.

2. Click Yes when the confirmation prompt appears if you are sure you want to kill the job. The job status may change to Kill Pending for a few moments
while the operation completes. Once completed, the job status will change to Killed and it will be removed from the Job Controller window after five
minutes.

See Job Management for a comprehensive information on managing jobs.

ADDITIONAL OPTIONS

The following table describes the available additional options to further refine your backup operations:

OPTION DESCRIPTION RELATED TOPICS

Startup Options Refer to Job Priority and

The Startup Options are used by the Job Manager to set priority for resource allocation. This is Priority Precedence.

useful to give higher priority to certain jobs. You can set the priority as follows:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

Right-click the Subclient in the right pane and click Backup.

Click Advanced and click Startup tab.

Select the Change Priority checkbox.

Enter a priority number - 0 is the highest priority and 999 is the lowest priority.

o un r wN

Select the Start up in suspended State check box to start the job in a suspended state.

7. Click OK.

Alerts . ) . L Refer to Alerts.
This option enables users or user groups to get automatic notification on the status of the data

protection job. Follow the steps given below to set up the criteria to raise notifications/alerts:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the Alert tab.
4. Click Add Alert.
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5. From the Add Alert Wizard dialog box, select the required threshold and notification
criteria and click Next.

6. Select the required notification types and click Next.
7. Select the recipients and click Next.
8. Click Finish.

9. Click OK.

Command Line Backups

Command Line Interface enables you to perform backups or restore from the command line.
The commands can be executed from the command line or can be integrated into scripts.

You can also generate command line scripts for specific operations from the CommCell Browser
using the Save As Script option.

Refer to Command Line
Interface.

CommcCell Readiness
Report

The CommCell Readiness Report provides you with vital information, such as connectivity and
readiness of the Client, MediaAgent and CommServe. It is useful to run this report before
performing the data protection or recovery job. Follow the steps given below to generate the
report:

1. From the Tools menu in the CommCell Console, click Reports.
Navigate to Reports | CommServe | CommCell Readiness.

Click the Client tab and click the Modify button.

.

In the Select Computers dialog box, clear the Include All Client Computers and All
Client Groups check box.

Select the client from the Exclude list.
Click the Include > button.

Click OK.

Click the MediaAgent tab.

v ® N o U

Clear the Include All MediaAgents checkbox.
Select the MediaAgent from the Exclude list.
Click Include >.

Click Run.

The generated report is displayed.

Refer to CommcCell Readiness
Report.

Backup Job Summary
Report

The Backup Job Summary Report provides you with information about all the backup jobs that
are run in last 24 hrs for a specific subclient. You can get information such as status, time,
data size etc. for each backup job. It is useful to run this report after performing the backup.
Follow the steps given below to generate the report:

1. From the Tools menu in the CommcCell Console, click Reports.
Navigate to Reports | Jobs | Job Summary.

Click Data Management on the General tab in the right pane.

Click Subclient and select the Edit tab.

2

3

4. Select the Computers tab.

5

6. Navigate to Client Computers | <Client> | File System | Backup Set | Subclient.
7

Click Run.

Refer to Backup Job Summary
Report.

Data Path Options

Data Protection operations use a default Library, MediaAgent, Drive Pool, and Drive as the Data
Path. You can use this option to change the data path if the default data path is not available.
Follow the steps given below to change the default data path:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the Data Path tab.
4. Select the MediaAgent and Library.

5. Select the Drive Pool and Drive for optical and tape libraries.

6. Click OK.

Refer Change Data Path.

Start New Media

The Start New Media option enables you to start the data protection operation on a new media.
This feature provides control over where the data physically resides. Use the following steps to
start the data protection operation on a new media:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.

Refer to Start New Media.
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3. Click Advanced and select the Media tab.
4. Select the Start New Media check box.
5. Click OK.

Mark Media Full on
Success

This option marks the media as full, two minutes after the successful completion of the data
protection job. This option prevents another job from writing to this media. Follow the steps
given below:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select Media tab.
4. Select the Mark Media Full on Success check box.

5. Click OK.

Refer to Export Media.

Allow other Schedules to
use Media Set

The Allow Other Schedules to use Media Set option allows jobs that are part of the schedule or
schedule policy and using the specific storage policy to start a new media. It also prevents
other jobs from writing to the same set of media.

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.

3. Click Advanced and select the Media tab.

4. Select the Allow Other Schedules To Use Media Set check box.
5. Click OK.

Refer to Creating an
Exportable Media Set.

Extended Data Retention

This option allows you to extend the expiration date of a specific job. This will override the
default retention set at the corresponding storage policy copy. Follow the steps given below to
extend the expiration date:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the Media tab.

4. Select one of the following options:
o Infinite - Select this option to extend the expiration date by infinite number of days
O Number of day - Select this option to specify the number of days to extend the
expiration date and then enter the number of days.

5. Click OK.

Refer to Extended Retention
Rules.

Vault Tracker

This feature provides the facility to manage media that is removed from a library and stored in
offsite locations. Depending on your VaultTracker setup, select the required options. Use the
following steps to access and select the VaultTracker options.

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server |
<Instance>.

Right-click the Subclient in the right pane and click Backup.
Click Advanced and select the VaultTracking tab.

Select the required options.

uvoh wN

Click OK.

Refer to VaultTracker or
\VaultTracker Enterprise.
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Browse Data — SQL Server iDataAgent

TABLE OF CONTENTS RELATED TOPICS

Understanding the Browse Window Scheduling

Browsing Data Provides comprehensive information on scheduling jobs.

Latest Data Job Management

Data Before a Specified Time Provides comprehensive information on managing jobs.
Data Between a Specified Time

Browse from Copies

List Media

UNDERSTANDING THE BROWSE WINDOW

Browse provides an easy-to-use convenience to search and restore data.

You can open the browse window from client, agent, instance or subclient level. The sub levels displayed
in the browse window is based on where you start the browse operation.

SELECTING OBJECTS FROM THE BROWSE WINDOW FOR RESTORE

The browse window displays objects and consists of two parts: T —

e The left pane displays the object tree at the selected level.

e The right pane displays the contents of the selected object.

Note that the window displays only the data that was obtained by a backup. Data that is excluded by a filter, or data which did not exist as of the specified
browse time does not appear in the window.

Selections follow these rules:

e All selections are recursive.

e Clicking a box again causes the selection to be cleared.

e If you select an object in the left pane, then all of its contents are selected.

e You can select a specific object in the right pane.

Selection status is revealed by the selection icons as follows:

O Indicates that the object is not selected for restoration.
(d Indicates that a portion of the object is selected for restoration. i.e., only some of the child object(s) within the selected object.
B Indicates that the entire object, including all of its child objects, are selected for restoration.

BROWSING DATA

The option to browse the backup data provides the facility to view and restore the data that was backed up. The following sections explain how to browse the
backup data.

LATEST DATA
By default, you can browse the latest backup data.
Follow the steps given below to view the latest data backed up by a backup set:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click OK.

The latest data backed up by all the subclients is displayed in the Client Browse tab.

'DATA BEFORE A SPECIFIED TIME

Follow the steps given below to browse the data backed up before specified time:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
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Server.

Right-click the instance and then click All Tasks | Browse Backup Data.
Select Specify Browse Time.

Select a date and time to Browse Data Before it.

Click OK.

DATA BETWEEN A SPECIFIED TIME

Follow the steps given below to browse data between specified time:

W ©® N O U R WN

From the CommCell Browser, navigate to Client Computers | <Client> | File
System

Right-click a Backup Set and click All Tasks | Browse/Browse Backup Data.

Select Specify Browse Time.

Select a date and time to Browse Data Before it. , oo
b O E=) ) (=)

Click Advanced.

In the Advanced Browse Options dialog box, select Exclude Data Before.

Select the date and time to exclude the data before it from the browse operation.

Click OK in the Advanced Browse Options dialog box .
Click OK in the Browse Options dialog box.

BROWSE FROM COPIES

By default, when a browse operation is requested, the software attempts to browse from the storage policy copy with the lowest copy precedence. If the data
that you want to browse was already pruned from the primary copy, the software searches the other copies of the storage policy, starting from the copy with
the lowest copy precedence to a copy with the highest copy precedence.

This feature is useful in the following conditions:

The media containing protected data for a particular copy has been removed from the storage library, you can choose to browse from a copy whose media
are inside the library.

Allows browsing from a copy that accesses faster disk media rather than slower tape media.

When media drives used by a particular copy are busy with another operation, this helps in browsing from a different copy to avoid resource conflicts.

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.
2. Right-click the instance and then click All Tasks | Browse Backup Data.
3. From the Browse Options dialog box, click Advanced.
4. In the Advanced Browse Options dialog box select the Browse from copy
precedence option.
If you specify a copy precedence number for a browse
operation, the software searches only the storage policy copy
with that precedence number in all storage policies used for
securing the data. If data does not exist in the specified
copy, the browse operation fails even if the data exists in
another copy of the same storage policy.
5. Specify the precedence number in Copy Precedence.
6. Click OK in the Advanced Browse Options dialog box .
7. Click OK in the Browse Options dialog box.
LIST MEDIA

List media option is useful to predict media required to restore the index required to browse data. This is useful when the index is not available in the index
cache.

The following section describes how to perform this operation.

1.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.
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2. Right-click the instance and then click All Tasks | Browse Backup Data.

3. From the Browse Options dialog box, if required, select the following options:

O Click Browse the Latest Data to list media associated with the most recent data
protection cycle.

O Click Specify Browse Time to list media associated with data protection
operations up to the specified date and time range. Use the Browse Data Before
box to specify the end date and time.

o Click Advanced and then click Exclude Data Before and then select the date and
time from which you wish to list media associated with data protection operations.

4. Click List Media.

5. From the List Media dialog box, select the media you wish to recall and click Recall
Media.
6. From the Recall Media dialog box General tab, select the following:

O The time until which the media would be retained in the library for read
operations.

O A reason for recalling the media.

7. From the Destination tab, configure the following destination options:

O Click the Track Transit option and select the transit location from the list, to track
the transit information.

O Select the desired Destination.

o If desired, select the Move Media to Overwrite Protection Pool option along
with the desired pool to which the media will be moved.

O Select Acknowledge the action as Reached Destination automatically if
desired.

8. Click OK.

The appropriate media is listed in the Media dialog box.
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Replication Using Warm Database Restore
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REPLICATION USING WARM DATABASE RESTORE

This type of restore is also called Hot Server Restore. You can keep up-to-date copies of the production databases on alternate servers, thus minimizing down
time in cases where the production database server has failed.

The advantages of Warm Database Restore over a traditional restore scenario is that the database is always kept in a near ready state. In the case of disaster,
users do not need to wait for the time it would take to restore the database in its entirety. Only the latest backup may need to be applied to the target
database before turning the application over to use it.

PRE-REQUISITES
Review the following requirements before performing a Warm Database Restore:

e The primary SQL server and hot standby server must be clients of the same CommServe and have the SQL Server iDataAgent installed on each computer.
o The primary SQL server must be able to communicate with the hot standby server with one of the following network configurations:

O Local Area Network (LAN) in the same domain

O Local Area Network (LAN) in a different domain

O Wide Area Network (WAN)

e Two licenses for SQL Server iDataAgent is required.

SETTING UP THE STANDBY SERVER

Use the following steps to setup the standby server:
1. Install the Microsoft SQL Server iDataAgent on the hot standby server computer.
2. Perform a full backup of the SQL Server databases on the primary server.

3. Perform a restore of the last full backup of the primary database, as well as any differential or transaction log backups completed since the database’s last
full backup.

4. Schedule routine differential or transaction log backups of the SQL Server databases on the primary server.

5. Schedule routine restore operations of the Latest Backup Data in the Standby Server.
O Matching the restore schedule with a backup schedule on the source database automatically keeps the restored databases in the Standby Server up-to-
date.

o If you wish to include only the transaction log backups completed since the last restore operation, you must select the Apply Log Backups Only
option after selecting Latest Backup Data in the SQL Restore Options dialog box. The restore operation will then skip any full backup jobs
completed since the last restore operation.

If you do not select the Apply Log Backups Only option and the database already exists, all backup jobs completed since the last restore operation
will automatically be restored.

If you do not select the Apply Log Backups Only option and the database does not already exist, the software will automatically perform a full restore
of the database.

USING THE SQL SERVER DATABASE(S) ON THE HOT STANDBY SERVER

In the event of a failure in the primary server you can use the hot standby server by
bringing the databases online. Use the following steps to bring the database online.

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the instance and then click All Tasks | Browse Backup Data.
3. Click OK.

4. In the Browse window, select the databases that you want to recover in the right
pane and click Recover All Selected.
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. SOL Restore Options X
5. Click Recover Only. General | Job Intiation
6. Click OK. General
Destination Server; | HAPPYOL 5
You can also bring the databases online by recovering the database from the SQL Server Cource Server: | HAPPYDL
Enterprise Manager. Dotabase Name: _ Resaurces
No further restore operations may be performed to the hot Restore Types
standby server’s databases once the databases have been Obstbsserestore O stepRestore 1
recovered. s [ partial Restore
If you wish to perform more restore operations to the hot [ Lakest Backup Data DJskp Fdlsackp
standby server after recovering the databases, you must Restore Tine snd Tine zone
setup the hot standby server once again. Restors Tins: | Tuesday, Aprl 26, 2011 1126130 PM FULL 5

Time: Zane: (GMT-05:00) Eastern Time {15 f Canada) v

Recovery Types and UndoPath

@ Recovery (O Morecovery () Stand by

Restore Options
[] Unconditionally overwrits existing databass or fiss
[] Leave Database in DBO use only state
[] Preserve Replcation Settings

[ keep Change Data Capture

2 (| £ox Y concel | [[advanced | [ [Bsavesssein | [ kel |

PERFORMING DISASTER RECOVERY OPERATIONS FOR THE PRIMARY SQL SERVER DATABASE(S)

If the primary server's databases is lost, you can restore the databases from the hot standby server's databases by performing the appropriate in-place restore
operation.

If the entire primary server is lost, you must perform a full system restore.

Once the full system restore has completed, you will need to set up the hot standby server again by repeating the
steps outlined in this procedure.
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Advanced Restore - SQL Server iDataAgent
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Restoring SQL Server Transaction Logs (Step Restore)
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Command Line Restores
Log on to the CommServe
Perform the Restore
Generate the Command Line Script from the CommCell Console

RESTORING A DATABASE

By default, a database is restored in the same location from where it was backed up and the existing database files are overwritten. This restore leaves the

database in an online state. Follow the steps given below to restore a database:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.

3. Click OK.

4. In the right pane of the Browse window, select a non-system database you want to
restore and click Recover All Selected.

5. Click Unconditionally overwrite existing database or files.

6. Click OK to start the restore.
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SOL Restore Options X
General | Job Initiation

General

Destination Server: | HAPPYOL —
Seurce Server: HAPPYO1

Database Name: Resaurces

Database State: Hormal

Restore Types

(3 Database Restore O Recaver only

[ Point-in-time [ Partial Restore

[[] Latest Backup Data S o
Resters Time and Time zons

Restore Time: | Tuesday, April 26, 2011 1:26:30 PH FULL ~

Time Zone: (GHT-05:00) Eastern Time (LIS & Canada) ~

Recovery Types and UndoPath

(@ Recovery (O Norecavery () Stand by

Restore Options

1 () Do ST rn;)

[ Leave Datahase in DEO use only state

[] Preserve Replication Settings

[[] Keep Change Data Capture

2ok ) conea ) [[advarced | [ sove paseree. | 1k |

RECOVERING A DATABASE

By default, a database is left in the online state after a restore. However, you might need to change the state of the database depending on your needs (e.g., if
you want to make the database inaccessible to the users). By recovering a database, you can select the state in which the database is to be left. Follow the
steps given below to recover a database:

RECOVER A DATABASE IN THE OFFLINE STATE

If you want the database to be offline after the restore, follow the steps given below:

. . . SQL Restore Options E‘
1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL Sorere | 35 Toicion
Server.
General

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. Destnation Server; | THPPYDICOMMIALT v
Source Server: HAPPYO1LCOMMYALILT

3. Click OK. Datebase hame;  Resources
Database State! Hormal

4. In the right pane of the Browse window, select the database to be recovered and click qsstore Types
Recover All Selected. o ———.

() Database Restore

5. Click Norecovery. P e [ Partial Restore

[] Latest Backup Data (e R

6. Click Unconditionally overwrite existing database or files.

Restore Time and Time zone
7. Click OK. Restore Time: | Tuesday, prl 26, 201 1:26:30 PM FULL -

Time Zane {GIT-05:00) Eastern Time (U5 & Canada) v

Recavery Types and UndoPath

) Recovery 1 ) stand by

Restare Options

2 et exstng database e fied )

[ Leave Database in DBS use orly state

[] Preserve Replication Settings

[ Keep Change Data Capture

3((_&ox [ concel | [advanced | [ Brssveassane | [rep |

‘RECOVER A DATABASE IN THE STANDBY STATE
If you want the database to be in a read-only state after the restore, follow the steps given below:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click OK.

4. In the right pane of the Browse window, select the database to be recovered and click
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Recover All Selected. SOL Restore Opi

General | Job Initiation

5. Click Stand by.

General

Specify the path to the undo file or click Browse to locate the file. Destination Server: | HAPPYOL ~
Source Server: HAPPYOL
6. Click Unconditionally overwrite existing database or files. Databass iame:  Fesaurces
Database stote; Nommal
7. Click OK. Resstore Types

@) Database Restore Q) Recaver Only

[ Paint-in-time [ Partial Restore
[[]Latest Backup Data [ Skip Full Backup
Rezstore Time and Time 2one

Restore Tine: | Tussday, April 26, 2011 1:26:30 PM FULL 3

Time Zane: (GHT-05:00) Eastern Time {US & Canada) v

Recovery Types and UndoPath

1
OFecovery O Norecovery -
2 Undo File Path:
Reestore Options
3 ([ unconditionally oversrite existing database o files )

[ Leave Database in DBO use only state

[] Preserve Replication Settings

[[] Keep Change Data Capture

4 ([ o ) conesl | [ advanced | [ G saveasserpe | [reb |

'RECOVER ONE OR MORE DATABASES IN THE ONLINE STATE

If you have a database in the offline or standby state and you want to bring the database back to the online state, follow the steps given below:

. ) ) SOL Restore Options X
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL o T
Server. o
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. Destination Server: [ HAPPYOL A2
Source Server: HAPPYOL
3. Click OK. Ostahase ame:__ Resources
4. In the right pane of the Browse window, select the databases you want to recover AR
and click Recover All Selected. P — 1
5. Click Recover Only. Dlrontirtine dEsteResED
[] Lakest Backup Data PR
6. Click OK.
Restore Time and Time zone:
Restore Time: Tuesday, April 28, 2011 1:26:30 PM FULL -
Time Zone (GMT-05:00) Eastern Time (US & Canada) .

Recovery Types and UndoPath

@ Recovery (O Morecovery () Stand by

Restore Options
[] Unconditionally overwrits existing databass or fiss
[] Leave Database in DBO use only state
[] Preserve Replcation Settings

[ keep Change Data Capture

2 (| £ox Y concel | [[advanced | [ [Bsavesssein | [ kel |

RESTORING SYSTEM DATABASES

System databases are essential for the operation of the SQL server instance. If you need to restore the SQL Server in the event of a system failure, the system
databases (master, msdb and model) must be backed up. The tempdb does not get backed up as it is re-created by the SQL Server every time the server is
started.

By default, system databases are restored in the same location from where they were backed up and their data files are overwritten. Follow the steps given
below to restore the system databases:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click the instance, point to All Tasks, and then click Browse Backup Data.
Click OK.

In the left pane of the Browse window, navigate to the instance node.

oA WN

Select the system databases (master, msdb, and model) in the right pane and click
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Recover All Selected.

If you choose to restore the system databases individually, it
is recommended to follow this order: master, msdb, model.

General | Job Initiation
General

Destination Server:
Source Server:

Dakabase List:

HAPPYO1

HAPPYO1

master

model
msdb

6. Click Unconditionally overwrite existing database or files.

7. Click OK to start the restore.

Restore Types

(@) Database Restore (© Recower Only

8. Click Yes. The system stops and restarts the SQL Server service in single-user mode.

Stop SOL Server

[ Poink-in-time

" 9 The master database is included in this restaore,
OtatestBackup | N3/ 11 would recuire the QL Server o be shut down
v
Restore Time and Tim| and restarted in Single User Mode., Do you want to proceed?
2
e Pl

Time: Zone: {GMT-05:00) Eastern Time (US & Canada) -
Recavery Types and UndaPath

@FRecovery O MNorecovery O Stendby

Restore Options

1 ([ Uncanditionally over#ite existing database or r.@

[ Leave Database in DBO Lse only state

[] Preserve Repiication Sattings

[]Keep Change Data Capture:

3 CBox ) corce | [ advared | [ Boermssaw | [reb

RESTORING FILES OR FILEGROUPS

By default, files or filegroups are restored in the same location from where they were backed up. File/Filegroup restores give you the ability to bring back the
files that have been damaged in the event of a failure. You can restore specific files and filegroups from both:
e database backups

e file and filegroup backups

During a File/Filegroup restore job, the system restores the latest full and differential backups and then uses the transaction log backups up to the specified
restore time. Hence, transaction logs are needed to successfully restore files or filegroups as it determines the end time of the restore. For more information,
see Transaction Log Backups.

File/Filegroup restores are commonly used for situations in which individual data files on a database are damaged.

RESTORE ONE OR MORE FILES OR FILEGROUPS

For a single data file, the file/file group restore chain consists of the most recent full backup, the most recent differential (if any), and all subsequent
transaction log backups that occurred prior to the restore time. However, for multiple files or file groups, the same rules apply for each data file, and the log
backups to be restored will be determined by the file requiring the oldest log.

Follow the steps below to restore one or more files or filegroups from a database:

B Chentshopoyo1 CLatest - e
% ot happyo (19 03) voa

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

501 Restore Options

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click File/File Group and then click OK.

4. 1In the left pane of the Browse window, navigate to the database that contains the
files or filegroups you want to restore.

5. Select the files or filegroups you want to restore in the right pane and click Recover

All Selected. =)

G050 e e (05 & o) v

6. Click Unconditionally overwrite existing database or files.

7. Click OK to start the restore.

s (B D oo | [rtmd ) [ rswvorasme ] (oo )

RESTORE A DATABASE USING FILE/FILEGROUP LEVEL

You can restore a database in its entirety by restoring all the filegroups within the database. Follow the steps below to restore the entire database at the
File/filegroup level:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.
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2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click File/File Group and then click OK.

4. In the right pane of the Browse window, select the database you want to restore.

Multiple databases cannot be restored at the filegroup level.

5. Click Recover All Selected.
6. Click Unconditionally overwrite existing database or files.

7. Click OK to start the restore.

are
soa

() |
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PERFORMING PARTIAL (PIECEMEAL) RESTORE OF A DATABASE

If the size of a filegroup in a database is large, the restore operation may take considerable time. In such case, you can restore the database in stages.

Partial restores also known as Piecemeal Restore in SQL Server versions 2005 and later allows you to restore a database in stages.

Follow the steps given below to restore a database in stages at filegroup level:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click File/File Group and then click OK.

4. 1In the left pane of the Browse window, navigate to the database that contains the
filegroups you want to restore.

5. Select the filegroups you want to restore in the right pane and click Recover All
Selected.

6. Select the Partial Restore check box.

7. Click OK to start the restore.

8. Perform the partial restore of all remaining filegroups one by one to restore the entire

database.

After performing a partial (piecemeal) restore job, the next backup job for that database is

automatically converted to a full backup.

SOL Restore Options (5]

Generdl | Job Initiation

General

Destination Server; | HAPPYOLLCOMMUALLT
R — HEPPYOLICOMMUALLT
Datzbase Name;  BUADEt

File List budgstsec

Database State:
Restore Types

) Recaover Only

Partial Fiestors

[ skip Ful Backup

(&) Database Restore () Step Restore
[ Point-in-time
[] tatest Backup Data

Restore Time and Time zone

Thu 04/26/2011

=]

(GMT-05:00) Eastern Time (US & Canada)

Restore Time; 05131 19PM

Time Zone:

Recovery Types and UndoPath

(@ Recovery (O Worecovery () Stand by

Restore Options
[ Unconditionally oversrite existing database o Flss
[ Leave Database in DBC use only state
[ Preserve Replication Settings

[]Kesp Change Data Capturs

=

~

v

([ & ok [ concel | [Cadvanced | [ @ saveassipt | ek |

RESTORING SQL SERVER TRANSACTION LOGS (STEP RESTORE)

When you want to restore an event in the database but do not know the exact time of the event, you can first restore the database in the standby state and

apply transaction logs to the database. The Step Restore enables you to append the logs to such a database. (Both Incremental or Transaction Log backups can
be applied.) Use the following procedure to apply the log backups one by one to scan through the changes that have been committed between each log backup.
This way you can avoid performing multiple full restores when you are not sure of the point of restore required.

Step Restores can be performed on individual databases.

Follow the steps given below to apply the logs to a database in the standby state:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click OK.

11. In the right pane of the Browse window, select the database that is already restored

in the standby state and click Recover All Selected.

12. Select the Destination Server. The destination Server must be different than source

server.

13. Select Step Restore.
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14, Select a Log backup from the Restore Time st

General | Job Initiation

15. Select the Unconditionally overwrite existing database or files check box. Genersl 1
H Destination Server: 4ELISS v
16. Click OK to start the log restore. :mm - gp_wm 3
ource Server:
H . . b " Staff_Master
If required, you can apply logs from other Log backups by selecting a different Log backup z::b::::: sy
from the Restore Time list. R
©) Databass Restors 2 O Recover Only
[JPoint-n-time [[] Partial Restore

[[]Latest Backup Data [PIEE

Restore Time and Time zone

Restore Time: | | Wednesday, Apri 27, 2011 12:55:03 PM LOG

N

Time Zone: (GMT-05:00) Eastern Time (US & Canada)

Recovery Types and LindoPath

@Recovery (O Norecovery (O Stand by

Restore Gptions

[e i linconditionaly overwrite exising database of fies 3 4

[] Leave Database in DBO use only state

[] Preserve Replication Settings

[[]Keep Change Data Capture

[ & o | [Ceoncel ] [Cadvanced | [ [ savenssaiee | [rep |

APPLYING LOG BACKUPS

This option enables you to apply all the latest transaction logs to a hot standby sever. The hot standby server is the server where you can restore a latest
backup data periodically. Follow the steps given below to restore only the logs that are backed on a specific time:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL o
Server. -
General
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. Destination Server @Ss D
Source Server: HAPPYOL
3. Click OK. Database Name:  Mocel_test
Database State: NOTEXIST
4. In the right pane of the Browse window, select a database that is already restored in e —
the standby state and click Recover All Selected. P © Recover Oriy
5. Select the Destination Server. Select the hot standby server. O B [ parta Restore
[ 5kip Full Backup
6. Select the Latest Backup Data check box. @ oo ossponts Blamy Loobecors i)
Restare Time and Time zone
7. Select the Apply Log backups only check box. Restare Tine: @m.ﬁy, R 77, 2011 12:5452 P LOG g
. - . + (GMT-05:00) I ida)
8. Select the time and a Log backup from the Restore Time list. Tmezone: - [GHT-0S00 Bastern e 05 5 Conada) a
9. Click OK to start the log restore. Recouery Types and Lndorath

@FRecovery (O Norecovery (O Stand by

The Transaction Logs, backed up on the selected time will be restored and applied to the
database.

Restors Options
[] Unconditionally overwrite existing database or fles
[ Leave Database in DBO use only stats
[] Preserve Replcation Settings

v

MV tman hamnn Pt Cambrnen

< >

[ & ox | [concel ] [Cadvonced | [ [Bsavesssaipt | [ rep |

RESTORING SQL DATABASES TO A POINT IN TIME

If any undesired transaction occurs in the database, you can revert the database to a state just before the transaction. The point in time option enables you to
restore the database to a specific point-in-time. This option is useful in the following scenarios:

e If any undesired transaction occurs in the database, you can revert the database to a state just before the transaction.

e If a database fails, you can restore to the state just before the point of failure.

e You can restore multiple databases to a consistent time. This will be useful for the absolute synchronization of the databases.

Before performing the point-in-time restore of a database, ensure that transaction logs for the database are backed up. Follow the steps given below to restore

a database(s) to a point in time:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.

Page 102 of 175



User Guide - SQL Server iDataAgent

»

N o w

8.

Click OK.

In the right pane of the Browse window, select one or more databases and click
Recover All Selected.

Select the Point-in-Time check box.
From the Restore Time lists, select the date and the time.
Select the Unconditionally overwrite existing database or files check box.

Click OK to start the restore.

The database(s) will be restored to the selected date and time.

When you perform a point-in-time restore for a database, the next scheduled backup for
that database will automatically convert to a Full backup.

RESTORING ONLY THE LOGS

SQL Restore Options
General | Job Initiation

General
Destination Server: | HAPPYOL

Sourcs Server: HAPPYOL

Database Name;  Model test

Database state;  Mermal
Restore Types
(%) Database Restore
Point-in-time

[ Lakest Backup Data

Restore Time and Time zone

O Recover Only
[ Partial Restore.

[ Skip Ful Backup

Thu D4/28/2011

=)

Restore Time:

11502 59AM

ED)

Time Zane:

Recovery Types and LindoPath

@ Recovery (O Morscavery (O Stand by

Restors Options
[ Unconditionally overwrite existing datahase or les
[ Leave Database in DBO use only state
[[] Preserve Replcation Settings

[[] keep change Data Capture

(GMT-05:00) Eastern Time (U3 & Canada)

& o D concel | [Cadvanced | [ Bsavenssom | [ reb |

If you are using any third-party software to backup and restore the databases, you can use SQL Server iDataAgent to restore only the logs. The database for
which you are restoring logs must be in the standby state. Follow the steps given below to restore logs for a database:

6
7.
8

9.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

In the right pane of the Browse window, select a database that is already restored in
the standby state and click Recover All Selected.

Select the Destination Server. Select the server and instance in which the restored
database resides in the standby state.

Select the Point-in-Time check box.
Select the Skip FULL Backup check box.
Specify the Restore Time.

Click OK to start the log restore.

The most recent log backup before the Restore Time will be restored and applied to the
database.

SOL Restore Options
General | Job Initiation:

General
Destination Server; |BLISS

Source Server: HLEE

Database Hame;  Student_Master

Database state;  Mermal
Restore Types
() Dakabase Restore
Point-in-time

[] Latest Backup Data

Restore Time and Time zone

(2 Recover Orly.
[] Partia Restore

() S Pl Bk

Restore Time: Thu 04/28/2011

(=]

Time Zane:

Recovery Types and LindoPath

(@ Recavery (O Morscavery (O Stand by

Restore Options
[0 uncanditionally overwrits existing database of filss
[[] Leave Database in DBO use orly state
[ Presserve Replication Settings

[ Keep Change Data Capture

(GMT-05:00) Eastern Time (UUS & Canada)

0335 : 00PM :‘j
~

[ & ox_ | [[concel ] [Cadvanced | [ [@rsaveassupt | [ tep |

®

v

RESTORING SQL SERVER DATABASES TO A TRANSACTION MARK

You can restore directly to the marked transaction or a point before the transaction if the Transaction logs of the database has transaction marks.

This can be useful in situations where a transaction has caused undesirable results on a database and you need to go back to the point before that occurred.

Before performing the restore, ensure that transaction logs are backed up for the database that you want to restore to a transaction mark.

Follow the steps given below to restore a database(s) to a transaction mark:

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.
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9.

In the right pane of the Browse window, select a database that is already restored in
the standby state.

You can select multiple databases. However, the transaction marks must be common
to all the selected databases.

Click Recover All Selected.

Select the Transaction Marks check box.

Select the transaction mark from the Restore Time list.
Select Stop at Mark or Stop Before Mark.

If you select Stop at Mark the database will be restored to the selected transaction
mark. If you select Stop Before Mark, the database will be recovered to a previous
transaction mark.

Click OK to start the restore.

After performing a transaction mark restore job, the next backup job for that database is
automatically converted to a full backup.

RESTORING A DATABASE WITH RESTRICTED ACCESS

SOL Restore Options X
General | Job Iniation

General

Destination Server: | HAPPYOT|COMMYALLT >

Source Server HAPPYOL\COMMYALLT
Database Name Student_Master

Database State: ~ Mormal
Restore Types

() Database Restore O Recaver only

Tianmsdon oa gy "l Restore
[[] Latest Backup Data [0skin Full Backup

Restore Time and Time zane

Restore Time: [ Thursday, April 28, 2011 2:3%:59 PM TestTrans?

@) Stap At Mark () Stop Before Mark

Recovery Types and UndoPath

@Recovery (O Norecovery () Stand by

Restore Options
[0 unconditianally averwrits existing database ar files
[] Leave Datahase in DEO use only state
[[] Preserve Replication Settings

[[] keep Change Data Capture
~

[ & ox_ | [[concel ] [Cadvanced | [ [ savenssaipt | [rep |

This option is used to restore the database in a state where only the owner of the database can access the database.

Follow the steps given below to restore the database for the Database Owner (DBO_ONLY state):

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

In the right pane of the Browse window, select a database and click Recover All
Selected.

Select the Leave Database in DBO use only state check box.
Select the Unconditionally overwrite existing database or files check box.

Click OK to start the restore.

After the database is restored, only the owner of the database can access the database.

PRESERVING REPLICATION SETTINGS

You can preserve all the replication settings of a published database when you perform an out-of-place restore of a database. This options is used to restore
backups of replicated databases. Only full backups are supported with this option, so make sure that you have performed at least one Full backup before

SOL Restare Options X
General | Job Initiation

General

Destination Server; | HAFFYOL 4

Source Server: HAPPYOL
Database Name: Budget

Database State:  MNormal
Restore Types

(@ Database Restore O Recover Orly

[ Paint-in-time [[] Partial Restore

[[] Lakest Backup Data Pty

Restore Time and Time zone

Restore Time: | Thursday, April 28, 2011 11:25:49 PM FULL v
Time Zone: (GMT-05:00) Eastern Time (U5 & Canada) v
Recovery Types and UndoPath
(@Rescovery  OHorecovery (O Stand by

Restore Options
[ Unconditionally overwrite existing database of files
[ Preserve Replication Sattings

[JKeep Change Data Capture

restoring the database with replication settings. Follow the steps given below to preserve the replication settings:

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

In the right pane of the Browse window, select a database and click Recover All
Selected.

Select a SQL Server and instance from the Destination Server list.

Ensure that Recovery option is selected from the Recovery Types.
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7. Select the Preserve Replication Settings check box. e T p o
Selection of Preserve Replication Settings option is not Pty | b

i i i Source Server; HapeYO1
available in Microsoft SQL Server 2005. s
Database State NOTEXIST
Restore Types

8. Click Advanced and select the Options tab.
O Change the path of the database and log files under the Physical Path column. P ClPartelRestore
o Click OK. [] Skin Full Backup

[] Latest Backup Data

) Database Restore (O Recover Oy

9. Click OK to start the restore. Restore Time and Time zone

Restore Time: Thursday, April 28, 011 11:25:48 PM FULL v
After the restore has completed, all the replication settings of the database are available Tiwe Zonst | (GI1T-05/00) Eastem Tims (US & Cansda) <
on the destination server.

Recovery Types and UndoPath

If the publication database is restored, ensure that the replication settings of the master

and msdb databases on the Distributor and Subscriber servers are consistent with the
publication database. For more information, see Backing Up and Restoring Replication
Databases. !

HAPPYOL v

oS TS G 5 ) S 5 W

[]Leave Database in DES use only state

Fresee ey

[[] keep Change Data Capture
v
< >

(@ o D[ cancal advanced | [ @ save asserpe | [Hep |

KEEPING CHANGE DATA CAPTURE (FOR SQL SERVER 2008 AND ABOVE)

The SQL Server 2008 has an option to capture the changed data. If you have enabled this option, the changed data (insert, update, and delete) is captured and

applied to SQL tables. The details of the changes are available in an easily applicable relational format. You can restore the captured changes and apply them to
the restored database. You cannot restore the captured changes if you are using VSS enabled backup for restore.

Follow the steps given below to restore the captured data:

i R R SQL Restore Options =
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL oy
Server.
General
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. Destiation server: | [DAYIDPH2010 .
Source Server: IDA40DPM2010
3. Click OK. Database Name:
Database State:
4. In the right pane of the Browse window, select a database and click Recover All Restore Types
Selected. © Database Restore Step Restore SRR
5. Select the Keep Change Data Capture check box. Pontin-tme Transaction Log Mas FortaRestore
. Latest Backup Data LR
6. Click OK to start the restore.
Restore Time and Tioe 20ne
After the restore has completed, all the data changes are available and applied to the i
Time Zone: (GMT-05:00) Eastern Time (US & Canada) -
restored database.
Recovery Types and UndoPath
© Recovery Norecovery Stand by
Restore Options
Unconditionally overwrite existing database or files
Leave Database in DBO use only state
Preserve Replication Settings
&'k ) concel | [ Advanced | [ B> savenssaipt | [ Heb |

INCREASING THE VDI TIMEOUT

The VDI (Virtual Device Interface) is an API used to communicate with the SQL Server during all backup and restore operation. When restoring a database, the
VDI timeout represents the time the system must wait for the SQL server to become ready to accept data into the database. If any databases are dropped from
the SQL Server after the backup, the database file(s) do not exist on the sever. Before starting the restore operation, these files will be created automatically
on the SQL Server. The time required to create the file(s) will be the same as when you first created the database or altered the database and added the file

(s).

By default, the system will wait 50 minutes (10 retries of five minutes each) for the SQL server to respond to a VDI command before giving up. If the SQL
server takes longer then this timeout value, the system assumes that the command failed, and it aborts the restore operation.

Follow the steps given below to increase the VDI Timeout for a SQL Server instance.

1. From the CommcCell Browser, navigate to Client Computers | <Client> |SQL
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Server
2. Right-click the <Instance> and then click Properties.
3. Enter the VDT Timeout.
4. Click OK.

PERFORMING AN OUT-OF-PLACE RESTORE

Use one of the methods below to restore a SQL database to a different location.

Properties of SOL Server:HAPPYO1\COMMYAULT

General | Accounts | Securiy

lient Name: happy01

iDatasgent: QL Server
Instance Mame:  HAPPYD1
Wersion: 10.0.2531

Server Type: DataBase Engine

300 ﬂ Seconds

YOI Timeout:

[Juse ¥ss

Description

=

COPYING A DATABASE TO A DIFFERENT LOCATION

Follow the steps below to restore a database to a different location on the same destination server:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

4. 1In the right pane of the Browse window, select the databases you want to restore and
click Recover All Selected.

5. Click Advanced.
6. Click the Options tab.
7. Rename the database under the Database column and change the path of the

database and log files under the Physical Path column.

e If there are many files, use the Find & Replace option to
enter the new destination path for all of them at once.

e If the database file path is changed without changing the
database name, the existing database will be overwritten
and will point to the new location.

8. Click OK.
9. Click OK to start the restore.

Database Nz Budget
Database State: Nornal
Restore Types x|
2
©Dsabase s Advocsdcrrl| e oot o Pt Dot D)
[ Paintintime Database. File Narme. Physica Path ES 3|
o budget doctest @ ram Files|MSSQLZDOS|M3SQUIDATAldoctest mdf M
R Budget. doctest1 CiiProgram Files\MSSQL200BIMSSQLIDATAldoctest 1.ndf 2m8
e [Eremed
B Find and Replace
Find what: |CiiProgram Fles\M55QL20081MS5QUIDAT FrdNext
Obmabese ane (Cropacord ] s
Olfachcme @ Daatase i th oo
3
(] Keep Change Data Capture:
‘
s &

COPYING A DATABASE TO A DIFFERENT SQL SERVER INSTANCE

By default, when restoring to a different SQL Server instance, a database is restored to the same location in the destination server. Follow the steps below to

restore a database to a different destination server.

System databases cannot be restored to a different server as they would overwrite the existing system databases in the destination server.

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click OK.

4. In the right pane of the Browse window, select the databases you want to restore and
click Recover All Selected.

5. Select the Destination Server.

If the same path cannot be used for any reason (e.g., the
destination server does not have the corresponding path),
click Advanced. From the Options tab, rename the
database and change the path of the data files.
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SOL Restore Options ]

6. Click OK to start the restore.

General | Job Initiation

General

1 (pestination server:

Souree Server: (R
Database Name: Budget
Database State: NOTEXIST

Restore Types

(@) Database Restore O Recover Only

[ Paink-in-time [] Partial Restore.

[] Latest Backup Data [ skip Ful Backup
Restore Time and Time 2one

Restore Time: | Thursday, April 28, 2011 11:25:49 PM FULL v

Time Zore: (GMT-05:00) Eastern Time (US & Canada) v

Recovery Types and UndoPath

@recovery  (Norecovery () Standby

Restore Options
[] unconditionally overvrice existing database or fies
[[] Leave Database in DBO use only state
[T] Preserve Replication Settings

[] Keep Change Data Capture

2 (¥ ox ) Concel | [ Advanced | [ B save s Scrint | kel |

MOVING A DATABASE

You can restore the database to a different location without changing its name. You cannot move a system database to a different location.

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. Click OK.

»

In the right pane of the Browse window, select a database and click Recover All
Selected.

Click Advanced.

Select the Options tab.

Change the path of the database and log files under the Physical Path column.
Click OK.
Click OK to start the restore.

v e N u

MOVING A DATABASE BACK TO THE ORIGINAL LOCATION AFTER A MOVE

If you perform a restore operation to move the database back to its original location, the database files will not be moved back as the database already exists
on the server. The restore job will only check the database name and will restore the database on top of the same database regardless of its location. To move
the database files back to the original location, use one of the following workarounds:

e Detach and re-attach the database.
e Perform a full backup of the database before moving the database back to its original location.

e Drop the database from the SQL Server instance and perform a restore with the default values.

COMMAND LINE RESTORES

You can perform restores of one of more databases from the command line interface.

Command line restores enable you to perform restore operations on multiple clients at the same time. It also allows you to reuse the command line scripts for
additional restores.

When performing command line restores, note that backups taken from the CommcCell Console can be restored using Command Line and vice versa. However,
backups taken from a previous version of the CommCell Console can be restored only from the Command Line.

In order to run the restores from command line, you need an input xml file which contains the parameters for configuring the restore options. This input xml
file can be obtained using one of the following ways:

e Download the input xml file template and save it on the computer from where the restore will be performed.

o Generate the input xml file from the CommCell Console and save it on the computer from where the restore will be performed.
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LOG ON TO THE COMMSERVE

To run command line operations you must first login to the CommServe as follows:

From Command prompt, navigate to <Software_Installation_Directory>/Base and run the following command:
glogin -cs <commserve name> -u <user name>
For example, to log on to CommServe 'serverl' with username 'userl':

glogin -cs serverl -u userl

PERFORM THE RESTORE

1.

2.

Download the restore_template.xml file and save it on the computer from where the command will be executed.
Execute the saved xml script using qoperation execute command.

goperation execute -af restore template.xml -clientName xxxxx -instanceName xxxxx -toTimeValue yyyy-mm-dd hh:mm:ss -
restoreSource xxxxx -database xxxxx

Verify the status of the job using the following command:
glist job -j JOBID
Once the job completes, logout from the CommServe using the glogout command.

glogout [-cs commserver] [-all] [-tf tokenfile] [-tk token] [-h]

OUT-OF-PLACE RESTORE ON THE SAME SQL SERVER

1.

2.

Download the out_of_Place_restore_template.xml file and save it on the computer from where the command will be executed.
In the template locate the following section and edit it as per your setup:

<device>|DB1|#12!DBl_rename|#12!DB1|#12!E:\RestoreLocation\DBl.mdf|#12!C:\Program Files\Microsoft SQL
Server\MSSQL10 50.MSSQLSERVER\MSSQL\DATA\DBI1.mdf</device>

<device>|DB1|#12!DBl_rename|#12!DB1_log|#12!E:\RestoreLocation\DBl_log.ldf|#12!C:\Program Files\Microsoft SQL
Server\MSSQL10 50.MSSQLSERVER\MSSQL\DATA\DBl log.ldf</device>

Where:
DB1 is the backed up database name.
DB1_Rename is the database name you want to provide for the restored database.

DB1 and DB1_log are the Logical Names of the backed up database.

e}

e}

o

O E:\RestorelLocation is the destination path where you want to restore the database.

O C:\Program Files\Microsoft SQL Server\MSSQL10_50.MSSQLSERVER\MSSQL\DATA is the source location of the backed up database.
o

#12! separates the values in the command. Note that the separator may vary based on the database, for e.g., #18!
Execute the saved xml script using qoperation execute command.

goperation execute -—af out of Place restore template.xml -clientName xxxxx -instanceName xxxxxX -restoreSource XXXXx -

database xxxxx -toTimeValue yyyy-mm-dd hh:mm:ss

Verify the status of the job using the following command:

glist job -j JOBID

Once the job completes, logout from the CommServe using the glogout command.

glogout [-cs commserver] [-all] [-tf tokenfile] [-tk token] [-h]

OUT-OF-PLACE RESTORE ON A DIFFERENT SQL SERVER

1.

2.

Download the out_of_Place_restore_template.xml file and save it on the computer from where the command will be executed.
In the template locate the following section and edit it as per your setup:

<device>|DB1|#12!DBl rename|#12!DBl|#12!E:\RestoreLocation\DBl.mdf|#12!C:\Program Files\Microsoft SQL
Server\MSSQL10_50.MSSQLSERVER\MSSQL\DATA\DB1.mdf</device>

<device>|DB1|#12!DBl rename|#12!DBl log|#12!E:\RestoreLocation\DBl log.ldf|#12!C:\Program Files\Microsoft SQL
Server\MSSQL10_50.MSSQLSERVER\MSSQL\DATA\DB1 log.ldf</device>

Where:
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3. Execute the saved xml script using

DB1 is the backed up database name.

DB1_Rename is the database name you want to provide for the restored database.

DB1 and DB1_log are the Logical Names of the backed up database.

E:\RestoreLocation is the destination path where you want to restore the database.

C:\Program Files\Microsoft SQL Server\MSSQL10_50.MSSQLSERVER\MSSQL\DATA is the source location of the backed up database.

#12! separates the values in the command. Note that the separator may vary based on the database, for e.g., #18!

goperation execute command, for example:

goperation execute -af out of Place restore template.xml -clientName clientl -instanceName clientl\instancel -

restoreSource DBl -database DBl -toTimeValue yyyy-mm-dd hh:mm:ss -destClient/clientName client2 -
destinationInstance/clientName client2 -destinationInstance/instanceName client2\instance?2

4. Verify the status of the job using the following command:

glist job -j JOBID

5. Once the job completes, logout from the CommServe using the glogout command.

glogout [-cs commserver] [-

EXAMPLES

all] [-tf tokenfile] [-tk token] [-h]

Restoring from a Current
Backup

goperation execute -af restore template.xml -clientName clientl -instanceName clientl
\instancel -restoreSource DBl -database DB2 -toTimeValue 2011-11-28 15:40:00

Restoring Databases to a Point
in Time (date and time)

goperation execute -af pit restore template.xml -clientName clientl -instanceName clientl
\instancel -restoreSource DBl -database DB2 -toTimeValue 2011-11-28 15:40:00

Restoring Database In Place in
Standby Mode

goperation execute -af standby_inplace_restore_template.xml -clientName clientl -instanceName client1\instancel -
restoreSource DB1 -database DB2 -toTimeValue 2011-11-28 15:40:00 -sqlRecoveryType STATE_STANDBY -
renameFilesSuffix C:\UndoPath

‘'GENERATE THE COMMAND LINE SCRIPT FROM THE COMMCELL CONSOLE

In addition to the parameters provided in the template xml file, if you want to include additional options for the restore, you can do so by selecting the required
options from the CommCell Console and generate the command line xml script for the restore operation.

Follow the steps given below to generate a script which you can use to perform a restore from the command line interface:

SOL Restore Options X
1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Goneral | 30b intaton
Server. General
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. el —
Source Server:
3. Click OK. Ostabase ame;  Resources 1
Database Stake: NOTEXIST
4. In the right pane of the Browse window, select the data that you want to restore and Restore Types

click Recover All Selected.

5. Select the required restore options which you want to execute using the script.

6. Click Save as Script.

() Database Restore C Recover Only

[ Point-in-time [ Partial Restore.

[ Latest Backup Data [ 5Kip Fl Backup
Restore Time and Time zone:

Restore Times | Tuesday, Apri 26, 2011 1:26:30 PM FULL v

Time Zone: (GMT-05:00) Eastern Time (US & Canada) v

Recovery Types and UndoPath

@Recovery  OMorecovery (O Stand by

Restore Options
[ Uncenditionaly overwrice existing database or fies
[[] Leave Database in DB use anly state.

[[] Preserve Replication Settings

[] Keep Change Dot Capture

[ & ox | [“concel | [Cadvanced ([ [F Save s seipt D[ el |

7. Enter the location where you want to save the script or click Browse and navigate to

the location.

The script will be saved as a .xml file and a .bat file is created.

If a file with the same name already exists in the specified location, the .xml file will
be created with a timestamp. However, the .bat file will overwrite the existing file.

8. Enter the username and password for the user account which you want to use to

perform the restore.
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By default, the user account which you have used to login to CommCell console is
used for performing the restore. However, if the user account does not have access to
application and database, click Use a different account.

9. Click OK.

SCHEDULING A RESTORE

Follow the steps given below to schedule a restore job:

1.
Server.

e Right-click the instance and then click All Tasks | Browse Backup Data.

e Click OK.

e Select a database to restore.
e Click Recover All Selected.

3. Select the required restore options.

Click OK.

Client [ ashaig4 =]
Path Browse
Mode

(©) Asynchronous @ Synchronous

Specify user account to run the script

@ Use the currently logged in user account

User Name: | 3dmin

() Use a different user account
User Name:
Password:

Confirm Password:

e From the CommCell Browser, navigate to Client Computers | <Client> | SQL

A Commcatms 5 e

‘ @ouiue O Fiirie G

.

% Client: happy01 ( Latest .
B Cent hapoyo1 (Latest D )

[ Current Slcted: SQL SeverHAPPYOICOMMIALLT Poyral
@ FAPRYOTICOMMVALLT oo
e

Recover Al sekcted.  vedia and Sze v rowse.
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e Click Job Initiation tab and click Schedule.
e Click Configure.

Select the appropriate scheduling options. For example:

Click Weekly.

Check the days you want the run the restore job.
Change the Start Time to 9:00 PM

Click OK to close the Schedule Details dialog
Click OK to close the Restore Options dialog

The restore job will execute as per the schedule.

See Scheduling for a comprehensive information on scheduling jobs.

SETTING UP PRE-POST PROCESSES

0L Restore Options

General | Joh Initiation

General

Destinaton Server; | HAPPYBIICOMINALLT

v
NS HAPPYO|COMMYALLT
Database List: fBudget

Payrol

Restore Types

@) Database Restore ) Recaver Only
[] Foint-in-time
[ Latest Backup Data [ skip Ful Backup

Restare Time and Time zane

Restore Time: |Hon 05/02/2011 [C=]| me:22:sepm

Time: Zone: [ (arr-05:00) Eastern Time (s & Canada)

Recavery Types and UndoPath

@FRecovery (O Norecovery () Stand by

Restore Options
[] Unconditionally overwrite existing datahase or files
[] Leave Database in DEO use only state
[[] Preserve Replication Settings

[ Keep Change Data Capture.

[ & ok ] [ concel | [ advanced | [ [Bsavesssaipt | [ rep |

Restore Options for All Selected Items

General | Job Iitiation

3

Jobs Initiation

O Immediate

®

Configure Schedule Pattern

[ @OK H Cancel H Adwvanced H @Savansszript H Help ]

Schedule Details X

Schedule Name

O One Time Start Time 91 00PM =

O paiy

© Weekly

© Monthly

O Yearly On these days. Monday Tuesday Wednesday

Thursday [ Friday [] saturday
Sunday
[k J[ comel J[ 1o ] [Coptons>> ]

You can run batch files or shell scripts before and/or after restore jobs. Follow the steps given below to setup a process before or after the restore job

Page 111 of 175



User Guide - SQL Server iDataAgent

9.
10.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

In the right pane of the Browse window, select a database and click Recover All
Selected.

Click Advanced and then click the Pre/Post tab.

If you want perform a process before the restore job, enter the path for the batch file

in the Pre Recovery Command box or click Browse to select the batch file.

If you want perform a process after the restore job, enter the path for the batch file

in the Post Recovery Command box or click Browse to select the batch file.

Select one of the following options:

O Use Local Accounts - Select this option if the local account has permissions to
execute the processes on the destination client.

o Impersonate User - Select this option and enter the username and password,
that has the permissions to execute the processes on the destination client.

Click OK.
Click OK to start the restore.

Advanced General | Startup | PrefPost | Copy Precedence | Data Path Alert | Options
Post Recovery Command

[CJRun Pest Restore Process for al attempts
PrefPost Impersonstion
(O Use Local System Account

O Inpersanate User

SETTING UP A PRE/POST PROCESS TO RUN AFTER EACH ATTEMPT

By default, a specified post process command is executed only on successful completion of the restore operation.
Use the following steps to run a post process even if the restore operation did not complete successfully. For example, this may be useful to bring a database
online or release a snapshot.

From the CommCell Browser, navigate to Client Computers | <Client> | SQL
Server.

Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

In the right pane of the Browse window, select a database and click Recover All
Selected.

Click Advanced and then click the Pre/Post tab.

Enter the path for the batch file in the Post Recovery Command box or click
Browse to select the batch file.

Select the Run Post Process for all attempts check box.
Click OK.
Click OK to start the restore.

MANAGING RESTORE JOBS

Advanced General | Startup | PrefPost | Copy Precedence | Data Path Alert | Options
Post Recovery Command

[C]Run Post Restore Process for al attempts

PrefPost Inpersonation
© Use Local System Account

O Inpersanate User

Once you initiate the restore operation, a restore job is generated in the Job Controller. Jobs can be managed in a number of ways. See Job Management for a
comprehensive information on managing jobs.

The following sections provide information on the different job management options available:

RESTARTING JOBS

Jobs that fail to complete successfully are automatically restarted based on the job restartability configuration set in the Control Panel. Keep in mind that
changes made to this configuration will affect all jobs in the entire CommcCell.

To Configure the job restartability for a specific job, you can modify the retry settings for the job. This will override the setting in the Control Panel. It is also
possible to override the default CommServe configuration for individual jobs by configuring retry settings when initiating the job. This configuration, however,

will apply only to the specific job.

CONFIGURE JOB RESTARTABILITY AT THE COMMSERVE LEVEL

From the CommCell Browser, click Control Panel icon.
Select Job Management.

Click Job Restarts tab and select a Job Type.
O Select Restartable to make the job restartable.

O Change the value for Max Restarts to change the maximum number of times the
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Job Manager will try to restart a job.

O Change the value for Restart Interval (Mins) to change the time interval
between attempts for the Job Manager to restart the job.

4. Click OK.

Job Management

General | Job Priorities | Job Restarts | Job Updates

Job Restart
Job Type
[UoWNIoaa/ opy Upaates
Exchange DB (Data Protection)

File System and Indexing Based (D¢
File System and Indexing Based (D:

Information Management
Informix DB (Data Protection)
Install Updates

Lotus Notes DB (Data Protection)
Media Refresh

MYSQL (Data Protection)

Offine Content Indexing

Oniine Content Indexing

Orade DS (D2 )
Other (Data Protection)
SQL DB (Data Protection)
SRM (Data Collection)
Sybase DB (Data Protection)

WBA and CDR (Data Management) ~
« i )

Start Phase Retry Interval (Mins)

104

Max Restarts 1444
Restart Interval (Mins) e
7] Restartable
Enable Total Running Time:
(o ] [ cancel Help

ICONTROLLING JOBS

The following controls are available for running jobs in the Job Controller window:

Temporarily stops a job. A suspended job is not terminated; it can be restarted at a later time.

SUSPEND

Resumes a job and returns the status to Waiting, Pending, Queued, or Running. The status depends on the availability of
RESUME resources, the state of the Operation Windows, or the Activity Control setting.

Terminates a job.
KILL

SUSPENDING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Suspend.

2. The job status may change to Suspend Pending for a few moments while the operation completes. The job status then changes to Suspended.

RESUMING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Resume.

2. As the Job Manager attempts to restart the job, the job status changes to Waiting, Pending, or Running.

KILLING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Kill.

2. Click Yes when the confirmation prompt appears if you are sure you want to kill the job. The job status may change to Kill Pending for a few moments

while the operation completes. Once completed, the job status will change to Killed and it will be removed from the Job Controller window after five

minutes.

ADDITIONAL RESTORE OPTIONS

Several additional options are available to further refine your restore operations. The following table describes these options, as well as the steps to implement

them.

Be sure to read the overview material referenced for each feature prior to using them.

OPTION

DESCRIPTION

RELATED TOPIC

Use hardware revert
capability if available

This option allow you to revert the data to the time when the snapshot was created. Selecting
this option brings back the entire LUN to the point when the snapshot was created, overwriting
all modifications to the data since the snapshot creation. This option is only available if the

storage array used for SnapProtect Backup supports the revert operation.

1. From the CommcCell Browser, navigate to Client Computers | <Client> | SQL Server.
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.

3. In the Browse Options dialog box, click OK.
4

In the Client Browse window, select the database you want to restore and click Recover
All Selected.

5. In the SQL Restore Options dialog box, click Advanced.

6. Select Use hardware revert capability if available.

7. Click OK.

Startup Options

The Startup Options are used by the Job Manager to set priority for resource allocation. This is

Refer to Job Priority and
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useful to give higher priority to certain jobs. You can set the priority as follows:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.

In the Browse Options dialog box, click OK.

El

In the Client Browse window, select the database you want to restore and click Recover
All Selected.

In the SQL Restore Options dialog box, click Advanced.

In the Advanced Restore Options dialog box, click Startup.

On the Startup tab, select Change Priority.

Enter a priority number - 0 is the highest priority and 999 is the lowest priority.

v ® N u

Select the Start up in suspended State check box to start the job in a suspended state.

0. Click OK.

Priority Precedence.

Copy Precedence

By default, the system retrieves data from the storage policy copy with the lowest copy
precedence. If the data was pruned from the primary copy, the system automatically retrieves
data from the other copies of the storage policy in the lowest copy precedence to highest copy
precedence order. Once the data is found, it is retrieved, and no further copies are checked.

You can retrieve data from a specific storage policy copy (Synchronous Copy or Selective
Copy). If data does not exist in the specified copy, the data retrieve operation fails even if the
data exists in another copy of the same storage policy. Follow the steps given below to retrieve
the data from a a specific storage policy copy:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.

3. In the Browse Options dialog box, click OK.

4. In the Client Browse window, select the database you want to restore and click Recover
All Selected.

5. In the SQL Restore Options dialog box, click Advanced.

6. Inthe Advanced Restore Options dialog box, click Copy Precedence.

7. On the Copy Precedence tab, select the Restore from copy precedence check box.

8. Enter the copy precedence number.

9. Click OK.

Refer to Recovering Data From
Copies.

Data Path Options

The data recovery operations use a default Library, MediaAgent, Drive Pool, and Drive as the
Data Path. You can use this option to change the data path if the default data path is not
available. Follow the steps given below to change the default data path:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.

In the Browse Options dialog box, click OK.

> won

In the Client Browse window, select the database you want to restore and click Recover
All Selected.

In the SQL Restore Options dialog box, click Advanced.
In the Advanced Restore Options dialog box, click Data Path.
On the Data Path tab, select the MediaAgent and Library.

Select the Drive Pool and Drive for optical and tape libraries.

w ® N o un

Select the name of the Proxy server if you wish to restore using a proxy server.

You can select the Proxy server only when you are restoring from a snapshot. This option
is not available for a regular restore.

0. Click OK.

Refer to Change Data Path.

Encryption

data recovery operation. Follow the steps given below to enter the pass-phrase:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server.
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
3. In the Browse Options dialog box, click OK.
4

In the Client Browse window, select the database you want to restore and click Recover
All Selected.

(9]

In the SQL Restore Options dialog box, click Advanced.

In the Advanced Restore Options dialog box, click Encryption.

If the client's data is encrypted with a pass phrase, you must enter the pass-phrase to start the

Refer to Data Encryption.
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7. Enter the Pass Phrase.

8. Click OK.

Alerts

This option enables users or user groups to get automatic notification on the status of the data
recovery job. Follow the steps given below to set up the criteria to raise notifications/alerts:

1. From the CommCell Browser, navigate to Client Computers | <Client> | SQL Server.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.

In the Browse Options dialog box, click OK.

H> N

In the Client Browse window, select the database you want to restore and click Recover
All Selected.

In the SQL Restore Options dialog box, click Advanced.
In the Advanced Restore Options dialog box, click Alerts.
Click Add Alert.

® N o 0

From the Add Alert Wizard dialog box, select the required threshold and notification
criteria and click Next.

9. Select the required notification types and click Next.

10. Select the recipients and click Next.
L1. Click Finish.
12. Click OK.

Refer to Alert.

Command Line Restores

Command Line Interface enables you to perform backups or restore from the command line.
The commands can be executed from the command line or can be integrated into scripts.

'You can also generate command line scripts for specific operations from the CommcCell Browser
using the Save As Script option.

Refer to Command Line
Interface.

CommcCell Readiness
Report

The CommCell Readiness Report provides you with vital information, such as connectivity and
readiness of the Client, MediaAgent and CommServe. It is useful to run this report before
performing the data protection or recovery job. Follow the steps given below to generate the
report:

1. From the Tools menu in the CommCell Console, click Reports.
Navigate to Reports | CommServe | CommCell Readiness.

Click the Client tab and click the Modify button.

.

In the Select Computers dialog box, clear the Include All Client Computers and All
Client Groups check box.

Select the client from the Exclude list.
Click the Include > button.

Click OK.

Click the MediaAgent tab.

v ® N o U

Clear the Include All MediaAgents checkbox.
Select the MediaAgent from the Exclude list.
Click Include >.

Click Run.

The generated report is displayed.

Refer to CommcCell Readiness
Report.

Restore Job Summary
Report

The Restore Job Summary Report provides you with information about all the data recovery
ljobs that are run in last 24 hours for a specific client and agent. You can get information such
as failure reason, failed objects, job options etc. It is useful to run this report after performing
the restore. Follow the steps given below to generate the report:

1. From the Tools menu in the CommCell Console, click Reports.
2. Navigate to Reports | Jobs | Job Summary.

3. Click Data Recovery on the General tab in the right pane.

4

On the Computers tab, select the client and the agent for which you want to run the
report.

5. Click Run.

Refer to Restore Job Summary
Report.
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Data Aging - SQL Server iDataAgent

TABLE OF CONTENTS

Getting Started
Extended Retention Rules

Data Aging for Transaction, Archive, and Logical Log Backups
Retention Rules for Log Backups
Data Aging for Stored Procedures
SQL Back in Time Restores and Data Aging Rules

Data Aging Rules for On Demand Backups
Enabling MSDB Database Clean-Up

GETTING STARTED

Data Aging is the process of removing old data from secondary storage to allow the associated media to be reused for future backups.

By default, all backup data is retained infinitely. However, you should change the retention of your data based on your needs. Note that if you continue to have

infinite retention, you will also need infinite storage capacity.

1. From the CommCell Browser, navigate to Policies | Storage Policies.

2. Highlight the Storage Policy.

From the right pane, right-click the Storage Policy Copy and click the Properties.

Click the Retention tab.

Click the Retain For in the Basic Retention Rules for All Backups area.
Enter number of days to retain the data.

Enter number of cycles to retain the data.
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e Click OK.

5 From the CommCell Browser, click the Reports icon.
6. Expand Reports and select Data Retention Forecast and Compliance.
7. Click Run.
8. The report will display the data to be pruned when a data aging job is run.
To ensure only data intended for aging is actually aged, it
is important to identify the data that will be aged based
on the retention rules you have configured. Hence,
ensure this report includes only the data you intend to
age.
If necessary, fine-tune your rules so that only the
intended data is aged.
Once you run a data aging job, the data will be lost.
9. From the CommCell Console, right click the CommServe icon and click All Tasks |

Data Aging.
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10. Select Immediate in the Job Initiation section and click OK. Data Aging Options E|
Job Initiation
Job Initiation
(&) Immediate
Run this job now
() Scheduls
[ gOK 1 [ Cancel l [ Advanced ] [ @Save As Script ] [ Help ]
11. You can track the progress of the job from the Job Controller window. When the job

has completed, the Job Controller displays Completed.

Make sure that the job completes successfully. If the job did not complete
successfully, re-run the job.

Wrase s iy G Poriny 0 Vi 2 om0 Sparied 8T e o Sy W

EXTENDED RETENTION RULES
Extended retention rules allow you to keep specific full (or synthetic full) backups for longer periods of time.
Extended retention rules can be used in the following circumstances:

e If you have a single drive tape library

e If you want to create a hierarchical retention scheme (grandfather-father-son tape rotation)

In all other cases, it is recommended that the Auxiliary Copy feature be used for extended storage as it actually creates another physical copy of the data,
thereby reducing the risk of data loss due to media failure.

UNDERSTANDING EXTENDED RETENTION RULES

Extended retention allows you to retain a specific full (or synthetic full) backup for an additional period of time. For example, you may want to retain your
monthly full backups for 90 days.

Extended retention rules allow you to define three additional "extended" retention periods for full (or synthetic full) backups. For example:

e You may want to retain your weekly full backups for 30 days.
e You may want to retain your monthly full backup for 90 days.
e You may want to retain your yearly full backup for 365 days.

A backup job will be selected for extended retention based on its start time. For example: If a backup job starts at 11:55 pm on August 31st and ends at 1 am
on September 1st, then it will be selected as the last full backup for the month of August and will be picked up for extended retention.

§SETTING UP EXTENDED RETENTION RULES

Use the following steps for setting up the extended retention rules:
1. Right-click the storage policy copy and click Properties.
2. Click the Retention tab.

3. Set the basic retention rules by clicking Retain for and entering the number of days and cycles
appropriate for your organization.

4. Set the extended retention rules as follows:
Click the For button.
Enter the number of Days Total to retain the backup.
Click the Keep drop-down list, and select the desired backup criteria (e.g., Monthly Full).
Click the Grace Days drop-down list and select the number of days (e.g., 2).
5. Repeat Step 4 to configure additional extended retention.

6. Click OK.
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Copy Properties 3]

Meda Advanced
General Rekention Data Paths Data Path Canfiguration

Enable Data Aging
Enable Mananed Bisk Spate for DEK Thrary
[C] D not retain intermediate incrementals and differentials before  new diferential

O spool Copy (e Retention)

Basic Retention Rule for All Backups

O Infinice.
@ Retainfor 0/ oars 1 cres
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O Infinite
&) Retain for 365 :I Days
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For ] Infinite/ 30 ﬂ Days Total Keep | Weekly Full | Grace Days N
For (] Infinite/ o0 j DaysTotalKeep  Monbhly Ful % Grace Days -
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For Weekly Full Rule the Week starts on:  |Friday v
For Monthly Full Ruls the Month starts on: |1 v
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O First Full batkup of tims period
@ Last fullbackup of time period

DATA AGING FOR TRANSACTION, ARCHIVE, AND LOGICAL LOG BACKUPS

Log Backups (transaction, archive, or logical logs) are not considered part of the backup cycle. Therefore, storage policy cycle retention parameters do not
apply to them.

‘RETENTION RULES FOR LOG BACKUPS
Log backups may be linked to data backup operations, which can allow storage policy cycle retention parameters to be applied to them.
This can be achieved as follows:
e If a full backup job is run on data, then the next log backup job will be linked to this full backup job.
These are considered as linked or chained log backups and are not aged until the linked data is aged. In addition, the following is also considered:

Logs that need to be copied to secondary copies will not be aged both on primary and non-primary source copy
Logs that exist only on one copy will be aged when they are older than the oldest data

Logs that exist on multiple copies will be aged according to copy retention days

o
[}
[}
O Logs that exist on multiple copies with the longest retention days will be aged when they are older than the oldest data
O Partial, disabled logs will be aged when they are older than the oldest data

If

a full backup job is run on data and logs, then the next log backup will not be linked to this full backup job.

As this is an unlinked log backup, by default, this will follow the unique data aging rules for log backups. If you want such log backups to be aged according
to the defined days retention rule for the data, you can do so as follows:

1. From the CommCell Browser, select Tools | Control Panel.

2. Double-click Media Management

3. Click the Data Aging tab.

4. Enable the Prune All Database Agent Logs Only By Days Retention Rule option.

5. Click OK.
LINKING FULL AND LOG BACKUPS FOR DATA RETENTION
Log backups are linked to a full backup if they are run at the same time and the JMEnableJobLinkForsQL LNDB key created in the client computer.
This is regardless of whether the full backup included data only or data and logs. Such backups follows the standard data aging rules.

You can create the key as follows:

From the CommCell Browser, navigate to Client Computers.
Right-click the <Client> and then click Properties.

Click the Registry Key Settings tab.

Click Add.

AL N
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" . Cl Computer P forh /01 =

5. Inthe Name field, type JMEnableJobLinkForSQL LNDB iy
Network Throttling | Policies | Job Configuration | Encryption | _Advanced
6. In the L ti list lect cvD fi the dropd list General | Version | Security | Activity Contral | Groups | Firewal Configuration
) n the Location list, select CVD from the dropdown list. Content Indexing Registry Key Settings Client Side Deduplication

7. In the Type list, select REG_DWORD. Name Location Type value Enabled |
8. In the Value field, type any non zero value.
9. Click OK | ) Add Registry Key on Windows Client idad0dpm2010

IMEnableJobLinkForSQL_LNDB

Location |cyd =

oK Cancel Hep |/

oK ][ Cancel ]| Help

DATA AGING FOR STORED PROCEDURES

Data Aging for the SQL Server iDataAgents performs the following stored procedures that you may have been manually running on Enterprise Manager. When
Data Aging is run, the system ages these histories from the CommServe database and the SQL Server.

o sp_delete_backuphistory

e sp_delete_database_backuphistory

e sp_delete_backup_and_restore_history

SQL BACK IN TIME RESTORES AND DATA AGING RULES

When you perform a back in time restore (i.e., restoring to a backup cycle earlier than the current backup cycle), all differential and transaction log backups
which were run after the full backup from which the restored data was obtained will not be able to be aged until a new full backup is run. Running a full backup
after performing a back in time restore releases the older backups and subsequent log backups for data aging.

DATA AGING RULES FOR BACKING UP ON-DEMAND SUBCLIENTS

Data Aging for On Demand backup jobs uses days/time, and ignores cycles and extended retention rules, as the determining factor for pruning the data.
Therefore, once the retention time criteria has been met, all data (for both data and logs) is pruned that was backed up using the storage policy specified in the
Command Line Interface.

An effective storage policy strategy for SQL On Demand backups is as follows:

o The same storage policy should not be used for regular backups and On Demand backups.

e The storage policy copy containing logs of On Demand backups should have a much longer retention time than other storage policies used by regular
backups for the same instance. This is to prevent the logs of On Demand backups from being pruned before the data of regular backups, and allow the
database to be fully restored and recovered using the data of old regular backups and logs afterwards.

ENABLING MSDB DATABASE CLEAN-UP
By default, Data Aging jobs do not perform a client-side clean-up of database metadata. However, to ensure that unnecessary data is not left behind, you can
either use the system stored procedures mentioned below per SQL instance:
e <sp_delete_backuphistory>
o <sp_delete_database_backuphistory>

o <sp_delete_backup_and_restore_history>

Or enable client-side clean-up of database metadata process as follows:

From the CommCell Browser, navigate to Client Computer.
Right-click the <CommServe Client> and then click Properties.
Click the Registry Key Settings tab.

Click Add.

H> N
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: ) Client C Properties for docint01 (=]
5. In the Name field, type nDisableMSDBCleanup. P -
Network Throttling I Policies l JobI Configuration I Encryption I Advanced I Content Indexing
= 5 General | Version | Security | Activity Control | Groups Firewall Configuration
6. In the Location list, type cvp. Search Server URLs Registry Key Settings Client Side Deduplication
7. In the Type list, select REG_DWORD. Heme locaton  Type vaue Ebled v
8. In the Value field, type 0 to enable database clean-up.
) | £/ Add Registry Key on Windows Client docint01 (3]
9. Click OK.
Name nDisableMSDBCleanup
Location  |oyp e
Type REG_DWORD
vae [
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oK ] [ Cancel ] [ Help
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ADVANCED TOPICS

Data Aging - Advanced
Provides comprehensive information on additional Data Aging capabilities.
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Disaster Recovery - SQL Server iDataAgent

TABLE OF CONTENTS

Planning for a Disaster Recovery
Rebuilding the Operating System

Rebuilding the SQL Server Instance
Rebuilding the Master Database (Quick Rebuild)
Rebuilding Each SQL Server Instance (When Quick Rebuild Does Not work)

Restoring the SQL Server Instance

PLANNING FOR A DISASTER RECOVERY

Before you begin a disaster recovery, make sure to plan for disaster recovery as follows:

BUILDING A STANDBY SERVER FOR DISASTER RECOVERY

You can build a standby server for quick recovery and ensure that the standby database is always kept in a near ready state. If you plan to adopt this method
follow the steps described in Replication Using Warm Database Restore.

MANAGING BACKUPS
As a best practice, it is recommended that you group databases into multiple subclients as follows:

e Add larger databases into separate subclients.
o Add small databases together into one or more subclients. This is important for the following reasons:
O During Disaster recovery, when you have to quickly rebuild the entire instance, you can concurrently restore all the subclients together.

o During Backup failures, the backup will restart from the beginning of the database instead of from the beginning of the entire instance. Similarly, this will
ensure that large database backups are not affected by restarts from a smaller database.

o Once the subclients are created, schedule frequent backups for dynamic data and regular backup schedules for static data in the SQL Server.

REBUILDING THE OPERATING SYSTEM

In the case of disaster recovery, where a full system restore is required, you must first rebuild the system to exactly the state as it existed before the problem.
Use the following steps to rebuild the operating system:

1. Rebuild the hardware if needed.
2. Install the same version of the Windows operating system with the same patches that were previously installed.
3. Configure the client with the same networking parameters and passwords that were previously set.
4. Edit the host file of the client to include the CommServe name.
5. Install the Windows File System iDataAgent on the client.
In a clustered environment, you must reinstall to the same virtual node as was being used previously.
6. Perform a full system restore of the Windows File System iDataAgent.

After you rebuild the operating system, if the SQL Server instance starts, use the steps in Restore the SQL Server Instance to restore the data.

REBUILDING THE SQL SERVER INSTANCE

After rebuilding the operating system, if the SQL Server Instance does not start, you need to rebuild the instance and then restore it to the current state. You
can rebuild the instance by rebuilding the master database or by reinstalling each instance.

§REBUILDING THE MASTER DATABASE (QUICK REBUILD)
The master database can be rebuild using SQL Server or SQL Server Express.
IF THE MASTER DATABASE EXIST

1. Insert the SQL Server installation media into the disc drive. If you are using SQL Server Express, download the Express kit and extract the contents to a
local directory.

2. From the command prompt, navigate to the disc drive or the extracted directory and run the command for rebuilding the master database.

For SQL 2005:
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4.

5.

start /wait setup.exe /gn INSTANCENAME=<InstanceName> REINSTALL=SQL Engine REBUILDDATABASE=1 SAPWD=<NewStrongPassword>
REINSTALLMODE=vomus

where:

/an = suppresses all setup dialog boxes and error messages.
/gb = allows display of basic setup dialog boxes and error messages.
For SQL 2008:

Setup /QUIET /ACTION=REBUILDDATABASE /INSTANCENAME=InstanceName /SQLSYSADMINACCOUNTS=accounts [ /SAPWD=StrongPassword ]
[ /SQLCOLLATION=CollationName ]

where:

/QUIET or /Q = setup runs without any user interface.
From the command prompt, run Services.msc
Right-click the SQL Server instance and select Start.

Restore the SQL Server Instance

IF THE MASTER DATABASE DOES NOT EXIST

In case when the master database is not available, use the following steps to rebuild the master database:

1.

2.

Navigate to the directory where the SQL Server is installed, usually c:\Program Files\Microsoft SQL Server\MSSQL.1\MSSQL.
Open the Template Data folder and verify that there is a copy of the system databases created automatically during the original install.
Copy the missing files and paste them into the Data directory (C:\Program Files\Microsoft SQL Server\MSSQL.1\MSSQL\Data).
From the command prompt, run Services.msc

In the Services window, right-click the SQL Server instance and select Start.|

REBUILDING EACH SQL SERVER INSTANCE (WHEN QUICK REBUILD DOES NOT WORK)

If the quick rebuild method does not work, you can rebuild the SQL Server by reinstalling each SQL Server instance.

1.

2.

3.

4.

Uninstall the existing SQL Server instances.

Install the SQL Server instances using the same installation paths and configuration settings as the previous installation.

Paths and instance name information of the original installation can be viewed by browsing the backup data from the CommcCell Browser.
From the command prompt, run Services.msc

In the Services window, right-click each SQL Server instance and select Start.

RESTORING THE SQL SERVER INSTANCE

Restoring the SQL Server Instance involves restore of all the databases (system databases as well as the user created databases) of a SQL Server instance to
the same computer.

Once you have rebuild the SQL Server instance, you can restore the instance using the following steps:

1.

2.

3.

Stop any application or services that are accessing the SQL databases.
Restore the system databases.
Restore the user databases to a consistent point in time in the order that you require.

When restoring non-system databases, each database being restored runs as a separate job and a separate SQL
process. Therefore, avoid starting more restores (jobs) than your SQL server and available memory can handle.
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Additional Operations - SQL Server iDataAgent

TABLE OF CONTENTS
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Uninstalling Components

AUDIT TRAIL

The Audit Trail feature allows you to track the operations of users who have access to the CommcCell. This capability is useful if a detrimental operation was
performed in the CommCell and the source of that operation needs to be determined.

Audit Trail tracks operations according to four severity levels:

e Critical: This level records operations that will result in imminent loss of data.
e High: This level records operations that may result in loss of data.

e Medium: This level records changes to the general configuration of one or more entities. Such changes may produce unintended results when operations
are performed.

e Low: This level records changes to status, addition of entities, and other operations that have minimal impact on existing CommCell functions.
To set Audit Trail retention periods:

1. From the Tools menu in the CommCell Console, click Control Panel, and then select Audit Trail.

2. From the Audit Trail dialog box, select the desired retention time (in days) for each severity level.

3. Click OK.

AUXILIARY COPY
An auxiliary copy operation allows you to create secondary copies of data associated with data protection operations, independent of the original copy.

1. Expand the Policies node, right-click storage policy for which you want to perform an auxiliary copy, click All Tasks, and then click Run Auxiliary Copy.
2. If you are starting the auxiliary copy operation from the CommServe level, select the storage policy for which you wish to perform the auxiliary copy.

If you are starting the auxiliary copy operation from the Storage Policy level, the Storage Policy field is already
populated with the name of the Storage Policy you selected.

3. If the source copy is configured with a shared library, select the Source MediaAgent for the auxiliary copy.

4. Click OK to start the auxiliary copy operation. A progress bar displays the progress of the operation.

LICENSE ADMINISTRATION

'REQUIRED LICENSES

The Microsoft SQL Server iDataAgent requires the iDataAgent for Microsoft SQL Server license.

‘CONVERTING EVALUATION LICENSES TO PERMANENT LICENSES

If you installed the software using an Evaluation License, you can upgrade to a Permanent License as follows:
1. From the CommCell Browser, right-click the CommServe icon, click Control Panel, and then click License Administration.
2. Select the Update License tab and then click Convert.
3. Check the box that corresponds to the evaluation license you would like to upgrade and then click Convert.

The license information is updated in the License Administration window.
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USING CAPACITY-BASED LICENSING

License Usage by Capacity is a licensing mechanism that allows you to obtain licenses based on the amount of data you back up. It provides the following

features:

e Flexibility of usage on all agents, rather than being tied to number of server, agents, etc.

e Allows you to purchase licenses based on your data protection needs

Both Core and Enterprise license types are available. Refer to License Usage by Capacity for comprehensive information on utilizing this method.

'RELEASING A LICENSE

If you no longer require a license on a computer, such as cases where the computer is being retired, you can release the license and use it later for another
computer. Backup data from the retired computer can still be restored after the license is released provided the data is not aged.

1. From the CommCell Browser, right-click the name of the client from which you want to release a license, click All Tasks, and then click Release License

for Client.

2. Click OK to continue releasing the license

3. Click Yes to confirm you want to release the license or No to abort.

ONLINE HELP LINKS

Use the following links to view the online help for the corresponding tabs in the CommCell Console:

OPERATIONS

ENTITY

ONLINE HELP LINKS

SUB LINKS

CONFIGURATION

Agent

SQL Server Properties (General)
SQL Server Properties (Version)
SQL Server Properties (Security)
SQL Server Properties (Activity Control)
SQL Server Properties (Authentication)

Instance

Properties of SQL Server: <instance name> (General)
Properties of SQL Server: <instance name> (Accounts)

Properties of SQL Server: <instance name> (Security)

Subclient

Subclient Properties of <Subclient Name> (General)
Subclient Properties of <Subclient Name>(Content)
Subclient Properties of <Subclient Name> Backup Rules) (Databases)

Subclient Properties of <Subclient Name> (Backup Rules) (File/File
Groups)

Subclient Properties of <Subclient Name> (Pre/Post Process)
Subclient Properties of <Subclient Name> (Storage Device)
Subclient Properties of <Subclient Name> (Activity Control)
Subclient Properties of <Subclient Name> (Encryption)
Subclient Properties of <Subclient Name> (Security)

Subclient Properties of <Subclient Name> (SQL Settings)

Database Configuration

File / File Group Configuration

BACKUP

Backup Options

Backup Options for Subclient <Subclient Name>

Save As Script
Command Line XML Options
Schedule Details

Advanced Backup
Options

Advanced Backup Options (Data)
Advanced Backup Options (Startup)
Advanced Backup Options (Job Retry)
Advanced Backup Options (Media)
Advanced Backup Options (Data Path)
Advanced Backup Options (VaultTracking)
Advanced Backup Options (Alert)

RESTORE

Restore Options

SQL Restore Options (General)
SQL Restore Options (Job Initiation)

Save As Script
Command Line XML Options

Schedule Details
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Advgnced Restore Advanced Restore Options (Advanced General)
Options Advanced Restore Options (Startup)
Advanced Restore Options (Pre/Post)
Advanced Restore Options (Copy Precedence)
Advanced Restore Options (Data Path)
Advanced Restore Options (Encryption)

Advanced Restore Options (Alert)

Advanced Restore Options (Options)

OPERATING SYSTEM AND APPLICATION UPGRADES

Operating system upgrades are only supported when upgrading from one version of an OS to a different version of the same OS (e.g., Win2003 to Win2008).
The two methods of upgrading are:

e Seamless Upgrade - This involves uninstalling the Agent software, upgrading the operating system, and then re-installing the Agent software.

e Full OS Replacement - This involves performing a clean install of a new version of the OS, re-installing any application software, then re-installing the
CommServe, MediaAgent, and/or Agent software.

For Full OS Replacement, the client computer must be configured to have the CommServe, MediaAgent, and/or Client software re-installed to the same
location, the same Fully Qualified Domain Name or short domain name, the same partitions, disk drive format (FAT, NTFS, et. al.), and IP configuration as
previously.

If it is necessary to remove Agent software to facilitate an operating system or application upgrade, do not delete the icon for the Agent from the
CommCell Console, or all associated backed up data will be lost.

Use the following strategy to upgrade the operating system software:

e Identify the computers you want to upgrade and the CommcCell components installed on each of these computers.
o Choose the type of upgrade procedure you want to use on each computer: seamless or full replacement.

e CommServe, MediaAgent, and Client computers can be upgraded in any order.

OPERATION WINDOW

By default, all operations in the CommCell can run for 24 hours. To prevent certain operations from running during certain periods of the day, you can define
operation rules so that these operations are disabled during those times.

When operation rules are configured, operations that are started within the time window specified will go to a queued (as opposed to pending) state. Once the
time window specified in the operation rule has elapsed, these queued or running operations will resume automatically.

1. In the CommCell Browser, right-click the appropriate entity, click All Tasks, and then click Operation Window.
2. Click Add.

3. From the Operation Window dialog box:
O Enter the name of the rule in the Name field.

O Select either an administration, data protection (either full or non-full), and/or a data recovery operation from the Operations pane.

4. Click OK.

SCHEDULE PoLICY

A schedule policy is a defined schedule or group of schedules for specific operations to be performed on associated objects within the CommCell. When the
schedules from a policy are run, the specified operations, (e.g., auxiliary copy, backup, etc.,) will be performed on the associated CommCell objects.

1. Expand the Policies node, right-click Schedule Policies and click Add.
2. Type the Name of the schedule policy.

3. Select the Type of schedule policy.

4. Select the Agent Type.

5. Type a description of the schedule policy.

6. Click Add.

7. Enter a Schedule Name in the Schedule Pattern tab.

8. Click OK.
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9. On the Associations tab, select the objects to be associated with the schedule policy.

10. Click OK.

STORAGE POLICY

A Storage policy defines the data lifecycle management rules for protected data. Storage policies map data from its original location to a physical storage media
and determine its retention period.

1. Expand the Policies node, right-click Storage Policies, and select New Storage Policy.
2. Click Next.

3. Select Data Protection and Archiving to create a regular storage policy or CommServe Disaster Recovery Backup to backup the CommServe
database and click Next.

4. Click Next.

5. Enter the name of storage policy and click Next.

6. Enter the name of the primary copy and click Next.

7. From the drop down box, select the default library for the primary copy and click Next.

8. From the drop down box, select the MediaAgent and click Next.

9. Enter number of data streams and set the retention period for the policy and click Next.
10. Click Next.
11. Click Browse, browse to your designated deduplication store location and click Next.

12. Confirm your selections and click Finish.

UNINSTALLING COMPONENTS

You can uninstall the components using one of the following method:

Method 1: Uninstall Components Using the CommCell Console

Method 2: Uninstall Components from Add or Remove Programs

‘METHOD 1: UNINSTALL COMPONENTS USING THE COMMCELL CONSOLE

1. From the CommCell Browser, right-click the desired Client Computer and click All Tasks -> Add/Remove Programs and click Uninstall Software.
2. Uninstall Software Options dialog will appear.

3. In the Uninstall Software tab, select Uninstall All to uninstall all the software packages.

4. 1In the Job Initiation tab, select Immediate to run the job immediately.

You can track the progress of the job from the Job Controller or Event Viewer.

'METHOD 2: UNINSTALL COMPONENTS FROM ADD OR REMOVE PROGRAMS
1. Click the Start button on the Windows task bar and then click Control Panel.
2. Double-click Add/Remove Programs.
For Windows Vista/Windows 2008, click Uninstall a Program in the Control Panel.
3. Click Remove to uninstall the components in the following sequence:
1. <Agent>
2. File System iDataAgent

3. Base Software

ADVANCED TOPICS

Provides comprehensive information about additional capabilities for the following features:
e Audit Trail

e Auxiliary Copy

e License Administration

e License Usage by Capacity
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Operation Window
Schedule Policy

Storage Policies
Uninstalling Components

Back to Top
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Best Practices - SQL Server iDataAgent

‘CONCURRENTLY BACKING UP SQL SERVER WITH OTHER APPLICATIONS

When running backups using the Microsoft SQL Server iDataAgent, do not concurrently perform backups using other applications (e.g., Microsoft SQL Server
Enterprise Edition). Doing so may compromise future restore operations.

There are a few jobs that SQL Server restricts during a backup. If one of these jobs are initiated while a backup is already in progress (or if a backup is initiated
while one of these jobs is in progress) the backup job will terminate. These jobs are:

e creating or deleting database files

e creating an index

e performing any non-logged job

e shrinking the database.

CHANGING THE RECOVERY MODEL IN SQL SERVER

If you change the recovery model from Simple Recovery Model to either Bulk-Logged or to Full, it is recommended that you run a full database backup.

INCREASING THE SPEED OF SQL BACKUPS

If you want to increase the speed of SQL backups, you can increase the number of streams used by the backup to a number greater than 1 and enable
software compression at the subclient level. Keep in mind that when you perform backups using multiple streams, you must have the same number of streams
to restore the data.

You can set up multiple streams as described in Configuring Data Streams.

'RE-CONFIGURING DEFAULT SUBCLIENT CONTENT

We recommend that you do not re-configure the content of a default subclient because this would disable its capability to serve as a catch-all entity for client
data. As a result, some data will not get backed up or scanned.

CREATING SUBCLIENTS

As a best practice, it is recommended that you add only a few small databases to each subclient and add larger databases into separate subclients. On a restart
condition, the system will back up all databases in the subclient from the beginning. For this reason, you would not want a large database that has completed
its backup successfully to be backed up again only because a smaller one has caused a restart to occur.

FILE AND FILE GROUP BACKUP AND RESTORE
If you plan to execute File/File Group restore jobs, plan to back up Transaction Logs regularly, because File/File Group restores cannot run without them.

Transaction Log Backups are required, refer to Microsoft article at http://support.microsoft.com/kb/281122.

BACKING UP AND RESTORING REPLICATION DATABASES
SQL Server replication allows distributing data to various servers throughout an organization.
It is recommended to backup the following replicated databases and their associated system databases regularly:
o The publication database at the Publisher
The master and msdb system databases at the Publisher and the publication database must be backed up at the same time.
e The distribution database at the Distributor
The master and msdb system databases at the Distributor and the distribution database must be backed up at the same time.
o The subscription database at each Subscriber
The master and msdb system databases at the Subscriber and the subscription database must be backed up at the same time.

Also make sure, when these databases are restored, the master and msdb database are consistent with the associated system database in terms of replication
configuration and settings.

For backups and restores recommendations and strategies, refer to Microsoft article Backing up and Restoring Replicated Databases at
http://msdn.microsoft.com/en-us/library/ms151152.aspx.

CHANGING STORAGE POLICIES

If you change a storage policy for a default subclient, and want to restore to a point in time prior to the change (i.e., restore from previous storage policy),
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perform a Full backup of the database as soon as possible. Data from the old storage policy will not be considered as the most recent cycle and when it exceeds
its retention period, and hence will be pruned.

SETTING PRIMARY REPLICA AS BACKUP PREFERENCE

It is recommended to set the primary replica as backup preference to ensure that complete backup cycles are available for restores later. Setting this
preference will eliminate the possibility of the following errors:

1. SKIPPING DATABASE [ALWAYSON_DATABASE]. NOT A PREFERRED REPLICA TO RUN BACKUP

This error is displayed when the replica is not set as the backup preference and the SQL iDataAgent is set to recognize the backup preference setting of
the availability groups. When a backup of the replica is attempted the databases which are a part of the availability group will be skipped.

2. SKIPPING DATABASE [ALWAYSON_ DATABASE]. ONLY BACKUP LOG IS FULLY SUPPORTED ON SECONDARY REPLICAS. BACKUP DATABASE
SUPPORTS ONLY COPY-ONLY FULL BACKUPS OF THE DATABASE, FILES, OR FILE GROUPS. DIFFERENTIAL BACKUPS ARE NOT SUPPORTED
ON SECONDARY REPLICAS

This error will be displayed because the secondary replicas support copy only database backups. When backup of databases which are a part of availability
group is attempted on secondary replica, such databases will be skipped from being backed up.

3. If transaction log backups are running on all replicas, and truncation happens during backup on secondary replica it will lead to breaking LSN chain on
secondary replica.
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Frequently Asked Questions - SQL Server iDataAgent

‘HOW DO I INSTALL SQL SERVER IDATAAGENT ON A COMPUTER WHERE MICROSOFT SQL SERVER SOFTWARE IS
NOT INSTALLED?

Use the bIgnoreSQLServerCheck registry key to install the Microsoft SQL iDataAgent on a computer that does not have the Microsoft SQL server software
installed.

IS MICROSOFT WINDOWS VISTA SUPPORTED?

Backups using the the SQL Server iDataAgent on Windows Vista are supported as long as the same User account (and not the local system account) is used to
run the CommVault Communications Service (GxCVD) and for the SQL instance. See Running Services Using a Windows User and User Accounts for more
details. Back to Top

‘HOW ARE TRANSACTION LOGS TRUNCATED?
Truncation of transaction logs use the following rules:

e Transaction logs will be truncated at the completion of a Transaction Log backup.
e Transaction logs will be truncated every time a checkpoint is processed, if the database is in truncate mode.

e Full and Differential backups do not truncate transaction logs.

‘CAN I RUN LOG AND FULL BACKUPS SIMULTANEOUSLY?

Yes. Full and log backup operations can run simultaneously for the same subclient. However, a full backup needs to exist prior to running them together. After
a full has been run, subsequent parallel backups will work since the risk of breaking the chain will be lessened. When full and log backup operations are run
simultaneously, the conversion rules will not be honored.

Note that running full and differential backups at the same time is not supported.

‘HOW DO I BACKUP A SQL DATABASE IN WINDOWS SHAREPOINT SERVICES (WSS)?

To successfully backup a SQL Database in a Windows SharePoint Services (WSS) environment, where the instance name of the Windows Internal Database
resembles something like MachineName\Microsoft##SSEE, you need to:

1. Change the flag Hide Instance to No in SQL Server Configuration Manager—Protocols for MachineName\Microsoft# #SSEE.
2. Ensure that the SQL Server Browser service is running in SQL Server Configuration Manager—SQLServer 2005 Services.

3. Ensure that Named Pipes is enabled in SQL Server Configuration Manager—Protocols for MachineName\Microsoft# #SSEE.

WHEN DOES A NON-FULL BACKUP AUTOMATICALLY GET CONVERTED TO A FULL BACKUP?
A non-full backup is automatically converted to a full backup in the following situations:
e First backup of the subclient.
o Re-associating a subclient to another storage policy.
e Promote a secondary storage policy copy that is not synchronized with a primary copy (for all the subclients of a storage policy).
e If a backup job within the most recent backup cycle is pruned or disabled from a primary copy.
e Adding a new content path to the subclient.
e If you switch from a SnapProtect backup to a traditional backup or vice versa.
e CommcCell Migration operation.
e After the following restore jobs the subsequent backup job for that database is automatically converted to a full backup:
O Point in time restore
o Transaction mark restore

O Partial ("piecemeal") restore

WHAT HAPPENS IF I HAVE TWO DATABASES WITH THE SAME NAME?

If you set the SQL Server collation option to case-sensitive and two databases with the same name are created, the system will only discover one database.

WHAT DO I DO WHEN I UPGRADE THE SQL SERVER TO A NEWER VERSION
The system will automatically detect and display the newer version in the CommCell Console as follows:

e The SQL Server version information is refreshed and displayed in the instance Properties dialog box.
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o The next backup that is run detects the new version.

o The database version of the backup is displayed during the browse operation.

However, if a SQL Server instance on which backups have been run is upgraded to a newer version and subsequently restored to a time prior to the SQL Server
upgrade, the database will display the older version. To convert the database to a newer version, perform a full backup of the database after the restore.

‘HOW DO I RESTORE MULTIPLE SQL SERVER DATABASES TO A CONSISTENT TIME?

For some SQL server environments, you may have multiple databases for which absolute synchronization of the databases after a restore is critical. Transaction
Mark restores and Point In Time restores are two means of keeping your databases synchronized.

e For transaction mark restores, you must administer and maintain your Microsoft SQL server transaction marks so that they are available for use by the SQL
iDataAgent.
e Point in time restores use log backups to get your databases back to a specific minute and second. Backing up the tail of the log will be critical if you want to

restore to just before the point of failure.

Follow the steps in Restoring SQL Server Databases to a Transaction Mark and Restoring SQL Databases to a Point in Time to restore the databases to a
consistent time

‘HOW DOES TRANSPARENT BROWSE WORK FOR SQL SERVER?

The transparent inclusion during Browse operations provides the ability to restore data to a selected point in time. When restoring databases to a Transaction
Mark or when using a Point in Time restores, the restore chain consists of the most recent full, the latest differential (if any), all subsequent log backups taken
prior to the selected browse time, and, transparently, the next log backup after the browse time.

‘ARE THERE ANY CONSIDERATIONS WHEN RESTORING DATABASES BACKED UP BY VSS?

e \/SS-enabled backup jobs must be restored to the original instance.
e For restore of databases backed up with VSS, databases can be moved to a new location on the server and can be renamed. However, data files cannot be
renamed.

e To restore any system database that was previously backed up using VSS, the SQL Server services have to be stopped and restarted in single user mode.

e If the database is installed on the system drive, non-system databases will need to be manually brought back online after the restore.

WHAT ARE RESTORE CHAINS?

When you pick a restore time, the system determines the optimal combination of full, differential and log backups necessary to bring back the database(s) to
the selected time. This combination of backups is the restore chain.

e For basic database restores, the restore chain consists of the most recent full, the latest differential (if any), and all subsequent log backups (if any) taken
prior to the selected restore time.

o When restoring databases to a Transaction Mark or when using a Point in Time restore, the restore chain consists of the most recent full, the latest
differential (if any), all subsequent log backups taken prior to the selected browse time, and, transparently, the next log backup after the browse time. The
transparent inclusion enables restores to a selected point in time.

IN WHAT ORDER SHOULD SYSTEM DATABASES BE RESTORED?
e The master database must be restored first as it has to be online when other databases are restored.
e The msdb database should be restored second as it contains schedules.

e The model database can be restored third.

WHAT DOES THE “UNCONDITIONALLY OVERWRITE EXISTING DATABASE OR FILES” DO?

When this option is selected, the data being restored is unconditionally written to the specified location and overwrites the files of any database that is currently
using the database name specified by you. This implements the T-SQL REPLACE command.

When this options is not selected, the restore job prevents the accidental overwrite of data files by failing the job.

WHAT IS THE DIFFERENCE BETWEEN INSTANCE RESTORE AND MULTIPLE DATABASES RESTORE?

When you perform an instance restore, all the databases are restored in one simultaneous job. However, if you select multiple databases that are not system
databases, they are restored as multiple jobs.

HOW ARE THE TRANSACTION LOGS USED WHEN BROWSING THE BACKUP DATA FOR A FILE/FILE GROUP
RESTORE?

When a browse operation is performed, files that existed as of the most recent full backup but were removed later will be included in the search results due to
the replaying of the logs. Conversely, if a file was created after the most recent full backup, the search results will not present it for selection but the
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transaction log will re-create this file as part the restore.

HOW CAN I RECLAIM SPACE AFTER TRANSACTION LOG IS TRUNCATED?

Use the DBCC SHRINKDATABASE command for Microsoft SQL Server to reduce the size of transaction logs, this will help reclaiming space. For using the
command, refer to Microsoft article DBCC SHRINKDATABASE (Transact-SQL) at http://msdn.microsoft.com/en-us/library/ms190488.aspx.
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Troubleshooting Backup - SQL Server iDataAgent

Backup Restore

BACKUP FAILURES

Th

e following section provides information on troubleshooting backups.

Database name contains [ and ]|The use of embedded brackets '[' and 'T" in database name may result in backup failures.

brackets

All data paths for the subclient |[This error may be displayed if the Override Datapaths option is selected in the Data Paths dialog box in the

are offline or busy Subclient Properties for a Log Storage Policy. This results in the Transaction Log backup operation waits for
resources.
To work around this issue, deselect the Override Datapaths option.

Time Out Failures The default time allocated for backup and restore operations of SQL databases is 0 (infinite). If a backup or restore

operation fails due to a timeout being reached, you can configure the nSqlQueryTimeout registry key to increase the
amount of allocated time for backup or restore operations.

SQL Server jobs that cause There are a few jobs that SQL Server restricts during a backup. If one of these jobs are initiated while a backup is
backups to terminate already in progress (or if a backup is initiated while one of these jobs is in progress) the backup job will terminate.

These jobs are:

creating or deleting database files
creating an index

performing any non-logged job
shrinking the database.

Backup chain is broken When a full or differential backup is performed outside of the system, for example, from SQL Enterprise Manager, the

subsequent log backups performed using SQL Server iDataAgent is set Do not convert log backups to full if log
backup was performed using other software in the Subclient - Backup Rules tab.

Make sure to enable the Disable Log Consistency Check in the Subclient - SQL Settings tab to ensure that the
backup job completes successfully.

COMPLETED WITH ONE OR MORE ERRORS

Backup jobs from Microsoft SQL Server iDataAgent will be displayed as "Completed w/ one or more errors" in the Job History in the following cases:

When a subclient which contains multiple databases is backed up, if one of the database is not backed up due to reasons like, database is in standby mode
or database got corrupt etc, then job completes w/ one or more errors. The databases that failed will be shown as part of the failed items and those that
were backed up will be shown as part of the successful items.

When running a backup, a check is made to verify if the backup is restorable. If the log chain is broken the job will be displayed as Completed With Errors.

A SQL backup job for a subclient with multiple databases will not retry backing up a single database if it fails. However, the job status will be displayed as
Completed With Errors.

If the job goes into pending state, the job will restart from the point where it failed and if an attempt to back up the failed database has already been made,
another attempt will not be performed.

For databases that are manually defined in a subclient but are inaccessible (e.g., it is not recognized, is offline, etc.), the job status for the backup will be
displayed as Completed With Errors.

An event will be created for the inaccessible database during backup. If the inaccessible database is not needed, it can be permanently deleted from the
subclient content.

VIRTUAL NODES ARE NOT BEING AUTOMATICALLY DISCOVERED IN A VERITAS CLUSTER

NVIRONMENT

Virtual nodes have to be configured manually after installing the SQL Server iDataAgent in a Veritas Cluster Environment from the CommcCell Console. Follow
the steps given below to configure the Virtual node:

oA W

From CommCell Console, navigate to the SQL Server iDataAgent.

Right-click the SQL Server iDataAgent| All Task and click New SQL Server.

Enter the SQL Server Name of the Virtual Node.
Click OK.

The virtual node will be visible under the selected SQL Server iDataAgent.
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Troubleshooting Restore - SQL Server iDataAgent

Backup Restore

BROWSE FAILURES

No Data to Restore The following error message is displayed during a browse operation if CommServe and SQL Server time are not
synchronized.

There is no data to restore. Verify that the correct dates have been entered.

Verify and ensure that the CommServe and SQL Server time are synchronized as close as possible. The SQL Server
client can be ahead of the CommServe but not behind.

Time Out Failures The default time allocated for backup and restore operations of SQL databases is 0 (infinite). If a backup or restore
operation fails due to a timeout being reached, you can configure the nSqlQueryTimeout registry key to increase the
amount of allocated time for backup or restore operations.

Time Out Failures for large If the database you are attempting to restore is particularly large, it may become necessary to increase this time-out
databases value.

Re-run the restore after increasing the VDI Timeout value as described in Set the VDI Timeout Value for Large SQL
Database Restores, see Increasing the VDI Timeout for step-by-step instructions.

Restore Failure of large For large databases with over 2TB of Data, restore may fail due to not enough timeout in minutes. Set the timeout
Database value of the query thread (for backup or restore) to a higher value, use nSQLQueryWaitMaxRetryCount registry key to
change the timeout value.

COMPLETED WITH ONE OR MORE ERRORS

Restore jobs from Microsoft SQL Server iDataAgent will be displayed as "Completed w/ one or more errors" in the Job History in the following cases:

e When multiple databases are restored, if restore of one of the databases fail.

FILE SHARE RESOURCES NOT COMING BACK ONLINE

In MSSQL cluster, after restoring system database, the File Share Resources may not come backup online.

e Manually bring online the File Shared Resource using the Failover Cluster Manager.

RECOVERING DATA ASSOCIATED WITH DELETED CLIENTS AND STORAGE POLICIES

The following procedure describes the steps involved in recovering data associated with the following entities:

e Deleted Storage Policy

e Deleted Client, Agent, Backup Set or Instance

‘BEFORE YOU BEGIN
This procedure can be performed when the following are available:

o You have a Disaster Recovery Backup which contains information on the entity that you are trying to restore. For example, if you wish to recover a storage
policy (and the data associated with the storage policy) that was accidentally deleted, you must have a copy of the disaster recovery backup which was
performed before deleting the storage policy.

o Media containing the data you wish to recover is available and not overwritten.

e If a CommcCell Migration license was available in the CommServe when the disaster recovery backup was performed, no additional licenses are required. If
not, obtain the following licenses:

o IP Address Change license

O CommcCell Migration license
See License Administration for more details.

o A standby computer, which will be used temporarily to build a CommServe.

'‘RECOVERING DELETED DATA
1. Locate the latest Disaster Recovery Backup which contains the information on the entity (Storage Policy, Client, Agent, Backup Set or Instance) that you
are trying to restore.
O You can check the Phase 1 destination for the DR Set or use Restore by Jobs for CommServe DR Data to restore the data.

o If the job was pruned and you know the media containing the Disaster Recovery Backup, you can move the media in the Overwrite Protect Media
Pool. See Accessing Aged Data for more information. You can then restore the appropriate DR Set associated with the job as described in Restore by
Jobs for CommServe DR Data.
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O If the job is pruned and you do not know the media containing the Disaster Recovery Backup, you can do one of the following:
If you regularly run and have copies of the Data on Media and Aging Forecast report you can check them to see if the appropriate media is available.
2. On a standby computer, install the CommServe software. For more information on installing the CommServe, see CommServe Deployment.

3. Restore the CommServe database using the CommServe Disaster Recovery Tool from the Disaster Recovery Backup described in Step 1. (See Restore a
Disaster Recovery Backup for step-by-step instructions.)

4. Verify and ensure that the Bull Calypso Client Event Manager Bull Calypso Communications Service (EvMgrS) is running.

5. If you did not have a CommcCell Migration license available in the CommServe when the disaster recovery backup was performed, apply the IP Address
Change license and the CommCell Migration license on the standby CommServe. See Activate Licenses for step-by-step instructions.

6. Export the data associated with the affected clients from the standby CommServe as described in Export Data from the Source CommcCell.

When you start the Command Line Interface to capture data, use the name of the standby CommServe in the -
commcell argument.

7. Import the exported data to the main CommServe as described in Import Data on the Destination CommCell.

This will bring back the entity in the CommServe database and the entity will now be visible in the CommCell Browser. (Press F5 to refresh the CommcCell
Browser if the entity is not displayed after a successful merge.)

8. If you have additional data that was backed up after the disaster recovery backup and before the deletion of the entity, use the procedure described in
Import Metadata from a Tape or Optical Media to obtain the necessary information.

9. You can now browse and restore the data from the appropriate entity.

As a precaution, mark media (tape and optical media) associated with the source CommCell as READ ONLY before
performing a data recovery operation in the destination CommCell.
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SQL Server Properties (General)

Use this dialog box to manage the SQL Server properties.

Client Computer

Displays the name of the client computer or application server.

Billing Department

Displays the name of the billing department, when the Agent is associated with a billing department.
iDataAgent

Displays the identity of the agent that is installed on the client computer.

Installed

Displays the date on which the agent was installed or upgraded on the client computer or application server.
Auto Discover Instances

When selected, new instances are automatically discovered every 24 hours; or whenever the Communications Service (GxCVD) service is restarted.

By default this option is enabled, if it is selected during the Agent installation. (Express editions do not have the ability to select this option during the Agent
installation, but is automatically selected after the installation.

Manage Content Automatically

When selected, SQL databases that were automatically discovered but later deleted will be automatically deleted from the content of the default subclient when
the next backup is run.

When cleared, databases that are manually added and later deleted are not automatically removed from the subclient when the next backup is run and the
backup job will complete with errors.

By default, this is selected after client install or upgrade.
Description

Use this field to enter a description about the entity. This description can include information about the entity's content, cautionary notes, etc.

Page 137 of 175



User Guide - SQL Server iDataAgent

Version

Use this dialog box to view the iDataAgent version.
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Security

Use this dialog box to:

e Identify the user groups to which this CommcCell object is associated.
e Associate this object with a user group.

e Disassociate this object from a user group.

Available Groups

Displays the names of the user groups that are not associated with this CommCell object.
Associated Groups

Displays the names of user groups that are associated with this CommCell object.
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Activity Control

Use this dialog box to enable or disable backups and restores on a selected subclient.

If data management and data recovery operations are disabled at the client computer group or client level, then these operations below these levels will be
disabled. If data management / data recovery operations are enabled at the client computer group or client level, then these operations below these levels will
be enabled.

Enable Backup

Specifies whether Backups will occur from this agent or subclient.

If cleared:

Backup operations from this agent or subclient cannot be started and are skipped.

Running and waiting data management operations for this agent or subclient run to completion.

Stopped data management operations for this agent or subclient cannot be resumed until this option is enabled.

Pending data management operations for this agent or subclient do not run until this option is enabled.

Enable Restore

Specifies whether Restores will occur from this agent or subclient.

If cleared:

Restore operations from this agent or subclient cannot be started and are skipped.
Running and waiting data recovery operations for this agent or subclient run to completion.
Stopped data recovery operations for this agent or subclient cannot be resumed until this option is enabled.

Pending data recovery operations for this agent or subclient do not run until this option is enabled.
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Agent Properties (Authentication)

Use this dialog box to provide a valid user account to access to SQL Server to perform all operations, including backup, restore and browse.
Override Higher Levels Settings

Select to override the account settings configured at the Control Panel and Client Group levels for the selected SQL iDataAgent.

Use Local System Account

The Windows account configured to run the Communications Service (GxCVD) service and which is used by the system to perform all operations, including
backup, restore and browse. By default, this is the Local System Account.

Impersonate User

Select to enter a user name and password for the Windows User Account that has permission to perform all operations, including backup, restore and browse.
The account must already be set up on the client and must have Local administrator privileges and be a member of the SQL sysadmin fixed server role for the
instance.

User Name
Use this space to type the name of the Windows user account that will have permission to execute the desired commands.
Password

Use this space to type the corresponding password for the account.
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Properties of SQL Server: <instance name> (General)

Use this dialog box to manage the SQL Server Instance properties.
Client name

Displays the name of the client computer on which this instance is found.
Billing Department

Displays the name of the billing department, when the Instance is associated with a billing department..
iDataAgent

Displays the name of the iDataAgent to which this instance belongs.
Version

Displays the SQL version.

Server Type

Displays the server type according to the instance selected to be added.
VDI Timeout

Use the space to type the VDI Timeout value in seconds.

When restoring a SQL database, the VDI timeout represents the time the system must wait for the SQL server to become ready to accept data into the
database. If the database you are attempting to restore is particularly large, it may become necessary to increase this time-out value.

Use VSS

Available for SQL Server clients running on Windows Server.

When selected, traditional full backups for all databases within the instance will be switched to VSS full backups.
When cleared, all full backups for all databases within the instance will use the traditional backup methods.
Description

Use this field to enter a description about the entity. This description can include information about the entity's content, cautionary notes, etc.
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Subclient Properties of <subclient name>(General)

Use this dialog box to manage the SQL Server database properties.

Client Name

Displays the name of the Client computer to which this subclient belongs.

Billable Entity

Displays the name of the Billable Entity, when the subclient is associated with a billable entity.
Billing Department

Displays the name of the billing department, when the subclient is associated with a billing department.
iDataAgent

Displays the name of the iDataAgent to which this subclient belongs.

Instance

Displays the name of the Instance to which this subclient belongs.

Subclient

Displays the name of this Subclient.

You can use this space to enter or modify the name of the subclient.

Allow multiple data readers for Backup Copy

Specifies whether multiple data reads are allowed for a single Windows physical drive during backups on this subclient. This should be selected only for
specialized hardware such as RAID, or possibly in the case of spanned volumes.

Disable Auto-Discovery

Specified to disable the auto-discovery and pre-assignment of SQL databases to the default subclient. By default, SQL databases are automatically discovered
and assigned to the default subclient. (This option is available only in the default subclient.)

Description
Use this field to enter a description about the entity. This description can include information about the entity's content, cautionary notes, etc.

Back to Top
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Subclient Properties of <subclient name> (Content)

Use this dialog box to define the contents of a new subclient or change the content of an existing subclient.
Database List (for databases)

Displays the names of databases that are currently included in the subclient content.

Database (for file/file groups)

Displays the names of database in which the file/file groups reside.

The names of file groups that are currently included in the subclient content are also displayed as a table.
Configure

Click to discover and add additional items to the subclient content.

Delete

Click to remove one or more items from the subclient content.
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Properties of SQL Server: <subclient name> (Backup Rules)

Use this dialog box to enable or disable backup rules used to convert backup jobs under special circumstances to prevent failure conditions.
Convert

When selected, switches backup types as indicated under given circumstances.

When cleared:

e All backup jobs for master database will be converted to full backups.

o Backup jobs for msdb and model will run as is.

e For any user defined database, the system will fail the backup jobs that fits these given circumstances.
Log backups

e Convert a log backup to full if a log backup was performed using other software

Indicates that the next backup should be run as a full backup.

When a full or differential backup is performed outside of the system, for example, from SQL Enterprise Manager, the next log backups performed using SQL
Server iDataAgent are not converted to a full backup. Therefore, it is recommended to run a full backup with the SQL Server iDataAgent.

e Do not convert log backups to full if log backup was performed using other software
Indicates that the next backup should be run as a log backup.

When using this option, make sure to enable the Disable Log Consistency Check in the SQL Settings tab to ensure that the backup job completes
successfully. If this option is not selected, the backup job will fail with the error "Backup chain is broken".

File or File groups are added
When selected the next backup job is switched to a full backup.

When cleared, the selected backup type continues unchanged.
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Properties of SQL Server: <instance name> (Backup Rules)

Use this dialog box to enable or disable backup rules used to convert backup jobs under special circumstances to prevent failure conditions.

Convert
When selected, switches file/file groups backup as indicated.

When cleared, the backup jobs will fail backup jobs in the given circumstances.
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Pre/Post Process

Use this dialog box to add, modify or view Pre/Post processes for the selected subclient.
Pre Backup Process
Displays the name/path of the process that you want to run before the pre-backup phase.

You can use this space to enter a process that will execute before this phase, or use the Browse button to search for and select the name/path of the process.
The system allows the use of spaces in the name/path, provided they begin with an opening quotation mark and end with a closing quotation mark.

Post Backup Process
Displays the name/path of the process that you want to run after the post backup phase.

You can use this space to enter a process that will execute before this phase, or use the Browse button to search for and select the name/path of the process.
The system allows the use of spaces in the name/path, provided they begin with an opening quotation mark and end with a closing quotation mark

Run Post Backup Process for all attempts
Specifies whether this process will execute for all attempts to run the phase.

When selected, this option will execute the specified process for all attempts to run the phase, including situations where the job phase is interrupted,
suspended, or fails.

When cleared, the specified process will only execute for successful, killed, or failed jobs.

Run As / User Account

Displays either the Local System Account, or for added security, another account as having permission to run these commands.
Change

Click to add or modify the account that has permission to run these commands.
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Storage Device

Use this dialog box to establish the storage device related settings on the selected subclient.
The following tabs are displayed:

e (Data) Storage Policy
e Data Transfer Option

e Deduplication

STORAGE POLICY

Use this tab to select or view storage policy settings on the selected subclient.
Data/Database/Transaction Log Storage Policy

Displays the storage policy to which this subclient is currently associated. To associate a storage policy to a new subclient or to change the storage policy
associated with an existing subclient, click one in the list.

Incremental Storage Policy

Displays the name of the Incremental Storage Policy associated with this subclient, if the storage policy has the Incremental Storage Policy option enabled.
Data Paths

Click to view or modify the data paths associated with the primary storage policy copy of the selected storage policy.

Create Storage Policy

Click to launch the Create a Storage Policy wizard. Once the storage policy has been created, it will be displayed in the list of storage policies to which the
selected subclient can be associated.

DATA TRANSFER OPTION

Use this tab to establish the options for data transfer.

Software Compression

Indicates whether software compression for the subclient or instance is enabled or disabled, and if enabled whether it is performed on the client or MediaAgent
computer.

e On Client

Click to enable software compression on the client computer.
e On MediaAgent

Click to enable software compression on the MediaAgent computer.
o Off

Click to disable software compression.

Note that hardware compression has priority over the software compression. Hardware compression is established in the Data Path Properties dialog box. The
above software compression option will take effect when the data path is associated with a disk library, or when hardware compression is disabled in the data
path associated with tape libraries.

storage policy copy takes precedence. See Copy Properties (Deduplication) - Advanced tab for compression settings on

@ If the subclient is associated with a storage policy copy that is deduplicated, then the compression settings on the
deduplicated storage policy copy.

Resource Tuning
Indicates the processes used by the client to transfer data based and whether bandwidth throttling is enabled or not.
o Network Agents

Specifies the number of data pipes/processes that the client uses to transfer data over a network. Increasing this value may provide better throughput if the
network and the network configuration in your environment can support it. On non-UNIX computers, the default value is 2 and a maximum of 4 can be
established if necessary. On UNIX computers the default value is 1 and a maximum of 2 can be established if necessary.

o Throttle Network Bandwidth (MB/HR)

Specifies whether the backup throughput is controlled or not. (By default this option is not selected and therefore the throughput is not controlled). When
selected, use the space to specify a value for the throughput. By default, this is set to 500. The minimum value is 1 and there is no limit to the maximum
value. (In this case the backup throughput will be restricted to the maximum bandwidth on the network.)
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Use this option to set the backup throughput, based on the network bandwidth in your environment. Use this option to reduce the backup throughput, so that
the entire network bandwidth is not consumed, especially in slow links. Increasing this value will end up consuming the bandwidth with the maximum
throughput limited to the network bandwidth capability.

Note that throttling is done on a per Network Agent basis.

DEDUPLICATION

Use this tab to establish the options for deduplication on the subclient. It indicates whether deduplication for the subclient is enabled or disabled, and if enabled
whether the signature generation (a component of deduplication) is performed on the client or MediaAgent computer.

Note that deduplication is supported on disk storage devices. So the deduplication options are applicable only if the subclient is associated with a Storage Policy
containing disk storage.

On Client

Click to enable signature generation on the client computer.

On MediaAgent

Click to enable signature generation on the MediaAgent computer.

Back to Top
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Activity Control

Use this dialog box to enable or disable backups and restores on a selected subclient.

If data management and data recovery operations are disabled at the client computer group or client level, then these operations below these levels will be
disabled. If data management / data recovery operations are enabled at the client computer group or client level, then these operations below these levels will
be enabled.

Enable Backup
Specifies whether Backups will occur from this agent or subclient. .
If cleared:

o Backup operations from this agent or subclient cannot be started and are skipped.
e Running and waiting data management operations for this agent or subclient run to completion.
e Stopped data management operations for this agent or subclient cannot be resumed until this option is enabled.

o Pending data management operations for this agent or subclient do not run until this option is enabled.
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Encryption

Use this dialog box to select the data encryption options for the selected content. When accessing this dialog box from the Subclient Properties Encryption tab,
this setting applies only to the selected subclient content for operations run from the CommcCell Console. When accessing this dialog box from the Instance
Properties Encryption tab, this setting applies only to third-party Command Line operations. The functionality is not propagated to the Subclient Properties
Encryption tabs.

None
When selected, no encryption will take place during a data protection operations.
Media Only (MediaAgent Side)

When selected, for data protection operations, data is transmitted without encryption and then encrypted prior to storage. During data recovery operations,
data is decrypted by the client.

When using this setting in conjunction with the client property With a Pass-Phrase, you will be required to provide a pass-phrase for data recovery operations
unless you export the client pass-phrase to the destination client(s). When using pass-phrase security for third-party Command Line operations or DataArchiver
Agents stub recovery operations, you must export the pass- phrase to the destination client.

Network and Media (Agent Side)

When selected, for data protection operations, data is encrypted before transmission and is stored encrypted on the media. During data recovery operations,
data is decrypted by the client.

When using this setting in conjunction with the client property With a Pass-Phrase, you will be required to provide a pass-phrase for data recovery operations
unless you export the client pass-phrase to the destination clients.

Network Only (Agent Encrypts, MediaAgent Decrypts)

When selected, for data protection operations, data is encrypted for transmission and then decrypted prior to storage on the media. During data recovery
operations, data is encrypted by the MediaAgent and then decrypted in the client.

When using this setting in conjunction with the client property With a Pass-Phrase, you will not be required to provide a pass-phrase for data recovery
operations.

Script Preview

Click to display the backup script, based on the current subclient configuration, that will be submitted to RMAN when backups are performed for the selected
Oracle subclient.

Page 151 of 175



User Guide - SQL Server iDataAgent

Properties of SQL Server: <subclient name> (SQL Settings)

Use this dialog box to specify tunable settings and log consistency checking for SQL backups.
Block Size

Specifies the block size that will be used during backup. All data transfers are in integral multiples of this value. Either accept the default value of 65, 536 bytes
(i.e., 64KB) or enter a value between 512 bytes and 65, 536 bytes inclusive.

Buffer Count

Specifies the total number of buffers that will be used during backup. Either accept the default value of 1 or enter a value between 1 and INT_MAX (the
maximum value of an int on the platform being used).

Note the following:

o The value cannot be less than the number of streams configured at the subclient level; otherwise, the number of streams will be used during backup.
e If the buffer count is higher than the streams, the buffer count is used during backup.

Maximum Transfer Size

Specifies the maximum transfer size that will be used between during backup. Either accept the default value of 65, 536 bytes (i.e., 64KB) or enter a value in
multiples of 64 KB. The range is between 65,536 bytes and 4,294,967,296 bytes (i.e., 4 MB).

Disable Log Consistency Check

By default, this option is enabled and the software will check for log consistency during backup. If detected that the backup chain is broken when this option is
enabled, the job will not proceed. Select this option to disable log consistency checking. When disabled, if the software detects that the chain is broken, the job
will not fail but the database being backed up may not be restorable later on.
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Database Configuration

Use this dialog box to discover and change the databases included in the subclient.
Database Name

Lists the names of the databases for inclusion in the subclient.

Subclient Name

Displays the subclient to which the database is assigned. Click this space to assign the database to one of the following:
e Default subclient
o Any user-defined subclient

e Do Not Backup subclient

Change all selected databases to

When more than one database is selected, reassigns the selected databases to the selected subclient.
Discover

Discovers new databases not yet included in the subclient contents.
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File/File Group Configuration

Use this dialog box to discover and change the files /file groups included in the subclient. .
Database

Displays the name of the database whose current file groups and files are displayed in the table below. To change the database name, click one in the list. The
following information is displayed for the files and file groups that have been discovered through clicking Discover.

e Name
Displays the names of the file groups and files for the database.
e Type
Displays the type of data (file group or file) within the database
o Physical File Name
Displays the directory path for the included files.
e Subclient
Displays the subclient to which the database is assigned. Click this space to assign the database to an user-defined subclient to the database.
Discover
Discovers any file groups/files not yet configured within the system, allowing them to be assigned to subclients other than the default.
Change all selected FFG to

When more than one file group/file is selected, reassigns the selected file groups/files to the selected subclient.
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Backup/Archive Options

Use this dialog box to schedule or immediately run a backup/archive job. Note that all the options described in this help may not be available and only the
options displayed in the dialog box are applicable to the agent for which the information is being displayed.

Select Database Backup Type
o Full
Specifies the job as a Full backup, which backs up all data for the selected subclient(s).
o Differential
Specifies the job as a Differential backup, which backs up only that portion of the data that is new or has changed since the last full backup.
e Transaction Log
Specifies the job as a transaction log backup. This will back up the transaction log, providing point-in-time restore functionality.
Do not truncate log
Specifies the operation will back up the transaction log in situations where the database is damaged or has not been recovered.
Job Initiation
¢ Run Immediately
Specifies this job will run immediately.
e Schedule
Specifies this job will be scheduled. Click Configure to specify the schedule details.
Configure Alert
e Alert
The currently configured Alert.
e Add/Modify Alert
When clicked, opens the Alert Wizard to configure alerts for this operation.
o Delete Alert
When clicked, deletes any existing alerts that are already configured.
Advanced
Click to select advanced backup/archive options, such as Start Log After Successful Backup, Partial (Excludes read-only Filegroups), and Tail-log Backup.
Save As Script

Click to open the Save As Script dialog, which allows you to save this operation and the selected options as a script file (in XML format). The script can later be
executed from the Command Line Interface using qoperation execute command.

When you save an operation as a script, each option in the dialog will have a corresponding xml parameter in the script file. When executing the script, you can
modify the value for any of these XML parameters as per need.

To view the XML values for each of the options in the dialog, see the following:

e Command Line XML Options for Microsoft SQL Server iDataAgent
e Command Line XML Options for MySQL iDataAgent

Back to Top
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Save as Script

Use this dialog box to choose a name and path for the script file and the mode of execution.
Client

Enter or select the name of the client computer where the script will be created.

Path

Enter the path for the script that will be created.

Browse

Click this button to browse to a path for the command line script.

e Scripts are not supported on the Windows NT platform.
e It is recommended not to use any reserved device names (e.g., LpT1) as the name of the file.
e The file names are not case-sensitive.

e Do not end the file name with a trailing space or a period. Although the underlying file system may support such names, the operating system
does not support them.
Mode
e Synchronous

Specifies that the script execute in synchronous mode. A synchronous operation exits only when the operation has completed. This option is only available
when scripting a single job.

e Asynchronous

Specifies that the script execute in asynchronous mode. An asynchronous operation submits the job to the CommServe and exits immediately, returning
control to the calling program or script.

Specify User Account to Run the Script
Specifies to use the given user account to save the operation as a script.
e Use the Currently Logged in User Account
Click to use the same user account used for logging into the CommCell Console.
O User Name
Type the user name that was used for logging into the CommcCell Console.
o Password
Type the password for the user account used for logging into the CommCell Console.
o Confirm Password
Type to re-confirm the password.
e Use a Different User Account
Click to specify a different user account to save the operation as a script.
O User Name
Enter the different user name to be used for saving the operation as a script.
o Password
Enter the password for the user account to be used for saving the operation as a script.
e Confirm Password
Type to re-confirm the password.

Back to Top
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Schedule Pattern

Use this dialog box to schedule jobs.

Schedule Name

Displays the name of the schedule. If creating a new schedule, use this space to enter the name of the schedule.
One Time

For a job run a single time. Select the date and time you want the job to begin.

Daily

For a job run on a daily basis. Choose the interval, in days, at which you want the job to repeat.

Weekly

For a job run on a weekly basis. You can run the job every n number of weeks on the selected days of the week.
Monthly

For a job run on a monthly basis. You can run the job every n number of months on the selected date or day. You can also select the standard calendar or a
custom calendar (if available). Monthly schedules using custom calendars will run according to the definitions of a month as defined in the calendar.

Yearly
For a job run on a yearly basis. You can run the job annually on the selected date or day.

The Monthly and Yearly selections allow you to schedule other calendar events that are commonly of interest. For example, you can schedule backups on the
last weekday every three months for quarterly backups. Optionally, you can select the Every n Month(s) option, which allows you to customize intervals at
which the job will run. You can also select the standard calendar or a custom calendar (if available). Yearly schedules using custom calendars will run according
to the definitions of a year as defined in the calendar.

Automatic Schedule
Select this option to run a job on a specified frequency.
Job Interval
Allows you to specify intervals for jobs.
e Minimum Interval between Jobs
Specify the number of hours to start a backup job if the below criteria (Network Management, Power Management and Resource Utilization) is/are satisfied.
e Maximum Interval between Jobs

Specify the number of hours since the last successful job completed to start a job even if the below criteria (Network Management, Power Management and
Resource Utilization) is/are not satisfied.

Network Management
Allows you to specify the available network types.
e Start only if wired network is available
Select to start the job when the network connectivity is wired.
e Start only if specific network is available
Select to start a job using a specific network. Specify network details and add the network address.
e Minimum Network Bandwidth n Kbps
Select to specify the minimum number of kbps that the job should use for the network bandwidth. By default, the minimum bandwidth is 128.
o Throttle at n % until bandwidth n Kbps

Select to specify the percentage of throttle that the job should use until the bandwidth reaches an specific kbps value. By default, the job throttles at 40%
until the bandwidth is 2048.

Power Management
Allows you to specify power management options for the computer.
e Start only if the computer is running on A/C power
Select this option to run the job only when the computer is on A/C power.
o Stop the task if batter mode begins

Select this option to stop the job if the computer is on battery mode.
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Resource Utilization
Allows you to setup the job schedule with specific resource utilization.
e Start only if CPU utilization is below

Select this option to run the job when CPU utilization is below the specified percentage.
e Start the job if free disk space drops below

Select this option to run the job when disk space is below the specified percentage.
Options

Click to display Advanced Scheduling Options.
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Advanced Backup/Archive Options (Data)

You can select advanced backup/archive data options for the operation. Note that all the options described in this help may not be available and only the
options displayed in the dialog box are applicable to the agent or enabler for which the information is being displayed.

Start Log Backup after Successful Backup

Specifies that a Transaction Log backup will start automatically after a successful Full or Differential backup operation is completed. This is useful when you
want to back up logs immediately after a data backup, and allows you to do so without creating two scheduled jobs.

SQL Native Backup Compression

For SQL Server 2008 Enterprise or later, specifies that the backup will be compressed by SQL Server before being backed up. The size of the backup will be
smaller than an uncompressed backup of the same data. Typically, compressing a backup will require less device I/O which should increase backup speed
significantly. However, CPU usage may increase for compressed backups and you may want to evaluate performance counters. Scheduling the backup during
off-peak hours or compressing only low-priority backups may be desirable. When using the SQL Native Backup Compression option, there is no need for
deduplication as the data will be compressed with this option and deduplication will not consequently save any more space.

@ VSS-enabled and SnapProtect backups are not supported backup types for compression.

Partial (Excludes read-only Filegroups)

A partial backup resembles a full database backup, but does not contain all the filegroups. Instead, it contains all the data in the primary filegroup, every
read/write filegroup, and any optionally-specified read-only files. Partial backups are useful whenever you want to exclude read-only filegroups. A partial
backup of a read-only database contains only the primary filegroup.

Tail-log Backup (database is left in restoring state)

This advanced backup option is only available if the Transaction Log option was selected in the Backup Option dialog box. Specifies to back up the tail of the
log and to leave the database in the RESTORING state.

Copy Only

A copy-only backup is an independent backup and does not affect the usual chaining involved in traditional backups. This type of backup can be performed for a
special purpose and does not affect the overall backup and restore procedures. It applies to full backups, full Volume Shadow Services (VSS)-enabled backups,
and full SnapProtect backups.

After taking a full copy-only backup, log backups cannot be run unless a traditional full backup is present. Differential backups can be run but they cannot be
restored unless a traditional full backup exists prior to the differential.

Create Backup Copy immediately

Select to create an inline backup copy to start movement of snapshot to media, immediately after the completion of the SnapProtect backup job.
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Startup

Select from the following options. Note that all the options described in this help may not be available and only the options displayed in the dialog box are
applicable to the operation for which the information is being displayed.

Priority
o Use Default Priority

If selected, the default priority for this type of job will be used in determining how the Job Manager will allocate resources for this job.
e Change Priority

Use this option to manually specify the priority for the job, between 0 (highest priority) and 999 (lowest priority). The Job Manager will use the priority
setting when allocating the required resources. This is useful if you have jobs that are very important and must complete, or jobs that can be moved to a
lower priority.

Start up in suspended state

Specifies that this job will start in the Job Controller in a suspended state and cannot run until the job is manually resumed using the Resume option. This
option can be used to add a level of manual control when a job is started. For example, you could schedule jobs to start in the suspended state and then
choose which scheduled jobs complete by resuming the operation started in the suspended state.

Description

Use this field to enter a description about the entity. This description can include information about the entity's content, cautionary notes, etc.
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Job Retry

Note that all the options described in this help may not be available and only the options displayed in the dialog box are applicable to the agent or operation for
which the information is being displayed.

Enable Total Running Time

The maximum elapsed time, in hours and minutes, from the time that the job is created. When the specified maximum elapsed time is reached, as long as the
job is in the "Running" state, it will continue; if the job is not in the "Running" state when the specified time is reached, Job Manager will kill the job.

Enable Number of Retries

The number of times that Job Manager will attempt to restart the job. Once the maximum number of retry attempts has been reached, if the job has still not
restarted successfully, Job Manager will kill the job. Note that this job-based setting will not be valid if restartability has been turned off in the Job Management
Control Panel.

Kill Running Jobs When Total Running Time Expires

Option to kill the job when the specified Total Running Time has elapsed, even if its state is "Running". This option is available only if you have specified a Total
Running Time.
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Advanced Backup Options (Media)

You can select advanced backup media options for the operation.
Start New Media
This option starts the backup/migration/archive operation on a new media, which causes the following to occur:

e If removable media is used, the current active media is marked as Appendable and a new media is used for the backup/migration/archive.

e If disk media is used, a new volume folder is created for the backup/migration/archive.
If cleared, the operation automatically uses the current active media or volume.
Mark Media Full after Successful Operation

This option marks media full, 2 minutes after the completion of the backup/archive operation. If any jobs are initiated within the 2 minutes, they are allowed to
write to the media. If the job was associated with the prior media, new media (such as a new tape) will be used for subsequent jobs. (Applies to all
backup/archive types.)

Allow other Schedule to use Media Set

This option allows jobs that are part of a schedule policy or schedule and using a specific storage policy to start a new media and also prevent other jobs from
writing to the set of media. It is available only when the Start New Media and Mark Media Full options are enabled, and can be used in the following
situations:

o When one scheduled job initiates several jobs and you only want to start new media on the first job.
e When you want to target specific backups to a media, or a set of media if multiple streams are used.
Extend Job Retention

o Infinite: Select this option to retain this job indefinitely.

o Number of Days: Select this option to prune this job after the number of days specified.

e Storage Policy Default: Select this option to apply the retention rules of the associated storage policy, which is the default option.
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Advanced Backup Options (Data Path)

Select the data path to be used for the backup/archive operation.

Ensure that the Library, MediaAgent, Drive Pool, and the Drive selected for this operation is available online and is a part of the associated Storage Policy.
Use Library

Specifies the name of the library that will be used to perform the backup operation. Use this option when you wish to backup to a specific library.

Use MediaAgent

Specifies the name of the MediaAgent that will be used to perform the backup operation. If necessary, you can change the name of the MediaAgent.

For example, if the library is shared and you wish to use a specific MediaAgent (instead of the system selected MediaAgent, or a MediaAgent which may be idle,
or less critical) or if you know that the library attached to the specified MediaAgent.

Use Drive Pool
Specifies the name of the Drive Pool that will be used to perform the backup operation. Use this option when you wish to backup using a specific Drive Pool.
Use Drive

Specifies the name of the Drive that will be used to perform the backup operation. Use this option when you wish to backup using a specific Drive from the
selected Drive Pool.
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Vault Tracking

Select options to export and track media, using Vault Tracker.

@ Vault Tracking Options will be displayed only when a Vault Tracker license is available in the CommServe.

Vault Tracking options are only applicable for data protection operations using a storage policy associated with a library
containing removable media (e.g., tape, optical or stand-alone.)

Export media after the job finishes
Specifies the media used by the data protection operation and media with the specific Media Status (if specified) will be exported and tracked by Vault Tracker.
Exclude Media Not Copied
When selected, allows you to exclude media with jobs that have to be copied.
Media Status
e All
Click to select all media. Clear this option to select media with a specific status.
e Active
Click to select media with its status marked as active.
o Full
Click to select media with its status marked as full.
e Overwrite Protected
Click to select media with its status marked as read-only .
e Bad
Click to select media with its status marked as bad.
Export Location
Specifies the destination location and lists the stationary locations entered using the Export Location Details dialog box.
Track Transit
Specifies that transit information must be tracked, and lists the transit locations entered using the Export Location Details dialog box.
Use Virtual Mail Slots
Specifies the exported media is stored within the library in the virtual mail slots defined in the Library Properties (Media) dialog box.
Filter Media By Retention
Specifies that the system must automatically filter media based on whether the media has extended retention jobs or not.
o Media with extended retention job(s)
Specifies that media with at least one extended retention job will be exported.
e Media with no extended retention job(s)

Specifies that media with no extended retention jobs will be exported.
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Alert

Use this tab to configure an alert for a schedule policy.
Configure Alert
e Alert
The currently configured Alert.
e Add/Modify Alert
When clicked, opens the Alert Wizard to configure alerts for this operation.
o Delete Alert

When clicked, deletes any existing alerts that are already configured.
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SQL Restore Options (General)

Use this dialog box to control how the specified data is to be restored.

Note that restore options vary for single and multiple database restore jobs. The differences are noted below:

Destination Server

Displays the name of the instance to which the selected data will be restored. To change the destination, click one from the list.
The list includes SQL Servers in the CommCell which have the SQL Server iDataAgent installed. Note the following:

e SQL Server 2000 databases can be restored to servers with SQL Server 2000 or SQL Server 2005.
e SQL Server 2005 databases can be restored to servers with SQL Server 2005.

Source Server

Displays the name of the source server or database, depending on whether an instance or database was selected for restore.
Database List

Displays the names of the databases for restore if there is more than one such database.

Server State (or Database State)

Displays the current state of the server or database, depending on whether an instance or database was selected for restore.
Restore Types

Specifies the type of restore job.

o Database Restore

Specifies that the restore operation must restore the selected databases beginning with the most recent full backup and then applying differential and/or
transaction log backups up to the selected restore time.

e Step Restore
Specifies that the restore operation must perform a step restore by applying the selected transaction log.
Note that when you have a Quick Recovery Agent, transaction logs for a QR Volume that contains SQL data can also be restored using this option.

Whether the logs are applied to a recovered Quick Recovery Agent volume or to a SQL step restore operation, this option is available only under the
following conditions:

Single database restores

The restore destination is the source computer

The database backup and restore histories have not been removed from the SQL server's history tables

o O O O

The selected database was previously restored to:
- STANDBY state for SQL step restore
- NORECOVER state for QR Agent log application

This option is not available for:

o Instance restores

O Multiple database restores

O File/File Group restores

O When restoring data protection operations that used VSS to create the snapshot
e Recover Only

Specifies that the restore operation must recover the databases to an available online state. No data is actually written. All other options are disabled when
this option is selected.

e Point in time
Specifies that the restore operation must restore single or multiple databases to the selected date and time.
Note the following when this option is selected:

O In order to restore a database to a point in time, a transaction log backup must exist.
o If a single database is restored, then the Restore Time selection changes from a list of available backups to selection boxes for date and time

o If multiple databases are restored, then the Restore Time selection is already in the date/time selection format and clicking Point-in-Time accepts the
selected date and time exactly as selected. If the restore time falls within the time span of a transaction log backup, the database is restored to the exact
time indicated. Otherwise, the database is restored to the latest available backup prior to the selected time.
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If the selected point in time is before any database backup was performed, a time selection out of range message will be displayed.
Transaction Log Marks

Specifies that the restore operation must restore transaction marks in the transaction log. This option is enabled only when the database(s) selected for
restore have transaction marks in the transaction log. The Restore Time list displays a list of transaction marks that exist in the selected database(s) for
the given restore time. When multiple databases are being restored, this list shows only those marks that are common in name and time stamp to all
selected databases in order to effect an in-sync restore.

Partial Restore

Partial restores, known as "Piecemeal Restore" in SQL Server 2005, allow databases that contain multiple filegroups to be restored and recovered in stages.
The process starts with a restore of the primary filegroup, then a restore or recovery of one or more secondary filegroups.

Latest Backup Data

Allows restores of the latest backup data on one or more non system secured database in the SQL Server. You can use this feature to create a spare copy
of the primary SQL server database (hot standby server) within the same domain, a different domain, or across a Wide Area Network (WAN).

Apply Log backups only

Only available when the Latest Backup Data option is selected. Select this option if you wish to include only the transaction log backups completed since
the last restore operation. The restore operation will then skip any full backup jobs completed since the last restore operation.

since the last restore operation will automatically be restored. If you do NOT select the Apply Log Backups Only

@ If you do NOT select the Apply Log Backups Only option and the database already exists, all backup jobs completed
option and the database does not already exist, the software will automatically perform a full restore of the database.

Skip Full Backup

Select this option to NOT restore the last full backup since the specified date and time, but to instead restore only the transaction log backups. This option
can be useful if the latest full backup has already been restored by third-party software and thus a restore of the SQL /DataAgent full backup is not
necessary. Note that in such a case, this option only needs to be selected if a SQL iDataAgent full backup exists which is later than the full backup currently
restored on the client by a third-party software.

Restore Time and Time Zone

Specifies the restore time depending on the selected options:

For a multiple database or a full instance restore, this option indicates the time to which you want to restore all selected databases.
For a single database restore, this option appears as a list of available backups from which you can select to restore.

For a SQL Step Restore, this option appears as a list of available transaction log backups from which you can select a single log for restore.
For a QR Volume Step Restore, this option appears as a list of available transaction log backups from which you select a log for restore.

While the SQL Server iDataAgent functionality applies one log only, for the QR Volume the step restore applies the selected log and all logs that occurred
prior to the selected log.

Restore Time

Provides a space for you to enter the date and time. Click the arrow to display a calendar.

Time Zone

Lists the time zones. To change the time zone, select one from the list.

Stop at mark

Specifies that the restore operation must restore to the point of the marked transaction. This option is displayed when Transaction Marks are restored.
Stop before mark

Specifies that the restore operation must restore to the point when the marked transaction is committed. This option is displayed when Transaction Marks
are restored.

Recovery Type and Undo Path

Specifies the type of recovery that must be performed. This is the state of the database after the restore.

Recovery

Specifies that the database will be fully operational.
Norecovery

Specifies that the database will be offline.

Stand By

Specifies that the database will be in the read-only state (transaction logs may be applied)
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e Undo File Path
Displays the path in which the undo file is stored, when the Recovery Type is Stand By. Use the space to modify the default path.

Once the restore is complete, the SQL Server iDataAgent will use the data from the undo file and the transaction log to continue restoring the incomplete
transactions. Hence, once the restore completes, the undo file will be re-written with any transactions that are incomplete at that point.

e Browse - Click to select a path for the Undo File Path.
Restore Options
o Unconditionally overwrite existing databases or files

When this option is checked, data being restored is unconditionally written to the specified location and will overwrite the files of any database that is
currently using the database name specified by you. This implements the T-SQL REPLACE command.

When the option is unchecked, restore prevents the accidental data files overwrite by failing the job.
e Leave database in DBO use only state

Specifies whether the restore operation leaves database in the DBO_ONLY state where only the owner of the database can access the database.
e Preserve Replication Settings

Specifies to restore backups of replicated databases. A published database can be restored to a server other than the server where the database was
created. This is relevant only to full backups and if the database database was part of a replication implementation. This option is available only when the
Recovery type option is selected.

o Keep Change Data Capture

Specifies to restore SQL 2008 databases if they were backed up with the Change Data Capture property enabled. This property provides the ability to query
a database for changed data. This is a useful SQL feature in that all change activity (insert, update, and delete) is captured and applied to SQL tables. The
details of the changes are available in an easily consumed relational format. This option does not apply to backups that were VSS-enabled or to SnapProtect
backups.

Advanced
Click to select additional restore options.
Save As Script

Click to open the Save As Script dialog, which allows you to save this operation and the selected options as a script file (in XML format). The script can later be
executed from the Command Line Interface using qoperation execute command.

When you save an operation as a script, each option in the dialog will have a corresponding xml parameter in the script file. When executing the script, you can
modify the value for any of these XML parameters as per need.

To view the XML values for each of the options in the dialog, see the following:
Command Line XML Options

Back to Top

Page 168 of 175



User Guide - SQL Server iDataAgent

Job Initiation

Select from the following options. Note that all the options described in this help may not be available and only the options displayed in the dialog box are
applicable to the operation for which the information is being displayed.

Immediate

Run This Job Now

Specifies this job will run immediately.

Schedule

Specifies this job will be scheduled. When you click Configure, the Schedule Details dialog box will open and allow you to configure the schedule pattern.
Result file location on CommServe

This option is only applicable for List Media operations. Specifies the name of the file in which the results of the scheduled list media job must be saved. Click
Browse to access to the Directory Browse dialog box which allows you to select the folder / file in the CommServe computer.

Automatic Copy

Specifies that an auxiliary copy operation will be performed at the interval specified. This operation will occur when new data that must be copied is found on
the primary copy.

Interval
The time interval in which the Automatic Copy will be performed. The default interval is 30 minutes.
Save As Script

Click to open the Save As Script dialog, which allows you to save this operation and the selected options as a script file (in XML format). The script can later be
executed from the Command Line Interface using qoperation execute command.

When you save an operation as a script, each option in the dialog will have a corresponding xml parameter in the script file. When executing the script, you can
modify the value for any of these XML parameters as per need.

To view the XML values for each of the options in the dialog, see the following:
Operations Supporting Save As Script
Configure Alert
Provides the necessary options to configure the alerts associated with this operation.
e Add/Modify Alert

When clicked, opens the Alert Wizard to configure necessary alerts for this operation.
o Delete Alert

When clicked, deletes any existing alerts that are already configured.
Advanced
Click to select additional options.
Script Preview

Click to display the restore script, based on the selected restore options, that will be submitted to RMAN when restores are performed for the selected Oracle
client.
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Advanced Restore/Recover/Retrieve Options (General)

Use this dialog box to access additional restore/recover/retrieve options. Note that all the options described in this help may not be available and only the
options displayed in the dialog box are applicable to the component installed on the client.

Use hardware revert capability if available

Specifies whether to revert the data to the time when the snapshot was created. Selecting this option brings back the entire LUN to the point when the
snapshot was created, overwriting all the modifications to data since the snapshot creation. This option is only available if the snapshot engine used for
SnapProtect backup supports the revert operation.

Use RMAN Restore
Specifies whether to use RMAN for the restore operations.
Use FileSystem Restore

Specifies whether to use file system for the restore operations.
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Advanced Restore Options (Pre/Post)

Establish pre/post processes for restore jobs, and the account that has permissions to run these processes (for Windows-based agents).
Pre Recovery Command:

Displays the name/path of the process to run before the restore. Add or modify the name/path, or use the Browse button to search for and select the
name/path. The system allows the use of spaces in the name/path, provided they begin with an opening quotation mark and end with a closing quotation mark.

Post Recovery Command:

Displays the name/path of the process to run after the restore. Add or modify the name/path, or use the Browse button to search for and select the
name/path. The system allows the use of spaces in the name/path, provided they begin with an opening quotation mark and end with a closing quotation mark.

Run Post Restore Process for all attempts

Specifies whether this process will execute for all attempts to run the phase. Selecting this option will execute the specified process for all attempts to run the
phase, including situations where the job phase is interrupted, suspended, or fails. Otherwise, when the checkbox is cleared the specified process will only
execute for successful, killed, or failed jobs.

Pre/Post Impersonation

For Windows-based agents, you must designate either the Local System Account or, for added security, another account as having permission to run these
commands for restore jobs.

e Use Local System Account
Normally, the Local System Account has permissions to access all the data on the local computer.
e Impersonate User

Select this check box to enable the User Name and Password boxes. If the Impersonate User account defined here is not available, restore jobs using
pre/post commands will fail. This account operates independently of the Impersonate User account for backup jobs.

e User Name

Enter the Window's user account name which will have permission to execute the desired commands.
e Password

Enter the corresponding password for this account.
e Confirm Password

Enter the password again for this account.
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Advanced Restore Options (Copy Precedence)

Choose the copy from which you wish to recover or retrieve. Select from the following options:

Restore from copy precedence

When selected, the system retrieves the data from the storage policy copy with the specified copy precedence number. If data does not exist in the specified
copy, the operation fails even if the data exists in another copy of the same storage policy.

When cleared, (or by default) the system retrieves data from the storage policy copy with the lowest copy precedence. If the data was pruned from the primary
copy, the system automatically retrieves the data from the other copies of the storage policy starting with the copy with the lowest copy precedence and
proceeding through the copies with higher copy precedence. Once the data is found, it is retrieved, and no further copies are checked.

Copy Precedence

Specifies the precedence number with which the system recovers or retrieves data from the copy.
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Advanced Restore Options (Data Path)

Select the data path for the restore/recovery operation. You can specify the MediaAgent, Library, Drive Pool, and Drive from which the restore operation must
be performed.

Use MediaAgent
Specifies the name of the MediaAgent that will be used to perform the restore operation. If necessary, you can change the name of the MediaAgent.

For example, if the library is shared and you wish to use a specific MediaAgent (instead of the system selected MediaAgent, or a MediaAgent which may be idle,
or less critical) or if you know that the media containing the data you wish to restore is available in the library attached to the specified MediaAgent.

If the media containing the data is not available in the tape/optical library attached to the MediaAgent, the system will automatically prompt you to insert the
appropriate media. In the case of a disk library, the operation will fail if the requested data is not available in the disk library attached to the specified
MediaAgent.

Use Library

Specifies the name of the library that will be used to perform the restore operation. Use this option when you wish to restore using a specific library.

For example, if you know that the media containing the data you wish to restore is available in a specific library.

Use Drive Pool

Specifies the name of the Drive Pool that will be used to perform the restore operation. Use this option when you wish to restore using a specific Drive Pool.

To restore NAS data, select the drive pool type that was used to perform the backup, i.e., if a drive pool associated with an NDMP Remote Server was used to
perform the backup, select a drive pool associated with an NDMP Remote Server. Similarly, if an NDMP drive pool was used, specify an NDMP drive pool.

Use Drive

Specifies the name of the drive in the drive pool that will be used to perform the restore operation. Use this option when you wish to restore using a specific
Drive in the Drive Pool.

Use Proxy

Specifies the name of the proxy server that will be used to perform the restore operation. Use this option when you wish to restore using a proxy server.
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Advanced Restore Options (Encryption)

Pass-Phrase

Enter the pass-phrase that is currently assigned to the client, whose data you are restoring. Note that if you have changed the pass-phrase since you secured
the client data, you need to provide the new pass-phrase here, not the old one.

Re-enter Pass-Phrase
Re-enter the pass-phrase for confirmation.
If you attempt an immediate restore of encrypted data that was pass-phrase protected without entering the pass-phrase here, the restore operation will fail.

If you have an exported pass-phrase set up, and you enter the pass-phrase under Decryption, you over-ride (not overwrite) the client properties pass-phrase.
Thus, if you enter the pass-phrase incorrectly, the restore does not complete successfully.
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Advanced Restore Options (Options)

Use this dialog box to make modifications in the names and locations of databases for restore.
Database

Displays the name of the database. You can edit the name by clicking within the box. Changes cause the data to be restored to a new database on the selected
server.

For a detailed description on how to change the name of a SQL database, see the procedure titled "Restore a Database with a Different Name" in Books Online.
Device Name

Displays the device name of the database.

File Name

Displays the name of the database file to be restored.

Physical Path

Displays the complete path to the selected database file. You can edit the path by clicking within the box. Changes cause the database files to be restored to a
new location. If the specified path does not exist, it will be created during the restore process.

For SQL, if the database file path is changed without changing the name of the database, then the existing database will be overwritten and will point to the
new location. For a detailed description, see the procedure titled "Restore with a Different Data File Path" in Books Online.

Size (MB)
Displays the size of the database file in megabytes.
Find & Replace

For SQL, click to change multiple Database Name or Database File Path.
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