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Overview - Sybase iDataAgent

TABLE OF CONTENTS WHERE TO GO NEXT
Introduction Install the Sybase iDataAgent

Walks you through the process of installing the Sybase
Key Features iDataAgent. g P g Y

Full Range of Backup Options

Efficient Job Management and Reporting
Backup and Recovery Failovers

Block Level Deduplication

Terminology

INTRODUCTION

The Sybase iDataAgent provides an unique, simplified end-to-end backup and recovery solution for Sybase system and user databases in your enterprise. In
addition to complete protection of the system databases which contain user database characteristics, file locations etc., it also provides more granular backup
and recovery of your enterprise’s data, related administration files and transaction logs.

KEY FEATURES

FULL RANGE OF BACKUP AND RECOVERY OPTIONS

The Sybase iDataAgent provides the flexibility to backup the Sybase
server which consists of system and user databases in different
environments. This is very essential since the Sybase system and user

databases are always subject to constant changes.

You can perform a full or transaction log backup of the entire Sybase
Server at any point of time. The following section describes the S
backups that can be performed in different environments. 1 Storage Device MediaAgent 1~ s

= - T CommServe

—— N
N A

DATABASE BACKUPS T

You can backup both the system and user-defined databases. You can
comprehensively backup all the databases in an instance or schedule
backups for the individual databases. You can also auto-discover new . NPie ~
databases to comprehensively manage the backup of all databases in e L.
your environment.

TRANSACTION LOG BACKUPS

You also have the facility to backup only the transaction logs when the \ === R4
database is online. These logs can be applied to an online backup and \ Sybase iDataAgent /
recover the database to the current point-in-time. A transaction log AN - -
backup contains only the new changes since the full or another ~—-
transaction log backup. Each time a transaction log is backed up it is
truncated to the exact time of the backup. No checkpoint is issued at
this time, therefore dirty pages are not written to disk before or after a transaction log backup. Any transactions that are not completed at the time a
transaction log backup is performed are rolled back during a restore involving a transaction log backup.

TRANSACTION LOG BACKUP OF A DAMAGED DATABASE

If a database fails and any data is lost, you will want to restore it to the point of failure. Sybase iDataAgent allows you to capture all transaction log events that
occurred after the last backup job was performed.

You can also protect the non-database files and profiles using the appropriate File System iDataAgent.

BACKUP AND RECOVERY FAILOVERS

In the event that a MediaAgent used for the backup or recovery operation fails, it is automatically resumed on alternate MediaAgents. In such cases, the
backup or restore job will not restart from the beginning, but will resume from the point of failure. This is especially useful for backups and restores of large
amount of data.

In the event, that a network goes down, the backup and recovery jobs are resumed on alternate data paths. Similarly, in the event of a device failure, the jobs
are automatically switched to alternate disk and tape drives.

EFFICIENT JOB MANAGEMENT AND REPORTING
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You can view and verify the status of backup and recovery operations from the Job Controller and Event Viewer windows within the CommCell Console. You can
also track the status of the jobs using Reports, which can be saved and easily distributed. Reports can be generated for different aspects of data management.
You also have the flexibility to customize the reports to display only the required data and save them to any specified location in different formats. For example,
you can create a backup job summary report to view at-a-glance the completed backup jobs.

In addition, you can also schedule these reports to be generated and send them on email without user intervention.

§BLOCK LEVEL DEDUPLICATION
Deduplication provides a smarter way of storing data by identifying and eliminating the duplicate items in a data protection operation.

Deduplication at the data block level compares blocks of data against each other. If an object (file, database, etc.) contains blocks of data that are identical to
each other, then block level deduplication eliminates storing the redundant data and reduces the size of the object in storage. This way dramatically reduces
the backup data copies on both the disk and tapes.

TERMINOLOGY

The Sybase iDataAgent documentation uses the following terminology:

The computer in which the iDataAgent is installed and contains the data to be secured.
CLIENT
The Sybase Server to be used for the backup and restore operations.
INSTANCE
The Sybase databases to be backed up.
SUBCLIENT
A physical storage locations in a disk such as a partition that is dedicated to holding the Sybase database.
DEVICE
Back to Top
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New Features - Sybase iDataAgent =

NEwW COMMCELL FEATURES SUPPORTED FOR SYBASE IDATAAGENT

DEPLOYMENT
CUSTOM PACKAGE

The Custom Package feature is now extended to almost all products in the Calypso suite. Using Custom Packages, you no longer have to push the entire
software DVD through a network, which is especially useful for reducing WAN/LAN payload while installing remote clients.

It is also possible to create Custom Packages using a customized .xm1 file.

When used in conjunction with the Install Software from the CommcCell Console and Automatic Updates features, WAN bandwidth can be drastically reduced
during remote site installations. Learn more...

INSTALL FROM THE COMMCELL CONSOLE

The software installation for this component can be initiated and managed from the CommCell Console, which facilitates the building of your CommCell and
eliminates the need to manually install the software. Additionally, the installation of this component can be scheduled to occur at a time suitable for your
environment. For more information, see Install Software from the CommcCell Console.

UNINSTALL FROM THE COMMCELL CONSOLE

This component can be uninstalled using the CommCell Console. The Uninstall Software utility allows you to quickly see a list of the software packages installed
on the selected computer, from which you can then select the components to uninstall. With this, you can easily manage removing software components from
client computers and MediaAgents in your CommCell without having to directly access each computer. For more information, see Uninstall Components using
the CommCell Console.

UPGRADES

After upgrading the underlying application of Sybase, Informix, or DB2 iDataAgent, the new version of the application will be updated in Instance Properties
once a full backup is run. This provides the facility to track application versions from the CommCell Console as opposed to tracking them from each application.
For more information, see Operating System and Application Upgrades.

SCHEDULE POLICY

A data protection schedule policy can now be created for this specific agent. For more information, see Agent-Specific Data Protection Schedule Policy.
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System Requirements - Sybase iDataAgent

System Requirements Supported Features

The following requirements are for the Sybase iDataAgent:

APPLICATION/OPERATING SYSTEM

PROCESSOR

'SYBASE ASE 15.7 64-BIT ON:

AIX AIX 7.1 Power PC (Includes IBM System p)
AIX 6.1 Power PC (Includes IBM System p)
HP-UX HP-UX 11i v3 (11.31) Itanium
HP-UX 11i v3 (11.31) PA-RISC
LINUX RED HAT ENTERPRISE LINUX
Red Hat Enterprise Linux 5.5, 5.6, 5.7 and 5.8
RED HAT ENTERPRISE LINUX/CENTOS
Red Hat Enterprise Linux/CentOS 6.x x64

SUSE LINUX (SLES)

SuSE Linux 11.x with glibc 2.9.x and above

Intel Pentium, Itanium, x64 or compatible processors

SOLARIS Solaris 9 with a minimum of Service Packs 111711-16, 117560-06 and Sparc5 or higher recommended
111722-05
Solaris 10.x x64

WINDOWS WINDOWS 2008

Microsoft Windows Server 2008 R2 Editions

All Windows-compatible processors supported

'SYBASE ASE 15.7 32-BIT ON:

WINDOWS WINDOWS 2008

Microsoft Windows Server 2008 R2 Editions

All Windows-compatible processors supported

SYBASE ASE 15.5 64-BIT ON:

AIX AIX 7.1 Power PC (Includes IBM System p)
AIX 6.1 Power PC (Includes IBM System p)
AIX 5.3 with technology level 6 (or higher) and runtime library xIC.rte 8.0.0.0 Power PC (Includes IBM System p)
or higher

HP-UX HP-UX 11i v3 (11.31) Itanium
HP-UX 11i v3 (11.31) PA-RISC
HP-UX 11iv2 (11.23) PA-RISC
HP-UX 11iv2 (11.23) Itanium

LINUX RED HAT ENTERPRISE LINUX/CENTOS
Red Hat Enterprise Linux/CentOS 6.x x64
Red Hat Enterprise Linux/CentOS 5.x x64
Red Hat Enterprise Linux/CentOS 4.x x64

SUSE LINUX (SLES)
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SuSE Linux 11.x with glibc 2.6.x

x64

SuSE Linux 10.x with glibc 2.4.x

xX64

SOLARIS Solaris 9 with a minimum of Service Packs 111711-16, 117560-06 and Sparc5 or higher recommended
111722-05
Solaris 10.x x64

WINDOWS  WINDOWS 2008

Microsoft Windows Server 2008 R2 Editions

All Windows-compatible processors supported

SYBASE ASE 15.5 32-BIT ON:

LINUX RED HAT ENTERPRISE LINUX/CENTOS
Red Hat Enterprise Linux/CentOS 6.x Intel Pentium or compatible processors
Red Hat Enterprise Linux/CentOS 5.x Intel Pentium or compatible processors
Red Hat Enterprise Linux/CentOS 4.x Intel Pentium or compatible processors
SUSE LINUX (SLES)
SuSE Linux 11.x with glibc 2.6.x Intel Pentium or compatible processors
SuSE Linux 10.x with glibc 2.4.x Intel Pentium or compatible processors
SOLARIS Solaris 9 with a minimum of Service Packs 111711-02 Sparc5 or higher recommended
WINDOWS WINDOWS 2008

Microsoft Windows Server 2008 R2 Editions

All Windows-compatible processors supported

WINDOWS 2003

Microsoft Windows Server 2003 32-bit Editions with a minimum of Service Pack All Windows-compatible processors supported

2

SYBASE ASE 15.0.X 32-BIT/64-BIT ON:

AIX AIX 6.1 64-bit Power PC (Includes IBM System p)
AIX 5.3 64-bit with technology level 6 and runtime library xIC.rte 8.0.0.0 or Power PC (Includes IBM System p)
higher
HP-UX HP-UX 11i v3 (11.31) Itanium
HP-UX 11i v3 (11.31) PA-RISC
HP-UX 11iv2 (11.23) PA-RISC
HP-UX 11i v2 (11.23) Itanium
LINUX RED HAT ENTERPRISE LINUX/CENTOS
Red Hat Enterprise Linux/CentOS 5.x Intel Pentium, x64 or compatible processors
Red Hat Enterprise Linux/CentOS 4.x Intel Pentium, x64 or compatible processors
SUSE LINUX (SLES)
SuSE Linux 11.x with glibc 2.6.x Intel Pentium, x64 or compatible processors
SuSE Linux 10.x with glibc 2.4.x Intel Pentium, x64 or compatible processors
SOLARIS Solaris 9 with a minimum of Service Packs 111711-02 Sparc5 or higher recommended
Solaris 10.x with @ minimum of SunOS (Sparc) Patch 119963-14 Sparc5 or higher recommended
WINDOWS WINDOWS 2008

Microsoft Windows Server 2008 Editions

All Windows-compatible processors supported

WINDOWS 2003
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Microsoft Windows Server 2003 Editions with a minimum of Service Pack 1 All Windows-compatible processors supported

CLUSTER - SUPPORT

The software can be installed on a Cluster if clustering is supported by the above-mentioned operating systems.

For information on supported cluster types, see Clustering - Support.

HARD DRIVE

WINDOWS

674 MB minimum of hard disk space for Calypso and Job Results
10 MB of additional hard disk space for log file growth

4 KB for Job Results

LINUX
584 MB minimum of hard disk space for Calypso and Job Results
1 MB for Job Results

SOLARIS
2.73 GB minimum of hard disk space for Calypso and Job Results
34 MB for Job Results

MEMORY
64 MB RAM per stream/drive minimum required beyond the requirements of the operating system and running applications

Swap space = 2*RAM size

SOLARIS ZONES/CONTAINERS SUPPORT

Data Protection of data residing on global and non-global zones is supported.

For a comprehensive list of supported components, see Unix Virtualization.

MISCELLANEOUS

The File System iDataAgent will be automatically installed during installation of this software, if it is not already installed. For System Requirements and install
information specific to the File System iDataAgents, refer to:

e System Requirements - AIX File System iDataAgent

e System Requirements - HP-UX File System iDataAgent
e System Requirements - Linux File System iDataAgent
e System Requirements - Solaris File System iDataAgent

The operating system must have been installed with at least the user level software option selected.

NETWORK

TCP/IP Services configured on the computer.

SELINUX

If you have SELinux enabled on the client computer, create the SELinux policy module as a root user before performing a backup. The SELinux Development
package must be installed on the client.

To create an SELinux policy module, perform the following steps as user "root":

1. Create the following files in the /usr/share/selinux/devel directory:

File Name Content of the File

<directory>/<file name>.te The content of the file should be as follows:
where: policy_module(<name>,<version>)
<directory>iS /usr/share/selinux/devel HHARBHHHHHRRHAHHHHRRHHHHRRRHHHHH
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<file name> is the name of the Unix file, created to save the |where:

policy module statement. It is a good idea to use the same

name for policy module and the file <name> is the name of the policy module. You can give any unique name to the policy module,

such as a process or application name.
For example: When you are creating a policy module for
backup_IDA application, you can use the following file name:

backup_IDA.te For Example: While creating a policy module for the backup_IDA application, you can use the
following content.

<version> is the version of the policy module. It can be any number, such as 1.0.0.

policy module (backup IDA,1.0.0)
<directory>/<file name>.fc The content of the file should be as follows:

where: Note that the following list of files is not exhaustive. If the process fails to launch,

. check /var/log/messages. Also, if required, add it to the following list of files.
<directory> iS /usr/share/selinux/devel

. o /opt/<software installation directory>/Base/libCTreeWrapper.so -- gen_context
<file_name> is the name of the Unix file, created to save the [(system u:object r:texrel shlib t,s0)

policy module statement. It is a good idea to use the same ) ) ) ) .
nanweforpoﬁcyrnodub and the file /opt/<software installation directory>/Base/l1ibCVMAGuilmplgso -- gen_context

(system_u:object_r:texrel shlib_t,s0
For example: When you are creating a policy module for
backup_IDA application, you can use the following file name:
backup_ IDA.fc

/opt/<software installation directory>/Base/libdb2locale.so.l -- gen context
(system_u:object_r:texrel shlib_t,s0

/opt/<software installation directory>/Base/libdb2osse.so.l -- gen context
(system_u:object_r:texrel shlib_t,s0

/opt/<software installation directory>/Base/1ibDb2Sbt.so -- gen context
(system_u:object_r:texrel shlib_t,s0

/opt/<software installation directory>/Base/libdb2trcapi.so.l -- gen_ context
(system u:object r:texrel shlib t,s0)

/opt/<software installation directory>/Base/libDrDatabase.so -- gen_context
(system u:object r:texrel shlib t,s0)

/opt/<software installation directory>/Base/libIndexing.so -- gen_context

(system u:object r:texrel shlib t,s0)

/opt/<software installation directory>/Base/libSnooper.so -- gen_context
(system u:object r:texrel shlib t,s0)

2. Create the policy file from command line. Use the following command. Ensure that you give the following commands in the /usr/share/selinux/devel
directory.
[root]# make backup IDA.pp
Compiling targeted backup_IDA module
/usr/bin/checkmodule: loading policy configuration from tmp/backup IDA.tmp
/usr/bin/checkmodule: policy configuration loaded
/usr/bin/checkmodule: writing binary representation (version 6) to tmp/backup IDA.mod
Creating targeted backup_ IDA.pp policy package
rm tmp/backup IDA.mod tmp/backup_ IDA.mod.fc
[root]# semodule -i backup IDA.pp

[root]#

3. Execute the policy module. Use the following command:

[root]# restorecon -R /opt/<software installation directory>

SELinux is now configured to work with this application.

SUPPORTED FILE SYSTEMS

All the File Systems that are supported by your Operating system

The raw devices supported by your Operating system

DISCLAIMER

Minor revisions and/or service packs that are released by application and operating system vendors are supported by our software but may not be individually listed in our System
Requirements. We will provide information on any known caveat for the revisions and/or service packs. In some cases, these revisions and/or service packs affect the working of our software.
Changes to the behavior of our software resulting from an application or operating system revision/service pack may be beyond our control. The older releases of our software may not support
the platforms supported in the current release. However, we will make every effort to correct the behavior in the current or future releases when necessary. Please contact your Software
Provider for any problem with a specific application or operating system.

Additional considerations regarding minimum requirements and End of Life policies from application and operating system vendors are also applicable
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Supported Features - Sybase iDataAgent

System Requirements Supported Features

The following table lists the features that are supported by this Agent.

FEATURE

SUB-FEATURE

SUPPORT

COMMENTS

ADVANCED BACKUP/ARCHIVE
OPTIONS

Data tab - Catalog

Data tab - Create New Index

Data tab - Verify Synthetic
Full

Job Retry tab

Media tab - Allow other
Schedule to use Media Set

Media tab - Mark Media Full
on Success

Media tab - Reserve
Resources Before Scan

Media tab - Start New Media

Startup tab

VaultTracking tab

Comments

ADVANCED FILE SYSTEM IDATAAGENT
OPTIONS

Automatic File System Multi-
Streaming

On Demand Data Protection
Operation

Restore by Jobs

Restore Data Using a Map
File

Comments

ALERTS AND MONITORING

Global Alerts

Job-Based Alerts*

Comments

AUTOMATIC UPDATES

Automatic Updates

Comments

BACKUP/ARCHIVE OPTIONS

Differential Backup

Full Backup

Incremental Backup

Other Backup Types

Synthetic Full Backup

Comments

Transaction Log
Do Not Truncate Log

BACKWARD COMPATIBILITY

Version 7

Version 8

Version 9

Comments

BROWSE

Browse from Copy
Precedence

Browse the Latest Data

Exclude Data Before

Find

Full Backup Transparent
Browse

Image Browse

No Image Browse

Page Size

Specify Browse Path

Specify Browse Time

Subclient Browse
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Use MediaAgent

View All Versions

Comments

Netware cluster

CLUSTERING
Unix Cluster
Windows - Microsoft Cluster
(MSCS)

Windows - Non-Microsoft
Cluster

Comments

COMMAND LINE INTERFACE

Command Line Interface

Comments

COMMAND LINE INTERFACE -
SPECIFIC COMMANDS

Qcreate - Backup
set/SubClient

Qcreate - Instance

Qdelete - Backup
set/Subclient

Qdelete - Client/Agent

Qlist globalfilter

Qmodify - instance

Qoperation - Backup

Qoperation - move

Qoperation - Restore

Comments

Qdelete backupset is not supported.

COMMCELL MIGRATION

CommCell Migration

Comments

CONTENT INDEXING

Offline Content Indexing

Comments

DATA AGING

Basic Retention Rules

Extended Retention Rules

Unique Data Aging Rules

Comments

DATA CLASSIFICATION ENABLER

Data Classification Enabler

Comments

DATA COMPRESSION

Client Compression

Hardware Compression

MediaAgent Compression

Comments

DATA ENCRYPTION

Data Encryption Support

Third-party Command Line
Encryption Support

Comments

DATA MULTIPLEXING

Multiplexing

Comments

For Data Multiplexing, Sybase does not support the multiplexing of
streams "with each other" on to the same media when a data
protection operation is performed using the CommCell Console.
However, the streams will be multiplexed when the operation is
performed using the Command Line Interface or RMAN commands.

DEDUPLICATION

MediaAgent Deduplication

Source Deduplication

Comments

ERASE BACKUP/ARCHIVED DATA

Erase Data by Browsing

Erase Stubs

Comments

GLOBAL FILTERS

Global Filters

Comments

INSTALLATION

Custom Package

Decoupled Install

Remote Install

Restore Only Agents
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Silent Install

Comments

INSTALLING 32-BIT COMPONENTS ON
A MICROSOFT WINDOWS X64
PLATFORM

Install 32-bit On x64

Comments

JOB RESTART - DATA PROTECTION

Not Restartable

Restarts from the Beginning

Restarts from the Beginning
of the Database

Restarts from the Point-of-
Failure

Comments

JOB RESTART - DATA RECOVERY

Not Restartable

Restarts from the Beginning

Restarts from the Beginning
of the Database

Restarts from the Point-of-
Failure

Comments

LIST MEDIA

List Media Associated with a
Specific Backup Set or
Instance

List Media Associated with
Index

List Media Associated with
Specific Files and/or Folders

List Media Associated with
Specific Jobs

Comments

MULTI INSTANCING

Multi Instance

Comments

Available on Unix only. See warning in Multi Instancing.

PRE/POST PROCESSES

Pre/Post Process with Data
Protection and Recovery

Comments

RESTORE/RECOVER/RETRIEVE
DESTINATIONS

Cross-Application Restores
(Different Application
version)

Cross-Platform Restores -
Different Operating System

Cross-Platform Restores -
Same Operating System -
Different Version

In-place Restore - Same
path/ destination - Same
Client

Out-of-place Restore -
Different path/ destination

Out-of-place Restore - Same
path/ destination - Different
Client

Restore Data Using a Map
File

Restore to Network
Drive /NFS-Mounted File
System

Comments

See Advanced Restore for this iDataAgent.

RESTORE/RECOVER/RETRIEVE
OPTIONS

Automatic Detection of
Regular Expressions

Filter Data From Recover
Operations

Rename/ Redirect Files on
Restore

Restore Data Using Wildcard
Expressions

Restore Data with Pre/Post
Processes

Restore from Copies

Skip Errors and Continue
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Use Exact Index

Use MediaAgent

Comments

RESTORE/RECOVER/RETRIEVE
OVERWRITE OPTIONS

Overwrite Files

Overwrite if file on media is
newer

Restore only if target exists

Unconditional Overwrite

Unconditionally overwrite
only if target is a
DataArchiver stub

Comments
Agent Specific Data v
SCHEDULE POLICY Protection Schedule Policy
All Agent Types Schedule v
Policy
Comments
Incremental Storage Policy* v
STORAGE POLICIES
Standard Storage Policies v
Comments
Data Verification v
STORAGE POLICY COPIES
Job Based Pruning v
Manual Retention v
Mark Job Disabled v
Selective Copy v Selective Copies for full backups is allowed
Comments
SubClient Policy
SUBCLIENT POLICIES
Comments
Netware - Local
UPGRADE
Unix - Remote (Push)
Unix/Linux/Macintosh - Local v
Unix/Linux/Macintosh -
Silent
Upgrade from CommCell v
Console
Windows - Local v
Windows - Remote (Push)
Windows - Silent
Comments
Backup Set/Archive Set
USER ADMINISTRATION AND
SECURITY
Subclient
Comments
Additional features are listed below:
Activity Control Auxiliary Copy
CommCell Console Deconfiguring Agents
GridStor Languages
Log Files MediaAgent
Operation window QR Volume Creation Options
Robust Network Layer Scheduling

SnapProtect Backup

Snapshot Engines

\VaultTracker Enterprise

VaultTracker

Report Output Options

Restore/Recover/Retrieve - Other Options

Cloud Storage

Job Restart - Data Collection
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Getting Started Deployment on Windows - Sybase iDataAgent

Maxt »

WHERE TO INSTALL

Install the Sybase iDataAgent on a computer on which the Sybase server resides, and satisfies the minimum requirements specified in the System
Requirements.

PLANNING YOUR INSTALLATION

The Sybase iDataAgent installation may require a system reboot if a pending rename operation from a previously installed application is found in the operating
system, hence, plan your installation at a convenient time.

INSTALLATION BEFORE YOU BEGIN

The software can be installed using one of the following methods: Download Software Packages
Download the latest software package to perform the install.

METHOD 1: INTERACTIVE INSTALL Verify System Requirements

Use this procedure to directly install the software from the installation package ora  Make sure that the computer in which you wish to install
network drive. the software satisfies the System Requirements.

METHOD 2: INSTALL SOFTWARE FROM COMMCELL CONSOLE

Use this procedure to install remotely on a client computer.

METHOD 1: INTERACTIVE INSTALL

1. Log on to the client computer as Administrator or as a member of the Administrator
group on that computer.

2. Run Setup.exe from the Software Installation Package.

If you are installing on Windows Server Core editions, navigate to Software
Installation Package through command line, and then run Setup.exe.

3. Select the required language.
Click Next.
Select the language you will use during installation.
4. Select the option to install software on this computer.

The options that appear on this screen depend on the computer in which
the software is being installed.

= Install Software on this computer

= Advanced options

2 View documentation website
2 Yiew Install Duick Start Guide (Requires Adobe Acrobat Reader)
2 Install Adobe Aciobat Reader

& Exit

5. Select I accept the terms in the license agreement.

Click Next.

Page 14 of 107



User Guide - Sybase iDataAgent

License Agreement
Please read the following License Agieement. Press
the PAGE DOWN key to view the entire agreement
-~
End User License and Limited Warranty Agreement
Software Release 9.0.0
(including Microsoft® SQL Server™ 2008 Enterprise Edition, SQL Server™s
2008 Express Edition and Windows Pre-Installation Environment)
Tl Tlonw T fmnsnn Amsnnsensd ]
| accept the terms in the license agreement
1 do not accept the tems in the license agreement
Installer
<Back | New> | Cancel |
6. Expand Client Modules | Backup and Recovery | Database, and then click
Sybase iDataAgent. Select Platforms
Select the platforme pau want to configure.
Click Next.
B3 Comman Technalagy Engine & || [Move the pinter aver a
5 & Client Modules latform name 1o see a
o o Backup bR desciiption of the platform and
ackup & Hecovery reasans why it may be
B File System disabled
= B Databass
DB2 Databgent
Oracle Datadgent IS St
[ SOL Server Datadgent ||| (Rea/Recommended)
[ 54F for Dracke Installation Folder
844 MB/ 1170 ME
T Dt Temporary on C: diive:
01 Exchange
@ Lotus Noles - S EBIE
Installer

I~ Install Agents for Restore Orly < Back x’m Cancel
7. If this computer and the CommServe is separated by a firewall, select the Configure

firewall services option and then click Next. Firewall Configuration

Configure firewall services

For firewall options and configuration instructions, see Firewall Configuration and
continue with the installation.

If there is a firewall between this machine and the CommServe, configure firewall services below.

If firewall configuration is not required, click Next.

I™ Configure firewall services

“

Installer

8. Enter the fully qualified domain name of the CommServe Host Name.

Click Next. CommServe Name

Specify the Commervs computer name and hast

Do not use space and the following characters when specifying a new
name for the CommServe Host Name: CommServe Client Mame

. [
\|" ~1@#$%AF()+=<>/?,[1{}:;"
CommServe Host Name
(Enter a valid, fullp-qualified, IP hast name; for example:
mycomputer. mycompany. com)

[mpcamputer mpcompany. com

Installer

< Back Next > Cancel

9. Click Next.
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10. Click Next.

11. Select Add programs to the Windows Firewall Exclusion List, to add CommCell
programs and services to the Windows Firewall Exclusion List.

Click Next.

This option enables CommCell operations across Windows firewall by

adding CommcCell programs and services to Windows firewall exclusion
list.

It is recommended to select this option even if Windows firewall is
disabled. This will allow the CommCell programs and services to function
if the Windows firewall is enabled at a later time.

12. Verify the default location for software installation.
Click Browse to change the default location.
Click Next.

e Do not install the software to a mapped network drive.

e Do not use the following characters when specifying the destination
path:

/X2 <> | #

It is recommended that you use alphanumeric characters only.

13. Select a Client Group from the list.
Click Next.

This screen will be displayed if Client Groups are configured in the
CommCell Console.

Installer g|
Communication Interface Name
Setup wil configurs the communication paths.

Select a client name

=

Select an interface name that this computer will use to
communicate with the CommServe

audi. mycompany. com j

P Address{es for the selected host,

Installer

< Back Newt > cancel |

Installer
Firewall Configuration
Configure firewal services

You selected not to configure Firewall seliings. However, setup detected that Windows Firewal
may be enabled for the fallowing profiles:

PublicProfile

DomainProfile:
StandardProfile

Do you want selup o disable Windaws Firewall for all profiles?
Nate: It will require immediate reboot of the system

1 Yes, disable Windows Firewall for al profiles.
& Mo, do not disable Windows Fitewal

Inistaller

Windows Firewall Exclusion List

Allow programs to communicate through Windows
Firewal

Windows Firewall is ON
[V Add programs to the Windows Firewall Exclusion List

1f you plan on using Windows Firewall it is recommended to add the software programs to the
exclusion ist

Installer

<Back [ New> | Cancel |

Installer E|
Destination Folder
Select the destination folder to install the program files.

Click Nest to accept the default location, or click Browse to choose an altemate location.

Destination Folder

EBrowse..

Drive List Space Required / Recammended
C a2BMB - 1394 ME /1670 ME
Installer

< Back Next » Caricel
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taller El

Client Group Selection
Select a cliert group for the client

The Client Group is alogical grouping of client machines
wihich havs the same associations at various lsvels ke
Schedule Policy, Activity Cantiol. Security and Reports

Client aroup:

Wene Selected
client_gioup

Installer

< Back Hewt s cancel |

14. Click Next. Installer, El
Schedule Install of Automatic Updates

Chaose when you want to schedule an install of the
downloaded updates

¥ Schedule Install of Automatic Updates

" Dnee
Time: EEIZeM
& wioskly
# Mordsy  Tussday
© wednesday © Thursdsy
 Fiidey  Sonuday
© Sunday
Irstaller
< Back Wt > concel |
15. Click Next. Installer X

Select Global Filter Options
Select the Global Filter Options for the Agent

Global Filters provides the ahility to set exclusions within a CommiCell to filter out data from data
protection operations on all agents of a certain type

& Use Cel level policy
" Always use Global Fiters

Do not use Global Filters

Installer

< Back Hewt s cancel |

16. Select a Storage Policy from the drop-down list. Installer X

Click Next. Storage Policy Selection

Select a starage policy for the default subclient to be
backed up.

I~ Configure for Laptop or Deskiop Eackup

Select a starage policy from the pull-down list,

Irstaller

< Back Next » Caricel

If you do not have Storage Policy created, this message will be displayed.

Click Next.

You can create the Storage Policy later in step 21.

17. Click Browse to select the path to Sybase ASE Library Path.

The Sybase ASE (Adaptive Server Enterprise) server library is generally located under
the Sybase ASE server install directory.
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Click Next. Syhase ASE Library Path
Flease specily the location of Sybase ASE Libiary
Please specify the location of Sybase ASE Library and click Nest, or click Browse to
choose the location,
Sybase ASE Library Path
LE-\synase\ASE-w 25 TN |
Diive List Space Fiequired / Fiecommended
[a 12945 MB - ’V OMB / OMB T
<Back | Hets | Cancel |
18. Click Next. Installer
Summary
Summary of install selections
Setup has enough infarmation to start copying the program files. |F you are satisfied with the
instal settings, click Next ta begin copying files.
The follawing software =
will be installed
+ CommCell Console
+Windows File System iDatadgent
+ Sybase iDatadgen!
‘ _>l_I
Installer
bt [CTES] o
19. Click Next to continue. Installer 3]
Schedule Reminder
Job schedule creation reminder
Flease note:
*You still need to create a Job Schedule for each iDatatgent that has been installed on
this client computer.
Job Schedules are requited to allow the iDatahgents to perform automated backup
and restore operations.
Job Schedule creation can be accomplished through the CommCel Console
administration interface.
Installer
20. Click Reboot Now to reboot the computer. Installer [x]
Completion Report
Setup complete
solftware installation completed successfully. =
Services have not been stated. Before starting any service, it is required that you reboot this
computer
Click the Reboot NOW button to complete Setup and reboot your system or click the Firish
button to complete Setup without rebooting,
Installer
Techrical Support Websie Rebootbow | [ Fmsh |

-.r"l If you already have a storage policy selected in step 16, proceed to the
cnmee  Configuration section.

If you do not have Storage Policy created, continue with the following step.

21. To create a storage policy, you must have configured a library in the CommCell.
e If you do not already have a library configured, go to Disk Library Creation.
e If you have a library configured, go to Storage Policy Creation.

DISK LIBRARY CREATION:
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1. From the CommCell Console, click the Backup Target button on EZ Operations
Wizard.

2. Click Disc Library (For backup to disc) and click Next.
3. Click Use Local Disk.

Type the name of the folder in which the disc library must be located in the
Enter backup destination folder box or click the Browse button to select the
folder.

Click Next.

If you click the Use Network Share option, you will be prompted for the
credentials (user name and password) to access the share.

4. Click Next.
5. Click Finish.

This will create a library and Storage Policy. Click the Mext » putton available at the
bottom of the page to continue.

STORAGE POLICY CREATION:
1. From the CommCell Browser, navigate to Policies.
2. Right-click the Storage Policies and then click New Storage Policy.
3. Follow the prompts displayed in the Storage Policy Wizard. The required options
are mentioned below:

O Select the Storage Policy type as Data Protection and Archiving and click
Next.

O Enter the name in the Storage Policy Name box and click Next.
O From the Library list, click the name of a disk library to which the primary
copy should be associated and then click Next.

Ensure that you select a library attached to a MediaAgent operating in the
current release.

o From the MediaAgent list, click the name of a MediaAgent that will be used
to create the primary copy and then click Next.

O For the device streams and the retention criteria information, click Next to
accept default values.

O Select Yes to enable deduplication for the primary copy.
O From the MediaAgent list, click the name of the MediaAgent that will be used
to store the Deduplication store.

Type the name of the folder in which the deduplication database must be
located in the Deduplication Store Location or click the Browse button to
select the folder and then click Next.

O Review the details and click Finish to create the Storage Policy.

This will create a storage policy. Click the Mext > button available at the bottom of
the page to continue.

METHOD 2: INSTALL SOFTWARE FROM COMMCELL CONSOLE

1.

2.

From the CommCell Browser, select Tools | Add/Remove Software | Install
Software.

Click Next.

H
L. select Confiauration Type. ‘Backup Target Folder: C:\Backup
2. Disk Library Configuration
4 CH\Backup
e
Retain backups unkil disk reaches 85% capacity.

apple - Commell Console
I

BN

@ sppe > [ poices > B storage oles >
Home Troe
o tens o deplay

il DedpicsioMWgiey
Sublent Assoctions
3

Create Storage Policy Wizard

Create Storage Policy Wizard.

“This wizard guides you through the creaton of

 Storage Policy and s Primary Copy.

Press Nedta contnue.

o e, oo Copes | incenent.| Cosapten eS|

1vE
roa

2 ComncalBronser.
5 agens

2| [ conront| B summary

Cors_cn | i

murphy - G

| Job Contraller
Scheduer,
Event viewer
| Reports

Contral Panel

Data Replication,

Browse & Recaver.

] ; -
& L Conter A-Consale
K& addRemove Software D

mCell Console

|#& murphy x Job Controller %
murphy >

i) o ]
Client Client

Computer  Computers
Groups

Manitar

Securky

=]

k4 fnl
Install Updates
Remove Updates 3

Upgrads Software
Dawrload Software

Copy Software

AddjRemave Software Configuration

& CommCell Browser

' Agents

ntert
frector

murphy | admin
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Installer X

Instaif Wizard

This wizard guides you through the steps required to install software on computers.

Click Next to continue.

G e ;

3. Select Windows. Installor 53]
Click Next.

O Unix and Linux

»

4. Select Manually Select Computers. Installer &3
Click Next. Select how 10 discover the computers for installing the software

@ Fianuially select campliters
Software wil be installed only on the selected list of computers.

(O Automatically discover computers
Computers wil be discovered when the job runs.

(E
5. Enter the fully qualified domain name of the computer on which SQL Server resides. Installer X
For example: apple.domain.company.com Enter the host names of the computers
Click Next Please enter the host names of the computers, one per line

apple.domain.company.com| ) Import from File:
Import From Active Directory
Select fram existing cients

3

6. Click Next.
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Installer X

Select Software Cache

To use current: it or Client Group Software Cache settings, dick Next. To overide Software Cache settings check
Overtide Scftriars Cache and sslect the Softwars Cache to be used,

[] Override Software Cache

murphy domain . company.com

»

7. Specify User Name and Password that must be used to access the client computer.

aller, X

Click Next. Enter Account Information

The specified account should have administrative access o the computer, If you are instaling
multiple: clients, the user should have access ta all dlients.

The user must be an Administrator or a member of the Administrator
group on that computer.

User Name: [ ]

Example:domainiusername

Password: ‘ ‘

Confirm Password: ‘ ‘

>

8. Select Sybase iDataAgent. e ___________________________________§&
Select Package(s) to Instail
Click Next. L s o =
T ‘Léz“smmy

@ Vincows e system pstangent
(0 Proxyost Datahgent
(0] 1nege Level ProxyHost Datahgen:
(0 Acive Drecory Dotafgent
(0] Fie System NOWP Restore Encbler
0 InageLevel Dtagent
(0 o Protecion Manager
0 et Server gert
& ), Database
(0 0Bz Datasgent
0 orace Datangent
0 50t Server Dstogent
0 580 forOrade

sl
0] bocumentum Agent
B ) Exchange
0] Exchange Database Datagert
0] Exchange Halbox Datadgent
0] Exchange Publc Folder Datafgert |

O

<Back B sove s Seript Firish Cancel L"J
9. From Storage Policy to use list, click storage policy.

. Enter Recommended Settings for the selected Software
Click Next.

Recommended Settngs

GbalFiers [use Cellvel olky =
7] Configure For Laptop Backups
Stocage ol Tolse v

B b

10. In the Sybase ASELibrary Path box, type the path to the Sybase ASE Library.

The Sybase ASE(Adaptive Server Enterprise) server library is generally located under
the Sybase ASE server install directory.

Click Next.
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Enter the Install Options for the selected Software

‘Agent Specfic Settings
&1 Components.

1 5L Agent Information

IV Auto dscover instances

£ Sybase

Sybase ASELibrary Path  [C:\sybase|15.0.3| ASE-15_0Vib

<ack e e )
11. Click Reboot (if required) and then click Next. Instaler X

Enter Additional Install Options

When Reboot (if required) is selected, the install program will
automatically reboot the client computer and resume the installation.

= Installer Flags
nsal Updtes
[ Reboot (Frequiec)
[CJKil Browser Processs (F required)
[Jignore Running Jobs.
] stop Orece Services (F required)
T skipclents thatare eady prtofthe CommCellcompanent
Advanced Options
Deete Packages After Instal
Tgnore ChenifHost Name Conflct

Install Resut Log Losation

[ install Agents For Restore Only
Optional Settings

= JobResult Directory

path
D Port w002
Emarc ot szl

Install Directory

Log Fle Location

Commserve HostName.

12, Click Immediate.
Click Next.

aller E|
Please Select When To Run The Job

Job Initiation

(&) Immediate

Rur this job now
(O schedule

13. Click Finish.
Summary
i st O —

Select Type Of Installation: Windows

Select Type Of Client Discovery: Manally select computers
Reuse Active Directory credentials: No

Client, Authentication for Job

User Name:

Password: ****

Install Flags

Install Updates: Yes

Reboot (f required): No

Kill Browser Processes (if required): No

Ignore Running Jobs: No

Stop Oracle Services (f required): No

Skip clients that are already part of the CommCell component: No
Delete Packages After Install: Yes

Ignore Client/Host Name Conflict: Yes

Install Agents For Restore Only: No

Client Composition

|

e |

<pack et 3 save as st

14. You can track the progress of the job from the Job Controller or Event Viewer
window.
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e D] ormatn, e, Hep, Gk, Hasa vess st 20

Maxt »

ADDITIONAL INSTALLATION METHODS

Custom Package
Create a compact software package for quick deployment to multiple clients

Remote Install
Deploy the software from CommCell Console on multiple clients.

Silent Install
Deploy the software silently on multiple clients.
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Getting Started Deployment on a UNIX Computer - Sybase
iDataAgent
« Previous | Mext »

SKIP THIS PAGE IF YOU ARE NOT INSTALLING THIS AGENT ON A UNIX COMPUTER.

Click Mext » to continue with the deployment.

WHERE TO INSTALL

Install the software on a UNIX computer on which the Sybase server resides, and satisfies the minimum requirements specified in the System Requirements.

For Solaris, software can be installed on one of the following:

e Unix computer hosting the global zone on which Sybase server resides, and satisfies the minimum requirements specified in the System Requirements.

e Unix computer in a non global zone on which Sybase server resides, and satisfies the minimum requirements specified in the system requirements.

INSTALLATION BEFORE YOU BEGIN

The software can be installed using one of the following methods: Download Software Packages
Download the latest software package to perform the install.

METHOD 1: INTERACTIVE INSTALL Verify System Requirements

Use this procedure to directly install the software from the installation package or a  Verify that the computer in which you wish to install the
network drive. software satisfies the System Requirements.

METHOD 2: INSTALL SOFTWARE FROM COMMCELL CONSOLE

Use this procedure to remotely install the software on a client computer.

METHOD 1: INTERACTIVE INSTALL

1. Logon to the client computer as root or as a sudo user.

If you are installing the software using a sudo user account, make sure that sudo user
account is configured on this computer. For more information, see FAQ - Install.

2.
Use the following options depending upon on your environment:
o On Global Zone or Unix machine, run the following command to mount
the cd:
mount -t is09660,udf /dev/cdrom /mnt/cdrom
Run the following command from the Software Installation Package or
mount point:
. /cvpkgadd
e On a Non-Global Zone, run the following commands to mount the cd:
mkdir <Non-Global Zone root location>/<Non-Global Zone local
directory>
mount -F lofs <Global zone software Install package mount
point> <Non-Global Zone root location>/<Non-Global Zone
local directory>
Connect to Non-Global Zone terminal
Run the following command from the Software Installation Package or
mount point:
. /cvpkgadd
3. The product banner and other information is displayed.
Press Enter.
4. Read the license agreement. Type y and press Enter.
5. Press Enter. Please select a setup task you want to perform from the

list below:

Advance options provide extra setup features such as
creating custom package, recording/replaying user
selections and installing External Data Connector
software.

1) Install data protection agents on this computer

2) Advance options
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10.

11.

12,

13.

Press Enter.

If you have only one network interface, press Enter to accept the default network
interface name and continue.

If you have multiple network interfaces, enter the interface name that you wish to use
as default, and then press Enter.

The interface names and IP addresses depend on the computer in which
the software is installed and may be different from the example shown.

Press Enter.

Type the number associated with the Sybase iDataAgent and press Enter.

A confirmation screen will mark your choice with an "X".

Type d for Done, and press Enter.

Press Enter.

Type the appropriate number to install the latest software scripts and press Enter.

o Select Download from the software provider website to download
the latest software scripts. Make sure you have internet access.

o Select Use the one in the installation media to install the software
scripts from the package or share from which the installation is
currently being performed.

e Select Use the copy I already have by entering its unix path, to
specify the path if you have the software script in an alternate
location.

Press Enter.

3) Exit this menu
Your choice: [1]

Certain Calypso packages can be associated with a virtual
IP, or in other words, installed on a "virtual machine"
belonging to some cluster. At any given time the virtual
machine's services and IP address are active on only one
of the cluster's servers. The virtual machine can "fail-
over" from one server to another, which includes stopping
services and deactivating IP address on the first server
and activating the IP address/services on the other
server.

You now have a choice of performing a regular Calypso
install on the physical host or installing Calypso on a
virtual machine for operation within a cluster.

Most users should select "Install on a physical machine"
here.

1) Install on a physical machine
2) Install on a virtual machine
3) Exit

Your choice: [1]

We found one network interface available on your machine.
We will associate it with the physical machine being
installed, and it will also be used by the CommServe to
connect to the physical machine. Note that you will be
able to additionally customize Datapipe Interface Pairs
used for the backup data traffic later in the Calypso Java

GUI.

Please check the interface name below, and make
connections if necessary:

Physical Machine Host Name: [angel.company.com]

Please specify the client name for this machine.

It does not have to be the network host name: you can
enter any word here without spaces. The only requirement
is that it must be unique on the CommServe.

Physical Machine Client name: [angel]

Install Calypso on physical machine 172.19.99.62

Please select the Calypso module(s) that you would like to
install.

[ ] 1) MediaAgent [1301] [CVGxMA]
[ ] 2) UNIX File System iDataAgent [1101] [CVGxIDA]
[ 1 3) Sybase iDataAgent [1202] [CVGxSybIDA]

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here:3

Install Calypso on physical machine 172.19.99.62

Please select the Calypso module(s) that you would like to
install.

[ ] 1) MediaAgent [1301] [CVGxMA]
[X ] 2) UNIX File System iDataAgent [1101] [CVGxIDA]
[X ] 3) Sybase iDataAgent [1202] [CVGxSybIDA]

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here:3

Do you want to use the agents for restore only without
consuming licenses? [no]

Installation Scripts Pack provides extra functions and
latest support and fix performed during setup time. Please
specify how you want to get this pack.

If you choose to download it from the website now, please
make sure you have internet connectivity at this time.
This process may take some time depending on the internet
connectivity.

1) Download from the software provider website.

2) Use the one in the installation media

3) Use the copy I already have by entering its unix path
Your choice: [1] 2

Keep Your Install Up to Date - Latest Service Pack
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14.
Press Enter to accept the default path.

e If you want to specify a different path, type the path and then press Enter.

e If you want to install the software binaries to an NFS shared drive, specify the
directory on which you have mounted the NFS file system and then press Enter.

In order to make sure that the client computer has read/write access to NFS
shared drive, review the steps described in Installing Software Binaries to an NFS
Shared Drive.

Do not use the following characters when specifying the path:
1@#$%N&*():/?\
15. Press Enter to accept the default location.

e Enter a path to modify the default location and press Enter.

e All the modules installed on the computer will store the log files in this
directory.

16. Type Yes and press Enter.

If you do not want to assign a group to software, type no, press Enter
and proceed to step 18.

17. Type the Group name and then press Enter.

18. Type d for done with the selection and press Enter.

This screen is displayed if you do not assign any group to the software and type no in
step 16.

19. This prompt is relevant only when you install on Solaris. Press Enter to accept the
default value for Number of Streams.

You can type the Number of Streams that you plan to run at the same
time and then press Enter.

Latest Service Pack provides extra functions and latest
support and fix for the packages you are going to install.
You can download the latest service pack from software
provider website.

If you decide to download it from the website now, please
make sure you have internet connectivity at this time.
This process may take some time depending on the internet
connectivity.

Do you want to download the latest service pack now? [no]

Please specify where you want us to install Calypso
binaries.

It must be a local directory and there should be at least
176MB of free space available. All files will be installed
in a "calypso" subdirectory, so if you enter "/opt", the
files will actually be placed into "/opt/calypso".

Installation Directory: [/opt]

Please specify where you want to keep Calypso log files.

It must be a local directory and there should be at least
100MB of free space available. All log files will be
created in a "calypso/Log Files" subdirectory, so if you
enter "/var/log", the logs will actually be placed into
"/var/log/calypso/Log Files".

Log Directory: [/var/log]

Most of Software processes run with root privileges, but
some are launched by databases and inherit database access
rights. To make sure that registry and log files can be
written to by both kinds of processes we can either make
such files world-writeable or we can grant write access
only to processes belonging to a particular group, e.g. a

"calypso" or a "dba" group.

We highly recommend now that you create a new user group
and enter its name in the next setup screen. If you choose
not to assign a dedicated group to Software processes, you
will need to specify the access permissions later.

If you're planning to backup Oracle DB you should use
"dba" group.

Would you like to assign a specific group to Software?
[yes]

Please enter the name of the group which will be assigned
to all Software files and on behalf of which all Software

processes will run.

In most of the cases it's a good idea to create a
dedicated "calypso" group. However, if you're planning to
use Oracle iDataAgent or SAP Agent, you should enter
Oracle's "dba" group here.

Group name: dba
REMINDER

If you are planning to install Calypso Informix, DB2,
PostgreSQL, Sybase or Lotus Notes iDataAgent, please make
sure to include Informix, DB2, etc. users into group
"dba".

Access Permissions for Other Users.Installer will assign
full access rights to root user and its belonging group
for all installed Calypso files and its processes.For any
other users, you can specify the access permissions now.
However, since you chose not to assign a dedicated group
in previous step, make sure you specify sufficient access
rights for other users if you are also planning to install

Calypso agents involving third party software protection.

[X] 1) Allow read permission to other users
[X] 2) Allow write permission to other users
[X] 3) Allow execute permission to other users

a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here: d

Number of Streams

IMPORTANT : Please read install document "Configure Kernel
Parameters - Unix/Macintosh" from "Books Online" before
you start configuring kernel parameters. Please enter the
total number of streams that you plan to run at the same
time. We need to make sure that you have enough semaphores
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20.

21.

22,

23.

24,

25.

26.

27.

28.

Press Enter if you do not want the changes to be updated automatically.

e If you want the changes to be made automatically, type Yes and then
press Enter.

o You will come across this prompt when you install the software on the
earlier versions of Solaris.

Press Enter.

Press Enter.

You will see this prompt if you have accepted the default no and pressed Enter in
step 20.

Type a network TCP port number for the Communications Service (CVD) and press
Enter.

Type a network TCP port number for the Client Event Manager Service (EvMgrC) and
press Enter.

If you do not wish to configure the firewall services, press Enter.

If this computer is separated from the CommServe by firewall(s), type
Yes and then press Enter.

For firewall options and configuration instructions, see Firewall
Configuration and continue with the installation.

Type the fully qualified CommServe host name and press Enter.

Ensure that the CommServe is accessible before typing the name;
otherwise the installation will fail.

Press Enter.

Type the number associated with the Client Group and press Enter.

This screen will be displayed only if Client Groups are configured for the
CommCell.

A confirmation screen will mark your choice with an "X".

and shared memory segments configured in /etc/system.
Number of streams [10]

We now need to modify the /etc/system configuration file
on this computer. It is done to make sure that there will
be enough shared memory and semaphores available for
Calypso programs. Please review the changes below and
answer "yes" if you want us to apply them to

the /etc/system file. Otherwise, the installation will
proceed, the changes will be saved to some other file, and
you will have to apply them manually.

set shmsys:shminfo shmmni=8570 (was 7930)

set shmsys:shminfo shmseg=8420 (was 7780)

set semsys:seminfo semmns=10320 (was 9680)

set semsys:seminfo:semmni:8570 (was 7930)

set semsys:seminfo_semms1=8570 (was 7930

Do you want us to apply these changes now? [no]

Changes saved into /etc/system.gal.1744
Press <ENTER> to continue.

Although a ’'no’ answer can be selected to this question
during install, the user should make sure the min
requirements (below) for shared memory are met, otherwise
the backups may fail (the message in logs is ’could not
start the pipeline’).

set shmsys:shminfo shmmax=4199304

set shmsys:shminfo shmmin=1

set semsys:shminfo shmmni=640

set semsys:shminfo shmseg=640

set semsys:seminfo:semmns:640

set semsys:seminfo semmni=640

set semsys:seminfoisemmsl:640

set maxusers=256

Press <ENTER> to continue.

Every instance of Calypso should use a unique set of
network ports to avoid interfering with other instances

running on the same machine.

The port numbers selected must be from the reserved port
number range and have not been registered by another
application on this machine.

Please enter the port numbers.
Port Number for CVD : [8400]
Port Number for EvMgrC: [8402]

Is there a firewall between this client and the CommServe?
[no]

Please specify hostname of the CommServe below. Make sure
the hostname is fully qualified, resolvable by the name
services configured on this machine.

CommServe Host Name: mycommserve.company.com

Commcell Level Global Filters are set through Calypso
GUI's Control Panel in order to filter out certain
directories or files from backup Commcell-widely. If you
turn on the Global filters, they will be effective to the
default subclient. There are three options you can choose
to set the filters.

1) Use Cell level policy
2) Always use Global filters
3) Do not use Global filters

Please select how to set the Global Filters for the
default subclient? [1]

Client Group(s) is currently configured on CommServe
cs.company.com. Please choose the group(s) that you want

to add this client client.company.com to.
[ ] 1) Unix
[ ] 2) DR

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here: 1

Client Group(s) is currently configured on CommServe
cs.company.com. Please choose the group(s) that you want
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29.

30.
31.
32.

33.
34.

35.

36.

i

CHOICE

37.

Type d for done with the selection, and press Enter to continue.

Enter the number associated with the storage policy you want use and press Enter.

If you do not have Storage Policy created, this message will be displayed.

You may not be prompted for user input.

You can create the Storage Policy later in step 37.

Type the Sybase user ID and press Enter
Type the name of the user group for Sybase and press Enter.

Type the name of the Sybase Adaptive server and press Enter.

Type the name of the Sybase home directory and press Enter.
Type the name of the Sybase ASE directory and press Enter.

The Sybase ASE (Adaptive Server Enterprise) server library is generally located under
the Sybase ASE server install/home directory.

Type the name of the Sybase OCS variable and press Enter.

You can view the location of this variable in sybase.env file residing in home
directory.

Listing the values that you entered.

Type 3 to the Exit option and press Enter.

The installation is now complete.

If you already have a storage policy selected in step 29, proceed to the
Configuration section.

If you do not have Storage Policy created, follow the procedure given below.

1. From the CommCell Browser, navigate to Policies.
2. Right-click the Storage Policies and then click New Storage Policy.

3. Follow the prompts displayed in the Storage Policy Wizard. The required options
are mentioned below:
O Select the Storage Policy type as Data Protection and Archiving and click
Next.

to add this client client.company.com to.
[X ] 1) Unix
[ ] 2) DR

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here: d
Please select one storage policy for this IDA from the
list below:

1) SP_StandAloneLibrary2 2

2) SP_Library3_3

3) SP_MagLibrary4 4

Storage Policy: [1]

There seem to be no Storage Policies configured on the
CommServe. Before you can run any backups of this IDA, you
will need to install a MediaAgent, create a Storage Policy

and assign it to all subclients..
Adjusting modes and permissions of files

Successfully installed Calypso

Please enter SYBASE user ID [sybase]:
Please enter user group for sybase [sybase]:

Please enter SYBASE home
directory: /test2/sybase/sybasel2.5 64

Please enter the SYBASE SERVER Name: cross_mc

Please enter the SYBASE ASE directory: ASE-12_5

Please enter the SYBASE _OCS variable: 0CS-12_5

Values input are:

SYBASE_USER=sybase

SYBASE_GRP =sybase

CXDIR =/opt/Calypso/Base

SYBASE SERVER =cross mc

SYBASE =/test2/sybase/sybasel2.5_ 64

SYBASE_ASE =/test2/sybase/sybasel2.5 64/ASE-12_5
SYBASE_OCS =/test2/sybase/sybasel2.5_64/0CS-12_5
SYBLIBPATH =/test2/sybase/sybasel2.5 64/ASE-12_5/1ib

Certain Calypso packages can be associated with a virtual
IP, or in other words, installed on a "virtual machine"
belonging to some cluster. At any given time the virtual
machine's services and IP address are active on only one
of the cluster's servers. The virtual machine can "fail-
over" from one server to another, which includes stopping
services and deactivating IP address on the first server
and activating the IP address/services on the other
server.

Currently you have Calypso installed on physical node
angel.company.com.

Now you have a choice of either adding another package to
the existing installation or configure Calypso on a
virtual machine for use in a cluster.

1) Add another package to angel.company.com
2) Install Calypso on a virtual machine
3) Exit

Your choice: [1] 3
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O Enter the name in the Storage Policy Name box and click Next.
O From the Library list, click the name of a disk library to which the primary
copy should be associated and then click Next.

Ensure that you select a library attached to a MediaAgent operating in the
current release.

o From the MediaAgent list, click the name of a MediaAgent that will be used
to create the primary copy and then click Next.

O For the device streams and the retention criteria information, click Next to
accept default values.

O Select Yes to enable deduplication for the primary copy.
O From the MediaAgent list, click the name of the MediaAgent that will be used
to store the Deduplication store.

Type the name of the folder in which the deduplication database must be
located in the Deduplication Store Location or click the Browse button to
select the folder and then click Next.

O Review the details and click Finish to create the Storage Policy.

METHOD 2: INSTALL SOFTWARE FROM COMMCELL CONSOLE

1.

From the CommCell Browser, select Tools | Add/Remove Software | Install
Software.

Click Next.

Select Unix and Linux.

Click Next.

Select Manually Select Computers.

Click Next.

murphy - CommCell Consale

Summary
Fy Browss & Recover...
£ commeel Job Cantraller

@ murphy x 3ob Controller % 4 b B

B Scheduer... murphy >

= Client d {28 Event viewer & @ o
o L et seewny
o ¢ seeins] @ Control Pancl Computers
S 3
o Data Replication Manitor
& ol Report]
& Corte k4 il =]
—
. i
——lﬂila“ Software

AddjRemove Software Configuration

£ Commeell Browser

' Agents

Installer

Instaif Wizard

Click Next to continue.

G »

This wizard guides you through the steps required to install software on computers.

Select the computer’s operating system

© windows

Clmemed)

2

G »
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Installer X

Select how to discover the computers for installing the software

@ Fianuially select campliters
Software wil be installed only on the selected list of computers.

(O Automatically discover computers
Computers wil be discovered when the job runs.

=) »-

5. Enter the fully qualified domain name of the computer on which SQL Server resides. Installer X
For example: apple.domain.company.com Enter the host names of the computers
Click Next Please enter the host names of the computers, one per line

apple.domain.company. ) Impart From File
Impart From Active Directory
Select from existing chents

6. Click Next. Installer 5]

Select Software Cache

To use current Client or Clisnt Group Software Cache sektings, dlick Nexxt. To override Softwars Cache settings check.
Ovenide Software Cache and select the Software Cathe to be used

[C] override Software Cache

murphy doriain, company.com

3

7. Specify User Name and Password that must be used to access the client computer. Instatler X

Click Next. Enter Account Information

The specified account should have administrative access to the computer, IF you are instaling
multiple clients, the user should have access to all dients.

The user must be an Administrator or a member of the Administrator
group on that computer.

User Mame: ‘

Example:domainusername

Password: ‘ ‘

Confirm Password: | ]

o) (=20 »

8. Select Sybase iDataAgent.
Click Next.
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9. From Storage Policy to use list, click storage policy.

Click Next.

10. In the Sybase ASELibrary Path box, type the path to the Sybase ASE Library.

The Sybase ASE (Adaptive Server Enterprise) server library is generally located under

the Sybase ASE server install directory.
Click Next.

11. Click Reboot (if required) and then click Next.

When Reboot (if required) is selected, the install program will
automatically reboot the client computer and resume the installation.

12. Click Immediate.
Click Next.

Installer

Select Package(s) to Install

1 Smpana Al
= £ Cllent Modues
£ Backup & Recovery

= £ Fie System
B LN Fil System DataAgent
[ File System NOMP Restore Enabler
[ Proxytost Datagent
O] tmage Level iDataAgent
[0 Novel OFS File System DataAgent
00 Novell OES Groupwise DataBase iDataAgent
0] Movel OS Directory Services
00 1mage Level ProxyHost iDataAgent

= £ Database:
[ oB2 Datadgent
O mysQL iDatangent
O PostGres iDataAgent
] Documentum DataAgent
[~ Jsibase Datangent
O Oracle iDataAgent
I SAP for Oracle.
0 5P for MaxoB

= £ Lotus Notes
[ Lotus Notes Database DataAgent
[0J Lotus Notes Document iDataAgent
00 Domino Mailbox Archiver Agent

=) &) »

ettings for

Recommended Settings

dlobalFiters Use Cellevel polcy =

] ConfioureFor Laptop Bachups

Storage Polcy To Use ]

G B »

Installer

Enter the Install Options for the selected Software

Agent Specic Settings
= Components
= Sybase

(Srbase AsELibrary Path [jsybase/1s.5/AsE-15_0/ib )

>

Installer 3]

Enter Additional instalf Options

= Installer Flags
nstall Updates.
[ Reboct (F reuire)
Kl romser Processes F recured)
[ trore Runring Jbs
] Stop Orece Services (F requred)
] skipciits th are eady partofthe CommCel componen:
Advanced Options
Delete Packages After Instal

[Z]tgnore ClentjHost Name Corflkt

nsall Result Log Location
] sl Agents For Restore Oy
Optional Settings.

= JobResult Directory

Path

et w002
Emarcpot w02ls|
rstal Directory ]
Log e Locaton ]

Commserve Host Name. ]
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Installer, g|
Please Select When To Run The Job

Job Initiation

(&) Immediate

Rur this job now

) schedule

Configure Schedule Pattern Configure

Ce ) @) Bovemon | Lrom

installer

13. Click Finish.

Summary

Please verify all the selected options and click Finish to run the job immediately or click Save As Script to save
the job options as a scrip.

Ctient Install Option .
Select Type Of Installation: Unix and Linux

Select Type Of Client Discovery: Manually select computers

Reuse Active Directory credentials: No

Client Authentication for Job

User Name: root

Password: **+*

Install Flags

Install Updates: Yes

Reboot (if required): No

Kill Browser Processes (if required): No

Ignore Running Jobs: No

Stop Oracle Services (if required): No

Skip clients that are already part of the CommCell component: No
Delete Packages After Install: Yes

(B ooveresam ] ==
14. You can track the progress of the job from the Job Controller or Event Viewer o — e
WIndOW. . Opaulm Clent Co..._gent Type Subdlent | Jcb Type- m orage .. Medwiger: ‘,u frogress _Eoes Ocly Reason ?

[z i e

) et ver i o bty

ve
[P Foa
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a T #
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@ = C

a = s s o7 oD ok 4 ke Dndus loysam Dstasgueontheclr gt oo,

@ = e 1130 s woh  ma el s ogedon
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15. Once the Sybase iDataAgent is installed from CommcCell Console, run this command Syb _install.sh
from <calypso >/iDataAgent on the client computer.

For example:

root@clientlnx#./Syb_install.sh

[:( F‘reviﬂus::lj: Mext ):]
ADDITIONAL INSTALLATION METHODS

Custom Package
Create a compact software package for quick deployment to multiple clients

Remote Install
Deploy the software from CommCell Console on multiple clients.

Silent Install
Deploy the software silently on multiple clients.
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Getting Started Deployment on a UNIX Cluster - Sybase
iDataAgent

« Previous | Mext »

SKIP THIS PAGE IF YOU ARE NOT INSTALLING THIS AGENT ON A UNIX CLUSTER.

Click Mext » to begin Configuration.

WHERE TO INSTALL BEFORE YOU BEGIN

Install the software on a client computer that you want to protect and is part of a Cluster which

satisfies the minimum requirements specified in the System Requirements. Download Software Packages

Download the latest software package to perform the install.

Verify System Requirements

Make sure that the computer in which you wish to install
the software satisfies the System Requirements.

INSTALLING THE SYBASE IDATAAGENT IN UNIX CLUSTERED ENVIRONMENT

1. Logon to the active node as root.
2. If your are installing the software from CD, run the following command to mount the
CD:

mount -t is09660,udf /dev/cdrom /mnt/cdrom
Run the following command from the Software Installation Package or mount point:
. /cvpkgadd
3. The product banner and other information is displayed.

Press Enter.

4. Read the license agreement. Type y and press Enter.

5. Press Enter. Please select a setup task you want to perform from the
list below:
Advance options provide extra setup features such as
creating custom package, recording/replaying user
selections and installing External Data Connector
software.
1) Install data protection agents on this computer
2) Advance options
3) Exit this menu
Your choice: [1]

6. 32 or 642

e If your computer is 32-bit, or if you want to install 32-bit binaries on 64-bit
computer, press Enter. This machine supports both 32 bit and 64 bit binaries. By

e If your computer is 64-bit, and want to install 64-bit binaries, type 2, and then default, we will install 32 bit binary set that has full
press Enter support for all the modules included in this package.

Please note that 64 bit binary set currently only support
limited modules.

e This prompt is displayed only when you are installing on AIX, HP-UX,
or Solaris computers.

e You can determine this by verifying whether all the components that
you wish to install in this computer are supported in 64-bit in System Your choice: [1]
Requirements

e Note that when the first component is installed using 64-bit binaries,
you cannot subsequently install another component using 32-bit. (Or
vice-versa.)

1) All platforms(32 bit)

2) FS and MS only (64 bit)

7. Type 2, and press Enter to install on a computer which is part of a Cluster. Certain Calypso packages can be associated with a virtual
IP, or in other words, installed on a "virtual machine"
belonging to some cluster. At any given time the virtual
machine's services and IP address are active on only one
of the cluster's servers. The virtual machine can "fail-
over" from one server to another, which includes stopping
services and deactivating IP address on the first server
and activating the IP address/services on the other

server.

You now have a choice of performing a regular Calypso
install on the physical host or installing Calypso on a
virtual machine for operation within a cluster.

Most users should select "Install on a physical machine"
here.

1) Install on a physical machine
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2) Install on a virtual machine
3) Exit

Your choice: [2]

8. Type the name of the computer that you want to configure or its corresponding IP Please enter the hostname or IP address of the virtual
address and press Enter machine being installed. It can be either short or long;

the only requirement is that it must be resolvable by the
name services configured on this machine
WARNING: You should follow this path ONLY if this host

participates in a cluster and you really want to install
Calypso on the virtual machine. This is NOT how most

people will use Calypso.

If you got into this screen by mistake, hit "“C and restart
cvpkgadd.

Virtual Machine Host Name:devm.mycompany.com
9. Press Enter. Virtual Machine Client Name
Please specify the client name for this machine.
It does not have to be the network host name: you can
enter any word here without spaces. The only requirement

is that it must be unique on the CommServe.

Virtual Machine Client Name: [devm]

10. Specify the network interface that you want to associate with the physical machine Even though it is a virtual machine that you are
and press Enter installing now, we still have to ask you to provide
: hostname and client name for the physical node.
This prompt appears only when the Unix File System iDataAgent is not Network interfaces with the following IPs are available on
installed on the physica|node_ your system. Please select the one that you want to be

associated with Calypso physical machine. The interface
should be static, and should not get disabled in case of
cluster failover.

1) mackrel71l
2) mackrel
3) mackrell

Interface number: [1] 2

11. Verify the name of the physical interface and make any required changes. Then press Please verify the physical interface name below. Make it
Enter as complete (with fully qualified domain name) as
. possible.

Physical Hostname: [mackrel]

12. Enter a node name for the physical machine and press Enter. Even though you are installing Calypso on a virtual
machine, we still need to ask you to provide a node name

for the physical machine.

It does not have to be the network host name: you can
enter any word here without spaces. The only requirement
is that it must be unique on the CommServe.

Physical Machine Node Name: [mackrel]

13. Type the number associated with the Sybase iDataAgent and press Enter. Install Calypso on physical machine mackrell

Please select the Calypso module(s) that you would like to
install.

[ 1 1) MediaAgent [1301] [CVGxMA]
[ ] 2) UNIX File System iDataAgent [1101] [CVGxIDA]
[ ] 3) Sybase iDataAgent [1202] [CVGxSybIDA]

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here:3

14. A confirmation screen will mark your choice with an "X". Install Calypso on physical machine mackrell
Type d for Done, and press Enter. Please select the Calypso module(s) that you would like to
install.
[ ] 1) MediaAgent [1301] [CVGxMA]

[X] 2) UNIX File System iDataAgent [1101] [CVGxIDA]
[X] 3) Sybase iDataAgent [1202] [CVGxSybIDA]

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here:d

15. Press Enter. Do you want to use the agents for restore only without
consuming licenses? [no]

16. Type the appropriate number to install the latest software scripts and press Enter. Installation Scripts Pack provides extra functions and
latest support and fix performed during setup time. Please

. . specify how you want to get this pack.
o Select Download from the software provider website to download P v v g P

the latest software scripts. Make sure you have internet access. If you choose to download it from the website now, please
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o Select Use the one in the installation media to install the software
scripts from the package or share from which the installation is
currently being performed.

e Select Use the copy I already have by entering its unix path, to
specify the path if you have the software script in an alternate
location.

Enter a node name for the physical machine and press Enter.

17. Press Enter.

18
Press Enter to accept the default path.

e If you want to specify a different path, type the path and then press Enter.

e If you want to install the software binaries to an NFS shared drive, specify the
directory on which you have mounted the NFS file system and then press Enter.

In order to make sure that the client computer has read/write access to NFS

shared drive, review the steps described in Installing Software Binaries to an NFS

Shared Drive.
Do not use the following characters when specifying the path:
1@#$%N&*():/?\

19. Press Enter to accept the default location.

e Enter a path to modify the default location and press Enter.

e All the modules installed on the computer will store the log files in this
directory.

20. Type Yes and press Enter.

If you do not want to assign a group to software, type no, press Enter
and proceed to step 22.

21. Type the Group name and then press Enter.

22, Type d for done with the selection and press Enter.

This screen is displayed if you do not assign any group to software and type no in
step 20.

make sure you have internet connectivity at this time.
This process may take some time depending on the internet
connectivity.

1) Download from the software provider website.
2) Use the one in the installation media
3) Use the copy I already have by entering its unix path

Your choice: [1] 2

Keep Your Install Up to Date - Latest Service Pack

Latest Service Pack provides extra functions and latest
support and fix for the packages you are going to install.
You can download the latest service pack from software
provider website.

If you decide to download it from the website now, please
make sure you have internet connectivity at this time.
This process may take some time depending on the internet
connectivity.

Do you want to download the latest service pack now? [no]

Please specify where you want us to install Calypso
binaries.

It must be a local directory and there should be at least
176MB of free space available. All files will be installed
in a "calypso" subdirectory, so if you enter "/opt", the
files will actually be placed into "/opt/calypso".

Installation Directory: [/opt]

Please specify where you want to keep Calypso log files.

It must be a local directory and there should be at least
100MB of free space available. All log files will be
created in a "calypso/Log Files" subdirectory, so if you
enter "/var/log", the logs will actually be placed into
"/var/log/calypso/Log Files".

Log Directory: [/var/log]

Most of Software processes run with root privileges, but
some are launched by databases and inherit database access
rights. To make sure that registry and log files can be
written to by both kinds of processes we can either make
such files world-writeable or we can grant write access
only to processes belonging to a particular group, e.g. a

"calypso" or a "dba" group.

We highly recommend now that you create a new user group
and enter its name in the next setup screen. If you choose
not to assign a dedicated group to Software processes, you
will need to specify the access permissions later.

If you're planning to backup Oracle DB you should use
"dba" group.

Would you like to assign a specific group to Software?
[yes]

Please enter the name of the group which will be assigned
to all Software files and on behalf of which all Software

processes will run.

In most of the cases it's a good idea to create a
dedicated "calypso" group. However, if you're planning to
use Oracle iDataAgent or SAP Agent, you should enter
Oracle's "dba" group here.

Group name: dba
REMINDER

If you are planning to install Calypso Informix, DB2,
PostgreSQL, Sybase or Lotus Notes iDataAgent, please make
sure to include Informix, DB2, etc. users into group
"dba".

Access Permissions for Other Users

Installer will assign full access rights to root user and
its belonging group

for all installed Calypso files and its processes.

For any other users, you can specify the access
permissions now. However, since you chose not to assign a
dedicated group in previous step, make sure you specify
sufficient access rights for other users if you are also
planning to install Calypso agents involving third party

software protection.
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23.

24,

25.

26.

27.

28.

29.

30.

This prompt is relevant only when you install on Solaris. Press Enter to accept the
default value for Number of Streams.

You can type the Number of Streams that you plan to run at the same
time and then press Enter.

Press Enter if you do not want the changes to be updated automatically.

e If you want the changes to be made automatically, type Yes and then
press Enter.

o You will come across this prompt when you install the software on the
earlier versions of Solaris.

Press Enter.

Press Enter.

You will see this prompt if you have accepted the default no and pressed Enter in
step 24.

Type a network TCP port number for the Communications Service (CVD) and press
Enter.

Type a network TCP port number for the Client Event Manager Service (EvMgrC) and
press Enter.

If you do not wish to configure the firewall services, press Enter.

If this computer is separated from the CommServe by firewall(s), type
Yes and then press Enter.

For firewall options and configuration instructions, see Firewall
Configuration and continue with the installation.

Type the fully qualified CommServe host name and press Enter.

Ensure that the CommServe is accessible before typing the name;
otherwise the installation will fail.

Press Enter.

[X] 1) Allow read permission to other users
[X] 2) Allow write permission to other users

[X] 3) Allow execute permission to other users

a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]
Enter number (s)/one of "a,n,r,q,d,>,<,?" here: d

Number of Streams

IMPORTANT : Please read install document "Configure Kernel
Parameters - Unix/Macintosh" from "Books Online" before
you start configuring kernel parameters. Please enter the
total number of streams that you plan to run at the same
time. We need to make sure that you have enough semaphores
and shared memory segments configured in /etc/system.

Number of streams [10]

We now need to modify the /etc/system configuration file
on this computer. It is done to make sure that there will
be enough shared memory and semaphores available for
Calypso programs. Please review the changes below and
answer "yes" if you want us to apply them to

the /etc/system file. Otherwise, the installation will
proceed, the changes will be saved to some other file, and
you will have to apply them manually.

set shmsys:shminfo shmmni=8570 (was 7930)

set shmsys:shminfo shmseg=8420 (was 7780)

set semsys:seminfo_semmns=10320 (was 9680)

set semsys:seminfo_semmni=8570 (was 7930)
set semsys:seminfo_semms1=8570 (was 7930)

Do you want us to apply these changes now? [no]
Changes saved into /etc/system.gal.1744
Press <ENTER> to continue.

Although a ’'no’ answer can be selected to this question
during install, the user should make sure the min
requirements (below) for shared memory are met, otherwise
the backups may fail (the message in logs is ’could not
start the pipeline’).

set shmsys:shminfo shmmax=4199304

set shmsys:shminfo shmmin=1

set semsys:shminfo shmmni=640

set semsys:shminfo shmseg=640

set semsys:seminfoisemmns:640

set semsys:seminfo:semmni:640

set semsys:seminfo semmsl=640

set maxusers=256

Press <ENTER> to continue.

Every instance of Calypso should use a unique set of
network ports to avoid interfering with other instances

running on the same machine.

The port numbers selected must be from the reserved port
number range and have not been registered by another
application on this machine.

Please enter the port numbers.
Port Number for CVD : [8400]
Port Number for EvMgrC: [8402]

Is there a firewall between this client and the CommServe?

[no]

Please specify hostname of the CommServe below. Make sure
the hostname is fully qualified, resolvable by the name

services configured on this machine.

CommServe Host Name: mycommserve.company.com

Commcell Level Global Filters are set through Calypso
GUI's Control Panel in order to filter out certain
directories or files from backup Commcell-widely. If you
turn on the Global filters, they will be effective to the
default subclient. There are three options you can choose

to set the filters.

1) Use Cell level policy

2) Always use Global filters
3) Do not use Global filters

Please select how to set the Global Filters for the
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default subclient? [1]

31. Type the number associated with the Unix File System iDataAgent and press Client Group(s) is currently configured on CommServe
Enter cs.company.com. Please choose the group(s) that you want

to add this client client.company.com to.
[ ] 1) Unix
[ ] 2) DR

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here: 1

32. A confirmation screen will mark your choice with an "X". Client Group(s) is currently configured on CommServe
cs.company.com. Please choose the group(s) that you want
Type d for Done, and press Enter. to add this client client.company.com to.

[X ] 1) Unix
[ ] 2) DR

[a=all n=none r=reverse g=quit d=done >=next <=previous ?
=help]

Enter number (s)/one of "a,n,r,q,d,>,<,?" here: d

33. Enter the number associated with the storage policy you want use and press Enter. Please select one storage policy for this IDA from the
list below:

1) SP_StandAloneLibrary2 2
2) SP_Library3_3
3) SP_MagLibrary4 4

Storage Policy: [1]

If you do not have Storage Policy created, this message will be displayed. There seem to be no Storage Policies configured on the
CommServe. Before you can run any backups of this IDA, you
You may not be prompted for user input. will need to install a MediaAgent, create a Storage Policy

and assign it to all subclients..

You can create the Storage Policy later in step 41.
Adjusting modes and permissions of files

Successfully installed Calypso

34. Type the Sybase user ID and press Enter Please enter SYBASE user ID [sybase]:
35. Type the name of the user group for Sybase and press Enter Please enter user group for sybase [sybase]:
36. Type the name of the Sybase Adaptive server and press Enter. Please enter SYBASE home

directory: /test2/sybase/sybasel2.5 64
37. Type the name of the Sybase home directory and press Enter. Please enter the SYBASE SERVER Name: cross_mc
38. Type the name of the Sybase ASE directory and press Enter. Please enter the SYBASE_ASE directory: ASE-12_5

The Sybase ASE (Adaptive Server Enterprise) server library is generally located under
the Sybase ASE server install directory.

39. Type the name of the Sybase OCS variable and press Enter. Please enter the SYBASE OCS variable: 0CS-12 5

Listing the values that you entered. Values input are:

SYBASE_USER=sybase

SYBASE_GRP =sybase

CXDIR =/opt/Calypso/Base

SYBASE SERVER =cross_mc

SYBASE =/test2/sybase/sybasel2.5_ 64

SYBASE_ASE =/test2/sybase/sybasel2.5 64/ASE-12_5
SYBASE_OCS =/test2/sybase/sybasel2.5_64/0CS-12_5
SYBLIBPATH =/test2/sybase/sybasel2.5 64/ASE-12_5/1ib

40. Type 4 to the Exitopﬂon and press Enter. Calypso is currently configured on virtual machine
devmc.company.com.
The installation is now complete.
Now you have an option of installing Calypso on physical
machine, another virtual machine or you can add a new
package to devmc.company.com.

Add a new package to hpuxmcl.company.com
Install Calypso on the physical machine
Install Calypso on another virtual machine
Exit

W N

Your choice: [4]

45-  If you already have a storage policy selected in step 33, proceed to the
cnoice  Configuration section.

If you do not have Storage Policy created, follow the procedure given below.

1. From the CommCell Browser, navigate to Policies. @ %8 W o

& Conmcel Bauser

& Storage polices e

2. Right-click the Storage Policies and then click New Storage Policy. g;ai:Mm,c,w s soa
3. Follow the prompts displayed in the Storage Policy Wizard. The required options gi‘:m ooy 1
b Prieriig
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are mentioned below:

o

o
o]

Select the Storage Policy type as Data Protection and Archiving and click
Next.

Enter the name in the Storage Policy Name box and click Next.
From the Library list, click the name of a disk library to which the primary
copy should be associated and then click Next.

Ensure that you select a library attached to a MediaAgent operating in the
current release.

From the MediaAgent list, click the name of a MediaAgent that will be used
to create the primary copy and then click Next.

For the device streams and the retention criteria information, click Next to
accept default values.

Select Yes to enable deduplication for the primary copy.
From the MediaAgent list, click the name of the MediaAgent that will be used
to store the Deduplication store.

Type the name of the folder in which the deduplication database must be
located in the Deduplication Store Location or click the Browse button to
select the folder and then click Next.

Review the details and click Finish to create the Storage Policy.

« Pravious | MNext »
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Getting Started Configuration - Sybase iDataAgent

Once the Sybase iDataAgent is installed, configure the Sybase Server and subclient as follows:

1. e From the CommCell Browser, navigate to Client Computers | <Client>.
e Right-click Sybase, point to All Tasks, and then click New Sybase Server.
2. In the Server Name box, type the Sybase server name.
3. e In the SA User Name box, type the Sybase administrator user name.
e In the Account Password box, type the account password for the Sybase
administrator user account.
e In the Confirm Password box, re-type the password.
4. In the Sybase Home box, type the path to the Sybase application. Alternatively, click
Browse to select the location.
5.

e In the Sybase ASE box, type the directory name where you installed Adaptive
Server Enterprise (ASE) environment variable.

2 Commeel Bromser

% scrantonet
;- Clint Computer Groups

- iert: Computs> 1
T ohe

B arecbe
;B serartonsd
B snapzonet
B2 sparrow

1 smserved2_2

2 System 4

« Previous

2 D& Sybase x

A1 % swankonsd > @ Client Computers > B2 stortek > B

Instance Name:

7 5150

1 RAC HIMTRACTD

et
e O e ———
4weul Paimg |
sunspal Properties ~
B sunspaf Release License
7 sunsparcdt Operation Window
33 suse1isw
[ TESTRAC
B tikibar_gana
1L tiplerivers
two
[ ubuntu
B2 ubuntu1 00+
B ubuntusio

Create New Sybase Server

Server Properties
Server Name:
SA User Name:
Account Password:
Confirm Password:
Sybase Home
Sybase ASE
Sybase OCS
Configuration File:

Shared Memory Directory:

Storage Policies

Local administrator with
Sybase sysadmin role:

Default Database Storage Policy:

(o ]

SYBS24|

Browse |

Browse
Browse |

test-sp

Cancel | Help

Account Password:
Confirm Password:
Sybase Home
Sybase ASE
Sybase OCS
Configuration File:

Shared Memory Directory:

Storage Policies

Local administrator with
Sybase sysadmin role:

Default Database Storage Policy:

J
Create New Sybase Server [
Server Properties

Server Name: SYBS2A

SA User Name: Admin

Browse |

Browse
Browse |

test-sp

ot

Maxt »
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You can view the location of this directory in sybase.env file residing in home

directory.

variable.

You can view the path to this variable in sybase.env file residing in home directory.

e In the Sybase OCS box, type the Sybase Open Client Server (OCS )environment

Create New Sybase Server ]

Server Properties
Server Name: SYBS2A
SA User Name: Admin
Account Password:

Confirm Passwort

Sybase Home Jopt/sybase

Coypase ase ASE-15_0

Sybase OCS
Confiouration File:

Shared Memory Directory:

Block Size g

Storage Polides
Defouit Database Storage Polcy: - [T N~ |

Local administrator with
Sybase sysadmin role:

(o ] [cmad ] [ ]

BHle Edt View Places Help

=

lost+found simpana

piyush.dat remote.dat remotel dat

Fle Edit View Places
SYsAM-2_0

eybase’ selected (contaiing 31 fers)

erroriog

interfaces SYBASE.csh
SYBASE sh

VBASE anv* selecied (17

" SImAsE G 30/t ybse/chaced /ymE-5 024 szTT
S e
REE 50, opt./<gbase/shated/IRE-E_0_24_6ABIT

2e/005-15 0/include STCLE
LT gt S lab/ses e /b AL
EATRL ot Sypaseocs-15.0 /i SPATH
LD LISRARY PR /optyace /365 15 0/1ib _0/1ib3p64 _0/Lib3p: 5LD_LTSRARY_PATH
EATE opt agaso

mast b /wp\:/syhase/l}

/sybase /Dataheoess/0DBC /L1 SLD

LIBRARY.
O Te AR PATH ob /S oace et ahecescbd /o08E L ST LIBRARY P
SLmnn

T

STEROOTE opt /eyhas

El\m—/ﬂpt/;yhugam/mn soam

SYEBSE_JRE RIDS-/opt/2ybase/shared JRE- 6. 34 EBIT
LD_LIEFARY_PATH/apt/sybase ASE-15_0/11"ST0_EIBRARY_PATH
1D

SThss o
SR 29 goacs ASE-15 0 cbschedulesbia: SPATH

[ —— SN QEree—rer——— =)
‘Server Propertes. =

vT—

Pra— y,wm.,—\ =l
swes =

sppmeccs ’n(sxsn—‘
pr— y—\ =
sregmemery recar: | oo |
pr—

[

[t

)
Bl Edt View Places Help

=

lost4found simpana sybase]
piyush. dat remote dat

Ws-150
(B opt = “sybase* selected (containing 31 tems) Ll | @] D
interfa old

interfaces SvBase csn 5o en)
Svase sn

[Dsybase v "SYBASE env* selected (1.0 K

STERSE_IREG 30 opt ybase/shnced/IRE-E,0_04_SOBIE
SYBASE-TRES /apt/ybase/shaced/IRE-S 0. T4~4BTT
% o

7 <TTE oo o
i na;gwj e /vp:/sys-se/ucs 15 0/1ib: fopt /sybase /065-15_0/1ib3p6a. /opt /sybase/0CS-15_0/1ib3p: SLD_LISRARY PATH
et m-/:':t/m(h:-
SieasepLaze
it M’l‘u-/wp:/syha:e/uum::ess/ﬂn!b/hh s vans o
o onae st ahice 56 /o0hE LS00 LTERAR
SEROT g synaseyshated, SyheentEsians

R

opt/sybase/)\s! 15 D/bm /ay:/mue/lsz 15_0/install: $PATH
et T e ept/yane

LU LIGRARY A /ob oo ASE- 15,11, LASRARY 2R
STBASE Vo-US-15.0

BATH. apt /yhas/ASE-15_0/fobschedulec /bin: SATH
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7. In the Configuration File box, type the path to the configuration file. Alternatively,
click Browse to select the location.

8. In the Shared Memory Directory box, type the location of the directory where you
specify the shared memory file name. When you start an Adaptive Server, it creates a
shared memory file that resides in the home directory. for
example: /opt/sybase/ASE-15_0. Alternatively, click Browse to select the location.

9. In the Default Database Storage Policy box, select the storage policy name.

10. For Unix:

e In the Local administrator with Sybase sysadmin role box, type the user
name of the local system administrator with Sybase sysadmin role privileges.

e Click OK.

For Windows:

e In the Local administrator with Sybase sysadmin role box, type the user
name of the local system administrator with Sybase sysadmin role privileges.

e In the Account Password box, type the password for the user account.
e In the Confirm Password box, re-type the password.
e Click OK.

2T bowig b Sy conbguaton i =)
e
1/ catmremen
e e
stz e
| Srbase 005 oS50
Cotonerks bt S
Fv——
P
[r— 5
) ) @ (e i
Creste New Syosse Server = )
E— e vt 3
o
. e i
i
i
o 12
o i
it
o 12
— o 12
o 1
o 1
o 12
o 1
Coformmtt sl oprS L — oo 1
t i
Sy e im0 =3 il
Defaitt Database Storage Pokcy: st sp. =B :
Loca @Tdsta.
bt—femhy -
o) (o) ) (===
Create New Sybase Server o]
Server Properties
Server Name: SYBS2A
SA User Name: Admin
Account Password:
Confirm Password:
Sybase Home Jopt/sybase Browse
Sybase ASE ASE-15_0
Sybase OCS 0Cs-15_0
c Fie: 15_0/PIYUS g
Shared Memory Directory: | [opt/sybase/ASE-15_0
Storage Polides
f
Local administrator with
Sybase sysadmin role:
o) |
Create New Sybase Server ]
Server Properties
Server Name: SYBS2A
SA User Name: Admin
Account Password: cecseseses
Confirm Password: seesesenes
Sybase Home Jopt/sybase
Sybase ASE ASE-15_0
Sybase OCS 0Cs-15_0
[« File: 15_0/PIYUSHSYBRHEL.cfg
Shared Memory Directory:  fopt/sybase/ASE-15_0
Storage Polides
Default Database Storage Policy: test-sp |
Local administrator with
Sybase sysadmin role: @ad"""| _)
f
(Lo ) [ ] e ] I
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11.
Sybase iDataAgent.

e Right-click the <Instance>, and then click Properties.

12,
e Click OK.

13.
Sybase | <Instance>.

e Right-click the default Subclient, and then click Properties.

14.

Sybase Create Instance

~Server Prop

Server Name:

54 Lser Mame:

Account Password:

Confirm Password:

Sybase Home

Browse

Sybase ASE

Sybase OCS

Configuration File:

Browse

Shared Memary Directary:

Browse:

- Skorage Polic

Default Database Storage Policy:  [test-sp

J

ﬁa\ administrator with vz
Sybase sysadmin role; ¥S.

Account Password: | TeT—
(ﬂnﬁrm Password: | — |

ok | concel | Heb

stotn |

e From the CommCell Browser, navigate to Client Computers | <Client> |

defalt ||| cenera

aasapt
Al Tesks
View
Propties
1 polix
& B porterstem:

0 porrshm2
hsesso

CCs5 0

joradae]syrase/sp1SU3/ASE-55_0

Srared Vemory Drectry: jorac

ase/sbISU3/ASE 150

[ Znable Auto Discovery

Browse

rovze
Brovze

symezzin
SRNNASSUNGRS_LIGRER |

0 [ Concel | hep

e Select the Backup Server from the list.

Properties of Sybase Server:5155dbs12 x|
General | Accounts | Security |
Client Name: dbserve12
iDataAgent: Sybase
Instance Name: S5155dbs12
Version Adaptive Server Enterprise 15.5
G;dmu Server: 5155dbs12_BS -j
Sybase Home [101/sybase/syb155 Browse
Sybase ASE [asE-15 0
Sybase OCS Jocs-15 0
Configuration File: [#u0 1/svbase/syb155/AsE-15_0/S155dbs12.cfg Browse

Shared Memory Directory: |/u0 1/sybase/syb155/ASE-15_0/ib

Browse

I~ Engble Aute Discoveré
Dx =]
oK Cancel I Help
Eronser ) o x

e From the CommCell Browser, navigate to Client Computers | <Client> |

e Click the Storage Device tab.

8 warrors > 8 Cent Conputers > (B pushsyirhe > I8 Sybase > B PIUSSYBRAEL >

Subdientpame

Backup
List Media

Schedules

Operation Window
Delete

:

4
i
&

& B powni2 033
G

2

CEEEE

e
COR PIYUSHSYBRHEL

Storage Polcy
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e In the Storage Policy box, select the storage policy.
° Cllck OK. General | Content PreIPosth(essf:tlvltyconlml

Data Storage Policy | Data Transfer Option | Deduplication

Storage Policy:

Click Mext > to continue. If you do not have Storage Policy created, follow the step CD
given below to create a storage policy.

Create Storage Policy

Number of streams for data backup: 14

15 & Comncalimoms 5| & storage polies

e Click Create Storage Policy.

e Follow the prompts displayed in the Storage Policy Wizard. The required options
are mentioned below:

& docntot > B poies > B e

[Pr——

What will ths storage policy be used for?

O Select the Storage Policy type as Data Protection and Archiving and click
Next.

O Enter the name in the Storage Policy Name box and click Next.

O From the Library list, click the name of a disk library to which the primary copy
should be associated and then click Next.

O Ensure that you select a library attached to a MediaAgent operating in the Do
current release.

O From the MediaAgent list, click the name of a MediaAgent that will be used to
create the primary copy and then click Next.

O For the device streams and the retention criteria information, click Next to
accept default values.

O Select Yes to enable deduplication for the primary copy.

O From the MediaAgent list, click the name of the MediaAgent that will be used
to store the Deduplication Store.

O Type the name of the folder in which the deduplication database must be
located in the Deduplication Store Location or click the Browse to select the
folder and then click Next.

O Review the details and click Finish to create the Storage Policy.

« Pravious | MNext »
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Getting Started Backup - Sybase iDataAgent

|« Previous | Mext » |

WHAT GETS BACKED UP

WHAT DOES NOT GET BACKED UP

Sybase system databases
Sybase user databases

Transaction logs

Sybase application files

Operating system data

Use the File System iDataAgent to back

up the above mentioned

All the File Systems that are supported by your Operating components.
system
The raw devices supported by your Operating system
. - - & CommCell Browser etting Started . x
1. e From the CommCell Browser, navigate to Client Computers | <Client> | Sybase f"m;: = = .,g,fm;‘“ii,"c:m;'i,f;’:i“;‘m,‘u)Es,,,m),sw,,n)
| <Instance>. o —
hfiler2
e Right-click the default subclient and click Backup. <%;_'§:%?.‘>1
[+ 1DA File System List Media
(1] {64 SAP for MAX DB
Clih sybasd? Schedules
‘bxl 3 Operation Window
E ::Tla;ﬁﬂ Delete
ida20 Backup History
glﬂiiiiiﬂﬁiiiia, Properties
ida37-2k8-4ever -
& B jets32
g
gmangn
mange_CN
Bine
2. e Click Full as backup type and then click Immediate. @l\
ecup Optons
e Click OK. selct sackup Type Job naton
*) Transaction Log Run this job now
Do et Trncat Log sehedie
‘Sybase Skip Full after Log Backup  (Sybase) Configure Schedule Pattern Configure
3. You can track the progress of the job from the Job Controller window of the o omerter X =
CommCell console. e
3 A N 3 : = N N #& Commell Browser 2 Getting Started x % S1503HP11 *
4. Once the job is complete, view the job details from the Backup History. Right-click i [ T T T e

the Subclient and select Backup History.

5. Click OK.

6. Right-click the job to:
e Browse the database that was backed up.

£ 4 File System
108 SAP for MAX DB
108 Sybase

B2 ida31-2008-r2
82 ida37-2008-r20y
B2 ida37-2ke-dever

mango

mango_ct
B nann

! Backup Type

09 : 44AM

Subclent Name Storage Policy
 default hico hace
S—

Backup
List Media
Schedules

Operation Window
Delete

Cackup Histoy D 2 |

Properties

O Full ") Differential
Incremental Synthetic full

Job Status

Q) Al Completed Failed Killed

|| Specify Time Range
Time Zone: (UTC-05:00) Eastern Time (US & Canada) ;I
Start Time End Time

Tue 11/01/2011 hd Wed 11/02/2011 ot

= 09 : 44AM =

o

Cancel ] [ Advanced ll Help
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View Failed Items.

Resubmit the job.

View job details.

View media associated with the job.

View events associated with the job.

View or send the log file that is associated with the job.

Gettng Started | 8 1503411 & Backup Job History of def

24 @ co b
o @ co b

Total records found

View Job Details )l

b Stotus Operstion Type  Storage Polcy Job Type  Fied Fodars
306 __9 co. mack ying_syhase _Ful 0
5 OCo.6q  Browse

View Failed ltems
Resubmit Job

View Media
View Events

L/

ViewLogs
Send Logs

5 3b Contrller

m
a5

¥ [iob o commeen operaton clert ... agent ... Subclent

Beckip  soovmen OradeD... defaut
persisten... do37-2k.. Vindows,

ave

sos

Fuied s Skped Fles StartTme End T Size of Applcton Do irten |

Job Detals for Job

G731 Detala] Atempts | Job Retenbon] Cliet Satus| Adétiona Detois|

] D: 26
Clent hpuat

Detangent; Sybase atabase
insance: StsoamPi
Subclnt defout

Job stared from:

Job Sterted By commuaulyzhou
Storage olcy: ying_spbase

saciup Type: Al

Software compression: OFF

Stous: Complted

Resson for b fure:

AEKID
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Getting Started Restore - Sybase /iDataAgent

As restoring your backup data is very crucial, it is recommended that you perform a restore operation immediately after your first full backup to understand the
process. The following section explain the steps for restoring a database.

& gremiin
1. e From the CommCell Browser, navigate to Client Computers | <Client> | 3‘% o Compers 31 e e

deaut n
Sybase. i ot yig_sybose
o

e Right-click the <Instance>, point to All Tasks, and then click Browse Backup -
Data.

]»

& gremlin > @ Client Computers > B2 hpuxi1 > A Sybase > I S1503HP11 >

El

8 d
8% dog
eurodoc.

T

EXCHDAG
88 exch2

J fosds & Content| ) Summary

[ Job Controller x
5 30b Controller

¥ |3obD commcell Operation ClientC... AgentT... Subclint JobType Phase
202 Backup  snowman OracieD... default  Full Database...

308 Persisten... archiver2... Windows... Recover

EEES IS = 7% S S S T

1 U0 MAS phuesrc2  BlueATe ...\ DGR, . cremen...Archve L.
Restore Sybase Server  |da31-20... Windows... default  Full Backup
|pfiler2 NetApp N... Restore
Emw&e Backup Data } 6 Install Cl...
Properties Operation Window Juearc2  BUeATC . \bluearc.. ncremen...Scan
g edlogl magele.. o3 Rl WA
] Delete Excioas Exchonge..snop A
| J= New Subciont 9 SUUAge deouk  Arads SQLCheck
s Ll e72K... Windows.. Expd_dst Fall  Scon
Elmmsn -~
& CommCell Browser
& Agents « [

2. Click OK.

) Specify Browse Time

Browse Data Before:

Tue 11/01/2011 - 11 14AM j

Time Zone: (UTC-05:00) Eastern Time (US & Canada) __~|
Client Computer: hpuxi1 =]
Use MediaAgent | <aNy MEDIAAGENT> ~|

Show Deleted Ttems

C ok [ cancel | [ Advanced | [ ListMedia | [ Help |

T Siz54L1 x| B Schedules x % Client: orasnapl (Latest.. x

e In the right pane of the Browse window, click the <Instance> and select a % Cllent: orosnap.  LotestData)
database. [ CornSeeas e

4 s125411
e Click Recover All Selected.

. Database Name

4. Click OK.

General | Job Initiation

Destination Server: | hpux11\S1503HP11 x|
Source Server: S1503HP11

Server State:

[ Rename Databases || Sybase Create Devices
Options
| Point-in-time
Restore Time and Time zone
Restore Time: |Wed 11/02/2011 o 09 : 10PM j
Time Zone: (UTC-05:00) Eastern Time (US & Canada) ;[
Recover Types

@ Recover () No Recover

C&ox) [Lconcel. ] [ Advanced ] [ B ave As scrpt (el |

5. You can monitor the progress of the restore job in the Job Controller.
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6. Once the restore job has completed, right-click the agent or <instance>, point to

View and click Restore History.

7. Click OK.

8. You can view the following details about the job by right-clicking the job:

e View Restore Items

You can view them as Successful, Failed, Skipped or All.

e View Job Details
e View Events of the restore job.

e View and send Log files of the restore job

e View Paths
o Resubmit the restore job

9. Once the database is restored, verify that the restored database is available in the

original location.

e oot | v
152 30b Controller Soe
Fitter T M@
¥ [mb conmcal opeion Gl AgenT.. e wnTpe o  Swoge. wedsh. Saus proyes cros  bserR |
2 o oD ok R Dsstae. XNORA. o Fndg |65 rplatn RONS1+
i PSR S Wadov ooy R
b ot U oo Ry o
b Tabolus e S, \bhas.. .. o Ry
4 o S e~ ——

S sopicaton Foled to

negs  Fending

Turbo 125 BlueAr L. blussrc.. ereme..
Stsge. et anolss

fuming

2 Commeell Browser 5] 8 s1503up11 x [ Backup Job History of de..

& gremin +| @ gremin > @ Client Computers > B8 hpuxtt > 8 Sybase > & S15034HP11 >
"% Clent Computer Groups @

G- Client Computers) 1 Sublient Name Storage Policy

anirmal

% archiver2003_3 [ default _ ying_sybase
badlands.
bluearc2
cat
damocles
docserve01
docserve02
docserve03
dog
ermie
eurodoc
e010-2
ex2010casr2

i

exprowyist
) fosds E Content | & Summary |

b Controller x

fig
freebsd32_bit
e 153 3ob Controller

gremiin
L hermione
hiler2
hows ¥ |s0bD commeell Operation  ClientC... AgentT... Subclient JobType
Bihoval > 2 02 Bockp  snowman OracleD... default  Ful

G ZATe System 308 Persisent R... archiver?... Windows.

-]

18 e for ek 0B a5 Install Updates

t
'
'
317 Turbo NAS  bluearc2  BlueArc N... \\bluearc... Incremen...
1

4
Giltasks & | 327 Install Softw...
BlueArc N... \bluearc... Incremen... ¢
SRM Age... test

2 bluearcz
View > Backup History Analysis

g %\dazl—zﬂnxrﬂ froperties estore Histo) 6 |

Bovze [ | sewe

Destination Client Computer:
All Clients

[ specify Time Range

Time Zone: (UTC-05:00) Eastern Time (US &... ;I
Start Time End Time
“ue 11/01/2011 w Ved 11/02/2011
11 : 47AM = 11 : 47AM

Job Type
Recovery/Retrieve Stub Recall

Job Status
[OF] (©) completed () Failed () Killed

0K ] [ Cancel ] [ Advanced ] [ Help

1503911 | Backup Job isory of cef.. % Restore: x irw
“oa

Recove 300 S RecallJbs]

MWD Stts  OperatonType Stared Time EnaTime Ho. of Objects _ Dessnaton Clent_ User Nome Erorcoze
@ Faies 11/11/02 114153 Y2 114202 © COMMVAULT-Aaavncrak
200102 1:

oot

View Restore lems >

05t
(View Job Details 17:40:31 Y General is |
L Job In: 336
View Events Opertion Type: Resore
Viewogs Sourca Giet;
S [
otasgert: Sy Dtaese
[ Instance: S1503HPLL
30 Started From: st
o Stared by
Total record found: 6 saus: competed
Rasonfor o i
T b Cortraler x | e
52 200 Controler soa
M@
¥ [sb commcel opartin  Girt .. sgen. [y
wockip  snowman e, [ ——
00 e Coe | mevous
o ol Ut —
i Tuboles  Sueor  Buekr.. e emen.. e L. floga Mo rogn | Raming 2

felme {elmage o]

30,720K8 ]
76,800 KB
sybsysdb.dst 11/2{2011 2:29 AM  DAT File 1,024 K8
| sysprocs.dat 11/2{2011 2:38 AM  DAT File 135,168 KB
| SYSTEMOL.DBE 5/30/2011 6:28 AM  DBF File 727,048 KB
__TEMPOL.DBF 5/30/2011 6:02 AM  DBF File 52,232KB
| UNDOTESD1.DEF 5/30/2011 6:28 AM  DBF File 46,088 KB
|_|USERSOL.D8F 5/30/2011 6;28 AM  DBF Fie 5,128 KB

CONGRATULATIONS - YOU HAVE SUCCESSFULLY COMPLETED YOUR FIRST BACKUP AND RESTORE.

If you want to further explore this Agent's features read the Advanced sections of this documentation.
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Advanced Configuration - Sybase iDataAgent

TABLE OF CONTENTS

Understanding the CommcCell Console Command Line Operations
Managing the Sybase Server Log on to the CommServe
Adding a New Sybase Server Conf!gure Instal?ces
Changing the Sybase Home Directory C.onﬁgure Subche.nts e
. List Schedule Policy Association
Changing the Backup Server

Configuring the Environment Variables
Changing the Configuration File
Changing the Shared Memory Directory

Manually Creating a Master Database

Managing Subclients
Creating a User-Defined Subclient to Backup Specific Databases
Enabling/Disabling Automatic Discovery of Databases to the Default Subclient
Manually Discovering Databases

Configuring User Accounts for Backups

Configuring Streams for Backups

Modifying an Agent, Instance, or Subclient

Deleting an Agent, Instance, or Subclient
Deleting an Agent

Deleting an Instance

Deleting a Subclient

UNDERSTANDING THE COMMCELL CONSOLE

The Sybase iDataAgent uses the following logical entities to manage backup and restore
operations from the CommCell Console.

A CommCell Browser ) R 515031 x
leonerds4 > I Cliert Computers > B2 orasnay pi > 8 Sybase > B sts0z
2y

Subclient Name. Storage Policy

AGENT ] i _sybase
Facilitates the creation of Sybase Server instance.
INSTANCE

Defines the Sybase Server to be backed up.

SUBCLIENT
Defines the Sybase databases to be backed up.

MANAGING THE SYBASE SERVER

In the CommCell Console each instance references a Sybase server. Hence it is necessary to create an instance for each Sybase Server to be backed up. You
can manage your server/instance as described in the following sections:

ADDING A NEW SYBASE SERVER

Whenever a new Sybase Server is created on the client, you will add the Sybase Server to the CommCell using the following steps:

. . . s CommCell Browser n i0A Sybase x
1. From the CommcCell Browser, navigate to the Client Computers | <Client>. 3 scrantonst ~
] Client Computer Groups
. . . . = A Chient Computers 1 Instance Name:
2. Right-click Sybase, point to All Tasks, and then click New Sybase Server. ? #5153
B

insgzons
B werrom
stmservesz_2

@ scrantonéd > Y Ciert Computers > B stortek > B

Browse Backup Data

§ ((Mew Sybase Server

Release License

{4 sunsparco Operation Window
[ suss11sm
[J TESTRAC
B2 tikibar_gana
[ triplerivers
B

[ ubunty

B2 ubuntuioo+
B2 ubuntusto
FAC LINTRACR?

3. In the Server Name box type the Sybase server name.

Page 49 of 107




User Guide - Sybase iDataAgent

4. 1In the SA User Name box, type the Sybase Administrator user name with the
permissions to perform data protection, recovery and administrative operations.

5. In the Account Password box, type the Sybase Administrator user account

password.

6. In the Confirm Password box, re-type the password.

7. In the Sybase Home box, type the path to the directory where the Sybase
application files reside. Alternatively, click Browse to select the location.

8. In the Sybase ASE box, type the Sybase Adaptive Server Enterprise (ASE)

environment variable.

You can view the path to the ASE directory in .env file residing in the Sybase home

directory.

Create New Sybase Server

Server Properties
Server Name: SYBS24|
SA User Name:

Account Password:
Confirm Password:
Sybase Home
Sybase ASE
Sybase OCS
Confiquration File:

Shared Memory Directory:

Storage Policies

Default Database Storage Policy: test-sp =

Local administrator with
Sybase sysadmin role:

(k)] [camce ] [t ]

Create New Sybase Server

Server Properties
Server Name: SYBS2A
SA User Name: Admin|
Account Password:

Confirm Password:
Sybase Home
Sybase ASE
Sybase OCS
Configuration File:

Shared Memory Directory:

Storage Policies

Default Database Storage Policy: test-sp =

Local administrator with
Sybase sysadmin role:

(o] [camcs ] [t ]

i

Create New Sybase Server

Server Properties
Server Name: SYBS2A
SA User Name: Admin
Account Password: sesessesce
Confirm Password: cosessenesl
Sybase Home
Sybase ASE
Sybase OCS
Configuration File:

Shared Memory Directory:

Storage Policies

Default Database Storage Policy: test-sp =

Local administrator with
Sybase sysadmin role:
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9.

10.

11.

12.

In the Sybase OCS box, type the Sybase Open Client Server (OCS )environment
variable.

You can view this variable in sybase.env file residing in home directory.

In the Configuration File box, type the path to the configuration file. Alternatively,
click Browse to select the location.

In the Shared Memory Directory box, type the location of the directory where you
specify the shared memory file name. When you start an Adaptive Server, it creates a
shared memory file that resides in the home directory. for

example: /opt/sybase/ASE-15_0. Alternatively, click Browse to select the location.

In the Default Database Storage Policy box, select the storage policy.

[ e J |

e New sy sever = ==}

= mtpe vt 3
ot

PR e vy
rase 12

P = e

et Fow iz
[

f e — . rase 1
roce 1

P e e o 12
o vz

et = raie 1

spmaces ocs1s0 roce 1
e

Gt e | o vz

—— |

et Ot Srage oo i =

ottt

S i

(o) o) )

BHle Edt View Places Help

B =]

lost+found simpana

piyush.dat remote.dat

B opt ¥ | sybase” selected (containing 31 items)

erroriog GalaxyRelnkinfo

Interfa.ola

&

interfaces SYBASE.csh

&

SYBASE sh

“SYBASE env* selected (Lgfe

SIEASE_TEG 32 optybose shared 156 0 34 g7BIT
Jopt/ssbase shacod/ s
e et ore e b e

i
ot
- fapt./aybase /00S-15 O/snetude smicime
i /an/nybas-/nEs i 015 oL
BATH= 0t /eybase/005-15 0
LD LTSRARY PATH-, /wp(./aybn:z/ﬂ[}s 15 _0/Lib. /opt /sybase/00S-15_0/1ib3p64  fopt /sybase/00S-15_0/1ibIp: SLD_LISRARY PATH
i=/opt /2gase [UAF2 S b

56 /Datahooess /0050 /Lib SLD_LIERARY PATE
¢ /Datanccess6d,/00BE/Lib: SET_LIERARY_PATH

LULIERAR) /opt/sgbas
SeROuT-. /wpc/aybn:z/:hnrcd/:yhcen tralé00
PATH=/opt/sybise /IBISIL >
SIBROOT/opt/sybase

PaTH: 236 /ASER /bin. SBATH

S

1
STEASE 7S-is-15
PATH=/3pt/oyhase /ASE-15_0/3obscheduler /bin: SPATH

Create New Sybase Senver = Browsing for Sybase configuraton File =)

[ e *fime s Tomret

| s s BN

| shuseriane: e & Lder

| E

| s o ome

Ety

| comrmmat 0 D s usazam

| o St iy
st = - s

| srbasense ASE1S0 "

| oo =

| cotmerss b gpann s |

JE—— £
P
b K|
s
e

ot
e =5
Dawss
o) (e (=] 3 [

T Create New Sybase Sever E3 Browsing for Sybase shared memory directory ===
Server Properties. i 4 2
pres—

Cotmr [sessnene

semerins otims s

semcise =)

someccs oo

Coorsn oot 1 PR s )/ |

e s, st 5.0 =3 |
I

Storage Polces A
i
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fraesets
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13.

14.

15.

16.
17.
18.

In the User Name box, type the name of the user with read and write permissions to
Calypso Software Installation Directory, client registry directory, Sybase software
installation directories and Sybase database devices directories.

For Windows, in addition to the name of the user with read and write permissions to
the above mentioned directories, you need to type the password in Account
Password box and retype the password in Confirm Password box.

Click OK.

From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase
iDataAgent.

Right-click the <Instance>, and then click Properties.
Select the Backup Server from the list.
Click OK.

Create New Sybase Server

Server Properties
Server Name: SYBS2A
SA User Name: Admin

Account Password:

Confirm Password: vone

Sybase Home Jopt/sybase

Sybase ASE ASE-15_0

Sybase OCS 0Cs-15_0

C File: Y v / 15_0/PIYL.

Shared Memory Directory: | fopt/sybase/ASE-15_0

Storage Policies

Local administrator with

&

Browse

Shared Memory Directory: | fopt/sybase/ASE-15_0

Sybase sysadmin role:
o) |

Create New Sybase Server =)
Server Properties

Server Name: SYBS2A

SA User Name: Admin

Account Password: sessensses

Confirm Password: sesseessee

Sybase Home Jopt/sybase

Sybase ASE ASE-15_0

Sybase OCS 0Cs-15_0

@ File: 15_0/PIYUSHSYBRHEL.cfg

Storage Polides
Defauit Database Storage Policy: test-sp |
Local administrator with
Sybase sysadmin role: Gys_admel

(] (oo [t

Sybase Create Instance

| Server Properti

Server Name:

54 User Mame:

Account Password:

Confirm Password:

Sybase Home

Sybase ASE

Sybase OC5

Configuration Fie:

Shared Memary Directory;

Browse

Browse:
Browse:

\ Storage Polici

Default Database Storags Folicy:  [test-sp -

ﬁe\ administrator with [ovs_dmin]

Sybase sysadmin role:

Account Password: | Emee—

Qor\f\rm Password: | e

ok | cancal Help
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1 CommCell Zroviser a [% 3ob Cotralle x B S1503LNX %
leorzrzot | o > B it B o
cunde| Poneties of Sybase SenverSI5031 "
debut || Cenea 2cpounts [ securty]
Clen Yeme:
Ay
AlTads
View
05| Poperies =
il P kg
gpn\.x
B porterstem: — ==
C s s [oose
8 pocrat Sibase ASE
Sjbaze 0CS
Configrzton o Bove
srared Vemory Drzcuy: o (SISTE/ASES5 0 Bove
[ Znable Auto Discovery
o [l [ vep

‘CHANGING THE SYBASE HOME DIRECTORY

Sybase HOME directory refers to the location where the Sybase application resides. You can modify the home path location for an instance at any point of time.
Use the following steps to change the Sybase HOME directory:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase

iDataAgent. General | Accounts | Security
2. Right-click the <Instance>, and then click Properties 2l Em——l
iDataAgent: Sybase
3. In the Sybase Home box, type the path to the Sybase application. Alternatively, Instance Neme: sybasewint
click Browse to select the location. Version Adaptive Server Enterprise 15.0.3
4. Cllck OK Backup Server: SYBASEWIN1_BS v
Gibase Home [C:sybase
Sybase ASE ASE-15_0
Sybase OCS 0C5-15_0
Configuration File: Ciisybase

Shared Memory Directory: | C:isybase

Enable Auto Discovery

Description

(o ] [cancel ][ heb |

CHANGING THE BACKUP SERVER

If a backup server that is associated to a Sybase server instance reaches its maximum storage capacity even after compressing your earlier backups, you can
change the backup server to enhance your backup and restore jobs.

Use the following steps to change the backup server:

3 Commeell Erowser a

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase o -
iDataAgent.

Suble
defat

2. Right-click the <Instance>, and then click Properties

orasrapt

AlTess  + G

View '

3. From the Backup Server list, select the backup server name.
4. Click OK.

SIS0
Aapive S Enteprze 1523

Preperies

Sybaze Hore rovze
Sybaze ASE

Sjbaze OCS

Canfg.rtion e

x Browse
a5/ 1S03/ASE S5 0 Browse

Srared Vemory Drectry: |jorada:

[ Znable Auto Discovery

0 [ Concel | hep
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CONFIGURING THE ENVIRONMENT VARIABLES

By default, the Sybase ASE (Adaptive Server Enterprise) server library and Open Client Server (OCS )environment variable are located under the Sybase ASE

server home directory. Use the following steps to configure Sybase environment variables:

a M W N

From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase
iDataAgent.

Right-click the <Instance>, and then click Properties

In the Sybase ASE box, type the Sybase ASE server directory.

In the Sybase OCS box, type the Sybase OCS environment variable.
Click OK.

——
Properties of Sybase

General | Accounts | Security|
Client Name: orasnapt
|| iDataagent: Sybase
Instance Name: S1503LNX
Version Adaptive Server Enterprise 15.0.3
Backup Server: S1S03LNXBS ) 24
Sybase Home /oradata/sybase/syb1503
GNase ASE ASE-15_0 j
@nase ocs 0Cs-15_0 j
[ File: 03/ASE-15_0
Shared Memory Directory: |/oradata/sybase/syb1503/ASE-15_0 Browse
Enable Auto Discovery
Description
| oncel |

CHANGING THE CONFIGURATION FILE

Use the following steps to change the location of the configuration file:

From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase
iDataAgent.

Right-click the <Instance>, and then click Properties

In the Configuration File box, type the path to the configuration file. Alternatively,
click Browse to select the location.

Click OK.

General | Accounts | Security|
Client Name: orasnapt
iDataAgent: Sybase
Instance Name: S1503LNX
Version Adaptive Server Enterprise 15.0.3
Backup Server: S1503LNX_BS v
Sybase Home. /oradata/sybase/syb1503
Sybase ASE ASE-15_0
Sybase 0CS 0Cs-15_0
G File: 03/ASE-15_0 Browsew
Shared Memory Directory: |/oradata/sybase/syb1503/ASE-15_0 Browse
Enable Auto Discovery
Description
[ concel |

CHANGING THE SHARED MEMORY DIRECTORY

Sybase uses shared memory for inter process communication and caching the data. Use the following steps to change the location of the shared memory

directory:
1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase
iDataAgent.
2. Right-click the <Instance>, and then click Properties
3. In the Shared Memory Directory box, type the path to the Shared memory
directory. Alternatively, click Browse to select the location.
4. Click OK.

General | Accounts | Security|

Client Name: orasnapt

iDataAgent: Sybase

Instance Name: S1503LNX

Version Adaptive Server Enterprise 15.0.3

Backup Server: S1503LNX_BS v

Sybase Home. /oradata/sybase/syb1503

Sybase ASE ASE-15_0

Sybase OCS 0Cs-15_0

[ File: 03/ASE-15_0 Browse
Gared Memory Directory:  /oradata/sybase/syb1503/ASE-15_0 Browse )

Enable Auto Discovery
Description
[ concel |

Page 54 of 107



User Guide - Sybase iDataAgent

MANUALLY CREATING A MASTER DATABASE

When you restore an entire Sybase server or a master database, it is highly recommended to select Sybase create devices. However, you can also create a
master database manually and then perform a restore without selecting Sybase create devices.

Use the following steps to manually create a master database:

1. First, you need to shut down the Sybase server.

2. Remove the old master database device and manually delete the master.dat from the database directory.

3. Execute the command to create the new master device with an empty password.

Example:

/sybase/sybl503/ASE-15 0/bin/dataserver -s S1503LNX -b200M -f -z 2048 -d /sybase/sybl503/data/master.dat -c /sybase/sybl503/ASE-

15 0/S1503LNX.cfg

4. Execute the command to start the Sybase server

Example:

./startserver -f RUN_S1503LNX

5. Execute the command to alter the master database

Example:

alter database master on master="87M"

6. Restart the Sybase server without a password.

MANAGING SUBCLIENTS

When you create an instance, a default subclient is automatically created. The default subclient includes all the databases associated with that instance. If a
new database is added to the instance, then that database is automatically assigned to the content of the default subclient. However, you can create user-

defined subclients to backup individual or a group of databases.

CREATING A USER DEFINED SUBCLIENT TO BACKUP SPECIFIC DATABASES

If you want to back up groups of specific databases, you can do so by creating a user-defined subclient containing any number of databases that exist within
the instance. This is useful if you want to back up a subset of databases at certain times or with a particular frequency.

If you want to divide your backups into smaller groups, you can do so by creating user-defined subclients using the following steps:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase

iDataAgent.

2. Right-click the <Instance>, point to All Tasks, and then click New Subclient.

Click the Content tab.

Click Configure.

N o u ~uw

Repeat this step to assign the available databases to the user-defined subclient.

8. Click OK.

& Commeel Browser S [ sybasewinl x Job Controller %

¥ conmdocs

gy Secur\tyL CAiTasks ) » Restore Sybase Server

% lienk Compter Groups
Clierk Computers Subclient Name,
- % commdocs defaul:
B imacshared
- FAC pseudol
- [B2 sbhishek:
B sarake

B sibasenwini >
#1108 File System

=1-{DA Sybase

Storage Resources View » Browse Backup Data
Poicies

Y Reports
L Content Director Delete

(( ow subdent ™)

Froperties Operation Window

[ Content | [ summary

W commdocs > QY Client Computers > B2 sybasewinl > DA Sybase

Storage
DiskLibrai

Job Controller < | B sybasewinl % 00 what'snew? X

frm=

||

In the Subclient Name box, type the subclient name.

Click Discover to discover the Sybase databases.

Click the Subclient Name column adjacent to the existing databases, and then
select the desired subclient from the drop-down list.

General (Content Dpre/Post Process | Storage Device | Activity Control

®

& Sybase Database Configuration

Database Name Subclient Name.
ndbb default
master syb_subclient3
model default
tempdb syb_subclient3
sybsystemdb default
sybsystemprocs default
sybmgmtdb default

scrdb. Syb_subclient3 <

syb_subclient3

sl

v

oK oiscover o) [ Cancel Help

Cesmore D
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9. Click the Storage Device tab.
10. In the Storage Policy box, select the storage policy.
11. Click OK.

General | Content | PrjPost Process (Storage Device )k Activity Control
Data Storage Policy | Data Transfer Option | Deduplication| =
Storage Policy:
Gmrg,pm 9 Data Paths
Create Storage Polcy.
Number of streams for transaction log: | 1/
Number of streams for data backup: 14
=

ENABLING/DISABLING AUTOMATIC DISCOVERY OF DATABASES TO THE DEFAULT SUBCLIENT

When an automatic database discovery is enabled, all the existing Sybase databases are discovered automatically on the default subclient when a backup job is
submitted. If any new databases are added after a previous backup, these newly added databases will be automatically discovered on the default subclient

when a backup job is performed.

Use the following steps to enable automatic database discovery:

e From the CommCell Browser, navigate to Client Computers | <Client> | Sybase
iDataAgent.

e Right-click the <Instance>, and then click Properties.
Select the Enable Auto Discovery check box.
Click OK.

Properties of Sybase ServerS155dbs12 5[

General | Accounts | Seaurity |

client Name:
DataAgent:
Instance Name:

Version
Backup Server:
Sybase Home
Sybase ASE
Sybase OCS

Configuration File:

Shared Memory Directory: |qu1fsvhassfsyh155[A5E-1570ﬂ\h Browse

Erable Aty Discovery

dbserve12
Sybase
5155dbs12

Adaptive Server Enterprise 15.5

5155dbe12_BS -
[lunt/sybase/syb 155 Browse

Jase-15 0

Jocs-15.0

[iu01fsybase fsyb 155/ASE-15_0/51550bs12.cfg Browse

Description

oK Cancel Help

‘MANUALLY DISCOVERING DATABASES

Whenever a backup job is initiated, newly created Sybase databases are discovered automatically on the default subclient. However, for a user-defined
subclient, you need to manually discover the databases prior to running any backup jobs. Use the following steps to manually discover the Sybase databases:

w—a

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase
iDataAgent | <Instance>.

2. Right-click the desired <subclient>.

3. Click the Content tab.

4. Click Configure.

5. Click Discover to discover the Sybase databases.

6. Click the Subclient Name column adjacent to the desired database, and then select
the desired subclient from the drop-down list.

7. Click OK.

CONFIGURING USER ACCOUNTS FOR BACKUPS

Database Name
ndbb

master

model

tempdb
sybsystemdb
sybsystemprocs
sybmgmtdb
sdrdb

General (Content Dpre/Post Process | Storage Device | Activity Control

& Sybase Database Configuration (3]

Subclient Name
default
syb_subclient3
default
syb_subclient3
default
default
default

syb_subclient3 v

\default
syb_subclient3

sl

oK oiscover o) [ Cancel Help

Cerore D
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The Sybase iDataAgent requires two user accounts to access the Sybase application and database to perform backup and restore operations:

o Operating system account with privileges to access the Sybase application.

e Database user account with administrator privileges.
On Unix computers, the account information for accessing the database is provided during the Sybase iDataAgent installation.
On Windows computers, the account information is provided during the instance configuration after the installation of the Agent.

The following table illustrates the required user account privileges for backup and restore operations:

OPERATIONS USER ACCOUNT NEEDED:

Create Sybase server Sybase database administrator account (SA role)

Backup Sybase database and |Operating system user account (operator role) with access to all the databases in an instance.
Restore non-system databases
Restore Sybase system Sybase database administrator account (SA role)
databases

By default, the Sybase database administrator account is used for all components. You can change the user account to be used for backups at the Instance
level. This user account will be used for all subclients within the instance. Configure the user account at this level if backup and restore operations will be
conducted by a different person for each instance.

. . . Properties of Sybase Server:S1502LNX 2
1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase.
2. Right-click the <Instance> and click Properties. User Name sybase
3. Click the Accounts tab. SA User Name: =
ccount Password:  [esssssssses

4. Type the user name in the User Name box. = . i ,

SA Confirm Password: | ee:
5. Type the SA user name in the SA User Name box.
6. Type the password in the SA Account Password box and retype it in the SA

Confirm Password box.

7. Click OK.

CONFIGURING STREAMS FOR BACKUPS
By default, backup data is sent to media in two streams. This means that a database is sent to media during a backup in two parallel waves. This results in
backup taking about half the time to complete as it otherwise would if only one stream is used.

You can increase the number of streams used for backups for a particular subclient provided the number of streams does not exceed the maximum number
configured in the subclient's storage policy. Increasing the number of streams for a subclient further reduces the amount of time a backup takes to complete.
For example, increasing the number of streams from 2 to 3 enhances backup time from one-half that of a single stream to one-third.

Keep in mind that the same number of streams used for performing a backup will be needed to restore the data.

1. From the CommCell Browser, navigate to Client Computers | <Client>| Sybase |
<Instance>.

2. Right-click the <Subclient>, and then click Properties.
3. Click the Storage Device tab.

4. In the Number of Data Backup Streams box, type or select the number of data
backup streams.

5. Click OK.
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Subclient Properties of default X

General Content Backup Arguments.
PrefPost Process Storage Device Activity Control Encryption Log Destinations

Data Storage PO"(‘/A Data Transfer Option | Deduplication’

Data Storage Policy

Storg_Plcy1 v Data Paths

Qumber of Data Backup Streams: 1 :|>

COMMAND LINE OPERATIONS

You can add, modify, or delete several configurable properties for the Sybase iDataAgent from the command line interface.

Command line configuration enables you to:

e configure the same properties across multiple clients simultaneously.

e reuse the same configurations for additional entities.

The following sections describe the available command line configurations:

LOG ON TO THE COMMSERVE

To run command line operations you must first login to the CommServe as follows:

From Command prompt, navigate to <Software_Installation_Directory>/Base and run the following command:
glogin -cs <commserve name> -u <user name>
For example, to log on to CommServe 'serverl' with username 'userl':

glogin -cs serverl -u userl

‘CONFIGURE INSTANCES

CREATE AN INSTANCE

1.

2.

Download the Createlnstance_Template.xml file and save it on the computer from where the command will be executed.
Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af CreateInstance Template.xml -appName 'Sybase Database' -instanceName xxxxx -clientName xXXXxx -
sybaseHome 'xxxxx' -sybaseASE xxxxx -sybaseOCS xxxxx -configFile 'xxxxx' -sharedMemoryDirectory 'xxxxx' -backupServer
xxxxx -defaultDatabaseStoragePolicy/storagePolicyName xxxxx —-localAdministrator/userName XXxxX -

localAdministrator/password xxxxx -saUser/UserName xxxxx -saUser/password xxxxx -enableAutoDiscovery XXxxx

MODIFY AN INSTANCE

Download the ModifyInstance_Template.xml file and save it on the computer from where the command will be executed.
Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af ModifyInstance Template.xml -appName 'Sybase Database' -instanceName xxxxx -clientName xxXxxx -
sybaseHome 'xxxxx' -sybaseASE xxxxx -sybaseOCS xxxxx -configFile 'xxxxx' -sharedMemoryDirectory 'xxxxx' -backupServer
xxxxx -saUser/userName xxxxx -enableAutoDiscovery XxxXX

GET INSTANCE PROPERTIES

1.

2.

Download the GetInstance_Properties_Template.xml file and save it on the computer from where the command will be executed.

Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.
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gqoperation execute -af GetlInstance Properties Template.xml -appName 'Sybase Database' -instanceName xxxxx -clientName
XXXXX

DELETE AN INSTANCE
1. Download the deleteInstance_Template.xml file and save it on the computer from where the command will be executed.
2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.
goperation execute -af deleteInstance Template.xml -appName 'Sybase Database' -instanceName xxxxx -clientName xXXxx
AVAILABLE COMMAND PARAMETERS FOR INSTANCES

The following table displays all the parameters that you can use with the commands mentioned in the above sections. To add a parameter to your command,
use the following syntax: (An example is provided at the end of the table.)

gqoperation execute -af <template XML file> -<parameter name> <value>

PARAMETER DESCRIPTION OF PARAMETER VALUES
description A general description of the instance if needed.
clientName Name of the client computer.
appName Name of the application. In this case it would be 'Sybase Database'.
instanceName Name of the Sybase instance. The instance name needs to be entered along with the client name, e.g. instancel.
backupServer Name of the Sybase Server
enableAutoDiscovery Option to enable/disable auto discovery of Sybase databases.
Valid values are True/False.
sharedMemoryDirectory Path for the shared memory files
configFile Path of the configuration file for the instance
sybaseOCS Sybase OCS environment variable
sybaseASE Sybase ASE environment variable
sybaseHome Path for the Sybase application software

local administrator userName |Name of the user that has local administrator rights to administer the Sybase application. This is the account used by the user
to log in to and use the application to run jobs.

password Password for the Local Administrator
saUser/userName Name of the Sybase database administrator who has permissions to perform jobs
saUser/password Password for the Sybase database administrator

The following example shows how to add a parameter for a command:

Adding Configuration file To include the configuration file for the instance, add the 'configFile' parameter to the following command:

goperation execute -af ModifyInstance Template.xml -appName 'Sybase Database' -instanceName
instancel -clientName clientl -configFile '/data/sybase/syb xxx/config file.cfg'

For detailed information on the instance parameters see Instance Properties.

SCONFIGURE SUBCLIENTS
CREATE SUBCLIENT
1. Download the create_subclient_template.xml file and save it on the computer from where the command will be executed.
2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute —-af create subclient template.xml -appName 'Sybase Database' -instanceName xxxxx -clientName xxxxx
-subclientName xxxxx

GET SUBCLIENT PROPERTIES
1. Download the get_subclient_properties_template.xml file and save it on the computer from where the command will be executed.
2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af get subclient properties template.xml -appName 'Sybase Database' -instanceName xXXXXX -
clientName xxxxx -subclientName xxxxx

MODIFY SUBCLIENT
1. Download the update_subclient_template.xml file and save it on the computer from where the command will be executed.
2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af update subclient template.xml -appName 'Sybase Database' -instanceName xxxxx -clientName xxxxx
-subclientName xxxxx -dataBackupStoragePolicy/storagePolicyName xxxxx -contentOperationType XXXxx -

sybaseContent/databaseName xxxxx
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DELETE SUBCLIENT

1. Download the remove_subclient_template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute —af remove subclient template.xml -appName 'Sybase Database' -clientName xxxxx -instanceName Xxxxx

-subclientName xXxxxx

AVAILABLE COMMAND PARAMETERS FOR SUBCLIENTS

The following table displays all the parameters that you can use with the commands mentioned in the above sections. To add a parameter to your command,
use the following syntax: (An example is provided at the end of the table.)

gqoperation execute -af <template XML file> -<parameter name> <value>

PARAMETER DESCRIPTION OF PARAMETER VALUES
clientName Name of the client computer.
appName Name of the application. In this case it would be 'Sybase Database'.

subclientname

Name of the Sybase subclient.

contentOperationType

Modification type. Valid values are

e ADD, to add content to the subclient

e OVERWRITE, to overwrite contents to the subclient.
e DELETE, to delete the contents from the subclient.

backupsetName

BackupSet Name. In this case it would be 'DefaultBackupset’

enableBackup

Option to enable backup of Subclient.

\VValid values are True/False.

storagePolicyName

Name of the Storage Policy used for the backup.

sybaseContent/databaseName

Databases to be backed up.

numberOfBackupStreams

Option to change the number of streams for data backup.

The following examples show how to add a parameter for a command:

Adding a Database

To add a database for backup, add the 'sybaseContent/databaseName' parameter to the following command:

goperation execute -af update subclient template.xml -appName 'Sybase Database' -
instanceName instancel -clientName clientl -subclientName subclientl -contentOperationType
ADD -sybaseContent/databaseName dbl

Setting a Storage Policy

To assign a storage policy to a subclient, add the 'dataBackupStoragePolicy/storagePolicyName' parameter to the
following command:

goperation execute -af update subclient template.xml -appName 'Sybase Database' -
instanceName instancel -clientName clientl -subclientName subclientl -
dataBackupStoragePolicy/storagePolicyName spl

Changing the Number of
Streams for Data Backup

To change the number of streams for data backup, add the 'sybaseSubclientProp/numberOfBackupStreams' parameter
to the following command:

goperation execute -af update subclient template.xml -appName 'Sybase Database' -
instanceName instancel -clientName clientl -subclientName subclientl -
dataBackupStoragePolicy/storagePolicyName spl -sybaseSubclientProp/numberOfBackupStreams 3
-contentOperationType ADD -sybaseContent/databaseName dbl

For detailed information on the Subclient parameters see Subclient Properties.

LIST SCHEDULE POLICY ASSOCIATION

1. Download the sched_policy_association_template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.

goperation execute -af sched policy association template.xml -taskName mypolicy

PARAMETER

DESCRIPTION OF PARAMETER VALUES

taskName

Name of the Schedule Policy to be associated.

MODIFYING AN AGENT, INSTANCE, OR SUBCLIENT

There are several configurable properties available for your agent that can be modified from the agent, instance, or subclient level as per need.

It is recommended that that you do not modify the properties of a subclient when a job is in progress for that specific subclient. If a job is in progress, either

wait for the job to complete or kill the job from the Job Controller.

The following table describes the properties that can be configured from the agent, instance, and subclient levels.
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OPTION

DESCRIPTION

RELATED TOPICS

Change Storage Policies

You can modify the storage policies in any of the following situations:
e To include a different media for the backup operation.
e To use a storage policy with a different retention criteria.

You can change the storage policies from the subclient level.
1. From the CommCell Browser, right-click the subclient.
2. Click Properties.

3. Click Storage Device.

4. Select the Storage policy from the drop-down menu.
5. Click OK.

Refer to Storage Policies.

Rename a Subclient

You can rename a subclient:

1. From the CommCell Browser, right-click the subclient.
2. Click Properties.

3. Type the new name in the Subclient name field.

4. Click OK.

Data Transfer Options

You can efficiently configure the available resources for transferring data secured by data
protection operations from the subclient level. This includes the following:

e Enable or disable Data Compression either on the client or the MediaAgent.

e Configure the transfer of data in the network using the options for Network Bandwidth
Throttling and Network Agents.

You can configure the data transfer options.
1. From the CommCell Browser,right-click the subclient.
Click Properties.
Click Storage Device.
Click Data Transfer Option tab.

Choose the appropriate software compression option for this subclient.

o un rw N

Select Throttle Network Bandwidth and set the required bandwidth.
7. Click OK.

Refer to Data Compression and
Network Bandwidth Throttling.

View Data Paths

You can view the data paths associated with the primary storage policy copy of the selected
storage policy or incremental storage policy. You can also modify the data paths including their
priority from the subclient level.

1. From the CommCell browser, right-click the subclient.
2. Click Properties.

3. Click Storage Device.

4. Select Storage Policy from the drop-down menu.

5. Click Data Paths.

Configure a Subclient for
Pre/Post Processing of
Data Protection

You can add, modify or view Pre/Post processes for the subclient. These are batch files or shell
scripts that you can run before or after certain job phases.

1. From the CommCell browser, right-click the subclient.
2. Click Properties.

3. Click Pre/Post Process.

4

Click one of the following phases and type the full path of the process that you want to
execute during that phase. Alternatively, click Browse to locate the process (applicable
only for paths that do not contain any spaces).

O PreBackup Process
o PostBackup Process

5. Click OK.

6. Select Run Post Backup Process for all attempts to run a post backup process for all
attempts.

7. For subclients on Windows platforms, Run As displays Not Selected.

If you want to change the account that has permission to run these commands, click
Change.

a. In the User Account dialog box, select Use Local System Account, or select
Impersonate User and enter the user name and password. click OK.

b. If you selected Local System Account, click OK to the message advising you that
commands using this account have rights to access all data on the client computer.

Refer to Pre/Post Processes.
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Configure Activity You can enable backup and restore operations from the agent and subclient level. However, Refer to Activity Control.
Control you can enable restore operations only from the agent level.

1. From the CommCell browser, right-click the subclient.
2. Click Properties.

3. Click Activity Control, select or clear option(s) as desired.

4. Click OK.
Enable/Disable Data You can enable data encryption from the suclient level.Encryption must be enabled at the client[Refer to Data Encryption.
Encryption level prior to configuring any instances residing on that client.

1. From the CommCell browser, right-click the subclient.
2. Click Properties.

3. Click Encryption.

4. Select the desired encryption.

5. Click OK.
View Software Version The Version tab, at the Agent level displays the software version of the component.
and Installed Updates

1. From the CommCell browser, right-click the agent.
2. Click Properties.

3. Click Version.

4. Click OK.
CommcCell Configuration [The CommcCell Configuration Report provides the properties of the CommServe, MediaAgents, [Refer to CommCell
Report clients, agents, SRM agents, subclients, and storage policies within the CommCell based on the [Configuration.

selected filter criteria.
1. From the CommCell browser, click Reports icon.

2. Select CommcCell Configuration.

3. Click Run.

DELETING AN AGENT, INSTANCE, OR SUBCLIENT

The following sections describe the steps involved in deleting an agent, instance, or subclient.

When you delete an instance or backupset, the associated data is logically deleted and you can no longer access the corresponding data from
CommCell Console for recovery purposes.

Refer to the troubleshooting article on Recovering Data Associated with Deleted Clients and Storage Policies for information on how to recover data
if you accidentally delete an entity.

DELETING AN AGENT

You need to uninstall or DeConfigure the agent software from the client computer before deleting from CommCell Browser. After you delete the client software,
you can either leave the corresponding data intact for appropriate action or you can remove the data immediately. If you choose to remove the data
immediately, you must delete the agent from the CommCell Browser. If you delete the agent, all of the agent's data is irretrievably lost.

o You cannot delete an agent while operations for that agent are running.
1. From the CommCell Browser, navigate to Client Computers | <Client>.
2. Right-click the <Agent>, and then click Delete.
3. A confirmation message is displayed with the following message:
This operation will permanently delete the data backed up from this level and it cannot be restored.

4. Click OK to continue with the deletion operation., or click No to abort the deletion.

DELETING AN INSTANCE
Consider the following before deleting an instance:

o When you delete a specific instance all job schedules and job histories that pertain to any of the levels within the deleted instance are deleted.

e You cannot delete an instance if it is being backed up. Attempts to delete an instance under such conditions cause the deletion to fail. If a backup is in
progress, either wait for the backup to complete or kill the backup job using the Job Manager. Once the backup is no longer in progress, you can delete the
instance level.

e You cannot delete an instance if there is only one instance present for an agent. To delete the final instance, you must remove the agent software from the
client computer.

1. From the CommCell Browser, navigate to Client Computers | <Client> | <Agent>
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2. Right-click the <Instance> that you want to delete, point to All Tasks and then click Delete.
3. Click Yes to confirm the deletion. (Clicking No cancels the deletion and retains the node.)

4. Type the requested phrase in the Enter Confirmation Text dialog box and click OK. This should delete the instance.

DELETING A SUBCLIENT
Consider the following before deleting a subclient:

e You cannot delete a default subclient.

e Schedules associated with the subclient are also automatically deleted.
1. From the CommCell Browser, navigate to Client Computers | <Client> | <Agent> | <Instance>.

2. Right-click the <Subclient> that you want to delete, and then click Delete.

3. A confirmation message is displayed, asking if you want to delete the subclient.

Click No to cancel the deletion and retain the subclient, or click Yes to continue the deletion.
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Advanced Backup - Sybase iDataAgent

TABLE OF CONTENTS

Full Backups

Transaction Log Backups
Backing Up Transaction Log of a Damaged Database (Do Not Truncate Logs)
Skipping Full Backups after a Log Backup

Scheduling a Backup

Managing Jobs
Restarting Jobs
Controlling Jobs

Additional Options

Command Line Backups
Log on to the CommServe
Perform the Backup

Generate the Command Line Script from the CommCell Console

FuLL BACKUPS

Full backups provide the most comprehensive protection of data.

Backups for any client start with a full backup. The full backup becomes a baseline to which subsequent backup types are applied. For example, a full backup

must be performed before an archive log backup can be initiated.

You can perform a full backup of an online or offline database. The default is online backup.

Use the following steps to run a full backup:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase |

<Instance>.
2. Right-click the <Subclient> and click Backup.
3. Select Full as the backup type and click Immediate.
Click OK.

You can track the progress of the job from the Job Controller. When the backup job

has completed, the Job Controller displays Completed.

TRANSACTION LOG BACKUPS

Backup Options for Sublient: default
Badup Optons

SelectBackup Type

3ob Inaton

Run this job now

Schedie

(B (o) (pdned ) [ Bsaverssams | (o

A transaction log backup captures the transaction log which contains a record of all committed or uncommitted transactions. Transaction log backups are

consistent with the start time of the backup.

The use of transaction log backups make point-in-time recovery possible. This is useful in the scenario of a database failure where it is unacceptable to lose any
data and you want to restore to the point of failure. If you use only full backups, you will be able to restore to the time of the backup, but not to a point-in-time

between backups.

A transaction log backup is similar to a traditional incremental backup you might perform on a file system because the transaction log backup contains only the

new changes since the full or another transaction log backup.

Each time a transaction log is backed up it is truncated to the exact time of the backup. No checkpoint is issued at this time, therefore dirty pages are not
written to disk before or after a transaction log backup. If there are dirty pages, any completed transactions will need to be rolled forward if a transaction log
restore is performed. Any transactions that are not completed at the time a transaction log backup is performed are rolled back during a restore involving a

transaction log backup.

Use the following steps to run a transaction log backup:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase |

<Instance>.

Right-click the <Subclient> and click Backup.
Select Transaction Log as backup type.

Click Immediate.

Click OK.

oA WwN

You can track the progress of the job from the Job Controller. When the backup

has completed, the Job Controller displays Completed.

Backup Options for Sublient: default
Badup Optons.
SelectBackup Type
Edl
© Transacton Log
DoNot Truncate Log

Sybase Skip Ful after Log Badup  (Sybase)

3ob Iniaton
© tmmedate

Run thisjob now

Schedie

[ (o) (hdned ) [ Bsaverasams | (oo

BACKING UP TRANSACTION LOG OF A DAMAGED DATABASE (DO NOT TRUNCATE LOG)

In Sybase server, some databases may not have log devices. By default, when you perform a log backup, the system performs log backups of those databases
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that possess transaction logs. Hence, it is necessary to perform a full backup after a log backup. A full backup will perform a backup of all databases

irrespective of the fact that they may or may not possess transaction logs.

A full backup will automatically truncates and shrinks transaction logs to save space. This may not be acceptable if you experience a database failure and you

want to restore to the point of failure. In this case, you will want to capture all transaction log events that have occurred since the last backup was run.

Use the following steps to disable log truncation during a backup:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

Right-click the <Subclient> and click Backup.
Select Transaction Log as backup type.
Select the Do Not Truncate Log check box.
Click Immediate.

Click OK.

o v~ w N

You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed.

Sackup Options for Sbclen: dfault =
Sacp otons
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I ® tmedate

Run thisjob now

Schedie

Sybase Skp Ful after Log Backup  (Sybase) Configure Schedue Patter
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SKIPPING FULL BACKUPS AFTER A LOG BACKUP

It is necessary to perform a full backup after a log backup. However, this may not be needed when there are new database added to a subclient after a log

backup.

By default, this option is not enabled and when a new database is added to the Sybase server, the log backup is skipped for a newly added database when you

execute a database backup.

When a new database added to Sybase server and you execute a transaction log backup (without a full backup after adding new database), the transaction
backup is skipped for this new database. You should run a database backup instead. But, when this option is checked, then the full database backup is skipped.

Use the following steps to skip a full backup immediately after a log backup:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

Right-click the <Subclient> and click Backup.
Select Transaction Log as backup type.
Select Sybase Skip Full after Log Backup (Sybase).

Click Immediate.

o~ w N

Click OK.

You can track the progress of the job from the Job Controller. When the backup
has completed, the Job Controller displays Completed.

COMMAND LINE BACKUPS

You can perform backups of one or more Sybase databases from the command line interface.

Backup Optons for Subclent: defau =
adup Opors
seactsodupTive b toten
Eull © Immediate
un i b row
o st
v0: e Pat

(B (o) (s ) [ Bsmwerssom | (10 )

Command line backups enable you to perform backup operation on multiple clients simultaneously. In order to run the backups from command line, you need
an input xml file which contains the parameters for configuring the backup options. This input xml file can be obtained from one of the following ways:

o Download the input xml file template and save it on the computer from where the backup will be performed.

o Generate the input xml file from the CommCell Console and save it on the computer from where the backup will be performed.

LOG ON TO THE COMMSERVE

To run command line operations you must first login to the CommServe as follows:

e From Command prompt, navigate to <Software_Installation_Directory>/Base and run the following command:

glogin -cs <commserve name> -u <user name>

e For example, to log on to CommServe 'serverl' with username 'userl':

glogin -cs serverl -u userl

PERFORM THE BACKUP

1. Download the backup_template.xml file and save it on the computer from where the command will be executed.

2. Execute the following command from the <Software_Installation_Directory>/Base folder after substituting the parameter values.
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gqoperation execute -af backup template.xml -backupLevel xxxx -subclientName xxxxx -clientName xxxxx -instanceName

XXXXX
3. Verify the status of the job using the following command:
glist job -3j JOBID
4. Once the job completes, logout from the CommServe using the glogout command.

glogout [-cs commserver] [-all] [-tf tokenfile] [-tk token] [-h]

EXAMPLES

Performin Full Back ) ) .
erto gafku ackup goperation execute -af backup template.xml -backupLevel FULL -subclientName subclientl -

clientName clientl -instanceName instancel

Performing an Incremental

Backup goperation execute -af backup template.xml -backupLevel INCREMENTAL -subclientName

subclientl -clientName clientl -instanceName instancel

‘'GENERATE THE COMMAND LINE SCRIPT FROM THE COMMCELL CONSOLE

In addition to the parameters provided in the template xml file, if you want to include additional options for the backup, you can do so by selecting the required
options from the CommCell Console and generate the command line xml script for the backup.

Follow the steps given below to generate a script which you can use to perform a backup from the command line interface:

([ Backup Options for Subclent: )
1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase | |[ewoe }
<Instance>. sectBachpTioe b

o Fdl © Inmedate
2. Right-click the <Subclient> and click Backup. Tactonton Run i o

3. Select the required backup options which you want to execute using the script.

4. Click Save as Script.

(8] (o ) [ J(Brsoerssews) (0 )

5. Enter the location where you want to save the script or click Browse and navigate to ‘S,MAS_g

the location. Client | ashaigs =
The script will be saved as a .xml file and a .bat file is created. Path
If a file with the same name already exists in the specified location, the .xml file will Mode

be created with a timestamp. However, the .bat file will overwrite the existing file.
Asynchronous @ Synchronous

6. Enter the username and password for the user account which you want to use to

perform the backup. Spedify user account to run the script

By default, the user account which you have used to login to CommCell console is @ Use the currently logged in user account
used for performing the backup. However, if the user account does not have access to

. . . - User Name: | zdmin
any application or database, click Use a different account.

7. Click OK.

Use a different user account
User Name:

Password:

Confirm Password:
[Lok ][ concd |[ 1eo |
SCHEDULING A BACKUP
Use the following steps to schedule a backup:
1 i R . A ConncatBowser o B sisomma x|
' e From the CommCell Browser, navigate to Client Computers | <Client> | B e [ [ 8 e > @ et comuts » B oo > 8 sme > 8 s »
Sybase. iz [womnene Soeroy i
e Right-click the <Subclient> and click Backup. SE
o Bt
b freeeid
bt e
58 tmaan
it -frmeiam
B
b et
SEme
ﬂfm‘tqu [ Content | ) Summary
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2. e Select the Backup type.
e Click Schedule to schedule the backup for a specific time.
e Click Configure to set the schedule for the backup job. The Schedule Details
dialog displays.
3. Select the appropriate scheduling options. For example:

o Click Weekly.

o Check the days you want the run the backup job.
e Change the Start Time to 9:00 PM.

e Click OK to close the Schedule Details dialog.

e Click OK to close the Backup Options dialog.

The backup job will execute as per the schedule.

See Scheduling for a comprehensive information on scheduling jobs.

MANAGING JOBS

Backup Options for Sublient: default

Badup Optons.
SelectBackup Type
®Fd

TransactonLog

3ob Inaton
Immedate.

ntis job o
o schede

Confisre Schedde pattern [ confore
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Schedule Details
Schedue fame |

QneTime Start Time
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© Weekdy
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on these days
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[ Monday
[Fl Thersday
[ sunday
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Jobs can be managed in a number of ways. See Job Management for a comprehensive information on managing jobs.

The following sections provide information on the different job management options available:

‘RESTARTING JOBS

Jobs that fail to complete successfully are automatically restarted based on the job restartability configuration set in the Control Panel. Keep in mind that

changes made to this configuration will affect all jobs in the entire CommCell.

To Configure the job restartability for a specific job, you can modify the retry settings for the job. This will override the setting in the Control Panel. It is also
possible to override the default CommServe configuration for individual jobs by configuring retry settings when initiating the job. This configuration, however,

will apply only to the specific job.

Backup jobs for this Agent are resumed from the point-of-failure.

CONFIGURE JOB RESTARTABILITY AT THE COMMSERVE LEVEL

1. From the CommCell Browser, click Control Panel icon.
2. Select Job Management.
3. Click Job Restarts tab and select a Job Type.

O Select Restartable to make the job restartable.

O Change the value for Max Restarts to change the maximum number of times the
Job Manager will try to restart a job.

O Change the value for Restart Interval (Mins) to change the time interval
between attempts for the Job Manager to restart the job.

4. Click OK.

CONFIGURE JOB RESTARTABILITY FOR AN INDIVIDUAL JOB

Job Management

General | Job Priorities | Job Restarts | Job Updates

Job Restart
Job Type

Disaster Recovery backup ~
Documentum (Data Protection)
Downlosd/Capy Updates
Exchange DE (Data Protection)

y Indexing [
File System and Indexing Based (C
Information Management
Informix DB (Data Protection)
Install Updates
Latus Mokes DB (Data Protection]
Mediia Reefresh
M¥SQL (Data Protection)
Offine Content Indexing
Grline Cortent Indexing
Oracle DB (Data Protection)
Other (Data Pratection)
501 DB {Data Pratection)

Start Phase Retry Inkerval (Mins)

&
Max Restarts
Restart Interval (Mins)
[ Ereemptable
[[]Enable Total Running Time:
| 4
104
(=)
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1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

2. Right-click the <Subclient> and click Backup.
3. Click Advanced. .
4. In the Advanced Backup Options dialog box, click the Job Retry tab. sowse
5. Select Enable Total Running Time and specify the maximum elapsed time before a P
job can be restarted or killed. ) Coma ) i)

Select Kill Running Jobs When Total Running Time Expires to kill the job after
reaching the maximum elapsed time.

6. Select Enable Number Of Retries and specify the number of retries.
7. Click OK.

ICONTROLLING JOBS

The following controls are available for running jobs in the Job Controller window:

Temporarily stops a job. A suspended job is not terminated; it can be restarted at a later time.
SUSPEND

Resumes a job and returns the status to Waiting, Pending, Queued, or Running. The status depends on the availability of
RESUME resources, the state of the Operation Windows, or the Activity Control setting.

Terminates a job.

KILL

SUSPENDING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Suspend.

2. The job status may change to Suspend Pending for a few moments while the operation completes. The job status then changes to Suspended.
RESUMING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Resume.

2. As the Job Manager attempts to restart the job, the job status changes to Waiting, Pending, or Running.
KILLING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Kill.

2. Click Yes when the confirmation prompt appears if you are sure you want to kill the job. The job status may change to Kill Pending for a few moments
while the operation completes. Once completed, the job status will change to Killed and it will be removed from the Job Controller window after five
minutes.

ADDITIONAL OPTIONS

The following table describes the available additional options to further refine your backup operations:

OPTION DESCRIPTION RELATED TOPICS

Startup Options Refer to Job Priority and
pop The Startup Options are used by the Job Manager to set priority for resource allocation. This is Priority Precedence)f

useful to give higher priority to certain jobs. You can set the priority as follows:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

Right-click the Subclient in the right pane and click Backup.

Click Advanced and click Startup tab.

Select the Change Priority checkbox.

Enter a priority number - 0 is the highest priority and 999 is the lowest priority.

o~ w N

Select the Start up in suspended State check box to start the job in a suspended state.

7. Click OK.

Alerts ; ' . e Refer to Alerts.
This option enables users or user groups to get automatic notification on the status of the data

protection job. Follow the steps given below to set up the criteria to raise notifications/alerts:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the Alert tab.
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Click Add Alert.

Ul

From the Add Alert Wizard dialog box, select the required threshold and notification
criteria and click Next.

6. Select the required notification types and click Next.
7. Select the recipients and click Next.
8. Click Finish.

9. Click OK.

Vault Tracker

This feature provides the facility to manage media that is removed from a library and stored in
offsite locations. Depending on your VaultTracker setup, select the required options. Use the
following steps to access and select the VaultTracker options.

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the VaultTracking tab.
4. Select the required options.

5. Click OK.

Refer to VaultTracker or
\VaultTracker Enterprise.

Extended Data Retention

This option allows you to extend the expiration date of a specific job. This will override the
default retention set at the corresponding storage policy copy. Follow the steps given below to
extend the expiration date:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the Media tab.
4. Select one of the following options:

o Infinite - Select this option to extend the expiration date by infinite number of days

O0 Number of day - Select this option to specify the number of days to extend the
expiration date and then enter the number of days.

5. Click OK.

Refer to Extended Retention
Rules.

Allow Other Schedules to
Use Media Set

The Allow Other Schedules to use Media Set option allows jobs that are part of the schedule or
schedule policy and using the specific storage policy to start a new media. It also prevents
other jobs from writing to the same set of media.

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.

3. Click Advanced and select the Media tab.

4. Select the Allow Other Schedules To Use Media Set check box.
5. Click OK.

Refer to Creating an
Exportable Media Set.

Mark Media Full

This option marks the media as full, two minutes after the successful completion of the data
protection job. This option prevents another job from writing to this media. Follow the steps
given below:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

Right-click the Subclient in the right pane and click Backup.

2.

3. Click Advanced and select Media tab.

4. Select the Mark Media Full on Success check box.
5.

Click OK.

Refer to Start New Media.

Start New Media

The Start New Media option enables you to start the data protection operation on a new media.
This feature provides control over where the data physically resides. Use the following steps to
start the data protection operation on a new media:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the Media tab.

4. Select the Start New Media check box.

5. Click OK.

Refer to Start New Media.

Data Path Options

Data Protection operations use a default Library, MediaAgent, Drive Pool, and Drive as the Data

Refer Change Data Path.
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Path. You can use this option to change the data path if the default data path is not available.
Follow the steps given below to change the default data path:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase |
<Instance>.

2. Right-click the Subclient in the right pane and click Backup.
3. Click Advanced and select the Data Path tab.

4. Select the MediaAgent and Library.

5. Select the Drive Pool and Drive for optical and tape libraries.

6. Click OK.

CommcCell Readiness
Report

The CommCell Readiness Report provides you with vital information, such as connectivity and
readiness of the Client, MediaAgent and CommServe. It is useful to run this report before
performing the data protection or recovery job. Follow the steps given below to generate the
report:

1. From the Tools menu in the CommCell Console, click Reports.
Navigate to Reports | CommServe | CommCell Readiness.

Click the Client tab and click the Modify button.

El

In the Select Computers dialog box, clear the Include All Client Computers and All
Client Groups check box.

Select the client from the Exclude list.
Click the Include > button.

Click OK.

Click the MediaAgent tab.

v ® N u

Clear the Include All MediaAgents checkbox.
L0. Select the MediaAgent from the Exclude list.
1. Click Include >.

12. Click Run.

The generated report is displayed.

Refer to CommcCell Readiness
Report.

Backup Job Summary
Report

The Backup Job Summary Report provides you with information about all the backup jobs that
are run in last 24 hrs for a specific subclient. You can get information such as status, time,
data size etc. for each backup job. It is useful to run this report after performing the backup.
Follow the steps given below to generate the report:

1. From the Tools menu in the CommCell Console, click Reports.
Navigate to Reports | Jobs | Job Summary.

Click Data Management on the General tab in the right pane.
Select the Computers tab.

Click Subclient and select the Edit tab.

Navigate to Client Computers | <Client> | File System | Backup Set | Subclient.

N o un ks DN

Click Run.

Refer to Backup Job Summary
Report.
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Browse Data — Sybase iDataAgent

TABLE OF CONTENTS

Understanding the Browse Window

Browse Data
Latest Data
Data Before a Specified Time

Browse from Copies
Browse Using MediaAgent

UNDERSTANDING THE BROWSE WINDOW

5] 30b Contrllr | @ hpur04 % Client: hpuwxo4 ( Latest Dx X arE
Browse provides an easy-to-use convenience to search and restore data. %l Gt o0 (LaestOuta) (=L
oabose e 5|
You can open the browse window from client, agent, instance or subclient level. The sub levels displayed =
in the browse window is based on where you start the browse operation. i EE{M
Eg’:z:sb:emws
SELECTING OBJECTS FROM THE BROWSE WINDOW FOR RESTORE E
@ testobs
The browse window displays objects and consists of two parts:
e The left pane displays the object tree at the selected level.
([ Becover Al o ands Neweronse...

e The right pane displays the contents of the selected object.

Note that the window displays only the data that was obtained by a backup. Data that is excluded by a filter, or data which did not exist as of the specified
browse time does not appear in the window.

Selections follow these rules:

e All selections are recursive.

e Clicking a box again causes the selection to be cleared.

e If you select an object in the left pane, then all of its contents are selected.

e You can select a specific object in the right pane.

Selection status is revealed by the selection icons as follows:

[l Indicates that the object is not selected for restoration.
(d Indicates that a portion of the object is selected for restoration. i.e., only some of the child object(s) within the selected object.
a Indicates that the entire object, including all of its child objects, are selected for restoration.

BROWSE DATA

The option to browse the backup data provides the facility to view and restore the data that was backed up. The following sections explain how to browse the
backup data.

LATEST DATA

Follow the steps given below to view the latest data backed up by a backup set:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase.

2. Right-click <Instance> and click All Tasks | Browse Backup Data.
3. Click OK.
The latest data backed up by all the subclients is displayed in the Client Browse tab.

o e e | e

‘DATA BEFORE A SPECIFIED TIME

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.

2. Right-click <Instance> and click All Tasks | Browse Backup Data.
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Select Specify Browse Time.

Click OK.

BROWSE FROM COPIES

« o s | b

By default, when a browse operation is requested, the software attempts to browse from the storage policy copy with the lowest copy precedence. If the data
that you want to browse was already pruned from the primary copy, the software searches the other copies of the storage policy, starting from the copy with

the lowest copy precedence to a copy with the highest copy precedence.

Thi

A w N

s feature is useful in the following conditions:

The media containing protected data for a particular copy has been removed from the storage library, you can choose to browse from a copy whose media

are inside the library.

Allows browsing from a copy that accesses faster disk media rather than slower tape media.

When media drives used by a particular copy are busy with another operation, this helps in browsing from a different copy to avoid resource conflicts.

precedence option.

If you specify a copy precedence number for a browse
operation, the software searches only the storage policy copy
with that precedence number in all storage policies used for
securing the data. If data does not exist in the specified
copy, the browse operation fails even if the data exists in
another copy of the same storage policy.

7. Click OK in the Browse Options dialog box.

BROWSE USING MEDIAAGENT

From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
Right-click <Instance> and click All Tasks | Browse Backup Data.
From the Browse Options dialog box, click Advanced.

In the Advanced Browse Options dialog box select the Browse from copy

Specify the precedence number in Copy Precedence.

Click OK in the Advanced Browse Options dialog box .

3 G I srbosens ¢

[ e e | (]

Data can be restored from any compatible library and drive type in the CommCell. By default, the system automatically identifies and restores data from any
configured library in the CommcCell, even if the media is not available in the original library in which the data protection operation was performed. Use this
procedure to Browse using a specific MediaAgent.

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase.
2. Right-click <Instance> and click All Tasks | Browse Backup Data.
3. From the Browse Options dialog box, choose the MediaAgent that must be used to
perform the browse.
4. Click OK.
Back to Top

Browse Dptions [ =]

& Browss the Latest Data
" Specify Browss Time

Erowse Data Before:

[rhu 11/03i2011 | 07 © 28AM :I

Tirme Zone: I(GMT-DE:DD) Pacific Time (U5 & Canada) =l
Clent Computer: [ =
Use MediaAgernt [ cany MEDIAAGENT> |

= DIAAGENT >
[ Show Delete:

oK Cancel Advanced List Media Help
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Advanced Restore - Sybase /.DataAgent

TABLE OF CONTENTS

Restoring the Sybase Server Command Line Restores
Log on to the CommServe
Perform the Restore
Rename a Database Restore

Restoring the Master Database
Restoring System Databases

Console
Restoring Transaction Logs to a Point in Time

Recovering Databases
Restoring and Recovering the Databases
Restoring the Databases without a Recovery

Restoring a Database to the Current State (Step-by-Step Restore)

Renaming a Database

Restoring Databases to a New Device

Restoring the Database with the Data and Logs Existing on the Same Device
Restoring Databases to a Different Sybase Server Instance

Restoring the Sybase Server to a Different Path

Scheduling a Restore

Managing Restore Jobs
Restarting Jobs
Controlling Jobs

Additional Restore Options

Restoring Databases to a Point in Time Generate the Command Line Script from the CommCell

RESTORING THE SYBASE SERVER

When the Sybase server is corrupted or lost, you can restore and recover it from the latest full backup. When restoring an entire server, make sure to perform

either of the following:

e If the dataserver is running, execute the following command to turn off these options:

sp_configure ’'enable xact coordination’, 0

sp_configure "enable job scheduler", 0

e Disable the following parameters by editing the Sybase configuration file which usually resides in Sybase ASE home directory:

Set the ‘enable xact coordination = 0’ under “DTM Administration” section

Set the ‘enable job scheduler = 0’ under “SQL Server Administration” section

Prior to restoring an entire server, make sure that the Sybase server is offline. Use the following steps to restore an entire Sybase server:

Sybase Restore

General | 30b Tnitiation |

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase.

2. Right-click the <Instance> point to All Tasks and then click Restore Sybase
Server.

Destination Server: g

Source Server: S1503LNX
3. Select Sybase Create Devices.

4. Click OK to start the restore.
[~ Rename Databases [V Sybase Create Devices
Options
™ Paint-in-time

Restore Time and Time zone

Server State: Refresh

Restore Time:  [Tue

Time Zone: Jore

Recover Types

* Recover " Mo Recover

Mo I Cancel Advanced |

[ Save As Saipt | Help |
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RESTORING THE MASTER DATABASE

When you restore an entire Sybase server or a master database, it is highly recommended to select Sybase create devices. However, you can also create a

master database manually and then perform a restore without selecting Sybase create devices. See Manually Creating a Master Database for a detailed
information.

If the dataserver is configured with a password for a default user sa, follow Manually Creating a Master Database to
create a new master device with an empty password.
Prior to restoring the master database, make sure that the Sybase server is offline. Use the following steps to restore a master database without selecting

Sybase create devices:

W s1s03LMX x %y Client: orasnapl ( Latest..

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase. %) Client: crasnap (LatestData )
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. | current Selected: jdbs
. [l 51503LNX ... Database Name
3. Click OK. L testdb1
4. Select the Master database in the right pane and click Recover All Selected. [ tempdb
[ sybsystemprocs
[ sybsystemdb
model
L l@master ]
[dbg
[Cdba
Cdb7
[Cdbs
(Wes
. Sybase Restore oS
5. Click OK to start the restore.
General | Job Initiation
Destination Server: | orasnap1\51503LNX -
Source Server: S1503LNX
Database State: Online |
[] Rename Databases [] Sybase Create Devices
fl [] restore Options |
(@ Sybase Step By Step Paint-in-time
Restore Time and Time zone |
Restore Time: | Tuesday, March 13, 2012 3:14:55 PM FULL - i
Time Zone: :(IJTC-OE:BB) Eastern Time (US & Canada) -
Recover Types
@ Recover (7)Mo Recover
[ Concel | [ advanced | [ B save Assapt |

RESTORING SYSTEM DATABASES

System databases are essential for the operation of the Sybase Server instance. If you need to restore the Sybase Server in the event of a system failure, the
system databases (model, sybsystemdb and sybsystemprocs) must be backed up.

Make sure to disable the following parameter in Sybase configuration file which usually resides in Sybase ASE home directory:

sp_configure ’‘enable xact coordination’, 0

By default, system databases are restored in the same location from where they were backed up and their data files are overwritten. Follow the steps given
below to restore the system databases:

From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

A

Select the system databases (model, sybsystemdb and sybsystemprocs) in the right
pane and click Recover All Selected.
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5. Click OK.

RESTORING SYBASE DATABASES TO A POINT IN TIME

If any undesired transaction occurs in the database, you can revert the database to a state just before the transaction. The point in time option enables you to
restore the database to a specific point-in-time. This option is useful in the following scenarios:

Sybase Restore, E\
General | Job Initation
Destination Server: | ashait# 315502 v
Source Server:  SISSLNX
Server State:
master A
Database List model
sybsystemdh v
[ Rename Datahases ] Sybise Create Devices
Opticns
[ Paint-in-time:
Restore Time and Time zone
Restore Time: - =

Time Zone:

Recover Types

(@ Recover () Mo Recover

[ 8o | [concel ][ aduanced ][ [ savesssopt | [ nep |

e If any undesired transaction occurs in the database, you can revert the database to a state just before the transaction.

e If a database fails, you can restore to the state just before the point of failure.

e You can restore multiple databases to a consistent time. This will be useful for the absolute synchronization of the databases.

Before performing the point-in-time restore of a database, ensure that transaction logs for the database are backed up. Follow the steps given below to restore

a database(s) to a point in time:

Click OK.

MW

Recover All Selected.

Select the Restore Options check box.

Click Point-in-Time.

N o w

8. Click OK to start the restore.

The database(s) will be restored to the selected date and the next scheduled backup for
that database will automatically convert to a Full backup.

RESTORING TRANSACTION LOGS TO A POINT IN TIME

You can restore the transaction logs along with the database to a specific point in time. The point in time should be in between the start and end point of a

From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.

Right-click the <Instance> and then click All Tasks | Browse Backup Data.

In the right pane of the Browse window, select one or more databases and click

From the Restore Time list, select the date and time.

Sybase Restore &

General | Job Initistion
Destination Server: | dbservel215155db12 v
Source Server: 5155db12

DatabaseName:  bigdh
Database State:  Orline

[JRename Databasss  [] Sybase Create Devices

1
stors Options

(O Sybase Step By Step

Restare Time and Time zone

@sture Time:  [Tue 11/08f2011 ~7 05 : 54PM j )

Tirne Zone: {UTC-05:00) Eastern Time {US & Canada) ~

Recover Types

(& Recover () Mo Recover

4
[ Cancel ][ Advanced H (@ save As Saript I

transaction logs. The database backup job along with the most recent transaction log after a point in time will be restored.

For example:

Let us assume that you have performed a Full backup (F1) and transaction log backup (L1) for the first time at 1 P.M. Subsequently you have performed L2 at
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3 P.M. Later, you have performed L3, F2, L4,L5 etc at subsequent intervals. If you perform a point in time restore for the transaction log backups at 2 P.M, the
Full backup (F1) along with the log backups of L1 and L2 (transaction log after point in time) will be restored.

Follow the steps given below to restore transaction logs along with the database(s) to a point in time:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase. Syhase Restore X
General | Job Initiation
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Destination Server: | dbservel1215155db12 v
3. Click OK.
SOLIFCE Server: 5155db12
4. In the right pane of the Browse window, select one or more databases and click
Recover All Selected. Cetmalln  HES
Select the Restore Options check box. brEbeetres Ol

[] Rename Databases [] Sybase Create Devices

5
6. Click Point-in-Time.
7

From the Restore Time list, select the date and time. .

8. Click OK to start the restore. fstare Options
2
The transaction logs along with the database(s) will be restored to a selected point in Osbestepty step @Paintine
time.

Restore Time and Time 20ne: 3

@store Time:  [Tue 11j08/2011 E 05 54PM j )

Time Zone: (UTC-05:00) Eastern Tims (LIS & Canads) v

Recover Types

@ Recover () Mo Recaver

4
[ Canicel ] [ Advanced ] [ [ save fs Script l

RECOVERING DATABASES

By default, a database is left in the online state after a restore. you can restore the data and then recover the database at a later point-in-time after performing
any post operations.

RESTORING AND RECOVERING THE DATABASES

If you want to recover the database after the restore, follow the steps given below:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase. Sybase Hestore 3
General | Job Initiati
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. =
3 Click OK Destination Server: | ashley2003i51503wWa1 v
. icl .
. . . S0UrCE Server: 51503WE1
4. In the right pane of the Browse window, select the database to be recovered and click
Recover All Selected. T
5. Click Recover.
6. Click OK [ Rename Databases [ Sybase Create Devices
Options
[[] Paint-inctime:

Restore Time and Time zone

Restore Time: - :‘

Tirne: Zone:

Recover Types

() Mo Recover
I gOK H Cancel ” Advanced H [}Sava As Script l

'RESTORING THE DATABASES WITHOUT RECOVERY

Follow the steps given below to restore the database without recovery:

1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
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3. Click OK. Sybase Restore

General | Job Initiation

(=

4. In the right pane of the Browse window, select the databases you want to recover

and click Recover All Selected. Destination Server: | ashley2003151503Wa1 v
5. Click No Recover. Source Server:  S1503WS1
6. C“Ck OK. Server State:

[ Rename Databases [ Sybase Create Devices

Options
[[] Paint-inctime:

Restore Time and Time zone

Restore Time: | - ‘ |—{

Tirne: Zone:

Recover Types

() Recover

I gOK H Cancel ” Advanced H [}Savaﬂssznpt l

RESTORING A DATABASE TO THE CURRENT STATE (STEP-BY-STEP RESTORE)

When you want to restore an event in the database but do not know the exact time of the event, you can first restore the database to the last full backup and

then run a Step-by-Step restore to apply the logs. Step-by-Step Restore is performed on individual database. This is a controlled restore and applicable for
restoring a single database.

Use the following steps to run a Step-by-Step restore:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
General | Job Initiation
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
@tmatlnn Server: |ashai64151502LNX V)
3. Click OK.
Source Server: S1503LNX
4. 1In the right pane of the Browse window, select the database to be restored and click
Recover All Selected. Database Name:  testdbl
5. In the Destination Server drop-down box, select the destination server name. bREttmoERiy  eiid
6. Select the Restore Options check box.
[[JRename Databases  [] Sybase Create Devices
7. Select Sybase Step by Step.
8. Click No Recover.
9. Click OK to start the restore Obortiztie

Restore Time and Time zone

Restore Time: | Tuesday, November 1, 2011 10:59:17 AM FULL M

Time Zone: (UTC-06:00) Central Time {US & Canada) v

Recover Types

O Recover
£ ok | [Ccancel | [Cadvanced | [ [ Save hssarpt | [_re |

RENAMING A DATABASE

You can rename user databases. Ensure that the new database names are unique and conform to the Sybase Identifier rules. When you rename databases,
make sure that the tables in the databases are not referencing to or referenced by table (s) in any other databases.

Use the following steps given to rename a database:

From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Click OK.

H> N

In the right pane of the Browse window, select the database to be renamed and click
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Recover All Selected.

Sybase Restore @
5. Select the Rename Database check box. Gereral | Joh Initation
6 Click Advanced Destination Server: | orasnap1}51503LNX v
7. Click the Options tab. Source Server: S1503LNE
8. Click the Target Database column and type the new database name. DatabasaHame:  testdbt
9. Click OK. Database State:  Online
Advanced Restore Options ‘Yl
[Jrestore Option —
Startup | Copy Precedence || Data Path Alertl Oﬂt‘ﬂnsl
Source...| Target...| Device... Physical...| Size ﬂ
y testdbl . ~
Restore Time and T | |testdb1 testdbd ... ... 30ME
Restore Tme: [T]
Tirne: Zone:
\ Cok D] [ caneel Help
Recover Types
@) Recover () Mo Recover \

A ok Cancel | € ) | [B save As Seript

RESTORING DATABASES TO A NEW DEVICE

While restoring the Sybase databases to a new device, you can also change the size of the device. However, you need to drop the existing device to change the
size and then perform the restore. Use the following steps to restore the selected databases to a new device:

. - . Sybase Rest X
1. From the CommcCell Browser, navigate to Client Computers | <Client> | Sybase. ” = X
General | Job Initiation
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data. .
PR
3' c“Ck OK' Source Server: S1503LN:
4. 1In the right pane of the Browse window, select the databases you want to restore and -
click Recover All Selected.
testdbl
5. Select the Sybase Create Devices checkbox. Database List:
6. Click Advanced.
7. Click the Options tab.
i . Options ~
8. Type the new device name under the Device Name column and type the path of the L S &
new device under the Physical Path column. Type the new size under the Size DIPantimtine | | gtarep | copy Precedence | DataPath Alert | Options |
Column. Restore Tine and Tirg | | Source Dat...| TargetDat... | DeviceName | Physical Path | Size 3
. \_ 2
9. Click OK. Restore Tine: || tesidbl logl joradatajsyb... 30 MB
tectdil Joradatajsyb... 30 MB
Time Zone: testdbf log  foradatafsyb... 30 MB
Recover Types
F ) @

RESTORING THE DATABASE WITH THE DATA AND LOGS EXISTING ON THE SAME DEVICE

If the Sybase data and logs are on the same device, use the following steps to set the data and logs and then perform a restore:

From the CommCell Browser, navigate to Client Computers.
Right-click the <Client>, and then click Properties.

Click the Registry Key Settings tab.

Click Add.

In the Name box, type sCreateDatabaseWithOverrideOption.
In the Location box, select or type sybaseagent from the list.

In the Type box, select Value.

© N o v~ WL N

In the Value box, type Y or y and then click OK.
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Client Computer Properties for : e x|
General | Version | Secuity | Activity Control | Groups | Firewall Confiauration | Network Throtting | Poiices
Job Configuration | Encryption | Advanced | ContentIndexng ~Registry Key Settings | Client Side Dedupication
Name | Location | Type | Value | Enabled |

Add Registry Key on Unix Client sybserverl X

Neme [sCreateDatabaseWithOverrideOption

Locaton [ haceagent =

e [vave =

vue [y

ok Cancel Help
et | ouee
OK Cancel Help

RESTORING DATABASES TO A DIFFERENT SYBASE SERVER INSTANCE

By default, when restoring to a different Sybase Server instance, a database is restored to the same location as in source server in the destination server.
Prior to restoring the database to a different server, note the following:

e The max page size of the source server should be the same as the destination server.

o Ensure that the Sybase destination server is configured in the CommcCell console.

Follow the steps below to restore a database to a different destination server.

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase. Svbase Rastore 3
General | 1ob Initiation

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Destination Server: (| ashley2003151503Wa1 v

3. Click OK.

. . Source Server: 51503WE1
4. In the right pane of the Browse window, select the databases you want to restore and
click Recover All Selected. Server State:
5. Select the Destination Server.

. . . . []Rename Databasss  [7] Sybass Create Devices
If the devices are not existing on the destination server, then select Sybase Create

Devices. See Restoring Databases to a New Device to create or change the devices
on the destination server.

Opkions

[ Paint-in-time
7. Click OK to start the restore.

Restore Time and Time zone

Restare Time: - :‘

Tirne: Zone:

Recover Types

(@ Recover () Mo Recover

I i ox I[ Cancel ][ Advanced H [@ save as soript I

RESTORING THE SYBASE SERVER TO A DIFFERENT PATH

Make sure that you have a Sybase Database Administrator privileges when you restore a Sybase server to a different path. Also, make sure that the device
should be able to hold the database being restored.

If an entire server needs to be restored to a different path, then perform the following before restoring the server:

1. First, drop the databases and existing Sybase devices. Ensure that the databases of a different Sybase server are not part of the device that is being
dropped.

Modify the RUN_File with the new master device path.
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2. You need to restore the master database and the system databases like model and sybsystemdb, which reside on master device.

3. Restore the individual databases using Sybase create devices.

Use the following steps to restore individual databases to a different path:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase. Svbase Rastore 3
General | 1ob Initiation
2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.
Destination Server:
3. Click OK.
. . Source Server: 51503WE1
4. In the right pane of the Browse window, select the databases you want to restore and
click Recover All Selected. Server State:
5. Select Sybase Create Devices.
6 Click Ad d [ Rename Databases [ Sybase Create Devices
. ic vanced.
7. Click Options tab. R
8. Double-click on the Device Name to change the device name. [t n-ime
9. Double-click on the Physical Path to change the path of the database. e i ihRaEE
10. Click OK to start the restore. Restore Time: = =
Tire Zone:
Recover Types
(@ Recover () Mo Recover
I i ox I [ Cancel ] [ Advanced ] [ [@ save as soript I

COMMAND LINE RESTORES

You can perform restores of one of more databases from the command line interface.

Command line restores enable you to perform restore operations on multiple clients at the same time. It also allows you to reuse the command line scripts for
additional restores.

When performing command line restores, note that backups taken from the CommcCell Console can be restored using Command Line and vice versa. However,
backups taken from a previous version of the CommCell Console can be restored only from the Command Line.

In order to run the restores from command line, you need an input xml file which contains the parameters for configuring the restore options. This input xml
file can be obtained using one of the following ways:

e Download the input xml file template and save it on the computer from where the restore will be performed.

o Generate the input xml file from the CommCell Console and save it on the computer from where the restore will be performed.

SLOG ON TO THE COMMSERVE

To run command line operations you must first login to the CommServe as follows:

e From Command prompt, navigate to <Software_Installation_Directory>/Base and run the following command:
glogin -cs <commserve name> -u <user name>

e For example, to log on to CommServe 'serverl' with username 'userl':

glogin -cs serverl -u userl

PERFORM THE RESTORE
1. Download the restore_template.xml file and save it on the computer from where the command will be executed.
2. Execute the saved xml script using qoperation execute command.

goperation execute -af restore template.xml -clientName xxxxx -instanceName xxxxx -destinationInstance/clientName
xxxxx -destinationInstance/instanceName xxxxx -databaseld/name xxxxx

3. Verify the status of the job using the following command:
glist job -j JOBID
4. Once the job completes, logout from the CommServe using the glogout command.

glogout [-cs commserver] [-all] [-tf tokenfile] [-tk token] [-h]
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EXAMPLES

Restoring from a Current

Backup goperation execute -af restore template.xml --appName 'Sybase Database' -clientName clientl

-instanceName instancel -destinationInstance/clientName clientl -
destinationInstance/instanceName instancel -databaseId/name dbl

Restoring Databases to a

Different Client/Instance goperation execute -af restore template.xml -appName 'Sybase Database' -clientName clientl

-instanceName instancel -databaseId/name dbl -destClient/clientName client2 -
destinationInstance/clientName client2 -destinationInstance/instanceName instance2 -
destinationServer/name instance?2

Restoring Databases to a Point

. . . eration execute -af restore t late.xml -appName 'Sybase Database' -clientName clientl
in Time (date and time) doperatt xecu restore_template.xml -appNam y ientNam i

-instanceName instancel -databaseId/name dbl -toTimeValue "yyyy-mm-dd hh:mm:ss" -
destClient/clientName client2 destinationInstance/clientName client2 -
destinationInstance/instanceName instance2 -destinationServer/name instance?2

SRENAME A DATABASE RESTORE
1. Download the rename_restore_template.xml file and save it on the computer from where the command will be executed.
2. Execute the saved xml script using qoperation execute command.

goperation execute -af rename restore template.xml -sourceclientName xxxxx -sourceSybaseinstanceName xXxxxXX -
destinationInstance/clientName xxxxx -destinationInstance/instanceName xxxxx -databaseId/name xxxxx - devices <source
subclientId>:<source dbId>:<source device Id >:<source device name>:<renamedDeviceName>:<renamed device Path>:<size of
the device in bytes>:<renamed Database name> -renameDatabases true -databaseChain -sybaseCreateDevices false [-
fromTimeValue <timeValue> -toTimeValue <timeValue>]

Where

-devices is a colon( : ) separated field and is comprised of 8 fields

1. Source subclient Id: This is an internal field for subclientId and need to be passed as 0 in gcommand

2. Source dbId: database Id of the Sybase dataserver (can be got from Sybase sysdatabases table)

3. Source device Id: device id of the source device, can be passed as 0 in gcommand

4. Source device Name: source Sybase device name can be got from Sybase sysdevices table

5. Renamed device Name: Device name on destination (new name for the Sybase device)

6. Renamed device Path: Destination server Device Path

7. Size of the device in bytes: If device is already created, this can be passed as 0

8. Renamed Database Name: New name for the database on destination server. Restore will be performed on this database.

Here if the given database has more than one device then -device needs to be repeated for each of the database devices.
For cross-machine and rename database restores, it is recommended to create alFor cross-machine and rename database res
3. Verify the status of the job using the following command:
glist job -3 JOBID
4. Once the job completes, logout from the CommServe using the glogout command.
glogout [-cs commserver] [-all] [-tf tokenfile] [-tk token] [-h]
FINDING A DATABASE ID FROM SYBASE DATASERVER
Login as Sybase SA user and execute the following SQL script:

isgl -Usa —-P<password>-S<Sybase server name> use master go select name, dbid from sysdatabases where name = ‘<dbname>’ go
exit go

FINDING AN ENDTIME OF THE JOB FOR POINT-IN-TIME RESTORE
Use the following command to find an end time of the job for Point-in-time restore:
./goperation execscript -sn getjoblist.sgl -si <clientName>

You will receive the list in the following format:

JOB ID |LEVEL |STATUS |STORAGEPOLICYNAME |(RETENTION DAYS |APPTYPE NAME |SUBCLIENT NAME |START TIME/END TIME |ACTIVE
12774 |Full Success [SP_Sybase -1 Sybase Database |CRA 2012-08-28 No

20:06:37.00

The command output returns the UTC time and you need to convert this into CommServe (CS) time zone before using it in restore command.
EXAMPLES

The following are the examples executed from your base directory for clientName - sybserver3, instance - S155syb3 database - db8 restored to the same
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server with the database renamed as test. Here we presume the devices are already created and only restore needs to be performed.

Renaming a Database Restore
without specifying a new device

goperation execute -af rename restore template.xml -clientName sybserver3 -instanceName
S155syb3 -databaselId/name dbl -destClient/clientName sybserver3 -
destinationInstance/clientName sybserver3 -destinationInstance/instanceName S155syb3 -
destinationServer/name S155syb3 -devices "0:0:0:0:0:0:0:new_dbl" -renameDatabases true -
databaseChain "0:0:dbl:0" -sybaseCreateDevices false

Renaming a Database Restore

goperation execute -af rename restore template.xml -clientName sybserver3 -instanceName
S155syb3 -databaselId/name crossl -destClient /clientName sybserver3 -
destinationInstance/clientName sybserver3 -destinationInstance/instanceName S155syb3 -
destinationServer/name S155syb3 -devices

"345:14:238:dbl:new _dbl:/sybase/sybl55/data/new dbl.dat:125829120:new dbl" -devices
"345:14:239:dbl_log:new_dbl_log:/sybase/sybl55/log/new_dbl_log.dat:31457280:new_dbl" -
renameDatabases true -databaseChain "345:14:dbl1:128" -sybaseCreateDevices true

Renaming and Restoring
Databases to a Point in Time

goperation execute -af rename restore template.xml -clientName sybserver3 -instanceName
S155syb3 -databaselId/name db8 -destClient/clientName sybserver3 -
destinationInstance/clientName sybserver3 -destinationInstance/instanceName S155syb3 -
destinationServer/name S155syb3 -devices "0:11:0:db8:test:/Sybase/data/test.dat:0:test" -
devices "0:11:0:db8 log:test log:/ sybase/ log /test log.dat:0:test" -renameDatabases true
-databaseChain "0:11:db8:0" -sybaseCreateDevices false -fromTimeValue "yyyy-mm-dd 08:40:12"
-toTimeValue "yyyy-mm-dd 10:48:16"

Renaming and Restoring to a
different client (Cross Server
restore)

goperation execute -af rename restore template.xml -clientName sybserver3 -instanceName
S155syb3 -databaselId/name db8 -destClient/clientName sybserver3 -
destinationInstance/clientName sybserver3 -destinationSybaseclientName sybserver3 -
destinationInstance/instanceName S155syb3 -destinationServer/name S155syb3 -
destinationSybaseinstanceName S155syb3 -devices
"0:11:0:db8:test:/Sybase/data/test.dat:0:test" -devices "0:11:0:db8 log:test log:/ sybase/
log /test log.dat:0:test" -renameDatabases true -databaseChain "0:11:db8:0" -
sybaseCreateDevices false -fromTimeValue "yyyy-mm-dd 08:40:12" -toTimeValue "yyyy-mm-dd
10:48:16"

In the above examples, the following names are presumed:

rename restore template.xml is

the XML template file

sybserver3 Source Sybase client name (configured on CS)

sybserver3 Destination Sybase client name (configured on CS)

S155syb3 Source Sybase instance name

db8 Source database name

S155syb3 Destination Sybase instance name

db8, db8_log Source devices name for database db8

test , /Sybase/data/test.dat|Renamed device name, device path for source device name db8
test_log, / sybase/ Renamed device name and device path for source device name db8_log
log /test_log.dat

test Renamed database name

Step-by-step restores should be performed from the CommCell Console.mmCell Console.

‘'GENERATE THE COMMAND LINE SCRIPT FROM THE COMMCELL CONSOLE

In addition to the parameters provided in the template xml file, if you want to include additional options for the restore, you can do so by selecting the required
options from the CommCell Console and generate the command line xml script for the restore operation.

Follow the steps given below to generate a script which you can use to perform a restore from the command line interface:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.

3. Click OK.

4. In the right pane of the Browse window, select the data that you want to restore and
click Recover All Selected.

5.

Click Save as Script.

Select the required restore options which you want to execute using the script.
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Enter the location where you want to save the script or click Browse and navigate to
the location.

The script will be saved as a .xml file and a .bat file is created.

If a file with the same name already exists in the specified location, the .xml file will
be created with a timestamp. However, the .bat file will overwrite the existing file.

Enter the username and password for the user account which you want to use to
perform the restore.

By default, the user account which you have used to login to CommCell console is
used for performing the restore. However, if the user account does not have access to
application and database, click Use a different account.

Click OK.

SCHEDULING A RESTORE

Follow the steps given below to schedule a restore job:

1.

e From the CommCell Browser, navigate to Client Computers | <Client> |
Sybase.

e Right-click the <Instance> and then click All Tasks | Browse Backup Data.
e Click OK.

e Select a database to restore.
o Click Recover All Selected.

Select the required restore options.

ES

Sybase Restore

General | Job Initiation

Destination Server: | ashley2003151503wa1 v

Source Server: S1503wa1
Server State:
[ Rename Databases  [] Sybase Create Devices
Options
[[] Paint-in-time

Restore Time and Time zone

Restore Time: |~ =)

Tirne: Zone:

Recover Types

G)Rerover () Mo Recover

I £ o I [ Cancel l [ Advanced ] [ @Save As 5:1\@ l

— _ — 5
Save As Script [
— e
Clent [ashaigs = H
Path Browse

Mode
") Asynchronous @ Synchronous

Specify user account to run the script

@ Use the currently logged in user account

User Name: | 5dmin

Use a different user account

User Name:

d:

Confirm Password:

] (o) tite.)]

A Connce ramser B R bt x
&« Q@ CentCoreuters > % sybsenint > I8 Sbose > 8 sybsswin >

Subcint e
bt

T

sk [ VST

) Cllent: happyo1 (Latest...
S Clenk hapoyo1 (LatestData)

[ Current Ssbcted: 50 Server/HAPPYOICOMMIALLT Payrol

"] T .. Database Name
@euoet 10.0.2531
oozsa ]
| Board_Master 10.0.2531
T test 10.0.2531
[Cmodel_test 1002531
[Cmsdb 10.0.2531
Crodel 10.0.2531
Cmaster 1002531
[ doctest 10.0.2531
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. Sybase Restore,
Click OK. Y ®
Genaral | 1op Iiatian
——
Source Server: S155LNx
Server State:
master
Database List: model
sybsystemdh
[ Rename Databases  [] Sybase Create Devicss
Options
[ Paint-in-time:
Restore Time and Time zone
Restore Tine: [ =1 =]
Time Zone:
Recover Types
(@ Recover () Mo Recover
[ 8o | [concel ][ aduanced ][ [ savesssopt | [ nep |
4. e Click Job Initiation tab and click Schedule. Restore Options for All Selected Items @
e Click Configure. General | Job Initistion
Job Initiation
) Immediate
(®) Schedulg
Configure Schedule Pattern
[ % oK 1 [ Cancel ] [ Advanced ] [ @Sava A Script ] [ Help ]
5. Select the appropriate scheduling options. For example:
e Click Weekly. Schedule Name
e Check the days you want the run the restore job. O one Time satTme [ 9o |
. Dail
e Change the Start Time to 9:00 PM Ovet
® weekly
e Click OK to close the Schedule Details dialog (@i
. . k O Yearly Onthesedays [ Monday [] Tuesday (] Wednesday
e Click OK to close the Restore Options dialog S (i Ty
- . day
The restore job will execute as per the schedule. BEy
o J[ oma J[ b ] [omom>

See Scheduling for a comprehensive information on scheduling jobs.

MANAGING RESTORE JOBS

Once you initiate the restore operation, a restore job is generated in the Job Controller. Jobs can be managed in a number of ways. See Job Management for a
comprehensive information on managing jobs.

The following sections provide information on the different job management options available:
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‘RESTARTING JOBS

Jobs that fail to complete successfully are automatically restarted based on the job restartability configuration set in the Control Panel. Keep in mind that

changes made to this configuration will affect all jobs in the entire CommcCell.

To Configure the job restartability for a specific job, you can modify the retry settings for the job. This will override the setting in the Control Panel. It is also
possible to override the default CommServe configuration for individual jobs by configuring retry settings when initiating the job. This configuration, however,
will apply only to the specific job.

Backup jobs for this Agent are resumed from the point-of-failure.

CONFIGURE JOB RESTARTABILITY AT THE COMMSERVE LEVEL

1. From the CommCell Browser, click Control Panel icon.
2. Select Job Management.

3. Click Job Restarts tab and select a Job Type.
O Select Restartable to make the job restartable.
O Change the value for Max Restarts to change the maximum number of times the

Job Manager will try to restart a job.

O Change the value for Restart Interval (Mins) to change the time interval
between attempts for the Job Manager to restart the job.

4. Click OK.

Job Management

General | Job Priorities | Job Restarts | Job Updates

Job Restart
Job Type
DOWNIOS0/COpY UPOaTeS
Exchange DB (Data Protection)
File System and Indexing Based (D:
Fie System and Indexing Based (D:
Information Management
Informix DB (Data Protection)
Install Updates
Lotus Notes DB (Data Protection)
Media Refresh
MYSQL (Data Protection)
Offine Content Indexing r
Oniine Content Indexing i
Orade DB (Data Protection)
Other (Data Protection)
SRM (Data Collection)
Sybase DB (Data Protection)
WBA and CDR (Data Management) ~
« i )

Start Phase Retry Interval (Mins)

=
Max Restarts 1l
Restart Interval (Mins) 2[4
V| Restartable
Enable Total Running Time:
sl ol
104
(o ] [[cancel | [ hep

ICONTROLLING JOBS

The following controls are available for running jobs in the Job Controller window:

Temporarily stops a job. A suspended job is not terminated; it can be restarted at a later time.

SUSPEND

Resumes a job and returns the status to Waiting, Pending, Queued, or Running. The status depends on the availability of
RESUME resources, the state of the Operation Windows, or the Activity Control setting.

Terminates a job.
KILL

SUSPENDING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Suspend.

2. The job status may change to Suspend Pending for a few moments while the operation completes. The job status then changes to Suspended.

RESUMING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Resume.

2. As the Job Manager attempts to restart the job, the job status changes to Waiting, Pending, or Running.

KILLING A JOB

1. From the Job Controller of the CommCell Console, right-click the job and select Kill.

2. Click Yes when the confirmation prompt appears if you are sure you want to kill the job. The job status may change to Kill Pending for a few moments

while the operation completes. Once completed, the job status will change to Killed and it will be removed from the Job Controller window after five

minutes.

ADDITIONAL RESTORE OPTIONS

Several additional options are available to further refine your restore operations. The following table describes these options, as well as the steps to implement

them.

Be sure to read the overview material referenced for each feature prior to using them.

OPTION

DESCRIPTION

RELATED TOPIC

Startup Options

Refer to Job Priority and
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The Startup Options are used by the Job Manager to set priority for resource allocation. This is
useful to give higher priority to certain jobs. You can set the priority as follows:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.

In the Browse Options dialog box, click OK.

> wWn

In the Client Browse window, select the database you want to restore and click Recover
All Selected.

In the Sybase Restore Options dialog box, click Advanced.

In the Advanced Restore Options dialog box, click Startup.

On the Startup tab, select Change Priority.

Enter a priority number - 0 is the highest priority and 999 is the lowest priority.

v ® N u

Select the Start up in suspended State check box to start the job in a suspended state.

0. Click OK.

Priority Precedence.

Copy Precedence

By default, the system retrieves data from the storage policy copy with the lowest copy
precedence. If the data was pruned from the primary copy, the system automatically retrieves
data from the other copies of the storage policy in the lowest copy precedence to highest copy
precedence order. Once the data is found, it is retrieved, and no further copies are checked.

You can retrieve data from a specific storage policy copy (Synchronous Copy or Selective
Copy). If data does not exist in the specified copy, the data retrieve operation fails even if the
data exists in another copy of the same storage policy. Follow the steps given below to retrieve
the data from a a specific storage policy copy:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.

2. Right-click the <Instance> and then click All Tasks | Browse Backup Data.

3. In the Browse Options dialog box, click OK.

4. In the Client Browse window, select the database you want to restore and click Recover
All Selected.

5. In the Sybase Restore Options dialog box, click Advanced.

6. In the Advanced Restore Options dialog box, click Copy Precedence.

7. On the Copy Precedence tab, select the Restore from copy precedence check box.

8. Enter the copy precedence number.

9. Click OK.

Refer to Recovering Data From
Copies.

Data Path Options

The data recovery operations use a default Library, MediaAgent, Drive Pool, and Drive as the
Data Path. You can use this option to change the data path if the default data path is not
available. Follow the steps given below to change the default data path:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.

In the Browse Options dialog box, click OK.

> won

All Selected.

In the Sybase Restore Options dialog box, click Advanced.

In the Advanced Restore Options dialog box, click Data Path.
On the Data Path tab, select the MediaAgent and Library.

Select the Drive Pool and Drive for optical and tape libraries.

w ® N o un

Select the name of the Proxy server if you wish to restore using a proxy server.

You can select the Proxy server only when you are restoring from a snapshot. This option
is not available for a regular restore.

0. Click OK.

In the Client Browse window, select the database you want to restore and click Recover

Refer to Change Data Path.

Encryption

data recovery operation. Follow the steps given below to enter the pass-phrase:
1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.

2
3. In the Browse Options dialog box, click OK.
4

All Selected.

5. In the Sybase Restore Options dialog box, click Advanced.

If the client's data is encrypted with a pass phrase, you must enter the pass-phrase to start the

In the Client Browse window, select the database you want to restore and click Recover

Refer to Data Encryption.

Page 86 of 107



User Guide - Sybase iDataAgent

6. In the Advanced Restore Options dialog box, click Encryption.
7. Enter the Pass Phrase.

8. Click OK.

Alerts

This option enables users or user groups to get automatic notification on the status of the data
recovery job. Follow the steps given below to set up the criteria to raise notifications/alerts:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
Right-click the <Instance> and then click All Tasks | Browse Backup Data.

In the Browse Options dialog box, click OK.

Eal N

In the Client Browse window, select the database you want to restore and click Recover
All Selected.

In the Sybase Restore Options dialog box, click Advanced.
In the Advanced Restore Options dialog box, click Alerts.

Click Add Alert.

©® N o wn

From the Add Alert Wizard dialog box, select the required threshold and notification
criteria and click Next.

9. Select the required notification types and click Next.
10. Select the recipients and click Next.

1. Click Finish.

2. Click OK.

Refer to Alert.

CommcCell Readiness
Report

The CommCell Readiness Report provides you with vital information, such as connectivity and
readiness of the Client, MediaAgent and CommServe. It is useful to run this report before
performing the data protection or recovery job. Follow the steps given below to generate the
report:

1. From the Tools menu in the CommCell Console, click Reports.
Navigate to Reports | CommServe | CommCell Readiness.

Click the Client tab and click the Modify button.

Rl

In the Select Computers dialog box, clear the Include All Client Computers and All
Client Groups check box.

Select the client from the Exclude list.
Click the Include > button.

Click OK.

Click the MediaAgent tab.

W ® N oW

Clear the Include All MediaAgents checkbox.
L0. Select the MediaAgent from the Exclude list.
1. Click Include >.

12. Click Run.

The generated report is displayed.

Refer to CommcCell Readiness
Report.

Restore Job Summary
Report

The Restore Job Summary Report provides you with information about all the data recovery
ljobs that are run in last 24 hours for a specific client and agent. You can get information such
as failure reason, failed objects, job options etc. It is useful to run this report after performing
the restore. Follow the steps given below to generate the report:

1. From the Tools menu in the CommcCell Console, click Reports.
2. Navigate to Reports | Jobs | Job Summary.

3. Click Data Recovery on the General tab in the right pane.

4

On the Computers tab, select the client and the agent for which you want to run the
report.

5. Click Run.

Refer to Restore Job Summary
Report.
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Data Aging - Sybase iDataAgent

TABLE OF CONTENTS

Getting Started
Extended Retention Rules

GETTING STARTED

Data Aging is the process of removing old data from secondary storage to allow the associated media to be reused for future backups.

By default, all backup data is retained infinitely. However, you should change the retention of your data based on your needs. Note that if you continue to have

infinite retention, you will also need infinite storage capacity.

1. From the CommcCell Browser, navigate to Policies | Storage Policies.

2. Highlight the Storage Policy.

3. From the right pane, right-click the Storage Policy Copy and click the Properties.

Click the Retention tab.

Click the Retain For in the Basic Retention Rules for All Backups area.
Enter number of days to retain the data.

Enter number of cycles to retain the data.

Click OK.

idol - CommCell Console EEX

Fie View Too

2 CommCell Browser & Storage Policies x

£y ‘%0‘ Al & idol > B Policies > @& Storage Policies >
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apple - CommCell Console

From the CommCell Browser, click the Reports icon. T v T ORI
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8. The report will display the data to be pruned when a data aging job is run. Data Retention Forecast and Compliance Report
To ensure only data intended for aging is actually aged, it
is important to identify the data that will be aged based :
on the retention rules you have configured. Hence, =
ensure this report includes only the data you intend to TET T
age. S
na g e e e
If necessary, fine-tune your rules so that only the R,
intended data is aged.
Once you run a data aging job, the data will be lost.
9. From the CommCell Console, right click the CommServe icon and click All Tasks | s Commeel Browser & idol x ol
- 1
Data Aging. e L Disaster Recovery Backup
View 4 DR Restore » %) o
Control Panel Data Aging Client Security Ste
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Send Log Files
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10. Select Immediate in the Job Initiation section and click OK.

Data Aging Options

Job Initiation |

Job Initiation

(&) Immediate

Run this job nows

() Schedule
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11.

You can track the progress of the job from the Job Controller window. When the job

= ot

7)ot ¢

oD Cpuain  GueCorpur s e e s e

—

has completed, the Job Controller displays Completed.

Make sure that the job completes successfully. If the job did not complete
successfully, re-run the job.

Wrase s iy G Poriny 0 Vi 2 om0 Sparied 8T e o Sy W

EXTENDED RETENTION RULES

Extended retention rules allow you to keep specific full (or synthetic full) backups for longer periods of time.

Extended retention rules can be used in the following circumstances:

e If you have a single drive tape library

e If you want to create a hierarchical retention scheme (grandfather-father-son tape rotation)

In all other cases, it is recommended that the Auxiliary Copy feature be used for extended storage as it actually creates another physical copy of the data,
thereby reducing the risk of data loss due to media failure.

UNDERSTANDING EXTENDED RETENTION RULES

Extended retention allows you to retain a specific full (or synthetic full) backup for an additional period of time. For example, you may want to retain your
monthly full backups for 90 days.

Extended retention rules allow you to define three additiona

e You may want to retain your weekly full backups for 30 days.

e You may want to retain your monthly full backup for 90 days.

e You may want to retain your yearly full backup for 365 days.

extended" retention periods for full (or synthetic full) backups. For example:

A backup job will be selected for extended retention based on its start time. For example: If a backup job starts at 11:55 pm on August 31st and ends at 1 am
on September 1st, then it will be selected as the last full backup for the month of August and will be picked up for extended retention.

SETTING UP EXTENDED RETENTION RULES

Use the following steps for setting up the extended retention rules:

1.
2.
3.

Right-click the storage policy copy and click Properties.
Click the Retention tab.

Set the basic retention rules by clicking Retain for and entering the number of days and cycles
appropriate for your organization.

Set the extended retention rules as follows:

Click the For button.

Enter the number of Days Total to retain the backup.

Click the Keep drop-down list, and select the desired backup criteria (e.g., Monthly Full).
Click the Grace Days drop-down list and select the number of days (e.g., 2).

Repeat Step 4 to configure additional extended retention.

Click OK.

ADVANCED TOPICS

Data Aging - Advanced
Provides comprehensive information on additional Data Aging capabilities.

Media

General Retention Daka Paths
Enable Data Aging

Enable Managed Disk Space for Disk Lbrang

[] Do not retain intermediate incrementals and differentials before a new differential

© Spool Copy {Ho Retention)

Basic Retention Rule For All Backups

Advanced

Daka Path Configuration

O Infinike

(® Retain For 0 :I Days 1 j Cycles

Basic Retention Rules for Data/Compliance Archiver Data

O Infinite

@ Retai for aes ] oays

Extended Retention Rules for Full Backups
For [ infinite/ 0 j DaysTotal Keep |weekly Ful | Grace Days ~
For [ Infinite] 503 ays TotelKeep Moty Ful | Grace Days ~
PFor Clinfinte) | 365\ DaysTotelkeep [vearyFul | Grace Days v

[C] Select the jobs From previous tier
For Wieskly Full Rule the Wresk starts on: | Friday
For Monthly Ful Ruls the Month starts on: |1

For al rules keep the:
O First fll backup of time period

) Last full backup of time period
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Disaster Recovery - Sybase iDataAgent

TABLE OF CONTENTS

Planning for a Disaster Recovery

Rebuilding the Operating System

Restoring the Sybase Server

Resolve and Restore Defective Devices and Suspected Databases

PLANNING FOR A DISASTER RECOVERY

Before you begin a disaster recovery, make sure to perform the following:

e Perform frequent backups of your Sybase server and the latest file system.

o Make sure that the Originating host and destination host have the same Sybase version.

e Use the File System iDataAgent to backup the Sybase Home and dataserver configuration files.

MANAGING BACKUPS

As a best practice, it is recommended that you group databases into multiple subclients as follows:

o Add larger databases into separate subclients.

e Add small databases together into one or more subclients. This is important for the following reasons:

o During Disaster recovery, when you have to quickly rebuild the entire instance, you can concurrently restore all the subclients together.

o During Backup failures, the backup will restart from the beginning of the database instead of from the beginning of the entire instance. Similarly, this will

ensure that large database backups are not affected by restarts from a smaller database.

o Once the subclients are created, schedule frequent backups for dynamic data and regular backup schedules for static data in the Sybase Server.

REBUILDING THE OPERATING SYSTEM

In the case of disaster recovery, where a full system restore is required, you must first rebuild the system to exactly the state as it existed before the problem.
Use the following steps to rebuild the operating system:

1.

2.

Rebuild the hardware if needed.

Install the same version of the operating system with the same patches that were previously installed.
Edit the host file of the client to include the CommServe name.

Install the File System iDataAgent on the client.

Perform a full system restore of the File System iDataAgent.

This will restore the Sybase application files and all of the iDataAgent software. If there are any problems with the Sybase iDataAgent, we recommend that
you un-install and re-install the software in the same drive as it was previously installed. Use the same installation parameters, passwords, and backup
type settings as were previously used. In addition to restoring your operating system, this operation will restore the Sybase application files and the
Sybase iDataAgent.

Reboot the computer.

Create a Sybase server on the destination host. Ensure that you are including the parameters that were used for the Sybase server before the system
failure.

On the destination host, start up the Sybase server and then shut down the server.

RESTORING THE SYBASE SERVER

When the Sybase server is corrupted or lost, you can restore and recover it from the latest full backup.

Make sure that the physical devices of the database exist physically on the server before performing a full system restore. If they do not exist on the server or
you do not know the device list, perform the following to retrieve the list of devices existing on the server:

1.

e From the CommCell Browser, navigate to Client Computers | <Client> |
Sybase.

e Right-click the <Instance>, point to All Tasks, and then click Browse Backup
Data.
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2.  Click OK.

) Specify Browse Time

Browse Data Before:

Tue 11/01/2011 - 11 : 14AM j

Time Zone:  [(UTC-05:00) Eastern Time (US & Canada) |
Client Computer:  hpux11 ;]
Use MediaAgent | <aNy MEDIAAGENT> ~|

Show Deleted Ttems

ok D[ cancel ][ Advanced | [ ListMedia | [ Help

3.

| R client: hpuxt1 (Latest Data )

e In the right pane of the Browse window, click the <Instance> and select all the [ centseedes:
entities. BEE:

e Click Recover All Selected.

.. Database Name

4. Click Advanced. Sybase X
[ General | 3ob mntiation|
Destination Server: | hpux11\S1503HP11 v
Source Server: S1503HP11
Server State:

[ Rename Databases || Sybase Create Devices
Options
["] Point-in-time

Restore Time and Time zone

Restore Time: |Wed 11/02/2011 o 09 : 10PM :i
Time Zone: (UTC-05:00) Eastern Time (US & Canada) -1
Recover Types

Recover (") No Recover

(&) [concel ] [ Advanced | [ B ove s st | e |

5. Click Options tab. You will see the list of all the devices and their sizes. You can
create devices needed for restore based on this list.
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Create a master device with an empty password. Login as Sybase user and execute
the following command:

sybase$/Sybase/sybase<version># $SYBASE/

SSYBASE ASE/bin/dataserver -s <SybaselInstanceName> -b <device
size in MB> -f -z <Pagesize> -d <master device physical path> -c
<Sybase dataserver config file>

Run the following query on CommServe database to find the max page size of your
sybase server:

select * from APP InstanceProp where componentNameId in
id from APP_InstanceName where name =
name>') and attrName =

(select
'<your sybase server
'SYBASE Max page size'

Start the dataserver.
cd $SYBASE/$SYBASE_ASE/install

./startserver —-f RUN_<syblInstanceName>

e Verify the that the physical devices required for full system restore are existing
under the specified locations as informed in steps 1 to 5.

e Step-6 informs you to create a master device which can be used by master,
model and tempdb databases.

If you have lost the devices due a corruption or hardware issue, you have to
manually create them. Use the following command to manually create a device:

For 15.x and above:

# 1sgl -Usa -P -S<Sybase Instance Name>

1> disk init name = “<device name>” , physname = “device
physical path>” , vstart=0,

size = “<device size>M”

go

For 12.5 and above:

# isgl -Usa —-P -S<Sybase Instance Name>

1> disk init name = “<device name>” , physname = “device

physical path>” , vstart=0,vdevno= <devId>, size = “<device size
*1024 *1024/pagesize>”

go

Please note that the devld is unique for each device and should be >0

Use the following command to shutdown the dataserver after creating the devices:

isgl -Usa -P -S<Sybase Instance Name>
shutdown with no wait
exit

Perform a full restore to restore an entire Sybase server.

I |

General | Job Initiation

Destination Server: | orasnap |S1S05LNK v

BELT

testobl
testoh2

Advanced Restore Options

Source Server:

Server State:

Database List:

[ Rename Databases

Startup | Capy Precedence | Data Path Alert | Options

Options

SourceDa... | TargetDat...| Device Name | PhysicalPath | Size ¥

[ Paint-in-time festdbt] > |RIE ETE ~
testdpl logl  foradatafsy.. 30ME
nestars Tie and Tme o] | 14402 test] joradatalsy... 30MB
testdbz testdf? log  foradatalsy... 30MB
Restore Time: |11 11
Time Zone:
Recover Types
(@Recover () NoRecaver
I
[ ok ][ concel ]Q[ B Save As sript | el |
Example:

To get max page size for S155dbs12 Sybase server:

select * from APP_InstanceProp where componentNameld
in (select id from APP_InstanceName where name =
'S155dbs12') and attrName = 'SYBASE Max page size'

# /Sybase/sybasel5.0.3/ASE-15_5/bin/dataserver -s
S155dbsl2 -b 60M -f -z 2048 -

d /Sybase/sybasel5.0.3/data/S155dbsl2/master.dat -
c /Sybase/sybasel5.0.3/ASE-15_5/S155dbsl2.cfg

Example:

/Sybase/sybasel15.0.3/ASE-15_5/installstartserver -f
RUN_S155dbs12

Example:

1> disk init name="sysprocsdeVv’,

2>
physname='/Sybase/sybase15.0.3/data/S155dbs12/sysprocs.dat’,
3> size='512M'

4> go

1> disk init name='TEST',

2> physname='/Sybase/sybase15.0.3/data/S155dbs12/test.dat’,
3> size='1228M'

4> go

1> disk init name='TEST_LOG',

2>
physname='/Sybase/sybase15.0.3/data/S155dbs12/test_log.dat’,
3> size='500M'

4> go

When restoring an entire server, make sure that the server is offline. Use the following steps to restore the Sybase server from CommCell browser:
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2. Click OK.

() Specify Browse Time

Browse Data Before:

Tue 11/01/2011 - 11 : 14AM j

Time Zone: (UTC-05:00) Eastern Time (US & Canada) __~|
Client Computer:  hpux11 ;]
Use MediaAgent | <aNy MEDIAAGENT> ~|

Show Deleted Ttems

ok D[ cancel ][ Advanced | [ ListMedia | [ Help

| R client: hpuxt1 (Latest Data )

e In the right pane of the Browse window, click the <Instance> and select all the [ Current selected:
entities [ 5ybase [ Dotabase Name
: C fsisoseeu]

e Click Recover All Selected.

@ sybsystemd
@ sybsystemprocs
@ tempdb.

I testdbt

@ testdb2

4, Click OK.

General | Job Initiatiol

Destination Server: | hpux11\S1503HP11 v
Source Server:  S1503HP11
Server State: Refresh

[ Rename Databases || Sybase Create Devices
Options
["] Point-in-time

Restore Time and Time zone

Restore Time: |Wed 11/02/2011 o 09 : 10PM j
Time Zone: (UTC-05:00) Eastern Time (US & Canada) -1
Recover Types

(@ Recover (7)) No Recover

(&) [concel ] [ Advanced | [ B ove s st | e |

Once the database is restored, verify that the restored database and log files are
available in the original location.
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[ o || Bate modfied || T, | N3

master.dat 11/2/2011 2:38 AM_DAT Fle 30,720K8
sybmgmdd,dat 11/2{2011 2:38 AM  DAT File 76,800 K8
sybsysdb.dat 11/2{2011 2:29 A DAT Fie 1,024 KB
sysprocs.dat 11/2{2011 2:36 AM  DAT Fie 135,168KB
SYSTEMOL.DBF 5/30/2011 6:28 AM  DBF Fie 727,049 K8
| TEwPo1 DeF 5/30/2011 6:02 AM  DBF Fie 52,2328
UNDOTBSD1 DBF 5/30/2011 6:26 AM DB Fie 46,068 K5
USERSOL D8F 5/30/2011 6:28 AM  DBF Fie 5,128 K8

RESOLVE AND RESTORE DEFECTIVE DEVICES AND SUSPECTED DATABASES

A full Sybase restore may fail if one or more database devices are defective or have been physically deleted and the corresponding databases have therefore
been marked as suspected. In such a case, all the databases marked as suspected and the corresponding devices whose files have been lost must be
dropped and re-created.

Use the following steps to resolve and restore defective devices and suspected datbases:

1.

Issue the following command to determine whether the database is suspected:

sp marksuspect (<database name>)

Drop the suspected database using the following command:

dbcc dbrepair (<database name>, dropdb)

If the database to be recovered is "sybsystemprocs"(system database), use the
following command to drop the corresponding device (since stored procedures are not

available at this point):

disk release name = <device name>

If any of the data device files do not exist but the device entry exists in sysdevices,
drop those devices using the following command:

sp _dropdevice <device name>

Repeat the above procedure for each suspected database.

Resume the restore starting with the first database that was deemed suspected.

Example:
sp_marksuspect (<sybdbl>)
Example:

dbcc dbrepair (<sybdbl>, dropdb)

Example

disk release name = <tempdbdev>

Example:

sp_dropdevice <tempdbdev>
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Additional Operations - Sybase iDataAgent

TABLE OF CONTENTS
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Operation Window

Schedule Policy

Storage Policy

Uninstalling Components

AUDIT TRAIL

The Audit Trail feature allows you to track the operations of users who have access to the CommcCell. This capability is useful if a detrimental operation was
performed in the CommCell and the source of that operation needs to be determined.

Audit Trail tracks operations according to four severity levels:

e Critical: This level records operations that will result in imminent loss of data.
e High: This level records operations that may result in loss of data.

e Medium: This level records changes to the general configuration of one or more entities. Such changes may produce unintended results when operations
are performed.

e Low: This level records changes to status, addition of entities, and other operations that have minimal impact on existing CommCell functions.
To set Audit Trail retention periods:

1. From the Tools menu in the CommCell Console, click Control Panel, and then select Audit Trail.

2. From the Audit Trail dialog box, select the desired retention time (in days) for each severity level.

3. Click OK.

AUXILIARY COPY
An auxiliary copy operation allows you to create secondary copies of data associated with data protection operations, independent of the original copy.
1. Expand the Policies node, right-click storage policy for which you want to perform an auxiliary copy, click All Tasks, and then click Run Auxiliary Copy.
2. If you are starting the auxiliary copy operation from the CommServe level, select the storage policy for which you wish to perform the auxiliary copy.
If you are starting the auxiliary copy operation from the Storage Policy level, the Storage Policy field is already
populated with the name of the Storage Policy you selected.
3. If the source copy is configured with a shared library, select the Source MediaAgent for the auxiliary copy.

4. Click OK to start the auxiliary copy operation. A progress bar displays the progress of the operation.

LICENSE ADMINISTRATION

'REQUIRED LICENSES

The following table lists the product licenses required for Sybase iDataAgent as they are displayed in the License Administration dialog box:

SYBASE

Sybase Database on HP Application Class 2 1 license per installed instance of the component
Sybase Database on Solaris Application Class 2 1 license per installed instance of the component
Sybase Database on Windows Application Class 1 1 license per installed instance of the component

‘CONVERTING EVALUATION LICENSES TO PERMANENT LICENSES
If you installed the software using an Evaluation License, you can upgrade to a Permanent License as follows:

1. From the CommCell Browser, right-click the CommServe icon, click Control Panel, and then click License Administration.
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2. Select the Update License tab and then click Convert.
3. Check the box that corresponds to the evaluation license you would like to upgrade and then click Convert.

The license information is updated in the License Administration window.

USING CAPACITY-BASED LICENSING

License Usage by Capacity is a licensing mechanism that allows you to obtain licenses based on the amount of data you back up. It provides the following
features:

e Flexibility of usage on all agents, rather than being tied to number of server, agents, etc.

e Allows you to purchase licenses based on your data protection needs

Both Core and Enterprise license types are available. Refer to License Usage by Capacity for comprehensive information on utilizing this method.

'RELEASING A LICENSE

If you no longer require a license on a computer, such as cases where the computer is being retired, you can release the license and use it later for another
computer. Backup data from the retired computer can still be restored after the license is released provided the data is not aged.

1. From the CommCell Browser, right-click the name of the client from which you want to release a license, click All Tasks, and then click Release License
for Client.

2. Click OK to continue releasing the license

3. Click Yes to confirm you want to release the license or No to abort.

OPERATING SYSTEM AND APPLICATION UPGRADES

Operating system upgrades are only supported when upgrading from one version of an OS to a different version of the same OS (e.g., Win2003 to Win2008).
The two methods of upgrading are:

e Seamless Upgrade - This involves uninstalling the Agent software, upgrading the operating system, and then re-installing the Agent software.

e Full OS Replacement - This involves performing a clean install of a new version of the OS, re-installing any application software, then re-installing the
CommServe, MediaAgent, and/or Agent software.

For Full OS Replacement, the client computer must be configured to have the CommServe, MediaAgent, and/or Client software re-installed to the same
location, the same Fully Qualified Domain Name or short domain name, the same partitions, disk drive format (FAT, NTFS, et. al.), and IP configuration as
previously.

If it is necessary to remove Agent software to facilitate an operating system or application upgrade, do not delete the icon for the Agent from the

CommCell Console, or all associated backed up data will be lost.

Use the following strategy to upgrade the operating system software:

e Identify the computers you want to upgrade and the CommcCell components installed on each of these computers.
o Choose the type of upgrade procedure you want to use on each computer: seamless or full replacement.

e CommServe, MediaAgent, and Client computers can be upgraded in any order.

ONLINE HELP LINKS

Use the following links to view the online help for the corresponding tabs in the CommCell Console:

OPERATIONS ENTITY ONLINE HELP LINKS SUB LINKS
Agent Sybase Properties (General)

CONFIGURATION
Sybase Properties (Version)

Sybase Properties (Security)

Sybase Properties (Activity Control)
Instance Properties of Sybase: <instance name> (General)

Properties of Sybase: <instance name> (Accounts)

Properties of Sybase: <instance name> (Security)
Subclient Subclient Properties of <Subclient Name> (General)

Subclient Properties of <Subclient Name> (Content)
Subclient Properties of <Subclient Name> (Pre/Post Process)

Subclient Properties of <Subclient Name> (Storage Device)
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Subclient Properties of <Subclient Name> (Activity Control)

Subclient Properties of <Subclient Name> (Encryption)

Backup Options
BACKUP

Backup Options for Subclient <Subclient Name>

Save As Script
Command Line XML Options
Schedule Details

Advanced Backup
Options

Advanced Backup Options (Startup)
Advanced Backup Options (Job Retry)
Advanced Backup Options (Media)
Advanced Backup Options (Data Path)
Advanced Backup Options (VaultTracking)
Advanced Backup Options (Alert)

Restore Options
RESTORE

Sybase Restore Options (General)

Sybase Restore Options (Job Initiation)

Save As Script
Command Line XML Options
Schedule Details

Advanced Restore
Options

Advanced Restore Options (Startup)
Advanced Restore Options (Copy Precedence)
Advanced Restore Options (Data Path)
Advanced Restore Options (Encryption)
Advanced Restore Options (Alert)

Advanced Restore Options (Options)

OPERATION WINDOW

By default, all operations in the CommcCell can run for 24 hours. To prevent certain operations from running during certain periods of the day, you can define
operation rules so that these operations are disabled during those times.

When operation rules are configured, operations that are started within the time window specified will go to a queued (as opposed to pending) state. Once the
time window specified in the operation rule has elapsed, these queued or running operations will resume automatically.

1. In the CommcCell Browser, right-click the appropriate entity, click All Tasks, and then click Operation Window.

2. Click Add.

3. From the Operation Window dialog box:

O Enter the name of the rule in the Name field.

O Select either an administration, data protection (either full or non-full), and/or a data recovery operation from the Operations pane.

4. Click OK.

SCHEDULE PoOLICY

A schedule policy is a defined schedule or group of schedules for specific operations to be performed on associated objects within the CommCell. When the
schedules from a policy are run, the specified operations, (e.g., auxiliary copy, backup, etc.,) will be performed on the associated CommCell objects.

1. Expand the Policies node, right-click Schedule Policies and click Add.

2. Type the Name of the schedule policy.

3. Select the Type of schedule policy.

4. Select the Agent Type.

5. Type a description of the schedule policy.

6. Click Add.

7. Enter a Schedule Name in the Schedule Pattern tab.

8. Click OK.

9. On the Associations tab, select the objects to be associated with the schedule policy.

10. Click OK.

STORAGE POLICY

A Storage policy defines the data lifecycle management rules for protected data. Storage policies map data from its original location to a physical storage media
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and determine its retention period.
1. Expand the Policies node, right-click Storage Policies, and select New Storage Policy.
2. Click Next.

3. Select Data Protection and Archiving to create a regular storage policy or CommServe Disaster Recovery Backup to backup the CommServe
database and click Next.

4. Click Next.

5. Enter the name of storage policy and click Next.

6. Enter the name of the primary copy and click Next.

7. From the drop down box, select the default library for the primary copy and click Next.

8. From the drop down box, select the MediaAgent and click Next.

9. Enter number of data streams and set the retention period for the policy and click Next.
10. Click Next.
11. Click Browse, browse to your designated deduplication store location and click Next.

12. Confirm your selections and click Finish.

UNINSTALLING COMPONENTS

You can uninstall the components using one of the following method:

Method 1: Uninstall Components Using the CommCell Console

Method 2: Uninstall Components from Add or Remove Programs

‘METHOD 1: UNINSTALL COMPONENTS USING THE COMMCELL CONSOLE

1. From the CommCell Browser, right-click the desired Client Computer and click All Tasks -> Add/Remove Programs and click Uninstall Software.
2. Uninstall Software Options dialog will appear.

3. In the Uninstall Software tab, select Uninstall All to uninstall all the software packages.

4. In the Job Initiation tab, select Immediate to run the job immediately.

You can track the progress of the job from the Job Controller or Event Viewer.

'METHOD 2: UNINSTALL COMPONENTS FROM ADD OR REMOVE PROGRAMS
1. Click the Start button on the Windows task bar and then click Control Panel.
2. Double-click Add/Remove Programs.
For Windows Vista/Windows 2008, click Uninstall a Program in the Control Panel.
3. Click Remove to uninstall the components in the following sequence:
1. <Agent>
2. File System iDataAgent

3. Base Software

ADVANCED TOPICS

Provides comprehensive information about additional capabilities for the following features:
Audit Trail

Auxiliary Copy

License Administration

License Usage by Capacity

Operation Window

Schedule Policy

Storage Policies

Uninstalling Components

Back to Top
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Best Practices - Sybase iDataAgent

ICREATING SUBCLIENTS
As a best practice, it is recommended that you create separate subclients to backup data that undergo frequent changes.
For example, if the ExaMPLE and USERS dbspaces undergo frequent changes, you can create a separate subclient for each tablespace.
Example:
¢ User-defined subclient: Test1
Content: EXAMPLE
o User-defined subclient: Test2
Content: USERS
It is recommended that you create a separate user-defined subclient for the log files on the client.

Distributing the client data using subclients as recommended above, can help improve backup performance by organizing the workload on the client into logical
groupings.

SUBCLIENT CONTENT

As a best practice, it is recommended that you add only a few small databases to each subclient and add larger databases into separate subclients. On a restart
condition, the system will back up all databases in the subclient from the beginning. For this reason, you would not want a large database that has completed
its backup successfully to be backed up again only because a smaller one has caused a restart to occur.

'RE-CONFIGURING DEFAULT SUBCLIENT CONTENT

We recommend that you do not re-configure the content of a default subclient because this would disable its capability to serve as a catch-all entity for client
data. As a result, some data will not get backed up or scanned.

‘CHANGING STORAGE POLICIES

If you change a storage policy for a default subclient, and want to restore to a point in time prior to the change (i.e., restore from previous storage policy),
perform a Full backup of the database as soon as possible. Data from the old storage policy will not be considered as the most recent cycle and when it exceeds
its retention period, and hence will be pruned.

IMPROVING THE BACKUP AND RESTORE PERFORMANCE

You can use the dbBlockSize registry key to improve the performance of your backup and restores. The Sybase device blocksize parameter specifies the number of
bytes per 1/0O operation for a dump device. By default, the block size is not specified in the dump command and will use the Sybase server's default block size. Use
dbBlockSize registry key to override the default block size for a particular dump device. The block size must be at least one database page (2048 bytes) and must be an
exact multiple of the database page size. For optimal performance, specify the blocksize as a power of 2. Example: 8192 (8k), 16384 (16k), or 32768 (32k).

IMPROVING THE DEDUPLICATION PERFORMANCE
Use the following configuration for Sybase iDataAgent to obtain a better deduplication performance.
USE DBBLOCKSIZE REGISTRY KEY

The Sybase device blocksize parameter specifies the number of bytes per I/O operation for a dump device. By default, the block size is not specified in the
dump command and will use the Sybase server's default block size. Use dbBlockSize registry key to override the default block size for a particular dump device.
The block size must be at least one database page (2048 bytes) and must be an exact multiple of the database page size. For optimal performance, specify the
blocksize as a power of 2. Example: 8192 (8k), 16384 (16k), or 32768 (32k).

COMPRESSION SETTINGS

Turn off deduplication compression from subclient and storage policy copy level. See Setting Up Data Compression for step-by-step instructions.

STORAGE POLICY CONFIGURATION

Use Non-deduplicated Storage Policy with Compression set as ON to backup the Sybase Logs (Incremental backup).
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Frequently Asked Questions - Sybase

‘CAN WE PROTECT DATA ON NON-GLOBAL ZONES IF THE FILE SYSTEM /DATAAGENT IS INSTALLED ONLY ON THE
‘GLOBAL ZONE?

Yes. We can protect file system data on non-global zones if the File System iDataAgent is installed only on the global zone. However, in order to enable
consistent backups of application specific data on the non-global zones, you will need to install the corresponding application specific iDataAgent on the non-
global zone.

‘HOW DO WE PROTECT SYBASE DATA ON A NON-GLOBAL ZONE?

In order to enable consistent backups of Sybase data on a non-global zone, you need to install the Sybase iDataAgent on the non-global zone.

WHAT ARE THE FOLDERS/FILES CREATED AND CHANGES DONE DURING INSTALL OF THIS AGENT?

PLATFORMS |[FOLDERS CREATED FILES CREATED OTHER CHANGES

Linux None None Create a link to libSybGalaxy.so under
$SYBASELIBPATH

Solaris None None Create a link to libSybGalaxy.so under
$SYBASELIBPATH

AIX None None Create a link to libSybGalaxy.so under
$SYBASELIBPATH

WHEN DOES A NON-FULL BACKUP AUTOMATICALLY GET CONVERTED TO A FULL BACKUP?

A non-full backup is automatically converted to a full backup in the following situations:

e First backup of the subclient.

o Re-associating a subclient to another storage policy.

e Promote a secondary storage policy copy that is not synchronized with a primary copy (for all the subclients of a storage policy).
e If a backup job within the most recent backup cycle is pruned or disabled from a primary copy.

e CommcCell Migration operation.

o When a Sybase database createtime is changed since the last backup.

‘ARE REMOTE BACKUP SERVERS SUPPORTED?

No. Remote Backup Servers are not supported. You can only change the backup server that is associated to a Sybase server instance from the available backup
servers with in the Sybase server environment.

'HOW ARE TRANSACTION LOGS TRUNCATED?
Truncation of transaction logs use the following rules:

e Transaction logs will be truncated at the completion of a Transaction Log backup.
e Transaction logs will be truncated every time a checkpoint is processed, if the database is in truncate mode.

e Full backups do not truncate transaction logs.

CAN WE PERFORM A TABLE LEVEL RESTORE?

Currently, table level restore for Sybase database is not supported. However, you can create a new database and restore your backup to this new database
(target database). After the restore, you can truncate original table in the source database and replace this table with the table in the target database using
bcp export/import commands.

Ensure that you have the latest full backup i.e., the backup prior to the corruption or loss of a table that you want to restore.

Use the following steps to restore a table:

1. From the CommCell Browser, navigate to Client Computers | <Client> | Sybase.
|
2. Right-click the <Instance>, point to All Tasks and then click Browse Backup
Data.

Click OK on the Browse Options dialog box.

4. From the Browse window, navigate and select the database to be restored and click
Recover All Selected.

5. Select the Rename Databases check box.
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When you rename a database, make sure that the tables
in the database are not referencing to or referenced by
tables in any other databases.

6. Click OK.
A new database (target database) is created and restored with the latest backup.
7. Truncate the table that is corrupted in source database. Example:
use dbl

truncate table_ abc

8. Run the following command from the target database: Example:

bcp <db_name>.owner.<table_name> out <file_name> -Y -U <user_name> -P use db2
< > -S < >
password> -S <server_name bcp db2.owner.table abc out filel -y -sa -pwd -SYB1

9. Run the following command from the source database: Example:

bcp <db_name>.owner.<table_name> in <file_name> -Y -U <user_name> -P use dbl
<password> -S <server_name> bcp db2.owner.table abc in filel -y -sa -pwd -SYBX
10. Execute the query in source database to confirm that the table is successfully

restored.

CAN YOU BACKUP SYBASE 1Q DATA?

Yes. You can use File System Agent with Pre/Post Scripts to quiesce/shutdown and backup Sybase IQ data. You cannot use Calypso's Sybase iDataAgent to
backup Sybase IQ data as the backup commands used for IQ are different from the commands used for Adaptive Server Enterprise (ASE) data backup.

You need to install the Calypso's Sybase iDataAgent for Unix and Windows before you backup Sybase IQ data.

BACKUP:
Use the following steps to backup Sybase IQ data:
1. Create a directory to store all your Sybase IQ backup data.
Example: /backup Calypso
2. Create scripts to backup Sybase IQ databases. Use the following commands to backup the Sybase IQ data:

BACKUP DATABASE

[ backup-option.. ]

TO archive device [ archive-option... ]
[ WITH COMMENT string ]

Examples:

BACKUP DATABASE
FULL
TO '/backup Calypso' SIZE 15000000

BACKUP DATABASE
INCREMENTAL SINCE FULL
TO '/backup Calypso' SIZE 15000000

3. Create a subclient for Calypso's Sybase iDataAgent and add the content from /backup_Calypso directory.

4. Perform or Schedule regular backups for this subclient (which includes the Sybase IQ data from /backup_Calypso directory).

RESTORE:
You can restore the backup files from /backup_Calypso directory.
Use the following command to restore the Sybase IQ data:

RESTORE DATABASE 'database-name'
[ restore-option ... ]
FROM 'archive device'

Examples:

RESTORE DATABASE 'igdemo'
FROM '/backup Calypso'

‘CAN WE LOAD A MASTER DATABASE WHILE PERFORMING A CROSS-PLATFORM RESTORE?
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No. Sybase do not support loading a master database while performing a cross-platform restore.

IS CROSS-PLATFORM LOADING AVAILABLE FOR TRANSACTION DUMPS?

No. Cross-platform loading is only available for database dumps and not to the transaction dumps.

CAN WE RESTORE FROM THE TRANSACTION LOG BACKUPS?

Yes. You can restore the transaction logs along with the database to a specific point in time. The point in time should be in between the start and end point of a
transaction log. Point in Time restore will restore the database followed by transaction logs restored until the point of time. The nearest database backup job
before the point-in time will be picked up followed by one or more transaction log backups. The immediate transaction log backup after a Point in Time will be
restored.

For example:

Let us assume that you have performed a Full backup (F1) and transaction log backup (L1) for the first time at 1 P.M. Subsequently you have performed L2 at
3 P.M. Later, you have performed L3, F2, L4,L5 etc at subsequent intervals. If you perform a point in time restore for the transaction log backups at 2 P.M, the
Full backup (F1) along with the log backups of L1 and L2 (transaction log after point in time) will be restored.

We do not support the restores from the transaction log backups that are not truncated. Transaction log jobs picked for Point in Time restore should fall with in
one backup cycle and not across job cycles.

You can perform a point of time restore of transaction logs for clients and CommServe on different time zones.

CAN WE RESTORE THE SYBASE DATABASES AND LOGS RESIDING ON THE RAW DEVICES?

Yes. You can restore the file systems and raw devices supported by your operating system. However, ensure that the raw device that exists at the time of
restore is in a good state. You must also have the Sybase user and group read/write permissions to restore the raw devices.
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Troubleshooting Backup - Sybase iDataAgent

Backup Restore

CONFIGURATION FAILURES

Instance Configuration Error

Sometimes, you may receive an error while configuring Sybase server instance. You may receive this error when you
try to set the Sybase server parameter net password encryption to 2.

This issue occurs when you use Sybase 15.0 ESD #7.
As a workaround, add the following entries manually in OCS.CFG file to avoid the error:

[DEFAULT]
CS_SEC_EXTENDED ENCRYPTION = CS_TRUE

[isql]
CS_SEC_EXTENDED ENCRYPTION = CS_TRUE

[ClSybAgent]
CS_SEC_EXTENDED ENCRYPTION = CS_TRUE

You can find the OCS.CFG file at the following location:

Unix
$SYBASE/$0CS/config/ocs.cfg
Windows
$SYBASE/$SOCS/ini/0CS.CFG

BACKUP FAILURES

The following section provides information on troubleshooting backups.

Invalid Argument

Sometimes, backup jobs fail with an error "Invalid Argument™".

This issue occurs when you use Sybase 15.5 ESD #4. The backups will not fail if you use 15.5 GA binary (backupserver
and sybmultbuf).

If you are using 15.5 ESD #4, use the following steps as a workaround to avoid backup failure:
1. From the CommcCell Browser, navigate to Client Computers.

Right-click the <Client>, and then click Properties.

Click the Registry Key Settings tab.

Click Add.

In the Name box, type dbBlocksSize.

In the Location box, select iDataAgent.

N o o s w N

In the Type box, select REG_SZ.
On Unix Client, select Value.

8. In the Value box, type v.

9. Click OK.

Failure of Backups and Restores
performed from a remote
desktop on windows

Currently, backups and restores cannot be performed from a remote desktop on Windows.
Use any one of the following solutions that suits your setup:
e Login to remote desktop using the following command:

mstsc /v:winclient /console

o Use netmeeting
Use telnet
Use the clients console
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Troubleshooting Restore - Sybase iDataAgent

Backup Restore

The following section provides information on troubleshooting restores.

BROWSE FAILURES

Failures message:

Click the Encryption tab.

Click Via Pass-Phrase.

Click Export.

In the Destination Computer box, select the MediaAgent.

In the Pass-Phrase box, type the pass-phrase used for encryption.

Click Export.
Click OK.

W e N LA LN

Pass-phrase protection is on for client [80], but pass-phrase was not specified.

From the CommCell Browser, right-click the <Client> and then click Properties.

In the Re-enter Pass-Phrase box, re-type the pass-phrase to confirm.

Point in time Table Browse When you have encryption enabled for the client, point in time table browse operation fails with the following error

Make sure that the pass phrase is exported to the MediaAgent when encryption is enabled for the client.

RESTORE FAILURES

performed from a remote

: Use any one of the following solutions that suits your setup:
desktop on windows Y 9 Y P

e Login to remote desktop using the following command:
mstsc /v:winclient /console

e Use netmeeting
e Use telnet
e Use the clients console

Failure of Backups and Restores|Currently, backups and restores cannot be performed from a remote desktop on Windows.

Restoring multiple databases in [Sometimes, restoring multiple databases in one job may fail if different streams are used for data and log backups. If
one job may fail you need to restore multiple databases in one job, use the same streams for data and log backups.

RECOVERING DATA ASSOCIATED WITH DELETED CLIENTS AND STORAGE POLICIES

The following procedure describes the steps involved in recovering data associated with the following entities:

e Deleted Storage Policy

e Deleted Client, Agent, Backup Set or Instance

‘BEFORE YOU BEGIN

This procedure can be performed when the following are available:

o You have a Disaster Recovery Backup which contains information on the entity that you are trying to restore. For example, if you wish to recover a storage

policy (and the data associated with the storage policy) that was accidentally deleted, you must have a copy of the disaster recovery backup which was

performed before deleting the storage policy.

o Media containing the data you wish to recover is available and not overwritten.

e If a CommcCell Migration license was available in the CommServe when the disaster recovery backup was performed, no additional licenses are required. If

not, obtain the following licenses:
o IP Address Change license

O CommcCell Migration license
See License Administration for more details.

o A standby computer, which will be used temporarily to build a CommServe.

‘RECOVERING DELETED DATA

1. Locate the latest Disaster Recovery Backup which contains the information on the entity (Storage Policy, Client, Agent, Backup Set or Instance) that you

are trying to restore.
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O You can check the Phase 1 destination for the DR Set or use Restore by Jobs for CommServe DR Data to restore the data.

o If the job was pruned and you know the media containing the Disaster Recovery Backup, you can move the media in the Overwrite Protect Media
Pool. See Accessing Aged Data for more information. You can then restore the appropriate DR Set associated with the job as described in Restore by
Jobs for CommServe DR Data.

O If the job is pruned and you do not know the media containing the Disaster Recovery Backup, you can do one of the following:
If you regularly run and have copies of the Data on Media and Aging Forecast report you can check them to see if the appropriate media is available.
On a standby computer, install the CommServe software. For more information on installing the CommServe, see CommServe Deployment.

Restore the CommServe database using the CommServe Disaster Recovery Tool from the Disaster Recovery Backup described in Step 1. (See Restore a
Disaster Recovery Backup for step-by-step instructions.)

Verify and ensure that the Bull Calypso Client Event Manager Bull Calypso Communications Service (EvMgrS) is running.

If you did not have a CommcCell Migration license available in the CommServe when the disaster recovery backup was performed, apply the IP Address
Change license and the CommCell Migration license on the standby CommServe. See Activate Licenses for step-by-step instructions.

Export the data associated with the affected clients from the standby CommServe as described in Export Data from the Source CommcCell.

When you start the Command Line Interface to capture data, use the name of the standby CommServe in the -
commcell argument.

Import the exported data to the main CommServe as described in Import Data on the Destination CommCell.

This will bring back the entity in the CommServe database and the entity will now be visible in the CommCell Browser. (Press F5 to refresh the CommcCell
Browser if the entity is not displayed after a successful merge.)

If you have additional data that was backed up after the disaster recovery backup and before the deletion of the entity, use the procedure described in
Import Metadata from a Tape or Optical Media to obtain the necessary information.

You can now browse and restore the data from the appropriate entity.

As a precaution, mark media (tape and optical media) associated with the source CommCell as READ ONLY before
performing a data recovery operation in the destination CommCell.

RESOLVE AND RESTORE DEFECTIVE DEVICES AND SUSPECTED DATABASES

A full Sybase restore may fail if one or more database devices are defective or have been physically deleted and the corresponding databases have therefore
been marked as suspected. In such a case, all the databases marked as suspected and the corresponding devices whose files have been lost must be
dropped and re-created.

Use the following steps to resolve and restore defective devices and suspected databases:

1.

Issue the following command to determine whether the database is "suspected":
sp _marksuspect (<database name>)

Drop the suspected database using the following command:

dbcc dbrepair (<database name>, dropdb)

If the database to be recovered is "sybsystemprocs", use the following command to
drop the corresponding device (since stored procedures are not available at this
point):

disk release name = <device name>

If any of the data device files do not exist but the device entry exists in sysdevices,
drop those devices using the following command:

sp _dropdevice <device name>
Repeat the above procedure for each suspected database.

Resume the restore starting with the first database that was deemed suspected.

Example:

sp_marksuspect (<sybdbl>)

Example:
dbcc dbrepair (<sybdbl>, dropdb)

Example

disk release name = <tempdbdev>

Example:

sp_dropdevice <tempdbdev>
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