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Preface

This guide explains how to use the Chassis Hardware Console (CHC) to manage your bullx
blade system.

Note  The Bull Support Web site may be consulted for product information, documentation,
downloads, updates and service offers:
http://support.bull.com

Intended readers

This guide is intended for use by blade system administrators and operators.

Highlighting

The following highlighting conventions are used in this guide:

Bold Identifies the following:
. Interface objects such as menu names, labels, buttons and icons
. File directory and path names
. Keywords to which particular attention must be paid

Italics Identifies references such as manuals or URLs

Related publications

This list is not exhaustive. Useful documentation is supplied on the Resource &
Documentation CD(s) delivered with your system. You are strongly advised to refer carefully
to this documentation before proceeding to configure, use, maintain, or update your
system.

e bullx blade system Installation Guide, 86 A1 48FB 03
explains how to install the bullx blade system. This guide is intended for use by the
qualified support personnel.

e bullx blade system Maintenance and Troubleshooting Guide, 86 A7 51FB 03
explains how to maintain, service, and upgrade the bullx blade system. This guide is
infended for use by qualified support personnel.

e bullx B500 Blade Hardware Console User's Guide, 86 A1 49FB 03
explains how to use the bullx B500 compute blades. This guide is intended for use by
Customer Administrators and Operators.

e bullx B505 Blade Hardware Console User's Guide, 86 A1 49FE 01

explains how to use the bullx B505 accelerator blades. This guide is intended for use
by Customer Administrators and Operators.

The illustrations in this document may differ slightly from the hardware received.
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Legal information

Regulatory declarations and disclaimers

Declaration of the manufacturer or importer

We hereby certify that this product is in compliance with:
- European Union EMC Directive 2004/108/EC, using standards EN55022 (Class
A) and EN55024 and Low Voltage Directive 2006/95/EC, using standard
EN60950
— International Directive [EC 60297 and US ANSI Directive EIA-310-E

Safety compliance statement
— UL 60950-T1 USA
- EN 60950-1 international
— CSA 60950-1 Canada

European Community (EC) Council directives
This product is in conformity with the protection requirements of the following EC Council

Directives:

Electromagnetic compatibility

- 2004/108/EC
Low voltage

- 2006/95/EC
EC conformity

- 93/68/EEC

Telecommunications terminal equipment
- 1999/5/EC

Neither the provider nor the manufacturer can accept responsibility for any failure to satisfy
the protection requirements resulting from a non-recommended modification of the product.

Compliance with these directives requires:
-~ An EC declaration of conformity from the manufacturer
-~ An EC label on the product
—  Technical documentation

Mechanical structures
— |EC 60297
— EIA-310-E

xii bullx blade system Chassis Hardware Console - User's Guide



This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) this device may not cause harmful interference, and (2) this device must
accept any interference received, including interference that may cause undesired
operation.

This equipment has been tested and found to comply with the limits for a Class A digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference when the equipment is operated in a
commercial environment. This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used in accordance with the instruction manual, may cause
harmful interference to radio communications. Operation of this equipment in a residential
area is likely to cause harmful interference in which case the user will be required to
correct the interference at his own expense.

Properly shielded and grounded cables and connectors must be used in order to meet FCC
emission limits. Neither the provider nor the manufacturer is responsible for any radio or
television interference caused by using other than recommended cables and connectors or
by unauthorized changes or modifications to this equipment. Unauthorized changes or
modifications could void the user's authority to operate the equipment.

Pursuant to Part 15.21 of the FCC Rules, any changes or modifications to this equipment
not expressly approved by Bull SAS may cause harmful interference and void the FCC
authorization to operate this equipment.

An FCC regulatory label is affixed to the equipment.

This Class A digital apparatus meets all requirements of the Canadian Interference Causing
Equipment Regulations.

Cet appareil numérique de la classe A est conforme & la norme NMB-003 du Canada.

This product is in conformity with the protection requirements of the following standards:

e |ICES003
- NMB-003

This product that uses laser technology complies with Class 1 laser requirements.

A CLASS 1 LASER PRODUCT label is affixed to the laser device.

Class 1 Laser Product
Luokan 1 Laserlaite
Klasse 1 Laser Apparat

Laser Klasse 1
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For Your Safety, this manual contains important information, required to operate the server
safely. Thoroughly review the information in this manual before using the server.

Use the following safety guidelines to ensure your personal safety and to help protect your
server from potential damage. Throughout this guide, blocks of text may be accompanied
by an icon which needs to be followed for your safety.

A DANGER

A Danger nofice indicates the presence of a hazard that has the potential of causing death
or serious personal injury.

/N cavmon

A Caution notice indicates an action that could cause damage to a program, device,
system, or data. A Caution notice may also indicate the presence of a hazard that has the
potential of causing moderate or minor personal injury.

Read the installation instructions before connecting the system to the power source.
Hazardous current and energy levels are present in areas indicated by this label. There are
no serviceable parts inside these components. If you suspect a problem with one of these
parts, contact service technician.

/N cavmon

This unit is intended for installation in restricted access areas. A restricted access area can
be accessed only through the use of a special tool, lock and key or other means of security.
Only trained and qualified personnel should be allowed to install, replace, or service this
equipment.

e This equipment must be grounded. Contact the appropriate electrical inspection
authority or an electrician if you are uncertain that suitable grounding is available

e Do not overload the AC supply branch circuit that provides power to the rack. The total
rack load should not exceed 80 percent of the branch circuit rating

e Use only power cables that are approved for use in the respective country. The power
cable must be rated for the product and for the voltage and current marked on the
product’s electrical ratings label. The voltage and current rating of the cable should be
greater than the ratings marked on the product

e If any of the following conditions occur, unplug the equipment from the electrical outlet
and replace the part or contact your trained service technician:

—  The power cable, extension cable, or plug is damaged
—  An object has fallen into the equipment
—  The equipment has been exposed to water

—  The equipment does not operate correctly when you follow the operating
instructions

e Allow the equipment to cool before removing covers or touching internal components

Xxiv bullx blade system Chassis Hardware Console - User's Guide



Suitable disconnect device must be provided as part of the building installation. The
purpose of the disconnect device is to provide an easy and accessible means for
removing power from the product for servicing

Opening or removing covers that are marked with the triangle symbol with a caution
mark may expose you fo risk of electrical shock. Components inside these
compartments should be serviced only by a trained service technician

Ensure that the voltage and frequency of your power source match the voltage and
frequency inscribed on the equipment’s electrical rating label

Hazardous energy is present when the blade is connected to the power source. Always
replace the blade cover before installing the blade

When removing the accelerator blade / compute blade power supply, dummy blade,
filler covers, do not insert your hand into the open slots. Doing so may cause electric

shock
Do not operate your equipment with any filler covers removed

Do not push any objects into the openings of your system components. Doing so can
cause fire or electric shock by shorting out interior components

Do not use top blade handle to lift the blade chassis. These are used only to install and
remove the blade only

Do not restrict airflow into the equipment by blocking any vents or air intakes
Cleaning: Unplug your system from wall outlet before cleaning

Do not spill food or liquids on your system components. Never operate the product in a
wet environment

CAUTION
When connecting or disconnecting power to hot-pluggable power supplies observe the
following guidelines:

Install the power supply before connecting the power cable to the power supply
Unplug the power cable before removing the power supply

If the equipment has multiple sources of power, disconnect power from the system by
unplugging all power cables from the power supplies to reduce shock hazard

Never open the power supply module for any reason

The power supplies in your system may produce high voltages and energy hazards.
Only trained service technicians are authorized to remove the covers and access any
of the components inside the system

CAUTION

Incorrectly installing a battery or using an incompatible battery may increase the risk of fire
or explosion. Replace the battery only with the same or equivalent type recommended by
the manufacturer, carefully following installation instructions. Dispose of used batteries
properly. Handle batteries carefully. Do not disassemble, crush, or puncture batteries.
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A DANGER

The Customer is responsible for ensuring that the AC electricity supply is compliant with
national and local recommendations, regulations, standards and codes of practice.

An incorrectly wired and grounded electrical outlet may place hazardous voltage on metal
parts of the system or the devices that attach to the system and result in an electrical shock.
It is mandatory to remove power cables from electrical outlets before relocating the system.

A CAUTION

This unit has more than one power supply cable. Follow procedures for removal of power
from the system when directed.

A CAUTION

For Europe, connect the plug through Pluggable type B inlet only.

Do not employ Pluggable type A type Plug in European market. Replacement of power
cord shall be done only by Service person and the same type cord and plug configuration
shall be utilized.

A CAUTION

The following must be applied for, in end-system:

Pluggable Type A Equipment, is only accepted where the installation fuse is limited
to 16 A; due to the mains fuse rating of 25 A, the following must be applied for:

- Connection through Pluggable Type B inlet

- Permanent Connection

& CAUTION

The UCM installation and removal operation should be handled by a trained service
technician. The module has to be completely discharged before removal.

The optical drive in this system unit is classified as a Class 1 level Laser product. The
optical drive has a label that identifies its classification.

The optical drive in this system unit is certified in the U.S. to conform to the requirements of
the Department of Health and Human Services 21 Code of Federal Regulations (DHHS 21
CFR) Subchapter J for Class 1 laser products. Elsewhere, the drive is certified to conform to
the requirements of the International Electro technical Commission (IEC) 60825-1: 2001
and CENELEC EN 60825-1: 1994 for Class 1 laser products.

A CAUTION

Invisible laser radiation when open. Do not stare info beam or view directly with optical
instruments.
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Class 1 Laser products are not considered to be hazardous. The optical drive contains
internally a Class 3B gallium-arsenide laser that is nominally 30 milliwatts at 830
nanometers. The design incorporates a combination of enclosures, electronics, and
redundant interlocks such that there is no exposure to laser radiation above a Class 1 level
during normal operation, user maintenance, or servicing conditions.

CAUTION

Products are designed to reduce the risk of undetected data corruption or loss. However, if
unplanned outages or system failures occur, users are strongly advised fo check the
accuracy of the operations performed and the data saved or transmitted by the system at
the time of outage or failure.

This product has been built to comply with the Restriction of Certain Hazardous Substances

(RoHS) Directive 2002/95/EC.

This product has been built to comply with the Waste Electrical and Electronic (WEEE)
Directive 2002/96/EC.
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This chapter gives an overview of blade system architecture and a high-level description of
each of the system components.

The bullx blade system is a high-density server system providing cluster architecture. It can
be equipped with eighteen bullx B500 compute blades / nine bullx B505 accelerator
blades, making it ideally suited for extreme computing cluster environments requiring a
large number of high-performance servers in a small space. The bullx blade chassis
provides common resources that are shared by the bullx BS00 compute blades / bullx
B505 accelerator blades, such as power, cooling, system management, network
connections, and |/O switch. The use of common resources reduces blade size, minimizes
cabling, and also reduces the time / likelihood of idle resources.

Performance, ease-of-use, reliability, and expansion capabilities were key considerations
during the design of the bullx blade system. These design features make it possible for you
to customize system hardware to meet the needs of today, while providing flexible
expansion capabilities for the future.

This guide provides information on how to:
e install the system
e connect and test the system

Six bullx blade systems can be simultaneously housed in a 42U cabinet. Each bullx blade
system comprises the following key hardware components, some of which are optional:

e Up to eighteen dual processor (DP) bullx B500 compute blades (NCB), with two
processors, two fans for cooling, and an HDD/SDD disk.

e Up to nine bullx B505 accelerator blades (GPU), with two processors, two Nvidia
cards and four fans for cooling.

e A Quad Switch Module (QSM).

e Optional Ultra Capacitor Module (UCM).

e A Chassis Management Module (CMM,).

e An optional Ethernet Switch Module (ESM).

e A local Control Panel (LCP) providing an LCD display and power and reset buttons.
e Up to four Power Supply Unit modules (PSU) providing N+1 power redundancy.

e Two fan blades to cool the QSM, CMM, and ESM modules.
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Serial and part numbers are indicated on a label on the top of the chassis. The following
table can be used to record system information.

bullx blade system

Product Name

Model Type

Serial Number (XAN)

Figure 1-1.  System information record
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The blade system design takes advantage of advancements in server technology. It houses
up to eighteen functionally separate compute blades or nine accelerator blades and their
shared resources in a single blade chassis. The blade system combines:

Proven innovative technologies to build powerful, scalable and reliable Intel®-processor-
based servers.

Compute blades / accelerator blades can be added to the blade system as needed. The
system can be equipped with a maximum of eighteen compute blades / nine accelerator

blades.

The compute and accelerator blades, the fan blades, the Chassis Management Module
(CMM), the Ethernet Switch Module (ESM), the Quad Switch Module (QSM) the Local
Control Panel (LCP) and the Power Supply Units (PSU) are hot-pluggable / hot-swappable
for optimum uptime and easy maintenance.

The redundant PSU modules and fan blades ensure continued operation even if a
component fails.

The optional ESM provides a redundant Ethernet interface to the blades.

The blade system Chassis Management Module (CMM) is equipped with a service
processor, which in conjunction with the system-management firmware provided on the
service processor in each compute or accelerator blade, allows remote management of
system components and blades. The Chassis Management Module (CMM) also multiplexes
access to the embedded management controllers on the compute blades / accelerator
blades providing them with KYM and Virtual Media capabilities.

Each compute blade / accelerator blade is equipped with a service processor which
provides blade system monitoring, event recording, and alert capabilities.

The blade system supports up to two Ethernet Switches, one in the Chassis Management
Module (CMM) and the second in the Ethernet Switch Module (ESM). The Ethernet Switch
Modules are used for compute blade / accelerator blade communication with the network.
The Chassis Management Module (CMM) and Ethernet Switch Module (ESM) provide

internal connections to each compute blade/ accelerator blade.
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The following is a list of RAS features that the blade system supports:

Shared key components, such as power, cooling, and 1/0O

All components serviced from the front or rear of the blade chassis

Builtin monitoring for fan blade, power, temperature, and voltage

Builtin monitoring for module redundancy

Error codes and messages

Fault-resistant startup

Remote system management through the Chassis Management Module (CMM)
Remote upgrade of Chassis Management Module (CMM) firmware

Remote upgrade of compute blade/ accelerator blade service processor firmware

Redundant components:
fan blades
Power Supply Unit modules

Hot-plug / hotswap components:
Compute blades (NCB) / accelerator blades (GPU)
Fan blades
Chassis Management Module (CMM)
Ethernet Switch Module (ESM)
Quad Switch Module (QSM)
Local Control Panel (LCP)
Power Supply Unit (PSU)

Ultra Capacitor Module (UCM) (requires full system power down)

The following is a summary of the features and specifications for the blade system:

7U rack-mountable system chassis with Midplane and LCP display
bullx B500 compute blades (NCB)
bullx B505 accelerator blades (GPU)

AC power redundancy: N+1 (4 PSU modules redundant system, 3 PSU modules non-
redundant system)

Two fan blades cooling the QSM, CMM and ESM

Rack-mountable system, using a standard cabinet

Further specifications are given in Erreur | Source du renvoi introuvable..
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1.3.1 Chassis-level platform management

The following platform management features are available via the Chassis Hardware
Console:

Embedded web server, compliant with Microsoft Internet Explorer and Firefox
browsers

SNMP, SMASH/CLP, and IPMI Out of Band compliant interface
Logistic control (thermal, cooling, global power control, and power distribution)

Hardware health monitoring and alerting

1.3.2 Blade-level platform management

The following platform management features are available via the Blade Hardware
Console:

Embedded web server, compliant with Microsoft Internet Explorer and Firefox browsers
IPMI v2.0, SMASH/CLP Out of Band compliant interface
Logistic control (thermal, local power control, and power distribution)

Hardware health monitoring and alerting

1.3.3 External connections, interfaces, indicators, buttons and switches

The following external connections, interfaces, indicators, buttons and switches are
available:

Eighteen IB QDR connections (QSFP connector with power) on the Quad Switch
Module

Three 1Gb Ethernet ports -RJ45 connectors and a serial COM port for maintenance on
the ESM

Three 1Gb Ethernet ports -RJ45 connectors and a serial COM port for maintenance on

the CMM

Local Control Panel (LCP)

Chassis power On/Off switch

Chassis power indicator LED

Chassis blue ID indicator LEDs — front LCP indicator LED, rear CMM indicator LED
Compute blade (NCB) / accelerator blade (GPU) indicator LEDs

Quad Switch Module indicator LED

Gbit Ethernet switch indicator LED

Ultra Capacitor Module indicator LED

CMM reset pushbutton (CMC reset)
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1.4  System components, controls and LEDs

This section identifies the components, controls, and LEDs on the front and rear of the blade
system.

1.4.1 Blade system with compute blades - exploded view

A Compute blades B Fan blade

C local Control Panel D Power Supply Unit module
E Chassis Management Module F Power Supply Unit module
G Quad Switch Module H Ultra Capacitor Module

| Ethernet Switch Module

Figure 1-2. Blade system with compute blades — exploded view
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1.4.2 Blade system with accelerator blades - exploded view

A Accelerator blades B Fan blade

C Local Control Panel D Ethernet Switch Module

E Power Supply Unit module F Ultra Capacitor Module

G Quad Switch Module H Chassis Management Module
| Power Supply Unit module

Figure 1-3. Blade system with accelerator blades — exploded view
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1.4.3

1.4.4

8

Blade system with compute blades - front view
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A Compute blade (NCB)

B Local Control Panel

C Fan blade

Figure 1-4. Blade system with compute blades - front view

Blade system with accelerator blades - front view

B

C

A Accelerator blade (GPU)

B Local Control Panel

C Fan blade

Figure 1-5. Blade system with accelerator blades — front view
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1.4.5 Blade chassis

The front of the blade chassis is equipped with an LCP, eighteen bays to house compute
blades/ nine bays to house accelerator blades and two bays to house fan blades. The
blade chassis is also equipped with two handles for easy handling.

The Midplane, in the center of the blade chassis, provides interconnectivity between blades
and the various modules located at the rear of the blade chassis.

1.4.6 Compute blades (NCB)

The eighteen compute blades are distributed in two rows, eight on the top row and ten on

the bottom row. All the blades are inserted from the front of the blade system and plugged
into the Midplane.

The compute blades provide the server motherboard functionality based on dual Nehalem-
EP / Westmere-EP processors from Intel® and ensure maximum performance/watt for
datacenter infrastructures and highly dense deployments. Each processor interconnects with
the other processors through the Intel Quick Path Interconnect (QPI) feature. Each compute

blade interconnects with the other compute blades through an embedded ConnectX QDR
component and the Quad Switch Module.

11 12 13 14 15

T CJ / : f
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g
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Figure 1-6. Compute blades (NCB)

Note  Compute blades (NCB) and accelerator blades (GPU) can be installed in the same chassis.
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The compute blades present the following features:

e Hotplug / hotswap supported

e Dual-processor sockets for up to two processors

e All processor SKUs supported up to 25W

e Twelve DDR3 DIMM slots (6 per socket) at 800, 1066, 1333 MHz

e SATA drive (HDD or SSD) form factor 1.8 inch

e Sleep state four (Suspend to disk) supported on HDD/SSD where available
e  Front status LEDs

1.4.6.1 Compute blade (NCB) LEDs
Each compute blade is equipped with the following LEDs:
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A Power LED B Fault LED

C LANT1 LED D LANO LED

E IB activity LED F HDD activity LED

G Identification LED

Figure 1-7. Compute blade (NCB) LEDs

A DANGER

Hazardous energy is present when the blades are connected to the power source. Never
insert a blade into the chassis with its cover removed.
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The identification LED indicator is blue.

This indicator is a unit identifier dedicated to maintenance operations and used to
physically localize a compute blade.

This LED is switched On/Off by the maintenance operator from the Chassis Hardware
Console web interface.

The power LED indicator is bicolor: amber/green.
This indicator provides the compute blade power state:

—  Amber: 3.3V stand-by power presence (the blade is in stand-by/off power mode)

- Green: 12V main power presence (the blade is in main power mode)
This indicator is managed by the hardware.

The fault LED indicator is red.

This indicator displays faults detected by the integrated Baseboard Management
Controller (iBMC) firmware.

This indicator is managed by the iBMC firmware.

The LAN O activity LED indicator is green.

This indicator flashes On and Off to indicate compute blade traffic (Tx and Rx data) on
the Ethernet network channel O (to/from CMM,).

This indicator is managed by the hardware.

The LAN 1 activity LED indicator is green.

This indicator flashes On and Off to indicate compute blade traffic (Tx and Rx data)
over the Ethernet network channel 1 (to/from ESM) through the Ethernet component.

This indicator is managed by the hardware.

The IB activity LED indicator is amber.

This indicator flashes On and Off to indicate compute blade traffic over the IB network
channel O for through the ConnectX component.

This indicator is managed by the hardware

The HDD activity LED indicator is amber
This indicator flashes On and Off to indicate traffic over the SATA link.
This indicator is managed by the hardware.
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1.4.7

12

Accelerator blades (GPU)
The nine accelerator blades are distributed in two rows, four on the top row and five on the
bottom row. All the blades are inserted from the front of the blade system and plugged
vertically into the Midplane.
The accelerator blades provide the server motherboard functionality based on dual
Nehalem-EP / Westmere-EP processors from Intel® and two Nvidia graphic cards and
ensure maximum performance/watt for datacenter infrastructures and highly dense
deployments. Each processor interconnects with the other processors through the Intel
Quick Path Interconnect (QPI) feature. Each accelerator blade interconnects with the other
accelerator blades through an embedded ConnectX QDR component and the Quad Switch
Module.
The main accelerator blade components are the SSUPs (SSUPO and SSUP1) with their
processors, IOH and DIMMs, the Planar and two Nvidia graphic cards.
B
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A Accelerator blade B Local Control Panel
C Fan Blade
Figure 1-8  Accelerator blades (GPU)
Note  Compute blades (NCB) and accelerator blades (GPU) can be installed in the same chassis.
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The accelerator blades present the following features:

e Hotplug / hotswap supported

e Dual-processor sockets for up to two processors

e All processor SKUs supported up to 80W

e Six DDR3 DIMM slots (3 per socket) at 800, 1066, 1333 MHz

e Two PCl Express Gen2x16 slots

e SATA drive (HDD or SSD) form factor 1.8 inch

e Sleep state four (Suspend to disk) supported on HDD/SSD when available

e  Front status LEDs

1.4.7.1 Accelerator blade (GPU) LEDs

Each accelerator blade is equipped with the following LEDs:
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A Power LED B Fault LED

C LANO LED D LAN1 LED

E HDD activity LED F IBO activity LED
G IB1 activity LED H Identification LED

Figure 1-9  Accelerator blade (GPU) LEDs

A DANGER

Hazardous energy is present when the blades are connected to the power source. Never
insert a blade into the chassis with its cover removed.
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The identification LED indicator is blue.

This indicator is a unit identifier dedicated to maintenance operations and used to
physically localize an accelerator blade.

The LED is switched On/Off by the maintenance operator from the Chassis Hardware
Console web interface.

The power LED indicator is bicolor: amber/green.

This indicator provides the accelerator blade power state:
—  Amber: 3.3V stand-by power presence (the blade is in the stand-by/off mode)
—  Green: 12V main power presence

This indicator is managed by the hardware.

The fault LED indicator is red.

This indicator displays faults detected by the integrated Baseboard Management
Controller (iBMC) firmware.

This indicator is managed by the iBMC firmware.

The LAN O activity LED indicator is green.

This indicator flashes On and Off to indicate accelerator blade traffic (Tx and Rx data)
on the Ethernet network channel O (to/from CMM,).

This indicator is managed by the hardware.

The LAN 1 activity LED indicator is green.

This indicator flashes On and Off to indicate accelerator blade traffic (Tx and Rx data)
over the Ethernet network channel 1 (to/from ESM) through the Ethernet component.

This indicator is managed by the hardware.

The IBO activity LED indicator is amber.

This indicator flashes On and Off to indicate accelerator blade traffic over the IBO
network channel O through the SSUPO ConnectX component.

This indicator is managed by the hardware

The IB1 activity LED indicator is amber.

This indicator flashes On and Off to indicate accelerator blade traffic over the IB1
network channel 1 through the SSUP1 ConnectX component.

This indicator is managed by the hardware

The HDD activity LED indicator is amber.
This indicator flashes On and Off to indicate traffic over the SATA link.

This indicator is managed by the hardware.
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1.4.8 Fan blades

Two fan blades provide cooling to the QSM, CMM, and ESM. The fan blades are hot-
swappable/hot-pluggable.
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Figure 1-10 Fan blades

1.4.8.1 Fan blade LEDs
Each fan blade is equipped with the following LEDs:

Fault LED
The fault LED indicator is red.
When the fans do not rotate as per the expected speed, the fault LED switches On.

Power LED
The power LED indicator is green.
When the fans are rotating as per the expected speed, the power LED switches On.

‘ mportant  Replace a failed fan blade as soon as possible to restore cooling redundancy.
See the bullx blade system Maintenance and Troubleshooting Guide on the bullx
blade system Resource and Documentation CD for instructions.
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1.4.9 Local Control Panel

The Local Control Panel (LCP) is on the front of the blade chassis. The Local Control Panel is
hot-swappable / hot-pluggable.

A B C
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A Power On/Off button B Display screen

C Identification button

Figure 1-11. Local Control Panel

1.4.9.1 Local Control Panel LEDs
The Local Control Panel is equipped with the following LED:s:

Identification LED
The identification LED indicator is blue.

This indicator is a unit identifier dedicated to maintenance operations and used to
physically localize a blade chassis from the front of the chassis. This LED turns On
simultaneously with the CMM identification LED indicator on the rear of the chassis.

This LED is switched On/Off by the maintenance operator from the Chassis Hardware
Console web interface or locally from the LCP ID button (providing this option is
enabled from the Chassis Hardware Console web interface).

Power LED
The power LED indicator is green.
This indicator indicates 12V main power presence within the blade chassis.
This indicator is managed by the CMC firmware.
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1.4.10 Blade system - rear view

This section identifies the components and LEDs on the rear of the blade system.
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Figure 1-12. Blade system - rear view

1.4.11 Blade chassis

The rear of the blade chassis provides bays for blade system PSU, CMM, QSM, UCM, and
ESM modules.

The Midplane, in the center of the blade chassis, provides interconnectivity between these
modules and the blades located at the front of the blade chassis.
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1.4.12 Power Supply Unit (PSU) module

There are four x 2900W PSU modules at the rear of the blade system, providing 12V main
and 3.3V stand-by outputs. When four PSU modules equip the blade system, they provide
N+1 redundancy. Typical system power dissipation is approximately 7900W according to
configuration and running applications. High-level PSU module features are:

e Hotplug / hot swap supported, up to four parallel supplies
e 2900W power supply
e 12V main and 3.3V stand-by outputs

e 210 VAC to 240 VAC corrected AC input power factor
e PSMI compliant

D
A Handle B Latch
C Power socket D Cable retention
E Fans F Power LED
G Fault LED

Figure 1-13. Power Supply Unit (PSU) module

1.4.12.1 Power Supply Unit module LEDs
The Power Supply Unit module is equipped with the following LEDs:

Fault LED
The Fault LED indicator is amber.

A slow blinking or solid On state indicates that the PSU module has failed or reached
a critical state warranting its replacement.

Power LED
The Power LED indicator is green.

Slow blinking green indicates that AC is being applied to the PSU module and that the
3.3V stand-by voltage is available. Once 12V is enabled this LED becomes steady.
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1.4.13 Chassis Management Module (CMM)

The primary function of the CMM is to provide the blade chassis-level management
functionality for the blade system, including detection, power On/Off, hardware status
monitoring for the compute blades / accelerator blades and other hardware modules
within the blade chassis, PSU status monitoring and system fan control. The CMM is also
used to manage and display LCP messages.

The CMM is a hot-swappable module which includes of a 24-port 1GbE Ethernet switch
and an OPMA daughter card, which is used as a service processor.

The Ethernet logical connections are:

e One Ethernet port to the service processor (internal)

o Eighteen Ethernet ports to the compute blades / accelerator blades through the
backplane connector (internal)

e Three Ethernet ports to RJ45 connectors on the rear (external)
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A Thumb screw

B Default button

C Reset button

D Power and health status LED

E Identification LED

F Dynamically configurable stacking or
Ethernet port

G Serial port H Activity LED

| Link LED J Dynamically configurable stacking or
Ethernet port

K Handle

Figure 1-14. Chassis Management Module (CMM)
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The CMM presents the following features:
e Hotplug / hotswap supported

Compute blades / accelerator blades can run even when the CMM is down

Ethernet switch supports VLANs

Three dynamically configurable stacking or Ethernet ports
External COM port
Status LEDs

Status information displayed on the LCP

Ethernet switch firmware can be loaded in-band over the Ethernet links

The Chassis Management Module is equipped with the following LEDs:

The identification LED indicator is blue.

This indicator is a unit identifier dedicated maintenance operations and used to
physically localize the blade chassis from the rear of the chassis. This LED turns On
simultaneously with the LCP identification LED indicator on the front of the chassis.

This LED is switched On/Off by the maintenance operator from the Chassis Hardware
Console web interface or locally from the LCP ID button.

The power LED indicator is amber.
This indicator provides the blade chassis power state and CMC activity:

- Solid amber: CMM is initializing

—  Blinking amber: CMC firmware is alive

Two LEDs are integrated in each of the three Ethernet connectors:
- Link status LED
- Link activity LED
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1.4.14 Quad Switch Module (QSM)

The blade system supports a QSM, based on a 36 port QDR switch Board (QSB) to
provide the quad switching function between the compute blades / accelerator blades and
the external QSFP ports. The QSM plugs into the Midplane from the rear of the blade
chassis. This module is also known as InfiniBand Switch.
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A QSFP ports (1-18) B Power On/AUX Power LED
C Thumb screw D logical link LED
E Physical link LED F Latch
G Identification LED

Figure 1-15. Quad Switch Module
The QSM presents the following features:
e Hotplug / hotswap supported

36 InfiniBand Switch ports:
.18 internal ports
. 18 external ports

e QDR IB support
e Passive and active cable support per IB standard
e Status indication LEDs

e In-band IB connection switch management
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1.4.14.1 Quad Switch Module LEDs
The Quad Switch Module is equipped with the following LEDs:

Identification LED
The identification LED indicator is blue.

This indicator is a unit identifier dedicated maintenance operations and used to
physically localize the module. This LED is switched On/Off by the maintenance
operator from the Chassis Hardware Console web interface.

Power LED

The power LED status indicator is bicolor:
Amber: 3.3V stand-by power presence
Green: 12V main power presence

IB link activity LEDs
There are two IB link activity LEDs:
Physical link: -still green indicates a good physical link; blinking green
indicates a physical link problem.
Logical link: blinking amber indicates data transfer.

1.4.15 Ultra Capacitor Module (UCM)

The UCM is an optional module that can ride through AC outages of up to 250ms. The
UCM connects to the Midplane through bus bars and during normal operation the UCM
charges power from the Midplane 12V. This power is stored in the module’s Ultra
capacitors. During outage, the capacitors discharge to provide the required power to the
other components, such as the blades and the Quad Switch Module (QSB). Hold-time
under 3V3 stand-by voltage is 1000ms. The UCM is also controlled/monitored by the
CMM under 3V3 stand-by voltage.

A B C D E F G
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A Thumb screw B Discharging LEDs
C Handle D Charging LEDs
E Identification LED F Fault LED
G Charge / Discharge LEDs

Figure 1-16. Ultra Capacitor Module (UCM)
The UCM presents the following features:

e 250 ms power outage offset ability

e 480 ms maximum hold-up time

e  Status indication LEDs
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DANGER
The UCM must be fully discharged, i.e. CHARGE / DISCHARGE LEDs OFF (G), before
servicing the module. DO NOT TOUCH the module until FULLY DISCHARGED.

The Ultra Capacitor Module is equipped with the following LEDs:

The identification LED indicator is blue.

This indicator is a unit identifier dedicated to maintenance operations and used to
physically localize the module. This LED is switched On/Off by the maintenance
operator from the Chassis Hardware Console web interface.

There are two charging LEDs, one per Ultra Capacitor stack.
Charging LEDs are amber when the UCM is charging.

These indicators are managed by the hardware.

There are two discharging LEDs, one per Ultra Capacitor stack.
Discharging LEDs are red when the UCM is charged.
These indicators are managed by the hardware.

There are two charge LEDs, one per Ultra Capacitor stack.
Charge LEDs are green when the UCM is charged.
Charge LEDs are Off when the UCM is fully discharged.
These indicators are managed by the hardware.

The fault power LED indicator is amber.
This indicator displays UCM failure.
This indicator is managed by the CMC firmware.
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1.4.16

24

Ethernet Switch Module (ESM)

The ESM is an optional module which provides the Ethernet switching function through the

three external Ethernet ports.
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A Dynamically configurable stacking or
Ethernet ports

B Handle

C Thumb screw

D Default button

E Reset button

F Power and health status LED

G Identification LED

H Dynamically configurable stacking or
Ethernet port

| Serial port

J Activity LED

K Link LED

Figure 1-17. Ethernet Switch Module
The ESM presents the following features:
e Hotplug / hotswap supported

e Ethernet switch supports VLANs

o Ethernet has two stacking ports and a switching Ethernet port by default. Ports can be
dynamically configured either as stacking ports or as GbE ports

e  Status indication LEDs

e  Ethernet switch firmware can be loaded in-band over the Ethernet links
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1.4.16.1 Ethernet Switch Module LEDs
The Ethernet Switch Module is equipped with the following LEDs:

Identification LED
The identification LED indicator is blue.

This indicator is a unit identifier dedicated to maintenance operations and used to
physically localize the module. This LED is switched On/Off by the maintenance
operator from the Chassis Hardware Console web interface.

Power LED
The power LED indicator is amber.
This indicator provides module 3.3V stand-by power status.
This indicator is managed by the hardware.

LAN activity and status LED

Two LEDs are integrated in each of the three Ethernet connectors:
- Link status LED
- Link activity LED

Note  LAN activity for the embedded Ethernet switch links (i.e. between the Ethernet switch and
each compute blade / accelerator blade) are displayed on a LED on the front of each
compute blade / accelerator blade.
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Chapter 2. Introducing the Chassis Hardware Console

This chapter describes Chassis Hardware Console (CHC) features and explains how to start
and stop the console from a Web browser.

2.1 Starting the console

The Chassis Hardware Console is launched from a Web browser using a standard or
secure IP address or host name, according to settings.

Prerequisites
o The drawer is connected to the site power supply and also to the enterprise LAN
e Your web browser is configured to accept cookies

Procedure

1. Launch your web browser and enter the standard or secure IP address or host name

(example: https://myconsole.mydomain), as per settings. The authentication page
opens.

Chassis Hardware Console

Username I

Password |

Log On |

Username Factory-default username: super

Password Factory-default password: bull

Figure 2-1.  Authentication page

2. Complete the Username and Password fields and click Log On.

Once you are authenticated, the Power Management page opens.

gmportont

You are advised to change factory-default authentication seftings once initial setup is
completed, taking care to record your new account details for subsequent connections. If
you lose your account details, contact your Customer Service Representative.

If you cannot connect to the console or if the web pages are displayed incorrectly, it may
be due to network failure or incorrect network or browser settings.
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The Chassis Hardware Console is a web-based administration application embedded on
the Chassis Management Module (CMM). It allows you to remotely operate, monitor,
configure and maintain the blade system. The Chassis Hardware Console can be accessed
via the Ethernet network using a Microsoft Internet Explorer or a Mozilla Firefox browser.
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A The navigation tree provides access to console features. Note that displayed
features differ according to the tab selected.

B Current feature name and description.

C User logon name.

D The control pane displays the commands and information associated with the item

selected in the navigation tree.

E Four tabs allow access to families of features accessible from the associated
navigation trees: System Control, Monitoring, Configuration, and Maintenance.

Figure 2-2. Chassis Hardware Console overview
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2.3

Console features and permissions

The following table lists the features available from the interface and the permissions

required to use them.

Tab

Tree node

Features

Permission

System Control

Power Management

Power

Viewing: all users

Operations: root users

Power Policy

Viewing: all users

Operations: root users

Monitoring

Cabinet Status & Logs

Sensor Status

Viewing: all users

System Event Log

Viewing: all users

Operations: root users

Messages Viewing: all users
Operations: root users
Configuration General Settings Chassis Viewing: all users
Operations: root users
CMC Network Viewing: all users
Operations: root users
BMC Network Viewing: all users
Operations: root users
Date-time Viewing: all users
Operations: root users
SNMP Viewing: all users
Operations: root users
Messages Viewing: all users
Operations: root users
User Management Users Viewing: all users
Operations: root users
Groups Viewing: all users
Operations: root users
Password Viewing: all users

Operations: root users

Chapter 2. Introducing the Chassis Hardware Console
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Configuration

Security Management

Encryption Viewing: all users
Operations: root users
SSL Certificate Viewing: all users

Operations: root users

Access Control

Viewing: all users

Operations: root users

User Logon Policy

Viewing: all users

Operations: root users

Authentication

Viewing: all users

Operations: root users

Power Button
Lockout

Viewing: all users

Operations: root users

User Lockout

Viewing: all users

Operations: root users

Alert Settings

Filters Viewing: all users
Operations: root users
Policies Viewing: all users

Operations: root users

LAN Destination

Viewing: all users

Operations: root users

General Viewing: all users
Operations: root users

Maintenance Hardware Information | Management Viewing: all users
Board Operations: root users

FRU Viewing: all users
Operation: root users

Firmware Viewing: all users

Drawer Information

Viewing: all users

Viewing: new drawer
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2.4

Tab Tree node Features Permission

Maintenance Firmware Updates CMC Viewing: all users

Operations: root users

Maintenance Unit reset Viewing: all users

Operations Operations: root users

Identification LED | Viewing: all users

Operations: root users

Hardware Viewing: all users
Exclusion Operations: root users
Server Blade Viewing: all users
Change Operations: root users

CMM Change Viewing: all users

Operations: root users

ESM Change Viewing: all users

Operations: root users

IBSW Change Viewing: all users

Operations: root users

LCP Change Viewing: all users
Operations: root users

Power Viewing: all users

Management Operations: root users

Connected Users | Viewing: all users

Operations: root users

UCM Management | Viewing: all users

Operations: root users

Table 2-1.  Console features and permissions

Stopping the Console

You can stop the console at any time by clicking the Logout link in the upper-right corner of
the web page.
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This chapter explains how to use power controls and check power status.

e Viewing: all users
e  Operations: root users
1. Open the System Control tab and select Power Management > Power to display the
Power Management page.
Chassis Hardware Console Monitaring Configuration Maintenance
¥ Power Management
Power Policy —
Drawer power status ; Wain power on
Drawer poweron mode Unlocked
Start mode Deep stand-by
Eco mode Yes
[ Power On H Power Off H Farce Power Off
[] Power Blade Type Presence status Power status
Blade 1 Unknown Absent Unknown
[ Blade 2 NCE Present On
[ Blade 3 NCB Present On
[ Blade 4 NCE Present On
[ Blade 5 NCE Present On
[ Blade & NCB Present On
[ Blade 7 NCE Present On
[ Blada & NCE Present On
Blade 9
01 Blade iz Y Gl Refresh Blades Status
[ Blade 10 NCB Present On
[ Blade 11 NCE Present On
[ Blade 12 NGB Present On
[ Blade 13 NCB Present On
[ Blade 14 NCE Present On
[ Blade 15 NCEB Present On
[ Blade 16 NCB Present Cn
Elade 17 Extension
[ Blade 16 GPU Present On
[ Power On H Power Off H Faorce Power Off
Presence status : Present
Fower status On
IE silent maode Yes
Figure 3-1. Power management page

The Power Management page is divided into three areas:

Whole drawer power
Server blade

IB switch power
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Whole drawer power

Drawer power status | Deep stand-by Lowest drawer power consumption waking state
Light stand-by Moderate drawer consumption working state
Unlocked Drawer functional state
Drawer power on Full power on All the blades and other boards powered
mode
Unlocked All the blades and other boards unlocked (12V
enabled)
Start mode Deep stand-by Blade remains in stand-by off state (i.e. BMC is
not running)
Light stand-by Blade turns to stand-by on state (i.e. BMC is
running)
Unlocked power Blade turns to off state (i.e. BMC is running and

12V power enabled)

Eco mode Yes Forces drawer to silent mode. (The drawer can
be configured to save energy when the blades
are not extensively used. The drawer is in deep
stand-by state when blade inactivity is defected

No Forces drawer to off

Server blade

Power Blade number.
Blade Type GPU (accelerator blade)
NCB (compute blade)

Presence status Present Corresponding blade is present
Absent Corresponding blade is absent

Power status Off Corresponding blade is powered off
On Corresponding blade is powered on
Unknown Corresponding blade is absent

IB switch power

Presence status Absent Quad Switch Module is absent
Present Quad Switch Module is present
Power status Unknown Quad Switch Module is absent
Stand-by off Quad Switch Module is powered off
On Quad Switch Module is powered on
IB switch silent mode | Yes Switch set to silent
No Switch can be powered off

Table 3-1.  Power Management page features
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Viewing: all users

Operations: root users

Open the System Control tab and select Power Management > Power to display the
Whole drawer power box.

7 Pawer Management N T
Fower Foicy _
Power On | [ Power O | [ Force Pows: 08|
[l Power  Blade Type Presence status Power status
Eiade 3 NCE Present tand-by of
Refresh Blades Stats
Power on  |Full power on | All the blades are powered on and the OS is booted.
Unlocked All the blades are turned to the Off state

Figure 3-2. Powering on the blade system

Click Power On to launch the power up sequence, which may take a few minutes to

complete.

Once the power up sequence is completed, the Power State value switches from Off to
On and the Power Off button is enabled.

If required, connect to the Remote System Console to follow the power on sequence.
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e Viewing: all users

e Operations: root users

1. Open the System Control tab and select Power Management > Power to display the
Whole drawer power box.

¥ Pawer Management

Power Pokcy

Light stand-bry
Na

Power On_| [ Power Of Force Powes 0F |

[l Power  Blade Type Presence status Power status

Refresh Blades Status

Figure 3-3. Powering off the blade system

2. Click Power Off to launch the routine power down sequence, which may take a few
minutes to complete. Operating systems are shut down gracefully and hardware is
powered down from the main power mode to the Power Off (Unlocked) mode.

Once the power down sequence is completed, the Power State value switches from On

to Off.

If required, connect to the Remote System Console to follow the power off sequence.

Note  If the system does not power off correctly, this may be due to a system crash or freeze and
you may need to forcibly power down the system using the Force Power Off button.
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In the event of a system crash or freeze, the system can be forcibly powered down.

e Viewing: all users

e Operations: root users

CAUTION

The Force Power Off option should only be used if the Operating System is unable to
respond to a standard power off request. These sequences may result in data loss and file
corruption.

1. Open From the System Control tab and select Power Management to display the
Whole drawer power box.

W Powar Management

Powar Policy

[ Power Blade Type Presence status Pawer status

Blade & HCE Present Stand-by off

Refesh Blades Status

Figure 3-4. Forcibly powering off the blade system

2. Click Force Power Off to forcibly power down the system, which may take a few
minutes to complete.
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3.5

38

Powering on / off

Prerequisites

e Viewing: all users

individual blades and checking status

e Operations: root users

Procedure

1. Open the System confrol tab and select Power Management > Power to display the

Server blade box.

T Power Maiagemein

Power Palicy
ucw

Drswer power status Ligit stand by
Drawer poweren mode Unlacked
Start mode Unlocked

Eco moda Mo

PowarOn_| [ Power OF | [ Force Power 0|

- & d
) Powar Presence status  Power status

Blade 4 Prazant OF

[ PowerOn | [ PowerOf | [ Force Poweron |

- er
Presence slatus - Absent
Power status :  Unknewn
|E silent mode :  Yes

Server blade power options

Power On

Accessible only when the system is powered Off. This button
powers On the corresponding blade.

Power Off

Accessible only when the system is powered On. This button
powers Off the corresponding blade.

Force Power Off

This button performs a power down sequence independently of the
Operating System. If the Power Off operation fails, you can forcibly
power Off by clicking Force Power Off button.

Figure 3-5. Server blade power options

2. Select the required power sequence, as explained in the table above.
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Viewing: all users

Operations: root users

Open the System control tab and select Power Management > Power to display the IB
switch power box.

Rt iades Sous
Fawertr ] (Powarot ) [ Fomebomoi_]

Presence status Absent Quad Switch Module is absent

Present Quad Switch Module is present
Power status Unknown Quad Switch Module is absent

Stand-by off Quad Switch Module is powered off

On Quad Switch Module is powered on
IB switch silent mode | Yes Switch set to silent

No Switch can be powered off

Figure 3-6. IB switch power status
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e Viewing: all users

e Operations: root users

1. Open the System Control tab and select Power Management > Power Policy to open
the Power Policy page.

T Power Managemant

Powsr :

MM Drawer Start Mode O Light Standby Deep Standby & Unlocked Power
Drawar PowarOn Mode © & Unlocked 2 Full PowerOn
Drawer Eco Mode O ON % OFF
Eco Timeout Sacs
1B Switch Silent Mode © & ON © OFF

Apply __Fl:selau detaults

Figure 3-7. Power Policy page

2. Select the required power policy and click Apply to apply changes.
For more information about power policy options, refer to the following table.
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Drawer start
mode

Light stand-by

Moderate power consumption waking state. Blades turn to
stand-by on state (i.e. BMC is running)

Deep stand-by

Lowest power consumption waking state. Blades remain in
stand-by off state (i.e. BMC is not running)

Unlocked power

Blades turn to off state (i.e. BMC is running and 12V power
enabled)

Drawer power
on mode

Unlocked

All the blades and other boards are unlocked (12 V hot
swap enabled) when the drawer is powered on

Full power on

All the blades and other boards are powered on when
the drawer is powered on

Drawer ECO
mode

On

Forces drawer eco mode to On. The drawer is
configured to save energy when the blades are not used
extensively. This mode automatically forces the IB switch
silent mode to On

Off

Forces drawer eco mode to Off

Eco time out

Sets eco mode time in seconds

IB Switch Silent
Mode

On

Forces IB switch silent mode to be silent. The IB switch is
implicitly powered on when the blade is powered on
and is implicitly powered off when the last blade is
powered off

Off

Forces IB switch silent mode not to be silent. The 1B
switch is explicitly powered on/off

Table 3-2.

Power policy options
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A DANGER

The UCM must be fully discharged, i.e. CHARGE / DISCHARGE LEDs OFF (G), before
servicing the module. DO NOT TOUCH the module until FULLY DISCHARGED.

e Viewing: all users

e  Operations: root users

Open the Maintenance tab and select Maintenance Operations > UCM Management to
display the Ultra Capacitor Module Management page.

W Hardware Infarmatian
Managernent Board
FRU

Firmware . ,

paciton e - Fully ch;
Farca New Drawer Discev ‘-3 acitors state : Fully charged
Simple Deawer Infarmatio Charges state - Halted

[ Firmware Update

7 Maintenance Operation:
Unit Reset
idantification LED
Hardware exclusion
Sarver Blada Change
CMM Change

Current mode . Not Excluded

Fanlure status - Good

E5M Change
IBSW Change 1 tast resull | N launched ancl
LGP Change |7 Larst test result dever launched

Power Managemant

Connocted Usars Rofosh stous

Capacitor state Depends upon charge level in the UCM capacitor stack
Charger State Current UCM charging status

Current Mode UCM exclusion / inclusion status

Failure Status Values:

Fail: a failure has been detected in the UCM
Good: the UCM is operating correctly

Last test result Last UCM self test result

Figure 3-8. Ultra Capacitor Module power status
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Chapter 4. Monitoring the blade system

This chapter explains how to monitor compute blade system activity and view and manage
event logs.

4.1 Initial messaging and alert configuration

When the blade system is first delivered, you will need to perform a few basic
configuration tasks to benefit from all the messaging and alert features available.

Please refer to Chapter 5. Configuring the , for instructions.

4.2 Viewing monitoring sensor readings
The blade system is equipped with sensors that monitor component status.

Procedure

1. Open the Monitoring tab and select Cabinet Status & Logs > Sensor Status to display
the Sensor Status page.

‘System Control Configuraton Martenance
7 Cabinet Sttus & Logs
System Event Log - Stat
Massages Sunsor Type  Sensor Hame Sensor Staws Sensor Reading
Tempetature  CME_TEMP Ahove uppes non-critical theoshold 40 [+1- 1) Segrees ©
Temperaturs  ESM_TEMP Mo reading
Temnperature  UCT_TEMP Mo reading
Temperalure  UCZ_TEMP Mo reading
Temperatwre  FP_TEMP Ok 3% degroes ©
Tempetature  IBSW_TEMP1 Mo rading
Fan FAN1A Balow lower non-recoverable threshold 0 («/- 50) RPM
Fan FANE Balow lower non-recoveratia thresheld 0 (+/- 50) RPM
Fan FANZA Below lower non-recoverable threshold 0 {+/- 50) RPM
Fan FANZB Below lower non-recoverable threshold 0 (+/- 50) RPM

Module / Board Blade_1 Divice Absent
Module / Board Blade 2 Device Absent
Module / Board Blade 3 Device Absent
Module / Board Blade 4 Dewce Absent
Module / Board Blade 5 Device Absent
Module / Board Blade 6 Dinice Absent
Module / Board Blade 7 Device Absent
Module / Board Blade

Module / Board Blade 9 Dewce Absent
Module / Board Blade_10 Device Absent
Module / Board Blade_11 Divice Absent
Modula [ Pnaed Rlada 17 Masira Sheant o

PSSO PSR ORRPRRRRRO DD,

Status Icon Description

Green |NORMAL

This component is operating correctly.

Yellow |NON-CRITICAL

A problem has been detected that may need preventive or corrective
action.

Red CRITICAL

A problem has been detected. Inmediate preventive or corrective action is
required.

Gray  |NOT-AVAILABLE

Global |The global status icon at the top of the page reflects overall system status.

Figure 4-1. Sensor Status page
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2. Click the Refresh button at the bottom of the page to refresh the display.
If the blade system is operating correctly, all icons should be green.

For reference, the following table lists sensor reading values without thresholds.
Refer to Appendix AAppendix B Troubleshooting the blade system, for detailed

information.
Green  |Power Supply PSU_X Device Present
Red Device Absent
Green |Power Supply PSU_X_Fail No reading
Red Ok
Green  |Power Supply Drawer Power - Value in Watts
Red PSU_X_PWRIn
Yellow
Gray
Green |Temperature CMB_TEMP Above upper non- Value in °C
Red ESM_TEMP critical threshold
Yellow UC1_TEMP No reading
Gray UC2_TEMP OK(normal)
FP_TEMP
IBSW_TEMP1
Green |Fan FAN X Below power non Value in RPM
Red recoverable threshold
Yellow Ok
Gray
Green  |Module/Board Blade_X Device Present
Red IBSW Device Absent
Yellow UCM
Gray
Green | Voltage PSU X 12V _PG Value in Voltage
Red Blade_X_3v3_PG
Yellow Blade_X_Sys_PG
Gray PSU_X Vin
PSU_X_VOut
UCM_VCAP_X_SENS
UCM_21V_SENS_X
UCM_12V_SENS
UCM_VREF_SENS
UCM_X_SENS
Green |Current PSU_X lin Value in Amps
Red PSU_X_3v3_lout
Yellow PSU_X_12v_lout
Gray

Table 4-1.  Sensor status page description
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Note

The System Event log (SEL) records hardware-related events, in particular those concerning:
o Power supplies

e Fans

e Temperature sensors

The events recorded in this log can also be transmitted via the event alerting system to a

SNMP Manager or to offline personnel by email.

Non-hardware-related events are recorded in the Board and Security Messages log.

CAUTION

The System Event Log can only store up to 512 entries at a time. Once this limit is reached,
the LOG IS NOT AUTOMATICALLY EMPTIED to allow for the arrival of new events. Beyond
the 512-entry limit, NEW EVENTS ARE NOT RECORDED. lt is strongly recommended to
empty this log regularly, using the Clear button, so that the latest events can be logged.
Note that cleared entries are deleted and cannot be retrieved.

e Viewing: all users

e Operations: root users

1. Open the Monitoring tab and select Cabinet Status & Logs > System Event Log to
display the System Event Log page.

Chassis Hardwars= Corsale User : super | Configurafion
| -
¥ Cabinet Status & Logs j
Sensor Slatus -
WEETE Clear | Fefrsh By used Entries: 512 (512
Event Type Date Time Sensorlame  Description Direction

SEL record 02 Pre-Ini 05:00:45 Blade_3_3v3_PG Siate Deasserted Asserton Event

Siate Deasserted Agsertion Event
Siate Deasserted Aasaertion Event
SEL record 0Z Pre-nt 05:01
SEL record 02 Pre-ini 0
SEL record 02 Pre-Int 0!

Siate Deasserted Agsertion Event
Slate Deasseried Agsertion Event

Siate Deasserted Agsertion Event

SEL record 02 Pre-In 05 Slate Deasserted Agsertion Event
SEL record 02 Pre-ink 05 FANZE LowerCriical going bw  Agsertion Event
SEL record 0Z Pre-nt 05:01 FANZA Loweer Criical going kw Agsertion Event
SEL record 02 Pre-int 05, FAN1B Lovrer Criical going bw Aassertion Event
SEL record 02 Pre-Int 05:0 FAN1A Lowver Criical going bw Agserton Event
SEL rscord 02 Praint 0:00:4E UCH Devica Abaant Asssrtion Evant
SEL record 0Z Pre-ni 05:00:41 PSU-2 Device Absent Agsertion Event
SEL racord 02 Pra-int 05:00:£1 PSU-1 Device Abaant Acssrton Evant
SEL record 0Z Pre-Int 05:00:27 Glade_10 Device Absent Agserton Event
SEL record 02 Pre-Ink 05 Blade_8 Device Absent Agsertion Event

SEL record 02 Fre-nt 05
SEL record 0Z Pre-Int 05
SEL record 02 Pre-ink 05:01
SEL record 0Z Pre-nt 05:01
SEL record 02 Pre-int 05:00:45 Bla
SEL record 02 Pre-Ini 05:00:45 Blade_
SEL record 02 Pra-Int 05:00:45 Blade

5 Siate Deassered Agserton Event

late Deasserted Agsertion Event
fate Deasscried Asserton Event
late Deasserted Agsertion Event

Sys_PG Siats Dessssrted Apesrtion Evani

G Siate Deasserted Agsertion Event
Sys PG Siats Deasserted Agsertion Event ;l

Figure 4-2. System Event Log page

2. Use the Refresh button to update the display at any time.
3. Use the Clear button to empty the log.
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4.4  Viewing board and security messages

The Board and Security Messages record non-hardware-related events, such as user

authentication, connection to the remote console, security violation, log deletion or

firmware upgrade. However, hardware-related events are recorded in the SEL.
Prerequisites

e Viewing: all users

e  Operations: root users

Procedure

1. Open the Monitoring tab and select Cabinet Status & Logs > Messages to display the
Board & Security Messages page.

W Cablnet Status & Logs
Sentor Status
System Event Log I

__ClearMessages 13 Messages . Pags 1 of 16 [ B

Date Message Description
OUOINGTOO0NIT:08  Authentication  User ‘super logged in from 1P address 10201 51.19
010111970 01:16:29 Authentication  User * failed 10 log in from IP addeess 10.201.51.19
O1O1NET0 01:15:02 Authentication  Liser ‘super’ kegged in from P sddress 102015119
MONg70 0767 Authentcation  User ‘super logged in from P address 10.201.51.19
01011970 00:56:06 Authentication  User ‘super’ logged in from IP address 10.201.51.19
010111970 D0:54:35 Authenticstion  User ‘super’ logged in from IP address 100101.171.112
MO1NS70 0017:09 Authentcation  User ‘super logged in from P address 102015118
01011970 00:15:59 Authentication  User ‘super’ logged in from IP address 10201 51.19
01011970 00:12:42 Authentication User ‘super’ logged in from IP address 10.101.171.113
MANAST0 001211 Board Message Device successiully started

O1OVNST0 00:05:14 Authentication User ‘super’ logged in from 1P address 10.201.51.19
ANNS70 00:00:48 Board Message Device successfully staed

0MONS70 000713 Authentcation  User ‘super logged in from P address 10.101.171.112
01011970 00:00:45 Board Message Device successiully stared.

01011970 00:08:17 Authentication  User ‘super logged in from IP address 10.101.171.112
01/01/1570 O0:04.55 Board Message Device successhully staned.

01/01/1970 D0:05:14 Authentication User ‘supes’ kegged in from 1P sddress 10.201.51.19
ANNST0 00:00:48 Board Message Device successfully stated.

MO1NS70 00:07:13 Authentication  User ‘super logged in from P sddress 10.101.171.112
OLOINS70 0000:45 Board Message Device successhully stared.

01011970 00:06:17 Authentication User ‘super’ logged in from P address 10.101.171.112
OONNI70 000456 Board Massage Device successiully stared

MANAST0 000045 Board Massage Device successiilly stated

MANNSToo:11:23 Authentication  User ‘super’ kagged in from I address 100100.171.112
ON9P0 001242 Authentication  User super lagged in from P address 10.201.51.19
010111970 00:12:37 Authentication  User ‘supss’ faded ta log in from IP address 10.201.51.19

[__ClearMessages 3 + Paga 101 16 B34 .

Figure 4-3. Board & Security Messages page

2. Browse messages, as required, using the Newer and Older buttons.

&Importont

This log can record up to 1,000 events. Once this limit is reached, the arrival of new
messages will automatically delete the oldest messages in the log.
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Chapter 5. Configuring the blade chassis

e This chapter explains how you can configure the chassis to suit your working
environment.

5.1 Configuring the blade chassis name

Prerequisites
e Viewing: all users

e Operations: root users

Procedure

1. Open the Configuration tab and select General Settings > Chassis to display the
Chassis Settings page.

B Gensral Setiings

CMC Netwark

BMC Netwark Chassis Narms

Date-Time

SHMP

Messages Apply

EUsar Management
ESacuity Management
CAlent Setings

Figure 5-1. Chassis Settings page
2. Complete the field with the required name and click Apply.
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The CMC Network Settings page allows you to configure or modify network settings for
remote access fo the Chassis Hardware Console with a web browser.

e Viewing: all users

e  Operations: root users

A CAUTION

Good knowledge in network administration is required. If new network settings are
incorrect, you may lose the connection to the console. You are advised fo note current
settings before entering new values so that you can restore the connection if needed.

1. Open the Configuration tab and select General Settings > CMC Network to display
the CMC Network Settings page.

EGeneral Serings &
Chassis

BIMC Netwark

Date-Time r
SHMP

Messages

1P Auto-Configuration | DHCP v
D User Management Preferred Host Name [DHCP o)
ESecurity Management P Address
B flert Setiings Subnat Mask
Gateway IP Address
Prirnary DNS Server 17 Address [

Secondary DNS Server IP Address |

Remate Console & HTTPS Pont | 443
HTTP Pon (80
TELNET Pont |23

SSH Pont |22

[#] Ensbile S5H Access

| [ Enable TELNET Access
O Disakle Setup Protocol

Speed Autodetect v

Duplex Mode Autodetect v

Fuurm Parameters: sutonegotiation on, 100 Meps, full duplex, link ok

Agply | | Resstio defouits

Figure 5-2. CMC Network Settings page
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The following table explains how to complete network setting fields:

IP Auto-Configuration

Allows you to enable or disable network auto-configuration via a DHCP
or BOOTP server:

None: Auto-configuration is disabled

DHCP: Network settings are retrieved from a DHCP server (factory-
default)

BOOTP: Network settings are retrieved from a BOOTP server

Preferred Host Name

Accessible only if DHCP is selected.
The host name that you want to pass to the DHCP server.

IP Address Accessible only if auto-configuration is disabled.
The static IP address you want to use (Factory-default value:
192.168.1.176).

Subnet Mask Accessible only if auto-configuration is disabled.

The subnet mask you want to use (Factory-default value:
255.255.255.0).

Gateway IP Address

Accessible only if auto-configuration is disabled.
Your router IP address, if applicable.

Primary DNS Server IP
Address

Accessible only if auto-configuration is disabled.
Your primary DNS server IP address, if applicable.

Secondary DNS Server IP
Address

Accessible only if auto-configuration is disabled.
Your secondary DNS server IP address, if applicable.

Remote Console and

Port number used for secure HTTPS connections and for the remote

HTTPs Ports console (Factory-default: 443).

HTTP Port Port number used for standard HTTP connections (Factory-default: 80).
TELNET Port Telnet port number (Factory-default: 23).

SSH Port Secure Shell (SSH) port number (Factory-default: 22).

Enable TELNET Access Select this option to connect using a Telnet client.

Enable SSH Access

Select this option to connect using an SSH client.

Disable Setup Protocol

Select this option to prevent blade system from being automatically
detected or re-detected on the network when installing other devices.
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Current Parameters

Displays current network adapter settings.

Speed

LAN interface speed.

Autodetect: Automatically adjusts the interface speed (factory-default).
10Mbps: fixed speed according to network.

100Mbps: fixed speed according to network.

Autodetect is selected by default. If you encounter connection problems,
select the fixed speed required by your network infrastructure.

Duplex Mode

LAN interface duplex mode.

Autodetect: Automatically sets the duplex mode as required by your
network infrastructure (Factory-default value).

Half Duplex: Fixed duplex mode according to network.

Full Duplex: Fixed duplex mode according to network.

Autodetect is selected by default. If you encounter connection problems,
select the fixed duplex mode required by your network infrastructure.

Table 5-1.

CMC Network Settings page description

2. Complete the fields as required and click Apply.

Note  You can set the factory-default values (stored value is equal to default) by clicking Reset to

defaults.

If you are unable to connect to the console from a remote computer or workstation, it may
be due to one of the following problems:

e The LAN cable may be detached

e Network settings are incorrect

e Your network may be down

A CAUTION

Changing CMC network setting may result in a loss of remote connection to the console.
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The BMC Network Settings page allows you to configure or modify network settings for

remote access to the Blade Hardware Console with a web browser.

e Viewing: all users

e Operations: root users

CAUTION

Good knowledge in network administration is required. If new network settings are

incorrect, you may lose the connection to the console. You are advised to note current

seftings before entering new values so that you can restore the connection if needed.

1. Open the Configuration tab and select General Settings, and click BMC Network to

display the BMC Network Settings page.

EGeneral Settings &
Chassis
GG Network
Date-Time
SNMP
Messages
Etksor Management
ESacuity Managemant

EAlert Settings

Sarver Blade Slot Number | select + - [ SbowDeteis |
P Aule-Cenfiguration | Nore v
Preferred Host Name (DHCP onty)
P Address
Subnet Mask [
Gatoway P Address
Primary DNS Sarver I Address |

Secondary DNS Server P Address

Remote Console & HTTPS Port |
HTTP Port [

584 Port
Apply Feselin detats

Figure 5-3. BMC Network Settings page
The following table explains how to complete network setting fields:

Server Blade Slot Number

This drop-down lists all the bullx B500 compute
blades/ bullx B505 accelerator blades.

Show Details: Provides the information of the bullx
B500 compute blade/ bullx B505 accelerator
blades.

IP Auto-Configuration

This drop-down list allows you to enable or disable
network auto-configuration via a DHCP or BOOTP
server:

e None: Auto-configuration is disabled.

e DHCP: Network settings are retrieved from a
DHCP server (Factory-default value).

e BOOTP: Network settings are retrieved from a
BOOTP server.
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Preferred Host Name Accessible only if DHCP is selected.

(DHCP The host name that you want to pass to the DHCP
only) server.
IP Address Accessible only if auto-configuration is disabled.

The static IP address you want to use (Factory-default
value: 192.168.1.217).

Subnet Mask Accessible only if auto-configuration is disabled.

The subnet mask you want to use (Factory-default

valve: 255.255.255.0).

Gateway P Address Accessible only if auto-configuration is disabled.

Your router IP address, if applicable.

Primary DNS Server IP Accessible only if auto-configuration is disabled.

Address Your primary DNS server IP address, if applicable.

Secondary DNS Server IP | Accessible only if auto-configuration is disabled.

Address Your secondary DNS server IP address, if
applicable.

Remote Console and The port number that is used for secure HTTPS

HTTPs Ports connections and for the remote console (Factory-
default: 443).

HTTP Port The port number that is used for standard HTTP
connections (Factory-default: 80).

TELNET Port The Telnet port number (Factory-default: 23).

SSH Port The Secure Shell (SSH) port number (Factory-default:
22).

Table 5-2.  BMC Network Settings page description
2. Complete the above fields to comply with your network requirements and click Apply.

Note  You can set the factory-default values (stored value is equal to default) by clicking Reset to
defaults.

If you are unable to connect to the console from a remote computer or workstation, it may
be due to one of the following problems:

e The LAN cable may be detached
e Network settings are incorrect

e Your network may be down

A CAUTION

Changing BMC network seftings may result in a loss of remote connections to the BMC.
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The Date/Time Settings page allows you to set up the bullx blade system internal clock.
You can either set the clock manually or connect to a Network Time Protocol (NTP) server.

A CAUTION

If you do not use an NTP server, the date and time will not be persistent. In the event of a
power cut, you will have to reset the date and time.

e Viewing: all users

e  Operations: root users

1. Open the Configuration tab and select General Settings > Date-Time to display the
Date/Time Settings page.

EGaneral Setings

Chassis _

CMC Netwark

EIMC Natwork UTC Offset | +-0h >

3’:’;‘;9” D User specibed
B'llullunnpenmm Date |1 A £ 1870 | (middyyyy)
ESacuity Management Local Time |1 33 A | hbcmnsg)
Ealert Senings ) Synchronize with NTP Seratr

Primary Time ssever
Secondary Tim

UTC Offset Allows you to set the difference between local and universal time,

using the drop-down list.

User specified | Allows you to manually set the blade system internal clock. You can
either manually enter the date and use the UTC Offset drop-down
list or manually enter both the date and local time.

Synchronize Allows you to enter the IP addresses of the NTP servers that you
with NTP Server |want to use.

View Defaults | Allows you to display factory-default values (Stored value is equal
to the default).

Figure 5-4. Date/Time Settings page

2. Ifrequired, change the UTC Offset value and select either User Specified or
Synchronize with NTP Server.

3. Complete the appropriate fields and click Apply.

Note NTP Server configuration is obtained automatically. Ensure that the BOOTP/DHCP server
used by this device provides correct time server information
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When enabled, the SNMP agent allows you to:

Retrieve the following data from your SNMP manager:
e  Serial number
e  Firmware version
e MAC address/IP address/Netmask/Gateway IP address
o  Power status
e  Post code

Perform the following actions through your SNMP manager:
e Reset to factory setting
e Power on/off remotely

Report the following event to your SNMP manager:
e User logon
e Access denied
e Reset
e  Power on/off

Viewing: all users
Operations: root users

Open the Configuration tab and select General Settings > SNMP to display the SNMP
Settings page.

[ Genedal Settiigs
Chassis. —
CMC Network
EMC Ptwark [¥] Enable SNMP Agent
Date-Time:
System Lecation |
s
1 Syslen Contact |
Elbser Management
- © Use SHNMPA
‘Secuity Management
& ity 9e DES Encrypbion & OF © Force
Alert Sattings.
Fezad Usemama
Raad Password {min lengtics)
Write Lzemame
White Password [ {min bengthc)
& Use SNMPY
Read Community jpublic {min lengticd)
‘Write Community [community {min lengticd)
waload the SHMP MIB Fils
ﬂ Flasetio detaults
Figure 5-5.  SNMP Settings page

The following table explains how to complete SNMP settings fields:
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Area 1

Enable SNMP Agent: When selected, this option allows the SNMP agent to communicate
with an SNMP manager.

System Location |blade system name.

System Contact |blade system administrator's name or email address.

Area 2

Use SNMPv3: Select this option if required by your SNMP manager.

DES Encryption |Enables or disables the privacy provided by SNMPv3. Using privacy
requires that both the SNMP manager and agent share a secret
encryption key.

Read Username |Name of an SNMP user who has read-only access to the blade system.

Read Password | Read-only user authentication password.

Write Username | Name of an SNMP user who has write access to the blade system.

Write Password | Write user authentication password.

Area 3

Use SNMPv1: Select this option, if required by your SNMP manager.

Read SNMP read-only community name for the blade system (example: public).
Community

Write SNMP write community name for the blade system.
Community

Area 4

Download the SNMP MIB file: This link allows you to save, as a .ixt file, the blade system
MIB file. This file is required by your SNMP manager to interpret trap messages.

Note

Table 5-3.  SNMP Settings page description

2. Ifrequired, download the Management Information Base (MIB) file by clicking
Download the SNMP MIB file button and install on the SNMP manager.

The Bull System Manager Add-on for the bullx blade system supplies the MIB file.

Select Enable SNMP Agent.
4. Complete the System Location and System Contact fields.

Configure the SNMP agent depending on your SNMP manager:

*  If you select Use SNMPv3, complete the corresponding fields accordingly:
To allow data retrieval and event reporting only, complete the Read User
Name and Read Password fields only.
To allow the performance of actions only, complete the Write User Name and
Write Password fields only.
To allow data retrieval, event reporting and the performance of actions,
complete the Reader User Name, Read Password, Write User Name and
Write Password.
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»  Ifyou select Use SNMPv1, complete the corresponding fields accordingly:
To allow data retrieval and event reporting only, complete the Read
Community field only.

To allow the performance of actions only, complete the Write Community
field only.

&mportcnt

It is not mandatory to complete all the fields. To allow actions to be performed
via an SNMP manager, complete the Write Community field.

6. Click Apply.

Note  You can set the factory-default values (stored value is equal to default) by clicking Reset to
defaults.
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5.2.4 Setting up the messaging policy for Board and Security messages

This section describes how to set up the messaging policy for the Board and Security
Messages log, which retrieves non-hardware-related events, such as user authentication,
connection to the remote console, security violation, log deletion, or firmware upgrade.

Note  Hardware-related events are recorded in the System Event Log. You can set up SEL
messaging policies through Alert Settings.

& CAUTION

By default, only the Local Messaging policy is enabled for Board and Security messages.
These messages will be lost if the blade chassis is powered down or if a hard reset is

performed. You are strongly advised to configure and enable one or more external
messaging policies (NFS, SMTP and/or SNMP).

Prerequisites
e Viewing: all users

o Operations: root users

Procedure

1. Open the Configuration tab and select General Settings > Messages to display the
Board, Security & Remote Console Messages Settings page.

B Gensral Setiings
Chassis

CMC Network
EMC Network
Crate-Time:

__..
— |
1

Elhser Management

ESacnity Management

NFS Share

Eplert Setings.

===y
(%]

HFS Meszage File

[ Enabla SMTP Massaging 1

Security =
Austheesication

' 1
I SMTF Server 1
13
1 1
i 1
r 8 o
1
1 ]
I 1
: 4 Cosnrenity | :
: Devminad the SHMP WIB File 1
== -'-l-.-l'-l'-'-------------i
Messages  Local 1
Baand Message 1
1
]

1 n

Figure 5-6. Board, Security & Remote Console Messages Settings page
The following table explains how to complete message settings fields:
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Area 1

Enable Local Messaging

This option is selected by default and allows
message entries to be displayed in the Board &
Security Messages page (Monitoring tab).

Entries per Page

Maximum number of lines displayed in each Board
& Security Message page. Enter a value between 1
and 500.

Area 2

Enable NFS Messaging

This option allows board and security messages to
be written to a file located on a Network File System
(NFS) server.

The size of the NFS message file is not limited: Each
event is appended to the end of the file indefinitely.
Depending on your hard disk space, you may have
to empty or archive the file at regular intervals.

Do not use the same file name to write messages
from more than a system using the same NFS
shared directory.

NFS Server

NFS server hostname or IP address.

NFS Share

Full pathname of the NFS shared directory. Note
that the NFS shared directory is mounted
immediately after you click the Apply button. To
avoid error messages, use a valid NFS share value.

NFS Message File

Name of the file used to save the board and security
messages.

Area 3

Enable SMTP Messaging

This option allows board and security messages to
be sent by email to specified recipients. Emails
contain the same description strings as the local
messages and the mail subject is filled with the
corresponding message group (Board Message,
Security, Remote Console or Authentication).

SMTP Server

SMTP server IP address and port number. The SMTP
server must not require authentication.

Receiver Email Address

Example: administrator@mycompany.com

Sender Email Address

Example: system@mycompany.com

Area 4

Enable SNMP Messaging

This option allows board and security messages to
be sent by SNMP trap.

Destination IP

SNMP manager IP address and port number.

Community (Optional) Example: public.
Download the SNMP MIB  [Link allowing you to save, as a .ixt file, the MIB file.
File This file is required by your SNMP manager to

interpret trap messages.
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Note

This box allows you to select message type and groups.

The columns displayed in this box depend on the messaging policies enabled.

Area 5 |Board Messages

This group consists of the following messages:

Device successfully started

Board Reset performed by user...
Firmware upload failed

No firmware file uploaded
Uploaded firmware file discarded
Firmware validation failed
Firmware file uploaded by user...
Firmware updated by user...

Internal log file cleared by user...

Security This group consists of the Security Violation
message.
Authentication This group consists of the following messages:

Login failed

Login succeed

Table 5-4.  Board, security & Remote console Messages Settings page description

2. Complete the Messaging Policy box.

3. If necessary, modify the Messaging Filter box and click Apply.

You can set the factory-default values (stored value is equal to default) by clicking Reset to

defaults.
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Access to console features and data is based on users and privileges. You can use the User
Management menu to implement a privilege-based user management policy that enables
users o only access the features and data they require.

The blade system is delivered with two predefined groups and one predefined user:

e Admin group with full permissions for full system access and a default super user

e User group with no permissions and no predefined users

You can create and manage users and associated permissions to suit your need:s.
Note  Predefined groups and users cannot be renamed or deleted, but the default super user

password can be changed. Permissions for the default Admin group can not be modified.
However, permissions for the default User group can be modified.

&Importcnt

The blade system is equipped with a hostindependent processor and memory unit, which
are limited in terms of processing instructions and memory space. To guarantee an
acceptable response time, you are advised:

e Not to exceed 25 simultaneous user connections

e Not to exceed 150 user accounts

e Viewing: all users

e  Operations: root users

Note If you have not created the group that the user is to be a member of, the newly created
user will be attached to the predefined users group.
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Open the Configuration tab and select User Management > Users to display the User
Management page.

EGensral Setings
Chassis
CMC Network
EMC Network
Date-Time
SHMP
Mssages

7 User Management

Groups:
Password

ESacurity Management
Ealert Senings

User Accounts
opi
super

Figure 5-7. User Management page

Click Create to open the User Creation box.

Chassis Hardware Console

V General Senings
Chassis
MG Metwork
B Metwark
Date-Time
SHMP
Messages

W User Management

Groups
Paszword

W Security Management
Encryption
SEL Certificate
Access Control
User Logon Palicy
Authentic ation
Pawer Button Lockout
User Lockout

EAlert Settings

@_ogout

User Accounts

|gepi
super

User Mame * Full User Name *
Password * (min length-4) Confirm Password *
Group Membership users (detault seting)
Email Address
Phone Number

O User must change password at next lagon

[#] Account is enabled
[ Create ][ Cancel

* indicate mandatory field

Figure 5-8. User Creation dialog page

Complete the fields as required and click Apply.

The user is created and is displayed in the User Accounts box.
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You can change user account details (user name, full user name, password, email address
and phone number) at any time. You might want to do this, for example, if a resource
name is changed or if a resource changes roles in your organization.

Note  You cannot change the account details of the predefined super user. However, the default
super user password can be changed through the Password Management page, as
detailed in section 5.2.11 Modifying your Password.

e Viewing: all users

o Operations: root users

1. Open the Configuration tab and select User Management > Users to display the User
Management page.

EGensral Setings
Chassis
CMC Network
MG Network
Date-Time Coasis

SNMP
Massages

Groups
Password

ESocuity Management
Ealert Senings

Figure 5-9. User Management page
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Select the user account you want to modify in the User Accounts list box and click
Modify to open the User Account Modification box.

T General Settings
Chassis

Date-Time
SNMP User Accounts.
Meszages
super
T User Management

Groups
Password

ESacuity Management —

EBlert Senings User Name * gopi
Pagsword *
Group Memberehip | wipro
Email Address
Phorse Numbser

[E Account is ensbled

* indicate mandatory field

Full Liser Name * gopi
(rmin length:4) Cenfem Passwond *

[ User must change password at next logon

) [ Gomsi )

This wser is ned locked out and may leg on

Figure 5-10. User Account Modification box
Modify the required fields and click Modify.

User account details have been modified successfully.
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For easy user management, you can display the basic details of any user account at any
time. You may want to see this feature, for example, to check user account details after the
creation or modification of a user account or to check whether a user is locked out or not.

e Viewing: all users

o  Operations: root users

1. Open the Configuration tab and select User Management > Users. The User
Management page appears.

[ System Control | Monitoring ]

EGensral Setings
Chassis
CMC Network
MG Network
Date-Time Coasis
SNMP User Accounts
Messages aopi
7 User Management el
Groups
Password

ESacurity Management
Ealert Senings

Figure 5-11. User Management page

2. In the User Accounts list, select a user to display the Account Details box.

7 General Settings

CME Nptwork r
EMC Netwark —_—
pasiS T

SNMP Usar Accounts
Messages a [ oy |

super —_—J
¥ lser Management

Groups: [_Dewa_ |
Password

ESocuity Management
[ User name: gopi
LT Full user name: gopi
Group membership: wipro
User must changs password at next logon
Account is snsbled

This wser is ret locked out and may log on.

Figure 5-12. Account Details box
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You can delete a user account when no longer needed. The deleted user account is
removed from the associated group.

e Viewing: all users

e Operations: root users

1. Open the Configuration tab and select User Management > Users to display the User
Management page.

[ System Control | Monitoring ]

EGensral Setings
Chi

assis
CMC Network

BMC Network

Date-Time Conale
SNMP User Arcounts

Messages gopi

super
7 User Management "

Groups
Password

ESacurity Management
Ealert Senings

Figure 5-13. User Management page

2. Select a user in the User Account list box and click Delete.

The User Account Deletion box appears.

W General Setings
Chassis
CME Netwark
BMC Network
Diate-Tirmee
SHMP

User Accownts
Messages gop
super
7 User Management P
Groups:
Password

ESacuity Management —

=3
Alert Settings. Ase you Sure you want 1o delebe user account gopi?

Delete: J Cancel

Figure 5-14. Deleting a User Account

3. Click Delete to confirm.

The user is removed from the list and from the associated group.
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At times, you may need to make user accounts unavailable. You may want to use this
feature, for example, when a maintenance intervention is scheduled. When you disable a
user account, that user's account information is maintained but the users can no longer log
on. The user account remains inactive until it is re-enabled.

e Viewing: all users
e Operations: root users

1. Open the Configuration tab and select User Management > Users to display the User
Management page.

[ System Control | Monitoring ]

SNMP User Arcounts
Massages qopi
uper
7 User Management i

Groups
Password

ESacuity Management
Ealert Senings

Figure 5-15. User Management page

2. Select the user account you want to modify in the User Accounts list box and click
Modify to open the User Account Modification box.

Monitoring

Chassis Hardware Console

P General Senings
Chassis
CMC Metwork
BMC Metwork
Date-Time
SNMP er Accounts

Messages

super

W User Management

Groups
Pazsword

ESecurity Management i

Balen Serings User Name * gopi Full User Name * gopi
Password * (min length:4) Confirm Password *
Group Membership | wipro
Email Address
Phong Number
[] User must change password at net logon
[#] Account is enabled
Madity Cancel

* indicate mandatory field

This user is not locked out and may log on.

Figure 5-16. User Account Modification
3. To enable/disable the account, check/uncheck the Account is enabled box.

4. Click Modify to update the modification
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The blade system is delivered with two predefined groups and one predefined user:
e Admin group with full permissions for full system access and one default super user
e User group with no permissions and no predefined users

You can create and manage new groups and associated permissions to suit your needs.

Nmportont

Predefined groups and users cannot be renamed or deleted, but the default super user
password can be changed. Permissions for the Admin group can not be modified.
Permissions for the User group can be modified.

e Viewing: all users

e  Operations: root users

1. Open the Configuration tab and select User Management > Groups to display the
Group Management page.

Mairitenante

Date-Time Groups
SNMP Admin
Messages

Selected Group Membars
usare
W User Management
Users
Password

ESacuity Managemant

Ealert Senings Create |

Figure 5-17. Creating a group

Chapter 5. Configuring the blade chassis 67



2. Click Create to open the Group Creation box.

Chassis Hardware Console Use per System Control Monitaring

P General Settings

Chassis _

CMC Netwaork

BMC MNetwaork

Date-Time Groups Selected Group Members
SHMP Adrmin

Messages users

wipro
¥ User Management
Users
Password

bSecurity Management
PAlert Settings

Mew Group Name ||

Figure 5-18. Group Creation box

3. Enter the group name in the New Group Name field and click Create. The group is
created and appears in the Groups box. You can now proceed to define permissions
and set up users for the group.
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For easy group management, you can display the members of any group at any time. You
may want to use this feature, for example, to check group membership after the creation or
modification of a user account.

e Viewing: all users

¢ Operations: root users

1. Open the Configuration tab and select User Management > Groups fo display the
Group Management page.

Chassis Hardware Console User - super System Control Monitaring

E-General Settings
Chassis

CMWIC Metwark

BMC Metwark

Date-Time Graups Selected Group Members
ShMP super

Messages users

¥ User Management
Users

Password

P>Security Management

Figure 5-19. Group Management page

2. In the Groups list, select a group.
The group members appear in the Selected Group Members box.
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You can delete an empty group when no longer needed.

Nmportont

Predefined groups and users cannot be deleted.

e Viewing: all users

e  Operations: root users

1. Open the Configuration tab and select User Management > Groups to display the
Group Management page.

Chassis Hardware Console L pe System Contral Manitaring

ErGeneral Settings
Chassis
CMC Netwark

BMC Metwark

Date-Time Groups Selected Group Members
SHNMP super

Messages users

¥ User Management
Users

Password

E*Security Management

Figure 5-20. Group Management page
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2. Select the group you want to delete in the Groups list box and click Delete to open the
Group Deletion box.

Note If the selected group contains users, the Delete button is not available.

Pagsword

Sacurity Managamant
Alent Senings

e o $106 YOU ward 1o deoLe group gopT

[Destete ] [ Comest |

Figure 5-21. Deleting a Group

3. Click Delete.
The group is deleted and disappears from the Groups box.
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The features accessible to a user depend on the permissions defined for the group the user

belongs to. This section describes how to specify and update the permissions that apply to
users associated with a group.

e Viewing: all users

o  Operations: root users

1. Open the Configuration tab and select User Management > Groups fo display the
Group Management page.

Chassis Hardware Console Use er System Control Monitoring

P>General Settings
Chassis

CMC Metwork

EMC Metwork

Date-Time Groups Selected Group Members
SNMP super

Messages users

¥ User Management
Users

Passwaord

l>Sel:urit]f Management

Figure 5-22. Group Management page
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Select the group and click Permissions to display the Group Permissions page.

$%is Hardware

B General Settings
Chassis
CMC Metwork
BMC Metwork View / Modify permissions for
gatme-;'lme Group  users
Messages

Web Connection Permission
¥ User Management o I Pérmi s
Usars Change Password : /'

Date Time Setting

Firmware Update :

Password
| BSecurity Management
B> Alent Settings IPHI may use SOL payload :
LDAP Settings :
Language Seftings : ‘es
Maintenance/Board Reset :

Modem Settings :

Network Semings : ez

Power Control 1 “Ves

Power Control Settings :

SHMP Settings : “Ves

SSHTelnet Access 1 Vas
S5L Centificate Management: No |
Security'Log Authentication Settings : Mo
Serial Senings: Mo
Server Status via IPMI: Mo
User'Group Management : Mo

1PN Out-of-Band Connection Permissions

IPMI Privilege Level : | No Access

(o]

Figure 5-23. Group permission page
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A group is a collection of users who have the same permission requirements. Users
automatically inherit the permissions of the group to which they belong. You can change
permissions assigned to users by changing the group they are member of.

Viewing: all users

Operations: root users

Open the Configuration tab and select User Management > Users to display the User
Management page.

EGensral Setings

Chassis

CMC Network
EMC Network
Dute-Time Cron
SNMP User Accounts
Mussages Gopi
super

7 User Management

Groups
Password

ESacurity Management
Ealert Senings

Figure 5-24. User Management page

Select the user account you want to modify in the User Accounts list and click Modify
to open the User Account Modification box.

Select in the Group Membership drop-down list the wanted group, according to the
permissions you want the user to have.

B Goneral Settings
Chassis
CMC Hatwork:
BMC Network
Date-Tima
SHMP User Accourts
Messages Super

'V User Management

Groups
Pazsmued

©Sacurity Managemant
Ealert Settings User Hamio *|usor] Full User Hame *|usar

Password * ymin bengihi4) Confirm Password *

Group Membership [EXTPTRTENTPRTENS -
Emal Address
Pheene Number
User must change password at next logan
] Account is enablod

Modéy || Cancel

* indicate mandatery field

This wser is not locked out and may log on

Figure 5-25. User Account Modification box
Click Modify to update the modification.
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The following procedure explains how to change your current user account password.

Notes

Viewing: all users

Operations: root users

Open the Configuration tab and select User Management > Password to open the

Password Management page.

®.op0ut

[Srsem Corral | Monkrng |

EGeneral Settings
Chassis
CMC Network
EML Netwark Old Password
Dite-Time:
SNMP Hw Password
Massages

Confim New Password

W User Management
Diss i [Aopty |
Groups.

B Sacurity Management
Eflert Senings

Figure 5-26. Password Management page
Complete all three fields.

e Minimum password length: Four characters
e Maximum password length: 32 characters

e The space character is forbidden

Click Apply.

Your new password is now valid and must be used when you log on next.
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5.4

5.4.1
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Configuring security management

The Configuring tab provides access to security management page, which further leads to
other topics below.

Enabling encryption

This feature allows you to secure web connections to the console and to control the
encryption mode of the HTTP protocol, which is activated when using the Remote System
Console.

Prerequisites

e Viewing: all users

e  Operations: root users

Procedure

1. Open the Configuration tab and select Security Management > Encryption fo display
the Encryption Management page.

BMC Network [ Foree HTTPS for Web Access

SHMP
Messages Apply Resetio detaults

Etheer Management

T Security Management

SEL Cenificate
Access Control

Usar Logan Palicy
Authentication
Paower Button Lockeut
User Lockout

E-alen Senings

HTTP Encryption (HTTPS)

Force HTTPS for Web [ The HTTPS protocol requires the use of an URL in one of the
Access following formats:

https://<IP Address>
https://<Hostname>

Figure 5-27. Encryption Management page
2. Select the Force HTTPS for Web Access check box and click Apply.

Note  You can set the factory-default values (stored value is equal to default) by clicking Reset to
defaults.
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You can secure Web connections by configuring the console to use the HTTPS protocol. A
valid SSL certificate is required to use the HTTPS protocol. By default, a temporary
certificate is delivered. For optimum security, you are advised to generate and install your

own certificate.

e Viewing: all users

e Operations: root users

1. Open the Configuration tab and select Security Management > SSL Certificate to
display the SSL Certificate Management page.

EGenaral Setiings
Chassis
CMC Netwark
EMC Network
Date-Time
SHMP
Messages

Etheer Management

7 Security Management
Encryptios

Access Control

Uigar n Palicy
Authentication
Power Button Lockeut
User Lockout

EAlert Senings

Common Name

COrganizational Linit

Organization

Localty/City

StateProvince

Country (150 Codé)

Emal

Challengs Password

Confirm Challangs Password
Ky Larsgth (bits) | 1024 »

Cranie

Common name

Fully Qualified Domain Name. This should be the same as
the network name or a security warning will pop up when
the blade system is accessed using HTTPS.

Organizational unit

Name of the department using the blade system.

Organization

Name of your organization.

Locality/city

Name of your city.

State/province

Name of your state, province, or region.

Country (ISO Code)

ISO Code for your country (example: FR for France).

Email

Administrator's email address.

Challenge Password

Confirm Challenge Password

Minimum password length: four characters.

Key length(bits)

Length of the generated key in bits, generally 1024 bits.

Figure 5-28. SSL Certificate Management page

2. Complete the fields and click Create to generate your CSR.
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Click Download to save the CSR to your computer and send it to the Certification
Authority, which checks your information, generates a signed Certificate and sends it
back to you.

When you receive your signed certificate, use the Certificate Upload box to install the
certificate.

Viewing: all users

Operations: root users

Open the Configuration tab and select Security Management > User Logon Policy to
display the User Logon Policy Management page.

A ogout

(St Conrs | ontang
| A
EGeneral Settings
Chassis
CMC Netwark
EML Netwark [ Enable Liger Single Logen
LA [] Enable User Password Aging
Messages User Password Aging Interval (Days)
T User Management
Users Fiosotio defeutis |
Groups.
Pagsword
T Secwity Management
Encryption
SEL Cortificate
Access Contral
Authestication

Power Button Lockout
User Lockout

Ealent Senings

Figure 5-29. User Logon Policy Management page
Check/Uncheck as required and click Apply.

Enable User Single Logon When this check box is selected, the current user

account is limited to a single session logon: Once
connected, it is not possible to log on to the console
again using the same user account.

Enable User Password Aging When this check box is selected, the user has to

change his/her password at the specified inferval.

User Password Aging Interval(Days) | Password change interval, in days.

Table 5-5.  User Logon Policy Management page description

Note  You can set the factory-default values (stored value is equal to default) by clicking Reset to

defaults.
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By default, the console is configured to use its own Local Authentication mechanism to
authenticate and connect users.

You can either use this mechanism and manually create groups and user accounts or use
your organization's LDAP or RADIUS server fo use existing user accounts.

Nmportont

If you select LDAP authentication management, the LDAP database is used only for
password verification. User permissions and private settings are still stored locally. You
need to create user accounts via the console (User Management page) if you want users
to log on using an LDAP server

The default “super” user account can always be used, whatever the authentication
seftings

e Viewing: all users

o Operations: root users

1. Open the Configuration tab and select Security Management > Authentication to
display the Authentication Management page.

EGaneral Setings
Chassit _
CMC Netwark
BMC Metwark = Local Authentication
Date-Tirre
SNMP LOwP

R LOAP Senver

W User Management -
Usars LDAP Sarver Base DN

Groups Servar T
Passwond LDWP Seevar Type

7 Security Management lagorrname attribute
Encryption

SEL Cenificate
Access Control
User Logan Palicy

User Entry ObjectClass

User Search Sublilter
Active Dinectory Domin
Powes Button Lockeut
User Lockout

EAlent Senings O RADLE

HAuth. Acc.

Server Shated Secret Part Port Timesut  Reties

1. | | |

Apply | [ Resetio defoutts

Figure 5-30. Authentication Management page

2. Depending on your needs, click Local Authentication, LDAP or RADIUS, complete the

appropriate fields and click Apply.
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Local Authentication

Enables the console's local authentication mechanism.

Enables LDAP server authentication.

LDAP Server

LDAP server's hostname or IP address.

LDAP Server Base DN

Starting node to begin the search of user accounts. Example:
dc=users,dc=domain,dc=com

LDAP Server Type

Novell Directory Service if you are using Novell eDirectory.
Microsoft Active Directory.

Generic LDAP Server if you are using any other LDAP directory.
Default: Generic LDAP Server

Logon Name Attribute

User Entry Object
Class

If you have selected Novell Directory Service or Microsoft Active
Directory, leave fields blank to use the directory's default value.
Logon Name Attribute: LDAP attribute used as user name to
connect to the LDAP directory. For example, cn.

User Entry Object Class: Object class that identifies a user in the
directory. For example, organizationalPerson.

User Search Subfilter

Restricts the search to certain user accounts. For example,
(&(objectClass=person)(ou=System Validation))

Active Directory
Domain

(Microsoft Active Directory only): Active Directory domain as it is
configured in your Active Directory server. For example,
users.domain.com.

Enables RADIUS authentication

Server

RADIUS server's hostname or IP address.

Shared Secret

A shared secret is a text string used as a password between the
RADIUS client and the RADIUS server. You can use any standard
alphanumeric and special characters. A shared secret may consist
of up to 128 characters in length and may contain both
lowercase and uppercase letters (A-Z, a-z), numerals (0-9) and
other symbols (all characters not defined as letters or numerals)
such as an exclamation mark (!) or an asterisk (*).

Auth port RADIUS server port number used to listen to authentication
requests (#1812 by default).

Acc-port RADIUS server port number used to listen to accounting requests
(#1813 by default).

Timeout Maximum amount of time in seconds to wait for the completion of
the request. If the requested job is not completed within this
interval of time it is cancelled. Default: 1

Retries Number of refries if a request cannot be completed. Default: 3

More entries

If you are using several RADIUS servers, click this button to add
authentication configurations.

Table 5-6.  Authentication Management page description
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Note

You can set the factory-default values (stored value is equal to default) by clicking Reset to
defaults.

The blade system is equipped with a physical power button, located on the LCP. This
power button can be locked to prevent tampering.

e Viewing: all users

e  Operations: root users

1. Open the Configuration tab and select Security Management > Power Button Lockout
to open the Power Button Lockout Management page.

EGeneral Sottings
Chassis

CMC Natwork
BMC Metwark Lockoun State: Not Active
Date-Tine

Massages [__Actvete Lockowt | [ Desctivete Lackout |

Etheer Management

7 Security Management
Encryption
S5L Cenificate
Access Control
User Logon Paolicy
Authantication

User Lockowt
Ealen Senings

Activate Lockout The power button is locked on the LCP.

Deactivate Lockout | The power button is unlocked on the LCP.

Figure 5-31. Power Button Lockout Management page

2. Click Activate Lockout or Deactivate Lockout, as required.
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The user lockout feature disables a user account when a certain number of failed logons
occur due to wrong passwords.

e Viewing: all users

o  Operations: root users

1. Open the Configuration tab and select Security Management > User Lockout to display
the User Lockout Management page.

Chassts Hardware Console

EGenaral Serings

Chassis

CMC Network

EMC Network User Lackout Threshold Irrvalid Logon Atterrgts (Empty = Unlimited)
Diate-Time:

SNMP User Lockout Duration Miratas [Empty = Unlimited)

Messages

¥ User Management [Apph | [ Resetio defouts |
Users
Groups
Password

W Sacuiny Managemant
Encrygtion
SEL Cenificate
Accass Control
User Logen Palicy
Authertication
Power Button Lockout

Eatert Senings
User Lockout Maximum number of invalid logon attempts before locking the
Threshold user account.
If you leave this field empty, the user account will never be
locked.
User lockout Enter a time in minutes during which the user account is locked.
Duration Once this time is passed, the user account is automatically
unlocked.
If you leave this field empty, a locked user account stays locked
until you unlock it manually.

Figure 5-32. User Lockout Management page
2. Complete the fields and click Apply.

Note  You can set the factory-default values (stored value is equal to default) by clicking Reset to
defaults.
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5.5  Configuring alerts

The alert transmission feature allows you to report selected events as alerts to one or more
SNMP managers and/or email recipients. When you set up alert transmission for the first
time, you need to:

e Configure the event trap server community string and email server IP and sender
addresses

o Configure the event trap server IP address(es) and/or email recipient address(es)
o Configure the alert transmission policy(ies)

e Select the events you want fo report

Note  This section explains how to set up the alert transmission feature to suit standard needs.

5.5.1 Configuring filters

You may use the configurable event filters to create a custom event filter, for example if you
want to define a different severity for the filter or if you want to associate the filter with a
different policy set.

When you set up a configurable event filter, you must disable the corresponding
predefined event filter to ensure that the configurable event filter is applied.

Note  You are advised to consult the official IPMI Specification for information about advanced
alert transmission options.

Prerequisites
e Viewing: all users

o Operations: root users
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Procedure

1. Open the Configuration tab and select Alert Settings > Filters to display the Filter
seftings page.

P General Setings
assis _
CMC Netwark
gmm._.l'.f"':‘"" Index Status  Filtes Typs  Action 2::"’ Severity Generater D 3;;':“‘ :::"’“‘ Trigger a'::‘ Datal Data?  Datad
a’;;‘:‘“ 1 Disabled Contigurable Unspecified) 00| 00 00| 00 0O 00 0000 0000 00 99 00 00|00 00 (Nedify)
2 [Disabled Configurable Unspecified) 00| o0 0o/ 00 0000 0000 0000 00 00 000000 00 [Nodify)
7 User Management 3 Disabled Configurable Unspecified 00 OO oo oo 00 00 00 00 |00 00 00 00 00 00 00 00 [Nodify]
g:’,‘” 4 Disabled Configurable Unspecified 00| o0 0o/ 00| OO 00 00 00 000D 00 00 00|00 00 00 [Hodify)
Password 5 Dissbled Configurable Unspecified| 00| o0 00| 00 0O 00 0000 000D 00 00 00|00 00 00 [Hodify)
V Secuity Management & Disabled Contigusable Unspecified| 00 OO 0D 00| OO 00 00 00 000D 00 00 000000 00 [Hodify)
Encryption 7 Dizabled Configurable Unapecified 00 oo oo 00 00 00 00 00 00 00 00 00 00 00 00 00 (Hodify
E:-S:Ht‘i:cmﬂ::l © Disobled Sontigurable Unspecified) 00| 00 00| 00 0O 00 00 00 0000 00 99 0000 00 00 [NMedify)
Usar Logon Paiicy % Disabled Contigusable Unspecified 00 OO 0D 00| OO 00 0000 000D 00 00 0000 00 00 [Hodify)
Aathertication 10 Disabled Configurable Unspecified 00 o0 oo o0 00 00 00 00 00 00 00 00 00 00 00 00 [Hodify
mmm" Lt 11 Disabled Contigurable Unspecified| 00| 00 00/ 00 0O 00 00 0000 00 00 00 00 |00 00 00 (Nedifvl
12 [Disabled Configurable Unspecified| 00| o0 0o/ 00 00 00 0000 0000 00 09 00 00|00 00 [Nodify)
ozt 13 Disabled Configurable Unspecified| 00| 00] 00 00| 0000 00 0000 00 00 00 00 0000 00 [Nodify)
Policies 14 Disabled Configurable Unspecified 00| o0 0o/ 00 0O 00 00 00 o000 00 00 00|00 00 00 [Hodify)
LAN Dustinaticns 15 Disabled 1 Unapecified 00| OO oo oo 00 00 00 00 |00 00 00 00 00 00 00 00 [Modify]
Gemerl 16 Dissbled Contigusable Unspecified| 00 OO 0D 00| OO 00 00 00 0D/0D 00 00 0000 00 00 [Hodify)

17 Disabled Configurable
16 Disabled Configurable
19 Disabled Configurable
20 Disabled Configueable

Unapecified 00 OO o0 oo 00 00 00 00 00
Unspecified 00 00 [ [ O0 |00 |00 00 00
Unspecified 00 00 a0 [ ©0 |00 |00 00 00
Unspacified 00 00 a0 00 ©0 |00 (00 00 00
Unspecified 00 00 a0 o0 00|00 00 00 00 00 00 00 00 00 00 [Hodify]
Unspecified 00 00 g g 00 |00 00 00 03 00 00 00 00 00 00 [Hodify]

oo
oo
oo
00 00 00 00
()
00
00
o0 L
00 00
Unspecified| 00 00 aa aa 00|00 00 00 |00 00 00 00 00 /00 |00 [Nodify]
00 00
00 00
00
o0
00
00
o0
00
00

00 |00 00 [Hodify]
0000 00 00 00 00 [Hodify]
00 |00 00 00 00 |00 [Modizy]

0000 00 00 /00|00 [Medify]

2

21 Disabled Configurable
22 Disabled Configurable
23 Disabled Configurable
24 Disabled Configurable
25 Disabled Configurable
26 Disabled Configueable
7 Dizabled Configurable
28 Disabled Configurable
29 Disabled Configurable
30 Disabled Configurable
31 Disabled Configurable
32 Disabled Configurable

a8
8 8

Unspecified| 00 Q0 0o 0o 00|00 00 00 /0000 00 00 100 /00 |00 [Modify]
Unspecified| 0O 00 0o 00 00|00 00 00 /0000 0D 00 100 /00 00 [Modiry]
Unspecified| 00 00 00 00 00|00 00 00 |00 00 00 00 100 /00 |00 [Medify]
Unspecified oo 00 00 00 00 00 00 00 00 00 00 00 00 00 [Modify]
Unspecified| 00 00 aa 0a 00|00 00 00 |00 |00 00 00 00 (00 |00 [Hodify]
Unspecified| 0O 00 ] 00 00|00 00 00 0000 00 00 00 /00 |00 [Medify]
Unspecified oo 00 00 00 00 00 00 00 00 00 00 00 00 00 [Modify]
Unspecified| 00 00 aa oa 00|00 00 00 |00 |00 00 00 00 00 |00 [Hodify]
Unspecified| 00 Q0 aa aa 00|00 00 00 |00 |00 00 00 00 (00 |00 [Nodify]

g e s e e s
888 EEE

2

oo olololeloloooloclolcleleeeessleeessoseseesss
2
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Figure 5-33. Filters settings page

2. Select the first free configurable filter in the list and click Modify to open the Filter
Modification box.

Chassis Hardware Console : r :_Svstem Contral il Manitaring

P General Settings

Bryser Management

PSecurity Management Filter No. 1
7 Alert Settings Status Disable D
Filter Type User Configurable
Palicies
LAN Destinations Alert [J
G
eneral Inction Reset [
Power Off [J
Power Cycle [
Alert Policy 0
Event Severity Unszpecified D
Generator 1D 0y 00 0y 00
Sensor Type 0y 00
Sensor No. 0y 00
Event Trigger 0y 00
Data 1 Offset Mask Mask bits 7:0 0x 00 Mask bits 15:9 0x 00
Event Data 1 (AND mask, compare1, compare2) 0y 00 0y 00 0y 00
Event Data 2 (AND mask, compare1, compare2) 0y 00 0y 00 0y 00
Event Data 3 (AND mask. comparel. compare2) |00 M 00 Ny 00

Figure 5-34. Filter modification page

84 bullx blade system Chassis Hardware Console - User's Guide



Filter No. Filter number (read-only field).
Status Two possible values:
e Disable (default value): The filter is not taken into account
when an event occurs.
e Enable: the action specified in the Action field is
executed if an event matches filter parameters.
Filter Type This read-only field displays User Configurable to specify that
you are editing a configurable event filter.
Action Possible values:
e Alert: The event is sent fo the specified destination(s)
e Reset: The bullx blade system is reset.
e Power Off: The bullx blade system is powered off.
e Power Cycle: The bullx blade system is restarted
Alert Policy Default value: 0.

Policies can be grouped into different policy sets, if required.
This is a feature for advanced users.

Only one policy set, Policy Set O, is implemented for the
predefined event filters.

Event Severity

Select the severity value that you want to send when the event
matches the filter parameters.

Generator ID

Sensor Type

Sensor No.

Event Trigger

Data 1 Offset Mask

Event Data 1 (AND mask,
comparel, compare?2)

Event Data 2 (AND mask,
comparel, compare?2)

Event Data 3 (AND mask,
comparel, compare?2)

These bit fields allow you to specify the event that you want
to filter. You are advised to copy the values entered for the
corresponding predefined event filter that you are
customizing.

Table 5-7.  Configurable filter modification page description

3. Complete the required fields and click Apply.

Chapter 5. Configuring the blade chassis 85



Alert policies allow you to define alert messaging strategies.

Note Some of the features described below are reserved for advanced users.

e Viewing: all users

o  Operations: root users

1. Open the Configuration tab and select Alert Settings > Policies to display the Policy
Settings page.

2. Select the first disabled alert policy and click Modify to display the Policy Modification
page.

& oot

Mairitenance

B General Settings

Chassig _
CMC Network
EMC Network Imdex Stanes Palicy Set Palicy Chamnel Mo, Destination Alert Sting
g;‘:;""‘ 1 [pissbled 0 1lvays o [ 0/ [Hodity)
Messages 2 biasbled 0 Alays o o 0/ [Hodity)
3 [bissbled 0 Aluays o o 0/ [Hodify)
7 User Management s
e 4 Disabled 0 ALvays o ] 0 [Modify]
Groups 5 Disabled 0 Always o o 0 [Hodity)
Pasavord 6 [Diaabled 0 Alvays o o 0/ [Mediry]
¥ Security Management 7 bissbled 0 Alvays o a 0 [Medify]
Encryption . ;
: 8 bisabled 0 Alvays [ [ 0 [fiodig
SSL Cartficate agr,
Access Contrel 3 bisabled 0 Always o a o/ fedizy]
User Logon Policy 10 pissbled 0 [Always o 0 0/ ffodity]
Aathertication 1 R
Power Button Lockout 11 bissbled 0 Alvays o o 0 [Modify]
User Lockout 12 [bisabled 0 [Alvays [ [ o/ {fiedify]
@ At Serings 13 pisabled 0 Always o a o/fedizy]
Fitars 14 pisabled 0 Always o 0 0/ {odity)
15 [pisabled 0 Always o o 0/ [Hodity)
LAN Dastinations = =
Gentrdl 16 Dissbled 0 Alwayz o 0 0 [Hodity)
17 biasbled 0/Aluays o o 0 [Hodify)
18 [pisabled 0 Always o [ 0/ [Hodity)
13 Dissbled 0 Always o o 0/ [Hodity)
20 biasbled 0 Always o o 0 [Hodity)

Figure 5-35. Policy Settings page

3. Select the first free disabled alert policy and click Modify to display the Policy
Modification page.

Chassis Hardware Console User : supe System Control Monitaring

D>General Settings

B-User Management
Index Status Policy Set Policy Channel No. |Destination Alert String

3 Dicable 0 Abways 0 0 0
V Alert Settings D Y D

Filters

LAN Destinations
General

E-Security Management

Figure 5-36. Policy Modification page

86 bullx blade system Chassis Hardware Console - User's Guide



Notes

4. Complete the required fields using the following table and click Apply.

Index

Read-only.

Status

Disable (default value): the alert policy is not applied when an event occurs.
Enable: The alert policy is applied when an event occurs, according to the
strategy selected from the Policy drop-down list and the destination number
indicated in the Destination field.

Policy Set

Policies can be grouped into different policy sets, if required. This is a feature
for advanced users. Only one policy set, Policy Set O, is implemented for the
predefined event filters.

Policy

This drop-down list allows you to define an event messaging strategy for the
current policy. This strategy is dependent on the strategies defined for
preceding policies in the policy table belonging to the same policy set.

As per the strategy you want to apply, select one of the following values:
Always: Always sends the alert to this destination.

Skip this destination: If the alert has already been sent to a preceding
destination by a preceding policy, ignore this destination and go to the next
destination in the table.

Stop alerting: if the alert has already been sent to a preceding destination by
a preceding policy, ignore this destination and all subsequent destinations in
the table.

Skip to next different destination type: if the alert has already been sent to @
preceding destination by a preceding policy, ignore this destination and go to
the next destination using a different method (PET alert vs Email alert).

Channel
No.

1 Read-only.

Destinatio
n

Enter the predefined number used to identify the destination to which alert
messages are to be sent.

This number corresponds to the number in the ID column on the LAN
Destination Settings page.

Alert
String

0 Read-only.

Table 5-8.

Policy Modification page description

Event Message Transmission Processing. When an event occurs, filter table entries are
analyzed according fo their index number from 1 through to the last index number.

When several enabled event filters match the event, the filter with the lowest policy set
number is selected to transmit the alert.

When several enabled event filters match the event in the selected policy set, the filter
with the highest severity is selected to transmit the alert.

When several enabled filters match the event in the selected policy set and they all have
the same severity, the filter with the lowest index is selected to transmit the alert.
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To be able to send events as alerts to SNMP managers or email recipients, you need to
configure the corresponding event trap server IP address (es) and/or email recipient
address(es). These addresses are also called LAN destinations.

e Viewing: all users

o  Operations: root users

1. Open the Configuration tab and select Alert Settings > LAN Destinations to display the
LAN Destination Seftings page.

¥ General Settings

Chassis
CMC Network
BMC Network I Type Parameters Timeout Retries
g;‘;;"“‘ 0/SNEF trap IF 0.0.0.0 - - [Modify]
Massages 1/SHEF ceap|TP 0. - [Modiry)
B T 2 |SNEP trap|I - | LHedizyl
ir 3 [SHEP trap |1 - |LMedify]
Groups 4 SNEP trap|I - [Modify]
aened 5 [SHEF trap - [Moairy)
¥ Secumity Management & SNEP teap I - [Modizy)
e o 7/sHHP crap|1 - [[Heaiey)
o o
Access Control BSNEP trapT - [[Modizy]
User Logan Pokcy 9 SNEP trap - [Modify]
Aahentication 1
B Bl 10 | SHEP teap T - [Mcairy]
User Lockout 11 /SHRP teap T - [Meairy)
7 Al Seings 12 SHRP teap T - [Meaisy)
Filtars. 13 SNHP toap I - [Modify]
Polcies 14 SNEP trap I = [Modify]
ot 15 | SHRP teap T - [[Meairy)

Figure 5-37. LAN destination settings page

2. Select the first free LAN destination line (IP 0.0.0.0) and click Modify to display the
Alert Settings: LAN Destination Edit page.

Chassis Hardware Console supe System Contral Monitoring

E-General Settings

Chassis o

CMC Netwark

BMC Metwark Destination Mo, 0

Date-Time Alert T @® @]

SHMP ert Type PET alert © Email Alert

Messages Trap Address |0.0.0.0
Euser Management Ermail Address

P>Security Management Require Acknowledge [
V Alert Settings Timeout |0

Filters Retries |0
Palicies
Apply

General

Figure 5-38. Alert Settings: LAN Destination Edit page
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Destination No.

Read-only.

Predefined number used to identify the destination to which alert
messages are fo be sent.

Alert Type Alert messaging format and method:
e PET alert (Platform Event Trap): Sends a PET alert to the specified
trap address.
e Email alert: generates an email alert to the specified email address.
Trap Address PET alerts only.

SNMP manager IP address.(Example: 192 .x.x.x.)

Email Address

Email alerts only.

Recipient's email address. (Example: john.smith@bull.net)

Require PET alerts only.
Acknowledge Select if you require alert message acknowledgement.
Timeout PET alerts only.

Time in seconds to wait for acknowledgement before retrying.
Retries PET alerts only.

Number of retries to make before aborting.

Table 5-9.  Alert Settings: LAN Destination Edit page description

3. Complete the fields as required and click Apply.

Chapter 5. Configuring the blade chassis 89




5.5.4 Configuring general alert settings
To be able to send events as alerts to SNMP managers and/or email recipients, you need
to supply event trap server and email server details.
Prerequisites
e Viewing: all users

o  Operations: root users

Procedure

1. Open the Configuration tab and select Alert Settings > General to display the General
Settings page.

Mossages

WV User Managemaent
Users
Groups
Password

¥ Secuity Management I
Encryption Apaby
SEL Cortificate L]
Access Control

Usar Lagan Palicy
vNI‘-'.i;‘afsM-’.
Pulicies
LAN Destinaticas.
General settings
Event | Community String If you want to use PET alert messaging, enter the
Trap same Community String value as the one used
by the SNMP trap server.
Default value: public
Email | SMTP Server Name or [P address of the outgoing SMTP email
Alert server used to send the email alert messages.
Email Sender Address Email server's sender address as it will appear
in the header of the email.

Figure 5-39. General Settings page
2. Complete the fields as required and click Apply to update the modifications.
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Chapter 6. Using maintenance features

This chapter explains the routine maintenance operations you can perform from the Chassis
Hardware Console.

6.1 Viewing and saving embedded management board
information

You can display and/or save to XML file embedded management board device and
firmware information. This feature is particularly useful for maintenance and
troubleshooting. For example, checking current firmware version prior to an upgrade or
sending the XML file to the support team.

Prerequisites

e Viewing: all users

e  Operations: root users

Procedure

1. Open the Maintenance tab and select Hardware Information > Management Board to
display the Management Board Information page.

W Hardware Information

Product Nams: OPMA b3

Dreawes Infarmiation
B Fiomware Update Serial Number: na
B Maintenance Operations Device IP Addiess: 10901.9711.39

Device MAC Address: 00045005 2afc
Firmware Version: mBnm
Fismware Build Humber: 6277

Finmwate Description:  Standard Edition
Parsed Topslogy Files:  standard
Hardware Revision: 0220

il | Eil

Figure 6-1.  Management Board Information page

2. To save management board information to an XML file, click Download the
information file.
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6.2

92

Viewing and saving FRU information

FRU (Field Replaceable Unit) information can be viewed online and/or saved to an XML
file and downloaded for offline analysis and archiving. This feature is particularly useful to

support personnel and also allows you to maintain a record of system components after an
upgrade or part replacement.

Prerequisites
e Viewing: all users

e Operations: root users

Procedure

1. Open the Maintenance tab and select Hardware Information > FRU to display the FRU
Information page. As FRU information for all system components must be collected, the
page may take several minutes to load.

| -~
¥ Hardware Information
Managemart Board —
Gt Idenity Card
Fimeware
Drawer Information
¥ Flimware Update FRU Hama Description
CMC System Drawer (module)
7 Maintenance Operatisns
Usit Reset
Identification LED
mle'::ﬂ = FRU Name Desciiption
Server Blade Change Chassis System Chassie
CAMM Change
ESM Change .
ch cE:;ge Module FRU Hame Desciiption Instance
Powar Managemeant B cMB System Board 1
Fon Product Area Format Version 1
Product Manufacturer Hama BULL
Froduct Hame (=0 ]
Preduct Version 1235
Product Serial Number XAN-514-00000
E LCP  Froet Panel Board
E 03B Connecthity Switch 1
@ OPMA System Management Moduls o
B ESM Connectiity Switch 2

Figure 6-2. FRU Information page

2. To save and download the displayed FRU information in XML format, click Get Identity
Card and follow the instructions on the screen.
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6.3  Viewing firmware version information

This feature is particularly useful for maintenance and troubleshooting. For example,
checking current firmware version prior to an upgrade or sending information to the
support team.

Procedure

Open the Maintenance tab and select Hardware Information > Firmware to display the
Firmware Information page.

V Hardware Iifsrmation

Management Board
FRU
[t fon CHC mmm
© Fismware Update l‘_CP ) &
EMaintenance Operations CPLD CME 1.2
IBSW Wersion mformation can be found using MT USE tool
ESW Connect to FastPath on ESW for version info

Figure 6-3. Firmware Version Information page

6.4 Viewing drawer information

Procedure

Open the Maintenance tab and select Hardware Information > Drawer Information to
display the Drawer Information page.

W Hardware Information
Managament Board
FRU

E Server Blade
W Flimware Update i EBlade 3
b i i CPLDVesion: 046
BMC Version: 164
_BMC MAC Address : (800-38.35.528¢
i BMCIP Addiess: 0000

Firemware.

V Makntenance Operations
Unit Reset
Mentificaton LED
Hardware exclusion
Eumrsluw Change

ESh 3'.':"'@.’ _EBlade T

ﬁ-"‘éﬂ'ﬁ,"?‘ i i CPLDVemslen: 0632

Power Maragement _BMCVersion: Bl

Conaected Users _BMC MAC Address : 00 0¢ 00 04:64.05

: BMCIP Addiess: 0.0.00
(=] e g
{_Version:0
E 1B Switch
__Wersion : Version infoernation can be feund using MT USS tool
Euck
Verslon s 1.1
EESM
__Version : Cornect 1o FastPath on ESW for version info

Figure 6-4. Drawer Information page
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e Viewing: all users

e Operations: root users

1. Open the Maintenance tab and select Firmware Update > CMC to display the
Firmware Upload page.

{ardware Console Configueation

W Hardware Infsrmation

Fumwase Browse__|
Management Board
FRU Upload

Firrtteace
Dirawer keformation
W Fiomware Update

>Maintenance Operations.

Figure 6-5. Firmware Upload page

2. Click Browse to get the new version of the firmware file (or type the full file pathname
in the Firmware File field) and click Upload.

The content of the firmware file is copied to the management board RAM and the
following page appears:

Chassis Hardw Configuation

7 Hardware Information
Mansgement Board
FRU Mew wersion
Firmwars.
Diaweor |

Curres:

04,0100 (Budd 9995) / I

0307, 0 (Buald 0008 £ Stand:

[[Updete | [ Discard |

¥ Finmware Update Thas may take some minates. Please do MOT power off the device while the update iz in progress! After a successful update, the device will be reset astomatically

EMaintenance Operations

Figure 6-6. Firmware Upload page_Step2
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Note

3. Check that the new firmware version is correct and click Update to display Firmware
updated successfully page.

Chassis Haedware Console supi Configuration

Firmware updated successfully
The device will be reset in a few seconds.

[

Figure 6-7. Successful firmware update

You are then directed to Logon page in a minute. If not, click link to the login page link.

CAUTION
The upgrade process may take some time and must not be interrupted. No other actions
may be performed during the process.
Once the upgrade is completed, the embedded management board software is
automatically reset and you are redirected to the authentication page.

If the authentication page does not appear automatically, enter the bullx blade system IP
address in your web browser.

4. log on and check that the new firmware version and build number that appear in the
Management Board Information page.

5. To get the serial console, press Esc button immediately after the CMM update is
complete, otherwise you need to manually restart the CMM after successful update and
then press Esc button.

6. Type the following command in serial console to view the serial console.

=> erla

=> setenv serial_debug 1
=> saveenv

=> boot
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6.6  Resetting the management board

Prerequisites
e Viewing: all users

e Operations: root users

Procedure

1. Open the Maintenance tab and select Maintenance Operation > Unit Reset to display
the Management Board Reset page.

¥ Hardware Information
Management Board
FRU
Fimmware

O cMe-OPMa [J MM Eshernet switch ‘

Deawes Information
W Firmware Update
CMC

W Maintenance Operations |V O Local Control Panel [?"]

Identifcation LED
Hardware auchusion

Server Blade Change
CMM Change
ESM Change
IBSW Change

O esw (Resat)

Connacted Usars [0 BMC-Server Blade 4

Management Board Reset page description

Management Module CMC-OPMA

CMC Ethernet switch

Control Panel Local Control Panel
Switches IB-Switch (QSM)
ESM
BMC-Server Blade compute blade/ accelerator blade numbers

Figure 6-8. Management Board Reset page
2. Check/Uncheck the box(es) as required and click Reset.
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2.

Viewing: all users

Operations: root users

Open the Maintenance tab and select Maintenance Operations > Identification LED to
open the Identification LED Management page.

W Hardware Information
Maragement Baard
FRU

Firtmware

Drawer Information
¥ Fismware Update

CMC

¥ Maimenance Operations
Unit Reset

Hardware exclusion

Sarver Blade Change
CMM Change

ESM Change

IBSW Change

LCP Change

Power Managament

Connected Users

O Orawe O Esm
ucM
1 Sarver Blade 4
LED Flash Duration 15 Seconds  +
Swich On Switch OF |

Figure 6-9. Identification LED Management page

From the Identification LED box, check/uncheck required button.
3. Click the Switch On/Switch Off button in order to enable/disable LEDs.

You can set the LED flash duration for 15 Seconds, 60 Seconds, or Permanent by selecting
the LED Flash Duration drop-down. Default is 15 seconds
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The Chassis Hardware Console allows you to exclude compute blades/ accelerator blades
statically. The system must be powered Off to select the components to exclude and the
modification is taken into account at next power On.

e Viewing: all users

e  Operations: root users

1. Open the Maintenance tab and select Maintenance Operations > Hardware Exclusion
to open the Hardware Exclusions management page.

V Hardware Information
Management Board

Firemware.
Dirawer Informaticn

W Flrmware Update
CMC

V Malntenance Operatiens
Unit Reset
Identification LED B
Ll Server Blade 3
Sorver Blade Change
MM Change
ESM Change
IESW Change
LCP Change
Power Management
Conmected Users

[ Server Blade 7

Figure 6-10. Hardware Exclusion Management page

2. Select the check box(es) corresponding to the compute blade/ accelerator blade to

exclude and click Apply.

3. Power on the system to apply the modification.
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6.9  Managing compute blade/accelerator blade
removal/insertion

This feature manages the removal/insertion of compute blades/ accelerator blades from
the Chassis Hardware Console and is required when servicing compute blades/accelerator

blades.

Prerequisites
e Viewing: all users

e Operations: root users

Procedure

1. Open the Maintenance tab and select Maintenance Operations > Server Blade
Change to open the Server blade Management page.

W Hardware Information
Management Bosrd
FRU

Firmimware

Drawer Information
'V Fimware Update

CHC

WV Maimenance Operations
Unit Resst
Idgntification LED
Hardware gxchusion

MM Change

Figure 6-11. Sever Blade Management page
2. Select the Server Blade number from the drop-down.
Click Remove/Insert as required.

4. |f the operation is to remove, blade should be in power off state, otherwise warning

will be displayed. If the blade is in off state then ID LED will start blinking.
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This feature manages the removal/insertion of the CMM from the Chassis Hardware
Console and is required when servicing the CMM.

e Viewing: all users

e  Operations: root users

1. Open the Maintenance tab and select Maintenance Operations > CMM Change to
open the CMM Management page.

V Hardware Informatien
Management Board
FRU

Firmware . -
Drarwe Infoemation Femave | [Insen

7 Firmware Update
CMC

T Maintenance Operatisns
Uit Reset
Idantification LED!
Hurdware exclusion
Servar Blade Change
ESM Change
IBSW Changa
LCP Change

Powar Managemant
Connected Users

Figure 6-12. CMM Management page

2. Click Remove/Insert as required.
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This feature manages the removal/insertion of the ESM from the Chassis Hardware
Console and is required when servicing the ESM.

e Viewing: all users

¢ Operations: root users

1. Open the Maintenance tab and select Maintenance Operations > ESM Change to
open the ESM Management page.

7 Hardware Information
Management Board
FRU

Em:sﬂb-minn Remove | [Inser |

7 Firmware Updats
CMC

7 Maintenance Oporatisns
Uit Reset
Identification LED
Hardware exclusion
Server Blade Change
CMM Change

IBSW Change

LCP Change
Power Managemerd
Connected Users

Figure 6-13. ESM Management page

2. Click Remove/Insert as required.
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6.12 Managing QSM removal/insertion

This feature manages the removal/insertion of the QSM from the Chassis Hardware
Console and is required when servicing the QSM.

Prerequisites
e Viewing: all users

e  Operations: root users

Procedure

1. Open the Maintenance tab and select Maintenance Operations > IBSW Change to
open the IBSW Management page.

V Hardware Infsrmation
Management Board
FRU

Firmware. vy
Drawer Information L)
WV Finmware Update
MC

cl
WV Maimenance Operations
Unit Reset

Hardware exclusion
Server Blade Change
CMM Change

ESM Change

LCP Change
Power Managament
Conmected Users

Figure 6-14. IBSW Management page

2. Click Remove/Insert as required.
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This feature manages the removal/insertion of the LCP from the Chassis Hardware Console
and is required when servicing the LCP.

e Viewing: all users

¢ Operations: root users

1. Open the Maintenance tab and select Maintenance Operations > LCP Change to open
the LCP Management page.

¥ Hardware Informatien
Managemert Board
FRU

Fitmnware —

Drawer Infoemation ((Femove ] (insen ]
¥ Firmware Update

CMC

7 Maintenance Operatisns
Uit Reset
Identification LED
Hardware exclusion
Server Blade Change
CMM Change
ESM Change
IBSW Change

Powar Managemert
Connacted Users

Figure 6-15. LCP Management page

2. Click Remove/Insert as required.
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6.14  Managing Power
The Power Management page is divided into three areas:
e Whole drawer power (all the blades) used to check system power status
e Server blade used to perform routine power on/off sequences

e B switch power used to perform power on/off sequences

Prerequisites
e Viewing: all users

e Operations: root users

Procedure

1. Open the Mainfenance tab and select Maintenance Operations > Power Management
to open the Power Management page.

A I =

WV Hardware Information
Mansgement Board
FRU
Firrmware
Drawar Informaticn

7 Firmwaie Update Diawer poweron mede © Unlocked
Chic Start mode : Unlocked

Eco mode : No

Drawer power status © Light stand-by

W Maintenance Operatismg
LUnit Rasset
Idertification LED [[Poweron | [ Power0f | [ Force PowerOff | [ PowerAwske | [ Power Asiesp
Hardware extlusion
Sarver Blade Change
CMM Change -
gssh\.‘\:cc".?:,?;. [ Power Presence statis Power statiss
LCF Change

Connected Lisers

[J Blade 4 Prasant o

Fefresh Blades Swatus

[[Poweron | [ Powerof Farce Power Ol | [ Power swake | [ Pawer Aslesp | [NMI

Presence stalus . Absent
Power slatus - Unknown
K silent mode : Yes

Figure 6-16. Power Management page
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Drawer power status

Provides the status of drawer power at AC cable plugging.

e Deep stand-by: The Deep stand-by state is the lowest
power consumption waking state for the drawer

o Light stand-by: The Light stand-by state is moderate
consumption working state for the drawer.

e  Unlocked: This state is the functional state of the drawer

Drawer power on mode

Provides the status of drawer power on mode.

o Full power on: This means all the blades and other boards
are powered on when the drawer powering on is
launched

e Unlocked: This means all the blades and other boards are
unlocked (12 V hot swap enabled) when the drawer
powering on is launched

Start mode Provides the status of start mode.

o Deep Stand-by: In this mode, the compute
blade/accelerator blade stays in stand-by off state (i.e.
BMC not running)

o Light Stand-by: In this mode, the compute
blade/accelerator blade state becomes stand-by on {i.e.
the BMC will be running)

e Unlocked Power: In this mode, the compute
blade/accelerator blade state becomes Off (i.e. the BMC
will be running and the 12V power enabled)

Eco mode Provides the status of Eco mode.

e Yes: This forces drawer to silent mode. (The drawer can be
configured to save the energy when the compute
blades/accelerator blades are not used any more. The
drawer passes in an awaken state with very low power
consumption (deep stand-by state) as soon as blades
inactivity will be detected)

e No: This forces drawer to off
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Power

Compute blade/ accelerator blade number.

Presence status

e Present: The corresponding compute blade/accelerator
blade is Present

e Absent: The corresponding compute blade/accelerator
blade is Absent

Power status

e  Off: The corresponding compute blade/ accelerator blade
is powered Off

e On: The corresponding compute blade/ accelerator blade
is powered On

e Unknown: The corresponding compute blade/ accelerator
blade is Absent

Presence status

Provides the presence of Quad Switch Module.
e Absent: The Quad Switch Module is absent
e Present: The Quad Switch Module is present

Power status

Provides the power status of the Quad Switch Module.

e Unknown: The Quad Switch Module is absent

e Stand-by off: The Quad Switch Module is powered Off
e On: The Quad Switch Module is powered On

IB switch silent mode

Provides the status of IB silent mode.
e Yes: The IB switch silent mode is set to silent

e No: The IB switch can be explicitly powered on/off.

Table 6-1. Power Management page description

2. Click the buttons as required.

You can refresh status of compute blade/ accelerator blade by clicking the Refresh Blade

Status butfon.
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You may see if other users are connected to the console before performing configuration
tasks or prior to a maintenance intervention.

Open the Maintenance tab and select Maintenance Operations > Connected Users to
display the Connected Users Information page.

W Hardware Information

Managemant Board

F_HU

Emmfnrm&inn Connectad Usars Connoctod IP Addiass Cusant Activity
7 Firmware Update super 10201 51.18 & min kdle

CMEC super 10,200 51.18 Aciive

W Maintenance Operations
Unit Resot
Identification LED:
Hasdwars exclusion
Servar Blade Change
CMM Change
ESM Change
IBSW Change
LCP Change
Powar Managemant

Figure 6-17. Connected Users Information page

Chapter 6. Using maintenance features 107



108 bullx blade system Chassis Hardware Console - User's Guide



Appendix A.Specifications

Dimensions /Weight

Height

Width

Depth

Weight (maximum)

7U-31.1cm (12.24 in)
48 cm (19 in)

74 cm (29.13 in)

126 kg (278 Ib)

Operating Limits

Dry bulk temperature range
Relative humidity (non-condensing)
Maximum wet bulb temperature
Moisture content

Pressure / Elevation

+10 °C to +30 °C (50 °F to 86 °F)
8% to 90% (Gradient 5% /h)

+16 °C (60.8 °F)

0.019 kg water/kg dry air

Sea level < 2500 m

Non-Operating Limits

Dry bulk temperature range
Relative humidity (non-condensing)
Maximum wet bulb temperature

Moisture content

+5°C to +50°C (+41°F to +122°F)
5 to 95% (Gradient 30 %)

+28°C (+82.4°F)

0.024 kg water/kg dry air

Shipping Limits

Dry bulk temperature range

Relative humidity (non-condensing)

-40 °C to +70 °C (-40 °F to 158 °F)
(Gradient 25° C/h (77° F))
5to 95 % (Gradient 30 %/h)

Power Cables

AC (16A)
PSU connector type

Power cable type

1 per PSU
C19, 250 VAC, 16 A
C19, 16A

Electrical Specifications

Maximum current draw
Power consumption

Thermal dissipation

41.4 A
Typical: 5.5 KW, Maximum: 8.2 KW, Idle: <3 KW
Maximum: 8260 W

Maximum inrush current

Nominal voltage 210-240 VAC
Frequency 50/60Hz

Breaker Protection (Mains Power)
PDU 16A per PSU

210A / per quarter period

Table A.1.  Specifications
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Appendix B. Troubleshooting the blade system

B.1.

This appendix explains how to troubleshoot the blade system.

Predefined alert filters description

A set of predefined alert filters, covering all the hardware events likely to occur during
system operation, are available for the transmission of alerts to an SNMP Trap Manager,
such as Bull System Manager (BSM) or to an email recipient.

Pre-defined filters cannot be modified. They can only be enabled or disabled. On system
delivery, all predefined filters are enabled.

If a pre-defined filter does not suit your needs, you can create a custom filter. In this case,
you must disable the corresponding predefined filter to ensure that your custom filter is
processed.

The following table details the events associated with each predefined filter.

Sensor | Component Source Event/Description Severity Meaning
No.
1 CMM At or below lower critical Critical The CMM temperature
CMM Temperature threshold (going low). is lower than the
(0x01) minimum.
Critical The CMM temperature
At or above upper critical is upper than the
threshold (going high). maximum.
At or below lower critical Return to | The CMM temperature
threshold (going low). OK is now OK.
At or above upper critical Return to | The CMM temperature
threshold (going high). OK is now OK.
2 ESM ESM Temperature | At or below lower critical Critical The ESM temperature is
(0x02) threshold (going low). lower than the
minimum.
At or above upper critical Critical The ESM temperature is
threshold (going high). upper than the
maximum.
At or below lower critical Return to | The ESM temperature is
threshold (going low). OK now OK.
At or above upper critical Returnto | The ESM temperature is
threshold (going high). OK now OK.
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5 LCP LCP Temperature | At or below lower critical Critical The LCP temperature is
(Ox05) threshold (going low). lower than the
minimum.
At or above upper critical Critical The LCP temperature is
threshold (going high). upper than the
maximum.
At or below lower critical Returnto | The LCP temperature is
threshold (going low). OK now OK.
At or above upper critical Return to | The LCP temperature is
threshold (going high). OK now OK.
6 IBSW IBSW Temperature | At or below lower critical Critical The IBSW temperature
(0x06) threshold (going low). is lower than the
minimum.
At or above upper critical Critical The IBSW temperature
threshold (going high). is upper than the
maximum.
At or below lower critical Return to | The IBSW temperature
threshold (going low). OK is now OK.
At or above upper critical Return to | The IBSW temperature
threshold (going high). OK is now OK.
7 FAN 1A |FAN 1A Speed At or below lower non-critical | Critical Fan speed is lesser than
(0x07) threshold (going low). expected.
At or below lower critical Critical Fan speed is lesser than
threshold (going low). expected.
At or below lower non-critical |Returnto  |Fan speed is returning
threshold (going low). OK to normal.
At or below lower critical Return to  |Fan speed is returning
threshold (going low). OK to normal.
8 FAN 1B FAN 1B At or below lower non-critical | Critical Fan speed is lesser than
Speed(0x08) threshold (going low). expected.
At or below lower critical Critical Fan speed is lesser than
threshold (going low). expected.
At or below lower non-critical |Returnto  |Fan speed is returning
threshold (going low). OK to normal.
At or below lower critical Return to  |Fan speed is returning
threshold (going low). OK to normal.
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9 FAN 2A  |FAN 2A Speed At or below lower non-critical | Critical Fan speed is lesser than
(0x09) threshold (going low). expected.
At or below lower critical Critical Fan speed is lesser than
threshold (going low). expected.
At or below lower non-critical |Returnto  |Fan speed is returning
threshold (going low). OK to normal.
At or below lower critical Return to  |Fan speed is returning
threshold (going low). OK to normal.
10 FAN 2B FAN 2B Speed At or below lower non-critical | Critical Fan speed is lesser than
(OxO0A) threshold (going low). expected.
At or below lower critical Critical Fan speed is lesser than
threshold (going low). expected.
At or below lower non-critical |Returnto  |Fan speed is returning
threshold (going low). OK to normal.
At or below lower critical Return to  |Fan speed is returning
threshold (going low). OK to normal.
11 Blade 1 Blade1 Device removed/Device Information |Blade is not present.
Presence(0OxOB) absent.
Device inserted/Device Information |Blade is present.
present.
12 Blade 2 Blade2 Device removed/Device Information |Blade is not present.
Presence(0x0C) absent.
Device inserted/Device Information |Blade is present.
present.
13 Blade 3 Blade3 Device removed/Device Information |Blade is not present.
Presence(0Ox0OD) absent.
Device inserted/Device Information |Blade is present.
present.
14 Blade 4 Blade4 Device removed/Device Information |Blade is not present.
Presence(OxOE) absent.
Device inserted/Device Information |Blade is present.
present.
15 Blade 5 Blade5 Device removed/Device Information |Blade is not present.
Presence(OxOF) absent.
Device inserted/Device Information |Blade is present.

present.
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16 Blade 6 Blade6 Device removed/Device Information |Blade is not present.
Presence(0x10) absent.
Device inserted/Device Information |Blade is present.
present.
17 Blade 7 Blade7 Device removed/Device Information |Blade is not present.
Presence(Ox11) absent.
Device inserted/Device Information |Blade is present.
present.
18 Blade 8 Blade8 Device removed/Device Information |Blade is not present.
Presence(0x12) absent.
Device inserted/Device Information |Blade is present.
present.
19 Blade 9 Blade9 Device removed/Device Information |Blade is not present.
Presence(0x13) absent.
Device inserted/Device Information |Blade is present.
present.
20 Blade 10  |Blade10 Device removed/Device Information |Blade is not present.
Presence(Ox14) absent.
Device inserted/Device Information |Blade is present.
present.
21 Blade 11  |Bladel1 Device removed/Device Information |Blade is not present.
Presence(0x15) absent.
Device inserted/Device Information |Blade is present.
present.
22 Blade 12 |Blade12 Device removed/Device Information |Blade is not present.
Presence(0x16) absent.
Device inserted/Device Information |Blade is present.
present.
23 Blade 13  [Blade13 Device removed/Device Information |Blade is not present.
Presence(0x17) absent.
Device inserted/Device Information |Blade is present.
present
24 Blade 14 |Blade14 Device removed/Device Information |Blade is not present.
Presence(Ox18) absent.
Device inserted/Device Information |Blade is present.
present.
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25 Blade 15 |Bladel5 Device removed/Device Information |Blade is not present.
Presence(0x19) absent.
Device inserted/Device Information |Blade is present.
present.
26 Blade 16  |Blade16 Device removed/Device Information |Blade is not present.
Presence(Ox1A) absent.
Device inserted/Device Information |Blade is present.
present.
27 Blade 17 |Bladel17 Device removed/Device Information |Blade is not present.
Presence(Ox1B) absent.
Device inserted/Device Information |Blade is present.
present.
28 Blade 18  |Blade18 Device removed/Device Information |Blade is not present.
Presence(0x1C) absent.
Device inserted/Device Information |Blade is present.
present.
29 IBSW IBSW Presence Device removed/Device Information [IBSW is not present.
(Ox1D) absent.
Device inserted/Device Information |IBSW is present.
present.
30 UCM UCM Presence Device removed/Device Information |UCM is not present.
(Ox1E) absent.
Device inserted/Device Information |UCM is present.
present.
31 PSU-X e PSU- Device removed/Device Information |PSU-X is not present.
Presence(Ox1F) |absent.
e PSU2 o . . :
Device inserted/Device Information |PSU-X is present.
Presence(0x20)
present.
e PSU3
Presence(0x21)
e PSU4
Presence(0x22)
35 Blade1 Blade 1 3v3 State Deassertion. Information | The 3.3V power is not
PG(0x23) present.
State Assertion. Information |The 3.3V power is

present.
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36 Blade2 Blade 2 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x24) present.
State Assertion. Information |The 3.3V power is
present.
37 Blade 3 Blade 3 3v3 State Deassertion. Information | The 3.3V power is not
PG(0x25) present.
State Assertion. Information [The 3.3V power is
present.
38 Blade 4 Blade 4 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x26) present.
State Assertion. Information |The 3.3V power is
present.
39 Blade 5 Blade 5 3v3 State Deassertion. Information | The 3.3V power is not
PG(0x27) present.
State Assertion. Information [The 3.3V power is
present.
40 Blade 6 Blade 6 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x28) present.
State Assertion. Information |The 3.3V power is
present.
41 Blade 7 Blade 7 3v3 State Deassertion. Information | The 3.3V power is not
PG(0x29) present.
State Assertion. Information [The 3.3V power is
present.
42 Blade 8 Blade 8 3v3 State Deassertion. Information |The 3.3V power is not
PG(Ox2A) present.
State Assertion. Information |The 3.3V power is
present.
43 Blade 9 Blade 9 3v3 State Deassertion. Information | The 3.3V power is not
PG(0x2B) present.
State Assertion. Information |The 3.3V power is
present.
44 Blade 10  [Blade 10 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x2C) present.
State Assertion. Information |The 3.3V power is
present.
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45 Blade 11 |Blade 11 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x2D) present.
State Assertion. Information | The 3.3V power is
present.
46 Blade 12 |Blade 12 3v3 State Deassertion. Information | The 3.3V power is not
PG(Ox2E) present.
State Assertion. Information |The 3.3V power is
present.
47 Blade13  |Blade 13 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x2F) present.
State Assertion. Information | The 3.3V power is
present.
48 Blade 14  |Blade 14 3v3 State Deassertion. Information | The 3.3V power is not
PG(0x30) present.
State Assertion. Information |The 3.3V power is
present.
49 Blade 15 |Blade 15 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x31) present.
State Assertion. Information | The 3.3V power is
present.
50 Blade 16  |Blade 16 3v3 State Deassertion. Information | The 3.3V power is not
PG(0x32) present.
State Assertion. Information |The 3.3V power is
present.
51 Blade17  |Blade 17 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x33) present.
State Assertion. Information | The 3.3V power is
present.
52 Blade18  |Blade 18 3v3 State Deassertion. Information |The 3.3V power is not
PG(0x34) present.
State Assertion. Information |The 3.3V power is
present.
53 Blade 1 Blade 1 SYSPG State Deassertion. Information |The 12V power is not
(0x35) present.
State Assertion. Information | The 12V power is
present.
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54 Blade 2 Blade 2 SYSPG State Deassertion. Information | The 12V power is not
(0x3¢) present.
State Assertion. Information |The 12V power is
present.
55 Blade 3 Blade 3 SYSPG State Deassertion. Information |The 12V power is not
(0x37) present.
State Assertion. Information |The 12V power is
present.
56 Blade 4 Blade 4 SYSPG State Deassertion. Information | The 12V power is not
(0x38) present.
State Assertion. Information |The 12V power is
present.
57 Blade 5 Blade 5 SYSPG State Deassertion. Information |The 12V power is not
(0x39) present.
State Assertion. Information |The 12V power is
present.
58 Blade 6 Blade 6 SYSPG State Deassertion. Information | The 12V power is not
(Ox3A) present.
State Assertion. Information |The 12V power is
present.
59 Blade 7 Blade 7 SYSPG State Deassertion. Information |The 12V power is not
(Ox3B) present.
State Assertion. Information |The 12V power is
present.
60 Blade 8 Blade 8 SYSPG State Deassertion. Information | The 12V power is not
(0x3C) present.
State Assertion. Information |The 12V power is
present.
61 Blade 9 Blade 9 SYSPG State Deassertion. Information |The 12V power is not
(Ox3D) present.
State Assertion. Information |The 12V power is
present.
62 Blade 10  |Blade 10 SYSPG | State Deassertion. Information | The 12V power is not
(Ox3E) present.
State Assertion. Information |The 12V power is
present.
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63 Blade 11 |Blade 11 SYSPG | State Deassertion. Information |The 12V power is not
(Ox3F) present.
State Assertion. Information | The 12V power is
present.
64 Blade 12 |Blade 12 SYSPG | State Deassertion. Information |The 12V power is not
(0x40) present.
State Assertion. Information |The 12V power is
present.
65 Blade 13  |Blade 13 SYSPG | State Deassertion. Information |The 12V power is not
(0x41) present.
State Assertion. Information | The 12V power is
present.
66 Blade 14  |Blade 14 SYSPG | State Deassertion. Information |The 12V power is not
(Ox42) present.
State Assertion. Information |The 12V power is
present.
67 Blade 15 |Blade 15 SYSPG | State Deassertion. Information |The 12V power is not
(0x43) present.
State Assertion. Information | The 12V power is
present.
68 Blade 16 |Blade 16 SYSPG | State Deassertion. Information |The 12V power is not
(Ox44) present.
State Assertion. Information |The 12V power is
present.
69 Blade 17  |Blade 17 SYSPG | State Deassertion. Information |The 12V power is not
(0x45) present.
State Assertion. Information | The 12V power is
present.
70 Blade 18 |Blade 18 SYSPG  |State Deassertion. Information | The 12V power is not
(Ox46) present.
State Assertion. Information |The 12V power is

present.
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71 PSU-X PSU-1 Input At or below lower non-critical | Critical PSU-X input voltage
Volt(0x47) threshold (going low). lesser than expected.
\P/Sﬁ:g |Zguf At or below lower critical Critical PSU input voltage lesser
olt{0x48) threshold (going low). than expected.
PSU-3 Input
Volt(0x49) At or above upper critical Critical PSU input voltage
PSU-4 Input threshold (going high). greater than expected.
Volt{Ox4A) At or above upper non-critical | Critical PSU input voltage
threshold (going high). greater than expected.
At or below lower non-critical |Returnto  [PSU input voltage
threshold (going low). OK returning fo normal.
At or below lower critical Return to | PSU input voltage
threshold (going low). OK returning to normal.
At or above upper critical Returnto | PSU input voltage
threshold (going high). OK returning to normal.
At or above upper non-critical |Returnto  |PSU input voltage
threshold (going high). OK returning fo normal.
75 PSU-X PSU-1 Input None (Info only; no Information | None.
Power monitoring)
Consumption
(Ox4B)
PSU-2 Input
Power
Consumption
(0x4C)
PSU-3 Input
Power
Consumption
(Ox4D)
PSU-4 Input
Power
Consumption
(Ox4E)
Table B-1.  Predefined alert filter numbers and description
Notes  3v3 PG (Power Good) means the 3.3V power is running in the compute blade/ accelerator
blade
SYSPG (SYStem Power Good) means the 12V power is running in the compute blade/
accelerator blade
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B.2.  SEL messages description

This section contains additional information about messages that appear in the System

Event Log.

Local Control Panel SEL messages

LCP Temperature (0x05)

Description The LCP temperature is lower than the minimum.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Check environmental conditions, fan blades, AC...
Comments This log corresponds to sensor number 5.

For more information on filters, see Configuring filters.

LCP Temperature (0x05)

Description The LCP temperature is now OK.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 5.

For more information on filters, see Configuring filters.

LCP Temperature (0x05)

Description The LCP temperature is upper than the maximum.

At or above upper critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Check environmental conditions, fan blades, AC efc...
Comments This log corresponds to sensor number 5.

For more information on filters, see Configuring filters.
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LCP Temperature (0x05)

Description The LCP temperature is now OK.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 5.
For more information on filters, see Configuring filters.

Chassis Management Module SEL messages

CMM Temperature (0x01)

Description The CMM temperature is lower than the minimum.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Check environmental conditions, fan blades, AC...
Comments This log corresponds to sensor number 1.

For more information on filters, see Configuring filters.

CMM Temperature (0x01)

Description The CMM temperature is now OK.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 1.
For more information on filters, see Configuring filters.
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CMM Temperature (0x01)

Description

The CMM temperature is upper than the maximum.

At or above upper critical threshold (going high).

Severity Critical.

Direction Assertion

Action Check environmental conditions, fan blades, AC...
Comments This log corresponds to sensor number 1.

For more information on filters, see Configuring filters.

CMM Temperature (0x01)

Description

The CMM temperature is now OK.
At or above upper critical threshold (going high).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 1.

For more information on filters, see Configuring filters.

ESM Temperature (0x02)

Ethernet Switch Module SEL messages

Description

The ESM temperature is lower than the minimum.

At or below lower critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Check environmental conditions, fan blades, AC...
Comments This log corresponds to sensor number 2.

For more information on filters, see Configuring filters.
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ESM Temperature (0x02)

Description The ESM temperature is now OK.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 2.

For more information on filters, see Configuring filters.

ESM Temperature (0x02)

Description The ESM temperature is upper than the maximum.
At or above upper critical threshold (going high).

Severity Critical.

Direction Assertion

Action Check environmental conditions, fan blades, AC...

Comments This log corresponds to sensor number 2.

For more information on filters, see Configuring filters.

ESM Temperature (0x02)

Description The ESM temperature is now OK.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 2.

For more information on filters, see Configuring filters.

IBSW Temperature (0x06)

Quad Switch Module SEL messages

Description The IBSW temperature is lower than the minimum.
At or below lower critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Check environmental conditions, fan blades, AC...

Comments This log corresponds to sensor number 6.

For more information on filters, see Configuring filters.
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Description The IBSW temperature is now OK.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 6.

For more information on filters, see Configuring filters.
Description The IBSW temperature is upper than the maximum.

At or above upper critical threshold (going high).
Severity Critical.
Direction Assertion
Action Check environmental conditions, fan blades, AC...
Comments This log corresponds to sensor number 6.

For more information on filters, see Configuring filters.
Description The IBSW temperature is now OK.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 6.

For more information on filters, see Configuring filters.
Description The IBSW is not present.

Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert IBSW.
Comments This log corresponds to sensor number 29.

For more information on filters, see Configuring filters.
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IBSW Presence (0x1D)

Description The IBSW is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 29.
For more information on filters, see Configuring filters.

Ultra Capacitor Module SEL messages

126

UCM_VCAP_1_SENS (0xDO)

Description UCM Capacitor 1 voltage is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 208.

For more information on filters, see Configuring filters.

UCM_VCAP_1_SENS (0xDO)

Description UCM Capacitor 1 voltage returning to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 208.

For more information on filters, see Configuring filters.

UCM_VCAP_1_SENS (0xDO)

Description UCM Capacitor 1 voltage lesser than expected.
At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 208.

For more information on filters, see Configuring filters.
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Description UCM Capacitor 1 voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 208.

For more information on filters, see Configuring filters.
Description UCM Capacitor 1 voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 208.

For more information on filters, see Configuring filters.
Description UCM Capacitor 1 voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 208.

For more information on filters, see Configuring filters.
Description UCM Capacitor 1 voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 208.

For more information on filters, see Configuring filters.
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UCM_VCAP_1_SENS (0xDO)

Description UCM Capacitor 1 voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 208.
For more information on filters, see Configuring filters.

UCM_VCAP_2_SENS (0xD1

)

Description UCM Capacitor 2 voltage is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.

UCM_VCAP_2_SENS (0xD1

)

Description UCM Capacitor 2 voltage returning to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.

UCM_VCAP_2_SENS (0xD1

)

Description UCM Capacitor 2 voltage lesser than expected.
At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.
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Description UCM Capacitor 2 voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.
Description UCM Capacitor 2 voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.
Description UCM Capacitor 2 voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.
Description UCM Capacitor 2 voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.
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UCM_VCAP_2_SENS (0xD1)

Description UCM Capacitor 2 voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 209.

For more information on filters, see Configuring filters.

UCM_21V1_SENS (0xD2)

Description UCM 21 voltage is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.

UCM_21V1_SENS (0xD2)

Description UCM 21 voltage returning to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.

UCM_21V1_SENS (0xD2)

Description UCM 21 voltage lesser than expected.
At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.
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Description UCM 21 voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.
Description UCM 21 voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.
Description UCM 21 voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.
Description UCM 21 voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.
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UCM_21V1_SENS (0xD2)

Description UCM 21 voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 210.

For more information on filters, see Configuring filters.

UCM_21V2_SENS (0xD3)

Description UCM 21 voltage is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.

UCM_21V2_SENS (0xD3)

Description UCM 21 voltage returning to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.

UCM_21V2_SENS (0xD3)

Description UCM 21 voltage lesser than expected.
At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.
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Description UCM 21 voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.
Description UCM 21 voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.
Description UCM 21 voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.
Description UCM 21 voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.
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UCM_21V2_SENS (0xD3)

Description UCM 21 voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 211.

For more information on filters, see Configuring filters.

UCM_12V_SENS (0xD4)

Description UCM 12 voltage is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.

UCM_12V_SENS (0xD4)

Description UCM 12 voltage returning to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.

UCM_12V_SENS (0xD4)

Description UCM 12 voltage lesser than expected.
At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.
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Description UCM 12 voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.
Description UCM 12 voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.
escription UCM 12 voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.
Description UCM 12 voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.
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UCM_12V_SENS (0xD4)

Description UCM 12 voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 212.

For more information on filters, see Configuring filters.

UCM_VREF_SENS (0xD5)

Description UCM Vref voltage is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.

UCM_VREF_SENS (0xD5)

Description UCM Vref voltage returning to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.

UCM_VREF_SENS (0xD5)

Description UCM Vref voltage lesser than expected.
At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.
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Description UCM Vref voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.
Description UCM Vref voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.
Description UCM Vref voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.
Description UCM Vref voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.
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UCM_VREF_SENS (0xD5)

Description

UCM Vref voltage returning to normal.

At or above upper non-critical threshold (going high).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 213.

For more information on filters, see Configuring filters.

UCM_S1_C2_SENS (0xDé)

Description

UCM Stack 1 Capacitor 2 voltage is lesser than expected.

At or below lower non-critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 214.

For more information on filters, see Configuring filters.

UCM_S1_C2_SENS (0xDé)

Description

UCM Stack 1 Capacitor 2 voltage returning to normal.

At or below lower non-critical threshold (going low).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 214.

For more information on filters, see Configuring filters.

UCM_S1_C2_SENS (0xDé)

Description

UCM Stack 1 Capacitor 2 voltage lesser than expected.

At or below lower critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 214.

For more information on filters, see Configuring filters.
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Description UCM Stack 1 Capacitor 2 voltage returning to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 214.
For more information on filters, see Configuring filters.
Description UCM Stack 1 Capacitor 2 voltage greater than expected.
At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 214.
For more information on filters, see Configuring filters.
Description UCM Stack 1 Capacitor 2 voltage returning to normal.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 214.
For more information on filters, see Configuring filters.
Description UCM Stack 1 Capacitor 2 voltage greater than expected.
At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 214.

For more information on filters, see Configuring filters.
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UCM_S1_C2_SENS (0xDé)

Description

UCM Stack 1 Capacitor 2 voltage returning to normal.
At or above upper non-critical threshold (going high).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 214.

For more information on filters, see Configuring filters.

UCM_S1_C4_SENS (0xD7)

Description

UCM Stack 1 Capacitor 4 voltage is lesser than expected.

At or below lower non-critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 215.

For more information on filters, see Configuring filters.

UCM_S1_C4_SENS (0xD7)

Description

UCM Stack 1 Capacitor 4 voltage returning to normal.

At or below lower non-critical threshold (going low).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 215

For more information on filters, see Configuring filters.

UCM_S1_C4_SENS (0xD7)

Description

UCM Stack 1 Capacitor 4 voltage lesser than expected.

At or below lower critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 215.

For more information on filters, see Configuring filters.
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Description UCM Stack 1 Capacitor 4 voltage returning to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 215.
For more information on filters, see Configuring filters.
Description UCM Stack 1 Capacitor 4 voltage greater than expected.
At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 215.
For more information on filters, see Configuring filters.
Description UCM Stack 1 Capacitor 4 voltage returning to normal.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 215.
For more information on filters, see Configuring filters.
Description UCM Stack 1 Capacitor 4 voltage greater than expected.
At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 215.

For more information on filters, see Configuring filters.
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UCM_S1_C4_SENS (0xD7)

Description

UCM Stack 1 Capacitor 4 voltage returning to normal.
At or above upper non-critical threshold (going high).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 215.

For more information on filters, see Configuring filters.

UCM_S2_C2_SENS (0xD8)

Description

UCM Stack 2 Capacitor 2 voltage is lesser than expected.

At or below lower non-critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 216.

For more information on filters, see Configuring filters.

UCM_S2_C2_SENS (0xD8)

Description

UCM Stack 2 Capacitor 2 voltage returning to normal.

At or below lower non-critical threshold (going low).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 216.

For more information on filters, see Configuring filters.

UCM_S2_C2_SENS (0xD8)

Description

UCM Stack 2 Capacitor 2 voltage lesser than expected.

At or below lower critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 216.

For more information on filters, see Configuring filters.
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Description UCM Stack 2 Capacitor 2 voltage returning to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 216.
For more information on filters, see Configuring filters.
Description UCM Stack 2 Capacitor 2 voltage greater than expected.
At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 216.
For more information on filters, see Configuring filters.
Description UCM Stack 2 Capacitor 2 voltage returning to normal.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 216.
For more information on filters, see Configuring filters.
Description UCM Stack 2 Capacitor 2 voltage greater than expected.
At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 216.

For more information on filters, see Configuring filters.
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UCM_S2 _C2_SENS (0xD8)

Description

UCM Stack 2 Capacitor 2 voltage returning to normal.
At or above upper non-critical threshold (going high).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 216.

For more information on filters, see Configuring filters.

UCM_S2_C4_SENS (0xD9)

Description

UCM Stack 2 Capacitor 4 voltage is lesser than expected.

At or below lower non-critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 217.

For more information on filters, see Configuring filters.

UCM_S2_C4_SENS (0xD9)

Description

UCM Stack 2 Capacitor 4 voltage returning to normal.

At or below lower non-critical threshold (going low).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 217.

For more information on filters, see Configuring filters.

UCM_S2_C4_SENS (0xD9)

Description

UCM Stack 2 Capacitor 4 voltage lesser than expected.

At or below lower critical threshold (going low).

Severity Critical.

Direction Assertion.

Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 217.

For more information on filters, see Configuring filters.
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Description UCM Stack 2 Capacitor 4 voltage returning to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 217.
For more information on filters, see Configuring filters.
Description UCM Stack 2 Capacitor 4 voltage greater than expected.
At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 217.
For more information on filters, see Configuring filters.
Description UCM Stack 2 Capacitor 4 voltage returning to normal.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 217.
For more information on filters, see Configuring filters.
Description UCM Stack 2 Capacitor 4 voltage greater than expected.
At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the UCM. If the problem persists replace the UCM.
Comments This log corresponds to sensor number 217.

For more information on filters, see Configuring filters.
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UCM_S2_C4_SENS (0xD9)

Description UCM Stack 2 Capacitor 4 voltage returning to normal.
At or above upper non-critical threshold (going high).

Severity Return to OK.

Direction Deassertion.

Action None.

Comments This log corresponds to sensor number 217.

For more information on filters, see Configuring filters.

UCM Presence (Ox1E)

Description The UCM is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert UCM.
Comments This log corresponds to sensor number 30.

For more information on filters, see Configuring filters.

UCM Presence (0x1E)

Description The UCM is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 30.

For more information on filters, see Configuring filters.

PSU-1 Presence (0x1F)

Power Supply Unit module SEL messages

Description The PSU-1 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert this PSU
Comments This log corresponds to sensor number 31.

For more information on filters, see Configuring filters.

bullx blade system Chassis Hardware Console - User's Guide




Description The PSU-1 is present.

Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 31.

For more information on filters, see Configuring filters.
Description PSU input voltage lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage returning to normal.

At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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PSU-1 Input Volt (0x47)

Description PSU input voltage returning to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None
Comments This log corresponds to sensor number 71.
For more information on filters, see Configuring filters.
PSU-1 Input Volt (0x47)
Description PSU input voltage greater than expected.
At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.
For more information on filters, see Configuring filters.
PSU-1 Input Volt (0x47)
Description PSU input voltage returning to normal.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.
For more information on filters, see Configuring filters.
PSU-1 Input Volt (0x47)
Description PSU input voltage greater than expected.
At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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PS

PS

U-1 Input Volt (0x47)
Description PSU input voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.

U-1 Input Power Consum

ption (0x4B)

PS

PS

Description None (Info only; no monitoring).

Severity Information.

Direction None.

Action None.

Comments This log corresponds to sensor number 75.

For more information on filters, see Configuring filters.

U-2 Presence (0x20)
Description The PSU-2 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert this PSU.
Comments This log corresponds to sensor number 31.
For more information on filters, see Configuring filters.

U-2 Presence (0x20)
Description The PSU-2 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 31.

For more information on filters, see Configuring filters.
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PSU-2 Input Volt (0x48)

(2]

(2]

(72]

Description PSU input voltage lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
U-2 Input Volt (0x48)
Description PSU input voltage returning to normal.

At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
U-2 Input Volt (0x48)
Description PSU input voltage lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
U-2 Input Volt (0x48)
Description PSU input voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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Description PSU input voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage returning to normal.

At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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PSU-2 Input Power Consumption (0x4C)

PS

Description None (Info only; no monitoring).

Severity Information.

Direction None.

Action None.

Comments This log corresponds to sensor number 75.

For more information on filters, see Configuring filters.

U-3 Presence (0x21)

Description The PSU-3 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert this PSU.
Comments This log corresponds to sensor number 31.

For more information on filters, see Configuring filters.

PSU-3 Presence (0x21)

P

(2]

Description The PSU-3 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 31.
For more information on filters, see Configuring filters.
U-3 Input Volt (0x49)
Description PSU input voltage lesser than expected.
At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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Description PSU input voltage returning to normal.

At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
Description PSU input voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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PSU-3 Input Volt (0x49)

(2]

(2]

(72]

Description PSU input voltage returning to normal.
At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.
For more information on filters, see Configuring filters.
U-3 Input Volt (0x49)
Description PSU input voltage greater than expected.
At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.
For more information on filters, see Configuring filters.
U-3 Input Volt (0x49)
Description PSU input voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.
For more information on filters, see Configuring filters.
U-3 Input Power Consumption (0x4D)
Description None (Info only; no monitoring).
Severity Information.
Direction None.
Action None.
Comments This log corresponds to sensor number 75.

For more information on filters, see Configuring filters.
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Description The PSU-4 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert this PSU.
Comments This log corresponds to sensor number 31.
For more information on filters, see Configuring filters.
Description The PSU-4 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 31.
For more information on filters, see Configuring filters.
Description PSU input voltage lesser than expected.
At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.
For more information on filters, see Configuring filters.
Description PSU input voltage returning to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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PSU-4 Input Volt (0x4A)

(2]

(2]

(72]

Description PSU input voltage lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
U-4 Input Volt (0x4A)
Description PSU input voltage returning to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
U-4 Input Volt (0x4A)
Description PSU input voltage greater than expected.

At or above upper critical threshold (going high)
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
U-4 Input Volt (0x4A)
Description PSU input voltage returning to normal.

At or above upper critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.
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PSU-4 Input Volt (0x4A)

Description PSU input voltage greater than expected.

At or above upper non-critical threshold (going high).
Severity Critical.
Direction Assertion.
Action Restart the PSU. If the problem persists replace the PSU.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.

PSU-4 Input Volt (0x4A)

Description PSU input voltage returning to normal.
At or above upper non-critical threshold (going high).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 71.

For more information on filters, see Configuring filters.

PSU-4 Input Power Consumption (Ox4E)

Description None (Info only; no monitoring).

Severity Information.

Direction None.

Action None.

Comments This log corresponds to sensor number 75.

For more information on filters, see Configuring filters.

Blade fan SEL messages

FAN 1A Speed (0x07)

Description Fan blade speed is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 7.

For more information on filters, see Configuring filters.
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FAN 1A Speed (0x07)

Description Fan blade speed is returned to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 7.
For more information on filters, see Configuring filters.

FAN 1A Speed (0x07)

Description Fan blade speed is lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 7.

For more information on filters, see Configuring filters.

FAN 1A Speed (0x07)

Description Fan blade speed is returned to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 7.

For more information on filters, see Configuring filters.

FAN 1B Speed (0x08)

Description Fan blade speed is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 8.

For more information on filters, see Configuring filters.
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Description Fan blade speed is returned to normal.

At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 8.

For more information on filters, see Configuring filters.
Description Fan blade speed is lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 8.

For more information on filters, see Configuring filters.
Description Fan blade speed is returned to normal.

At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 8.

For more information on filters, see Configuring filters.
Description Fan blade speed is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 9.

For more information on filters, see Configuring filters.
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FAN 2A Speed (0x09)

Description Fan blade speed is returned to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 9.

For more information on filters, see Configuring filters.

FAN 2A Speed (0x09)

Description Fan blade speed is lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 9.

For more information on filters, see Configuring filters.

FAN 2A Speed (0x09)

Description Fan blade speed is returned to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 9.

For more information on filters, see Configuring filters.

FAN 2B Speed (0x0A)

Description Fan blade speed is lesser than expected.

At or below lower non-critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 10.

For more information on filters, see Configuring filters.
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FAN 2B Speed (0x0A)

Description Fan blade speed is returned to normal.
At or below lower non-critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 10.
For more information on filters, see Configuring filters.

FAN 2B Speed (0x0A)

Description Fan blade speed is lesser than expected.

At or below lower critical threshold (going low).
Severity Critical.
Direction Assertion.
Action If the problem persists, change the fan blade.
Comments This log corresponds to sensor number 10.

For more information on filters, see Configuring filters.

FAN 2B Speed (0x0A)

Description Fan blade speed is returned to normal.
At or below lower critical threshold (going low).
Severity Return to OK.
Direction Deassertion.
Action None.
Comments This log corresponds to sensor number 10.

For more information on filters, see Configuring filters.

Compute blade/ accelerator blade SEL messages

Blade1 Presence (0xOB)

Description bullx B500 compute blade 1/bullx B505 accelerator blade 1 is
not present.
Device removed/Device absent.

Severity Information.

Direction Assertion.

Action Insert bullx B500 compute blade 1.

Comments This log corresponds to sensor number 11.
For more information on filters, see Configuring filters.
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Blade1 Presence (0xOB)

Description bullx B500 compute blade 1/bullx B505 accelerator blade 1 is
present.
Device inserted/Device present.

Severity Information.

Direction Assertion.

Action None.

Comments This log corresponds to sensor number 11.

For more information on filters, see Configuring filters.

Blade1 3v3 PG (0x23)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 35.

For more information on filters, see Configuring filters.

Blade1 3v3 PG (0x23)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 35.

For more information on filters, see Configuring filters.

Blade1 SYSPG (0x35)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 53.

For more information on filters, see Configuring filters.

bullx blade system Chassis Hardware Console - User's Guide




Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 53.
For more information on filters, see Configuring filters.
Description bullx B500 compute blade 2 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert bullx B500 compute blade 2.
Comments This log corresponds to sensor number 12.
For more information on filters, see Configuring filters.
Description bullx B500 compute blade 2 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 12.
For more information on filters, see Configuring filters.
Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 36.

For more information on filters, see Configuring filters.

Appendix B. Troubleshooting the blade chassis

163



Blade2 3v3 PG (0x24)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 36.

For more information on filters, see Configuring filters.

Blade2 SYSPG (0x36)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 54.

For more information on filters, see Configuring filters.

Blade2 SYSPG (0x36)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 54.

For more information on filters, see Configuring filters.

Blade3 Presence (0x0D)

Description Compute blade 3/ accelerator blade 2 is not present.
Device removed/Device absent.

Severity Information.

Direction Assertion.

Action Insert compute blade 3/accelerator blade 2.

Comments This log corresponds to sensor number 13.

For more information on filters, see Configuring filters.
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Description Compute blade 3/accelerator blade 2 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 13.
For more information on filters, see Configuring filters.
Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 37.
For more information on filters, see Configuring filters.
Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 37.
For more information on filters, see Configuring filters.
Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 55.

For more information on filters, see Configuring filters.
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Blade3 SYSPG (0x37)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 55.

For more information on filters, see Configuring filters.

Blade4 Presence (0xOE)

Description Compute blade 4 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert bullx B500 compute blade 4.
Comments This log corresponds to sensor number 14.

For more information on filters, see Configuring filters.

Blade4 Presence (0xOE)

Description Compute blade 4 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 14.

For more information on filters, see Configuring filters.

Blade4 3v3 PG (0x26)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 38.

For more information on filters, see Configuring filters.
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Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 38.
For more information on filters, see Configuring filters.
Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 56.
For more information on filters, see Configuring filters.
Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 56.
For more information on filters, see Configuring filters.
Description Compute blade 5/ accelerator blade 3 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 5/accelerator blade 3.
Comments This log corresponds to sensor number 15.

For more information on filters, see Configuring filters.
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Blade5 Presence (0xOF)

Description Compute blade 5/ accelerator blade 3 is present.
Device inserted/Device present.

Severity Information.

Direction Assertion.

Action None.

Comments This log corresponds to sensor number 15.

For more information on filters, see Configuring filters.

Blade5 3v3 PG (0x27)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 39.

For more information on filters, see Configuring filters.

Blade5 3v3 PG (0x27)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 39.

For more information on filters, see Configuring filters.

Blade5 SYSPG (0x39)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 57.

For more information on filters, see Configuring filters.
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Blade5 SYSPG (0x39)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 57.

For more information on filters, see Configuring filters.

Blade6 Presence (0x10)

Description Compute blade 6 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 6.
Comments This log corresponds to sensor number 16.

For more information on filters, see Configuring filters.

Blade6 Presence (0x10)

Description Compute blade 6 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 16.

For more information on filters, see Configuring filters.

Blade6 3v3 PG (0x28)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 40.

For more information on filters, see Configuring filters.
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Blade6 3v3 PG (0x28)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 40.

For more information on filters, see Configuring filters.

Blade6 SYSPG (0x3A)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 58.

For more information on filters, see Configuring filters.

Blade6 SYSPG (0x3A)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 58.

For more information on filters, see Configuring filters.

Blade7 Presence (0x11)

Description Compute blade 7/ accelerator blade 4 is not present.
Device removed/Device absent.

Severity Information.

Direction Assertion.

Action Insert compute blade 7/accelerator blade 4.

Comments This log corresponds to sensor number 17.

For more information on filters, see Configuring filters.
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Description Compute blade 7/ accelerator blade 4 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 17.
For more information on filters, see Configuring filters.
Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 41.
For more information on filters, see Configuring filters.
Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 41.
For more information on filters, see Configuring filters.
Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 59.

For more information on filters, see Configuring filters.
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Blade7 SYSPG (0x3B)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 59.

For more information on filters, see Configuring filters.

Blade8 Presence (0x12)

Description Compute blade 8 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 8.
Comments This log corresponds to sensor number 18.

For more information on filters, see Configuring filters.

Blade8 Presence (0x12)

Description Compute blade 8 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 18.

For more information on filters, see Configuring filters.

Blade8 3v3 PG (0x2A)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 42.

For more information on filters, see Configuring filters.
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Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 42.
For more information on filters, see Configuring filters.
Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 60.
For more information on filters, see Configuring filters.
Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 60.
For more information on filters, see Configuring filters.
Description Compute blade 9/ accelerator blade 5 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 9/accelerator blade 5.
Comments This log corresponds to sensor number 19.

For more information on filters, see Configuring filters.
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Blade9 Presence (0x13)

Description Compute blade 9/ accelerator blade 5 is present.
Device inserted/Device present.

Severity Information.

Direction Assertion.

Action None.

Comments This log corresponds to sensor number 19.

For more information on filters, see Configuring filters.

Blade9 3v3 PG (0x2B)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 43.

For more information on filters, see Configuring filters.

Blade9 3v3 PG (0x2B)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 43.

For more information on filters, see Configuring filters.

Blade9 SYSPG (0x3D)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 61.

For more information on filters, see Configuring filters.
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Blade9 SYSPG (0x3D)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 61.

For more information on filters, see Configuring filters.

Blade10 Presence (0x14)

Description Compute blade 10 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 10.
Comments This log corresponds to sensor number 20.

For more information on filters, see Configuring filters.

Blade10 Presence (0x14)

Description Compute blade 10 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 20.

For more information on filters, see Configuring filters.

Blade10 3v3 PG (0x2C)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 44.

For more information on filters, see Configuring filters.
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Blade10 3v3 PG (0x2C)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 44.

For more information on filters, see Configuring filters.

Blade10 SYSPG (0x3E)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 62.

For more information on filters, see Configuring filters.

Blade10 SYSPG (0x3E)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 62.

For more information on filters, see Configuring filters.

Blade11 Presence (0x15)

Description Compute blade 11 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 11.
Comments This log corresponds to sensor number 21.

For more information on filters, see Configuring filters.

bullx blade system Chassis Hardware Console - User's Guide




Blade11 Presence (0x15)

Description Compute blade 11 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 21.

For more information on filters, see Configuring filters.

Blade11 3v3 PG (0x2D)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 45.

For more information on filters, see Configuring filters.

Blade11 3v3 PG (0x2D)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 45.

For more information on filters, see Configuring filters.

Blade11 SYSPG (0x3F)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 63.

For more information on filters, see Configuring filters.
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Blade11 SYSPG (0x3F)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 63.

For more information on filters, see Configuring filters.

Blade12 Presence (0x16)

Description Compute blade 12/ accelerator blade 6 is not present.
Device removed/Device absent.

Severity Information.

Direction Assertion.

Action Insert compute blade 12 / accelerator blade 6.

Comments This log corresponds to sensor number 22.

For more information on filters, see Configuring filters.

Blade12 Presence (0x16)

Description Compute blade 12/ accelerator blade 6 is present.
Device inserted/Device present.

Severity Information.

Direction Assertion.

Action None.

Comments This log corresponds to sensor number 22.

For more information on filters, see Configuring filters.

Blade12 3v3 PG (0x2E)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 46.

For more information on filters, see Configuring filters.
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Blade12 3v3 PG (0x2E)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 46.

For more information on filters, see Configuring filters.

Blade12 SYSPG (0x40)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 64.

For more information on filters, see Configuring filters.

Blade12 SYSPG (0x40)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 64.

For more information on filters, see Configuring filters.

Blade13 Presence (0x17)

Description Compute blade 13 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 13.
Comments This log corresponds to sensor number 23.

For more information on filters, see Configuring filters.

Appendix B. Troubleshooting the blade chassis

179



Blade13 Presence (0x17)

Description Compute blade 13 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 23.

For more information on filters, see Configuring filters.

Blade13 3v3 PG (0x2F)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 47.

For more information on filters, see Configuring filters.

Blade13 3v3 PG (0x2F)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 47.

For more information on filters, see Configuring filters.

Blade13 SYSPG (0x41)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 65.

For more information on filters, see Configuring filters.
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Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 65.
For more information on filters, see Configuring filters.
Description Compute blade 14/ accelerator blade 7 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 14 / accelerator blade 7.
Comments This log corresponds to sensor number 24.
For more information on filters, see Configuring filters.
Description Compute blade 14/ accelerator blade 7 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 24.
For more information on filters, see Configuring filters.
Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 48.

For more information on filters, see Configuring filters.
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Blade14 3v3 PG (0x30)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 48.

For more information on filters, see Configuring filters.

Blade14 SYSPG (0x42)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 66.

For more information on filters, see Configuring filters.

Blade14 SYSPG (0x42)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 66.

For more information on filters, see Configuring filters.

Blade15 Presence (0x19)

Description Compute blade 15 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 15.
Comments This log corresponds to sensor number 25.

For more information on filters, see Configuring filters.

bullx blade system Chassis Hardware Console - User's Guide




Blade15 Presence (0x19)

Description Compute blade 15 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 25.

For more information on filters, see Configuring filters.

Blade15 3v3 PG (0x31)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 49.

For more information on filters, see Configuring filters.

Blade15 3v3 PG (0x31)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 49.

For more information on filters, see Configuring filters.

Blade15 SYSPG (0x43)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 67.

For more information on filters, see Configuring filters.
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Blade15 SYSPG (0x43)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 67.

For more information on filters, see Configuring filters.

Blade16 Presence (0x1A)

Description Compute blade 16/ accelerator blade 8 is not present.
Device removed/Device absent.

Severity Information.

Direction Assertion.

Action Insert compute blade 16 / accelerator blade 8.

Comments This log corresponds to sensor number 26.

For more information on filters, see Configuring filters.

Blade16 Presence (0x1A)

Description Compute blade 16/ accelerator blade 8 is present.
Device inserted/Device present.

Severity Information.

Direction Assertion.

Action None.

Comments This log corresponds to sensor number 26.

For more information on filters, see Configuring filters.

Blade16 3v3 PG (0x32)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 50.

For more information on filters, see Configuring filters.
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Blade16 3v3 PG (0x32)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 50.

For more information on filters, see Configuring filters.

Blade16 SYSPG (0x44)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 68.

For more information on filters, see Configuring filters.

Blade16 SYSPG (0x44)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 68.

For more information on filters, see Configuring filters.

Blade17 Presence (Ox1B)

Description Compute blade 17 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 17.
Comments This log corresponds to sensor number 27.

For more information on filters, see Configuring filters.
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Blade17 Presence (Ox1B)

Description Compute blade 17 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 27.

For more information on filters, see Configuring filters.

Blade17 3v3 PG (0x33)

Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 51.

For more information on filters, see Configuring filters.

Blade17 3v3 PG (0x33)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 51.

For more information on filters, see Configuring filters.

Blade17 SYSPG (0x45)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 69.

For more information on filters, see Configuring filters.

bullx blade system Chassis Hardware Console - User's Guide




Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 69.
For more information on filters, see Configuring filters.
Description Compute blade 18/ accelerator blade 9 is not present.
Device removed/Device absent.
Severity Information.
Direction Assertion.
Action Insert compute blade 18/ accelerator blade 9.
Comments This log corresponds to sensor number 28.
For more information on filters, see Configuring filters.
Description Compute blade 18/ accelerator blade 9 is present.
Device inserted/Device present.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 28.
For more information on filters, see Configuring filters.
Description The 3.3V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 52.

For more information on filters, see Configuring filters.
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Blade 18 3v3 PG (0x34)

Description The 3.3V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 52.

For more information on filters, see Configuring filters.

Blade18 SYSPG (0x46)

Description 12V power is not present.
State deasserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 70.

For more information on filters, see Configuring filters.

Blade18 SYSPG (0x46)

Description 12V power is present.
State asserted.
Severity Information.
Direction Assertion.
Action None.
Comments This log corresponds to sensor number 70.

For more information on filters, see Configuring filters.

3v3 PG (Power Good) means the 3.3V power is running in the compute blade/accelerator

blade

SYSPG (SYStem Power Good) means the 12V power is running in the compute
blade/accelerator blade
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The following table details the errors and corrective action associated with each blade
chassis hardware component.

CMM At or below lower critical | Critical The CMM temperature is | Check the environmental

threshold (going low). lower than the minimum. |conditions, fan, ac...

At or above upper critical | Critical The CMM temperature is | Check the environmental

threshold (going high). upper than the maximum. | conditions, fan, ac...
ESM At or below lower critical | Critical The ESM temperature is | Check the environmental

threshold (going low). lower than the minimum. |conditions, fan, ac...

At or above upper critical | Critical The ESM temperature is | Check the environmental

threshold (going high). upper than the maximum. | conditions, fan, ac...
LCP At or below lower critical | Critical The LCP temperature is | Check the environmental

threshold (going low). lower than the minimum. |conditions, fan, ac...

At or above upper critical | Critical The LCP temperature is | Check the environmental

threshold (going high). upper than the maximum. | conditions, fan, ac...
IBSW At or below lower critical | Critical The IBSW temperature is | Check the environmental

threshold (going low). lower than the minimum. |conditions, fan, ac...

At or above upper critical | Critical The IBSW temperature is | Check the environmental

threshold (going high). upper than the maximum. | conditions, fan, ac...
FAN 1A At or below lower non- | Critical Fan speed is lesser than | If the problem persists,

critical threshold (going expected. change the fan blade.

low).

At or below lower critical | Critical Fan speed is lesser than | If the problem persists,

threshold (going low). expected change the fan blade.
FAN 1B At or below lower non- | Critical Fan speed is lesser than | If the problem persists,

critical threshold (going expected. change the fan blade.

low).

At or below lower critical | Critical Fan speed is lesser than | If the problem persists,

threshold (going low).

expected.

change the fan blade.
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FAN 2A At or below lower non- | Ciritical Fan speed is lesser than | If the problem persists,
critical threshold (going expected. change the fan blade.
low).

At or below lower critical | Critical Fan speed is lesser than | If the problem persists,
threshold (going low). expected. change the fan blade.

FAN 2B At or below lower non- | Critical Fan speed is lesser than |If the problem persists,
critical threshold (going expected. change the fan blade.
low).

At or below lower critical | Critical Fan speed is lesser than |If the problem persists,
threshold (going low). expected. change the fan blade.

Blade-X Device removed/Device |Information |bullx B500O compute Insert the corresponding
absent. blade/bullx B505 compute blade/

accelerator blade is not |accelerator blade.
present.

PSU-X Device removed/Device |Information |PSU-X is not present Insert the corresponding
absent. PSU.

Blade-X State Deassertion. Information | The 3.3V power is not

present.

Blade-X State Deassertion. Information | The 12V power is not

present.

PSU-X At or below lower non- | Critical PSU-X input voltage lesser | AC input supply may be
critical threshold (going than expected. improper, check the AC
low). input.

At or above upper non- | Ciritical PSU input voltage greater | AC input supply may be
critical threshold (going than expected. improper, check the AC
high). input.

UCM_VCA |At or below lower non- | Critical UCM_VCAP voltage If the problem persists,

P_X_SENS |critical threshold (going lesser than expected. change the UCM.
low).

At or above upper non- | Critical UCM_VCAP voltage If the problem persists,
critical threshold (going greater than expected. | change the UCM.
high).

UCM_21V_ |At or below lower non- | Critical UCM_21V voltage lesser |If the problem persists,

X_SENS critical threshold (going than expected. change the UCM.
low).

At or above upper non- | Critical UCM_21V voltage If the problem persists,
critical threshold (going greater than expected. | change the UCM.
high).
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UCM_12V_ | At or below lower non- Critical UCM_12V voltage lesser |If the problem persists,
SENS critical threshold (going than expected. change the UCM.
low).
At or above upper non- | Critical UCM_12V voltage If the problem persists,
critical threshold (going greater than expected.  |change the UCM.
high).
UCM_VREF | At or below lower non- | Critical UCM VREF voltage lesser |If the problem persists,
_SENS critical threshold (going than expected. change the UCM.
low).
At or above upper non- | Critical UCM VREF voltage If the problem persists,
critical threshold (going greater than expected.  |change the fan blade.
high).
UCM_SX_C | At or below lower non- | Critical UCM Capacitor Stack If the problem persists,
X_SENS critical threshold (going voltage lesser than change the UCM.
low). expected.
At or above upper non- | Critical UCM capacitor stack If the problem persists,

critical threshold (going
high).

voltage greater than
expected.

change the UCM.

Table B-2.

Error dictionary
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ABR: Automatic BIOS Recovery

Recovery method for a computer system that has
corrupted initialization, or boot code.

ACPI: Advanced Configuration and Power
Interface

Open industry specification enabling OS-directed
configuration, power management, and thermal
management of server platforms.

ASR: Automatic Server Restart

The Automatic Server Restart event occurs when the
operating system locks up and no longer responds.
Subsequently, a system restart (reboot) begins.

BHC: Blade Hardware Console

Web based GUI, used to control and monitor an
individual compute blade.

Blade fans

The two counter rotating fans that are mounted in
each compute blade for cooling.

BMC: Baseboard Management Controller

Embedded management controller.

BOOTP

Network protocol used by a network client to
obtain an IP address from a configuration server.

CHC: Chassis Hardware Controller

Web-based GUI, used to control and monitor the
complete blade system.

CLP: Command Line Protocol

The command line protocol specifies the syntax
and semantics used fo allow the manipulation of
the managed elements within servers, as collections
or individually.

CMB: Chassis Management Board

Board in the CMM hosting a 1 Gb Ethernet switch,
24 ports, as well as a SO-DIMM 200 connector to
plug the OPMA daughter board (CMC)

CMC: Chassis Management Controller

The CMC is a daughter card, M3-G4 from Raritan,
based on OPMA.

CMM: Chassis Management Module

A module used to manage the blade chassis
hardware enabling the inter-networking of different
components of bullx blade chassis.

CSR: Certificate Signing Request

Message sent from an applicant to a certificate
authority in order to apply for a digital identity
certificate.

DDR3: Double Data Rate 3

Random access memory interface technology used
for high bandwidth storage of the working data of
a computer or other digital electronic devices.

DHCP: Dynamic Host Configuration Protocol

Network application protocol used by devices
(DHCP clients) to obtain configuration information
for operation in an Internet Protocol network.

DN: Distinguished Name

LDAP entry that uniquely identifies and describes
an entry in a directory (LDAP) server.
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EP: Efficient Performance

ESM: Ethernet Switch Module

The hardware is same as the CMM without the
OPMA card for management. See CMM.

Ethernet Controller

The Ethernet controller is located on either a
MiniPCl card, Communications Daughter Card
(CDC), or integrated on the system board.

Ethernet interconnect

Used to aggregate traffic between clients and
‘server farms,” and for connecting Fast Ethernet
switches.

Fan blade

Refers to the fan modules located at the front of the
system, below the LCP.

FRU: Field Replaceable Unit

Component (board, module, fan, power supply...)
replaced or added by Customer Service Engineers
as a single entity.

GUI: Graphical User Interface

GPU: Graphical Processing Unit

Specialized processor that offloads 3D graphics
rendering from the microprocessor.

Hot plugging
Operation of adding a component without
disturbing system activity.

Hot swapping

Operation of removing and replacing a faulty
component without interrupting system activity.

HPC: High Performance Computing

Uses supercomputers and computer clusters to
solve advanced computation problems.

HTTPS: Hyper Text Transfer Protocol Secure

Combination of the Hypertext Transfer Protocol and
a cryptographic protocol.

I2C: Inter Integrated Circuit

Simple bi-directional 2-wire bus for efficient inter-IC
control

IB: InfiniBand

Industry standard that defines a new high-speed
switched fabric subsystem designed to connect
processor nodes and 1/O nodes to form a system
area network.

IB Switch Module
This is same as QSM or Quad.

iBMC: Integrated Baseboard Management
Controller

Specialized microcontroller that is integrated in the
server motherboard. The BMC is the intelligence in
the Intelligent Platform Management Interface (IPMI)
architecture. The BMC manages the interface
between system management software and
platform hardware.

ILB: 1/O Legacy Board
Video, LAN, USB, etc...

INCA

INtegrated Cluster Architecture, a high-density
server system.

Interconnect

Pointto-point processor interconnects.
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IPMI: Intelligent Platform Management Interface

Specification owned by Intel describing
mechanisms and devices to completely offload the
task of managing system hardware from the
primary CPU.

JTAG: Joint Test Action Group

Common name used for the [EEE 1149.1 standard
entitled Standard Test Access Port and Boundary-
Scan Architecture for test access ports used for
testing printed circuit boards using boundary scan.

KVM: Keyboard-Video-Mouse

Hardware device that allows a user to control
multiple computers from a single keyboard, video
monitor and mouse.

LCP: Local Control Panel

Module consisting of a controller, an LCD color
display, a green and a blue LED and a Power ON
button.

LDAP: Lightweight Directory Access Protocol

An application protocol for querying and
modifying directory services running over TCP/IP.

MAC: Mandatory Access Control

MIB: Management Information Base

Database used to manage the devices in a
communications network.

Midplane

Passive board that provides the physical and
electrical connectivity to all the hardware modules.

Nehalem CPU Board
Compute blade or NCB.

NTP server

Protocol for synchronizing the clocks of computer
systems over packet-switched, variable-latency data
networks.

NVRAM: Non-Volatile Random Access Memory

RAM that retains its contents even when the
computer is powered off.

OPMA: Open Platform Management Architecture

Open standard for connecting a modular, platform
hardware management subsystem (an "mCard") to
a computer motherboard.

Out-of-band compliant interface

Communications which occur outside a previously
established communications method or channel.

PDU: Power Distribution Unit

Power bus used for the connection of peripheral
system components.

PET: Platform Event Trap

Automatic alert sent by a Device over the network.
(IPMI standard)

PSMI: Power Supply Management Interface

Communication with the power supply to access
currents, voltages, fan speeds, and temperatures.

PSU: Power Supply Unit Module

Refers to the power supply unit that supplies 12V
and 3v3 standby to the blade system. It converts
AC input voltages to DC voltages.
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PWM fan: Pulse Width Modulation fan

PWM involves rapidly switching the supply to the
fan on and off. By altering the relative on to off
times the average voltage "seen" by the fan is also
altered.

QDR InfiniBand: Quad Data Rate InfiniBand

Quad Data Rate InfiniBand data speed, which is
10Gbps per lane.

Quad Data Rate

Communication signaling technique where data is
transmitted at four points in the clock cycle.

QSB: QDR Switch Board
Board within the Quad Switch Module

QSFP: Quad Small Form-factor Pluggable

Interconnect technology that is much lower power-
consuming

QSM: Quad Switch Module

Blade system InfiniBand Switch

RADIUS: Remote Authentication Dial-ln User
Service

Networking protocol that provides centralized
Authentication, Authorization and Accounting
(AAA) management for computers to connect and
use a network service

RAM: Random Access Memory

A temporary storage area for data and programs.
This type of memory must be periodically refreshed
to maintain valid data and is lost when the
computer is power off. See NVRAM.

RPM: Rotations Per Minute

SATA: Serial Advanced Technology Attachment

Storage-interface for connecting host bus adapters
to mass storage devices such as hard disk drives
and optical drives.

SEL: System Event Log

Hardware log (512 entries)

SMT: Simultaneous Multi-Threading

Ability of a single physical processor to
simultaneously dispatch instructions from more than
one hardware thread

SMTP: Simple Mail Transfer Protocol

Internet standard for electronic mail (e-mail)
transmission across Internet Protocol (IP) networks.

SNMP: Simple Network Management Protocol

Protocol governing network management and the
monitoring of network devices and their functions.

SSD: Solid State Drive

Data storage device that uses solid-state memory to
store persistent data.

SSH: Secured Shell

Network protocol that allows data to be
exchanged using a secure channel between two
networked devices.

SSL: Secure Socket Layer

Cryptographic protocol that provide security and
data integrity for communications over networks
such as the Internet.

No entries.

UCM: Ulira Capacitor Module

Hold-up device. The module can ride through AC
outages of max. 250ms.
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UID: Unit Identifier

Unsigned integer value that identify users within the
Linux kernel.

UPS: Uninterrupted Power Supply

Supplying power from a separate source when
utility power is not available.

UTC: Coordinated Universal Time

Time standard based on International Atomic Time
(TAl) with leap seconds added at irregular intervals
to compensate for the Earth's slowing rotation.

WOL: Wake-on LAN

Feature that provides the ability to remotely power
on a system through a network connection.

XML: eXtended MarkUp Language

General-purpose specification for creating custom
markup language

No entries.

No entries.

Glossary

197



198 bullx blade system Chassis Hardware Console - User's Guide









BULL CEDOC

357 AVENUE PATTON
B.P.20845

49008 ANGERS CEDEX 01
FRANCE

REFERENCE
86 A1 50FB 04



	bullx blade system Chassis Hardware Console User's Guide - 86 A1 50FB
	Table of Contents
	List of figures
	List of tables
	Preface
	Intended readers
	Highlighting..
	Related publications
	Legal information
	Regulatory declarations and disclaimers
	FCC declaration of conformity
	Canadian compliance statement (Industry Canada)
	Laser compliance notice

	Safety information
	Definition of safety notices
	Electrical safety
	Laser safety information
	Data integrity and verification
	Waste management


	Chapter 1. Getting to know the system
	1.1 What the blade system offers
	1.2 Reliability, Availability, and Serviceability (RAS)
	1.3 Features and specifications
	1.3.1 Chassis-level platform management
	1.3.2 Blade-level platform management
	1.3.3 External connections, interfaces, indicators, buttons and switches

	1.4 System components, controls and LEDs
	1.4.1 Blade system with compute blades – exploded view
	1.4.2 Blade system with accelerator blades – exploded view
	1.4.3 Blade system with compute blades – front view
	1.4.4 Blade system with accelerator blades – front view
	1.4.5 Blade chassis
	1.4.6 Compute blades (NCB)
	1.4.7 Accelerator blades (GPU)
	1.4.8 Fan blades
	1.4.9 Local Control Panel
	1.4.10 Blade system – rear view
	1.4.11 Blade chassis
	1.4.12 Power Supply Unit (PSU) module
	1.4.13 Chassis Management Module (CMM)
	1.4.14 Quad Switch Module (QSM)
	1.4.15 Ultra Capacitor Module (UCM)
	1.4.16 Ethernet Switch Module (ESM)


	Chapter 2. Introducing the Chassis Hardware Console
	2.1 Starting the console
	2.2 Console overview
	2.3 Console features and permissions
	2.4 Stopping the Console

	Chapter 3. Using chassis power controls
	3.1 Viewing power features and checking status
	3.2 Powering on the complete blade system
	3.3 Powering off the complete blade system
	3.4 Forcibly powering down the complete blade system
	3.5 Powering on / off individual blades and checking status
	3.6 Viewing IB switch power status
	3.7 Applying power policies
	3.8 Viewing Ultra Capacitor Module power status

	Chapter 4. Monitoring the blade system
	4.1 Initial messaging and alert configuration
	4.2 Viewing monitoring sensor readings
	4.3 Viewing the System Event Log (SEL)
	4.4 Viewing board and security messages

	Chapter 5. Configuring the blade chassis
	5.1 Configuring the blade chassis name
	5.2 Configuring the CMC network
	5.2.1 Configuring the BMC network
	5.2.2 Configuring date and time settings
	5.2.3 Configuring SNMP settings
	5.2.4 Setting up the messaging policy for Board and Security messages

	5.3 Managing Users
	5.3.1 Creating a user account
	5.3.2 Modifying a user account
	5.3.3 Viewing a user account
	5.3.4 Deleting a user account
	5.3.5 Disabling or enabling user accounts
	5.3.6 Creating a group
	5.3.7 Viewing groups
	5.3.8 Deleting a group
	5.3.9 Setting group permissions
	5.3.10 Changing group membership
	5.3.11 Modifying your password

	5.4 Configuring security management
	5.4.1 Enabling encryption
	5.4.2 Installing an SSL Certificate
	5.4.3 Configuring the logon policy
	5.4.4 Configuring authentication
	5.4.5 Enabling/Disabling power button
	5.4.6 Configuring user account lockout parameters

	5.5 Configuring alerts
	5.5.1 Configuring filters
	5.5.2 Configuring alert policies
	5.5.3 Configuring LAN destinations
	5.5.4 Configuring general alert settings


	Chapter 6. Using maintenance features
	6.1 Viewing and saving embedded management board information
	6.2 Viewing and saving FRU information
	6.3 Viewing firmware version information
	6.4 Viewing drawer information
	6.5 Upgrading Firmware
	6.6 Resetting the management board
	6.7 Enabling/Disabling LEDs
	6.8 Excluding hardware
	6.9 Managing compute blade/accelerator blade removal/ insertion
	6.10 Managing CMM removal/insertion
	6.11 Managing ESM removal/insertion
	6.12 Managing QSM removal/insertion
	6.13 Managing LCP removal/insertion
	6.14 Managing Power
	6.15 Viewing connected users

	Appendix A. Specifications
	Appendix B. Troubleshooting the blade system
	B.1. Predefined alert filters description
	B.2. SEL messages description
	Local Control Panel SEL messages
	Chassis Management Module SEL messages
	Ethernet Switch Module SEL messages
	Quad Switch Module SEL messages
	Ultra Capacitor Module SEL messages
	Power Supply Unit module SEL messages
	Blade fan SEL messages
	Compute blade/ accelerator blade SEL messages

	B.3. Error dictionary

	Glossary


