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Intended Readers

This guide is intended for use by the Administrators and Operators of NovaScale 5xx5/6xx5
Servers.

Chapter 1. Introducing the Server
describes server hardware components and user environment.

Chapter 2. Getting Started
explains how to connect to and use the server.

Chapter 3. Managing Domains
describes how to perform straightforward server domain management tasks.

Chapter 4. Monitoring the Server
explains how to supervise server operation.

Chapter 5. Tips and Features for Administrators
explains how, as Customer Administrator, you can configure the server to suit your
environment.

Appendix A. Specifications

Highlighting

The following highlighting conventions are used in this guide:

Bold Identifies predefined commands, subroutines, keywords, files,
structures, buttons, labels, and icons.

Italics Identifies referenced publications, chapters, sections, figures,
and tables.

< > Identifies parameters to be supplied by the user.

Abbreviations, acronyms and concepts are documented in the Glossary.
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Related Publications

XVi

Site Preparation Guide, 86 A1 87EF

explains how to prepare a Data Processing Center for Bull NovaScale Servers, in
compliance with the standards in force. This guide is intended for use by all personnel
and trade representatives involved in the site preparation process.

Installation Guide, 86 A1 40EM
explains how to set up and start NovaScale 5xx5/6xx5 Servers for the first time. This
guide is intended for use by qualified support personnel.

NovaScale 5000/6000 Series Cabling Guide, 86 A1 34ER
describes server cabling.

Bull 1300H/L & 1100H/L Cabinets, 86 A1 91EM
explains how to install and fit out rack cabinets for Bull NovaScale Servers and peripheral
devices.

Documentation Overview, 86 A2 27EM
describes the hardware, software and online documentation available for Bull NovaScale
Servers, related Operating Systems, and licensed programs.

= Note:

According to server configuration and version, certain features and functions described in
this guide may not be accessible. Please contact your Bull Sales Representative for sales
information.
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Regulatory Specifications and Disclaimers

Declaration of the Manufacturer or Importer

We hereby certify that this product is in compliance with European Union EMC Directive
89/336/EEC, using standards EN55022 (Class A) and EN55024 and Low Voltage Directive
73/23/EEC, using standard EN60950. The product has been marked with the CE Mark to
illustrate its compliance.

Safety Compliance Statement

e UL 60950 (USA)
e |EC 60950 (International)
e CSA 60950 (Canada)

European Community (EC) Council Directives

This product is in conformity with the protection requirements of the following EC Council
Directives:

Electromagnetic Compatibility
e 89/336/EEC

Low Voltage

e 73/23/EEC

EC Conformity
e 93/68/EEC

Telecommunications Terminal Equipment
e 1999/5/EC

Neither the provider nor the manufacturer can accept responsibility for any failure to satisfy
the protection requirements resulting from a non-recommended modification of the product.

Compliance with these directives requires:
e an EC declaration of conformity from the manufacturer
¢ an EC label on the product

e technical documentation
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Federal Communications Commission (FCC) Statement

% Note:

This equipment has been tested and found to comply with the limits for a Class A digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference when the equipment is operated in a
commercial environment. This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used in accordance with the instruction manual, may cause
harmful interference to radio communications. Operation of this equipment in a residential
area is likely to cause harmful interference in which case the user will be required to correct
the interference at his own expense.

Properly shielded and grounded cables and connectors must be used in order to meet FCC
emission limits. Neither the provider nor the manufacturer are responsible for any radio or
television interference caused by using other than recommended cables and connectors or
by unauthorized changes or modifications to this equipment. Unauthorized changes or
modifications could void the user’s authority to operate the equipment.

Any changes or modifications not expressly approved by the grantee of this device could
void the user’s authority to operate the equipment. The customer is responsible for ensuring
compliance of the modified product.

FCC Declaration of Conformity

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) this device may not cause harmful interference, and (2) this device must
accept any interference received, including interference that may cause undesired
operation.

Canadian Compliance Statement (Industry Canada)

This Class A digital apparatus meets all requirements of the Canadian Interference Causing
Equipment Regulations.

Cet appareil numérique de la classe A est conforme a la norme NMB-003 du Canada.
This product is in conformity with the protection requirements of the following standards:

Electromagnetic Compatibility

e ICES-003
e NMB-003

Laser Compliance Notice

XViil

This product that uses laser technology complies with Class 1 laser requirements.
A CLASS 1 LASER PRODUCT label is located on the laser device.

Class 1 Laser Product
Luokan 1 Laserlaite
Klasse 1 Laser Apparat
Laser Klasse 1
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Definition of Safety Notices

A DANGER

A Danger notice indicates the presence of a hazard that has the potential of causing
death or serious personal injury.

A CAUTION:

A Caution notice indicates the presence of a hazard that has the potential of causing
moderate or minor personal injury.

A Warning:

A Warning notice indicates an action that could cause damage to a program, device,
system, or data.

Electrical Safety

The following safety instructions shall be observed when connecting or disconnecting
devices to the system.

A DANGER

The Customer is responsible for ensuring that the AC electricity supply is compliant
with national and local recommendations, regulations, standards and codes of
practice.

An incorrectly wired and grounded electrical outlet may place hazardous voltage on
metal parts of the system or the devices that attach to the system and result in an
electrical shock.

It is mandatory to remove power cables from electrical outlets before relocating the
system.

A CAUTION:

This unit has more than one power supply cable. Follow procedures for removal of
power from the system when directed.
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Laser Safety Information

The optical drive in this system unit is classified as a Class 1 level Laser product. The
optical drive has a label that identifies its classification.

The optical drive in this system unit is certified in the U.S. to conform to the requirements of
the Department of Health and Human Services 21 Code of Federal Regulations (DHHS 21
CFR) Subchapter J for Class 1 laser products. Elsewhere, the drive is certified to conform to
the requirements of the International Electrotechnical Commission (IEC) 60825—1: 2001 and
CENELEC EN 60825—1: 1994 for Class 1 laser products.

A CAUTION:

Invisible laser radiation when open. Do not stare into beam or view directly with
optical instruments.

Class 1 Laser products are not considered to be hazardous. The optical drive contains
internally a Class 3B gallium—arsenide laser that is nominally 30 milliwatts at 830
nanometers. The design incorporates a combination of enclosures, electronics, and
redundant interlocks such that there is no exposure to laser radiation above a Class 1 level
during normal operation, user maintenance, or servicing conditions.

Data Integrity and Verification

A Warning:

Bull NovaScale Servers are designed to reduce the risk of undetected data corruption
or loss. However, if unplanned outages or system failures occur, users are strongly
advised to check the accuracy of the operations performed and the data saved or
transmitted by the system at the time of outage or failure.
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PAM Writing Rules

lllegal Characters

The following table lists the illegal characters that must not be used in PAM identifiers.

lllegal Characters

Accentuated letters

Slash

Backslash

Double quote

Simple quote

Inverted comma

Ampersand

Plus

Asterisk

Percent

Equal sign

Less—than sign

Greater—than sign

Colon

Exclamation mark

Question mark

Semi—colon

Comma

Tilde

Pipe operator

Space. Use — (dash) or _ (underscore)

Table 1. PAM illegal characters

String Lengths

The following table lists authorized string lengths.

String Type Length

CellBlock / System Name 16

Scheme Name 32

History Name 64

Archive Name 75 (History Name: + 11 (_JJMMAA_nnn)
LUN Name 32

Switch Name 32

Event Name 32

Description 256 (Scheme: unlimited)
Domain Identity Name 16
Table 2. String length rules
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Registry Keys
PAM obtains file paths via 2 registry keys:

¢ ReleaseRoot:
Contains PAP application file paths (DLL, WEB pages, models,...).
Two versions of PAM software can be installed and used indifferently on the same
machine: each new version is installed in a new directory.

¢ SiteRoot:
Contains site data file paths.
Site data remains valid when the PAM software version changes.

Registry keys are generally stored under:
HKEY_LOCAL_MACHINE\SOFTWARE\BULL\PAM
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AZERTY/QWERTY Keyboard Lookup Table
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Figure 1.  AZERTY keyboard
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Figure2. QWERTY keyboard
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Administrator’s Memorandum

e Manage Domain Schemes, on page[3-5]
e Synchronize NovaScale 5xx5 Server Domains, on page
e Power ON a Domain, on page [3-14]
¢ Power OFF a Domain, on page
e Perform a Manual Domain Reset, on page
e Perform a Domain Force Power OFF, on page
e Perform a Domain Memory Dump, on page
e View Domain Functional Status, on page[3-27]
e View Domain Power Logs, on page
¢ View Domain Powering Sequences, on page
¢ View Domain BIOS Info, on page
¢ View Domain Request Logs, on page|3-31
¢ View Domain Configuration, Resources and Status, on pagem
¢ Modify Domain Configuration, on page 3-38*
e Solve Incidents, on page[3-67]
* Reserved for partitioned servers and extended systems.

Monitoring

¢ Refresh the PAM Display, on page

e View CSS Availability Status and System Functional Status, on page[4-4]
¢ View Event Message Status, on page

e Display Hardware Presence / Functional Status, on page[4-5]

¢ View PAM Web Site User Information, on page

e View PAM Version Information, on page

¢ View Server Hardware Status, on page

¢ Use the Hardware Search Engine, on page

e Display Detailed Hardware Information, on page[4-14]

¢ Exclude / Include Hardware Elements, on page

e Manage PAM Event Messages, History Files, Archives, Fault Lists, on page[4-27]
¢ Understand Message Severity Levels, on page

¢ View, Acknowledge WEB Event Messages, on page

¢ Sort and Locate Messages, on pagem

e Solve Incidents, on page

e Create an Action Request Package, on page
e Create a Custom Package, on page
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Configuration

e Set up Server Users, on page[5-4]
e Configure System and Data Disks, on page
e Use the EFI Boot Manager, on page
e Use the EFI Shell, on page|5-11]
e Set Up and Configure the EFI Network, on page
e Set up PAP Unit Users, on page[5-18]
e Modify Customer Information, on page
e Configure PAM Autocall Parameters, on page[5-21]
e Customize PAM Settings, on page
e Deploy a New PAM Release, on page
e Activate a PAM Version, on page|5-25
e Back Up and Restore PAM Configuration Files, on page
e Configure Domains, on page 5-29*
e Assess Configuration Requirements, on page 5-32*
e Create, Edit, Copy, Delete, Rename a Domain Scheme, on page 5-34*
e Update Test Schemes, on page 5-47*
e Create, Edit, Copy, Delete a Domain Identity, on page 5-48*
¢ Manage LUNSs (Servers Not Connected to a SAN), on page|5-52
e Manage LUNs (Servers Connected to a SAN), on page
e Check and Update Fibre Channel HBA World Wide Names, on page
e Limit Access to Hardware Resources, on page
e Configure Extended Systems, on page 5-110*
e Prepare Scheme, Domain Identity and Resources Checklists, on page 5-111*
e Customize the PAM Event Messaging System, on page|5-116
e Set up Event Subscriptions, on page
« Event Subscription Flowcharts, on page[5-117]
e Create, Edit, Delete an E—mail Server, on page
e Create, Edit, Delete an E—mail Account, on page
e Create, Edit, Delete a User History, on page[5-124]
e Enable / Disable Event Channels, on page
e Create, Edit, Delete an Event Subscription, on page[5-129]
e Understand Event Message Filtering Criteria, on page
* Preselect an Event Filter, on page[5-141]
e Create, Edit, Delet an Event Filter, on page
* Reserved for partitioned servers and extended systems.
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Operator’s Memorandum

* Synchronize NovaScale 5xx5 Server Domains, on page[3-6]
e Power ON a Domain, on page [3-14]

¢ Power OFF a Domain, on page(3-18

e Perform a Domain Force Power OFF, on page[3-21]

e Perform a Manual Domain Reset, on page

e Perform a Domain Memory Dump, on page

¢ View Domain Functional Status, on page

¢ View Power Logs, on page

¢ View Domain Powering Sequences, on page

e View BIOS Info, on page[3-30]

¢ View Domain Request Logs, on page

¢ View Domain Configuration, Resources and Status, on page
¢ Solve Incidents, on page

e Manage PAM Event Messages, History Files, Archives, Fault Lists, on page
¢ Understand Event Message and History Severity Levels, on page

e Sort and Locate messages, on page

Check System Functional Status, on page

Check CSS Availability, on page

View, Acknowledge WEB Event Messages, on page
Sort, Locate WEB event messages, on page
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Chapter 1. Introducing the Server

This chapter describes the main hardware components and user environment for
NovaScale 5xx5/6xx5 Servers. It includes the following topics:

¢ [Bull NovaScale Server Overview, on page 1-2|

¢ (Accessing Server Components, on page 1-19|
¢ |Bull NovaScale Server Resources, on page 1-21|

o |PAM Software Package, on page 1-21|
« |EFI Utilities, on page 1-22|

¥ Note:
Customer Administrators and Customer Operators are respectively advised to consult the
Administrator’'s Memorandum, on page or the Operator’'s Memorandum, on page
for a detailed summary of the everyday tasks they will perform.
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Bull NovaScale Server Overview

Bull NovaScale Servers for business and scientific applications are based upon the FAME
architecture (Flexible Architecture for Multiple Environments), leveraging the latest
generation of Intel® ltanium® 2 processors.

NovaScale 5xx5 Servers are designed to operate as single SMP systems and are delivered
with one pre—configured domain englobing all the hardware and software resources
managed by the Operating System.

NovaScale 6xx5 Servers are designed to operate as one or two hardware—independent
SMP systems or domains, each running an Operating System instance and a specific set of
applications.

According to version, servers are delivered rack—mounted and ready—to—use in high or low
cabinets.

Figure 3.  Bull NovaScale Server cabinets

Dynamic Partitioning
Bull NovaScale 6000 Series servers can be dynamically partitioned into physically
independent ccNUMA (Cache Coherent Non Uniform Memory Access) SMP systems or
domains, each running an Operating System instance and a specific set of applications.

Extended Configurations
Several Bull NovaScale Servers may be administered through a single instance of PAM
software.

Cluster Configurations

Several Bull NovaScale Servers may be grouped to act like a single system, enabling high
availability, load balancing and parallel processing.
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Server Features
The main features of Bull NovaScale Servers are:

Intel® Itanium® Processor Family architecture:
— Modularity, predictable performance and growth

High availability:
Component redundancy

Capacity to isolate or replace a faulty component without service disruption

Global and unified system visibility

Round-the—clock operation
Scalability:
— Dynamic partitioning
— Power on demand : capacity to dynamically adapt resources to load requirement
Simultaneous support of multiple environments:
— Microsoft® Windows® Server
— Linux®
High performance computing capabilites:
— Technical and scientific applications:
High Performance Computing (HPC)
— Business Intelligence:

Datawarehousing
Datamining

— Large enterprise applications:

ERP
CRM
SCM ...

— Large database applications for Internet transactions.
— Large business sector applications:

Online billing
Online reservations
Online banking ...

Built—in Platform Administration and Maintenance (PAM) software suite:
— Proactive administration
— Optimization of resources
— Automatic generation of corrective actions and calls to support centers
— Dynamic configuration

Bull NovaScale Master System Management (NSM) software suite:
Windows, Linux, and Platform management

Monitoring, Information, Control, and Event Handling

Client / Server / Agent architecture

WEB standard OpenSource solutions
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Server Hardware
¥ Note:
Abbreviations and acronyms are documented in the Glossary.
Main server hardware components are:
Central SubSystem Module (CSS Module)

Main server hardware components are housed in the CSS Module. For easy access and
servicing, the CSS Module is composed of three interconnected units:

Front Unit Core Unit Rear Unit
1 or 2 QBBs 1 MQB 1 0or210Cs
1 or 2 Internal Peripheral Drawers |1 MIO 1 or2I0Ls
2 MSXs 1 PMB
1 MFL 2 or 4 DPS Units
8 Fanboxes

[ Notes:

e The NovaScale 6xx5 Server CSS Module can be logically divided into two Cells, each
with one QBB and one 10C, to allow dynamic partitioning.

e The NovaScale 6165 Server is equipped with two inter—connected CSS modules.

Front Unit
Quad Brick Block (QBB)
The QBB is equipped with 2 to 4 Itanium 2 processors and 16 DDR DIMMs. The QBB
communicates with the rest of the system the high—speed bidirectional link Scalability Port
Switches (SPS) located on the MSX.
Internal Peripheral Drawer (IPD)
The Internal Peripheral Drawer is equipped with a DVD/CD ROM drive and a USB port. The
Internal Peripheral Drawer is connected to the MQB in the Core Unit via a Device Interface
Board (DIB). Optionally, the Internal Peripheral Drawer can house 2 SCSI Disks for OS
partitions or storage.

Core Unit

Midplane QBB Board (MQB)
The QBBs and the Internal Peripheral Drawers are connected to the MQB.

Midplane 10 Board (MIO)
The IOCs and the PMB are connected to the MIO.

Midplane SPS & XPS Board (MSX)

Each MSX houses 1 high—speed directional link Scalability Port Switch (SPS) and is
connected to both the MIO and the MQB. Each QBB and IOC communicates with the rest of
the system through the SPS.

Midplane Fan & Logistics Board (MFL)

16 Fans and various logistics components are implemented on the MFL. The MFL is
connected to both the MIO and the MQB.

Fanboxes
8 Fanboxes, each housing 2 fans, provide redundant cooling.
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Rear Unit

10 board Compact (I0C)

The 10C provides 6 x 133 MHz PCI buses for the connection of up to 6 (2 long and 4 short)
PCI-X boards, and a PCI Hot Plug Board (HPB). The IOC communicates with the rest of the
system through the high—speed bidirectional link Scalability Port Switches (SPS) located
on the MSX.

10 board Legacy (IOL)
The IOL is an 10C daughter board providing legacy 10 connections: 2 USB ports, 1 LAN
port, 2 serial ports, and 1 video port.

Platform Maintenance Board (PMB)

The PMB concentrates logistics access and links the platform to the Platform Administration
Processor (PAP Unit) running Platform Administration and Maintenance (PAM) software.

Distributed Power Supply (DPS) Unit

Each DPS Unit supplies 48V AC/DC power to the server. The server is equipped with 2 or 4
DPS units for full redundancy.

Platform Administration Processor (PAP) Unit
The PAP Unit hosts all server administration software, in particular Platform Administration
and Maintenance (PAM) software.

KVM Switch
The KVM Switch allows the use of a single keyboard, monitor and mouse for the local
server domains and the local PAM console.

Console
The Console contains the keyboard, monitor and touch pad / mouse used for local access
to the server domains and to the PAP Unit.

Disk Subsystem

If the disk slots in the Internal Peripheral Drawer are not used for OS disk partitions, a SCSI
RAID or FC disk subsystem is required.

Additional Peripherals
Additional peripherals such as disk subsystems, storage area networks, communication
networks, archiving peripherals etc. can be connected to the server via PCI adapters
located in the I0OCs. Such peripherals may either be rack—mounted in the server cabinet (if
free space is available) or in external cabinets.

Server Firmware and Software

Operating Systems (OS)
The server is certified for the following Operating Systems:

Windows Server 2003, Enterprise Edition

Windows Server 2003, Datacenter Edition

Linux Red Hat Enterprise Linux Advanced Server
Novell SUSE
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BIOS

The BIOS controls the server startup process, dynamic resource allocation (Domain
reconfiguration, hot—plugging), and error handling. The BIOS also includes:

e The Extended Firmware Interface (EFI), which provides the OS with system services.
e The EFI Shell, an autonomous environment used to run Off-line Test & Diagnostic
suites.

Platform Administration and Maintenance (PAM) suite

The PAM Web—based software suite is used to operate, monitor, and configure the server.
PAM can be accessed locally or remotely through Microsoft Internet Explorer or Mozilla
browsers, under the protection of appropriate access rights. PAM provides the
administration functions needed to manage and maintain the server:

e Domain configuration and resource allocation

¢ Alert or maintenance requests to the Customer Service Center
e Errorlogging ...

Test & Diagnostics suites

The server is delivered with the following T & D suites:

e Online Test & Diagnostic suite

e Offline Test & Diagnostic suite

e Power—On Self-Test suite

NovaScale Master (NSM) Management suite

The NSM software suite allows you to monitor and manage NovaScale Windows and Linux
systems.

Conformance to Standards

1-6

Intel
Bull NovaScale Servers conform to all Intel platform standards:

e ACPI (Advanced Configuration and Power Interface)

e |PMI (Intelligent Platform Management Interface)

e EFI (Extended Firmware Interface)

e SMBIOS (System Management BIOS)

e DIG64 (Developer Interface Guide for Intel Itanium Architecture)

Windows

Bull NovaScale Servers conform to the standards set out in the Windows Hardware Design
Guide.
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Getting to Know the Server

= Note:

Abbreviations and acronyms are documented in the Glossary.

NovaScale 5085 Server

= Note:

Server components and configuration may differ according to the version chosen.

The server is delivered rack—mounted and pre—cabled in a low or high cabinet, typically
containing the following components:

3 R
i 2 — _ —
— "
P i .
i e ™ ] 8=
- ™ ®
9 Front 9 Rear
1 | CSS module with core unit, power supply and AC power cable, including: 8u
IO Box (IOC) with: 2 | IOL board — legacy ports
3 | 6xPCl hot plug slots (133Mhz)
Internal Peripheral Drawer with: 4 | DVD—ROM drive
5 | 2xInternal SCSI RAID disks
6 | USB port
PMB board 7
2 or 4 DPS units 8*
2xQBB subsets (1 to 4 CPUs each) 9
10 | Slideaway console with monitor and keyboard 1U
11 | 8—ports KVM switch 1U
12 | PAP unit with CD—ROM writer, FDD and 2 disks 2U
13* |1 or 2 PDU(s) with AC power cable
14 |1 optional FC disk 3U
16 | Free space for additional components (SCSI or FC disks) 4U
* Redundant servers are connected to 2 PDUs and have 4 DPS units.
Figure 4.  NovaScale 5085 Server components (19 U cabinet example)
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NovaScale 5165 Server

% Note:

Server components and configuration may differ according to the version chosen.

The server is delivered rack—mounted and pre—cabled in a low or high cabinet, typically
containing the following components:

Front 9 Rear
1, | CSS module with core unit, power supply and AC power cable, including: 8uU
15 [10 Box (10C) with: 2 [IOL board — legacy ports X2
3 | 6xPCl hot plug slots (133Mhz)
Internal Peripheral Drawer with: 4 | DVD-ROM drive
5 | 2xInternal SCSI RAID disks
6 | USB port
PMB board 7
2 or 4 DPS units 8*
2xQBB subsets (1 to 4 CPUs each) 9
10 | Slideaway console with monitor and keyboard 1U
11 | 8—ports KVM switch 1U
12 | PAP unit with CD—ROM writer, FDD and 2 disks 2U
13* |1 or 2 PDU(s) with AC power cable
14 | 1 optional SCSI disk 2U
16 | Free space for additional components (SCSI or FC disks) 18 U
* Redundant servers are connected to 2 PDUs and have 4 DPS units.
Figure 5.  NovaScale 5165 Server components (40U cabinet example)
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NovaScale 6085 Server
¥ Note:
Server components and configuration may differ according to the version chosen.

The server is delivered rack—mounted and pre—cabled in a low or high cabinet, typically
containing the following components:

10
e L LLELEH =—0— 11
12 —
13 —1 13
ﬂ—h___&‘-
16
- g B
| S|
. . 4 + B 1 3
— 2
g —
o =
Front Rear
1 | CSS module with core unit, power supply and AC power cable, including: 8u
2x10 Boxes (IOC) each with: 2 | IOL board — legacy ports
3 | 6xPCl hot plug slots (133Mhz)
2xInternal Peripheral Drawers each with: 4 | DVD-ROM drive
5 | 2xInternal SCSI RAID disks
6 | USB port
PMB board 7
2 or 4 DPS units 8*
2xQBB subsets (1 to 4 CPUs each) 9
10 [ Slideaway console with monitor and keyboard 1U
11 | 8—ports KVM switch 1U
12 | PAP unit with CD—ROM writer, FDD and 2 disks 2U
13* |1 or 2 PDU(s) with AC power cable
14 |1 optional FC disk 3U
16 | Free space for additional components 4 U
* Redundant servers are connected to 2 PDUs and have 4 DPS units.

Figure 6.  NovaScale 6085 Server components (19 U cabinet example)
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NovaScale 6165 Server

% Note:

Server components and configuration may differ according to the version chosen.

The server is delivered rack—mounted and pre—cabled in a low or high cabinet, typically
containing the following components:

15 15

]
Rear
1, | CSS module with core unit, power supply and AC power cable, including: 8uU
15 [10 Box (10C) with: 2 [IOL board — legacy ports X2
3 | 6xPCl hot plug slots (133Mhz)
Internal Peripheral Drawer with: 4 | DVD—ROM drive
5 | 2xInternal SCSI RAID disks
6 | USB port
PMB board 7
2 or 4 DPS units 8*
2xQBB subsets (1 to 4 CPUs each) 9
10 | Slideaway console with monitor and keyboard 1U
11 | 8—ports KVM switch 1U
12 | PAP unit with CD—ROM writer, FDD and 2 disks 2U
13* |1 or 2 PDU(s) with AC power cable
14 |2 FC disks 6U
16 | Free space for additional components (SCSI or FC disks) 14 U
* Redundant servers are connected to 2 PDUs and have 4 DPS units.
Figure 7. NovaScale 6165 Server components (40U cabinet example)
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Server Components

= Note:

Server components and configuration may differ according to the version chosen.

Central Subsystem (CSS) Module

The CSS module houses main hardware components:

e

- Disk=

=1
e
I

— pvD-RpoM  10L 00—

T USB port

USE port
OVD-ROM — =

Disks —~{] 71 S 5 o
I s ey o oPs =

Bl p— .“ =

=L

QBB 0 QBE 1

Front

10 Box 1

Rear

Front 1 or 2 QBB (Quad Brick Board) subset(s):
Each QBB subset houses:

1 mother board

2 memory boards

1 to 4 processors

16 DIMMs

1 or 2 Internal Peripheral Drawer(s):

Each drawer houses:
e 2 internal SCSI RAID system disks
e 1 DVD-ROM drive
e 1 USB port

Rear 1 or 210 Box(es) (Input / Output Board Compact):
Each 10 Box can house:

e 1 HPB (PCI Hot Plug Board)

e 1|0OL (Input/ Output board Legacy):
— 2 A-type USB ports
1 RJ45 10/100/1000 Mbps Ethernet port
2 DB9-M RS232 serial ports
1 HD15-F VGA port

® 6 hot—plug 133 MHz PCI-X slots (2 long, 4 short)

1 PMB (Platform Management Board):

(via an Ethernet link).

This active board links the server to the Platform Administration Processor (PAP) Unit

Core 1 Core unit

This set of 5 active boards is used to interconnect the QBBs, I0OCs, DIBs and the PMB.

Figure 8.

= Note:

Abbreviations and acronyms are documented in the Glossary.

CSS module features (full CSS module example)

Introducing the Server
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Integrated Platform Administration Processor (PAP) Unit

1-12

A Warning:

The PAP unit has been specially configured for Bull NovaScale Server administration
and maintenance. NEVER use the PAP unit for other purposes and NEVER change
PAP unit configuration unless instructed to do so by an authorized Customer Service

Engineer.

The PAP unit is linked to the server via the Platform Management Board (PMB). It hosts
Platform Administration Software (PAM). According to version, the PAP unit is located in the
center of a high cabinet or at the top of a low cabinet.

PAP Unit 1U

PAP Unit 2U

e 1P4C/3GHz PC

1 GB RAM
2 x 80 GB SATA disks (RAID1)

1 CD/DVD-ROM drive

11 FDD

2 serial ports

1 parallel port

3 PCl slots

2 Gigabit Ethernet ports (1 free)
3 USB 2.0 ports (1 front + 2 rear)
1 SVGA video port

2 PS/2 ports

e 1P4C /2.6 GHz PC

1 GB RAM

2 x 80 GB SATA disks (RAID1)
1 free disk slot

1 CD/DVD-ROM drive

1 FDD

2 serial ports

1 parallel port

3 PCl slots

2 Gigabit Ethernet ports (1 free)
3 USB 2.0 ports (1 front + 2 rear)
1 SVGA video port

2 PS/2 ports

¢ Microsoft Windows operating system

e Internet Explorer software

o PAM software

e 1 power cable

Figure 9.
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Integrated Console

According to version, the console is located in the center of a high cabinet or at the top of a
low cabinet.

The inegrated slideaway Console contains the keyboard, monitor and touch pad used for
local access to the server and to the Platform Administration Processor (PAP) Unit.

¢ 1 monitor
e 1 QWERTY keyboard and touch pad

e 1 power cable

Figure 10. Slideaway Console features
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Keyboard / Video / Mouse (KVM) Switch

The KVM Switch allows the use of the integrated console for the local server and the local
Platform Administration and Maintenance console.

8-Port KVM Switch

RTE H MASEEr LILeUz. . .
. &lh sinrers | : i % = & W, ¥ Pt Ry .

e 8 ports

e 1 power cable

Figure 11.  8—port KVM switch features

16—Port KVM Switch

ﬂ FRESEEAE EANARENE R W - - S————
o weeed -

e 16 ports

e 1 power cable

Figure 12.  16—port KVM switch features
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SR-0812 SCSI RAID / SJ-0812 SCSI JBOD Disk Racks

Optionally, SR-0812 SCSI RAID / SJ-0812 SCSI JBOD Disk Racks are delivered with
pre—installed system disks (two RAID#1 and one spare disk per domain). Empty slots can
be used for data disks. According to version, the Disk Rack is located in the main or I/O
cabinet.

e 8slots
¢ 1 RAID controller card
e 2 power cables (redundant power supply)
Figure 13. SR-0812 SCSI RAID / SJ-0812 SCSI JBOD disk rack features

SJ-0812 SCSI JBOD Extension Disk Rack

The SJ—-0812 SCSI JBOD Extension Disk Rack offers eight empty slots for Customer data
disks. According to version, the Extension Disk Rack is located in the main or 1/O cabinet.

e T

e 8slots

e 2 power cables (redundant power supply)

Figure 14. SJ-0812 SCSI JBOD extension disk rack features

Introducing the Server 1-15



FDA 1x00 FC Disk Rack
Optionally, the FDA 1x00 FC Disk Rack is delivered with pre—installed system disks (two
RAID#1 and one spare disk per domain). Empty slots can be used for data disks. According
to version, the Disk Rack is located in the main or I/O cabinet.

AN ELELE B BLE . BLELE B HLB B| |

15 slots
2 FC RAID controller cards, 1 FC port per controller
3 disks per domain (2 RAID#1 + 1 spare)

e 2 power cables (redundant power supply)

Figure 15. FDA 1x00 FC disk rack features

FDA 2x00 FC Disk Rack
Optionallay, the FDA 2x00 FC Disk Rack is delivered with pre—installed system disks (two
RAID#1 and one spare disk per domain). Empty slots can be used for data disks. According
to version, the Disk Rack is located in the main or I/O cabinet.

AN ELEEEELEEEE R R

L1
QUL

1 controller unit & 1 disk unit

15 slots
2 FC RAID controller cards, 2 FC ports per controller
3 disks per domain (2 RAID#1 + 1 spare)

e 2 power cables (redundant power supply)

Figure 16. FDA 2x00 FC disk rack features
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FDA 1x00 FC Extension Disk Rack

The FDA 1x00 FC Extension Disk Rack offers15 empty slots for data disks. According to
version, the Disk Rack is located in the main or I/O cabinet.

AR ELELE B ELE BLELE B BB Bl

e 15slots

e 2 power cables (redundant power supply)

Figure 17. FDA 1x00 FC extension disk rack features
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Ethernet Hub

The optional Maintenance LAN Ethernet Hub is used to connect PMB, PAP Unit and
external FDA FC Disk Rack Ethernet ports.

Ethernet Hub — 8ports
— 1 power cable
— 1 power bar

Figure 18. Ethernet hub features

USB Modem

The optional USB modem is used to transmit Autocalls to the Remote Maintenance Center,
if your maintenance contract includes the Autocall feature.

USB Modem — 1 USB cable
— 1 RJ11 cable

Figure 19. USB modem features

NPort Server

The Nport Server is used connect the administration port of the SR—0812 SCSI RAID disk
rack to the PAP Unit.

NPort Server — 2 DB9to Jack cable
— 1 RJ45 — RJ45 Ethernet cable

Figure 20. NPort Server features
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Accessing Server Components

During normal operation, cabinet components can be accessed from the front. Customer
Service Engineers may also remove the rear and side covers for certain maintenance

operations.

A Important:

Optimum cooling and airflow is ensured when the cabinet door is closed.

Opening the Front Door

Tools Required:
e Cabinet key

Figure 21.  Opening the front door
1. Unlock the front door with the key.
2. Pull out the locking mechanism and turn to open.

3. Open the door as required.
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Closing the Front Door
1. Close the door.

2. Turn the locking mechanism to close and push back into place.
3. Lock the front door with the key.

Opening / Closing the Integrated Console
The server is equipped with an integrated console for local administration and maintenance
operations.

Figure 22. Integrated console
To open the integrated console:
1. Slide the console forward until it clicks into place.
2. Use the front bar to lift the screen panel into position.
To close the integrated console:

1. Press the 2 buttons marked PUSH on either side of the keyboard panel to release the
console.

2. Lower the front bar to close the screen panel.

3. Slide the console back into the cabinet.
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Bull NovaScale Server Resources
= Note:

According to server configuration and version, certain features and functions described in
this guide may not be accessible. Please contact your Bull Sales Representative for sales
information.

System Resource and Documentation CD-Roms
The Bull NovaScale Server System Resource and Documentation CD—Roms contain all the
firmware and documentation referred to in this guide.

PAM Software Package
The Bull NovaScale Server is equipped with an integrated Platform Administration and
Maintenance software package, otherwise known as the PAM software package.

One part of PAM software is an embedded application (MAESTRO) running on the Platform
Management Board(s) (PMB) and the other is an external application (PAM Kernel / Web
User Interface) running on the Platform Administration Processor (PAP) unit under Microsoft
Windows.

CReodie
Hardware ﬁements

Internal Ethernet Link

PAP Unit

(PAM Kernel /
Figure 23. PAM software deployment

The PAM Web—based administration and maintenance tools give you immediate insight into
system status and configuration. You will use PAM software to operate, monitor, and
configure your Bull NovaScale Server.

eb User Interface)

As soon as your system is connected to the power supply, the PAP unit running Microsoft
Windows and PAM software also powers up. For further information about connecting to
PAM, see Connecting to the PAM Web Site, on page[2-2.]

PAP Unit Mirroring and Failover Policy
Most configuration, administration, and maintenance activities are carried out from the PAP
unit. To ensure a high level of data integrity and availability, the PAP unit is equipped with
two extractable mirrored disks. Mirroring writes and updates data across both disks,
creating a single logical volume with completely redundant information on each disk. If one
disk fails, it can be replaced without losing data.

¥ Note:
For enhanced data integrity and availability, the PAP unit can be equipped with a third disk.
Contact your Customer Representative for details.
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EFI Utilities

The Bull NovaScale Server EFI utilities provide a complete set of configuration, operation,
and maintenance tools:

e EFI driver,

e EFI Shell,

e EFI system utility,

e EFI system diagnostic,

e Operating System loader.

For further details, see Chapter 5. Tips and Features for Administrators.
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Chapter 2. Getting Started

This chapter explains how to connect to and start server domains. It includes the following
topics:

¢ |Connecting to the PAM Web Site, on page 2-2|

e |PAM User Interface, on page 2-5|

e [Setting up Users, on page 2-9|

e [Toggling the Local / Integrated Console Display, on page 2-9|

e [Powering Up / Down the NovaScale 5xx5 Server Domain, on page 2-10|

e |[Powering Up / Down NovaScale 6085 Server Domains, on page 2-12)

e |[Powering Up / Down NovaScale 6165 Server Domains, on page 2-17|

e |Preparing Server Domains for Remote Access via the Enterprise LAN, on page 2-22|

e |Preparing Server Domains for Remote Access via the Web, on page 2-24|

e |Connecting to a Server Domain via the Enterprise LAN, on page 2-25|

e [Connecting to a Server Domain via the Web, on page 2-26)

e |Installing Applications, on page 2-27|

¥ Note:
Customer Administrators and Customer Operators are respectively advised to consult the
Administrator’'s Memorandum, on page or the Operator’s Memorandum, on page [xxvi
for a detailed summary of the everyday tasks they will perform.
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Connecting to the PAM Web Site

The server is equipped with an integrated Platform Administration and Maintenance
software package, otherwise known as PAM software. One part of PAM software is an
embedded application (MAESTRO) running on the Platform Management Board (PMB) and
the other is an external application running on the Platform Administration Processor (PAP)
unit under Microsoft Windows.

The PAM Web—based administration and maintenance tools give you immediate insight into
system status and configuration. You will use PAM software to operate, monitor, and
configure your server.

= Notes:

Local and remote access rights to the PAP unit and to the PAM Web site must be
configured by the Customer Administrator. For further details, refer to the Microsoft
Windows documentation and to Setting up PAP Unit Users, on page
Customer Administrator rights are required for all PAM configuration tasks.

Connecting to the PAM Web Site from the Local / Integrated Console

A CAUTION:

Access to the local / integrated console should be restricted to Customer / Support
Administrators and Operators ONLY to avoid inadvertent damage to software and/or
hardware components.

1. Check that the KVM switch is set to the PAP Unit port. See Toggling the Local /
Integrated Console Display, on page

2. From the PAP unit Microsoft Windows desktop, double—click the PAM icon
(http://localhost/PAM).

3. When prompted, enter the appropriate Administrator or Operator User Name and
Password. The PAM home page appears.
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Connecting to the PAM Web Site from a Remote Computer

The PAM Software utility can be accessed from any PC running Microsoft Windows with the
Internet Explorer (6 or later) browser installed and/or from any workstation running Linux
with the Mozilla (1.6 or later) browser installed.

A Important:

Before connecting to PAM from a remote computer, you are advised to disconnect
from your local Windows session on the PAP unit by clicking Start — Log Off.

If Pop—up Blocker is turned on in your Web Browser, you MUST add the PAM Web
site to the list of allowed sites.

Do NOT use the Mozilla browser on the PAP unit.

Enabling Remote Access to the PAM Web Site with Internet Explorer
1. From the remote computer, configure Internet Explorer to connect directly to the PAM
Web site:

a. From the Internet Explorer main menu bar, click Tools — Internet Options.

b. Under the General tab, type the PAM Web site URL defined during the PAP
installation procedure in the Home Page Address field:
http://<PAPname>/fam
(where <PAPname> is the name allocated to the PAP unit during setup).

c. Click Advanced — Restore Defaults to validate default settings.
d. Save your changes and close Internet Explorer.
2. Launch Internet Explorer to connect directly to the PAM web site.

3. When prompted, enter the appropriate Administrator or Operator User Name and
Password. The PAM home page appears.

Enabling Remote Access to the PAM Web Site with Mozilla
1. From the remote computer, configure Mozilla to connect directly to the PAM Web site:

a. From the Mozilla main menu bar, select Edit — Preferences — Navigator.

b. Select the Home Page checkbox and enter the PAM Web site URL defined during the
PAP installation procedure in the location field:
http://<PAPname>/fam
(where <PAPnames is the name allocated to PAP unit during setup).

c. Select the Restore Defaults checkbox to validate default settins.
d. Save your changes and close Mozilla.
2. Launch Mozilla to connect directly to the PAM web site.

3. When prompted, enter the appropriate Administrator or Operator User Name and
Password. The PAM home page appears.

3
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Simultaneous Connection to the PAM Web Site

2-4

Several users can access the PAM Web site simultaneously.

A Important:

If configuration changes are made, they may not be visible to other users unless they
refresh the PAM Tree.

As Customer Administrator, you can view the list of PAM users currently logged onto the
PAM Web site by clicking Hardware Monitor — PAM Web Site.

The Web site version and a list of connected users and session details are displayed in the
Control pane.

'NovaScale
PAM WEB Site
PamSite Wersion ; 7.000
| Sessions on Pamsite
| current | Connected users | Session started at
eran04 11

Thea icon indicates the current session.
Figure 24. PAM Web site session details

You can also open several browser sessions from the same computer to obtain different
views of system operation. For example, as Customer Administrator, you may want to open
a first session for permanent and easy access to powering on/off functions, a second
session for access to system histories and archives, and a third session for access to
configuration menus, as shown in the following figure.

Adresse l@ hittp:{flocalhast/Pam)
status @ waRNING |8 I — ' NovaScale
o Status @ WARNING
EventsEQ® i | [ ) oew SREAT ExCopy & Defetel Ui Rerars
EventsERE:
‘Schemes
MyOperationsScheme
MyOperationsSchermeFull
NewScheme
ain | J E-EE MySite
[ Hardware Menitar L ! MyOperations-1 -4 Domain Manager
.3 History Manager -] 1 Hardware Monitar
Configuration Tasks [ 4 History Manager
ttp:/ flocalhost /PAM Nodes Info /wEventslist.asp— Microsoft Internet | : &-Ea Configuration Tasks
wer  Edben  Affichage  Favors  Qubls 7 '?wzm?",‘s =
secederte = - @) @] 4} | @Rechercher [h]Favoris  medis (B | | LoHidentties
= Customer Infarmatian
1552 [&] httpjflor ahostjPamjhiades(Info wE ventsList. asp §H|smnes
D- I Evenis
|Sp a! [ PAM
- g8 utocalls Selected scheme description:
‘Select all events I Unselect all events I
String contained in attribute |—Al—=| T
13 event(s
k 8y D Local Time Target
= \l) 2B2B400B 03/22i04-10:42:28  FRCLS5778wa WE
] \l) 28284004 03i22/04 - 10:38:53 FRCLB&778ca WE 1|
@ \1) 28284004 03i22/04 - 10:38:45 FRCLS&778\ca WE

5@ 2B2B400B 0322104 -10:38:37  FRCLS57THisa WE ‘@

Figure 25. Multiple session example
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PAM User Interface

The PAM user interface is divided into three areas in the browser window: a Status pane, a
PAM Tree pane, and a Control pane.

A C

Status

Events

= My Site
s Dormain Manager

-] B Hardware Monitor
i Histary Manager

Servicing Tools
Configuration Tasks

A| Status pane, on page|2-6|
B| PAM Tree pane, on page|2-7|
C| Control pane, on page|2-6|

Figure 26. PAM user interface
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Checking Server Status via PAM

The PAM user interface allows you to check system status at a glance. If the Functional
Status icon in the Status pane and the CSS Availability Status bar are green, the server
is ready to be powered up.

PAM Status Pane

The Status pane, which is automatically refreshed every few seconds, provides quick
access to the following synthetic information:

¢ Functional Status: if the system is operating correctly, the status icon is green,
e Event Messages: shows the number and maximum severity of pending event messages,

e CSS Availability Status: if the CSS Module PMB is detected as present, is configured
correctly, and is ready to operate, the status bar is green.

F— — D
E
A| System Functional Status icon E| CSS Availability Status icon
B| Presence/Functional Status toggle button F| Event Message Severity icon
C| Event Message Viewer G| New Event Message icon
D| Pending Event Message icon

Figure 27. Status pane

PAM Control Pane

When an item is selected in the PAM Tree pane, details and related commands are
displayed in the Control pane, which is automatically refreshed at one minute intervals.
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CSS Availability Status Bar

The CSS availability status bar reflects the operational status of the data link(s) between the
Platform Management Board (PMB) embedded in each CSS Module and the PAP Unit.
Each CSS module is represented by a zone in the status bar.

e When a CSS Module PMB is detected as PRESENT, the corresponding zone in the
status bar is GREEN.

¢ When a CSS Module PMB is detected as ABSENT, the corresponding zone in the status
bar is RED.

¢ When you hover the mouse over the status bar, an Infotip displays the presence status
of CSS Module PMB — PAP Unit data links.

The following figure represents the status bar for a bi-module server. One CSS Module
PMB is detected as PRESENT and the other is detected as ABSENT.

A: Bar red (CSS Module_0 not available)

Figure 28. CSS Module availability status bar (bi-module server)

PAM Tree Pane
= Note:

The PAM tree builiding process may take one to two minutes. The PAM tree pane is
refreshed on request.

The PAM Tree pane provides access to server administration and maintenance features:

Tree Nodes Function

to power on / off and manage domains. See Chapter 3. Manag-

Domain Manager ; ;
oma anage ing Domains.

to display the status of hardware components and assemblies.

Hardware Monitor See Chapter 4. Monitoring the Server.

to view logs and manage archives.See Chapter 4. Monitoring

History Manager the Server.

to customize server features.See Chapter 5. Tips and Features

Configuration Tasks for Administrators.

Table 3. PAM Tree nodes
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PAM Tree Toolbar
The PAM Tree toolbar, located at the top of the PAM Tree, is used to refresh, expand, or
collapse the tree display.

Explanation
K4 Refresh /rebuild the PAM Tree to view changes.

Expand the complete tree.

Collapse the complete tree.

TE
Y| Expand selected node.
E] Collapse selected node.

View the related Help topic.

Figure 29. PAM Tree toolbar

Setting up Users
As Customer Administrator, you must set up user accounts and passwords to control access
to the PAP unit. See Setting up PAP Unit Users, on page
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Toggling the Local / Integrated Console Display

During the powering up / down sequences, you will be requested to toggle the local /
integrated console from the PAP unit display to the server domain display, or vice versa, as
explained below.

A CAUTION:

Access to the local / integrated console should be restricted to Customer / Support
Administrators and Operators ONLY to avoid inadvertent damage to software and/or

hardware components.

The KVM Switch allows the integrated console to be used as the local server domain and
local PAP unit console. KVM ports are configured as shown in Table 4.

NovaScale 5xx5 Server

8—Port KVM Switch Console Display Domain
(MasterView)

Port 1 PAP Unit N/A

Port 2 Server Domain N/A
NovaScale 6xx5 Server

8-Port KVM Switch Console Display Domain

Port 1 PAP Unit N/A

Port 2 CSS0-Mod0-100 MyOperations—xx—1

Port 3 CSS0-Mod0-101 MyOperations—xx—2
or

16—Port KVM Switch Console Display Domain

Port 1 PAP Unit N/A

Port 3 CSS0-Mod0-100 MyOperations—xx—1

Port 4 CSS0-Mod0-101 MyOperations—xx—2

Port 5 CSS0-Mod1-100 MyOperations—xx—3

Port 6 CSS0-Mod1-101 MyOperations—xx—4
Table 4. KVM port configuration

You can easily toggle from the server domain display to the PAP unit display, or vice versa:

1.

Menu.

Select the required port with the T keys and press Enter.

The selected display appears on the Console monitor.

From the keyboard, press the Control key twice to display the KVM Switch Command

Getting Started 2
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Powering Up / Down Server Domains
To power up / down the server, see:
e Powering Up / Down the NovaScale 5xx5 Server Domain, on page
e Powering Up / Down NovaScale 6085 Server Domains, on page
e Powering Up / Down NovaScale 6165 Server Domains, on page

Powering Up the NovaScale 5xx5 Server Domain

NovaScale 5xx5 Servers are designed to operate as single SMP systems and are delivered
with one pre—configured domain.

When server status has been checked — functional status icon and CSS availability status
bar green in the Status pane — the server domain can be powered up.

= Note:

If an error dialog box appears during this sequence, see Chapter 3. Managing Domains.

To power up server domains:

4. From the PAM Tree, click Domain Manager to open the Control pane. A dialog box
invites you to load the server domain.

5. Click OK to confirm. The domain appears in the Control pane. If the domain is ready to
be powered up, INACTIVE is displayed in the Domain State box and the Power On
button is accessible.

6. Select the domain and click Power On to power up the server domain and associated
hardware components.

Functional status icon &
CSS avgjilability status indicator

Operating System type
—— ~ |m=|NovaScale

| I Multiple Power @Pn Ering View
/

Erpdrid Al

< Eower On...
Power O
Erset
Farce Pawer Off,
FPower Logs...
ReguestLogs...
; Faulflst
: B

B+ Configuration Tasks
* Downloads

Y
0 3

-] £1 Hardware Monitar

.4 History Manager

Wiew.
bodify...
Delete...

Figure 30. Domain Manager Control pane
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7. Follow the power—on steps displayed in the Domain State box, until RUNNING is
displayed.

Domain State Functiohal

-
=

[ RUNMING @ NORMAL

Figure 31. Domain state

8. Toggle the local / integrated console from the PAP unit display to the server display. See
Toggling the Local / Integrated Console Display, on page

9. Wait for the Operating System to load completely. The domain is now fully functional.
10.Check the Operating System environment pre—installed on the domain.

11. As Customer Administrator, you can now prepare each domain for remote access via the
Enterprise LAN and/or via the Web. See Preparing Server Domains for Remote Access
via the Enterprise LAN, on page and Preparing Server Domains for Remote Access
via the Web, on page|2-24.‘

Powering Down the NovaScale 5xx5 Server Domain
I Note:
If an error dialog box appears during this sequence, see Chapter 3. Managing Domains.
1. Shut down the Operating System to power down the domain to the stand—by mode.
2. Toggle the local / integrated console to the PAP unit display. INACTIVE is displayed in
the Domain State box and the Power ON button is accessible.

[ Note:

For further details about the Power ON / OFF sequences, see Powering ON a Domain, on
page and Powering OFF a Domain, on page[3-18]

¢ [f the same PAP unit administers more than one server, all servers can be powered on
simultaneously as follows:

a. Click Multiple Power. The Multiple Power Domains On/Off dialog opens.

b. Click Power On All — Execute to power on the servers and associated hardware
components.

e For further details about the Power ON / OFF sequences, see Powering ON a Domain
and Powering OFF a Domain in the User’s Guide.

Getting Started 2-11



Powering Up NovaScale 6085 Server Domains

2-12

The NovaScale 6085 Server is designed to operate as two hardware—independent SMP
systems, or domains.

For easy configuration and optimum use of the physical and logical resources required for
simultaneous operation, domains are defined by the Customer Administrator via the PAM
Domain Scheme wizard.

For further details about domain configuration, see Configuring Domains, on page|5-29.]

The server is delivered with a default scheme, or configuration file, called
MyOperationsScheme—xx containing two domains, MyOperations—xx—1 and
MyOperations—xx—2.your An Operating System instance is pre—installed on each domain
boot disk (EFI LUN). According to your requirements, identical or different Operating System
instances may be pre—installed on each EFI LUN. The default scheme allows domains to be
booted simultaneously or independently. A brief summary of the organization of physical
and logical resources in MyOperationsScheme—xx is given in the following table.

Notes:

e xx in the default scheme and domain names represents the Central Subsystem HW
identifier (from 00 to 16). For further details, refer to Checking PMB Code Wheel Settings,
on page 0.

¢ Inthe screen shots, tables, and examples in this guide:
— MyOperationsScheme—xx is referred to as MyOperationsScheme
— MyOperations—xx—1 is referred to as MyOperations—1
— MyOperations—xx-2 is referred to as MyOperations—2

¢ In the screen shots in this guide, an instance of Microsoft Windows is pre—installed on
MyOperations—xx—1 and an instance of Linux is pre—installed on MyOperations—xx-2.

Operating System type is indicated by the Microsoft Windows 23 or Linux E logo in the
Domain Identities box.

User’s Guide



MyOperationsScheme Organization

Domain Identity: MyOperations—1

Hardware Cell

Cell 0

Operating System
(customer—specific)

[y . .
i Wlndowsorﬂf Linux

EFI LUN** *<MyServer>_0LUO / <SAN>LUNO
I0C Module0_IOCO
QBBs Module0_QBBO

Domain KVM Ports

***CSS0_Mod0_IO0

Domain Identity: MyOperations—2

Hardware Cell

Cell_1

Operating System
(customer—specific)

N . .
i Windows or |Z)_ Linux

EFI LUN** *<MyServer>_0LUO / <SAN>LUN1
I0C Module0_IOC1
QBBs Module0_QBB1

Domain KVM Ports

***CSS0_Modo_IO1

* <MyServer> = default server name, e.g.: NS6085-0

* <SAN> = default SAN name

** EFI LUN: xLUx = Local boot LUN device location (ModxLU/Ox):

0LUO = LUN device located in Module0_DIBO or connected to Module0_IOCO
OLU1 = LUN device located in ModuleO_DIB1 or connected to Module0_IOC1
***CSSx = CSS number, Modx = Module number, |Ox = |O box number

Table 5. MyOperationsScheme organization — mono—module server

Getting Started
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= Note:

If an error dialog box appears during these sequences, see Chapter 3. Managing Domains.

To power up server domains:

1. From the PAM Tree, click Domain Manager to open the Control pane. You are invited
to load a domain configuration scheme.

2. Click Schemes. The Schemes List dialog opens displaying the pre—configured scheme.

3. Select MyOperationsScheme and click Apply.

43 Schemes List — Dialogue de page Web

Author Local Date & Time

| 4

Selected scheme description:
Default Scheme for MyServer ;I
L]
~Apply scheme as new configuration Add scheme to current configuration
Preview | Apply | —‘ ’7 preview | I | Help | ciose |

Figure 32. Domain schemes list dialog
4. When requested, click Yes to confirm. MyOperations—1 and MyOperations—2 domains
are loaded in the Control pane.
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If the domains are ready to be powered up, INACTIVE is displayed in the Domain State
boxes and the Power On button is accessible for each domain.

CI;lJSnctioqal %I[atuts itcon. 8a cat
vailability status indicator
aG'ﬁEaé)N Operating System type

NovaScale

J ] Muttiple Pawer FAFa rir[g\'rew W Epand Al || Callanse Al | =] Schemes (3 Save Snapshot
/

| Click the domain yo

Tsemain \ /" Domain State U/ Functional status 5
Ry S— - - == - BowerSn
'M'(SERVER . —I

: Phier o
) Dol d wyoperations-1 B nacTive @NORMAL S
[ 4 History Manager i =
- Configuration Tasks o 1D wyoperations-2 BlinacTive @ HORMAL Beset
2 Daownloads

Edroe Pawer Off,
Fower Logs
Eeauestlogs
Faultlst,
3 B

i
fadity,
Lelete.

Figure 33. Domain Manager Control pane
5. Click Multiple Power. The Multiple Power Domains On/Off dialog opens.

6. Click Power On All — Execute to simultaneously power on the domains and associated
hardware components.

/A Muitiple Power Domains On/0ff — Dialogue de page Web il ), S | x|
This dialog allows you to simultangously power on ¢ power off several selected domains,
INACTIVE domains can be powered on. i

RUNNING tomains can be powered off / forcibly powered off

Domains in intermediate states can anly be farcibly powered off

To power or-all INACTIVE domains, click Power On All
To power off all RUNNING damains, click Power Off All, A shutdown request 15 sent to each domain Operating System

Ta forcinly power off all RUNNING domains or domains in intermediate states, click Force Power Off All A shutdown request 1s NOT sent to each
domain Operating System

To cancel all selected operations, click Deselect All.

Deselect All | Pawer On All | Fower Off Al | Force Power Off All
Central subsystem ‘ Deselect | Power On | Power Off | Power Off Domains Domain State
@ MysERVER @ o [ [ [al @ wyoperations-1 BElnactve =
@ fo] (-] e @] myoperations-2 Bl macTive

Evecule Cancel I Helg |

Figure 34. Multiple power dialog

Getting Started 2-15



= Note:

Domains can also be powered on sequentially from the Control pane:

e Select MyOperations—1 in the Control pane and click Power On to power up the
domain and associated hardware components.

e Select MyOperations-2 in the Control pane and click Power On to power up the
domain and associated hardware components.

7. Follow the power—on steps displayed in the Domain State boxes, until RUNNING is
displayed in both Domain State boxes.

Domain = Domain State = Functional Stateg.

i NORMAL
[ RUNNING $ NORMAL

Figure 35. Domain state

8. Toggle the local / integrated console from the PAP unit display to MyOperations—1
display. See Toggling the Local / Integrated Console Display, on page

9. Wait for the Operating System to load completely. MyOperations—1 domain is now fully
functional.

10.Toggle the local / integrated console from MyOperations—1 display to MyOperations—2
display.

11. Wait for the Operating System to load completely. MyOperations—2 domain is now fully
functional.

12.Check the Operating System environment pre—installed on each domain.

13.As Customer Administrator, you can now prepare each domain for remote access via the
Enterprise LAN and/or via the Web. See Preparing Server Domains for Remote Access
via the Enterprise LAN, on _oage and Preparing Server Domains for Remote Access
via the Web, on page[2-24.|

Powering Down NovaScale 6085 Server Domains

2-16

=" Note:

If an error dialog box appears during this sequence, see Chapter 3. Managing Domains.

1. Shut down each Operating System to power down the corresponding domain to the
stand—by mode.

2. Toggle the local / integrated console to the PAP unit display. INACTIVE is displayed in
the Domain State boxes and the Power ON button is accessible for each domain.

¥ Note:
For further details about the Power ON / OFF sequences, see Powering ON a Domain, on
page and Powering OFF a Domain, on page
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Powering Up NovaScale 6165 Server Domains

The NovaScale 6165 Server is designed to operate as four hardware—independent SMP
systems, or domains.

For easy configuration and optimum use of the physical and logical resources required for
simultaneous operation, domains are defined by the Customer Administrator via the PAM
Domain Scheme wizard. For further details about domain configuration, see Configuring
Domains, on page

The server is delivered with a default scheme, or configuration file, called
MyOperationsScheme—xx, containing up to four domains, MyOperations—xx-1,
MyOperations—xx—2, MyOperations—xx-3, MyOperations—xx—4. An Operating System
instance is pre—installed on each domain boot disk (EFI LUN). According to your
requirements, identical or different Operating System instances may be pre—installed on
each EFI LUN. The default scheme allows you to simultaneously boot all domains. A brief
summary of the organization of physical and logical resources in
MyOperationsScheme—xx is given in the following table.

= Notes:

¢ xx in the default scheme and domain names represents the Central Subsystem HW
identifier (from 00 to 16). For further details, refer to Checking PMB Code Wheel Settings,
on page 0.

¢ In the screen shots, tables, and examples in this guide:
— MyOperationsScheme—xx is referred to as MyOperationsScheme
— MyOperations—xx-1 is referred to as MyOperations—1
— MyOperations—xx-2 is referred to as MyOperations—2
— MyOperations—xx-3 is referred to as MyOperations—3
— MyOperations—xx—4 is referred to as MyOperations—4

¢ In the screen shots in this guide, an instance of Microsoft Windows is pre—installed on
MyOperations—xx-1 and MyOperations—xx-3 and an instance of Linux is pre—installed
on MyOperations—xx—2 and MyOperations—xx—4.

Operating System type is indicated by the Microsoft Windows e or Linux E logo in the
Domain Identities box.
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MyOperationsScheme Organization

Domain Identity: MyOperations-1

Hardware Cell

Cell O

Operating System
(customer—specific)

[y . .
i Wmdowsorm_ Linux

EFI LUN** *<MyServer>_0LUO / <SAN>LUNO
10C Module0_IOCO
QBBs Module0_QBBO0

Domain KVM Ports

***CSS0_Mod0_IO0

n Identity: MyOperations—2

Hardware Cell

Cell_1

Operating System
(customer—specific)

N . .
i Windows or m_ Linux

EFI LUN** *<MyServer>_0LUO / <SAN>LUNT
10C Module0_IOC1
QBBs Module0O_QBB1

Domain KVM Ports

***CSS0_Modo_IO1

n Identity: MyOperations—3

(NovaScale 6165 Server)

Hardware Cell

Cell 2

Operating System
(customer—specific)

[y . .
% Windows or Ia_ Linux

EFI LUN** *<MyServer>_0LUO / <SAN>LUN2
I0C Module1_IOCO
QBBs Module1_QBB0

Domain KVM Ports

***CSS0_Mod1_IO0

n Identity: MyOperations—4

(NovaScale 6165 Server)

Hardware Cell

Cell 3

Operating System
(customer—specific)

[y . .
i Wmdowsorm_ Linux

EFI LUN** *<MyServer>_0LUO / <SAN>LUN3
10C Module1_IOCH1
QBBs Module1_QBB1

Domain KVM Ports

***CSS0_Mod1_IO1

* <MyServer> = default server name, e.g.: NS6085-0, NS6165-0

* <SAN> = default SAN name

** EFI LUN: xLUx = Local boot LUN device location (ModxLU/Ox):
OLUO = LUN device located in Module0_DIBO or connected to Module0_IOCO
0LU1 = LUN device located in Module0_DIB1 or connected to Module0_IOCH1
0LU2 = LUN device located in Module1_DIBO or connected to Module1 _IOCO
OLU3 = LUN device located in Module1_DIB1 or connected to Module1_10CH1

***CSSx = CSS number, Modx = Module number, IOx = 10 box number
Table 6. MyOperations Scheme organization — bi-module server
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= Note:

If an error dialog box appears during these sequences, see Chapter 3. Managing Domains.

To power up server domains:

3.

From the PAM Tree, click Domain Manager to open the Control pane. You are invited
to load a domain configuration scheme.

4. Click Schemes. The Schemes List dialog opens displaying the pre—configured scheme.

5. Select MyOperationsScheme and click Apply.

Local Date & Time

| 4

Selected scheme description:
Default Scheme for MyServer ;I
I
Apply SCheme as new configuration Add scheme to current configuration
preview | apply | —‘ ’V preview | Ao Hep | ciose |

Figure 36. Domain schemes list dialog

6. When requested, click Yes to confirm. MyOperations—1, MyOperations-2,
MyOperations—3, and MyOperations—4 domains are loaded in the Control pane.
If the domains are ready to be powered up, INACTIVE is displayed in the Domain State

boxes and the Power On button is accessible for each domain.
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Functional status icon &
CSSs %’ﬁill':agi\llity status indicator

N Operating System type

Events EQ€Y

Eo=E_ o)

DE MovaSeale
~dB Managier

[ Hardware Monitor
[+ % History Manager

Power On...

7 i T Power O
] ) myoperations-2 B nacTive @oRMAL Eecet
L[] myoperations-3 B nacTive @NORMAL Earce Pawer Oit
LA myopsrations-4 INACTIVE NORMAL Poirer Lags..

Reguest Logs
Faultlist
Burip

B-EEa Configuration Tasks
Downloads

Wigw
i Modlify
Delete.,

Figure 37. Domain Manager Control pane
7. Click Multiple Power. The Multiple Power Domains On/Off dialog opens.

8. Click Power On All — Execute to simultaneously power on the domains and associated
hardware components.

‘A Multiple Power Domains On/Off — Dialogue de page Web T ol | x|
This dialog allows you to simultansously power on / power off several selected domains.
INACTIVE domains can be powered on

RUNNING domaing can be powered off / farcibly powerec off,

Domains in intermediate states can only be forcibly powered off.

To power on all INACTIVE damains, click Pawer On All.
To power off all RUMNING domains, click Power Off Al A shutdown request is sent to each domain Operating System.

To forcibly power off all RUNNING domains or domaing in intermediate states, click Force Power OFF All A shutdown request is NOT sent to each
domain Operating Systerm.

To cancel all selected operations, click Deselect All

Deselact All | Power On All | Power Off Al | Force Powear Of All
Central subsystem ‘ Deselect | Power On | Power Off PnT;goﬁ‘ Domains ‘ Domain State
& WYSERVER S O & & [ wyoperations-1 Blinactive =
& o & e [ wyoperations-2 B nacTive
& {5 & ® [ myoperations-3 BlnacTtive
& (@ @ <] [ myoperations-4 Bl nacTive

|4

Exerite Cancel I Help

Figure 38. Multiple power dialog
¥ Note:

Domains can also be powered on sequentially from the Control pane:

e Select MyOperations—1 in the Control pane and click Power On to power up the

domain and associated hardware components. Repeat this step for each domain in the
Control pane.
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9. Follow the power—on steps displayed in the Domain State boxes, until RUNNING is
displayed in all Domain State boxes.

Domain Y, Domain State &/ Functional Stateég

[l 4 MyOperations-1 [ RUNNING O NORMAL
[a | O Myoperations-2 [ RUNNING i NORMAL
¥ Myoperations-3 M RUNNING & NORMAL

B A& MyOperations-4 [ RUNNING NORMAL

Figure 39. Domain state

10.Toggle the local / integrated console from the PAP unit display to the first domain display.
See Toggling the Local / Integrated Console Display, on page [2-9.]

11. Wait for the Operating System to load completely. The domain is now fully functional.

12.Toggle the local / integrated console from this domain display to the next domain
display.

13.Wait for the Operating System to load completely. The domain is now fully functional.
14.Repeat Steps 12 and 13 for each domain.
15.Check the Operating System environment pre—installed on each domain.

16.As Customer Administrator, you can now prepare each domain for remote access via the
Enterprise LAN and/or via the Web. See Preparing Server Domains for Remote Access
via the Enterprise LAN, on page[2-22]and Preparing Server Domains for Remote Access
via the Web, on page|2-24.‘

= Note:

If an error dialog box appears during this sequence, see Chapter 3. Managing Domains.

Powering Down NovaScale 6165 Server Domains
1. Shut down each Operating System to power down the corresponding domain to the
stand—-by mode.

2. Toggle the local / integrated console to the PAP unit display. INACTIVE is displayed in
the Domain State boxes and the Power ON button is accessible for each domain.

=¥ Note:
For further details about the Power ON / OFF sequences, see Powering ON a Domain, on
page and Powering OFF a Domain, on page[3-18]
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Preparing Server Domains for Remote Access via the
Enterprise LAN

A CAUTION:

Access to the local / integrated console should be restricted to Customer / Support
Administrators and Operators ONLY to avoid inadvertent damage to software and/or
hardware components.

¥ Note:
Required networking data is indicated in the Read Me First document delivered with the
server and is also recorded under the corresponding PAM Domain Identity.
Customer Administrator rights are required for all PAM configuration tasks.

Microsoft Windows Domain

1.

2 e

Toggle the integrated console to the corresponding Windows domain port. See Toggling
the Local / Integrated Console Display, on page

From the Windows desktop, right click My Computer and select Properties — Remote.
Check the Allow remote connection box.

Share the <system root>\system32\clients\tsclient directory via the Explorer.

Toggle the integrated console to the PAP unit port.

From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Identities to open the Identities page.

Select the corresponding Windows domain from the list and click Edit to open the Edit
an ldentity dialog.

Check that the Network Name, IP Address, and URL fields are completed. If not,
complete these fields with the networking data entered during the Windows setup
completion procedure and click OK.

Linux Redhat Domain

2-22

1.

Toggle the integrated console to the corresponding Linux domain port. See Toggling the
Local / Integrated Console Display, on page

2. From the Linux desktop, enable remote connection via telnet, rlogin, ftp, ...:

From the PAP unit Internet Explorer or Mozilla browser, enter the Webmin URL:
http://<networkname>:10000, where <networkname> is the network name given to
the server domain during the Linux setup completion procedure.

The Login to Webmin dialog box opens.

Click the Networking icon. The Networking main page opens.

5. Click Extended Internet Services to display the list of available services.

6. From the service list, check that Yes is displayed in the status column. If No is displayed

in the status column, proceed as follows to enable the service:
a. Select the required service from the list.

b. Complete the fields accordingly.

c. Click Yes after Service enabled?

d. Click Save.

Repeat step 3 for each required service.
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8. Click Apply changes to apply all changes.

9. Click Return to index.

10.Click Log Out to exit Webmin.

11. Toggle the integrated console to the PAP unit port.

12.From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Identities to open the Identities page.

13.Select the corresponding Linux domain from the list and click Edit to open the Edit an
Identity dialog.

14.Check that the Network Name, IP Address, and URL fields are completed. If not,
complete these fields with the networking data entered during the Linux setup completion
procedure and click OK.

Linux SUSE Domain

1. Toggle the integrated console to the corresponding Linux domain port. See Toggling the
Local / Integrated Console Display, on page

From the Linux desktop, enable remote connection via telnet, rlogin, ftp, ...:
Launch the yast2 command to open the Yast Control Center screen.
Click the Network/Basic icon in the left pane.

Click Start/stop services (inetd).

o o v N

From the Network Services page, select On with customer configuration and click
Next to open the Enable/disable network services page.

7. From the service list, check that Active is displayed in the status column. Proceed as
follows to enable the service:

a. Select the required service from the list.
b. Click Activate.
8. Repeat step 5 for each required service.
9. Click Finish to apply all changes.
10.Click Close to exit yast2.
11. Toggle the integrated console to the PAP unit port.

12.From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Identities to open the Identities page.

13.Select the corresponding Windows domain from the list and click Edit to open the Edit
an Identity dialog.

14.Check that the Network Name, IP Address, and URL fields are completed. If not,
complete these fields with the networking data entered during the Linux setup completion
procedure and click OK.
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Preparing Server Domains for Remote Access via the Web

A CAUTION:

Remote access via the Web is a potential security hazard. Customers are strongly
advised to protect their systems with up-to—date protection devices such as
virus—prevention programs and firewalls, and to maintain a detailed record of
authorized users.

Microsoft Windows Domain

1.

Toggle the integrated console to the corresponding Windows domain port. See Toggling
the Local / Integrated Console Display, on page

Left click Start — Control Panel — Add or Remove Programs.

3. Select Add / Remove Windows Components.

4. Click Web Application Services — Details — Internet Information Services —

Details — World Wide Web Services — Details — Remote Desktop Web
Connection. Validate where required by clicking OK or Next.

5. Insert the the Microsoft Windows CD—ROM in the CD—ROM / DVD drive.

The Microsoft Windows setup wizard is launched automatically and guides you through
the setup completion procedure.

Toggle the integrated console to the PAP unit port.

From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Identities to open the Identities page.

Select the corresponding Windows domain from the list and click Edit to open the Edit
an ldentity dialog.

10.Check that the Network Name, IP Address, and URL fields are completed. If not,

complete these fields with the networking data entered during the Windows setup
completion procedure and click OK.

Linux Domain
Virtual Network Computing (VNC) remote control software allows users to interact with the
server from a remote computer via Internet.

2-24

The server domain is ready for remote connection.

1.

Toggle the integrated console to the PAP unit port.

2. From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Identities to open the Identities page.

3. Select the corresponding Linux domain from the list and click Edit to open the Edit an
Identity dialog.

4. Check that the Network Name, IP Address, and URL fields are completed. If not,
complete these fields with the networking data entered during the Linux setup completion
procedure and click OK.
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Connecting to a Server Domain via the Enterprise LAN

Microsoft Windows Domain
1. Check that Client for Microsoft Networks is installed on the remote computer and that
the remote computer is connected to the same LAN as the server domain.

2. Check that Client for Remote Desktop is installed on the remote computer. If the
Remote Desktop Connection menu does not exist:

a. Click Start — Run.

b. Type \\<networknames\tsclient\win32\setup.exe in the box, where
<networknames> is the network name given to the server domain during the
Windows setup completion procedure.

3. Connect to the server domain by running:

a. Microsoft Windows XP (and later):
All Programs — Accessories — Communication — Remote Desktop
Connection.

b. All other versions of Microsoft Windows:
Programs — Remote Desktop Connection — OK.

4. Type Administrator (default administrator user name) in the User name field.

5. Type the administrator password defined during the Windows setup completion
procedure in the Password field.

6. The remote computer connects to the server domain.

Linux Domain
1. Enter the following command:

ssh <networkname> —| user_name, where <networknames is the network name given
to the server domain during the Linux setup completion procedure.

2. The remote computer connects to the server domain.
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Connecting to the Server via the Web

Microsoft Windows Domain

1. Check that Internet Explorer (6 or later) and Terminal Server Client are installed on
the remote computer.

2. Launch the Internet Explorer or Netscape browser and connect to the server desktop,
url: http://<networknames/tsweb/, where <networknames> is the network name given
to the server domain during the Windows setup completion procedure. See the
Read Me First document delivered with the server.

Linux Domain

Virtual Network Computing (VNC) remote control software allows users to interact with the
server from a remote computer via Internet.

1. Check that VNC Server is installed.
Execute the vhncpasswd command to initialize the password.

Execute the vneserver command to start the process.

P OD

Record the <networkname> display number for the remote computer, where
<networknames is the network name given to the server domain during the Linux setup
completion procedure.
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Installing Applications

A Important:

Reserved for partitioned servers and extended systems. Please contact your Bull
Sales Representative for sales information.

When you install an application protected by a system serial number, you are requested to
supply this serial number.

For optimum flexibility, PAM software allows you to replace the physical serial number by a
logical licensing number so that you can run the application on any physical partition and, in
the case of extended systems, on any of the Central Subsystems within the extended
configuration.

For details on how to define and manage the logical licensing number, please refer to
Creating, Editing, Copying, Deleting a Domain Identity, on page
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Chapter 3. Managing Domains

This chapter explains how, as Customer Administrator and/or Customer Operator, you can
manage server domains. It includes the following topics:

¢ |Introducing PAM Domain Management Tools, on page 3-2|

¢ [Managing Domain Configuration Schemes, on page 3-5|

¢ |Synchronizing NovaScale 5xx5 Server Domains, on page 3-6|

. |Powerinq On a Domain, on page 3—14|

e |Powering Off a Domain, on page 3-18|

. |Forcinq a Domain Power Off, on page 3-21|

¢ |Manually Resetting a Domain, on page 3-24|

e |Performing a Domain Memory Dump, on page 3-25|

e |Viewing the Domain Fault List, on page 3-26|

e |Viewing Domain Functional Status, on page 3-27]

e |Viewing Domain Power Logs, on page 3-28|

e |Viewing Domain Powering Sequences, on page 3-29|

e |Viewing Domain BIOS Info, on page 3-30)

» |Viewing Domain Request Logs, on page 3-31|

» |Viewing Domain Configuration, Resources and Status, on page 3-32|

e |Modifying Domain Configuration, on page 3-38|

e [Swapping a Domain EFI Boot LUN, on page 3-40|

e |Linking a LUN to a Fibre Channel Host, on page 3-42|
e |Adding a Data LUN, on page 3-45|
e [Removing a Data LUN, on page 3-50]

¢ (Adding Cells to a Domain, on page 3-54

¢ [Removing Cells from a Domain, on page 3-57

¢ [Deleting a Domain, on page 3-61|

¢ [Locking / Unlocking Hardware Elements, on page 3-64/

¢ (What to Do if an Incident Occurs, on page 3-67|

¥ Note:
Customer Administrators and Customer Operators are respectively advised to consult the
Administrator’s Memorandum, on page or the Operator’s Memorandum, on page
for a detailed summary of the everyday tasks they will perform.

For further information about user accounts and passwords, see Setting up PAP Unit Users,

on page
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Introducing PAM Domain Management Tools

3-2

A Important:

Certain domain configuration and management tools are reserved for use with
partitioned servers and extended systems. Please contact your Bull Sales
Representative for sales information.

A Bull NovaScale Server domain englobes all the hardware and software resources
managed by an Operating System instance.

NovaScale 5xx5 Servers are designed to operate as single SMP systems and are delivered
with one pre—configured domain.

NovaScale 6xx5 Servers are designed to operate as one, two, three or four
hardware—independent SMP systems or domains, each running an Operating System
instance and a specific set of applications.

The PAM Domain Manager is at the heart of server operation. Customer Administrators
and Operators have equal access rights to Domain Manager functions and the Control
pane is frequently used during operation. The Domain Manager Control pane gives access
to all domain commands and domain details.

What You Can Do

Via the Domain Manager Control pane, you can:
e Manage domain configuration schemes
e Power on a domain

e Power off a domain

e Perform a domain reset

e Perform a domain force power off

e Request a domain memory dump

e View functional status

e View power logs

e View powering sequences

e View BIOS info

e View request logs

e View domain configuration, resources and status

Note:

Access to certain hardware resources, such as system disks can be limited by using the
Exclusion / Inclusion function. See Limiting Access to Hardware Resources, on page
and Excluding / Including Hardware Elements, on page This function must be used
with care.
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From the PAM Tree, click Domain Manager to open the Control pane.

TO(i'bar Status Panel

] | Multiple Power ‘ [ Powering Yiew e A [@] Callapse Al -~ Schemes [ Save Snaps

Click the domain you want to manage

Domain State "~ Functional Status {8

- — . - Eowar On |
— = = " B Pawer Dff
L 5 INACTIVE @roRMAL ”4—"|
L] MyOperations-2 BEmacTve ABNORMAL Eeset. |
8 [ yoperations-3 B nacTve PnoRMAL Bl | Edrce Power Off |

LT yOperations-4 B mnacTve noRMAL

Power Lags

BeguestLogs |
i Faulb st |
Burp |

= |
hcdify |
Delete |

Command Bar

Toolbar

main, on page

Multiple Power Allows you to simultaneously power on /off several domains. See
Powering ON a Domain, on page|3-1 4land Powering OFF a Do-

see details on page[3-30.]

Powering View Dynamically displays domain power sequences and gives ac-
cess to Power Logs, see details on page and BIOS Info,

details on page|3—8.

Expand All Expands the list of domains included in the current domain con-
figuration.
Schemes Loads a selected scheme and displays Scheme Properties, see

use, see details on page|3-11.

Save Snapshot Saves current domain configuration as a new scheme for future

Status Panel

Domain Identities The names given to clearly identify domains, see details on page
[5-29]

Domain State Power sequence state. See Powering ON a Domain, on page
[3-14]and Powering OFF a Domain, on page|3-1 8]

Functional Status Status of the last action performed on a domain. See Viewing

Domain Functional Status, on page[3-27.]
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Command Bar

Power On Powers on the selected domain, see details on page|3-14.]
Power Off Powers off the selected domain, see details on page|3-18.]
Reset Resets the selected domain, see details on page|3-24.|

Force Power Off

Forcibly powers off the selected domain, see details on page

|3-21 |

Power Logs

Displays power sequence logs, see details on page|3-28.|

Request Logs

Displays Power On, Power Off, and Reset requests and request-
ors, see details on page|3-31.

Fault List Gives access to the domain fault list, see details on page|3-26.]
Dump Performs a domain memory dump, see details on page|3-25.|
View Displays Domain Resources, see details on page|3-32|and
BIOS Info, see details on page and gives access to the
Domain Modification dialog, see details on page|3-38.|
Modify Used to change current domain settings, see details on page
Delete Removes the selected domain from the current domain configu-

ration, see details on page[3-61.

Table 7. PAM Domain Manager tools
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Managing Domain Configuration Schemes

A Important:

Reserved for partitioned servers and extended systems.

Certain features described below are only available if you are connected to a Storage
Area Network (SAN).

Please contact your Bull Sales Representative for sales information.

What You Can Do
Via the Schemes tool in the Domain Manager Control pane toolbar, you can:

e Synchronize domains

e View a domain configuration scheme

e [oad a domain configuration scheme

e Add domains to the current domain configuration
e Replace the current domain configuration

e Save the current domain configuration snapshot

A Domain Configuration Scheme is the template or configuration file used to define and
manage a set of domains that can be active simultaneously. For easy configuration and
optimum use of the physical and logical resources required for simultaneous operation,
domains are defined via the PAM Domain Configuration Scheme wizard.

= Note:

Server components and configuration may differ according to site requirements.

NovaScale 5xx5 Server

NovaScale 5xx5 Servers are designed to operate as single SMP systems and are delivered
with one pre—configured domain.

NovaScale 6085 Server

The NovaScale 6085 Server is designed to operate as one or two hardware—independent
domains. The server is delivered with a pre—configured domain configuration scheme called
MyOperationsScheme containing two domains, MyOperations—1 and MyOperations—2,
allowing you to manage and administer all server resources.

NovaScale 6165 Server

The NovaScale 6165 Server is designed to operate as one, two, three or four
hardware—independent domains. The server is delivered with a pre—configured domain
configuration scheme called MyOperationsScheme containing four domains,
MyOperations—1, MyOperations—2, MyOperations—3 and MyOperations—4, allowing you
to manage and administer all server resources.

¥ Note:
As Customer Administrator, you may configure other schemes for domain management. For
further details about domain configuration options, see Configuring Domains, on page

To power on server domains, you must first load the required Domain Configuration
Scheme from the Domain Manager Control pane. Once the domain configuration scheme
has been loaded, domains can be powered up simultaneously or sequentially.
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Synchronizing NovaScale 5xx5 Server Domains

The Synchronize Domains command is used to load the NovaScale 5xx5 Server domain.
Each NovaScale 5xx5 Server is delivered with one pre—configured domain.

To load the server domain:
Click Synchronize Domains in the toolbar. The server domain(s) appear(s) in the Control
pane for management.

The other Schemes tool options are reserved for partitioned (NovaScale 6xx5 Servers) or
extended systems. See Configuring and Managing Extended Systems, on page|5-110.

Note:
Extended systems: this command will load all the NovaScale 5xx5 Server domains

adminstered by your PAP unit.

Viewing a Domain Configuration Scheme

3-6

Before loading a domain configuration scheme, you may want to know more about its
scope.

To view a scheme:
1. Click Domain Manager to open the Control pane.
2. Click Schemes in the Toolbar to open the Schemes List dialog.

3 Schemes List - Dialogue de page Web

Select a scheme from the list for use a5 a template to defing / modify the current domain configuration.
Schemes Local Date & Time

04/30/04 1

K

Selected scheme description:
Default scheme for MySenver

=

Apply scheme as new cunfiguratinn—‘ "Add scheme to current configuration

Preyiewl Apply I Ereviewl Add I Help I Close

Figure 40. Schemes list dialog
3. Select the required Scheme from the list and click Preview to view scheme properties.
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NovaScale 6085 Server

| A Scheme Property — Dialogue de page We x|
Stherme @ |MyOperationsScheme
Description © |Defau\t Scheme for MyServer =]
=l
Hata |Uks |
CelBiocks | D | Domain Identities | EFILUNS [ Data LUNs [L]ls]
ki L1 |2 myoperstions-1 | &vserver_oLun | <o Data LNz =» e
L2 | D wyoperations 2 | &vaerveR_oLut | <=NoDatalUNs > | @
: | | | [
Close I
NovaScale 6165 Server
3 Scheme Property -- Dialogue de page Weh 5'
Scheme . [MyCperationsScheme
Diescription © Default Scheme for MyServer =
F|
Deta LUNs |
CelBlocks | D | Domain Identities [ EFI LUNS I Data LUNs [L]s]
[ MYSERVER™ 1 P | 4 wyoperations-1 | &vsErvER LU | <o Data LUNS »» r@ =
[ B2 | D myoperations-2 | & wvserveR_oLun | <o Data LUNs = | @
| D3 | woperations-3 | @wvsErver_oLuz . [ @
4 |.& MyOperations-4 I&‘MYSERVER_DLM | <= Mo Diata LUNs == r@

Close I

CellBlocks Shows the Central Subsystems included in the scheme and how
they are partitioned into domains.

D Identifies physical partitions.

Domain Identi- | Shows the Identities allocated to each domain.

ties

EFI LUNs Indicates the EFI LUNs used to boot each domain.

Data LUNs Indicates the Data LUNs used by each domain.

L Indicates whether domain boot and data LUNs are linked to a fibre
channel host. Reserved for systems connected to a SAN.

S Indicates domain configuration status. A Green status icon indicates
that the domain is configured correctly and is ready for use, a Red
status icon indicates that the domain is not configured correctly and
is not ready for use. If the status icon is Red, see Configuring Do-
mains, on page

Figure 41. Scheme properties dialog
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Loading a Domain Configuration Scheme
To power on server domains, you must first load the required Domain Configuration

Scheme from the Domain Manager Control pane. Once the domain configuration scheme
has been loaded, domains can be powered up simultaneously or independently.

To load a scheme:
1. Click Domain Manager to open the Control pane. If a scheme has not been previously
loaded, you are invited to load one.

= Note:

If the required scheme is already loaded, it is available for domain management.
If a scheme is already loaded, but is not the required scheme, see Adding Domains to the

Current Domain Configuration and Replacing the Current Domain Configuration below.

2. Click Schemes in the Toolbar to open the Schemes List dialog.

43 Schemes List — Dialogue de page Web

Select a scheme from the list for use a5 a template to defing # modify the current domain configuration.
Author Local Date & Time

Schemes

-

Selected scheme description:
Default Scheme for MyServer ;I
L]

_Appw scheme as new CaniguratiDn Add scheme to current CaniguratiDn
Preview | Apply | —‘ ’7 preview | I | Help | ciose |

Figure 42. Schemes list dialog

Select the required Scheme from the list and click Preview to view scheme properties.
See Viewing a Domain Configuration Scheme, on page

Click Apply. A dialog box informs you that the selected scheme will replace the current
domain configuration.

Click Yes to confirm. All the domains included in the selected scheme are loaded in the
Control pane and are available for management.
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If the domains are ready to be powered up, INACTIVE is displayed in the Domain State
boxes. The Power On button becomes accessible once a domain has been selected.

NovaScale 6085 Server

Functional status icon &

CSS availability status indicator Select a domain to
GREEN

Operating System type access the Power On button

Status O)

EventsEQ€

] LI Muttiple Power  FE]Pfwsring View L
/

- ' Click the damain yfu want to manage

NEECEE 1 =

| . P Domain 5 4 Domain State ctiona

? — . | — - = Power
S Noatcale _ PYSERVER | S|

E : i ; Pleron
1 Hardwiare Monitor - (% myoperations-1 B macTve @HORMAL e
History Manager T
4 Configuration Tasks A 2] myoperations-2 B macTive NORMAL Eiezet
L A Downloads

Fdrce Pawer Off
PowetLoges
Beauestlogs.
Fauli st

NovaScale 6165 Server

unctjonal. status icon Select a domain
CSE ava‘lgaszttz s a?us |nds|‘cator to access the Power On button

Status @
EventsEd€)

Domain State

Power Ob..

&

1 Hardwiare Monitor . B HORMAL EOwero
[ 4 History Manager
Configuration Tagks ~f D myopeyions-2 B macTive NORMAL Eesst
2 Downloads L] gerations-3 INACTIVE NORMAL Faoree-Power Off

WivOperations-4 INACTIVE ENORMAL

Power Logs...
Regquest Logs
Faultlet
Bl

View:
Modify. .
Delate .

Figure 43. Domain Manager control pane
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= Note:

To display an Infotip listing the domain IP address, network name, cell composition and/or

EFI LUN, hover the mouse over the @ icon:

Domain 3 Functional Status§

' BB &y myOperations B INACTIVE P HORMAL

1P Addess: 125.123.1.2

Metwork Mame: MyCperations, net

Cellis): CELL_D;CELL_1;CELL_Z5CELL_3;

EFI Lun: MYSERVER_OLUO {located inkernally in CELL_0)

Figure 44. Domain Infotip

Adding Domains to the Current Domain Configuration

A scheme can include domains from one or more Central Subsystems. More domains can
be made available for domain management by adding one or more schemes to the current
domain configuration.

= Notes:

e New domains can only include resources that are INACTIVE in the current domain
configuration.

e The current domain configuration can be partially replaced by first deleting INACTIVE
domains and then adding a new domain scheme

¢ New domains must be configured via Configuration Tasks before they are available for
domain management. For further details, see Configuring Domains, on page|5-29|

To add domains:
1. Click Domain Manager to open the Control pane.
2. Click Schemes in the Toolbar to open the Schemes List dialog.

3. Select the required Scheme from the list and click Preview to view scheme properties.
See Viewing Domain Configuration Schemes, on page[3-6.]

4. Click Add. All the domains included in the scheme added are now available for
management in the Control pane.

Replacing the Current Domain Configuration

3-10

= Note:

All domains must be INACTIVE before the current domain configuration can be replaced.
To replace the current domain configuration:
1. Click Domain Manager to open the Control pane.

2. Check that all domains are INACTIVE. If a domain is not INACTIVE, it must be powered
down before the current domain configuration can be replaced. See Powering OFF a
Domain, on page

3. If required, save the current domain configuration. See Saving the Current Domain
Configuration Snapshot, on page

4. Click Schemes in the Toolbar to open the Schemes List dialog.

5. Select the required scheme from the list and click Preview to view scheme properties.
See Viewing a Domain Configuration Scheme, on page
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6. Click Apply. A dialog box informs you that the selected scheme will replace the current
domain configuration.

7. Click Yes to confirm. All the domains included in the selected scheme are loaded in the
Control pane and are available for management.

Saving the Current Domain Configuration Snapshot
You may want to save the current domain configuration, in particular if more than one
scheme has been loaded and/or if you have modified domain configuration. When you save
the current domain configuration, you create a new domain configuration scheme which is
then available for domain management.

To save the current domain configuration snapshot:
1. Click Domain Manager to open the Control pane.
2. Click Save Snapshot. The Save Snapshot dialog opens.

3 Save snapshot -- Dialogue de page Web 1 x|
1 . ) i
The current domain configuration can be saved as a new scheme for future use.

Save As
f &
Description
=
=l
List of available schemes:
Schemes | Author | Local Date & Time |
[yOperationsScheme [FrRCLss77EICA [0ar30i04 15:35:48 =

K

Selected scheme description:

KiE

&2 Indicates Required Field.

SE I Cancel |

Figure 45. Save Snapshot dialog

3. Enter a name and description for the new domain configuration scheme and click Save.
The Snapshot is now available as a scheme for domain management. For further
details, see Configuring Domains, on page|5-29.
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MyOperationsScheme Organization — NovaScale 6xx5 Servers

Domain Identity: MyOperations-1

Hardware Cell Cell O

Operating System

oYY ,
(customer—specific) % Windows or E Linux

EFI LUN** *<MyServer>_0LUO / <SAN>_LUNO
10C Module0_IOCO
QBBs Module0_QBBO0
Domain KVM Ports ***CSS0_Mod0 100
Domain Identity: MyOperations—2
Hardware Cell Cell_1
gﬁ:{:gg?_gg:;ﬁg ' Windows or E Linux
EFI LUN** *<MyServer-_0LU1 / <SAN>_LUN1
IoC Module0_IOCH
QBBs Module0_QBB1
Domain KVM Ports ***CSS0_Mod0_101
Domain Identity: MyOperations-3
(NovaScale 6165 Server)
Hardware Cell Cell 2
8’3:{:;:2?_?5:;?;3 % Windows or E Linux
EFI LUN** *<MyServer>_0LU2 / <SAN>_LUN2
IoC Module1_IOCO
QBBs Module1_QBBO0
Domain KVM Ports ***CSS0_Mod1_100

Domain Identity: MyOperations—4
(NovaScale 6165 Server)

Hardware Cell Cell 3

Operating System

EORYY -
(customer—specific) W Windows or E Linux

EFI LUN** *<MyServer>_0LU3 / <SAN>_LUN3
10C Module1_IOCH1

QBBs Module1_QBB1

Domain KVM Ports ***GCSS0_Mod1_101

* <MyServer> = default server name, e.g.: NS6085-0, NS6165-0
* <SAN> = default SAN name

** EFI LUN: xLUx = Local boot LUN device location (ModxLU/Ox):
OLUO = LUN device located in Module0_DIBO or connected to Module0_IOCO
0LU1 = LUN device located in Module0_DIB1 or connected to Module0_IOCH1
0LU2 = LUN device located in Module1_DIBO or connected to Module1 _IOCO
OLU3 = LUN device located in Module1_DIB1 or connected to Module1_10CH1

***CSSx = CSS number, Modx = Module number, I0x = IO box number

[
Operating System type is indicated by the Microsoft Windows e or Linux E logo in the
Domain Identities box.
Table 8. MyOperations Scheme organization — NovaScale 6xx5 Servers
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% Notes:
¢ In the screen shots, tables, and examples in this guide:
— MyOperationsScheme—xx is referred to as MyOperationsScheme
— MyOperations—xx-1 is referred to as MyOperations—1
— MyOperations—xx-2 is referred to as MyOperations—2
— MyOperations—xx-3 is referred to as MyOperations—3
— MyOperations—xx—4 is referred to as MyOperations—4

¢ xx in the default scheme and domain names represents the Central Subsystem HW
identifier (from 00 to 16). For further details, refer to PMB LEDs and Code Wheels, on
i

pagel4
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Powering On a Domain

What You Can Do
During the domain power—on sequence, you can:

e View functional status

e View power logs

e View powering sequences
e View BIOS info

e View request logs

e View domain configuration, resources and status

Important:

Certain domain configuration and management tools are reserved for use with
partitioned servers and extended systems. Please contact your Bull Sales
Representative for sales information.

Once connected to the Customer’s site power supply, the server initializes to the stand—by
mode and the integrated PAP unit powers up. The server is not equipped with a physical
power button and server domains are powered up from the PAM Domain Manager Control
pane.

Check server functional status via the PAM Status Pane. If functional status is normal and
the CSS Availability bar is green, server domains can be powered up.

Notes:

e When more than one domain is loaded in the Control pane, domains can be powered up
sequentially or simultaneously. See Powering on a Single Domain, on page and
Powering On Multiple Domains, on page

e Server domains may be powered up even if the server presents a minor fault. See
System Functional Status, on page 4-4.| However, you are advised to contact your
Customer Service Engineer so that the fault can be repaired.

Powering On a Single Domain

3-14

To power up a single domain:

NovaScale 5xx5 Servers
1. Click Domain Manager to open the Control pane:

— If the domain is already loaded, it is available for domain management. Go to Step 2
below.

— If the domain is not already loaded, click Synchronize Domains in the toolbar to load
the domain.

NovaScale 6xx5 Servers
1. Click Domain Manager to open the Control pane:

— If the required domain configuration scheme is already loaded, the corresponding
domain(s) are available for domain management. Go to Step 2.

— If a scheme has not been previously loaded, you are invited to select and load a
scheme. See Viewing a Domain Configuration Scheme, on pageand Loading a
Domain Configuration Scheme, on page
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— If a Scheme is already loaded, but is not the required Scheme, see Adding Domains
to the current Domain Configuration and Replacing the current Domain Configuration,
on page

2. Select the required domain. If the domain is in the stand—by mode, INACTIVE is
displayed in the Domain Status panel and the Power On button is accessible.

A Important:

If INACTIVE is not displayed in the Domain Status panel and the Power On button is
not accessible, check whether another user has already launched the power—up
sequence on this domain. If the power-up sequence is hot already in progress, see
What To Do if an Incident Occurs, on page|3-67.

3. Click Power On to power up the domain and associated hardware components. The
Power On Confirmation dialog opens.

4. Select the View Power—On Logs checkbox if you want power—on logs to be
automatically displayed during the power—on sequence and click Yes to confirm.

Domain hardware is powered up from the stand—by mode to the main mode and the
Operating System is booted. As the power—on sequence progresses, power—on steps
and domain state are displayed in the Domain Status panel, as shown in the following
table.

Power On States

POWERING ON

POWERED ON - LOADING BIOS
BIOS READY - STARTING EFI
EFI STARTED — BOOTING OS
RUNNING

Table 9. Power—on states

Once the Power On sequence has been successfully completed, RUNNING is displayed
in the Domain Status panel and the Power Off, Reset and Force Power Off buttons
become accessible.

For a detailed view of the Power On sequence, click Powering View in the Toolbar. See
Viewing Domain Powering Sequences, on page

5. Repeat Steps 2 to 4 for each domain to be powered up.

= Note:

If an error message is displayed in the Domain Status panel, the Power On sequence has
failed. See What To Do if an Incident Occurs, on page

Powering On Multiple Domains
To power up more than one domain:

NovaScale 5xx5 Servers
1. Click Domain Manager to open the Control pane:

— If the domains are already loaded, they are available for domain management. Go to
Step 2 below.

— If the domains are not already loaded, click Synchronize Domains in the toolbar to
load all domains.
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NovaScale 6xx5 Servers
1. Click Domain Manager to open the Control pane:

— If the required domain configuration scheme is already loaded, the corresponding
domain(s) are available for domain management. Go to Step 2.

— If a scheme has not been previously loaded, you are invited to select and load a
scheme. See Viewing a Domain Configuration Scheme, on pageand Loading a
Domain Configuration Scheme, on page[3-8.]

— If a Scheme is already loaded, but is not the required Scheme, see Adding Domains
to the current Domain Configuration and Replacing the current Domain Configuration,

on page
2. Click Multiple Power. The Multiple Power Domains On/Off dialog opens.

This diglog allows you to simuUltaneously power on / power off several selected domains
INACTIVE domains can be powered on
RUNNING domains can be powered off / farcibly powered off
Domaing in intermediate states can only be forcibly powered off.
To power on all INACTIVE domains, click Power On All
To power off all RUNKNING dorains, click Power Off All_A shutdown request is sent to each domain Operating Systerm
To forcibly power off all RUNKING domains or domains in intermediate states, click Force Power Off All. A shutdown request is KOT sent to each
dornain Operating Systerm
To cancel all selected operations, click Deselect All,
DeselectAll | PowerOnAl | PowerfAll | Force Power Off Al
Central subsystem Deselect | Power On | Power Off PoFx:;eOff Domains Domain State
B mvSERVER & (o} e s [l 8 myoperations-1 B macTive =
® c [ € [a]D myoperations-2 Bl macTive
o {5} o [} E." MyOperations-3 \NACTIVE
& o [ e [ myoperations-4 B macTive
Cancel I Help
Deselect All Cancels all selected operations.
Power On All Powers on all INACTIVE domains.
Power Off All Powers off all RUNNING domains.
Force Power Off All | Forcibly powers off all RUNNING or HUNG domains.
Deselect Cancels the selected operation for this domain.
Power On Powers on this domain if INACTIVE.
Power Off Powers off this domain if RUNNING.
Force Power Off Forcibly powers of this domain if RUNNING or HUNG.
Execute Applies all selected operations.
Cancel Cancels all selected operations.

Figure 46. Multiple power dialog — quadri-domain example

3. Click Power On All — Execute or select the required domain Power On radio buttons
and click Execute to simultaneously power on the selected INACTIVE domains and
associated hardware components.
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Domain hardware is powered up from the stand—by mode to the main mode and the
Operating System is booted. As the power—on sequence progresses, power—on steps
and domain state are displayed in the Domain Status panel, as shown in the following
table.

Power On States

POWERING ON

POWERED ON - LOADING BIOS
BIOS READY - STARTING EFI
EFI STARTED — BOOTING OS
RUNNING

Table 10.  Power—on states

Once the Power On sequence has been successfully completed, RUNNING is displayed
in the Domain Status panel and the Power Off, Reset and Force Power Off buttons
become accessible.

For a detailed view of the Power On sequence, click Powering View in the Toolbar.
See Viewing Domain Powering Sequences, on page

= Note:

If an error message is displayed in the Domain Status panel, the Power On sequence has
failed. See What To Do if an Incident Occurs, on page
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Powering Off a Domain

What You Can Do
During the domain power—off sequence, you can:

e View functional status

e View power logs

e View powering sequences
e View BIOS info

e View request logs

e View domain configuration, resources and status

Server domains can either be powered off from the Operating System (RECOMMENDED)
or from the PAM Domain Manager, according to Operating System power settings.

The PAM Power Off command is a shutdown request to the Operating System. If the
Operating System is configured to accept a PAM power off request, it will save data, close
open applications and shut down. Domain hardware will power down to the stand—by mode.
The Operating System may also be configured to request Operator confirmation before
accepting a PAM power off request. Refer to the applicable documentation delivered with
the Operating System for further details.

= Notes:

e When more than one domain is loaded in the Control pane, domains can be powered off
sequentially or simultaneously. See Powering Off a Single Domain, on page and
Powering Off Multiple Domains, on page

e Server domains may be powered up even if the server presents a minor fault. See
System Functional Status, on page|4-4]However, you are advised to contact your
Customer Service Engineer so that the fault can be repaired.

Powering Off a Single Domain
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To power off a single domain from the PAM Domain Manager:
1. Click Domain Manager to open the Control pane.

2. Select the required domain. If the domain is in the powered—on mode, RUNNING is
displayed in the Domain Status panel and the Power OFF button is accessible.

3. Click Power Off to power down the domain and associated hardware components. The
Power Off Confirmation dialog opens.

4. Select the View Power-Off Logs checkbox if you want power—off logs to be
automatically displayed during the power—off sequence and click Yes to confirm.

The Operating System saves data, closes open applications and shuts down. Domain
hardware is powered down from the main mode to the stand—by mode. As the power—off
sequence progresses, power—off steps and domain state are displayed in the Domain
Status panel, as shown in the following table.

Power Off States

POWERING DOWN

INACTIVE

Table 11. Power—off states

User’s Guide



Once the Power Off sequence has been successfully completed, INACTIVE is displayed
in the Domain Status panel and the Power On button becomes accessible.

For a detailed view of the Power Off sequence, click Powering View in the Toolbar. See
Viewing Domain Powering Sequences, on page

5. Repeat Steps 2 to 4 for each domain to be powered down.

= Note:

If an error message is displayed in the Domain Status panel, the Power Off sequence has
failed. See What To Do if an Incident Occurs, on page

Powering Off Multiple Domains
To power off more than one domain from the PAM Domain Manager:

1. Click Domain Manager to open the Control pane.

2. Click Multiple Power. The Multiple Power Domains On/Off dialog opens.

This dialog allows you to simultaneously power on £ power off several selected domains
INACTIVE domains can be powered on
RUNNING domains can be powered off / farcibly powered off
Domaing in intermediate states can only be forclbly powered off
To power on all INACTIVE damaing, click Power On All.
To power off all RUNNING domains, click Power Off All. A shutdown reguest is sent to each domain Operating System
To farcibly power off all RUNNING domains or domains in intermediate states, click Force Pawer Off All, A shutdown reguest s NOT sent to each
domain Cperating System
To cancel all selected operations, click Deselect Al
Deselect Al | PowerOn Al | Power Off Al | Force Pawer off Al
Central subsystem Deselect | Power On | Power Off PDFP‘:L?%IT Domains ‘ Domain State
|8 MYSERVER & 0 [ & oA MyOperations-1 B mecTive =
& a @ [ [ 1D myoperations-2 Bl mecTive
& 5] [ [ 14 wyoperations-3 B macTive
@ fal -3 o [ wyoperatioris-4 BlnacTive
Cancel I Help
Deselect All Cancels all selected operations.
Power On All Powers on all INACTIVE domains.
Power Off All Powers off all RUNNING domains.
Force Power Off All | Forcibly powers off all RUNNING or HUNG domains.
Deselect Cancels the selected operation for this domain.
Power On Powers on this domain if INACTIVE.
Power Off Powers off this domain if RUNNING.
Force Power Off Forcibly powers of this domain if RUNNING or HUNG.
Execute Applies all selected operations.
Cancel Cancels all selected operations.

Figure 47. Multiple power dialog — quadri—-domain example

3. Click Power Off All — Execute or select the required domain Power Off radio buttons
and click Execute to simultaneously power off the selected RUNNING domains and
associated hardware components.
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The Operating System saves data, closes open applications and shuts down. Domain
hardware is powered down from the main mode to the stand—by mode. As the power—off
sequence progresses, power—off steps and domain state are displayed in the Domain
Status panel, as shown in the following table.

Power Off States

POWERING DOWN
INACTIVE

Table 12.  Power—off states

Once the Power Off sequence has been successfully completed, INACTIVE is displayed
in the Domain Status panel and the Power On button becomes accessible.

For a detailed view of the Power Off sequence, click Powering View in the Toolbar. See
Viewing Domain Powering Sequences, on page

5 Note:

If an error message is displayed in the Domain Status panel, the Power Off sequence has
failed. See What To Do if an Incident Occurs, on page
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Forcing a Domain Power Off
What You Can Do
During the domain force power—off sequence, you can:
e View functional status
e View power logs
e View powering sequences
e View BIOS info
e View request logs

e View domain configuration, resources and status

The Force Power Off command powers down domain hardware to the standby mode
independently of the Operating System. This command should only be used if the Operating
System is not running or is not configured / not able to respond to a standard power off
command.

= Note:

A standard power off command is a shutdown request to the Operating System. Refer to the
applicable documentation delivered with the Operating System for further details.

In the event of a critical fault, PAM software automatically forces a domain power off.

= Notes:

¢ When more than one domain is loaded in the Control pane, domains can be forcibly
powered off sequentially or simultaneously. See Forcibly Powering Off a Single Domain,
on page and Forcibly Powering off Multiple Domains, on page

e Server domains may be powered up even if the server presents a minor fault. See
System Functional Status, on pageHowever, you are advised to contact your
Customer Service Engineer so that the fault can be repaired.

A Warning:

The Force Power Off command may result in domain data loss and file corruption.
NEVER use the Force Power Off command if a RECOVERING BIOS error message is
displayed. (The BIOS recovery program automatically re—flashes the BIOS when
certain problems occur during initialization).

Managing Domains 3-21



Forcibly Powering Off a Single Domain

To forcibly power off a single domain from the PAM Domain Manager:
1. Click Domain Manager to open the Control pane.

2. Select the required domain. If INACTIVE is NOT displayed in the Domain Status panel,
the Force Power Off button is accessible.

3. Click Force Power Off to override the Operating System and forcibly power down the
domain and associated hardware components without closing running applications and
saving data. The Force Power Off Confirmation dialog opens.

4. Select the View Power-Off Logs checkbox if you want power—off logs to be
automatically displayed during the power—off sequence and click Yes to confirm.

Domain hardware is powered down from the main mode to the stand—by mode. As the
force power—off sequence progresses, power—off steps and domain state are displayed
in the Domain Status panel, as shown in the following table.

Force Power Off States

POWERING DOWN

INACTIVE

Table 13.  Force power—off states

Once the Force Power Off sequence has been successfully completed, INACTIVE is
displayed in the Domain Status panel and the Power On button becomes accessible.

For a detailed view of the Force Power Off sequence, click Powering View in the
Toolbar. See Viewing Domain Powering Sequences, on page

5. Repeat Steps 2 to 4 for each domain to be forcibly powered down.

= Note:

If an error message is displayed in the Domain Status panel, the Power Off sequence has
failed. See What To Do if an Incident Occurs, on page

Forcibly Powering Off Multiple Domains
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To forcibly power off more than one domain from the PAM Domain Manager:
1. Click Domain Manager to open the Control pane.
2. Click Multiple Power. The Multiple Power Domains On/Off dialog opens.
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This dialog all power on / power off several selected domains
INACTIVE domains can be powered on
RUNNING domains can be powered off / farcibly powered off
Domains in intermediate states can only be forclbly powered off.
Tao power on all INACTIVE damains, click Power On All.
To power off all RUNNING domains, click Power Off Al A shutdown reguest is sent to each domain Operating System
To farcibly power off all RUNNING domains or domains in intermediate states, click Force Power Off All. A shutdown reguest s NOT sent to each
domain Operating System
To cancel all selected operations, click Deselect Al
Desalect Al | PowerOnAll | Pawer Off Al | Force Pawer ofi Al
Central subsystem Deselect | Power On | Power Off PDF:L?E()IT Domains ‘ Domain State
|8 MYSERVER « 0 ® [l moperations-1 B mecTive =
& o) [ [l wyoperations-2 B macTive
& 3] & e [F]4 wyoperations-3 B macTive
@ (e @ [ .2 myoperations-4 BmacTive
Cancel I Help
Deselect All Cancels all selected operations.
Power On All Powers on all INACTIVE domains.
Power Off All Powers off all RUNNING domains.
Force Power Off All | Forcibly powers off all RUNNING or HUNG domains.
Deselect Cancels the selected operation for this domain.
Power On Powers on this domain if INACTIVE.
Power Off Powers off this domain if RUNNING.
Force Power Off Forcibly powers of this domain if RUNNING or HUNG.
Execute Applies all selected operations.
Cancel Cancels all selected operations.

Figure 48. Multiple power dialog — quadri-domain example

3. Click Force Power Off All—» Execute or select the required domain Force Power Off
radio buttons and click Execute to to override the Operating System and forcibly power
down the selected domains and associated hardware components without closing
running applications and saving data.

Power Off States

POWERING DOWN
INACTIVE

Table 14.  Power—off states

Once the Power Off sequence has been successfully completed, INACTIVE is displayed
in the Domain Status panel and the Power On button becomes accessible.

For a detailed view of the Power Off sequence, click Powering View in the Toolbar. See
Viewing Domain Powering Sequences, on page

= Note:

If an error message is displayed in the Domain Status panel, the Power Off sequence has
failed. See What To Do if an Incident Occurs, on page
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Manually Resetting a Domain

What You Can Do
During the domain reset sequence, you can:

View functional status
View power logs

View powering sequences
View BIOS info

View request logs

View domain configuration, resources and status

The Reset command is used to restart the current Operating System without powering
off/on the domain.

A Warning:

The Reset command should only be used if the Operating System is not running or
is not able to respond to a standard Power Off command. The Reset command may
result in domain data loss and file corruption. The Reset command does not power
down domain hardware (warm reboot).

To manually reset a domain:

1.
2.

5.

Click Domain Manager to open the Control pane.

Select the required domain. If INACTIVE is NOT displayed in the Domain Status panel,
the Reset button is accessible.

Click Reset to override the Operating System and forcibly perform a warm reboot of the
domain BIOS, EFI and Operating System without closing running applications and
saving data. The Reset Confirmation dialog opens.

Click Yes to confirm the Reset command.

As the reset sequence progresses, reset steps and domain state are displayed in the
Domain Status panel, as shown in the following table.

Reset States

POWERED ON - LOADING BIOS

BIOS READY — STARTING EFI

EFI STARTED — BOOTING OS

RUNNING

Table 15.  Reset states

Once the Reset sequence has been successfully completed, RUNNING is displayed in
the Domain Status panel and the Power Off, Reset and Force Power Off buttons
become accessible.

For a detailed view of the Reset sequence, click Powering View in the Toolbar. See
Viewing Domain Powering Sequences, on page[3-29]

Repeat Steps 2 to 4 for each domain to be reset.

¥ Note:
If an error message is displayed in the Domain Status panel, the Power On sequence has
failed. See What To Do if an Incident Occurs, on page
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Performing a Domain Memory Dump

The Dump command is used when the Operating System hangs and allows technicians to
diagnose software problems by saving domain memory.

A Warning:

The Dump command should only be used if the Operating System is not able to
respond to a standard Power OFF command. The Dump command may result in
domain data loss and file corruption.

The Dump command does not power down domain hardware (automatic warm
reboot).

To perform a domain memory dump:

1.
2.

5.

Click Domain Manager to open the Control pane.

Select the required domain. If RUNNING is displayed in the Domain Status panel, the
Dump button is accessible.

Click Dump to override the Operating System and forcibly clear domain core memory
which will be copied to the PAP unit hard disk for analysis. The Dump Confirmation
dialog opens.

Click Yes to confirm the Dump command.

The Dump sequence results in a warm reboot of the domain BIOS, EFI and Operating
System (without closing running applications and saving data).

As the dump sequence progresses, dump steps and domain state are displayed in the
Domain Status panel, as shown in the following table.

Dump States

POWERED ON - LOADING BIOS
BIOS READY - STARTING EFI
EFI STARTED — BOOTING OS
RUNNING

Table 16. Dump states

Once the Dump sequence has been successfully completed, RUNNING is displayed in
the Domain Status panel and the Power Off, Reset and Force Power Off buttons
become accessible.

Repeat Steps 2 to 4 for each domain on which you want to perform a memory dump.

= Note:

If an error message is displayed in the Domain Status panel, the Dump sequence has
failed. See What To Do if an Incident Occurs, on page
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Viewing a Domain Fault List

3-26

The Domain Fault List page allows you to view messages about the faults encountered
since the beginning of the last power—on sequence on the selected domain. The fault list is

automatically cleared when a new domain power—on sequence is started.

= Note:

For details about PAM messages, see Viewing and Managing PAM Messages, History Files

and Archives, on page

To view the domain fault list:

1. Click Domain Manager to open the Control pane.

2. Select the required domain and click Fault List in the Command bar to open the Fault

List dialog.

Clear fault [ist

Sv D

Local Time
= €3 28287258 07MAI05 -
€} 2B2B2256 0T/0GI0G -
€ 2B2B2256 OTI0A/0S -
€3 2B262256 OTIOI0S -
5 € 2B262256 OTIDBI0S -
=€) 28287256 07M06/05 -
1 €3 2B282256 07/06/05 -
2B28221A 07/06/05 -
) €) 28202246 070605 -
€ 28262256 07/06/05 -
€3 28282256 DTG/ -
=€) 2B2B2256 DT/0AI0G -
€3 2B2B2256 07/0AI0G -
€ 2BIB2256 OTI0GI0S -
5 € 2B262256 OTIOI0S -
€3 2R262256 OTIOBI0S -
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2B282256 07/06/05 -
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=€) 28282256 07004 -
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16:57:10 /DOMAINGROUP_PF2-1/DOMAIN_CELLS_01
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15:35:28 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

15:07:02 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

15:00:56 /DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
14:56:47 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
14:48:55 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
14:42:39 [DOMAINGROUP_PF3-1/DOMAIN_CELLS 01

09:51:09 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

00:46:14 [DOMAINGROUP_PF2-1/DOMAIN_CELLE 01

03:02:07 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
086711 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
08:62:17 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
084726 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
08:42:31 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
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08:32:49 /DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
08:27:55 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
08:22:58 [DOMAINGROUP_PF3-1/DOMAIN_CELLS 01
08:18:02 [DOMAINGROUP_PF3-1/DOMAIN_CELLS 01

02:13:05 [DOMAINGROUP_PF2-1/DOMAIN_CELLS_ 01

08:08:08 /DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

08:03:15 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

07:63:18 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

07:53:23 [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
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FRU /CELLSBLOCK_PF3-1/MODULE_0/QBB_1 faulty in domain /[DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU/CELLSBLOCK_PF3-1/MODULE_0MGBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU/CELLSBLOCK_PF3-1/MODULE_0/GBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
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FRU/CELLSBLOCK_PF3-1iMODULE_0/QBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU [CELLSBLOCK_PF3-1/MODULE_0/QBB_1 faulty in domain /DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU [CELLSBLOCK_PF3-1IMODULE_0/QBB_1 faulty in darmain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
Domain cells_01 :time autwhile waiting for EFI stared state

FRU [CELLSBLOCK_PF3-1/MODULE_VQBB_1 faulty in domain [DOMAINGROUP_PF 3-1/DOMAIN_CELLS_01
FRU [CELLSBLOCK_PF3-1/MODULE_VQBB_1 faulty in domain /DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU /CELLSBLOCK_PF3-1/MODULE_OVQBB_1 faulty in domain /DOMAINGROUP_PF3-1/DOMAIN_CELLE_01
FRU /CELLSBLOCK_PF3-1/MODULE_0/QBB_1 faulty in domain /[DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU/CELLSBLOCK_PF3-1MODULE_0MGBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU/CELLSBLOCK_PF3-1/MODULE_MVQBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU/CELLSBLOCK_PF3-1/MODULE_0VGBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU [CELLSBLOCK_PF3-1iMODULE_0VQBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU [CELLSBLOCK_PF3-1/MODULE_0/QBB_1 faulty in domain /[DOMAINGROUP_PF3-1/DOMAIN_CGELLS_01
FRU [CELLSBLOCK_PF3-1/MODULE_0/QBB_1 faulty in darmain /[DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

FRU [CELLSBLOCK_PF3-1IMODULE_0/QBB_1 faultyin darmain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU CELLSBLOCK_PF3-1/MODULE_VQBB_1 faulty in domain /[DOMAINGROUP_PF 3-1/DOMAIN_CELLS 01
FRU [CELLSBLOCK_PF3-1/MODULE_VQBB_1 faulty in domain /DOMAINGROUP_PF 3-1/DOMAIN_CELLS_01
FRU CELLSBLOCK_PF3-1/MODULE_VQBB_1 faulty in domain /DOMAINGROUP_PF3-1/DOMAIN_CELLE 01
FRU /CELLSBLOCK_PF3-1/MODULE_0/QBB_1 faulty in domain /[DOMAINGROUP_PF3-1/DOMAIN_CELLS_01
FRU /CELLSBLOCK_PF3-1/MODULE_IMGBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

FRUCELLSBLOCK_PF3-1/MODULE_0VGBB_1 faulty in domain [DOMAINGROUP_PF3-1/DOMAIN_CELLS_01

Contained in attribute
Case sensitive
Use previous results

Message Source, Target, String, Data attributes.

Upper case / lower case letters.
Multiple search option used to search again

B e
Button Use

Clear fault list To manually clear the fault list.

Help To access context sensitive help.

Search To search for specific messages, according to:

— String — Alphanumeric identifier (ID), e.g. 2B2B2214 above.

from the
results obtained from the previous search(es).

+

To view the message and access context sensitive help.

Help on message

To

view the related help message.

Column Header

Use

SV

To

sort messages according to severity level.

ID

To sort messages according to Message |IDentifier.

Local Time

To sort messages according to message local time and
date.

Target

to

in the message.

To sort messages according to the component referred

String

To sort messages according to message text string.

Figure 49. Domain fault list dialog — example
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Viewing Domain Functional Status

The Domain Functional Status indicator in the Domain Manager Control pane shows the
functional status of the last action performed on each domain, e.g. if the last Power
ON/OFF sequence was successful, the indicator is green, and also reflects the status of
domain hardware components.

As Customer Administrator, you can toggle the PAM Tree to display the synthetic functional
status (round, colored indicator next to the Domain Manager node) of all the domains
loaded in the Domain Manager Control pane. For example:

¢ |f the last Power ON/OFF sequence was successful on all domains and the status of all
domain hardware components is normal, the indicator is green

¢ [f the last Power ON/OFF sequence failed on at least one domain and/or the status of at
least one domain hardware component is fatal, the indicator is red.

Indicator | Status Explanation
Control Pane
The last command on this domain was successful.
or
The domain fault list has been cleared.
O Note:
NORMAL | Domain functional status is reset to NORMAL when a new domain
Green power—on sequence is started.
PAM Tree
The last command on all domains was successful.
or
All domain fault lists have been cleared.
Control Pane
An automatic Recovery command has been launched on this
domain.
or
A WARNING status for a domain hardware component has been
detected by the BIOS and a warning error has been added to the
domain fault list.
or
The domain fault list was not empty when PAM was started.
PAM Tree
WARNING | An automatic Recovery command has been launched on at least
one domain.
Yellow or
A WARNING status for at least one domain hardware component
has been detected by the BIOS and a warning error has been
added to the domain fault list.
or
At least one domain fault list was not empty when PAM was
started.
Note:
The BIOS recovery program automatically re—flashes the BIOS
when certain problems occur during initialization
Control Pane
The last command on this domain was not successful and a critical
CRITICAL | error has been added to the domain fault list.
Orange PAM Tree
The last command on at least one domain was not successful.
Control Pane
. The last command on this domain has failed and a fatal error has
Red FATAL |been added to the domain fault list.
€ PAM Tree
The last command on at least one domain has failed.
Table 17.  Domain functional status indicators
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Viewing Domain Power Logs

Power logs are recorded during domain power ON/OFF sequences. This information is
particularly useful for troubleshooting. See What To Do if an Incident Occurs, on page

During a Power ON/OFF Sequence
1. Click Domain Manager to open the Control pane.

2. Select the required domain and launch the domain power ON/OFF sequence, as
required.

3. Select the View Power Logs checkbox in the Power Confirmation dialog to
automatically display power logs during the powering sequence.

3 Power Logs - ) ﬂ
Dornain :MyOperations-2 Central Subsysterm :MYSERVER

Power On trace :

3/9/2004 15:57:42 1 5tep 24 substep O Contral Thermal Zones Ok =]
3/9/2004 15:57:42 : Step 25 substep 0 DeassertDomainReset Ok

3/9/2004 15:57:43 : Step 26 substep 0 Setting CvDR of MODULE_0/QBB_3 OK

3/9/2004 15:57:43 : Step 27 substep 0 SecondDormainReset Ok

3/9/2004 15:57:43 : Step 28 substep 0 SetSPSRegisters of MODULE_O0MPCELL_1 OK

3/9/2004 15:57:43 : Step 29 substep 0 Setting SPADS of MODULE_0/0B_1 OK

3/9/2004 15:57:43 : Step 30 substep 0 Setting SPADS of MODULE_0/QBB_3 OK

3/9/2004 15:57:43 : Step 99 substep 0 Final step of POYWERCON Ok =
Power Off trace ;

Close I Refresh I

Figure 50. Power logs dialog

Outside a Power ON/OFF Sequence
e (Click Powering View — Power Logs in the Domain Manager Toolbar.

[ Note:

Existing power logs are erased when a new power ON sequence is launched.
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Viewing Domain Powering Sequences

A detailed view of powering sequences can be displayed by clicking Powering View in the
Domain Manager Toolbar after a power request.

MYSERVER . NORMAL

Power Steps

2 MyOperations-2 B mactre

M SERVER @ NORMAL

i Bioslnfa..
i g

Close I

Status Panel ltem

Explanation

Domain

Selected domain identity.

Central Subsystem

Name of the Central Subsystem containing the domain.

Domain State

Current power sequence step.

Functional Status

Functional status of the last action performed on the domain.
See Viewing Domain Functional Status, on page

Power Steps

Dynamic, graphic representation of power sequence steps.

Cell Composition

Graphic representation of the core hardware elements in each
cell (hardware partition): QBB(s), IOC(s) — Master / Slave.
See Configuring Domains, on page

Figure 51.  Powering view dialog

= Note:

An Infotip can be obtained by hovering the mouse over the required element.
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Viewing Domain BIOS Info

BIOS information is particularly useful for troubleshooting. See What To Do if an Incident
Occurs, on page

To view BIOS information:
1. Click Domain Manager to open the Control pane.
2. Select the required domain.
3. Click:
— View — BIOS Info in the Command bar.

or
— Powering View — BIOS Info in the Toolbar.

The BIOS Info dialog opens, displaying the following information:
— BIOS version used by the domain,
— BIOS boot post codes. See BIOS POST Codes, on page 0.

4. Click Refresh to update BIOS information.

/3 BIOS Information -- Dialogue de page Web x|
Domain | MYOPERATIONS-1 Central Subsystem :PROTO1

BIOS version:  B613.000.03/03/2004.10:36:02.

Component | Post-Code | Description |

MODULE_0/QBE_0 87800000 SAL to EFI handoff B
MODULE_O/QBE_1  87DD1111 Wyait for interrupt wakeup
MODULE_O/QBE_2  87DD1111 Wyait for interrupt wakeup
MODULE_O/QBE_3  87DD1111 Wyait for interrupt wakeup

[remain M amager

Refresh |

Figure 52. BIOS Info dialog
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Viewing Domain Request Logs

The Request Logs dialog gives direct access to a trace of major domain operations

(requests) and indicates their initiators (requestors).
To view Request logs:

1. Click Domain Manager to open the Control pane.
2. Select the required domain.

3. Click Request Logs in the Command bar.

The Request Logs dialog displays the following information:

— Power On requests and requestors,
— Power Off requests and requestors,

— Reset requests and requestors.

3 Request Logs -- Dialogue de pae Web 5[
Domain : MYOPERATIONS-1 tral Subsystem :PROTO9
3/11/2004 15:53:59 : Domain Power On requested by logged operator =]
371172004 13:38:49  Domain Hard Feset requested by Bios
3/11/2004 16:18:50 : Domain Hard Reset requested by Bios
[
[ ]

Figure 53. Request Logs dialog

= Note:

Existing request logs are erased when a new power ON sequence is launched.
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Viewing Domain Configuration, Resources and Status
¥ Notes:

e Certain features described below are only available if you are connected to a Storage
Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

¢ Inthe screen shots, tables, and examples in this guide:
— MyOperationsScheme—xx is referred to as MyOperationsScheme
— MyOperations—xx—1 is referred to as MyOperations—1
— MyOperations—xx-2 is referred to as MyOperations—2
— MyOperations—xx-3 is referred to as MyOperations—3
— MyOperations—xx—4 is referred to as MyOperations—4

Information about the resources allocated to each domain is permanently accessible from
the Domain Manager Control pane:

¢ Graphic representation of domain configuration.
¢ Non-graphic summary of the hardware resources allocated to a domain.
e Graphic summary of the hardware resources allocated to a domain and their status.

Viewing Domain Configuration
1. Click Domain Manager to open the Control pane.

2. Select the required domain.

3. Click View in the Command bar to open the View Domain dialog.

-} view Domain -- Di { B

View Domain

1
Central Subsystem i 2 MYSERVER
Domain Identity i 5 MyOperations-1 |
EFI LUN i 1 MYSERYER OLUO
Data LUNs << No Data LUNs >> =
CPU & Memory {E8 CPU g 1024 MB
Composition T 1
| cELL 2 CELL 3|
Module 1 ! - - |
G0 CELL _1 « CELL 0
Bios Info | Yiew Besources |
Close | Modiy |

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers

Figure 54. View Domain dialog
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View Domain Dialog Items

Domain ltem

Explanation

Central Subsystem

Name of the Central Subsystem containing the domain.

Domain Identity

Logical name and profile given to the domain.

EFI LUN

Boot LUN device location:

NovaScale 5xx5 Server

OLUO located in ModuleO_DIBO or connected to Module0_10CO0
NovaScale 6085 Server

OLUO located in Module0_DIBO or connected to Module0_IOCO
OLU1 located in ModuleO_DIB1 or connected to Module0_I0CH1
NovaScale 6165 Server

OLUO located in ModuleO_DIBO / connected to Module0 _IOCO
OLU1 located in Module0_DIB1 or connected to Module0_10C1
0LU2 located in Module1_DIBO or connected to Module1_10C0
O0LUS3 located in Module1_DIB1 or connected to Module1_10CH1

Data LUNs

The Data LUNs allocated to this domain. Reserved for systems
connected to a SAN.

CPU

Number of processors used by the domain.

Memory

Size of memory used by the domain.

Composition

Graphic representation of the main hardware elements used by
the domain. See Note below.

Module Module housing the cell(s) used by the domain.
ModuleO = Cell 0 and Cell_1
Module1 = Cell_2 and Cell_3*

Cell Cell(s) or hardware partition(s) used by the domain.

NovaScale 5085 Server

Cell_0 = Mod0_QBBO0, Mod0_10C0, DIBO
Cell_1 = Mod0_QBBH1

NovaScale 5165 Server

Cell_0 = Mod0_QBBO0, Mod0_I0C0, DIBO
Cell_1= Mod0_QBBH1

Cell_2 = Mod1_QBBO

Cell_3 = Mod1_QBBH1

NovaScale 6085 Server

Cell_0 = Mod0_QBBO0, Mod0_10C0, DIBO
Cell_1 = Mod0_QBB1, Mod0_IOC1, DIB1
NovaScale 6165 Server

Cell_0 = Mod0_QBBO0, Mod0_I0C0, DIBO
Cell_1 = Mod0_QBB1, Mod0_IOC1, DIB1
Cell_2 = Mod1_QBBO0, Mod1_10C0, DIBO
Cell_3 = Mod1_QBB1, Mod1_IOC1, DIB1

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers

Figure 55. View Domain dialog

= Note:

When the domain is RUNNING, an Infotip identifying the Master QBB / IOC can be obtained
by hovering the mouse over the QBB / IOC icons.

Master I0C = IOC to which the domain boot LUN device is connected (where applicable).
Master QBB = QBB required to start the domain.
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Viewing Domain Hardware Resources
1. Click Domain Manager to open the Control pane.

2. Select the required domain and click View Resources in the View Domain dialog to
open the Domain Hardware Resources dialog.

J Domain Hardware Resources -- Dialogue de page Web

Figure 56. Domain Hardware Resources dialog

Viewing Domain Details and Status
1. Click Domain Manager to open the Control pane.

2. Click View — View Resources — More Info... in the Command bar to open the Domain
Hardware Details dialog.

Domain Hardware Detail (Domain: MyOperations-1; Central Subsystem: MYSERVER
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Figure 57. Domain Hardware Details dialog
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Domain Hardware Details icons are explained in the following table.
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ltem Icon Meaning

3 Main power is ON.
Green
E Main power is OFF. Stand—-by power is ON.
e
Pink Main power is OFF. Stand—by power is OFF.
n

Power Status .
Blinking | Stand—by power is Faulty.
pink

BN Main power is Faulty.
Blinking | Stand-by power may be ON, OFF or Faulty.

Main power status is Unknown.
Gray

GD To be logically included at the next domain power ON.
ray

Exclusion Request X

vellow/ | To be logically excluded at the next domain power ON.

red

é To be functionally included in the domain (unlocked).

Lock Request - -
é To be functionally excluded from the domain (locked).

% | Used by the domain,

Green
Used
Not used by the domain.
oy otu y [
Physically present and accessible.
Green

O Was present in a previous configuration but has

Presence Status Red |disappeared.

Cannot be computed (detection circuit error).
Purple

O No problem detected, operating correctly.
Green P P 9 y

Minor problem reported, still operational.
Yellow orp oble P P

) Serious problem reported, no longer capable of
Functional Status o operating correctly. PAM may generate an OS
fange | shutdown request.

& | Major problem reported. PAM may automatically shut
Red |down the OS. System integrity is jeopardized.

. Cannot be computed (detection circuit error).
Purple

Memory g | Memory available per QBB.

B PCI slot occupied.

Board
[ PCI slot empty.

Table 18. Domain hardware details icons
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= Note:

When the domain is INACTIVE, the Domain Hardware Details dialog indicates the
resources that PAM will try to initialize for the domain during the next Power ON sequence.
When the domain is RUNNING, the Domain Hardware Details dialog indicates the
resources that PAM successfully initialized for the domain during the last Power ON or
Reset sequence.

For more information about domain hardware, see:

o |Presence Status Indicators, on page 4-6|

e |Functional Status Indicators, on page 4-7|

¢ [Viewing Server Hardware Status, on page 4-13]|

¢ |Configuring Domains, on page 3-27|

¢ |Excluding/Including Hardware Elements, on page 4-24|

¢ [Limiting Access to Hardware Resources, on page 5-63|
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Modifying Domain Configuration

3-38

A Important:

Reserved for partitioned servers and extended systems.

Certain features described below are only available if you are connected to a Storage
Area Network (SAN).

Please contact your Bull Sales Representative for sales information.

What You Can Do
e Swap a Domain EFI Boot LUN

e Add a Data LUN

e Remove a Data LUN

e Link a LUN to a Fibre Channel Host
e Add Cells to a Domain

* Remove Cells from a Domain

e [ock Hardware Components

o Delete a Domain

The Bull NovaScale 6000 Series server is designed around a flexible, cell-based, midplane
architecture for enhanced performance, scalability and availability and is designed to
operate as:

NovaScale 6085 Server

e two SMP systems, one using the hardware resources in Cell_0, the other using the
hardware resources in Cell_1 (default configuration),
or

¢ asingle SMP system, using the hardware resources in both Cell_0 and Cell_1,
or

e asingle SMP system, using the hardware resources in Cell_0 only,
or

e asingle SMP system, using the hardware resources in Cell_1 only.

NovaScale 6165 Server

e four SMP systems, each using the hardware resources in one cell (default configuration),
or

¢ asingle SMP system, using the hardware resources in all cells,
or

e asingle SMP system, using the hardware resources in a selection of cells.

As Customer Administrator, you are advised to configure schemes for domain management
via the PAM Domain Configuration Scheme wizard. For further details about domain
configuration options, see Configuring Domains, on page

During operation, you may want to re—define server domains to meet variations in workload,
for example. As Customer Administrator or Operator you can modify the configuration of
any INACTIVE domain loaded in the Domain Manager Control pane, at any time, provided
that the required resources are available (IO boxes and QBBs) and that they are supported
by the domain Operating System.
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Each CSS Module is divided into two Cells or hardware partitions, as shown in the following

table:

NovaScale 6085 Server

Hardware Cell Cell_0 Cell_1
EFI LUN <MyServer>_0LUO <MyServers>_0LU1
IoC Mod0_lOCO Mod0_IOC1

QBB Mod0_QBB0 Mod0_QBB1

DIB Mod0O_DIBO Mod0O_DIB1
NovaScale 6165 Server

Hardware Cell Cell_0 Cell_1
EFI LUN <MyServer-_0LUO <MyServers>_0LU1
IoC Mod0_IOCO Mod0_IOCH

QBB Mod0_QBBO0 Mod0_QBBH1

DIB ModO_DIBO Mod0O_DIB1
Hardware Cell Cell_2 Cell 3
EFI LUN <MyServer-_0LUO <MyServer>_0LU1
IoC Mod1_lOCO Mod1_IOCH

QBB Mod1_QBBO0 Mod1_QBB1

DIB Mod1_DIBO Mod1_DIB1

Table 19.  Bull NovaScale 6000 Series server cell configuration

& Notes:

e xx in the default configuration scheme and domain names represents the Central
Subsystem HW identifier (from 00 to 16). For further details, refer to PMB LEDs and

|Code Wheels, on page 4-45.|

¢ In the screen shots, tables, and examples in this guide:

— MyOperationsScheme—xx is referred to as MyOperationsScheme

— MyOperations—xx-—1 is referred to as MyOperations—1

— MyOperations—xx-2 is referred to as MyOperations-2

— MyOperations—xx-3 is referred to as MyOperations—3

— MyOperations—xx—4 is referred to as MyOperations—4

¢ In the screen shots in this guide, an instance of Microsoft Windows is pre—installed on
MyOperations—xx—1 and MyOperations—xx-3 and an instance of Linux is pre—installed

on MyOperations—xx—2 and MyOperations—xx—4.

Operating System type is indicated by the Microsoft Windows e or Linux E logo in the
Domain Identities box.

Managing Domains 3-39



Swapping a Domain EFI Boot LUN

3-40

A Important:

Certain features described below are only available if you are connected to a Storage
Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

Notes:
e The domain must be INACTIVE before configuration changes can be made.

e When you change the EFI boot LUN, you will also change the Operating System
instance.

e Domain modifications are not automatically saved and are only applicable while the
selected domain is loaded in the Domain Manager Control pane. If required, you can
manually save the new configuration for future use. See Saving the Current Domain
Configuration Snapshot, on page

To change the domain EFI boot LUN:

1. Click Domain Manager to open the Control pane.

2. Select the required domain.

3. Click Modify in the Command bar to open the Modify Domain dialog.

Note:
The Modify Domain dialog can also be accessed from the View Domain dialog.

'a Madify Domain -- Dialogue de page Weh i(]

Domain Modification

| Current EFI LUN

Central Subsystem l B2 MYSERVER
Domain Identity i ¥ MyOperations-1 |
EFI LUN | = mysERVER oLuo | % rSwap EFI LUN button
Data LUNs | =1<< Data LUN set >> =
CPU & Memory £:7 CPU )0 MB
Gomp'.es,lfm# ~ |lcELL 2 CELL 3 | &
Module 1 | | @
Moduleo || CELL_! H] E «4 CELL O =)

Close | Apply |

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers
Figure 58. Modify Domain — Swap EFI LUN
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4. Click the Swap EFI LUN button. The Select LUN dialog opens.

; Select an EFI LUN -- Dialogue de page Web 1'
Central Subsystem :MYSERYER t EFI LUN :MYSERVER_OLUQ
Each Domain must have an EFI1 Boot LUM on which an Operating System has been installed. Select the required EF| Boot LUNM
from the list and click Ok to apphy.
Avallable EFILUMNS
Hame ‘ Type | Capacity Igy;zi:' gg::r::'e Description
FDA1300 -
[Fd LMo [RAIDS [ 100GB | Mo [ Mo |
[T Luna [RAIDT [1506B | MNo | Mo |
[-]
= | W
Figure 59. Select EFI LUN dialog
5. Select the required LUN and click OK.
New domain configuration is displayed in the Modify Domain dialog.
. 2 Modify Domain -- Dialogue de page Web x|
Domain Modification
; e e e et
| central subsystem|[ |2 MYSERVER | | New EFILUN
EFI LUN I LUN10O
Data LUNs El << Data LUN set »»
CPU & Memory £E7 CPU &0 MB
Composition , , =
o CELL 2 CELL 3
| Module 1 - -
| odiiia g CELL 1 «4 |CELL O
I
e e e —— e £ ey T ————

Close | Apply |

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers
Figure 60. Modify Domain — New EFI Lun
6. Click Apply. Changes will be applied at the next domain power on.

7. Ifthe LUN is on the SAN, it must be linked to the corresponding Fibre Channel Host. See
Linking a LUN to a Fibre Channel Host, on page 0.
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Linking a LUN to a Fibre Channel Host

A Important:

Reserved for systems connected to a Storage Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

= Notes:

¢ Disk subsystems may be connected to the server via one or two HBAs.
e The redundant mode (two HBAs) requires the use of dedicated software.
e The domain must be INACTIVE before configuration changes can be made.

e Domain modifications are not automatically saved and are only applicable while the
selected domain is loaded in the Domain Manager Control pane. If required, you can
manually save the new configuration for future use. See Saving the Current Domain
Configuration Snapshot, on page[3-11]

To link a LUN to a Fibre Channel Host:

1. Click Domain Manager to open the Control pane.

2. Select the required domain.

3. Click Modify in the Command bar to open the Modify Domain dialog.

= Note:

The Modify Domain dialog can also be accessed from the View Domain dialog.

'a Modify Domain — Dialogue de page Weh x|
Domain Modification

Central Subsystem|| [ MYSERVER
Domain Identity i ¥ MyOperations-1 | @l
EFI LUN | A MYSERVER 0LUO | o Link LUN button
Data LUNs l =1 << Data LUN sat > =
CPU & Memory £%:7 CPU )0 MB
Composition ' '
~ |lcELL 2 CELL 3| £
Module 1 | | @
Moduleo || CELL_! B] B «5 CELL © =)

Close | Apply |

Figure 61. Modify Domain — Link LUN dialog

4. Click the Link LUN button. The Link LUNs to HBA dialog opens, allowing you to select
the primary and secondary link to the disk subsystem containing the LUN.
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= Note:

If the message LUNs used in the domain are not on the SAN is displayed, your domain
has not been configured to use LUNs on the SAN. See Configuring Domains, on page[5-29.

X

i ; Link Luns to HBA -- Dialogue de page Web
, Central Subsystern : MYSERVER Identity . MyOperations-1

| when a LUN is connected o the SaN (Storage Area hetwork), it must be linked to at least one Fibre Channel Host plugged into one of the
- Domain's PCI slots

. To establish the Primary Link between a LUN and a Fibre Channel host, select the LUN from the list and click the Set Primary Link button

. Far enhanced redundancy, each LUN can be linked to a second Fibre Channel Host. To establish the Secondary Link between a LUN and a
Fibre Channel host, select the LUN from the list, select the Redundant check box and click the Set Secondary Link button

Set Primary Link et Secondany Link
LUN Name Redundant Primary Link Secondary Link
IR - S

Ol |

Figure 62. Modify domain — Link Luns to HBA dialog
5. Select the Redundant checkbox if you want to define two links to the LUN.

[ Note:

If you select the Redundant mode, you will be informed that dedicated software is required
to enable this mode and you will be requested to confirm your choice.

6. Click Set Primary Link to define the main access path to the SAN. The Select HBA
dialog opens, allowing you to select the domain PCI slot you want to use to access the
LUN.

/3 select an HBA - Dialogue de page Web 8 x|
Central Subsystem {MYSERVER
Il entity : MyOperations-1
LU LUNS

select the required PCI 5lot to establish the primary link betseen LUN LUNS and
the Fibre Channel Host.

PCl Slots | WWVH || Linked
CELL_0 : MODULE_010B_0 =
ESPCISLOT_1 789F-TE34-ABCD-7839 Yes
EPCISLOT 2 ND
FEPCISLOT 3 ND
EPCISLOT 4 N
EIPCISLOT 5 Mo
EIPCISLOT 6 7878-9805-6666-8705 Mo
EPCISLOT 7 ND
FEPCISLOT 8 ND
EPCISLOT 9 ND
EIPCISLOT_10 Mo
EIPCISLOT_11 Moo [+

Ok |

Figure 63. Select an HBA dialog

7. Select the PCI slot containing the HBA to be used as the primary link to the SAN and
click OK. The primary link is now set.
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8. Where applicable, click Set Secondary Link to define the backup access path to the
SAN.

9. Select the PCI slot containing the HBA to be used as the secondary link to the SAN and
click OK. The secondary link is now set.

10.Click OK — Apply. Changes will be applied at the next domain power on.
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Adding a Data LUN

A Important:

Reserved for systems connected to a Storage Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

I Notes:
e The domain must be INACTIVE before configuration changes can be made.

¢ Domain modifications are not automatically saved and are only applicable while the
selected domain is loaded in the Domain Manager Control pane. If required, you can
manually save the new configuration for future use. See Saving the Current Domain

Configuration Snapshot, on page

To add a data LUN:

1. Click Domain Manager to open the Control pane.

2. Select the required domain.

3. Click Modify in the Command bar to open the Modify Domain dialog.

= Note:

The Modify Domain dialog can also be accessed from the View Domain dialog.

'a Maodify Domain -- Dialogue de page Web i Z_I
Domain Modification

Central Subsystem|| [# MYSERVER

Domain Identity ¥ MyOperations-1
EFI LUN 3 MYSERVER_OLUO
Data LUNs ElesbagLUN SEL > —Add Data LUN button
CPU & Memory {37 CPU &0 MB
Compesition :
o CELL 2
Module 1 -
Module 0 CELL 1

Close | Apply |

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers
Figure 64. Modify Domain — Add Data LUN
4. Click the Add Data LUN button. The Select Data LUN dialog opens.
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= Note:

If the message LUNs used in the domain are not on the SAN is displayed, your domain
has not been configured to use LUNs on the SAN. See Configuring Domains, on page

H 3 Select Data LUNs -- Dialogue de page Weh B x|

Central Subsystem | MYSERVER Identity . MyOperations-1

Each Domain must have an EFI Boot LUN on which an Operating Systemn has been installed.
Optionally, each Domain may have ane or more Data LUNs for data storage.

+ Toview Data LUN details, select the Data LUN and click the Details hutton.

To allocate a Data LUN to 3 Domain, select the Data LUN and click the Add button.

To link a Data LUN on the SAN to a Domain, select the Data LUN and click the Link buttan.
To remave & Data LUN from @ Domain, select the Data LUN and click the Remeve button.

| Dataluns available: Details. ..
'i Name ‘ Type -Capacil'y-‘ Loaded |Allocated Description
| [FDA1300 a
ISR LUNT2 RAIDS | 10.0GHB Mo Yes
== LUN13 RAIDS 1.0GB Mo Mo
=TI RAIDS | 33.2GB Mo o
; 15.0GB Mo Mo
&+ Add | 4 Eemove |
Data luns selected: Uil | [Eetails
Name ‘ Type Cap'acil'y‘ Loaded |Allocated Description ‘
FDA1300 i
s LUMTT RAIDS | 10.0GH ¥es Yes
== LUrS RAIDS | 33.26H Yes Yes
== LUME RAIDT | 15.0GH Mo Yes

Ok | Caricel |

Figure 65. Select Data LUN dialog — Data luns available list

5. Select the LUN you want to add to the current domain configuration in the Data LUNs
available list and click Details to view LUN parameters, if required.

3-46 User’s Guide



< Edit LUN parameters -- Dialogue de page Web x|

MNarne:

LUNg
Description: |
|
LUN Number:  [00D1 Type: [RAIDS Size: [10.0GB
LUN State: [ready

Subsystem Name: [FDA1300

Subsystemn Model: |[FDA,

Serial Number:  |0000000928303375

I~ EFI LUN

™ Present I~ Loaded ™ Allocated I EAN.
Name Name given to the LUN when created.
Description Brief description of the LUN.
LUN Number Number allocated to the LUN when created.
LUN State If the LUN is ready for use, READY is displayed.
Type LUN configuration mode.
Size LUN size.

Subsystem Name

Name of the subsystem containing the LUN.

Subsystem Model

Type of subystem containing the LUN.

Serial Number

Serial number of the subsystem containing the LUN.

EFI LUN If this box is checked, the LUN is an EFI boot LUN.
If this box is not checked, the LUN is a data LUN.
Present If this box is checked, the LUN is detected.
If this box is checked, the LUN is not detected.
Loaded If this box is checked, the LUN is loaded in the Domain Manager
Control pane.
If this box is not checked, the LUN is not loaded in the Domain
Manager Control pane.
Allocated If this box is checked, the LUN is already allocated to a scheme.
If this box is not checked, the LUN is not allocated to a scheme.
Figure 66. View LUN parameters dialog
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6. Click Add. The selected data LUN is moved to the Data LUNs selected list.

! rﬁ Select Data LUNs -- Dialogue de page Web = X

Central Subsystem : MYSERYER. Identity | MyOperations-1

| Each Dormain must have an EF| Boot LUM on which an Operating System has been installed.
* Optionally, each Domain may have one or more Data LUNs for data storage
« Toview Data LUM details, select the Data LUN and click the Details button.
To allocate a Data LUN to a Domain, select the Data LUN and click the Add button.
To link a Data LUM on the SAN to 3 Domain, select the Data LUN and click the Link button.
Toremove a Data LUK from-a Domain, select the Data LUN and click the Remowe button

; Data luns available: Betsils..
' Hame ‘ Type Capacﬂy‘ Loaded ‘Alloca’ted Description
| FDA1300 -
] == NI [ RaDs [ 10.0GB Mo Yes
i ELUNH | RAIDS | 1.0GB s} Mo
i [ElLunig | RAIDS [ 3326B [ Mo Ko
E' Bl unz [ RADT [ 15.0G8 Mo Ha
1
I
& Add I & Bemove |
Data luns selected: Link | Details...
Hame ‘ Type C_apaci[y‘ Loaded ‘nllncated Description ‘
FDA1300 -
== INOTEE RAIDS | 10.0GE | ‘res [
Elunis RADS | 33208 | ‘es [
Bl ung RAID1 | 15068 |

(6]:8 | Cancel I

Figure 67. Select Data LUN dialog — Data luns selected list

¥ Note:
If the selected data LUN is loaded in the current domain configuration or allocated to
another domain, you will be requested to confirm that you want to add this LUN to the
domain. Click OK to confirm or Cancel to return to the Select Data LUN dialog.

7. If the LUN is on the SAN, it must be linked to the corresponding Fibre Channel Host.
Click Link. The Link LUNs to HBA dialog opens.

3 Link Luns to HBA —- Dialogue de page Web x|

Central Supsystem - MYSERVER Icientity | MyOperations-1

| When a LUN is connected to the SAN (Storage Area Metwark), it must be linked to at least one Fibre Channel Host plugged into one of the
! Domain's PCI slots.

1
| To establish the Primary Link between & LUN and a Fibre Channel host, select the LUN from the list and click the Set Primary Link button
i For enhanced redundancy, each LUN can be linked to a second Filre Channel Host. To establish the Secondary Link between a LUN and a

. Fibre Channel host, select the LUN from the list, select the Redundant check box and click the Set Secondary Link hutton

SetPrimary Link Set Becondany Link

LUN Name Redundant Secondary Link

Figure 68. Link LUNs to HBA dialog
8. Select the Redundant checkbox if you want to define two links to the LUN.
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= Note:

If you select the Redundant mode, you will be informed that dedicated software is required
to enable this mode and you will be requested to confirm your choice.

9. Click Set Primary Link to define the main access path to the SAN. The Select HBA
dialog opens, allowing you to select the domain PCI slot you want to use to access the

LUN.

a Select an HBA -- Dialogue de page Weh

Central Subsystem :MYSERVER

Il entity : MyOperations-1

LU LUNS

select the required PCI 5lot to establish the primary link betseen LUN LUNS and

the Fibre Channel Host.

PCl Slots | WWVH || Linked
CELL_0 : MODULE_010B_0 =
FEPCISLOT 1 789F-TB94-ABCD- 7889 Yes
EPCISLOT 2 ND
EPCISLOT_3 N
EIPCISLOT 4 Mo
EIPCISLOT 5 Mo
FEPCISLOT 6 7878-9895-6666-8705 ND
EPCISLOT 7 ND
FEPCISLOT 8 ND
EIPCISLOT_9 Mo
EIPCISLOT_10 Mo
EAPCISLOT_11 No o [+

Ok |

Figure 69. Select an HBA dialog

10.Select the PCI slot containing the HBA to be used as the primary link to the SAN and
click OK. The primary link is now set.

11.Where applicable, click Set Secondary Link to define the backup access path to the

SAN.

12.Select the PCI slot containing the HBA to be used as the secondary link to the SAN and
click OK. The secondary link is now set.

13.Click OK — Apply. Changes will be applied at the next domain power on.

= Note:

If you do not define the data LUN link, a message will appear requesting you to link the LUN
to a fibre channel host before saving changes. See Linking a LUN to a Fibre Channel Host,

on page 0 for details.
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Removing a Data LUN

A Important:

Reserved for systems connected to a Storage Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

I Notes:
e The domain must be INACTIVE before configuration changes can be made.

e Domain modifications are not automatically saved and are only applicable while the
selected domain is loaded in the Domain Manager Control pane. If required, you can
manually save the new configuration for future use. See Saving the Current Domain
Configuration Snapshot, on page

To remove a data LUN:

1. Click Domain Manager to open the Control pane.

2. Select the required domain.

3. Click Modify in the Command bar to open the Modify Domain dialog.

= Note:

The Modify Domain dialog can also be accessed from the View Domain dialog.

'3 Modify Domain -- Dialogue de page Weh ] |
Domain Modification

Central Subsystem|| B MYSERVER
Domain Identity || & MyOperations-1

EFI LUN | @ mysERVER oLUO %
Data LUNs | = <<Data LUN set>> | = Remove Data LUN button
CPU & Memory |37 CPU &0 MB .
Composition .
S CELL 2 @
Module 1 = @
Moduies CELL 1 B E «4 CELL_O| =

Cloge | Apply |

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers
Figure 70. Modify Domain — Remove Data LUN
4. Click the Remove Data LUN button. The Select Data LUN dialog opens.
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= Note:

If LUNs used in the domain are not on the SAN is displayed, your domain has not been
configured to use LUNs on the SAN. See Configuring Domains, on page

J— — -
il 3 select Data LUNs -- Dialogue de page Web N x|

Central Subsystem | MYSERVER.

Identity : MyOperations-1

| Each Dormain must have an EF| Boot LUM on which an Operating System has been installed.
* Ciptionally, each Domain may have one or more Data LUNS far data starage
+ Towiew Data LUN details, select the Data LUN and click the Details button.
To allocate a Data LUN to & Domain, select the Data LUN and click the Add button.
To link a Data LUN on the SAN to a Domain, select the Data LUN and click the Link button.
To remove a Data LUN from-a Domain, select the Data LUN and click the Remoye button.

Data luns available:

' Name ‘ Type Gapacﬂy‘ Loaded ‘nllo(_:a‘te_d Description
| [FDA1300 -
ISR LUR 2 RAIDS | 10.0GH (] Yesg
i (lS=LUNT3 RAIDS 1.0GB Mo Ma
; = LUNT4 RAIDS | 33.2GH Mo Mo
E' El unr RAID1 | 15.06B Ma Mo
1
I
& Ldd | 4 Remove |
Data luns selected: Link | Details...
Name ‘ Type Capaci[y‘ Loaded ‘nllncated Description ‘
RAIDS | 10.0GE
RAIDS | 33.2GB

RAID

Figure 71.

oK |

Cancel |

Select Data LUN dialog — Data luns selected list

5. Select the LUN you want to remove from the current domain configuration in the Data
LUNs available selected list and click Details to view LUN parameters, if required.
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<} Edit LUN parameters -- Dialogue de page Web x|
Marme: LUMND
Description: =]
k]
LUN Number:  |0001 Type: [RAIDS size: [10.0GB
LN State: Iready

Subsystem Name: [FDA1300

Subsystern Model: |FDA

Serial Mumber:  |D000000928303375

™ EFILUN

™ Present ™ Loaded ™ Allocated [/EARL.
Name Name given to the LUN when created.
Description Brief description of the LUN.
LUN Number Number allocated to the LUN when created.
LUN State If the LUN is ready for use, READY is displayed.

If the LUN is not ready for use ??7?? is displayed.

Type LUN configuration mode.
Size LUN size.

Subsystem Name

Name of the subsystem containing the LUN.

Subsystem Model

Type of subystem containing the LUN.

Serial Number

Serial number of the subsystem containing the LUN.

EFI LUN

If this box is checked, the LUN is an EFIl boot LUN.
If this box is not checked, the LUN is a data LUN.

Present

If this box is checked, the LUN is detected.
If this box is checked, the LUN is not detected.

Loaded

If this box is checked, the LUN is loaded in the Domain Manager
Control pane.

If this box is not checked, the LUN is not loaded in the Domain
Manager Control pane.

Allocated

If this box is checked, the LUN is already allocated to a domain.
If this box is not checked, the LUN is not allocated to a domain.

Figure 72. View LUN parame
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6. Click Remove. The selected data LUN is moved to the Data LUNs available list.

i 3 Select Data LUNs -- Dialogue de page Web B

Central Subsystem | MYSERVER

Each Domain must have an EFI Boot LUN on which ah Operating System has been installed.
 Optionally, each Domain may have one of more Data LUNS for data storage.

+ Toview Data LUN details, select the Data LUN and click the Details button.

To alliocate a Data LUN to a Domain, select the Data LUN and click the Add buttor.

Tolink @ Data LUN on the SAN to a Dormain, select the Data LUN and click the Link button,
To remove & Data LUM from a Domain, select the Data LUN and click the Remove hutton

x|
Identity | MyOperations-1

| Data luns available: Details...
'i Mame ‘ Type | Capacity| Loaded |Allocated Description
| [FD&1300 a
== LUNT2 RAIDS | 10.0GB Mo Yes
(== LUNT 2 RAIDS | 1.0GB Ko Mo
; = LUN14 RAIDS | 33.2GB (T3] Mo
=Lt RAIDT | 16.068 No Mo
| [EEE ¥ ;
& Adid | & Ecmove |
Data luns selected: Lirale [Betails
Name ‘ Type | Capacity | Loaded |Allocated Description ‘
FDA1300 a
== LUNTT RAIDS | 10.0GB Yosg Yes
== LUr1AS RAIDS | 33.2GB Yes Yes
= LUNS RAIDT | 15.0GB Mo Yes

OK.

Figure 73. Select Data LUN dialog — Data luns available list

= Note:

If the selected data LUN is loaded in the current domain configuration or allocated to

Cancel

another domain, you will be requested to confirm that you want to remove this LUN from the
domain. Click OK to confirm or Cancel to return to the Select Data LUN dialog.

7. Click OK — Apply. Changes will be applied at the next domain power on.
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Adding Cells to a Domain
¥ Notes:

¢ At least one Cell, containing one IOC and one QBB, must be available.
e The Operating System must support added hardware.
e The domain must be INACTIVE before configuration changes can be made.

¢ When you add a Cell to a NovaScale 6085 Server domain, the server will operate as a
single SMP system, using all hardware resources.

e Domain modifications are not automatically saved and are only applicable while the
selected domain is loaded in the Domain Manager Control pane. If required, you can
manually save the new configuration for future use. See Saving the Current Domain
Configuration Snapshot, on page[3-11]

To add Cells to a domain:
1. Click Domain Manager to open the Control pane.
2. Select the required domain.

3. Click Modify in the Command bar to open the Modify Domain dialog.
¥ Note:

The Modify Domain dialog can also be accessed from the View Domain dialog.

'a Modify Domain — Dialogue de page Weh x|

Domain Modification

Central Subsystem | (5 MYSERVER

Domain Identity i ¥ MyOperations-1 s

EFI LUN i ! MYSERVER OLUO | %

Data LUNs l =1 << Data LUN sat > =

CPU & Memory £%:7 CPU &0 MB

Gomﬁés,ifiéﬁ o lCELL_2 CELL 3 | kS Add Cell button
Module 1 | | @
Moduleo || CELL_! B B «4 CELL © =)

Close | Apply |

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers
Figure 74. Modify Domain — Add Cell dialog
4. Click the Add Cell button. The Add Cells to Domain dialog opens.

[ Note:

If a No CELLs available message appears, you must first delete the domain using the cell.
See Deleting a Domain, on page|3-61.
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NovaScale 6085 Server

=} Add CELLs to domain -- Dialogue de page Web

CELL_O CELL_1 Tatal
g g 16
1] o o

Do

Figure 75. Add Cells to Domain dialog (mono—module server)

NovaScale 6165 Server

=} Add CELLs to domain -- Dialogue de page Web

CELL_0 CELL_1 CELL_2 CELL_3 Total
a a a 8 32
0 0 0 0 0

S

Figure 76. Add Cells to Domain dialog (bi-module server)

5. Select the required configuration and click OK. The letter A indicates the cell that will be
added to the domain.
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The new domain configuration is displayed in the Modify Domain dialog.

NovaScale 6085 Server

3 Maodify Domain -- Dialogue de page Web

Cell_1 is added

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers

Figure 77. Modify Domain — Add Cell confirmation dialog (mono—module server)

NovaScale 6165 Server

3 Modify Domain -- Dialogue de page Web

Cells_1, 2,
and _3 are added

Figure 78. Modify Domain — Add Cell confirmation dialog (bi-module server)

6. If required, click View Resources for hardware details. See Viewing Domain Hardware
Resources, on page

7. Click Apply. Changes will be applied at the next domain power on.
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Removing Cells from a Domain
¥ Notes:

¢ At least one Cell, containing one IOC and one QBB, must remain.
¢ The domain must be INACTIVE before configuration changes can be made.

¢ When you remove a Cell from a NovaScale 6085 Server domain, the server can either
operate as a single SMP system, using only the hardware resources in the remaining
Cell, or as two SMP systems if the removed Cell is allocated to another domain.

e Domain modifications are not automatically saved and are only applicable while the
selected domain is loaded in the Domain Manager Control pane. If required, you can
manually save the new configuration for future use. See Saving the Current Domain
Configuration Snapshot, on page[3-11]

A Warning:

When you remove a Cell from a domain, the devices attached to the corresponding
I0C board are no longer available for this domain.

To remove Cells from a domain:

1. Click Domain Manager to open the Control pane.

2. Select the required domain.

3. Click Modify in the Command bar to open the Modify Domain dialog.
=" Note:

The Modify Domain dialog can also be accessed from the View Domain dialog.
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NovaScale 6085 Server

| Z§ Modify Domain -- Dia

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers

Figure 79. Modify Domain — Remove Cell dialog (mono—module server)
NovaScale 6165 Server

3 Modify Domain -- Dialogue de page Web

Remove Cell button

Figure 80. Modify Domain — Remove Cell dialog (bi-module server)
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4. Click Remove Cell. The Remove Cells from Domain dialog opens.
NovaScale 6085 Server

2 Remove CELLs from domain -- Dialogue de page Web

=25
R

CELL_O Tatal
g 8
o o

Figure 81. Remove Cells from Domain dialog (mono—module server)

NovaScale 6165 Server

Figure 82. Remove Cells from Domain dialog (bi-module server)

5. Select the required configuration and click OK. The letter R indicates the cell that will be
removed from the domain.
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The new domain configuration is displayed in the Modify Domain dialog.

NovaScale 6085 Server

; Modify Domain -- Dialogue de page Weh

Cell_1is free

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers

Figure 83. Modify Domain — Remove Cell confirmation dialog (mono—module server)

NovaScale 6165 Server

Figure 84. Modify Domain — Remove Cell confirmation dialog (bi-module server)

If required, click View Resources for hardware details. See Viewing Domain Hardware
Resources, on page

7. Click Apply. Changes will be applied at the next domain power on.

6.
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Deleting a Domain

= Note:
The domain must be INACTIVE to be deleted.

Once loaded in the Domain Manager Control pane, a domain can be deleted from the
current configuration. When the domain has been deleted, the corresponding resources can
be re—allocated to another domain.

To delete a domain from the current configuration:
1. Click Domain Manager to open the Control pane.
2. Select the required domain.

3. Click Delete in the Command bar. The Confirm Remove Domain dialog opens.

NovaScale 6085 Server

NovaScale

| B Powering view remuAll (S Shienies [ Bave Snapetiot Help.

Click the domain you want to manage.

& Eowar Dy
A NORMAL Fower Off

AL
Eesat,

= | 'm Remove Domain -- Dialogue de page Web [ il =
S Force Power Diff...
Domain :MyOperations-2 Central Bubsystem :MYSERVER
- ' - Pawer Logs...
ArE you sure you want to remove this domain from the current domain Fieausstlions,
9.) configuration 7 i

ves |

Wiew,
Rty
Deleter,

Figure 85. Delete domain dialog — mono—module server
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4. Click Yes to confirm deletion of the selected domain from the current configuration.
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NovaScale 6165 Server

NovaScale
| [ Pawering i

N Sl Echeres [3 8ave Srapstiol

Click the domain you want to manage

MYSERVER

A2 WyOperations-1 B macTive 5 NORMAL

Ek‘ MyOperations-2
Ij‘ Q MyOperations-4

B nacTive
B macTive

5 NORMAL
& NORMAL

3 Confirm Remove Domain -- Dialogue de page Web

Domain ‘MyOperations-2

= B3
Central Subsystem :MYSERVER

ArE YOU SUFE you Want [ remave this domaln Trom the cUrrent domain
) coriiguraon ? ' ' -

Eower G |
Paowrer O |
Eeset.. |
Earce Power Off . |
FowerLaoge. |
Fequestlogs.. |
Bmm.. |

L= |
Taodify |
Belete.. |

Figure 86. Delete Domain dialog — bi-module server




An information box opens, informing you that the domain has been successfully deleted.
The domain is no longer visible in the Control pane.

Microsoft Internet Explorer x|

& Domain MyOperations-2 is successtully removed From the current domain configuration,

Figure 87. Domain deleted information box

5. Click OK to continue.
You can now re—allocate the resources of the deleted domain. See Adding a Cell to a

Domain, on page
[ Note:

Domain modifications are not automatically saved and are only applicable while the selected
domain is loaded in the Domain Manager Control pane. If required, you can manually save
the new configuration for future use. See Saving the Current Domain Configuration

Snapshot, on page
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Locking / Unlocking Hardware Elements

You can functionally limit access to certain hardware elements. Locked elements can no
longer be accessed by the current domain, but are still physically available for access by
other domains. Previously locked elements can be unlocked so that they can be accessed
by the domain. For details, see Limiting Access to Hardware Resources, on page

3-64

[ Notes:

e The domain must be INACTIVE before configuration changes can be made.

e Hardware locking / unlocking is only taken into account at the next domain power ON.

e Hardware components to be functionally included (unlocked) in the domain at the next

domain power ON are marked with a yellow 5 icon in the Lock Request column in the
Domain Hardware Details page.

e Hardware components to be functionally excluded (locked) from the domain at the next

domain power ON are marked with a red / yellow B icon in the Lock Request column in
the Domain Hardware Details page.

[See Viewing Domain Configuration, Resources and Status, on page 3-32.]

e Domain modifications are not automatically saved and are only applicable while the
selected domain is loaded in the Domain Manager Control pane. If required, you can
manually save the new configuration for future use. See Saving the Current Domain

[Configuration Snapshot, on page 3-11 |

The following domain hardware elements can be locked / unlocked from the Domain
Manager control pane:

I0Cs When a domain comprises more than one cell (therefore more than one
IOC), the Master IOC is the one hosting the boot disk. The other IOCs in
the domain are Slave I0Cs.

Slave I0Cs can be safely locked from a domain, but connected
peripherals will no longer be accessible.

Note:

If the Master IOC is locked, system disks may no longer be
accessible and the domain may not power up.

I0C HubLinks |All IOC HubLinks can be safely locked from a domain, but connected
peripherals will no longer be accessible.

IOC HubLinks are organized as follows:

HubLink_1 controls PCI Slots 1 & 2

HubLink 2 controls PCl slots 3 & 4

HubLink 3 controls PCl slots 5 & 6

Note:

If Master IOC HubLink_1 is locked, system disks may no longer be
accessible and the domain may not power up.

PCI Slots All PCI slots not connected to a boot disk can be safely locked from a
domain, but connected peripherals will no longer be accessible.

Note:
If Master I0OC PCI Slots 1, 2 are locked, system disks may no longer
be accessible and the domain may not power up.

IOLs Slave IOLs can be safely locked from a domain, but connected
peripherals will no longer be accessible.

Note:
If the Master IOL is locked, the domain will not power up.

Table 20.  Hardware locking options
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To lock / unlock a domain hardware element:

1. Click Domain Manager to open the Control pane.

2. Select the required domain.

3. Click Modify in the Command bar to open the Modify Domain dialog.

= Note:

The Modify Domain dialog can also be accessed from the View Domain dialog.

3 Modify Domain -- Dialogue de page Weh

Lock HW button

* Module 1 (Cell_2 & Cell_3): does not equip mono—module servers
Figure 88. Modify Domain — Lock Hardware

4. Click the Lock Hardware Components button. The Lock Domain Hardware
Resources dialog opens.
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¥ Lock Domain Hardware Resources — Dialogue de page Web Hl x| |
Domain :MyOperations-1 Central Subsystem :MYSERVER
EFILUN - MYSERYER OLUD

This Domain comprises:CELL_O

Ta tempararily exclude & harcware component fram this domain, it must first be locked.
All non-excluded compaonents can be locked.

%g::g Tolock a hardware companent, select the Component Checkbox and click OK.
i Tounlock 3 hardware component, select the Component Checkbox and click OK.

=L B0 @MYSERVER
=Lk D @CELL O
sLHE @QBB_0
= o @ QBB _1
=0 @10B_0
EOZ20 @HUBLINK_1
FOZ20 @HUBLINK_Z
FO5#0 @HUBLINK_3
FOZE0 @HUBLINK, 4

Help |

oK |

Figure 89. Lock domain hardware resources dialog
5. Expand the component tree to view the hardware element you want to lock / unlock.

6. Select the corresponding checkbox to lock the element or deselect to unlock a previously
locked element.

3 Lock Domain Hardware Resources -- Dialogue de page Web i _l(_l

Dornain :M_yOperationsd Central Subsystem :MYSERVER
EFI LN :MYSERVER_OLUO

This Domain comprises: CELL_0

To temporarily exclude a hardware component from this domain, it must first be locked.
All non-excluded components can be locked.

% Tolock & hardware camponent, select the Component Checkbox and click OK.
i : Tounlock a hardware component, select the Component Checkbox and click OK.

= | EO @MYSERVER
BEO@cELL D
#[FH o @QBE_0
2OFD @QEB_1
O£k0 @CPU_D
O @Ccru_1
Ok @CcPU_2
-CL B @ CPU_3

& Daﬁn @I0B_0
20220 @HUBLINK_1

P00 @FCISLOT 2

01 @HUBLINK_3
O @HUBLINK_4

- ruA

0%
(32

Ok | Cancel | Help |

Figure 90. Lock domain hardware resources dialog — PCI slot selected

7. Click OK — Apply. Changes will be applied at the next domain power on.
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What To Do if an Incident Occurs

When an incident occurs during a domain Power ON / Power OFF / Force Power OFF /
Reset sequence, a message is displayed in the Domain Status panel and a trace is
recorded in the Domain POWER Logs. Table 21 indicates the messages that may be
displayed during an incorrect power sequence.

SEQUENCE ERROR / INFORMATION MESSAGE

POWERING ON FAILED
TIMEOUT DURING POWER ON
POWERING ON SUSPENDED
DOMAIN HALTED

POWERING ON

RECOVERING BIOS

POWERED ON - LOADING Bl
° ° ° G BIOS BIOS LOADING TIMEOUT

BIOS READY — STARTING EFI TIMEOUT DURING START EFI

POWER DOWN FAILED

POWERING DOWN
TIMEOUT DURING POWER DOWN

Table 21.  Domain power sequence error messages

PAM software also informs connected and non—connected users via:
¢ the PAM Web interface (Status Pane and/or User History files),
e e—mail (users with an appropriate Event Message subscription),

¢ an autocall to the Bull Service Center (according to your maintenance contract) for
analysis and implementation of the necessary corrective or preventive maintenance
measures, where applicable.

As Customer Administrator, you have access to the System History files and associated
Help Files. As Customer Operator, you have access to the User History and/or Web Event
Messages, and associated Help Files, pre—configured by your Customer Administrator.

You will find all the advice you need in the Help Files associated with the System / User
History and Web Event Messages you are authorized to view.

Whether you open a Web Event Message or a System / User History file, the resulting
display and utilities are the same. See Viewing and Managing PAM Event Messages and
History Files, on page

I Note:
All incidents are systematically logged in the System History files, which you can view as
Customer Administrator at any time.
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Dealing with Incidents

When you open the incident Help File, you may be requested to contact your Customer
Service Engineer or perform straightforward checks and actions:

Checking POST Codes
If you are requested to check POST Codes, see Viewing Domain BIOS Info, on page

Checking Hardware Exclusion Status

If you are requested to check hardware exclusion status, see Excluding / Including
Hardware Elements, on page

Checking Hardware Connections

If you are requested to check hardware connections, use Appendix Cabling Diagrams to
manually and visually ensure that all cables are correctly inserted in their corresponding
hardware ports.

Rebooting Maestro / Resetting the PMB

If you are requested to reboot Maestro or to reset the PMB, see Checking, Testing, and
Resetting the PMB , on page

Rebooting the PAP Application
If you are requested to reboot the PAP application:

1. From the Microsoft Windows home page, click Start —» Programs — Administrative
Tools — Component Services.

2. From Component Services, click Console Root - Component Services —
Computers — My Computer - COM+ Applications — PAP.

3. Right click PAP to open the shortcut menu. Click Shutdown.

. Activate the required PAM version to reboot the PAP application. See Deploying a PAM
[Release, on page 5-24 and Activating a PAM Version, on page 5-25.|

Powering OFF/ON the Domain

If you are requested to Power OFF/ON or Force Power OFF a domain, ensure that you
have saved data and closed open applications. See Powering ON a Domain, on page 3-14,
Powering OFF a Domain, on page 3-18, and Forcing a Domain Power OFF, on page 3-21.|

Resetting a Domain
[If you are requested to Reset a domain, see Manually Resetting a Domain, on page 3-24.

Performing a Domain Memory Dump

If you are requested to perform a domain memory Dump, see Performing a Domain Memory
[Dump, on page 3-25.

Turning the Site Breaker Off

The server is not equipped with a physical power button and can only be completely
powered down by turning the site breaker off.
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Chapter 4. Monitoring the Server

This chapter explains how, as Customer Administrator, you can supervise server operation
and how as Customer Administrator and/or Operator you can view and manage PAM
Messages, Histories, Archives and Fault Lists. It includes the following topics:

e [Introducing PAM Monitoring Tools, on page 4-2|

e |Using the Hardware Search Engine, on page 4-9|

e |Viewing PAM Web Site User Information, on page 4-11|

e [Viewing PAM Version Information, on page 4-12|

e |Viewing Server Hardware Status, on page 4-13|

* [Displaying Detailed Hardware Information, on page 4-14|

¢ [Excluding / Including Hardware Elements, on page 4-24|
¢ [Managing PAM Messages, Histories, Archives and Fault Lists, on page 4-27|

¢ [Viewing PAM Messages and Fault Lists, on page 4-29|

¢ |Viewing, Archiving and Deleting History Files, on page 4-32|

¢ |What to Do if an Incident Occurs, on page 4-38|

¢ [Creating an Action Request Package, on page 4-46|

¢ [Creating a Custom Package, on page 4-47

= Note:
Customer Administrators and Customer Operators are respectively advised to consult the
Administrator’s Memorandum, on page or the Operator’s Memorandum, on page
for a detailed summary of the everyday tasks they will perform.

For further information about user accounts and passwords, see Setting up PAP Unit Users,
on page
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Introducing PAM Monitoring Tools

4-2

Main Central SubSystem (CSS) hardware components are managed by the comprehensive
Platform Administration and Maintenance (PAM) software specifically designed for Bull
NovaScale Servers.

Note:

Peripheral devices such as disk racks, PCIl adapters, KVM switch, local console, and the
PAP unit are managed by the Operating System and/or by dedicated software.

For details on how to monitor these devices, please refer to the user documentation
provided on the Bull NovaScale Server Resource CD—Rom.

PAM software permanently monitors and regulates CSS hardware during operation,
ensuring automatic cooling for compliance with environmental requirements, power ON /
OFF sequences, component presence and functional status checks, and event handling
and forwarding.

In—depth monitoring is a Customer Administrator function and the PAM Hardware Monitor

is only available to users with administrator access rights. However, all connected users are
permanently and automatically informed of CSS functional status via the PAM Status pane

and of domain status via the PAM Domain Manager Control pane.

The PAM Event Messaging system offers comprehensive event message subscription
options allowing both connected and non—connected users to be informed of server status.
See Customizing the PAM Event Messaging System, on page|5-116|for details.

To refresh the PAM display:

¢ (Click the Refresh Tree button in the PAM Tree toolbar to refresh the PAM Tree.
e (Click a node in the PAM Tree to refresh the corresponding Control pane display.
¢ (Click the Refresh Web Page button to return to the PAM Home Page.

Note:
DO NOT use the Refresh option obtained by right clicking the mouse in the browser window.
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Viewing System / Component Status
What You Can Do

Check system status

Check CSS module availability status
Check event message status
View hardware presence status
View hardware functional status
View server hardware status
View FRU information

View firmware information

View thermal status

View power status

View temperature status

View fan status

View jumper status

View PCI slot status

PAM Status Pane

When you log onto the PAM Web site, you are able to check system status at a glance via

the Status pane which provides quick access to CSS Module availability status, server

functional status, and pending event message information.

-
&
Events EREE

Status

E

System Functional Status icon

CSS Availability Status icon

F

Event Message Severity icon

Event Message Viewer

New Event Message icon

Pending Event Message icon

A
B| Presence/Functional Status toggle button
C
D

Figure 91. PAM Status pane
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CSS Availability Status
The CSS availability status bar reflects the operational status of the data link(s) between the
Platform Management Board (PMB) embedded in each CSS Module and the PAP Unit.
Each CSS module is represented by a zone in the status bar.

e When a CSS Module PMB is detected as PRESENT, the corresponding zone in the
status bar is GREEN.

e When a CSS Module PMB is detected as ABSENT, the corresponding zone in the status
bar is RED.

e When you hover the mouse over the status bar, an Infotip displays the presence status
of CSS Module PMB — PAP Unit data links.

The following figure represents the status bar for a bi-module server. One CSS Module
PMB is detected as PRESENT and the other is detected as ABSENT.

A: Bar red (CSS Module_0 not available)
Figure 92. CSS Module availability status bar

System Functional Status
If the system is operating correctly, the System Functional Status icon is green. Table 22.
explains possible system functional status indications.

Icon Status Explanation
Gtrejen NORMAL No problem detected. The system is operating correctly.
Yc”) WARNING Minor problem reported. The system is still operational.
ellow
Serious problem reported. The system is no longer
O CRITICAL capable of operating correctly. PAM may generate an OS
Orange shutdown request.
9 FATAL Major problem reported. PAM may automatically shut
Red down the OS. The system is partially or totally stopped.

. NOT ACCESSIBLE | Status cannot be computed (detection circuit error).
Purple

Table 22.  CSS hardware functional status icons

A Important:

If the system functional status icon and/or CSS availability status bar is/are not
green, see What to Do if an Incident Occurs, on page

Event Message Status
The New Event Message icon informs you that new messages have arrived and that you
can click the View Event Message icon to view them (the number of unprocessed event
messages is also displayed). See Consulting Event Messages, Hardware Faults and
History/Archive Files, on page 0.

The Event Message Severity icon indicates the set maximum severity level of
unprocessed event messages. See Understanding Message Severity Levels, on page
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PAM Tree Pane

As Customer Administrator, you can view the presence and functional status of each
hardware element from the PAM Tree pane. The PAM Tree pane is refreshed at your
request. Use the Refresh PAM Tree button to update the display when required.

A Important:

To maintain a trace of transient faults, PAM Tree functional and/or presence status

indicators will not change color until the domain has been powered OFF/ON, even if
the error has been corrected.

Displaying Presence Status

When, as Customer Administrator, you log onto the PAM Web site, server hardware
presence status is displayed in the PAM Tree by default (square, colored indicator next to

the Hardware Monitor node). If you expand the PAM Tree, the presence status of all
hardware elements is displayed.

Status B

Expand PAM Tree : |
button %ﬁﬁ]@ @l

Eﬂ\jlh -

T ) L Datmialh WandgEr

B3] B =ardwsa der fer /Ii‘jﬂl—‘lﬁmrn Hnkline

a1 ﬁm«w\ A E R

10 9r 2 1ating Tasks ] — ootk FPARMYE: Sita

Pre éence status = ""=‘|=|'~"-'|='i
icators QoD Lz 0

_—r|i-] O SFan

PP ROICPULD

e [l
i RO CGELL X
SEQcru_a

| [ WEMO S
FR MWEKMOSY_2
:r =R
o 1
|
hoﬁnlm 1
S0 DIE_Z
B DIE_
] R
=E]= e
-ERE e

L@nr 20

. AT

Figure 93. PAM Tree hardware presence status display

When hardware presence status is normal, all presence status indicators are green.
Table 23. explains possible hardware presence status indications.
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Presence Status Indicators

Indicator Status Explanation
NORMAL Th|s. hardwgre element: .
Green — is physically present and accessible.
O This hardware element:
Red MISSING — was present in a previous configuration but has
© disappeared.
Eﬂ A sub—component of this hardware element:
. MISSING — was present in a previous configuration but has
Red/white disappeared.
NOT ACCESSIBLE This hardware element: . o
Purple — cannot be computed (detection circuit error).
E NOT ACCESSIBLE |2 sub—compéonent of thl; r;ardwgre element:
Purple/white — cannot be computed (detection circuit error).
A sub—component of this hardware element:
— was present in a previous configuration but has
Eﬂ MISSING AND disappeared.
NOT ACCESSIBLE
Purple/red A sub—component of this hardware element:
— cannot be computed (detection circuit error).
Table 23.  Hardware presence status indicators

A Important:

If a PAM Tree hardware presence status indicator is not green, this could be normal if
a hardware element has been removed for maintenance. See What to Do if an Incident

Occurs, on page|[4-38.]
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Displaying Functional Status
You can toggle the PAM Tree to view system / hardware functional status (round, colored
indicator next to the Hardware Monitor node). If you expand the PAM Tree, the functional
status of all hardware elements is displayed. Functional Status is a composite indicator
summarizing Failure Status, Fault Status, Power Status, and Temperature Status indicators,
where applicable.
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Figure 94. PAM Tree functional status display

When hardware functional status is normal, all functional status indicators are green.
Table 24. explains possible hardware functional status indications.

Functional Status Indicators

Indicator Status Explanation
@ NORMAL No problem detected. This hardware element is
Green operating correctly.
WARNING Minor problem reported. This hardware element is still
Yellow operational.
Serious problem reported. This hardware element is no
CRITICAL longer capable of operating correctly. PAM may generate
Orange an OS shutdown request.
$ FATAL Maijor problem reported. PAM may automatically shut
Red down the OS. System integrity is jeopardized.
® NOT ACCESSIBLE The functional status of this hardware element cannot be
Purple computed (detection circuit error).

Table 24.  Hardware functional status indicators
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A Important:

To maintain a trace of transient faults, PAM Tree functional and/or presence status
indicators will not change color until the domain has been powered OFF/ON, even if
the error has been corrected. Overall server functional status is indicated by the
system Functional Status icon in the Status pane. For further details, see What to Do

if an Incident Occurs, on page[4-38]

r

Note:

If, when you toggle the PAM Tree to view hardware functional status, the functional status of
a hardware element is not normal, the Hardware Monitor node will automatically expand to
the level of the malfunctioning hardware element, as shown in Figure 95.
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Using PAM Utilities
What You Can Do
e Search for excluded hardware elements
e Search for missing hardware elements
e View PAM Web site information
o View PAM version information

o FExclude / include hardware elements

Using the Hardware Search Engine

The Hardware Search engine allows you to search for and view hardware elements
corresponding to selected criteria, for example Excluded or Missing hardware elements.

= Notes:

e Excluded hardware elements are those that have been logically excluded from the
server. See Excluding / Including Hardware Elements, on page

¢ Missing hardware elements are those that have been physically removed from the

server (e.g. for maintenance).

To search for specific hardware:

1. Click Hardware Monitor in the PAM tree to open the Hardware Search page.

NovaScale
[

Help |

Search: [Harcware Exclusion requestiist =]

/& Hardware Monitor -- Dialogue de page Web ﬂ

& ‘According to configuration, the search may take several
L secands, :

This page allows you to display all hardware components matching the criteria selected below.

Figure 96. Hardware Search engine

2. Select the required search criteria from the dropdown box and click OK.

Monitoring the Server
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3. Once the search is complete, results are displayed in the control pane.

| NovaScale ardware Searc |
il [2) Help | -

This page allows you to display all hardware components matching the criteria selected below.

Search results
=B O Hardware Monitor
=i O MYSERVER
Er{EE] O MODULE_D
EHH O cBB_o
5:} xCF’U_U

Figure 97. Hardware Search result list (example)
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Viewing PAM Web Site User Information
As Customer Administrator, you can view the list of PAM users currently logged onto the
PAM Web site by clicking Hardware Monitor — PAM Web Site.

The Web site version and a list of connected users and session details are displayed in the
Control pane. The current session is indicated by the @ icon.

= Note:

You can view user roles by selecting a user and clicking View Roles in the toolbar.
The roles associated with this user are displayed in the Roles for selected session dialog.

NovaScale _
| [ Wiew toles (2] Hetp
PAM WEB Site
Pams3ite Version : 9.000
[ ‘Sessions on Pamsite
| Current | Connected users Session started at [ Address
FRC nap mercredi B juillet 2 B Local Host

“3 Roles for selected session — Dialegue de page!

User: FRCLS5778'pap

Status| Role Name |
[ @ |[DOMAIN MANAGER

| @ [DOMAIN_OPERATOR

| & |DOMAIN WATCHER

@ [STORAGE MANAGER

[ ® [HARDWARE MANAGER

® |HARDWARE_OPERATOR
@ HARDWARE WATCHER

@ |MAINTENANCE_ENGINEER
& |SYSTEM_HISTORY. MANAGER
[ & [SYSTEM_HISTORY WATCHER
& |USER HISTORY_MANAGER
| @ |USER_HISTORY_WATCHER

9 |EVENT _MANAGER

Figure 98. PAM Web Site user information

ranet local

Monitoring the Server
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Viewing PAM Version Information

4-12

PAM version information may be useful to help your Customer Service Engineer solve
software—related problems.

To view PAM version, site data and release data, click Hardware Monitor — PAP. The PAP
Unit Information Control pane opens, indicating PAM software version details along with
PAM Site Data and Release Data directory paths:

e the PAM Release Data directory is used for all the files delivered as part of PAM software
to ensure configuration consistency.

o the PAM Site Data directory is used for all the the files produced by PAM software
(history files, configuration files) concerning Customer site definition and activity.

To view complete PAM resource file information, click More Info. The PAM Versions dialog

opens.
| Helo |
Platform Administration Management:
PAM Version 5131 Mare Infa...
Paths:
ChProgram Files\BULLPAMPAMSiteDatay]
GEREY VPAMDATASI TEDATA
ChProgram Files\BULLWP ARG 131
RElE0e Dol PAMDAT AMRELEASEDATA
kA Z3 PAM ¥Yersions - Dialogue de page Web x|
Platform Administration Management =
PAM Yersian C B34
Paths
Site Data . Ci\Program Files\BULL\PAMPAMS teDatall —
CAPAMDATASI TEDATA,
; o . CAProgram Files\BULL\PAMIE. 3.1
RelEase DAlad = o AT ARELEASEDATA
oncrpe.dll
File \ersion :8,9,0,0
File Description  © ONC/RPC Library
Legal Copyright  : Copyright ® 2001-2004
Company Mame  © BULL S A
Internal Mame ©onerpe
Product Mame . PAP Software
Product Wersion 8,9, 0,0
PAP.DLL
File Wersion S8, 13.1,.0
File Description  © PAF Module —
Legal Copyright  © Copyright © 2001-2005 f—
Company Name  : BULL S.A

Figure 99. PAP unit information

If you want to deploy a new PAM release or activate another PAM version, see Deploying a
New PAM Release, on page and Activating a PAM Version, on page
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Viewing Server Hardware Status

When you click the CSS Name in the PAM tree (e.g. MYSERVER in the figure), the
Hardware Monitor displays a visual representation of the presence and functional status of
CSS module components in the Control pane. Each primary hardware element functional
status indicator is a clickable hotspot leading directly to the detailed Hardware Status page.

Presence/Functional Presence Status
Status Tree Toggle (default display)

Status

Furi:Livmal Sil
Hnrmal
(1) F L

MUOUULE B

T
| 1Bl e e
H A T e

48 H 533 v Kanace
I gz ann qurstlon ~5<)

ML g

Ol bt 18 T = e
Fodly @ Tnr A MErTg Froatyew hocl 2 L) Fans wIem tiroug 1 L obs HEar -z

E@ [ TR Al
[ g CSS Name

i3 fE an e tne
@ |

P 1
@.gfieic?fnnﬁwﬁ\
L8 e o caton 1AsE | {
~ Functional Status

[l (after toggle) Clickable hotspots

Figure 100. PAM Hardware Monitor

As you click a hardware element hotspot in the Control pane, you will notice that the PAM
Tree automatically expands to the selected component level.

¥ Note:
If a component is not part of your configuration, it is grayed out in the display.
If a component is part of your configuration but has been detected as “missing”, it is
displayed in red.
The meanings of presence and functional status indicators are explained in Table 23.
Presence Status Indicators, on pageand Table 24.Functional Status Indicators, on

page[4-7]

A Important:

If a functional status indicator is not green, see What to Do if an Incident Occurs, on

page[4-38]

= Note:

The NovaScale 6165 Server Hardware Monitor Control pane displays a visual
representation of the presence and functional status of the components of both CSS
modules.
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Viewing Detailed Hardware Information

For detailed information about module / component / sub—component status, you can either
click the corresponding hotspot in the Hardware Monitor Control pane or click the required
hardware element in the PAM Tree to open the Hardware Status page.

General Tab
The General tab gives access to the following information:

General .| FRU Info I Power I Temperature  J |

Present Presence Status

& Normal Functional Status |

b Nermal Failure Status
$ No fault Fault Status [ EiEplay EaliEist

™ Exclusion request Apply I

Presence Status Indicates if the hardware element is physically present and correctly
configured. See Presence Status Indicators, on page

Functional Status | Indicates if the hardware element is functioning correctly.

See Displaying Functional Status, on page
NOTE:
Functional Status is a composite indicator summarizing Failure
Status, Fault Status, Power Status, and Temperature Status
indicators, where applicable.

Failure Status Indicates if a failure has been detected on the hardware element.
NOTE:

This feature is reserved for future use.

See Failure Status Indicators, on page[4-15

Fault Status Indicates if a fault has been detected on the hardware element.
See Fault Status Indicators, on page

Display Fault List | When a fault is detected, a fault message is generated and the
Display Fault List button gives direct access to the list of faults
recently encountered by this hardware element.

See Consulting Event Messages, the Hardware Faults List, and
History Files, on page 0.

Exclusion Request | The Exclusion Request checkbox is used to logically
exclude/include hardware elements from the domain at the next
power—on.

See Excluding / Including Hardware Elements, on page

Figure 101. General Hardware Status page (example)
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Failure Status Indicators:

Indicator Status Explanation
I:l NORMAL PIAM sotftware has detected no failures on this hardware
Green element.
PAM software has detected that this hardware element
e DEGRADED is running at sub—standard capacity but is not
Orange jeopardizing system performance.
A PAM software has detected a failure that may be
FAILED . L
Red jeopardizing system performance.

PAM software is not receiving diagnostic information

UNKNOWN from this hardware element.

Gray

Fault Status Indicators
Fault Status, accessible via the General tab,

Indicator Status Explanation
L 4 NORMAL PAM software has detected no faults on this hardware
Green element.
L FAULTY PAM software has detected 1 or more fauli(s) on this
Red hardware element.
UNKNOWN PAM softw_are_ is temporarily meaningless (e.g. hardware
Gray element missing).

Table 25.  Fault status indicators

FRU Info Tab
The FRU Info tab gives access to Field Replaceable Unit identification data for the
hardware element, such as Manufacturer’s name, product name, part number, ... .

General OI FRU Info | Power [74]' Temperature  J

~Board info
Manufacturing date & time 31 1/2002 14:35
Manufacturer Intel
Product narme QBB
FPart nurmtber A05955-305
serial number ABBD24326449
FREL to arder TERTEEa0-m
Manufacturing test revision 0001
Manufacturing test result  SF_OK

Figure 102. FRU data (example)

Firmware Tab (Core MFL & PMB only)

The Firmware tab gives access to firmware version data for the hardware element.

= Note:

Firmware versions may differ.
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General @ | FRUInfo

FIRMWARE | Power Temperature |

~Maestro
Running Maestro Version
haestro Origin
BootRom Origin

RPC Emulator: Maestro Wersion 3.0.0
PAP disk
Updated BootRom

- Eirrmware
Factory Bootrom Yersion
Updated BootRom “wersion
ROM Maestro version
Waestro Image Choice

RPC Emulator: Factory BootRarm Wersion 3.0.0
RPC Emulator: Updated BootRom Yersion 3.0.0
RPC Emulator: Maestro version 3.0.0

FiEB Flash ROM

Miscelaneous
kKCS CPLD Yersion

0.2

Figure 103. Firmware data (example)
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Thermal Zones (CSS module only)
Thermal Zones, accessible via the Thermal zones tab, shows the thermal zones monitored
by PAM software. A cooling error in a thermal zone will affect all the hardware elements in
that zone. See Displaying Functional Status, on page

General | FRUInfo | POWER | Thermalzones @ |
(THERMALZONE 0 |]. QBE_D JioB_ o 1 PACBBFANBOX_ O ‘
() THERMALZONE _1 |]. QBE_1 1 BHOBBFANBOX_1 ‘
()THERMALZONE 2 |]. QBE_2 1 BHCOBBFANBOK 2 ‘
() THERMALZONE 3 |], QBE_3 Lioe 1 1 PRCBBFANBOX,_ 3 ‘
() THERMALZONE 4|]. FPe BREDOPS_0[@EDPS_1/BRDPS 2| @BDPS 3/BHDPS 4 EDF‘S_S‘
(THERMALZONE 5 |]. MIDPLAME 1 BASPSFANBOX 0 | ) BESPSFANBOY 1 ‘

General @ | FRUINfo | POWER | Thermal zones @ |

Front view {Module 0y Fans view through QBB Rear wview

Figure 104. CSS module thermal zone details

= Note:

When a thermal fault is detected, a fault message is generated and the General tab
Display Faults List button gives direct access to the corresponding logs.
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Power Tab

The Power tab gives access to power status data for the hardware element, indicating main
and standby power state and/or power—specific faults for each converter. See Displaying
Functional Status, on page

Once connected to the Customer’s site power supply, server hardware elements initialize to
the stand—by mode. Server hardware elements initialize to the main mode when the domain
is powered up.

General @ I FRU Info | Power |7 I Temperature & i Jurnpers |

StandBy i _
- : Measured values

Nominal values

% psy 1 5.03| Voits & [*

Figure 105. Converter power status details (example)

Indicator Status Explanation

A MAIN POWER ON
Green

Hardware element main / standby power is on.

V STANDBY POWER ON
Green

A MAIN POWER OFF
White

Hardware element main / standby power is off.
I/ STANDBY POWER

White [ OFF

A MAIN POWER

Red FAULT/FAILED PAM software has detected 1 or more main / standby
4 STANDBY POWER power fault(s) on this hardware element.

Red FAULT/FAILED

MAIN POWER

Gray MISSING/UNKNOWN PAM software cannot read main / standby power status

| 4 STANDBY POWER on this hardware element.
Gray MISSING/UNKNOWN

Table 26.  Power tab status indicators
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CSS Module Power Tab

The Power tab gives access to power status data for the CSS module DPS units.

General | FRUInfo | POWER | Thermalzones @ |

i 0 |ah )
48V Presence |PRESENT 48V Value 23 | Amperes

48V Presence Meaning
PRESENT At least 1 DPS unit is ON.
ABSENT All DPS units are OFF.
Not Found PAM software cannot read CSS module power status.
48V Value Current intensity in Amperes (varies according to configuration).

Figure 106. CSS module power status details

= Note:

When a power—specific fault is detected, a fault message is generated and the General tab
Display Faults List button gives direct access to the corresponding logs.
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Temperature Tab
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The Temperature tab gives access to temperature status data for the hardware element,
indicating overtemperature or temperature—specific faults.

General | FRU Infa | Power 7 | Temperature [} | Jumpers |

Figure 107. Temperature probe status details (example)

Indicator Status Explanation
l NORMAL Hardware element temperature is normal.
Green
I PAM software has detected a rise in temperature on this
WARNING hardware element, but it is still operational and is not
Yellow jeopardizing system performance.
PAM software has detected a critical rise in temperature on this
1 CRITICAL  |hardware element. PAM will generate an OS shutdown
Orange request.
l FATAL PAM software has detected a fatal rise in temperature on this
Red hardware element. PAM will automatically shut down the OS.
A UNKNOWN PAM software cannot read temperature status on this
Gray hardware element.
Table 27.  Temperature tab status indicators
=" Note:

When a temperature—specific fault is detected, a fault message is generated and the
General tab Display Faults List button gives direct access to the corresponding logs.
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Fan Status (Fanboxes only)
Fan Status, accessible via the Fans tab, indicates fan status, speed and supply voltage.

See Displaying Functional Status, on page
During normal operation, the display depicts fan rotation.
Each fanbox is equipped with 2 hot—swap, redundant, automatically controlled fans.

¥ Note:
If all fans are halted in the display, check that your browser allows you to play animations in
Web pages.
General @ | Power | Fans BB |

FAN_D

Figure 108. Fanbox details (example)

Jumper Status (I0C only)

Reserved for Customer Service Engineers.

Jumper Status, accessible via the Jumpers tab, indicates the current position of BIOS
Recovery, ClearCMOS, and ClearPassword jumpers. Reserved for Customer Service

Engineers.

General | FRUInfo | Power 7 | Temperature } | Jumpers | PCISiats

| Jumpers | state |
| RECOVERY |D Mot Set
|ClearcMOs | [ Not Set

| ClearPassword |D Mot Set

Figure 109. 10B jumpers tab
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PCI Slots (I0C only)

PCI Slot Status, accessible via the PCI Slots tab, shows PCI board type and the functional
and power status of PClI slots at the last domain power—on.

When a fault is detected on a PCI slot, a fault message is generated and an IOC Fault List
button gives direct access to the list of faults recently encountered on the IOC.

The Exclude checkboxes are used to exclude / include one or more PCI slots in the domain
at the next power—on. See Excluding / Including Hardware Elements, on page

General | FRUInfo | Power |7 | Temperature 4 | Jumpers | Peisiets @ |
Exclude Hublinks
PCI slot numher :>— Al |
e n ————————— Exclude PCl slots
lEi: g Functional status*
= i EREEE = Power status™
= : REEsanam Fault status =
= % = r— PCl board description
-
! _— & | |© |8 & | Adaptec Device 5016
-Fg; I |
j = i O
=§t 4 | @ |E8 ¢ | Adaptec ASC-39160
B . v
=_i 3| e |8 ¢
i = 2 Mo @@
.E LLLLLLLEITLELTTE r
BE iR 1| |® }Eﬂ &
I!==  NEEEENEE - - -
S Emm |~ ISNEEEEE Double-click a PC/boards to view details.
sug | EREEERER _J Double-click a FAUl Status to view fault list
*Status collecifd at last domain power-on.

Power status indicators

Figure 110. PCI slots tab
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Clicking a PCI board gives access to PCI Slot Details: such as Minor and Signal status,
Logical, Bus and Device numbers, Bus and Board frequencies, Vendor, Device and
Revision identifiers, Susbsystem Vendor and Device identifiers and Class code.

<3 PCI details -- Dialogue de page Web

Figure 111. PCI slot details dialog (example)
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Excluding / Including Hardware Elements

As Customer Administrator, if a redundant hardware element is faulty, you can logically
Exclude it from the domain until it has been repaired or replaced. To be taken into account,
exclusion requires domain power OFF/ON.

A complete list of logically excluded hardware elements can be obtained via the Hardware
Monitor search engine. See Using the Hardware Search Engine, on page

A Important:

Hardware elements must be excluded with care. The exclusion of non-redundant
hardware elements will prevent the server domain from booting. Exclusion guidelines
are given in the Hardware exclusion guidelines table, on page

Excluding a Hardware Element

A Important:

The exclusion of a hardware element is only taken into account at the next domain
power ON. A complete list of logically excluded hardware elements can be obtained
via the Hardware Monitor search engine. See Using the Hardware Search Engine, on

page[4-9

1. Check that the hardware element is “excludable” and that exclusion will not affect
domain availability. See Hardware Exclusion Guidelines, on page

2. Click the required hardware element in the PAM Tree to open the Hardware Status
page.

General .| FRU Info | Power i Temperature 4 i

&

Present Presence Status |
Normal Functional Status |

& MNormal Failure Status |
& No fauit Fault Status Wishlay EaulEst

[~ Exclusion reguest Ay I

Exclusion request checkbox: select to exclude
Figure 112. Inclusion
3. Select the Exclude checkbox and click Apply. The Exclude dialog box opens.

4. Click Yes to confirm exclusion of the selected hardware element. Exclusion will be taken
into account at the next domain power ON.
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% Notes:
If you want to check domain hardware status, click Domain Manager — Resources —
More info... to open the Domain Hardware Details page.

e Hardware components to be logically excluded from the domain at the next domain

power ON are marked with a red / yellow X icon in the Lock Request column in the
Domain Hardware Details page.

See Viewing Domain Configuration, Resources and Status, on page

Including a Hardware Element

A Important:

The inclusion of a hardware element is only effective once the domain has been
powered OFF/ON.

1. Click the required hardware element in the PAM Tree to open the Hardware Status
page.

General .| FRU Info | Power | Temperature § |

Present Presence Status ‘

Normal Functicnal Status ‘

Mormal Failure Status ‘

& HNo fault Fault Status ‘ B[z I
I Exclusion request Il I

Exclusion request checkbox: deselect to include
Figure 113. Example Hardware Status page
2. Deselect the Exclude checkbox and click Apply. The Include dialog box opens.

3. Click Yes to confirm inclusion of the selected hardware element. Inclusion will be taken
into account at the next domain power ON.

5 Notes:
If you want to check domain hardware status, click Domain Manager — Resources —
More info... to open the Domain Hardware Details page.

e Hardware components to be logically included in the domain at the next domain power

ON are marked with a gray & icon in the Exclusion Request column in the Domain
Hardware Details page.

See Viewing Domain Configuration, Resources and Status, on page
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Hardware Exclusion Guidelines

Hardware Element Exclusion Guidelines

IMPORTANT:

If the following hardware elements are excluded, the corresponding server domain will
not power up:

e Master I0C

¢ Master IOC HubLink 1

¢ Master I0C PCI Slots 1 & 2

e Master IOL

Note:

When a domain comprises more than one cell (therefore more than one 10C), the Master I0C
is the one hosting the boot disk. The other IOCs in the domain are Slave IOCs.

10C ¢ Slave IOCs can be safely excluded from a domain, but
connected peripherals will no longer be accessible.

¢ |f the Master IOC is excluded from a domain, the domain will
not power up.

10C HubLink ¢ All IOC HubLinks not connected to a boot disk can be safely
excluded from a domain, but connected peripherals will no
longer be accessible.

IOC HubLinks are organized as follows:

HubLink_1 controls PCI Slots 1 & 2 (Master I0C boot disk)
HubLink_2 controls PCl slots 3 & 4

HubLink 3 controls PCl slots 5 & 6

Note:

If Master IOC HubLink_1 is excluded, the domain will not power

up.

PCI Siot ¢ All PClI slots not connected to a boot disk can be safely
excluded from a domain, but connected peripherals will no
longer be accessible.

Note:

If Master IOC PCI Slots 1, 2 are excluded, system disks will no
longer be accessible and the domain will not power up.

IOL e Slave IOLs can be safely excluded from a domain, but
connected peripherals will no longer be accessible.

Note:

If the Master IOL is excluded, the domain will not power up.

QBB e At least one QBB must be “included” in a domain.

CPU e At least one CPU must be “included” in a QBB.

Note:

If all CPUs are excluded from a QBB, the QBB itself is
excluded.

SPS e At least one SPS must be “included” in a Core Unit.

Note:

If all SPS are excluded from a Core Unit, the domain will not
power up.

Clock e At least one Clock must be “included” in a Core Unit.

DPS Unit ¢ Only one DPS unit can be safely excluded at a given time.

Fanbox ¢ Only one Fanbox can be excluded from a domain at a given
time.

Note:

If more than one Fanbox is excluded, the domain may not
power up.

Table 28.  Hardware exclusion guidelines
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Managing PAM Messages, Histories, Archives and Fault Lists
What You Can Do
o View Web event messages
¢ Acknowledge Web event messages
e Sort and locate Web event messages
e View e—mailed event messages
e Display the hardware faults list
e View history files online
e View archive files online
e View history files offline
e View archive files offline
e Manually archive history files

e Manually delete archive files

A comprehensive set of Event Message subscriptions allows connected and non—connected
users to be notified of system status and activity. Pre—defined Event Message
Subscriptions forward event messages for viewing/archiving by targeted individuals and/or
groups, with an appropriate subscription, via:

o the PAM Web interface (connected Customer Administrator / Operator),

e User History files (connected Customer Administrator / Operator),

¢ e—mail (non—connected recipients — Customer Administrator / Operator / other)

¢ SNMP traps (non—connected recipients — Customer Administrator / Operator / other),
¢ an autocall to the Bull Service Center (according to your maintenance contract).

= Note:

Subscriptions can be customized to suit your working environment. For further details, see
Customizing the PAM Event Messaging System, on page|5-116.
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Understanding PAM Message Severity Levels
Messages are graded into four severity levels as shown in the following table.

4-28

Icon

Severity Level

Explanation

&

SUCCESS

An action requested by a user has been performed
correctly or a function has been completed successfully.
Information message, for guidance only.

£y

INFORMATION

System operation is normal, but status has changed.
Information message, for guidance and verification.

&

WARNING

An error has been detected and overcome by the
system or a processed value is outside standard limits
(e.g. temperature).

System operation is normal, but you are advised to
monitor the hardware concerned to avoid a more
serious error.

See What to Do if an Incident Occurs, on page

X

ERROR

An error has been detected and has not been overcome
by the system.

System integrity is jeopardized. Immediate action is
required.

See What to Do if an Incident Occurs, on page

Table

29.

Message severity levels

During normal operation, messages will be marked with the SUCCESS or INFORMATION

icon.

= Note:

A single message may have different severity levels. For example, the message
<Unit absent> may be the result of a:

e Presence Status request, indicating component status (information level).

e Action request, indicating an error. The command cannot be executed because the
component is absent (error level).

A Important:

If a message is marked with the WARNING or ERROR symbol, see What to Do if an

Incident Occurs, on page[4-38.]
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Whether you consult a Web Event

Viewing PAM Messages and Fault Lists

Message, a Faults List, a System / User History or

Archive, the resulting display and utilities are the same.

Display Events -

Select all events I Unselect all

avents | Acknowledge selected events | Help |

String centained in attribute |- All - 'I [T case sensitive Search I Reset I

7 event(s) /0 selected

Ack SY 1D Local Time Target String
Eira 14 | oanamse- 101841 | OOMAIN MYOPERATIONS-1 Domain MyOperations-1 time aut during the power an seguence
identifier 28282214
Index 247
UTCTimeStamp 1079342321434 p g
i Access to Help Message
UTCTime 09:18:41
LocalDate 031804
LocalTime 10:18:41
Severity ERROR
Source PAM Kernel/PAPDomaindThread_DomainTimeout
Target IDOMAINGROUP_MYSERVERIDOMAIN_MYOPERATIONS-1
Dornain MyOperations-1 time out during thé power on segquence =
String
Data
Help o i
T m@ 28282211  DII504-1071457  (DOMAIN_MYOPERATIONS-1 yOperations-1 inactive
T &@ 28204004 031504-101411 FRCLS5776ca WEB Session started. User. FRCLS5778ica. Sessionid. 63600496
T =@ 28204008 031504-1010:20 FROLESTISsa WEB Session ended. User FROLSST7Bisa, Sessionid. 69800495 &

Button

Use

—1—
Acknowledge selected events—{Tol remove viewed messages from the pending event list.

Select all events

To select all Ack checkboxes.

Unselect all events

To deselect all Ack checkboxes.

Hetp

To access context sensitive help.

Search

— String

— Contained in attribute
— Case sensitive

To search for specific messages, according to:

— Alphanumeric identifier (ID), e.g. 2B2B2214 above.
— Message Source, Target, String, Data attributes.

— Upper case / lower case letters.

Reset To delete the current search history.
Ack To select the message for acknowledgement.
+ To view the message and access context sensitive help.

Help on message

To view the related help message.

Column Header*

Use

Type To sort messages according to severity level.

ID To sort messages according to Message IDentifier, e.g.
2B2B2214 above.

Local Time To sort messages according to message local time and
date.

Target To sort messages according to the component referred
to in the message.

String To sort messages according to message text string.

* Double click the column header to sort messages

Figure 114. Display Events page
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Specimen Message Help File
The Help File explains the message and indicates related actions, where applicable, as
shown in Figure 115.

Message ID: 2B2B2214

Text Domain = domain name = time out dunng the power-on
sEQUENCE

Description | Domaih status information.

Actions o Wt until the domaimn turns to the "TNACTIVE" state then
power ON the domain,
See Fowering ON a Domain

Ifthe problem persists, contact vour Customer Service Engineer.

Comments

Figure 115. Specimen message help file

Viewing and Acknowledging PAM Web Event Messages

4-30

To consult Web event messages:

1. From the Status pane, click the ™ icon to open the Display Events page. See Figure
114. Display Events page, on page 4-29.

2. Click the + sign to expand the required message.

3. Click the Help on message <xxx> button at the bottom of the message page for direct
access to the corresponding Help File. See Table 115 Specimen message help file, on
page 4-30.

In addition to standard utilities, the Web Event Message display allows users to
acknowledge messages.

Important:

A maximum of 100 messages are accessible from the Status Pane. Users are advised
to regularly acknowledge processed messages to allow the arrival of new messages.
Acknowledged messages are stored in the PAMHistory file and can be viewed when
required.

See Viewing, Archiving, and Deleting History Files, on page 0.
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To acknowledge Web event messages:

1. Select the required checkbox(es) in the Ack column or click Select all events to
automatically select all checkboxes in the Ack column.

2. Click Acknowledge selected events.
Acknowledged messages are removed from the pending event list and are no longer
accessible via the Status pane. The Pending Event Message Indicator in the Status
pane is updated automatically.

Sorting and Locating Messages
From the message display, when you hover the mouse in the Type column, an InfoTip
gives a brief summary of the message allowing you to rapidly scan the list for the required
message(s). Use the standard + and — signs to expand and collapse selected messages.

It may be difficult to locate a message if the list is long, the following short—cuts can be used
to organize the display and to locate required messages.

Sorting Messages

Messages can be sorted by clicking a column header to sort the column, e.g. by Severity
(SV), ID, Time, Target, String. Once sorted, messages will be displayed according to the
selected column header.

Locating messages

The Search engine can be used to filter the number of displayed logs according to Source,
Target, String, Data attributes. All four attributes are selected by default, but a single
attribute can be selected from the dropdown menu.

To search the message list:

1. If known, enter an alphanumeric message string in the String field.

Select the required attribute field from the contained in attribute dropdown menu.
Case sensitive is selected by default, deselect if required.

Click Search to display search results.

o M 0D

If you want to carry out another search, click Reset to delete the search history.

Viewing E-mailed Event Messages

These messages contain the same information as those available to connected users, but
do not contain the corresponding help file. See Figure 114. Display Events page, on page

Viewing Hardware / Domain Fault Lists

The Fault List page allows you to view messages corresponding to the faults recently
encountered by a given hardware element.

To view a Hardware Fault List:

1. Toggle the PAM Tree to display hardware functional status.

Click the faulty element node to open the Hardware Status page.
Click Display Fault List to open the Fault List page.

Click the + sign to expand the required message.

A S\

Click the Help on message <xxx> button at the bottom of the message page for direct
access to the corresponding Help File.

To view a Domain Fault List, see Viewing a Domain Fault List, on page
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Viewing, Archiving and Deleting History Files

History and archive files are systematically stored in the PAMSiteData directory:
<WinDrive>:\Program Files\ BULL\PAM\PAMSiteData\< DataCompatibilityRelease>

The PAM History Manager allows you to view, archive and delete history files online and
provides you with the tools required to download and view history and archive files offline.

As Customer Administrator / Operator, you will frequently consult PAMHistory files for
information about system operation.

Note:

System histories and/or archives are only accessible to members of the Customer
Administrator group, whereas User histories and/or archives are accessible to members of
both the Customer Administrator and Customer Operator groups. For further details about
histories and archives, see Creating a User History, on pageand Editing History

Parameters, on page|5-125.

Viewing History Files Online

4-32

= Note:

Empty history files cannot be viewed.
To view a history file online:
1. From the PAM Tree pane, click History Manager to open the Control pane.

2. Select the Histories tab.

Histories | Archived histories
All Type Histories: 8

|Archive ! Last

Basket Name Description pb archiving

Al lessages date

rnal trace

& gInterventlunRepDrtHist,Dry Intervention Report history a none

@ %) IFMITrace PAM IPMI Features Trace 0 none

i gl‘{aestroﬂwtory Maestro history a TO0nE

& ‘gMaestroTraca Maestro Trace History 1} none

= %) rAMHiatory PAM software history 2 22/08/04-00:00

@ %) PANTrace PAN software trace 0 22/08f04-00:00

& gRPCT:acE RPC internal trace history a none =
A Ve CHEREN e e I Highlighted history

Ermpty histories {with O messages) cannot be viewed, archived or m
downlnaded v

- Downloading history or archive files
Addicheckedlbies i na-s'm':tl 0 Histories, 0 Archives in basket Show basket details I

To download history or archive files, select files and add them to the basket.
When all desired files are in the basket, click "Download Compressed File"

[EHH EE Eam ErE SaEa I E I

Figure 116. History Manager Control pane — Histories tab

3. Highlight the required type of history and click View. All the messages contained in the
selected history are displayed.

4. Select the message you want to view in detail. The resulting display is the same as for
event messages. See Table 114 Display Events page, on page
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Viewing History Properties

To view history properties:

1. From the PAM Tree pane, click History Manager to open the Control pane.

2. Select the Histories tab.

3. Highlight the required type of history and click Properties. The History Properties

dialog opens.

/3 Histories properties — Dialogue de page Web

History properties

|Mame: |HistaryTrace
|Description: |l?'ﬂ.1?'Histm:3fY internal trace
Directony:
[Type: | % SYSTEM
Number of 5
messages:
[Filesize (Kb): |2
Automatic archiving policy
[Type: [Numnber of days
[Value: |1
Directory:
Archives properties
|Duration: [Delete archive files after 30 days
Help
Name History name.
Description Optional description of history contents.
Directory Pathname of the directory used to store histories. If this field is
blank, the default Histories directory is used.
Automatic Archiving Policy
Type Number of days:
The system will automatically create an archive for this history after
the number of days specified in the Value field.
Size in KBytes:
The system will automatically create an archive when this history
reaches the size in KBytes specified in the Value field.
Number of Records:
The system will automatically create an archive when this history
reaches the number of records specified in the Value field.
Value Number of days / KBytes / records — according to archiving type.
Archive Properties
Duration Regular interval at which the archive is automatically deleted.

Figure 117. History properties

=" Note:

As Customer Administrator, you can modify History properties from the Histories Control
pane. See Editing History Parameters, on page|5-125.
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Manually Archiving History Files

In general, history files are automatically archived at regular periods. However, you can
choose to manually archive a history file at any time, if required.

= Note:

Empty history files cannot be archived.

To manually archive a history file:

1. From the PAM Tree pane, click History Manager to open the Control pane.
2. Select the Histories tab.

3. Select the required type of history checkbox or select the Archive All checkbox to
archive all histories.

4. Click Archive checked histories. A dialog box opens, requesting you to confirm file
archiving.

5. Click OK to confirm. The selected history(ies) are archived.

Viewing Archive Files Online

4-34

= Note:

Empty archive files cannot be viewed.
To view an archive file online:
1. From the PAM Tree pane, click History Manager to open the Control pane.

1. Select the Archived histories tab.

Help ‘
Histaries | Archived histories
Histo " Selection .
N ¥ [PAMHistary [ : Archiving date
ame: - Al
Select a History
. |HistoryTrace 2004-07-22 00hOOMO&S =
DescriptinterventionReportHistary ‘” st
PaM softu |PMITrace ‘I" 12004-0?-21 11h3amdebs |
MaestraHisto T |
MaestroTracéy ‘l_ i2004-07-21 0ohiomo4s
Number
[= |2004-07- 20 O0ROOMOZS
PAMTrace :
RPCTrace [= (0040714 onoomoss |
SANTrace = oz 12 nnmnnene 2]
e I F‘rupertiesl [HEEE selEated drhivers) |

- Downloading history or archive files

To download history or archive files, select files and add them to the basket

When all desired files are in the basket, click "Download Compressed Filg"

Shuow hasket details I 0 Histaries, 0 Archives in the basket

Figure 118. History Manager Control pane — Archived histories tab

2. Use the scroll-down menu to select the type of history archive you want to display. The

corresponding list of archived histories appears in the Archiving date zone.

3. Highlight the required archiving date and click View. All the messages contained in the
selected archive are displayed.

4. Select the message you want to view in detail. The resulting display is the same as for
event messages. See Table 114 Display Events page, on page
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Viewing Archive Properties

To view archive properties:
1.
2.
3.

From the PAM Tree pane, click History Manager to open the Control pane.

Select the Archived histories tab.

Use the scroll-down menu to select the type of history archive you want to display. The
corresponding list of archived histories appears in the Archiving date zone.

Highlight the required archiving date and click Properties. The Archive Properties

dialog opens.

€

Name:
Description:

Directory:

Date:
Duration:

Number of
messages:

FileSize (Kb):

Creation Mode:

Archive properties

PaAkHistory_2005-09-17_00h00maos
PAM Software History

DProgram Files\BULLWPAMPAMSiteDatav
PAMDATANITEDATAVIChIVES

2005-09-17 00:00:00
Delete archive files after 90 days

14

B
Automatic archiving

l Close ] l Help ]

Name History name, archiving date and time.

Description Optional description of history contents.

Directory Pathname of the directory used to store histories. If this field is
blank, the default Histories directory is used.

Date Archiving date and time.

Duration Regular interval at which the archive is automatically deleted.

Number of messages | Number of messages in the archive.

File Size (Kb)

Archive size in Kb.

Creation Mode

Mode used to create the archive:
eAutomatic archiving

eManual archiving

eHistory error

Figure 119. Archive properties

= Note:

As Customer Administrator, you can modify Archive properties from the Histories Control
pane. See Editing History Parameters, on page|5-125.
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Manually Deleting a History Archive File
In general, history archive files are automatically deleted at regular periods. However, you
can choose to manually delete a history archive file at any time, if required.

To manually delete a history archive file:

1.
2.
3.

5.

From the PAM Tree pane, click History Manager to open the Control pane.
Select the Archived histories tab.

Use the scroll-down menu to select the type of history archive you want to delete. The
corresponding list of archived histories appears in the Archiving date zone.

Select the required archive checkbox or select the Delete All checkbox to delete all
archives.

Click OK to confirm. The selected archives are deleted.

Downloading History / Archive Files for Offline Viewing
The PAM History Manager allows you to compress and download history and/or archive
files to a local or network directory for offline viewing. The downloaded files can then be
viewed with the History Viewer tool which displays all the sort options available online, but
does not contain the corresponding help file.

[ Note:

Empty history / archive files cannot be downloaded.

Downloading History Viewer
Before downloading history and/or archive files for offline viewing, you are advised to
download the History Viewer tool:

1.

From the PAM Tree pane, click Downloads — History Viewer to download the
HistoryViewer.zip file.

Unzip all the files in the HistoryViewer.zip file to a directory of your choice.

3. Select the HistoryViewer.htm file and create a shortcut on your desktop. The History

Viewer tool is now ready for use.

Downloading History / Archive Files
To download history / archive files:

1.

From the PAM Tree pane, click History Manager to open the Control pane.

2. Select the Histories or Archived histories tab, as required.

3. Select the required type of history or archive:

Histories

— Select the required history checkbox or select the Basket All checkbox to download
all histories.

Archives

— Use the scroll-down menu to select the required archive. The corresponding list of
archived histories appears in the Archiving date zone.

— Select the required archive checkbox or select the Basket All checkbox to download
all archives.

4. Click Add selected files to basket.

= Note:

Files already selected for downloading can be viewed by clicking Show basket details.
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5. Click Download Compressed File to compress and download the histories/archives to
the required local or network directory for offline viewing.

Viewing History / Archive Files Offline
1. Unzip all the files in the History.zip file to a directory of your choice.
2. Click the HistoryViewer.htm file to open the View History File page.

3. Complete the History File Name field and click Read, or click Browse to search for and
load the required history or archive file.

4. Select the message you want to view in detail. The resulting display is the same as for
event messages. See Table 114 Display Events page, on page

¥ Note:
For further details about histories and archives, see Creating a User History, on page|5-124
and Editing History Parameters, on page [5-125.
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What to Do if an Incident Occurs

Server activity is systematically logged in the System History files, which you can view as
Customer Administrator at any time.

When an incident occurs, PAM software informs users via:

¢ the Status pane,

e Event Message / History file,

e e—mail / SNMP traps (users with an appropriate Event Message subscription),

e an Autocall to the Bull Service Center (according to your maintenance contract).

In most cases, PAM software handles the incident and ensures operational continuity while
the Bull Service Center analyzes the incident and implements the necessary corrective or
preventive maintenance measures.

Whenever you are informed of an incident:
e functional or presence status indicators / icon NOT green,
e event message or history file marked with the WARNING or ERROR symbol,

you are advised to connect to the PAM Web site (if you are not already connected) and to
investigate the incident.

Investigating Incidents

1. Check the system functional status icon in the Status pane. If the icon is not green, the
server is not operating correctly. See Table 31. System Functional Status / Expected
Domain State, on page

2. Open the Domain Manager Control pane and identify the domain using the faulty

hardware element by hovering the mouse over the Domain Memo EH icons to display
the Cell infotip.

NovaScale 5085 Server

Cell 0 Module0_IOCO0, Module0_QBBO0, Module0_DIBO

Cell 1 Module0_QBB1

NovaScale 5165 Server

Cell0 Module0_IOCO0, Module0_QBBO0, Module0_DIBO
Cell 1 ModuleO_QBB1
Cell 2 Module1_QBBO
Cell 3 Module1_QBBH1

NovaScale 6085 Server

Cell 0 Module0_IOCO0, Module0_QBBO0, Module0_DIBO

Cell 1 Module0_IOC1, Module0_QBB1, Module0_DIB1

NovaScale 6165 Server

Cell0 Module0_IOCO0, Module0_QBBO0, Module0_DIBO
Cell 1 Module0_IOC1, Module0_QBB1, Module0_DIB1
Cell 2 Module1_IOCO0, Module1_QBBO, Module0_DIBO
Cell 3 Module1_IOC1, Module1_QBB1, Module0_DIB1

Table 30. Domain cells
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— If the domain is operating normally, RUNNING is displayed in the Domain State field.

— If the domain has been automatically powered down, INACTIVE is displayed in the
Domain State field. See Table 31. System Functional Status / Expected Domain
State, on page[4-39|and Chapter 3. Managing Domains, on page[3-1]

A Warning:

If system functional status is critical (flashing red icon), immediately save data, close
open applications and shut down the domain Operating System.

System Functional Status / Expected Domain State

Icon

System Functional Status

Expected Domain State

Green

NORMAL

RUNNING

O

Yellow

WARNING

RUNNING

Orange
Flashing

CRITICAL

INACTIVE (auto Power OFF) / RUNNING
An automatic Power OFF request may be
sent by PAM software to the domain Operat-
ing System:

— If the domain Operating System is
configured to accept PAM Power OFF
requests, it automatically saves data,
closes open applications and shuts down.

— If the Operating System is not configured
to accept PAM Power OFF requests, you
are advised to manually save data, close
open applications and shut down the
Operating System.

Note:

When system functional status is FATAL, the
icon does not always remain red. Therefore,

an orange functional status icon may indicate
a FATAL hardware status.

Red
Flashing

FATAL

INACTIVE
An automatic Force Power OFF command
may be performed by PAM software on the
domain Operating System.
Note:
The Operating System does not have time to
save data and close applications before it is
shut down.

Purple

NOT ACCESSIBLE

INACTIVE

Table 31.

CSS functional status / domain state

3. Toggle the PAM Tree to view hardware functional status (round, colored indicator next to
the Hardware Monitor node). The PAM Tree will automatically expand down to the
faulty hardware element.

4. Check domain state by clicking Domain Manager in the PAM tree.

5. Click the faulty hardware element to open the corresponding Hardware Status page.

6. Check Power and Temperature tabs. If a power and/or temperature indicator is NOT
green, a power— and/or temperature—specific fault has occurred. See Power Status
Indicators and Temperature Status Indicators, on page
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7. Click Display Faults List for direct access to server logs. If the Display Faults List
button is not accessible, click History Manager — System — PAM History for the
corresponding log. See Viewing Detailed Hardware Status, on page

8. Expand the log for direct access to the corresponding Help File (at the bottom of the
page). The Help File explains the message and how to deal with the incident.

A Important:

To maintain a trace of transient faults, PAM Tree functional and/or presence status
indicators will not change color until the domain has been powered OFF/ON, even
although the error has been corrected.

4-40 User's Guide



Dealing with Incidents

When you open the incident Help File, you may be requested to perform straightforward
checks and actions or to contact your Customer Service Engineer. This section explains
how to respond to the following requests:

Check Environmental Conditions
Check Hardware Availability
Check Hardware Connections
Exclude a Hardware Element
Check Hardware Exclusion Status
Check Hardware Fault Status
Check Power Status

Check Temperature Status
Check Histories and Events
Check SNMP Settings

Check Autocall Settings

Check PAM Version

Check MAESTRO Version
Check Writing Rules

Power ON/OFF the Domain
Reboot the PAP Application
Modify LUN Properties

Check, Test, and Reset the PMB

Create an Action Request Package

Checking Environmental Conditions

If you are requested to check environmental conditions, ensure that the computer room is
compliant with the specifications set out in Appendix A.Specifications.

Checking Hardware Availability

If you are requested to check hardware availability:

1.

Check that the CSS module availability status bar is green. If the status bar is not green,
the CSS module has not been detected by PAM software. Check the physical PMB to
PAP unit Ethernet link connection.

Toggle the PAM Tree to view hardware presence status (square, colored indicator next
to the Hardware Monitor node).

Expand the Hardware Monitor node to view the presence status of all hardware
elements. If a hardware presence status indicator is NOT green, the hardware element is
either missing or not accessible.
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A Important:

If a PAM Tree hardware presence status indicator is not green, this could be normal if
the corresponding hardware element has been removed for maintenance.

Checking Hardware Connections

If you are requested to check hardware connections, use Cabling Diagrams to manually
and visually ensure that all cables are correctly inserted in their corresponding hardware
ports.

Excluding a Hardware Element and Checking Exclusion Status

As Customer Administrator, you can logically Exclude a redundant hardware element from
the domain until it has been repaired or replaced. Exclusion is taken into account at the next
domain power ON. See Excluding / Including Hardware Elements, on page

If you are requested to check hardware exclusion status, use the Hardware Search engine
to search for and view Excluded hardware elements. See Using the Hardware Search
Engine, on page

You can also view domain hardware exclusion status from the Domain Hardware Details
page. See Viewing Domain Configuration, Resources and Status, on page

Checking Hardware Fault Status

If you are requested to check hardware fault status:

1. Click the corresponding hardware element in the PAM Tree to open the Hardware
Status page.

2. Check the General tab. If the fault status indicator is NOT green, a fault has occurred.
See Fault Status Indicators, on page

Checking Hardware Power Status
If you are requested to check hardware power status:

1. Click the corresponding hardware element in the PAM Tree to open the Hardware
Status page.

2. Check the Power tab. If a power indicator is NOT green, a power—specific fault has
occurred. See Power Status Indicators, on page

Checking Hardware Temperature Status
If you are requested to check temperature status:

1. Click the corresponding hardware element in the PAM Tree to open the Hardware
Status page.

2. Check the Temperature tab. If a temperature indicator is NOT green, a
temperature—specific fault has occurred. See Temperature Status Indicators, on page

Checking Histories and Events

If you are requested to check histories / events, refer to Viewing and Managing PAM Event
Messages and History Files, on page
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Checking SNMP Settings

If you are requested to check SNMP settings, IP address, or server name for an event
subscription:

1. From the PAM Tree, click Configuration Tasks — Events — Channels and check that
the SNMP Channel is enabled.

2. Click Subscriptions to view configured subscriptions. Channel type is indicated in the
Channel column.

3. Select the required SNMP Channel subscription from the list and click Edit to view /
modify SNMP settings.

Checking Autocall Settings

If you are requested to check Autocall settings:

1. From the PAM Tree, click Configuration Tasks — Autocalls and check that the Enable
Autocalls checkbox is selected.

2. Check dispatch modes and corresponding settings.

Checking PAM Version

If you are requested to check PAM version:

From the PAM Tree, click PAP to display the PAP Unit Information page. PAM version is
displayed at the top of the page.

Checking MAESTRO Version
If you are requested to check MAESTRO version:

From the PAM Tree, click Hardware Monitor — PMB to open the PMB Status page. Click
the FIRMWARE tab to view MAESTRO version.

Checking Writing Rules
If you are requested to check writing rules, see PAM Writing Rules, on page [xxi]

Powering OFF/ON a Domain

If you are requested to Power OFF/ON or Force Power OFF a domain, ensure that you
have saved data and closed open applications. See Managing Domains, on page

Rebooting the PAP Application

If you are requested to reboot the PAP application:

1. From the Microsoft Windows home page, click Start — Programs — Administrative
Tools — Component Services.

2. From Component Services, click Console Root —» Component Services —
Computers — My Computer - COM+ Applications — PAP.

3. Right click PAP to open the shortcut menu. Click Shutdown.

4. Activate the required PAM version to reboot the PAP application. See Deploying a New
PAM Release, on page and Activating a PAM Version, on page
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Modifying LUN Properties
If you are requested to modify LUN properties:
o Refer to Configuring SCSI Data Disks, on pageand to the appropriate Disk

Subsystem documentation.

e Refer to Configuring FDA Data Disks, on page 0 and to the appropriate Disk Subsystem

documentation.

Checking, Testing and Resetting the PMB
The PMB is located in the module at the base of the cabinet and links the server to the PAP
unit via an Ethernet link. You may be required to carry out the following checks / actions:

Check that PMB LED #0 is blinking green (PMB booted correctly):
When the system is powered on, the 7 activity and status LEDs (LED #1-LED #7) are
switched off and LED #0 is blinking. See PMB Leds and Code Wheels, on page

Check PMB code wheel settings. See PMB Leds and Code Wheels, on page

Check that the Ethernet cable linking the server to the PAP unit is correctly inserted and
that the Ethernet link LED is green.

4-44

Check the PAP — PMB link by pinging the PAP and the PMB:

PAP Address

PMB 0 Address

PMB 1 Address

10.10.240.240

10.10.0.1

10.10.0.2

Reset the PMB by pressing the RESET button. PMB firmware will be rebooted. See PMB
Leds and Code Wheels, on page
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PMB LEDs and Code Wheels

Up to 16 Central Subsystems can be linked, via Platform Management Boards (PMBs) to a

single PAP unit, to provide a single point of administration and maintenance.

Each PMB is equipped with two code wheels used to identify each Central Subsystem and

each CSS module in your configuration. These code wheels are set prior to shipping
(factory default setting), according to configuration.

- System activity and status LEDs

Cabinet e LED7 LED4 to LED7: orange
Code wheels = — LED4
Module— E
: — LEDO to LED3: green
Load push—button =— LEDO
Reset PMB c
o |
Reserved —— m i PMB status LED
: OFF = OK
_ 5 Orange LED | 5\ _ pyvp hot—plugged
Serial port (DB9)
(reserved)
. «— Green LED: Ethernet link status (ON = OK)
Ethemet connector; 4 ® “— Yellow LED: Link activity (ON = transmit)

For guidance, PMB code wheel settings are indicated in the following table:

CSS Module

CSS PAM
CSS . PMB Code Wheel
PMB Code Wheel | CSS HW Identifier €SS Module 0 CSS Module 1
1st 0 00 0 1
2nd 1 01 0 1
3rd 2 02 0 1
4th 3 03 0 1
5th 4 04 0 1
6th 5 05 0 1
7th 6 06 0 1
8th 7 07 0 1
9th 8 08 0 1
10th 9 09 0 1
11th A 10 0 1
12th B ikl 0 1
13th C 12 0 3
14th D 13 0 1
15th E 14 0 1
16th F 15 0 1

Figure 120. PMB LED location
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Creating an Action Request Package

PAM software allows you to collect all the files required to troubleshoot a Bull NovaScale
Server via the Action Request Package tool. Once collected, files are compressed to ZIP
format for easy transfer to the BULL Remote Maintenance Center.

= Note:

Before PAM Release 8, the BackUpRestore tool is used to copy and restore the files stored
in the PAM SiteData directory.

Creating a Default Action Request Package
1. From the PAM Tree pane, click Downloads. The Action Request Package page

opens.

NovaScale Downloads |
| [2) Help |

Action Request Package

This tool is used to build and download a ZIP package for enclosure with an Action Request

Build Action Request Package | ‘iew Details

Action Request reference:

Figure 121. Action Request Package control pane

Enter the Action Request reference given by the Customer Support Center and click
Build Action Request package to collect, compress and download ALL the files

contained in the various directories.
3. Transfer the ZIP to the BULL Remote Maintenance Center for analysis.
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Creating a Filtered Action Request Package

A Important:

To ensure the consistency of Action Request Package contents, you are advised to
only use filtering options if specifically required.

1. From the PAM Tree pane, click Downloads. The Action Request Package page
opens.

2. Enter the Action Request reference given by the Customer Support Center and click
Show Details to display filtering options.

Action Request Package
This tool 15 used to build and download a ZFP package for enclosure with an Action Reguest.

Build Action Request package I

Action Request reference:

Artion Request details

[Flwindows Event Log : Application®
[Fl'Windows Event Log : Security®
[Fl'Windows Event Log : System®

[¥ Current History files

[¥] Archived Histary files
M Logs
[¥] Error Report

Fram (MDD YY) (94472005

To (MMDDMYY) today

* Requires Administrator privileges Set Default Values |

Filterable File Types Action Dates

Current Files

Windows Event Log: Application

Windows Event Log: Security

Windows Event Log: System

Current History Files

These files are selected by
default.

If you do not want to in-
clude these files, deselect
the corresponding check-
boxes.

All current Windows Event Log
files.

All history files in the PAM Site
Directory.

Archived Files

Archived History Files

Logs

Error Reports

These files are selected by
default.

If you do not want to in-
clude these files, deselect
the corresponding check-
boxes.

Default dates:

Today + 3 preceding days.
Enter new From / To dates to
include archives outside the
default dates.

Figure 122. Action Request Package details
3. Clear filterable checkboxes as required and/or change archive collection dates.

4. Click Build Action Request package to collect, compress and download ALL the files
contained in the various directories.

5. Transfer the ZIP file to the BULL Remote Maintenance Center for analysis.

Creating a Custom Package
PAM software allows you to collect one or more selected files from the PAM Site Data
Directory via the Custom Package tool. Once collected, files are compressed to ZIP format.

To create a Custom Package:

1. From the PAM Tree pane, click Downloads. The Custom Package page opens.
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Custom Package

This tool is used to build and download a user-defined ZIP package.

Custom Package reference: || B ekt Packags

Files

Ferme

Figure 123. Custom Package control pane

2. Enter the Custom Package reference and click Add to select the PAM Site Data files to
be included in the package.

A ChoosekilEEmiaiDanEIeipaEE M eD

bd3bwvbs

ErrorReport
ES

Events
FaultHandler

Figure 124. Custom Package Add files pane
3. Click Build Custom Package to collect, compress and download the selected files.
4. Save the resulting ZIP file as required.
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Chapter 5. Tips and Features for Administrators

This chapter explains how, as Customer Administrator, you can configure the server to suit
your working environment. It includes the following sections:

e Section | — [Setting up Server Users and Configuring Disks, on page 5-3|
e Section Il = |Using EFI Utilities, on page 5-8|
e Section lll — |Customizing PAM Software, on page 5-17|

¢ Section IV — [Configuring Domains, see page 5-29|

e Section V — [Creating Event Subscriptions and User Histories, on page 5-115|

¥ Notes:
Customer Administrators and Customer Operators are respectively advised to consult the
Administrator’s Memorandum, on page or the Operator’'s Memorandum, on page
for a detailed summary of the everyday tasks they will perform.
Before proceeding to configure the server, please refer to PAM Writing Rules, on page

For further information about user accounts and passwords, see Setting up PAP Unit Users,
on page

A Important:

Certain domain configuration and management tools are reserved for use with
partitioned servers, extended systems and/or a Storage Area Network(SAN).
Please contact your Bull Sales Representative for sales information.
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Section | — Setting up Users and Configuring Data Disks

This section explains how to:

* |Set up Server Users, on page 5-4|

e [Configure System and Data Disks, on page 5-5|
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Setting up Server Users

As Customer Administrator, you must set up user accounts and passwords to control access
to the server.

The operating system pre—installed on the server provides standard security features for
controlling access to applications and resources.

For further details, refer to the Microsoft Windows / Linux documentation, as applicable.

= Note:

You are advised to maintain a detailed record of authorized users.

Microsoft Windows

Default user access control is not pre—configured on systems running under Microsoft
Windows.

You are advised to set up the Administrator account before proceeding to set up users and
groups via the standard Microsoft Windows administration tools.

Linux
Two default users are pre—configured on systems running under Linux:

User Name Password
Administrator root root
User linux root

You are advised to change the default Administrator name and password before proceeding
to set up users and groups via the standard Linux administration tools.
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Configuring System and Data Disks

Optionally, for optimum storage, security and performance, the server may be delivered with

pre—configured disk racks.

New system and/or data disks can be created via the utility delivered with the storage

sub—system.

Delivered storage sub—systems vary according to Customer requirements. See:
e Creating a New SCSI Disk Array and Array Partition, on page
e Creating New FC Logical System or Data Disk , on page[5-7]

Creating a New SCSI Disk Array and Array Partition

The addition of data disks involves the creation of a new array and new array partitions
(LUNSs) via the embedded Disk Array Administrator software.

= Note:

For further details about configuring system and data disks, refer to the appropriate Disk

Subsystem documentation.

SCSI Disk Location

For guidance, local SCSI disks are located as shown in the following figures:

SJ-0812 SCSI JBOD / SR—0812 SCSI RAID Disk Racks
Optionally, the server may be delivered with one or two disk racks (one per domain). Each
disk rack contains two RAID #1 system disks and one pool spare disk, and offers free slots

for data disks.

(Ch21d 013 (Ch 2 Id 03

Mch1 01 rch 1 Id 03

(Ch 202 (Ch2lidod

(Ch 1 1d 02) (Ch 1 I 04)

OS Disks (RAID #1)

Spare Disks (Pool)

SJ-0812 SCSI JBOD disk rack 1 Ch 21d 01 Ch21d 04
Cell 0 (CSS Module_0, I0C_0) Ch21d 02
SJ-0812 SCSI JBOD disk rack 1 Ch 1 1d 01 Ch11d 04
Cell 1 (CSS Module_0, I0OC_1) Ch11d 02
SJ-0812 SCSI JBOD disk rack 2 Ch 21d 01 Ch21d 04
Cell 2 (CSS Module_1, 10C_0) Ch21d 02
SJ-0812 SCSI JBOD disk rack 2 Ch11d 01 Ch11d 04
Cell 3 (CSS Module_1,10C_1) Ch11d 02

Figure 125. SJ-0812 SCSI JBOD / SR-0812 SCSI RAID disk configuration
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Creating a New SCSI Disk Array

1.

From the Microsoft Windows desktop on the PAP unit, launch a HyperTerminal session
with the following parameters:

Parameter Value
Name Disk Rack
Connect using COM1 or COM2
Bits per second | 115200
Data bits 8
Parity None
Stop bits 1
Flow control None
Emulation ANSI
Table 32.  HyperTerminal parameters
2. Press CTRL-R to refresh the screen and display the initial Disk Array Administrator
screen.
3. Press Enter to display the System Menu.
4. Select Add an Array.
5. Enter the name of the Array: e.g. Data.
6. Enter the RAID level, number of disks and disk ID.
7. When prompted to Create one partition now for entire Array?, select NO to create a

Multiple—Partition Array.

8. Select Array parameters.

9. Select the required number of free drives:

Table 33.

Free Slots
(population order)

N/A

Ch21d 03
Ch 21d 04
Ch 1 1d 01
Ch11d 02
Ch11d 03

SJ-0812 SCSI JBOD disk rack
SR-0812 SCSI RAID disk rack

SCSI data disk population order

10.Select Array Init options: Offline Initialization.

11.When prompted to confirm, enter YES.

Creating a New SCSI Array Partition

1.

N o g s~ 0D

Select Array Menu.

Select Data Array and press Enter.

Select Add a Partition.

Enter the size of the disk partition, e.g. 10,000 MB.

Enter the name of the disk partition: e.g. USER1.

Enter a LUN number or select the suggested LUN number (from 0 to 63).

Repeat this procedure for each new disk partition.

The new Array and associated disk partitions are now configured for use.

5-6
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Creating New FC Logical System or Data Disks

FDA 1x00 FC / FDA 2x00 FCDisk Rack

Optionally, the server may be delivered with one or two disk rack(s) each containing two
RAID #1 system disks per domain and one pool spare disk, and offering ten free slots for
data disks. Slots are numbered from 0 to14 (from left to right).

| OS Disks (RAID #1) | Spare Disk

NovaScale 5xx5 Server
FDA 1x00 FC disk rack or PDO

PD14
FDA 2x00 FC disk rack PD1
NovaScale 6085 Server
FDA 1x00 FC disk rack 1 controller #0 PDO
Cell 0,10B 0 PD1

PD14
FDA 1x00 FC disk rack 1 controller #1 PD2
Cell_1,10B_1 PD3
NovaScale 6165 Server
FDA 2x00 FC disk rack 1 controller #0 PDO
Cell_0, CSS Module _0,10B 0 PD1
Cell_1, CSS Module 0, 10B 1

PD14
FDA 2x00 FC disk rack 1 controller #1 PD2
Cell_2, CSS Module_1,10B 0 PD3
Cell_3, CSS Module_1,10B 1

Table 34. FDA 1x00 FC / FDA 2x00 FC disk configuration

[ Note:

For optimum storage, performance, and reliability, you are advised to use RAID level 1 for

system disk configuration and RAID level 5 for data disk configuration.

To create a new logical system or data disk:

1. From the Microsoft Windows desktop on the PAP unit, launch iSM Client.

2. Follow the instructions on the screen.

= Note:

For further details about configuring system and data disks, refer to the appropriate Disk

Subsystem documentation.
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Section Il — Using EFI Utilities

This section explains how to:

* [Use the EFI Boot Manager, on page 5-9
e |Use the EFI Shell, on page 5-11|

e |Use the EFI to Set up and Configure a Network, on page 5-15|

e |Use the EFI to Load FTP Server / Client, on page 5-16|
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Using the EFI Boot Manager

The EFI (Extensible Firmware Interface) Boot Manager allows you to control the server’s
booting environment. From the Boot Manager, you can choose to invoke the Extensible
Firmware Interface (EFI) Shell or to go to the Boot Option Maintenance Menu.

To enter the EFI Boot Manager:

1. From the PAM Tree, click Domain Manager — Power ON to power up the required
domain.

2. From the keyboard, press the Control key twice to display the KVM Switch Command
Menu.

3. Select the required system channel port with the T{ keys, according to configuration.
See KVM port configuration, in the User’s Guide.

4. Press Enter to activate the required system channel and exit the Command Mode.

= Note:

The system automatically boots on the first option in the list without user intervention after a
timeout. To modify the timeout, use Set Auto Boot Timeout in the Boot Option Maintenance
Menu.

5. From the Boot Manager Menu, select the EFI Shell option with the T keys and press
Enter.

EFI Boot Manager Options

EFI Shell
A simple, interactive environment that allows EFI device drivers to be loaded, EFI
applications to be launched, and operating systems to be booted. The EFI shell also

provides a set of basic commands used to manage files and the system environment
variables. For more information on the EFI Shell, refer to Using the EFI Shell on page|5-11.|

Boot Options

Files that you include as boot options. You add and delete boot options by using the Boot
Maintenance Menu. Each boot option specifies an EFl executable with possible options. For
information on the Boot Maintenance Menu options, refer to Table 35.

Boot Option Maintenance Menu

The EFI Boot Maintenance Manager allows the user to add boot options, delete boot
options, launch an EFI application, and set the auto boot time out value.

If there are no boot options in the system (and no integrated shell), the Boot Maintenance
Menu is presented. If boot options are available, then the set of available boot options is
displayed, and the user can select one or choose to go to the Boot Maintenance Menu.

If the time out period is not zero, then the system will auto boot the first boot selection after
the time out has expired. If the time out period is zero, then the EFI Boot Manager will wait
for the user to select an option. Table 35 describes each menu item in the Boot
Maintenance Menu.

= Note:

You can use the — « T keys to scroll through the Boot Maintenance Menu.
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Boot Option

Description

Boot from a File

This option searches all the EFI System Partitions in the system.

For each partition it looks for an EFI directory. If the EFI directory is
found, it looks in each of the subdirectories below EFI.

In each of those subdirectories, it looks for the first file that is an execut-
able EFI Application.

Each of the EFI Applications that meet this criteria are automatically
added as a possible boot option. In addition, legacy boot options for A:
and C: are also added if those devices are present.

This option allows the user to launch an application without adding it as
a boot option.

The EFI Boot Manager will search the root directories and the
\EFNTOOLS directories of all of the EFI System Partitions present in the
system for the specified EFI Application.

Add a Boot Option

Allows the user to specify the name of the EFI Application to add as a
boot option.

The EFI Boot Manager searches the same partitions and directories as
described in Boot from a File, until it finds an EFI Application with the
specified name.

This menu also allows the user to provide either ASCIl or UNICODE ar-
guments to the option that will be launched.

Delete Boot
Options

Allows you to delete a specific boot option or all boot options. Highlight
the option you want to delete and enter <d>. Enter <y> to confirm.

Change Boot Order

Allows you to control the relative order in which the EFI Boot Manager
attempts boot options. To change the boot order, highlight the boot op-
tion and enter <u> to move the item up one order, <d> to move the item
down one order. For help on the control key sequences you need for
this option, refer to the help menu.

Manage Boot Next
Setting

Allows you to select a boot option to use one time (the next boot opera-
tion).

Set Auto Boot

Allows you to define the value in seconds that pass before the system

Timeout automatically boots without user intervention. Setting this value to zero
disables the timeout feature.

Cold Reset Performs a platform—specific cold reset of the system. A cold reset
traditionally means a full platform reset.

Exit Returns control to the EFI Boot Manager main menu. Selecting this op-
tion will display the active boot devices, including a possible integrated
shell (if the implementation is so constructed).

Table 35.  Boot Option Maintenance Menu
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Using the EFI Shell

The EFI (Extensible Firmware Interface) Shell is a simple, interactive user interface that
allows EFI device drivers to be loaded, EFI applications to be launched, and operating
systems to be booted. In addition, the Shell provides a set of basic commands used to
manage files and the system environment variables.

The EFI Shell supports command line interface and batch scripting.

Entering the EFI Shell
To enter the EFI Shell:

1. From the PAM Tree, click Domain Manager — Power ON to power up the required
domain.

2. From the keyboard, press the Control key twice to display the KVM Switch Command
Menu.

3. Select the required system channel port with the T{ keys, according to configuration.
See KVM port configuration, in the User’s Guide.

4. Press Enter to activate the required system channel and exit the Command Mode. After
a few seconds, the Boot Manager menu is displayed.

5. From the Boot Manager Menu, select the EFI Shell option with the T keys and press
Enter.

When the EFI Shell is invoked, it first looks for commands in the file startup.nsh on the
execution path defined by the environment. There is no requirement for a startup file to
exist. Once the startup file commands are completed, the Shell looks for commands from
console input device.

¥ Note:
The system automatically boots on the first option in the list without user intervention after a
timeout. To modify timeout, use Set Auto Boot Timeout in the Boot Option Maintenance
Menu.

EFI Shell Command Syntax
The EFI Shell implements a programming language that provides control over the execution
of individual commands. When the Shell scans its input, it always treats certain characters
specially: (#, >, %, *, ?, [, %, space, and newline) .

When a command contains a defined alias, the Shell replaces the alias with its definition
(see alias command in this chapter). If the argument is prefixed with the ~ character,
however, the argument is treated as a literal argument and alias processing is not
performed.

¥ Note:
In interactive execution, the Shell performs variable substitution, then expands wildcards
before the command is executed.
In batch script execution, the Shell performs argument substitution, then variable
substitution, then expands wildcards before the command is executed.

Variable Substitution
Environment variables can be set and viewed through the use of the set command (see
set command in this chapter). To access the value of an environment variable as an
argument to a Shell command, delimit the name of the variable with the % character before
and after the variable name; for example, ¢myvariable$.
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The Shell maintains a special variable, named lasterror. The variable contains the return
code of the most recently executed Shell command.

Wildcard Expansion

The *, ? and [ characters can be used as wildcard characters in filename arguments to
Shell commands.

If an argument contains one or more of these characters, the Shell processes the argument
for file meta—arguments and expands the argument list to include all filenames matching
the pattern.

These characters are part of patterns which represent file and directory names.

Character Sequence Meaning

T Matches zero or more characters in a file name

797 Matches exactly one character of a file name

"[chars]” Defines a set of characters; the pattern matches any single character in

the set. Characters in the set are not separated. Ranges of characters
can be specified by specifying the first character in a range, then the -
character, then the last character in the range. Example: [a—zA—Z]

Table 36.  Wildcard character expansion

Output Redirection

Quoting

Output of EFI Shell commands can be redirected to files, according to the following syntax:

Command Output Redirection

> unicode_output_file_pathname standard output to a unicode file

>a ascii_output_file_pathname standard output to an ascii file

1> unicode_output_file_pathname [ standard output to a unicode file

1>a ascii_output_file_pathname standard output to an ascii file

2> unicode_output_file_pathname | standard error to a unicode file

2>a ascii_output_file_pathname standard error to an ascii file

>> unicode_output_file_pathname [ standard output appended to a unicode file

>>a ascii_output_file_pathname standard output appended to an ascii file

1>> unicode_output_file_pathname | standard output appended to a unicode file

1>>a ascii_output_file_pathname standard output appended to an ascii file

Table 37.  Output redirection syntax

The Shell will redirect standard output to a single file and standard error to a single file.
Redirecting both standard output and standard error to the same file is allowed. Redirecting
Standard output to more than one file on the same command is not supported. Similarly,
redirecting to multiple files is not supported for standard error.

Quotation marks in the EFI Shell are used for argument grouping. A quoted string is treated
as a single argument to a command, and any whitespace characters included in the quoted
string are just part of that single argument.

Quoting an environment variable does not have any effect on the de—referencing of that
variable. Double quotation marks ™" are used to denote strings. Single quotation marks are
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not treated specially by the Shell in any way. Empty strings are treated as valid command
line arguments.

Executing Batch Scripts
The EFI Shell has the capability of executing commands from a file (batch script). EFI Shell
batch script files are named using the .nsh extension. Batch script files can be either
UNICODE or ASCII format files. EFI Shell script files are invoked by entering the filename at
the command prompt, with or without the filename extension.

Up to nine (9) positional arguments are supported for batch scripts. Positional argument
substitution is performed before the execution of each line in the script file. Positional
arguments are denoted by %n, where n is a digit between 0 and 9. By convention, %0 is the
name of the script file currently being executed. In batch scripts, argument substitution is
performed first, then variable substitution. Thus, for a variable containing %2, the variable
will be replaced with the literal string %2, not the second argument on the command line. If
no real argument is found to substitute for a positional argument, then the positional
argument is ignored. Script file execution can be nested; that is, script files may be executed
from within other script files. Recursion is allowed.

Output redirection is fully supported. Output redirection on a command in a script file causes
the output for that command to be redirected. Output redirection on the invocation of a batch
script causes the output for all commands executed from that batch script to be redirected to
the file, with the output of each command appended to the end of the file.

By default, both the input and output for all commands executed from a batch script are
echoed to the console. Display of commands read from a batch file can be suppressed via
the echo —of£f command (see echo). If output for a command is redirected to a file, then
that output is not displayed on the console. Note that commands executed from a batch
script are not saved by the Shell for DOSkey history (up—arrow command recall).

Error Handling in Batch Scripts
By default, if an error is encountered during the execution of a command in a batch script,
the script will continue to execute.

The lasterror Shell variable allows batch scripts to test the results of the most recently
executed command using the i £ command. This variable is not an environment variable,
but is a special variable maintained by the Shell for the lifetime of that instance of the Shell.

Comments in Script Files
Comments can be embedded in batch scripts. The # character on a line is used to denote
that all characters on the same line and to the right of the # are to be ignored by the Shell.
Comments are not echoed to the console.

EFI Shell Commands
Most Shell commands can be invoked from the EFI Shell prompt. However there are
several commands that are only available for use from within batch script files.

= Note:

The “Batch—only” column indicates if the command is only available from within script files.
The following sections provide more details on each of the individual commands.
Command help command_name displays the details of the command_name .
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Command | Batch Description
only
alias No Displays, creates, or deletes aliases in the EFI Shell
attrib No Displays or changes the attributes of files or directories
bcfg No Displays/modifies the driver/boot configuration
break No Executes a break point
cd No Displays or changes the current directory
cls No Clears the standard output with an optional background color
comp No Compares the contents of two files
connect No Binds an EFI driver to a device and starts the driver
cp No Copies one or more files/directories to another location
date No Displays the current date or sets the date in the system
dblk No Displays the contents of blocks from a block device
devices No Displays the list of devices being managed by EFI drivers
devtree No Displays the tree of devices that follow the EFI Driver Model
dh No Displays the handles in the EFI environment
disconnect |No Disconnects one or more drivers from a device
dmem No Displays the contents of memory
dmpstore | No Displays all NVRAM variables
drivers No Displays the list of drivers that follow the EFI Driver Model
drvcfg No Invokes the Driver Configuration Protocol
drvdiag No Invokes the Driver Diagnostics Protocol
echo No Displays messages or turns command echoing on or off
edit No Edits an ASCII or UNICODE file in full screen.
err No Displays or changes the error level
exit No Exits the EFI Shell
for/endfor | Yes Executes commands for each item in a set of items
goto Yes Makes batch file execution jump to another location
guid No Displays all the GUIDs in the EFI environment
help No Displays commands list or verbose help of a command
hexedit No Edits with hex mode in full screen
if/fendif Yes Executes commands in specified conditions
load No Loads EFI drivers
loadbmp No Displays a Bitmap file onto the screen
Is No Displays a list of files and subdirectories in a directory
map No Displays or defines mappings
memmap No Displays the memory map
mkdir No Creates one or more directories
mm No Displays or modifies MEM/IO/PCI
mode No Displays or changes the mode of the console output device
mount No Mounts a file system on a block device
mv No Moves one or more files/directories to destination
openlinfo No Displays the protocols on a handle and the agents
pause No Prints a message and suspends for keyboard input
pci No Displays PCI devices or PCI function configuration space
reconnect |No Reconnects one or more drivers from a device
reset No Resets the system
rm No Deletes one or more files or directories
set No Displays, creates, changes or deletes EFI environment variables
stall No Stalls the processor for some microseconds
time No Displays the current time or sets the time of the system
type No Displays the contents of a file
unload No Unloads a protocol image
ver No Displays the version information
vol No Displays volume information of the file system
Table 38.  List of EFI Shell Commands
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EFI Network Setup and Configuration

The EFI (Extensible Firmware Interface) Utilities delivered with the system provide a
complete set of TCP/IPv4 network stack and configuration tools. Ethernet adapters utilizing
6 bit UNDI option ROMs are supported.

A Important:

To access this feature, please connect the Enterprise network to the embedded
Ethernet board on the IOR of the domain master 10 board. Intel PRO 1000T and 1000F
adapters are not supported.

= Note:

These utilities are installed in the EFI partition of the system disk in the EFN\Tools directory.
The list and respective manual pages for each utility can be found on the Bull NovaScale
Server Resource CD—Rom.

Network stack configuration commands must be executed after booting to EFI Shell. To
simplify network setup, these commands should be grouped, via an EFI batch script, to form
a single one—line command.

Manual EFI Network Configuration
1. Load the TCP/IP protocol via the EFI load command.

=" Note:

As the load command does not use the search path to locate protocols, specify the path
and the .efi extension.

fso:\efi\tools\tcpipvéd.efi
2. Configure the network interfaces with the ifconfig command:
The simple form of the command is:
ifconfig <interface> inet <ip address> up

where <ip address> is the address assigned to the system. If the system is connected to
a network that uses subnetting, a subnet mask would also need to be specified as
follows:

ifconfig sni0 inet <ip address> netmask <netmask> up

where <netmask> is the network mask assigned to the network.

= Note:

The TCP/IP stack contains a “lo0” loopback interface which can be optionally be configured
with the “sni0” Ethernet interface if a compatible UNDI Ethernet adapter is installed.
Configuration is performed with the ifconfig command.

3. If multiple network or subnetwork networking is required, set a gateway address for the
appropriate gateway(s) attached to the network, via the route command as follows:

route add <destination> <gateway ip address>

where <destination> specifies the target network or host and <gateway ip address>
specifies the network gateway address responsible for routing data to the destination.

If default is used for <destination>, a default route will be set.
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Example Network Configuration Batch File

An example network configuration batch file named NetConf.nsh is installed in the EFI
directory of the EFI Service Partition.

This file loads the TCP/IP, configures the Ethernet interface to the IP address given as first
argument to this file, configures the optional second argument as the gateway, and loads
the FTP Server (daemon).

echo -off

if $lempty == empty then

echo usage netconf {local ip-addr} [router ip addr]
goto End

endif

load fsO:\efi\tools\tcpipvd.efi
ifconfig sni0 %1 netmask 255.255.255.0

if not %2empty == empty then
route add default %2
endif
load fs0:\EFI\Tools\ftpd.efi
:End
¥ Note:

The IP addresses and netmask indicated in this file and in the following example are only
examples and must be modified to reflect site network configuration:

fs0:\> Netconf 129.182.189.3 129.182.189.1
129.182.189.3 is the <ip address>

129.182.189.1 is the <gateway ip address>

File Transfer Protocol (FTP)
An FTP Client and an FTP Server are provided with the EFI Utilities.

1. Configure the network. See Manual Network Configuration.
2. Load the FTP Server via the EFIl load command.

3. Load the FTP Client via the EFI ftp command. This Client supports most ftp directives
(open, get, put, ...). Use the help directive if you need help.

= Note:

As the load command does not use the search path to locate protocols, specify the path if it
is not in the current working directory and the .efi extension.

load fsO:\efiltools\ftpd.efi

The FTP Server is now available for use and accepts anonymous connections (one at a
time).

A Important:

Once the EFI drivers for the TCP/IP, the FTP Server or FTP Client are loaded, you
cannot load an Operating System.
To load an Operating System, reset the domain and return to Boot Manager.
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Section Il - Customizing PAM Software

This section explains how to:
e |Set up PAP Unit Users, on page 5-18|

 |Modify Customer Information, on page 5-20|

e [Configure Autocalls, on page 5-21|

e |Set Thermal Units, on page 5-23|

« |Deploy a New PAM Release, on page 5-24|

¢ [Activate a PAM Version, on page 5-25|

¢ [Back up and Restore PAM Configuration Files, on page 5-27]
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Setting up PAP Unit Users

As Customer Administrator, you must set up user accounts and passwords to control access
to the PAP unit.

The Microsoft Windows operating system pre—installed on the PAP unit provides standard
security features for controlling access to applications and resources. PAM software security
is based on Windows user management and you are advised to give Windows
administrator rights to at least one member of the PAP Customer Administrator user group.
For further details about user management, refer to the Microsoft Windows documentation
on the Bull NovaScale Server System Resource CD.

= Note:

You are advised to change the temporary Administrator password (administrator) used for
setup purposes and to maintain a detailed record of authorized users.

Predefined PAP User Groups

For optimum security and flexibility, the Microsoft Windows software environment is
delivered with two predefined Customer user groups:

Pap_Customer_Administrators Group (CA)

This group is designed for customer representatives responsible for the overall
management, configuration, and operation of the system. Members of the Customer
Administrator group are allowed to configure and administrate the server and have full
access to the PAM Domain Manager, Hardware Monitor, History Manager and
Configuration Tasks menus, as shown in Table 39.

Pap_Customer_Operators (CO)

This group is designed for customer representatives responsible for the daily operation of
the system. Members of the Customer Operator group are allowed to operate the server
and have full access to the Domain Manager menu and partial access to the History
Manager menu, as shown in Table 39.

= Notes:

e Group membership also conditions which Event Messages a user will receive via the
PAM Web interface. See Setting up Event Subscriptions, on page|5-117.

e The predefined Customer user groups have been designed to suit the needs of most
Administrator and Operators. Contact your Customer Service Engineer if you require a
customized user group.

A Warning:

The two predefined Support user groups:

— Pap_Support_Administrators
— Pap_Support_Operators

are reserved EXCLUSIVELY for authorized Customer Service Engineers in charge
of monitoring, servicing, and upgrading the system.

5-18 User’s Guide



PAM Tools

Associated Actions

o
>

0
(@]

Domain Manager

Load/delete domains
Power on/off/reset domains
View/modify domain settings
View domain status

View domain resources
View BIOS info

View BIOS version

View loaded BIOS image
View power logs

View request logs

Request a system dump

X X X X X X X X X X X

Hardware Monitor

View hardware functional/presence status
View detailed hardware status information
Use the hardware Search engine
Exclude/include hardware components
View current PAM Web site user information
View PAM version information

History Manager

View system history files and messages
Manually archive system history files
View/delete system history archives
View user history files

Manually archive user history files
View/delete user history archives

x

Configuration Tasks

View/modify customer information

Modify the system history automatic archiving policy
Create/modify/delete domain schemes and identities
Modify domain schemes and identities
Create/delete user histories

Modify user history automatic archiving policy
Customize the event messaging system

View/ modify PAM parameters

Display/modify autocall parameters

Status Pane

View/acknowledge WEB event messages
Check system functional status
Check CSS availability

X X XX X X X X X X X XX X X X X X[X X X X X XX XXXXX X X X X X

x

Table 39. User access to PAM features

CA = Customer Administrator

CO = Customer Operator
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Modifying Customer Information

Customer information is configured during the initial installation procedure, via the PAM
configuration setup Wizard. This information is used by PAM software for the PAM Tree

display and to complete Intervention Reports.

As Customer Administrator, you may modify this information.

To modify Customer information:

1. From the PAM Tree, click Configuration Tasks — Customer Information.
The Customer Information configuration page opens.

2. Enter the new information and click Save to confirm changes.

NovaScale

J_H'Save-
Site name: |
Customer name: |
Site number: |

Site engineer name: |

Site engineer phone number:l

Town: |

Country code: |

Figure 126. Customer Information configuration page

= Note:

The value entered in the Site name field will be used for the PAM tree root node.
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Configuring Autocalls

The Autocall feature is part of the BULL Remote Maintenance contract. It is used to
automatically route system events to the Remote Maintenance Center. Full details are given

in the BULL Remote Maintenance Guide.

If your maintenance contract includes the Autocall feature, configure Autocall parameters as

follows:

3. Click Configuration Tasks — Autocalls. The Autocalls configuration page opens.

[ save =4 TestAutocall [2) Help |

¢ Enahle Autocalls

V¥ Send HeartBeat Period: 1 Day(s)
¥ Send Metwork Identification

¥ Send IP address

r @ Local dispatch mode

Local Target directory: Ic:\gts\sessiun

r  FTP dispatch mode

Server name: 127001
Server port: [ =21
Target directory:  |/autocall
Login: |
Password: |

¥ Use moderm connection

Connection name: [N |

User name: |

Password: |

Figure 127. Autocalls Channel Settings control pane

4. Select the Enable Autocalls checkbox.

5. Select the Send Heartbeat checkbox and enter a value “in days” for the autocall channel

control in the Period box. Recommended value = 1.

6. Select the autocall dispatch mode :

— Local dispatch mode (default mode) sends autocalls to the local target directory

indicated under Local Settings,

— FTP dispatch mode sends autocalls to the server indicated under FTP Settings.

7. If Local dispatch mode (default mode) is selected, complete the Local Settings field

with the following information:

Field Explanation

Value

Local target directory | Default GTS directory used to store autocalls.

c:\gts\session
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8. If FTP dispatch mode is selected, complete the FTP Settings fields with the following

information:

Field Explanation Value
Server name Remote Maintenance Center server IP address |127.0.0.1
Server port Default server port 21
Target directory Default server directory /autocall
Login Declared authorized user name X
Password Declared authorized user password X

9. If a modem connection is to be used:

a. From the PAP Unit Microsoft Windows desktop, configure the dial-up connection
(Control Panel — Phone and Modem Options).

b. From the PAM Autocalls Control Pane, select the Use modem connection
checkbox.

c. Use the Connection name drop—down menu to select the required modem
connection.

d. Complete the User name and Password fields with the declared authorized user
name and user password.
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Setting Thermal Units

By default, PAM software displays thermal measurements in degrees Celsius. As Customer
Administrator, you may change the default setting to degrees Fahrenheit.

To change PAM thermal units:
1. Click Configuration Tasks — PAM. The PAM Configuration control pane opens.
2. Click the Celsius or Fahrenheit radio button, as required.

3. Click Save. A green icon appears in the top left corner of the control pane to confirm the
change.

NovaScale

| Bare: @) Help

Thermal unit & Celsius € Fahrenheit

Figure 128. PAM configuration control pane
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Deploying a New PAM Release

5-24

As Customer Administrator, you can deploy a new PAM release by running the new PAM
Installation package x.y.z. msi (x.y.z being the PAM version e.g. 2.1.9) file.

To install a new PAM Release:

1. From the local PAP unit console, power down all server domains and close the current
PAM session.

2. From the default PAM Installation directory, double click the .msi file to launch the PAM
Installation InstallShield Wizard.

3. Select Complete to install all program features and to accept the default path for the
installation folder:

<WinDrive>:\Program Files\BULL\PAM\installation\<Release Version>
(e.g. d:\Program Files\BULL\PAM\installation\ 2.1.9 ).

or, select Custom to select program features and to define a path for the installation
folder.

{2 PAM Installation package 6.1.0 - InstallShield Wizard . _>_<|

Custom Setup !—" Py

Zelect the program Features wou want installed. .

Click o ar icon in-the fist below to change how a Feature is installed.
rEEature Destrption -
Copy on disk all the MSI Files:

that compose PAM and the PAM
Activation utilicy

This Feature requires 13MB on-
wour hard drive,

Inskall to:

DiProgram FilestBULLYPAM, installation e, 1.0), Change. .. I
Tristal 5Hield
Help Space < Back I [k = I Zancel |

Figure 129. PAM Installation InstallShield Wizard

5 Note:

This path is the repository for activation files. NEVER delete this folder after activation as it
is required to repair and re—activate the release.

4. Click Install to begin setup.

5. Select the Launch PAM Activation utility checkbox and click Finish. The PAM
Activation utility is automatically launched.

The PAM Activation icon is installed on the PAP unit desktop and the Platform
Administration and Maintenance program group, giving access to the PAM Activation
and PAP Configuration executable files, is installed in the Program Files directory.
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Activating a PAM Version

The PAM InstallShield Wizard automatically creates a shortcut to the PAM Activation utility
on the PAP unit desktop that can be used at any time to activate an installed PAM Version.

= Note:

A previous PAM Version can be re—activated at any time, in the event of a problem with the
current release.

To activate / re—activate a PAM Version:

1. From the local PAP unit console, power down all server domains and close the current
PAM session.

2. From the PAM Activation utility on the Microsoft Windows desktop, select the required
PAM Version and click Activate to launch the PAM Activation InstallShield Wizard.

3. Select Complete to accept the default paths for the PAM Release and PAM Site Data
folders:

The default PAM Release directory for all the files delivered as part of PAM software is:

<WinDrive>:\Program Files\BULL\PAM\<Release Version>
(e.g. d:\Program Files\BULL\PAM\).

The default PAM Site Data directory for all the files produced by PAM software (history
files, configuration files) concerning Customer site definition and activity is:

<WinDrive>:\Program Files\BULL\PAM\PAMSiteData\<DataCompatibilityRelease>
(e.g. d:\Program Files\BULL\PAM\PAMSiteData\1).

hicld Wi

hiel

'.'fE Platform Administration and Maintenance - Instal

. x|
Custom Setup qs &

Select the program Features wou want installed, | ‘ :

Click on an icon in the lisk below bo change how a Feature is installed.

= heatlre Bescription
PlatForm Administration and
Maintenance softmare.

R I=TRalri=trorm Administration and Mainkenarice:

This feature requires 47ME on
waour hard drive,

Install ka:

D:\Program Files\BULLYPAMYG, 1.0Y Charge. ., |

PamM SiteData Faolder;

D\Pragram Files\BULLYPAMIPAMSIteDatal 1 hiange.. |
Irstallstield
Help Space I < Back, l Mext = I Cancel I

Figure 130. PAM Activation InstallShield Wizard

A Important:

PAM releases use the same data directory to ensure configuration consistency.
Before activating / re—activating a PAM Version, ensure that the <Data Compatibility
Release> level of deployed releases is compatible.

If it is NOT compatible, PAM configuration options (e.g. Event subscription options,
... ) may be lost.
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4. Click Install to begin activation.

5. Select the Launch PAP Configuration utility checkbox if you want to configure or
reconfigure PAP unit settings. Otherwise, click OK to complete activation.

6. From the local PAP unit console, right click the Microsoft Internet Explorer icon on the
desktop and click Properties — General — Delete Files to delete all the files in the
Temporary Internet Folder.

7. Launch a new PAM session.

A Important:

Notify all authorized users, connecting to PAM from a remote console, that a new
PAM Version has been activated and request them to:

a. Close their current PAM session.
b. Delete all the files in their Temporary Internet Folder.
c. Launch a new PAM session.
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Backing Up and Restoring PAM Configuration Files

As Customer Administrator, you are advised to regularly save PAM configuration data to a
removable media or to a network directory so that it can be rapidly restored in the event of
PAP unit failure.

PAM software can be deployed on any standard PC running the appropriate version of
Microsoft Windows and you can restore your configuration data to rebuild your working
environment.

To ensure carefree, reliable and regular configuration data backup, the Bull NovaScale
Server Resource CD contains two scripts, PamBackupData.js and PamRestoreData.js,
that can be scheduled to run via the Microsoft Windows Task Scheduler to save and
restore PAM configuration data.

= Notes:

¢ PAM configuration data is automatically saved to the default PAM Site Data directory on
the PAP unit:

<WinDrive>:\Program Files\BULL\PAM\PAMSiteData\<DataCompatibilityRelease>

¢ The PamBackupData.js and PamRestoreData.js scripts are stored in the PAM Site
Data directory on the PAP unit:

<WinDrive>:\Program Files\BULL\PAM\PAMSiteData\ReleaseData\Utilities

Backing Up PAM Configuration Files

To create a Microsoft Windows automatic backup task:

1. Select or create the local or network directory to be used for saving configuration data,
e.g. <MyPamBackupDirectory>.

2. Create a local directory for the PamBackupData.js and PamRestoreData.js script files,
e.g. <MyPamBackupTools>.

3. Copy the PamBackupData.js and PamRestoreData.js script files into the
<MyPamBackupTools> directory.

4. Create a Text File and enter the following command line:
Cscript PamBackupData.js <MyPamBackupDirectory-

5. Save the Text File as a batch file with a .BAT extension,
e.g. <MyPamBackupCommand->.bat.

6. Click Control Panel — Scheduled Tasks — Add Scheduled Task to open the Task
Scheduler wizard and follow the instructions. PAM configuration data will be
automatically saved at the interval indicated in the wizard.
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Restoring PAM Configuration Data

A Warning:

The same PAM software release must be deployed on the PAP unit and on the backup
PC to allow data restoration. See Deploying a New PAM Release, on page and
Activating a PAM Version, on pageH

PAM releases use the same data directory to ensure configuration consistency.
Before activating / re—activating a PAM Version, ensure that the
<DataCompatibilityRelease> level of deployed releases is compatible.

To restore PAM configuration data:

7. From the Microsoft Windows desktop, open a command window. Browse to the
<MyPamBackupTools> directory containing the script files and enter the following
command line:

Cscript PamRestoreBackupData.js <MyPamBackupDirectory>

Saved PAM configuration data is restored.
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Section IV — Configuring Domains

A Important:

This section describes domain configuration and management tools that are
reserved for use with partitioned servers and extended systems. Please contact your
Bull Sales Representative for sales information.

This section explains how to:

e |Partition your Server, on page 5-30|

e |Assess Configuration Requirements, on page 5-32|

* |Manage Domain Configuration Scheme, on page 5-34]

e |Update Test Schemes, on page 5-47|

e [Create, Edit, Copy, Delete a Domain Identity, on page 5-48|

e [Manage LUNSs (Servers Not Connected to a SAN), on page 5-52|

¢ |[Manage LUNSs (Servers Connected to a SAN), on page 5-59|
¢ [Check and Update Fibre Channel HBA World Wide Names, on page 5-61]|

e |Limit Access to Hardware Resources, on page 5-63]

¢ [Create a Mono—Domain Scheme using all Server Resources, on page 5-66)

¢ |Create a Mono—Domain Scheme using a Part of Server Resources, on page 5-77|

¢ [Create a Multi-Domain Scheme using all Server Resources, on page 5-88|

¢ [Create a Multi—-Domain Scheme using a Part of Server Resources, on page 5-99|

e [Configure and Manage Extended Systems, on page 5-110|

e |Prepare a Scheme, Domain Identity, and Hardware Resources Checklist, on page 5-111|
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Partitioning your Server

5-30

A Important:

Reserved for partitioned servers and extended systems. Please contact your Bull
Sales Representative for sales information.

Bull NovaScale Servers are designed around a flexible, cell-based, midplane architecture
allowing dynamic partitioning into physically independent domains. A domain is a coherent
set of hardware and software resources managed by a single Operating System instance.

The NovaScale 6085 Server is designed to operate as one or two hardware—independent
SMP systems, or domains.

The NovaScale 6165 Server is designed to operate as one, two, three or four
hardware—independent SMP systems, or domains.

Note:
Server components and configuration may differ according to site requirements.
At least one IOC and one QBB are required for each server domain.

Partitioning allows you to optimize your server to:

e meet variations in workload — peak / off—-peak periods,

allow different time and date settings,

e use the same environment for tests and production,

e carry out software tests prior to deployment / upgrades,
e reduce downtime for servicing or re—configuration.

PAM software provides you with all the tools and features required to partition and manage
your server as independent SMP systems. For easy configuration and optimum use of the
physical and logical resources required for simultaneous operation, domains are defined via
the Domain Configuration Scheme wizard. From the PAM tree, expand the Configuration
Tasks and Domains nodes to display domain configuration options.

NovaScale

| [ Mew SPEdit BmcCopy % Delete BpRename | ¥ TestSchemes Update [2) Help

Schemes Author Local Date & Time |
MyBusinessScheme FRCLSSTTEWCA 0325004 13:39:34 i—
MyMew3cheme FRCLSSTTBCA 03/29/04 15:0017
MyOﬁpeakProdScheme 0325004 17:.24;

Jpera ;] ? 03/04i04
’M_yF'rod PayrDIIScheme FRCLSS??SICA 03r25/04 17:32:28
IMYSERVER [FRCLSS7781CA |03r28/04 15:07:05 |
NovaScale
| [ Mew EBEdit Bncopy % Delete [z
Identities Operating Version Inuse Description
System
Je MyBusiness-1 WINDOWWS_E4 Yes Time zone: Central America, Boot path: EF|
L A2 hyMewldentity-1 WINDOWS_64 Mo
SE__IEE £ 3 MyMewldentity-2 LIMLE Mo
Defz A MyOﬁpeakProd LIMLI Mo [Time zane: Paris, Boot path: EFI 0Lun
] I:Iur Itidentity for Domain-1. 05 loc:
0, 108-0, EFI LUND.
LINUE ’Tamndennwforoomam 2,05 location: b

Figure 131. Schemes and |dentites panes
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A Domain Configuration Scheme is used to define and manage a set of domains that can
be active simultaneously. The Schemes control pane allows you to create, edit, copy,
delete, and rename domain configuration schemes and update default test schemes.

A Domain ldentity is used to define and manage domain context information. The
Identities control pane allows you to create, edit, copy, and delete domain identities.

The server is delivered with a pre—configured domain configuration scheme called
MyOperationsScheme, allowing you to simultaneously manage and administer all server
resources. However, as Customer Administrator, you may want to create other schemes
and identities to suit your working environment.

Before proceeding to create a new Scheme and/or new Domain Identities, you are advised
to assess your configuration requirements. See Assessing Configuration Requirements, on
page
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Assessing Configuration Requirements

5-32

A Important:

Reserved for partitioned servers and extended systems.
Certain features described below are only available if you are connected to a Storage

Area Network (SAN).

Please contact your Bull Sales Representative for sales information.
At least one I0C and one QBB are required for each server domain.

You can use the following checklist to help you make an accurate plan of how you want to
partition and manage your system. For easy planning, you can print a copy of the Scheme,
Domain Identity, and Resources checklist templates provided on page|5-111.

Scheme Checklist

Name

What name do | want to use for my Scheme?
Examples:

MyFullConfigScheme
MyPartConfigScheme

MyNightScheme

MyDayScheme
MyTest_ProductionScheme

Description

How can | describe my Scheme to reflect its scope?
Examples:

e Central Subsystems included

® Resources used

e Domain Identities used

Central Subsystem(s)

Which Central Subsystem(s) do | want to use?

Number of Domains

How many domains do | need?

Domain Size

How many cells do | want to assign to each domain?

EFI Boot LUNs

Which EFI boot LUN do | want to use for each domain?

Do | need to create a new EFI boot LUN from the disk subsys-
tem utility before defining my new scheme?

Data LUNs *

Which data LUNs do | want to assign to each domain?

Do | need to create a new data LUN from the disk subsystem
utility before defining my new scheme?

Fibre Channel Hosts *

Which fibre channel host do | want to use to access LUNs?

I/0 Resource Location

Which cells host the I/O resources | want to use?

Resource Access

Do | want to limit access to certain hardware resources?

* Reserved for systems connected to a Storage Area Network (SAN).

Table 40. Domain configuration assessment criteria — 1

User’s Guide




Domain Identity Checklist

Name

What name do | want to use for my Domain Identity to reflect
the tasks/jobs it will run?

Examples:

e MyDataMiningldentity

e MyDataBaseldentity

e MyProductionldentity

o MyTestldentity

Description

How can | describe my Domain Identity to reflect its use?
Examples:

e OS and applications

Time zone

Boot path

IP address

Network name

URL

Production / test conditions

Operating System

Which OS do | want to run on this domain? Does this OS sup-
port assigned hardware (CPUs, DIMMs)?

Domain Network Name

Which network name will be used to identify this domain?

Domain IP Address

Which IP address will be used to reach this domain?

Domain URL

Which URL can be used to reach my domain Web site (if any)?

Multithreading Mode

Do the CPUs used by this domain support the multithreading
mode?
Do | want to enable the multithreading mode for this domain?

High Memory IO Space

Do | need more than 4GB PCI gap space for the PCI boards
used by this domain?

Machine Check

Do | want this domain to halt or to automatically reset if a ma-
chine check error occurs?

Licensing number

Do | intend to install an application protected by a system serial
number on this domain?

Do | want to substitute the physical system serial number with
the logical licensing number for optimum flexibility?

Force Halt on Machine
Check Reset

Has my Customer Service Engineer requested me to check
this box to troubleshoot my server?

Table 41.  Domain configuration assessment criteria — 2
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Managing Domain Configuration Schemes

A Important:

Reserved for partitioned servers and extended systems.

Certain features described below are only available if you are connected to a Storage
Area Network (SAN).

Please contact your Bull Sales Representative for sales information.

What You Can Do

From the Schemes Control pane, you can:

Create a domain configuration scheme
Edit a domain configuration scheme
Copy a domain configuration scheme
Delete a domain configuration scheme

Rename a domain configuration scheme

Creating a Domain Configuration Scheme

Pre-requisites

Required EFI LUNs and Data LUNs must be created from the utility delivered with the
storage subsystem.
See Configuring System and Data Disks, on page

SAN LUN and/or Local LUN lists must be updated from the Logical Units page.

See Updating SAN LUNs, on page and/or Updating Local LUNs, on page and
on page

SAN Fibre Channel HBA World Wide Name (WWN) parameters must be up—to—date.
See Checking and Updating Fibre Channel HBA World Wide Names, on page

Domain Identities can either be created via the Domain Scheme wizard or, independently,
via the Identities configuration page. See Creating a Domain Identity, on page

At least one IOC and one QBB are required for each server domain.

Steps

Assess requirements

Create EFI and/or Data LUNs

Update the LUN lists

Update Fibre Channel World Wide Name (WWN) parameters*
Select the Central Subsystem(s)

Define the number of domains

For each domain in the scheme:

Select / create a domain identity
Select an EFI LUN

Select Data LUNs*

Link LUNSs to the Fibre Channel Host*

Lock access to hardware resources

* Reserved for systems connected to a Storage Area Network (SAN)
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To create a domain configuration scheme:

page
2. If required:

— Create EFI and/or Data LUNs from the utility delivered with the storage subsystem.
You are advised to use RAID level 1 for EFI LUNs and RAID level 5 for Data LUNSs.

— Update the SAN LUN and/or Local LUN lists from the Logical Units page. See
Updating SAN LUNs, on page and/or Updating Local LUNs, on page and
on page

— Update Fibre Channel HBA World Wide Name (WWN) parameters.

3. Click Configuration Tasks — Domains — Schemes in the PAM tree to open the
Schemes control pane.

1. Assess your configuration requirements. See Assessing Configuration Requirements, on
ﬁ

NovaScale
J [ ew GHEdit EnCopy 4 Deleter Un Eename J ¥ Test Schemes Update [2) Help
Schemes Author Local Date & Time

MyBusinessScheme FROLSSTTEICA 03/25/04 13:39.34 =
hityOffpeakProdScheme FRCLSATTRCA 03725/04 17:24:13
MyQperationsScheme FRCLS5TTICA 03/04/04 18:12.23
hityProd_PayrollScheme FRCLSATTRCA 03725/04 17:32:28
hYSERVER FRCLSATTHRCA 03r26/04 11:43:33

| «

Selected scheme description:

«

Figure 132. Schemes control pane
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4. Click New in the toolbar to open the Scheme Management dialog.

L Abclieme anaasment witl AN EDial ey eidepazat eb, [X]
Scheme Name | | =) Central Subsystem

Description ‘

Domains

Welcome to the Domain Scheme wizard

Your server Central Subsystem is designed around a flexible, cell-based architecture allowing dynamic partitioning into up to four
physically independent domains.

A domain is a set of hardware and software resources, spanning one or more Central Subsystem cells, managed by & single Operating
System instance.

A Domain Scheme is the template used to define and manage 8 set of domains that can be active simultaneously

Cormnplete the Scheme Name and optionaly Description fields and click Add to begin domain scheme creation.

& ndicates Required Field

Central Subsystem
Scheme Name [Name used to identify the scheme.
Description Brief description of scheme configuration.
Add Select the Central Subsystem used in the scheme.
Remove Remove a Central Subsystem from the scheme.
Modify Select the number of hardware partitions in the scheme.
Domains
Remove Remove the selected domain from the scheme.
Identity Select a domain identity.
EFI LUNs Select an EFI Boot LUN.
Data LUNs * Assign Data LUNSs to the domain.
Link * Define the fibre channel host to be used to access LUNs.
Lock Hardware |Limit access to certain hardware resources.

* Reserved for systems connected to a Storage Area Network (SAN)
Figure 133. Scheme Management dialog

5. Complete the Scheme Name and Description fields, as required. See Assessing
Configuration Requirements, on page

6. Click Central Subsystem — Add to select the Central Subsystem to be used by the
domain configuration scheme. The Central Subystem Configuration dialog opens.
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NovaScale 6085 Server

Scheme Name

|MyNewScheme

&= [camralf hsyst:
Descriptiar: = add | Pemive |
/3 Add and Configure Central Subsystem - Dialogue de page
Select the Central Subsystem from the list
Central Subsystem Name | Cells | CcPu ‘Memuryl Status ‘
Hwvserver [ 4 | o | present |2
Welcame to the Domajn (s |

L] : -
Awyserver_nz 0 | PRESENT

Your server Central Sub =

Ry e UEEngEn c Each Central Subsystem can be divided into up to 2 partitions

A domain s a set of harc

System Instance 1- Usa the dropdown list to select the required number of partitions

Mumber of Partitions: -

Camplete the Scheme M 2. Select a configuration and click 0K to cantinue

A Domain Scheme is the

MODULE 1
MODULE 0
Partition 1 Partition 2
CELLO Totsl | CELL_1 Tatal
cPu 8 i
htemony (ME)

1} o

SFndicates Required Field.

x|

into up to four

v @ single Operating

SEvE oK Cancel Help |
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7 Scheme Management with SAN - Dialogue d

Scheme Name | [.4,NewSchems

Diescription | 1

) .Cerr(ral“ hsyst
I add |
Dialogue de pag

P\gfnc‘ve |

; Add and Configure Central Subsystem —
Select the Central Subsystem from the list.
CPU | Memory

Huvserver_m PRESENT
Huvserver_n2 [ 4 [ 32 [ o | Present |
Your server Central Sub _.J
physically independent ¢

Yelcome to the Domain

Each Central Subsystem can be divided into up to 4 partitions
A domain s a set of hart
System instance. 1- Use the dropdown list to select the required number of partitions:

A Domain Scheme is the  Mumberof Paditions: |2

Complete the Scheme M 2. Select a configuration and click DK to continue.

MODULE_1 g A

MODULE 0
Partition 1 Partition 2
CELL O CELL_ 1 CELL_Z Total | CELL_3 Total
tPU 3 & & 24 3 &
hemony (ME) U o o 5 0 5

= ndicates Required Field

o ify ‘

raare ‘

irito up to four

i & single Operating

Save oK Cancsl Help

Figure 134. Scheme Creation and Central Subsystem Configuration dialogs

Select a Central Subsystem and use the Number of Parts dropdown list to select the

required number of hardware partitions (2 in the examples).

Select the required partition configuration and click OK to return to the Scheme

Management dialog.

Status icons are red because Domain Identities and EFI LUNs are required to

complete domain configuration.
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| 2 Seheme

Scheme Name

%]

Us d szl ]

[htyEwScheme Central Subsystem

Description; | Remove | Modify |
Domains
| Bemove J[ Iclentity H EFI LUNs H Diata LUNs H Link H Lock Hardware I

A Scheme is & collection of fully configured Domains. A Domain must have an ldentity and an EFI Boot LUN.

Optionally, 2 Domain may also include one or more Data LUNS

When a LUN is connected to the SAN (Storage Area Metwork), it must be linked to a Fibre Channel Host plugged into one of the
Domain's PCI slots

To selector create @ Domain ldentity, double-click the Domain ldentity field or select a domain and click the Identities button.
To select a EF| boot lun, double-click the EFI LUNs field or select a domain and click the EFI LUNs button

To add data luns, double-click the Data LUNs field or select a domain and click the Data LUNs button

To define links between fiber channel hosts and (uns connected through the SAN, select a domain and click the Link button
To tempararily exclude some:harchware components from a domain, select the domain and click the Lock Hardware button

CelBlocks | D_| Domain Identiti | EFI LUNs | Data LUNs jL]s]

== Mo Data LUNs == @

B ndicates Required Field.

Help

NovaScale 6165 Server

(A SehtmeMan

Scheme MName

TENTVI TSN

e page e
(e AERE

|MyNewScheme Central Subsystem

Description: |

Remove | Modify |
Domains

{ Bemowve H Identity H EFI LUNs H Data LUNs H Link H Lock Hardware ]

A Scheme is @ collection of fully configured Domaing. A Domain must have an ldentity and an EF| Boot LUK,

Optionally, a Domain may also include one or more Data LUNs

When a LUN is connected to the SAN (Storage Area Metwork), it must be linked to a Fibre Channel Host plugged into one of the
Domain's PCI slots

To select or create @ Domain Identity, double-click the Domain Identity field or select a domain and click the Identities button.
To select a EFI boot lun, double-click the EFI LUNs field or select a domain and click the EFI LUNs button.

To add data luns, double-click the Data LUNs field or select a domain and click the Data LUNs button

To define links between fiber channel hosts and [Uns connected through the SAN, select a domain and click the Link button
To temporarily exclude some harcware components from a domain, select the domain and click the Lock Hardware button

CellBlocks D Domain Idetities | EFI LUNS | Data LUNs [L]s]

<= Mo Data LUNs == L ]

‘& ndicates Reguired Field.

Cancel Help

Figure 135. Scheme Management dialog
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9. Click Domains — ldentity to open the Identities List dialog.

I@ Jelayieit = D lgeiy= = gaia= = \_3

Central Subsystem | MYSERVER Current Identity : none

! Select an Identity from the list and click Ok to apply or click Mew to create a new identity.

| Identities | Description |
o |4 wyrewdentity-1

1D wynewidentity-2

:’jMyOperatinns—DD Default identity used in the single dormain containg all hardware of the central
subsystern MYSERVER

Figure 136. Domain Identities list

10.If the required identity is in the list, go to Step 11.
If you want to create a new identity for this domain, click New to open the Create New
Identity dialog. See Creating a Domain Identity, on page

11. Select the required identity from the list of available identities and click OK to return to
the Scheme Management dialog. The selected identity is now displayed in the Domain
Identities field.

12.Click Domains — EFI LUNs to open the Select EFI LUN dialog.

i@ Salzeayl ERNLLY| == Dy gz o= i )20 L,j
Central Subsystem :MYSERVER Current EFI LUK {None
Each Domain must have an EFI Boot LUK on which an Operating System has been installed. Select the required EFI
Boot LUM from the list and click Ok to apphy.
Available EFI LUMs
LUN - .
Hame Nurmber Type | Capacity | Loaded | Allocated Description
1——=2N: FDA1300
L] nonn | RAIDY | 150GHE i Ha
Tl Loz 0000 | RAIDY | 15.0GB Mo Ma
27 TTLocal: MYSERVER _ ; :
Laocal Default LUMN attached to CELL_0 in
I MIBERVEREILH GELLD b "85 e central subsystem MYSERVER
Lacal Diefault LUM attached to GELL_1 in
Tt YSERVER_0LUT CELL 1 i MO e central subsystern MYSERVER
Cancel
1 SAN storage subystem 2 Local storage subsystem

13.If the required EFI LUN is in the list, go to Step 14.
If the required EFI LUN is not in the list, you must exit the Domain Scheme wizard to
configure the EFI LUN. See Pre—requisites, on page

14.Select the required EFI Boot Lun from the list of available Luns and click OK to return to
the Scheme Management dialog. The selected LUN is now displayed in the EFI LUNs
field.

15.1f the EFI LUN is a Local LUN, the Status icon turns green, go to Step 16.

If the EFI LUN is a SAN LUN, the Status icon remains red and the No Link icon %a
appears.
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16.1f the EFI LUN is a Local LUN and you do not want to add one or more Data LUNSs to the
domain, go to Step 26.
If the EFI LUN is a SAN LUN and you do not want to add one or more Data LUNSs to the
domain, go to Step 20.
If the EFI LUN is a Local or SAN LUN and you want to add one or more SAN Data LUNs
to the domain, click Domains — Data LUNs to open the Select Data LUN dialog.

il T select Data LUNs -- Dialogue de page Weh B x|

Central Subsystem . MYSERVER Identity . MyQperations-1

Each Domain must have an EF| Boot LU on which an Operating System has been installed.
Optionally, each Domain may have one or mare Data LUNs for data storage.

+ Toview Data LUN details, select the Data LUN and click the Details hutton.

To allocate a Data LUN to 3 Domain, select the Data LUN and click the Add button.

To link a Data LUN on the SAN to a Domain, select the Data LUN and click the Link buttan.
To refnove & Data LUK from @ Domain, select the Data LUN and click the Remove hutton

| Data luns available: Details...
'i HName ‘ Type | Capacity | Loaded |Allocated Description

| [FDA1300 -
ISR LUNT2 RAIDS | 10.0GB Mo Yes

i(I==LUN13 RAIDS 1.0GB Mo Mo

'g = LUN14 RAIDS | 33.26B Mo Mo

; 15.0GB M M

i

!

+ Add | 4 Eermnve |
Data luns selected: Ll [Eretails
Name ‘ Type |Capacity | Loaded |Allocated Description
FDA1300 -
s LUMTT RAIDS | 10.0GH ¥es Yes
= LUM1S RAIDS | 33.26H Yes Yes
= LUNE RAIDT | 15.0GB Ma Yes

OK. | Cancel |

Figure 137. Select Data LUN dialog — Data luns available list
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17.Select the LUN you want to add to the domain in the Data LUNs available list and click
Details to view LUN parameters, if required.

/2 Edit LUN parameters — Dialogue de page Web x|
Marne: LUMNG
Description: =]
I]
LUN Mumber:  [0001 Type: [RAIDS Size: [100GE
LLIN State: Iready

Subsystem Mame: [FDA1300

Subsystem Model: |[FDA

Serial Mumnber: IDDDDDDDBEBSDSS?ﬁ

™ EFI LUN
" Present I~ Loaded ™ Allocated I A ..
Name Name given to the LUN when created.
Description Brief description of the LUN.
LUN Number Number allocated to the LUN when created.
LUN State If the LUN is ready for use, READY is displayed.
Type LUN configuration mode.
Size LUN size.

Subsystem Name

Name of the subsystem containing the LUN.

Subsystem Model

Type of subystem containing the LUN.

Serial Number

Serial number of the subsystem containing the LUN.

EFI LUN

If this box is checked, the LUN is an EFI boot LUN.
If this box is not checked, the LUN is a Data LUN.

Present

If this box is checked, the LUN is detected.
If this box is checked, the LUN is not detected.

Loaded

If this box is checked, the LUN is loaded in the Domain Manager
Control pane.

If this box is not checked, the LUN is not loaded in the Domain
Manager Control pane.

Allocated

If this box is checked, the LUN is already allocated to a scheme.
If this box is not checked, the LUN is not allocated to a scheme.

Figure 138. View LUN parameters dialog
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18.Click Add. The selected Data LUN is moved to the Data LUNs selected list.

! rﬁ Select Data LUNs -- Dialogue de page Web = X

Central Subsystem : MYSERYER. Identity | MyOperations-1

| Each Dormain must have an EF| Boot LUM on which an Operating System has been installed.
* Optionally, each Domain may have one or more Data LUNs for data storage
« Toview Data LUM details, select the Data LUN and click the Details button.
To allocate a Data LUN to a Domain, select the Data LUN and click the Add button.
To link a Data LUM on the SAN to 3 Domain, select the Data LUN and click the Link button.
Toremove a Data LUK from-a Domain, select the Data LUN and click the Remowe button

| Dataluns available: Dptalls.
' Hame ‘ Type Capacﬂy‘ Loaded ‘Alloca’ted Description
| FDA1300 -
] == NI [ RaDs [ 10.0GB Mo Yes
i ELUNH | RAIDS | 1.0GB s} Mo
i [ElLunig | RAIDS [ 3326B [ Mo Ko
E' Bl unz [ RADT [ 15.0G8 Mo Ha
1
I
& Add I & Bemove |
Data luns selected: Link | Details...
Hame ‘ Type C_apaci[y‘ Loaded ‘nllncated Description ‘
FDA1300 -
== INOTEE RAIDS | 10.0GE | ‘res [
Elunis RADS | 33208 | ‘es [
Bl ung RAID1 | 15068 |

(6]:8 | Cancel I

Figure 139. Select Data LUN dialog — Data luns selected list

19.Repeat Steps 17 and 18 for each Data LUN you want to add to the domain and click OK
to return to the Scheme Management dialog. Data LUN set is now displayed in the
Data LUNSs field.

The Status icon remains red and the No Link icon * is displayed. You must now link
the selected EFI and Data LUNs to the Fibre Channel Host you want to use to access
these LUNs.

20.Click Domains — Link to open the Link LUNs to HBA dialog.

| 3l Link Luns to HBA — Dialogue de page Web x|

Central Subsystem : MYSERVER Identity . MyOperations-1

wyhen a LUN is connected to the SAN (Storage Area Netwark), it must be linked to at least one Fibre Channel Host plugged into one of the
Domain's PCI slots

Ta estahlish the Primary Link between a LUN and a Fire Channel host, select the LUN fram the list and click the Set Primary Link button.

i For enhanced redundancy, each LUN can be linked to a second Fibre Channel Host. To establish the Secondary Link between a LUN and a
. Fibre Channel host, select the LUN from the list, select the Redundant check box and click the Set Secendary Link button.

SetSecondany/link

SetPrimary Link
LUN Name Redundant i

r

Secondary Link

OK.

Figure 140. Link LUNs to HBA dialog

5-42 User's Guide



21.Select the Redundant checkbox if you want to define two links to the LUN.

= Note:

If you select the Redundant mode, you will be informed that dedicated software is required
to enable this mode and you will be requested to confirm your choice.

22.Click Set Primary Link to define the main access path to the SAN. The Select HBA
dialog opens, allowing you to select the domain PCI slot you want to use to access the
LUN.

/3 Select an HBA, -- Dialogue de page Weh 3 ] x|
Central Subsystem :MYSERVER
Identity : MyOperations-1
LLIN LUNS

Select the required PCI Slot to establish the primary link betseen LUN LUNS and
the Fibre Channel Host.

PCl Slots | WWAN || Linked
CELL_0: MODULE_DAOB_D =
EEPCISLOT_1 789F-7894-ABCD-7889 Yes
FEPCISLOT_2 Mo
FEPCISLOT_3 Mo
FEPCISLOT_4 ND
FEPCISLOT_5 ND
FEPCISLOT_6 7878-9898-6666-8785 ND
FEPCISLOT_7 Mo
FEPCISLOT_& Mo
FEPCISLOT_9 Mo
FEPCISLOT_10 ND
EIPCISLOT_11 No o [+

oK |

Figure 141. Select an HBA dialog

23.Select the PCI slot containing the HBA to be used as the primary link to the SAN and
click OK. The primary link is now set.

24.Where applicable, click Set Secondary Link to define the backup access path to the
SAN. Select the PCI slot containing the HBA to be used as the secondary link to the
SAN and click OK. The secondary link is now set.

25.Click OK — Apply to return to the Scheme Management dialog. The Status icon turns

green and the Linked icon ta appears.

26.Repeat Steps 9 to 25 for the other domains. All Status icons turn green.
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'J Stlipme Manapementiwith SAN = Dialog uside Web, x|
Bcheme Mame | |MyNewScheme &R Central Subsystem
Description;
| Domains
[ Bemove |[ Identiy |[ EFILUNs |[ DatalUNs || Link || LackHardware |

Scherme is a collection of fully configured Domains. A Domain must have an Identity and an EF Boot LUN

ptionally, a Domain may also include one or more Data LUNS

WWhen a LUK is connected o the SAM (Storage Area Metwork), it must be linked to & Fibre Channel Host plugged into one of the
\Daomain's PCl slots

|To select or create a Domain Identity, double-click the Domain ldentity field or select a domain and click the [dentities outton.
|To select a EFI boot lun, double-click the EFI LUNS field or select a domain and click the EFI LUNs button

To add data luns, double-click the Data LUNS field or select a domain and click the Data LUNS button

|To define links between fiber channel hosts and |uns connected through the SAKN, select a domain and click the Link button
To tempararily exclude some harchware companents fram a domain, select the domain and click the Lock Harcware button.

CelBlocks | D | Domain EFILUNs | Data LUNs [L]s]

MYVSERVER

L4 8 wyhewigentity. 1 <= Data LUN set >

fandmates Reqguired Field

Cancel

NovaScale 6165 Server

cheme Name : |MyNewScheme Central Subsystem

Description |

Domains
[ | Eemowve “ Identity “ EFILUNs H Data LUNs H Link H Lock Hardware J

Scheme is a collection of fully configured Domains. A Domain must have an ldentity and an EF1 Boot LUN.

ptionally, a Domain may also Include one or more Data LUKS

when a LUN is connected to the SAN (Storage Area Netwark), it must be linked to a Fiore Channel Host plugged into one of the
‘Domain's PCH slots

To select or create a Damain Identity, double-click the Domain Identity field or select a domain and click the Identities hutton.
To select a EFI boot lun, double-click the EFI LUNs field or select a domain and click the EFI LUNs button

Tao add data luns, double-click the Data LUMSs field or select 3 domain and click the Data LUNs hutton.

To define links between fiber channel hosts and luns connected through the SAN, select a domain and click the Link button
[To temporarily exclude same hardware components from a domain, select the domain and click the Lock Harcware button

CelBlocks | D | Domain Identit | EFI LUNs | Data LUNs [L]s]
|8 << Data LUN st =» L@

MYEERWVER

1 2 myewidentit-1 & wysERVER 0LUD

#ndicates Reguired Field.

Cancel Help

Figure 142. Scheme Management dialog

27.1f you do not want to functionally limit access to certain hardware elements, go to Step
28.
If you want to functionally limit domain access to certain hardware elements, click
Domains — Lock Hardware to open the Lock Domain Hardware Resources dialog.
See Limiting Access to Hardware Resources, on page

28.Click Save. The domain configuration scheme is now available for domain management.
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Editing a Domain Configuration Scheme

To edit a domain configuration scheme:

1. Assess your configuration requirements. See Assessing Configuration Requirements, on

page

2. Click Configuration Tasks — Domains — Schemes in the PAM tree to open the

Schemes pane. See Figure 132 above.
Select the required scheme from the list.

4. Click Edit in the toolbar to open the Edit Scheme dialog.

'3 Scheme Management with SAN -- Dialogue de page Web

|

Scheme Name ; |MyNeva:heme FP [ CentralSubsystem
Description | =] Addd I Remave | bodify | |
= Domains d

( Bemove I Idlentity I EFI LUMs i Data LUNs I Link | Lack Hardware ||

A Scheme is a collection of fully configured Domains. A Domaln must have an ldentity and an EFI Baot LUN
Optionally, 2 Domain may also include one ar mare Data LUNS.

Wihen a LUN is connected to the SAN (Storage Area Network], it must be linked to a Fibre Channel Host plugged into one of the
Domain's PCI slots

To select or create a Domain ldentity, double-click the Domain Identity field or select a domain and click the Identities buttan
Ta select a EFI boot lun, double-click the EFI LUNS field or select @ domain and click the EFI LUNS button

To add data luns, double-click the Data LUMs field or select a domaln and click the Data LUNS button

Ta define links hetween fiber channel hosts and luns connected through the SAN, select a domain anc click the Link button.
To temnporarily exciude some hardware components from & damain, select the domain and click the Lack Hardware button.

| cemsiocks | b | Domain Identities | EFI LUNS I Data LUNs

| L1 | = wynewidentiy-1 & wvsERVER_ILUD | =< N Data LUNs ==

ewldentity-2

& MYSERVE R_0LLY

=< Mo Data LUNs ==

=l

& ndicates Required Field.
Central Subsystem
Add Click here to add another Central Subsystem to your scheme.
Remove Click here to remove a Central Subsystem from your scheme.
Modify Click here to change the number of hardware partitions in your scheme.
Domains

Remove Click here to remove the selected domain from the scheme.
Identity Click here to select a domain identity.
EFI LUNs Click here to select an EFI Boot LUN.
Data LUNs * Click here to assign Data LUNs to the domain.
Link * Click here to define the fibre channel host to be used to access LUNs.
Lock Hardware | Click here to limit access to certain hardware resources.

* Reserved for systems connected to a Storage Area Network (SAN).

Figure 143. Edit Scheme dialog

5. Make the required changes and click Save.
is now available for domain management.

The modified domain configuration scheme
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Copying a Domain Configuration Scheme
To copy a domain configuration scheme:

1. Click Configuration Tasks — Domains — Schemes in the PAM tree to open the
Schemes pane. See Figure 132 above.

2. Select the required scheme from the list.
3. Click Copy in the toolbar. The Copy Scheme dialog opens.

4. Enter a name for the new scheme and click OK. The new domain configuration scheme
is now available for domain management.

Deleting a Domain Configuration Scheme
To delete a domain configuration scheme:

1. Click Configuration Tasks — Domains — Schemes in the PAM tree to open the
Schemes pane. See Figure 132 above.

2. Select the required scheme from the list.
3. Click Delete in the toolbar. You are requested to confirm scheme deletion.

4. Click OK to confirm. The domain configuration scheme is removed from the Schemes
List and is no longer available for domain management.

Renaming a Domain Configuration Scheme
To rename a domain configuration scheme:

1. Click Configuration Tasks — Domains — Schemes in the PAM tree to open the
Schemes pane. See Figure 132 above.

2. Select the required scheme from the list.
3. Click Rename in the toolbar.

4. Enter a new name for the scheme and click OK. The renamed domain configuration
scheme is now available for domain management.
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Updating Test Schemes

The Domain Wizard allows you to automatically generate and update a set of Test
Schemes. These test schemes take into account all the hardware in your configuration. You
may need to update your test schemes after a service intervention entailing the
addition/removal of hardware elements.

To update test schemes:

1. Click Configuration Tasks — Domains — Schemes in the PAM tree to open the
Schemes pane. See Figure 132 above.

2. Click Test Schemes Update in the toolbar. Default test schemes are automatically
updated.
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Creating, Editing, Copying, Deleting a Domain Identity

A Important:

Reserved for partitioned servers and extended systems. Please contact your Bull
Sales Representative for sales information.

I Note:
Domain Identities can either be created via the Domain Configuration Scheme wizard or,
independently, via the Identities configuration page. See Creating a Domain Configuration

Scheme, on page|5-34.
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Creating a Domain Identity
To create a domain identity:

1. Assess your configuration requirements. See Assessing Configuration Requirements, on
page

2. Click Configuration Tasks — Domains — Identities in the PAM tree to open the
Identities Management page.

NovaScale
[

ditt ExCopy. g DEIEE 2)

EMyElusiness-1 WINDOWS_64 [Time zone: Central America, Boot path: EFI 0Lun)

AMyOﬁpeakProd LIMLE Mo Time zone: Paris, Boot path: EFI OLun

EMyOperations-1 WINDOWS_64 Mo Default identity far Domain-1. 05 location: Module
0, 10B-0, EFI LUMD.

AMyOperations-E LIMLE Mo Default identity far Domain-2. 05 location: Modulg
0, 108-1, EFI LUN-1.

AMyPayroll LIMLE Yes  [Time zone: Parig, Boot path: EFI OLunt

EMyProduction WINDOWS_64 Yes  [Time zone: Vladivostok, Boot path: EFI OLun0

@TEST OTHER 05 Mo |dentity used for test purpose. ltis reserved to he
used in test schemes.

[
Figure 144. Identities List page
3. Click New in the toolbar to open the Create New Identity dialog.

@1 [ty Liilogiis da palgs /a0
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Name Name reflecting the tasks/jobs to be run by the domain.

Description Brief description reflecting domain use.
Operating System Version | OS and OS version to be run on this domain.
Note:

Check that the selected OS supports assigned hardware
(CPUs, DIMMs)?

Domain Network Name Network name used to identify this domain.
Domain IP Address IP address used to reach this domain.

Domain URL URL used to reach the domain Web site (if any).
Multithreading Mode ﬁr;?gle / disable multithreading.

Check that the CPUs used by this domain support the
multithreading mode.

High Memory 10 Space Enable / disable extended PCI gap memory space.
Note:

Only use if this domain uses PCI boards requiring more
than 4GB PCI gap space.

Compatibility problems may arise under Windows.

Licensing Number Licensing number used by protected applications,
created by adding a two digit extension to the system
serial number.

Enable / disable substitute mode.

Note:

Check this box to substitute the physical system serial
number with the logical licensing number for optimum
flexibility.

Force Halt on Machine Enable / disable automatic domain reset when a ma-
Check Reset chine check error occurs.

Note:

Check this box when requested by your Customer Servi-
ce Engineer.

Figure 145. Create New Identity dialog

4. Complete the Name, Description, Domain Settings, Management Parameters,
Multithreading Mode, HMMIO Space, Machine Check, Licensing Number and Force
Halt on Machine Check Reset fields, as required:

a. Select:

Multithreading Mode if you want this domain to use multithreading features (if the
CPUs used by the domain support the multithreading mode)

or

Monothreading Mode if you do not want this domain to use multithreading features
or if the CPUs used by the domain do not support the multithreading mode.

b. Select Enable PCI gap above 4 GB if the PCI boards used by the domain require
more than 4 GB PCI gap space.

I Note:
Please read the documentation delivered with your PCI boards for details about features
and requirements.

c. Select a system Serial Number from the scroll-down list and add a two digit
extension to automatically create the Licensing Number to be used by protected
applications running on this domain.

d. Select Substitute Mode if you want to substitute the physical system serial number
with the logical licensing number for optimum flexibility.
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= Note:

Please read the documentation delivered with your application for details about licensing
requirements.

e. If requested by your Customer Service Engineer, select Force Halt on Machine
Check Reset to halt the domain when a machine check error occurs.

= Note:

When this box is NOT checked, the domain will automatically reset when a machine check
error occurs.

5.

Click OK. The new identity appears in the Identities List page and can be applied to a
hardware partition via the Domain Configuration Scheme wizard.

Editing a Domain Identity

To modify domain identity settings, management parameters and/or description:

1.

Assess your configuration requirements. See Assessing Configuration Requirements, on

page[5-32]

Click Configuration Tasks — Domains — Identities in the PAM tree to open the
Identities Management page. See Figure 144 above.

3. Select the required identity from the list.

4. Click Edit in the toolbar. The Edit an Identity dialog opens, allowing you to modify

5.
6.

domain identity settings, management parameters and/or description. See Figure 145
above.

Change settings as required.

Click OK to confirm the modification.

Copying a Domain Identity

To copy a domain identity:

Deleting a

A

1.

o > 0D

Click Configuration Tasks — Domains — Identities in the PAM tree to open the
Identities Management page. See Figure 144 above.

Select the required identity from the list.
Click Copy in the toolbar. The Copy ldentity dialog opens.
Enter the name for the new identity and click OK to confirm.

The new identity appears in the Identities List page and can be applied to a hardware
partition via the Domain Configuration Scheme wizard.

Domain Identity

Important:
If a Domain Identity is used in a Scheme, it cannot be deleted.

To delete a domain identity:

1.

Click Configuration Tasks — Domains — Identities in the PAM tree to open the
Identities List page. See Figure 144 above.

Select the required identity from the list.

Click Delete in the toolbar and click OK to confirm. The selected identity is removed from
the Identities List.
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Managing Logical Units (Servers Connected to a SAN)

A Important:

Certain features described below are only available if you are connected to a Storage
Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

What You Can Do
e Update SAN LUN Lists

e Create Local LUNs

e Edit LUNs

e Rename LUNs

e Delete LUNs

e (Clear, Load, Save NVRAM Variables

= Note:

EFI LUNs and Data LUNs must be created from the utility delivered with the storage
subsystem. See Configuring System and Data Disks, on page

To open the Logical Units management page:

1. Click Configuration Tasks — Domains — LUNs in the PAM tree.

| 445 SAN Update | GAEdtLUN GgRename LUN % P HYRAM | E5] Craate local
List of EF| Boot LUNs (Operating System).
LUN - e
Name Numper | P8 | Capacity | Loaded | Allocated Description ‘
1 san: Foatzoo 7]
e — o Jeani]sosel e ] ||
" Lunz 0000 |RAID1 15068 | No | MNo |
2— r—Local: MYSERVER A E
T MYSERVER_OLLID Local Yes Yes  [Defaull LUN attached to CELL Din |~
SRR the central subsystern MYSERVER |
& MYSERVER_OLUT Local Mo Mo [Default LUN attached to CELL 11n
BEELS: the central subsystermn WMYSERVER
T MYSERVER_OLUZ Local Mo No  [Default LUN attached to CELL_21in
CELL_2 e cantral suhsvatam MvarEpyED  bd|
List of Data LUNS (Data storage).
LUN A -
1 Name Number Type Capacny| Loaded | Allocated Description ‘
——SAN: FDA1300 : - [7]
= 0005 |RAIDS | 332GB | Mo Mo [
HLuna 0000 | RAIDT | 15068 | MNo Mo | ‘
B Unig 0001 | RAIDS | 10.0GB | Mo No B
= 0002 | RAIDS | 10.00B | Mo No |
= 0001 |RAID5 | 10.0GB | No Ho | }
= 0002 |RAIDS | 10.0GB | Mo Mo —=
Bl ung 0003 | RAIDS | 1.0GB Mo Ho
Bl ung 0004 |RAIDS | 33268 | Mo No [~
1 SAN storage subystem 2 Local storage subsystem
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¥ Notes:
¢ EFI Boot LUNSs, on which Operating Systems are installed, are listed at the top of the

pane.

e Data LUNs, on which data can be stored, are listed at the bottom of the pane.

Command Bar

SAN Update Update the lists of SAN LUNSs.

Edit LUN Modify the LUN name, description, and change a Data LUN into an EFI
LUN and vice—versa.

Rename LUN Modify the LUN name.

NVRAM Clear, load and save EFI Boot LUN NVRAM variables.

Create Local LUN

Create a new local LUN.

Delete Local LUN

Delete a non—allocated local LUN.

LUN Lists
Name LUN name.
LUN Number Number allocated to the LUN.
Type RAID configuration type.
RAID1 is recommended for EFI LUNs and RAID5 for Data LUNSs.
Capacity LUN storage capacity.
Loaded Yes
LUN used by a currently loaded domain.
'I:lSN not used by a currently loaded domain.
Allocated Yes
LUN allocated to a domain within a Domain Configuration Scheme.
'I:lSN not allocated to a domain within a Domain Configuration Scheme.
Description Description, indicating LUN location (Central Subsystem name and Cell

and/or storage subsystem name).

Figure 146. Logical Units page — servers connected to a SAN
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Updating SAN LUN Lists

5-54

A Important:

Reserved for systems connected to a Storage Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

When new LUNs are added to / removed from your Storage Area Network, they can be
automatically added to / removed from the list of available LUNs by using the PAM SAN
Update command, which allows you to update the lists of available LUNs on the SAN at any
time.

Notes:
e This command CANNOT be used to update the lists of local LUNSs.

e This command is automatically performed when a PAM session is launched on the PAP
unit and when a disk subsystem change takes place.

e When a new LUN is found, PAM considers it as a Data LUN by default. If you want to
change this LUN into an EFI Boot LUN, use Edit LUN.

To update the lists of available SAN LUNs:

1. Click Configuration Tasks — Domains — LUNSs in the PAM tree to open the Logical
Units page.

2. Click SAN Update. A confirmation dialog opens.

3. Click Yes to update the lists of available LUNs. The SAN Update Progress Bar is
displayed.

NovaScale

| il Ereate LUK ke EditUN| B RenanellUn % Defte LUG - EER LR & A Discoyary [2) Help

SAN LUN discovery started
B TT T T TTI T T T T T T T T I T I T TITIT 11717

Command is in progress

Figure 147. SAN Update progress bar

Once the process is complete, the LUN lists are updated to reflect configuration
changes.
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Creating Local LUNs
When you create a new LUN via the software delivered with your local storage subsystem,
you must also declare this new LUN by using the PAM Create Local LUN command.

= Note:
This command CANNOT be used to create new SAN LUNSs.

To update the list of available local LUNs:

1. Click Configuration Tasks — Domains — LUNSs in the PAM tree to open the Logical
Units page.

2. Click Create LUN to open the Create Local LUN dialog.

43 Create LUN -- Dialogue de page Web X|

Create LUN

1.5elect the required Central Subsystem
[ MYSERVER =

Cells compaosition for the selected Central Subsystem:

MODULE_1

MODULE_©

L

Description :I

4 Select an EFILUM if wou want ta install an Operating System on this LUN.
Select DATA LUN If you want to write data to this LUM.
& EFI LUN  DATA LUN

B |ndicates Required Field.

Create | Cancel |

Figure 148. Create Local LUN dialog

3. Use the Central Subsystem drop—down menu to select the Central Subsystem to which
the LUN is connected.

4. Use the Available Cell drop—down menu to select the cell to which the LUN is
connected.

5. Enter the name given to the LUN in the LUN Name field with a brief description.

6. Select the EFI LUN or DATA LUN radio button, as required and click Create. The list of
available local LUNSs is updated.
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Deleting LUNs

[ Notes:

e A LUN CANNOT be deleted if it is allocated to a Scheme.
To delete a LUN:

1. Click Configuration Tasks — Domains — LUNSs in the PAM tree to open the Logical
Units page.

2. Select the required LUN from the lists of available local LUNs and click Delete LUN to
open the Delete LUN dialog.

4} Delete LUN -- Dialogue de page Web ;::jﬁ_ x|

Y

AFE yoU sUre you want delete this lun 7

Figure 149. Delete LUN dialog

3. Click Yes to confirm. The LUN is removed from the list of available LUNSs.
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Editing LUNs

A Important:

Reserved for systems connected to a Storage Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

= Notes:
o A LUN CANNOT be edited if it is allocated to a Scheme.

e The NVRAM button is NOT ACCESSIBLE if no NVRAM variables are available for the
selected LUN.

If required, you can modify the EFI / Data LUN names, description, NVRAM variables,
and/or change a Data LUN into an EFI LUN or vice—versa.

To edit a LUN:

1. Click Configuration Tasks — Domains — LUNSs in the PAM tree to open the Logical
Units page.

2. Select the LUN you want to modify from the lists of available LUNs and click Edit LUN to
open the Edit LUN dialog.

i /3 Edit LUN parameters — Dialogue de page Web =
!
E Mame: |LUN8| &
Description: =]
i
-]
LUN Number:  [D000 Type: [RAID1 Size: [15.0GB
LLIM State: |ready
Subgystern Mame: |FDA1SDD Subsystem Model: [FOA
Serial Mumber: |DDDDDDDQQBSDSS?8
[~ EFI LUN
I” Present " Loaded ™ Allocated s/ Beshd .
2 |ndicates Reguired Field.
[8]:4 | Cancel |

Figure 150. Edit LUN dialog
3. Modify LUN parameters as required:
a. Enter a new name in the Name field if you want to change the LUN name.

b. Enter a new description in the Description field if you want to change the LUN
description.

c. Select the EFI LUN checkbox if you want to change a Data LUN into an EFI LUN.
d. Deselect the EFI LUN checkbox if you want to change an EFI LUN into a Data LUN.
4. Click OK to apply changes.
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Renaming LUNs

A Important:

Reserved for systems connected to a Storage Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

= Note:
A LUN CANNOT be renamed if it is allocated to a Scheme.

To rename a LUN:

1. Click Configuration Tasks — Domains — LUNSs in the PAM tree to open the Logical
Units page.

2. Select the LUN you want to rename from the lists of available LUNs and click Rename
LUN to open the Rename LUN dialog.

<} Rename LUN -- Dialogue de page Web x|

Current Lun Name 3|SAN oLuD

Mew Lun Mame ; |

0] | Cancel |

Figure 151. Rename LUN dialog

3. Enter the new name and click OK to apply the change.

Clearing, Loading, Saving NVRAM Variables

NVRAM variables are available for each EFI boot LUN. According to requirements, these
variables can be cleared, saved and/or loaded.

= Note:

NVRAM variables can only be saved when the corresponding domain is active.
To clear, save and/or load NVRAM variables:

1. Click Configuration Tasks — Domains — LUNSs in the PAM tree to open the Logical
Units page.

2. Select the required LUN from the list of available EFI boot LUNs and click NVRAM. The
NVRAM Variables dialog opens:

a. Click Clear to clear displayed NVRAM variables. When requested, click OK to
confirm.

b. Click Save to save NVRAM variables for the selected LUN (currently used by an
active domain). When requested, enter the name of the file to which NVRAM
variables are to be saved. The NVRAM variables file is stored in the PAM SiteData
directory.

c. Click Load to load previously saved NVRAM variables from the PAM SiteData
directory.
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Managing Logical Units (Servers Not Connected to a SAN)

Your server is delivered with default EFI Boot LUNs. You can use the software delivered
with your storage subsystem to define data LUNSs.

What You Can Do
e (Clear, Load, Save NVRAM Variables

e Update the Local LUN Lists

To open the Logical Units management page:

1.

Click Configuration Tasks — Domains — LUNs in the PAM tree.

aScale

[ SENVRAM  [2] Update [ Help

Name Description

& YSERVER_OLUID CELL_0inthe central

I MYSERVER_OLUA [ = Default LUM attached to CELL_1 in the central
subsysterm MYSERWVER

A MY SERVER_OLUZ EFI Yes Yes Mo |Default LUM attached to CELL_2 in the central
suhsystem MYSERVER

A MY SERVER_OLU3 EFI Yes Tes Mo |Default LUM attached to CELL_3 in the central
=suhsystem MYSERVER

| 4

Name Default LUN name
EFI EFI
This LUN is a boot LUN.
DATA
This LUN is a data LUN.
In Use in Domain Yes

This LUN is used by a domain currently loaded in the Domain Manager
Control pane.

No

This LUN is not used by a domain currently loaded in the Domain Man-
ager Control pane.

In Use in Scheme Yes

This LUN has been allocated to a domain within a Domain Configuration
Scheme.

No

This LUN has not been allocated to a domain within a Domain Configu-
ration Scheme.

NVRAM Yes
NVRAM variables have been saved for this LUN.
No
NVRAM variables have not been saved for this LUN.
Description Default description, indicating LUN location (Central Subsystem name
and Cell).

Figure 152. Logical Units page — servers not connected to a SAN
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Updating the Local LUN Lists

The lists of available local LUNs are automatically created when a Central Subsystem is
declared and/or added. You can update the lists of available local LUNs at any time to
reflect configuration changes.

To update the local LUN lists:

1. Click Configuration Tasks — Domains — LUNs in the PAM tree to open the Logical
Units page.

2. Click Update. When requested, click OK to confirm. The new LUN lists are displayed in
the Logical Units page.

Clearing, Loading, Saving NVRAM Variables

NVRAM variables are available for each EFI boot LUN. According to requirements, these
variables can be cleared, saved and/or loaded.

1. Click Configuration Tasks — Domains — LUNSs in the PAM tree to open the Logical
Units page.

2. Select the required LUN from the list of available EFI Boot LUNs and click NVRAM. The
NVRAM Variables dialog opens.

a. Click Clear to clear displayed NVRAM variables. When requested, click OK to
confirm.

b. Click Save to save NVRAM variables for the selected EFl Boot LUN (currently used
by an active domain). When requested, enter the name of the file to which NVRAM
variables are to be saved. The NVRAM variables file is stored in the PAM SiteData
directory.

c. Click Load to load previously saved NVRAM variables from the PAM SiteData
directory.
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Checking and Updating Fibre Channel HBA World Wide Names

A Important:

Reserved for servers and connected to a Storage Area Network (SAN).
Please contact your Bull Sales Representative for sales information.

To control LUN access, Bull NovaScale Servers use LUN masking at Host Bus Adapter
(HBA) driver level. Each Fibre Channel HBA driver contains a masking utility using the

World Wide Name (WWN) to limit LUN access. As a result, users are only aware of the
LUNs to which they have access.

Whenever you add, change or move a Fibre Channel HBA, you must update the
corresponding World Wide Name (WWN) parameters via the PAM interface.

To update an HBA World Wide Name:
1. Click Configuration Tasks — Domains — HBAs in the PAM tree.

2. Expand the required Central Subsystem node down to the IOC housing the HBA
concerned.

3. Select the IOC. The HBA Worldwide Name page opens.

- L =g it B @HEJ.

Double-click a PCI board to modify Worldwide name

E!i MovaScale
i~ dfy Domain hanager
E-E] B Hardware Manitor
[ 4 History Manager
2B Senvicing Tools
{34 Configuration Tasks

Worldwide Name

- Central Subsystem
£+ Domains
i~ Sthemes
-2 ldentities
EALUNS
E-EYHBAS

5[ FAMED

C)- 2] MODULE _0
- 2110850

- LifioB_t
& [ MODULE 1

FaI0B_0

- 4 Customer Information

- & User Histories
Events

ER

27 Autacalls

Downloads

£ Ethernet cantr.

mlw|e|loa|leo| | of e

1000-0000-C938-5C96

i

| L

PCl slots information collected at a5t domain power on.

Figure 153. HBA Worldwide Name page
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4. Double—click the required PCI board to update the WWN. The Modify PCI HBA
Worldwide Name dialog opens.

'NovaScale _
Doutlle-click a PCI board to modify Worldwide name. ‘
: 1 i Modify PLI HBA Worldwide name — Diislodie s iNE
10 PCI Slo .2
B o
] | ) e hame
8 current [Fgon- _[csss -[5c88
Ethernet cantr |7 Mew | 1000 _| 0000 ”] 438 '4| 5CI6
a _ .
5 | ok | _canel |
4
5 |
il 2 1000-0000-C938-5C96
1
PCI glots information collected atlast domain power on.

Figure 154. Modify PCI HBA Worldwide Name dialog
5. Enter the WWN supplied with the HBA and click Save to apply changes.
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Limiting Access to Hardware Resources

You can functionally limit access to certain hardware elements. Locked elements can no
longer be accessed by the current domain, but are still physically available for access by
other domains. Previously locked elements can be unlocked so that they can be accessed

by the domain.

[ZF Notes:

e The domain must be INACTIVE before configuration changes can be made.

¢ Hardware locking / unlocking is only taken into account at the next domain power ON.

e Hardware components to be functionally included (unlocked) in the domain at the next

domain power ON are marked with a yellow 5 icon in the Lock Request column in the
Domain Hardware Details page.

¢ Hardware components to be functionally excluded (locked) from the domain at the next

domain power ON are marked with a red / yellow B icon in the Lock Request column in
the Domain Hardware Details page.

See Viewing Domain Configuration, Resources and Status, on page

The following domain hardware elements can be locked / unlocked:

QBB

Each domain must comprise at least one QBB.

CPU

Each QBB must comprise at least one CPU.
If all CPUs are locked from a QBB, the QBB itself is locked.

I0Cs

When a domain comprises more than one cell (therefore more than one
IOC), the Master I0C is the one hosting the boot disk. The other IOCs in
the domain are Slave IOCs.

Slave I0Cs can be safely locked from a domain, but connected
peripherals will no longer be accessible.

Note:

If the Master 10C is locked, local system disks may no longer be
accessible and the domain may not power up.

I0C HubLinks

All IOC HubLinks can be safely locked from a domain, but connected
peripherals will no longer be accessible.

IOC HubLinks are organized as follows:

HubLink_1 controls PCI Slots 1 & 2

HubLink_2 controls PCl slots 3 & 4

HubLink_3 controls PCl slots 5 & 6

Note:

If Master I0C HubLink_1 is locked, local system disks may no
longer be accessible and the domain may not power up.

PCI Slots

All PCI slots not connected to a boot disk can be safely locked from a
domain, but connected peripherals will no longer be accessible.

Note:

If Master 10C PCI Slots 1, 2 are locked, system disks may no longer
be accessible and the domain may not power up.

IOLs

Slave IOLs can be safely locked from a domain, but connected
peripherals will no longer be accessible.

Note:

If the Master IOL is locked, the domain will not power up.

Table 42.  Hardware locking options
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To lock / unlock a domain hardware element:
1. Open the Lock Domain Hardware Resources dialog:
a. If you are configuring a domain scheme:

From the Scheme Management dialog, select the required domain and click Lock
Hardware.

b. If you want to edit a previously defined domain scheme:

From the Customer Administrator PAM tree, click Configuration Tasks —
Domains — Schemes — Edit.

Select the required domain and click Lock Hardware

43 Lock Domain Hardware Resources - Dialogue de page Web x|

Domain :MyOperations-1 Central Subsystern :MYSERVER
EFI LUK MYSERYER_OLUO

This Domain comprises:CELL_0

To tempararity exclude a hardware component from this domain, it must first be locked.
All non-excluded compaonents can be locked.

%ﬁ Tolock a hardware component, select the Component Checkbox and click OK.
: Tounlock a hardware component, select the Component Checkbox and click OK.

= B0 @MYSERVER
Do @cELL 0
U0 @QBB_D
#OF DO @GBB 1
=00 @I0B_0
520 @ HUBLINK. 1
520 @HUBLINK, 2
0520 @HUBLINK. 3
220 @HUBLINK 4

Help |

Figure 155. Lock domain hardware resources dialog
2. Expand the component tree to view the hardware element you want to lock / unlock.

3. Select the corresponding checkbox to lock the element or deselect to unlock a previously
locked element.
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/3 Lock Domain Hardware Resources — Dialogue de page Web x|

Darnain :MyOperations-1 Central Subsystem :MYSERVER
EFI LUMN :MYSERVER_OLUO

This Domain comprises:CELL_0
To tempararily exclude a hardware companent from this domain, it must first be locked.
All non-excluded components can be locked.

; Tolock a hardware component, select the Compeonent Checkbox and click OK.
¢ Tounlock a hardware component, select the Compeonent Checkbox and click OK.

= E O @MYSERVER
&[0 @CELL O

sHLFD@QBE_ 0
= o @ QBB _1

O£ @CPU_D

O b @CPU_1

O b @CPU_2

¢ =L @CcPL 3

=040 @10B_0

B[220 @ HUBLINK_1

§.0 @FPCISLOT 2

.—|1—|1—|I\

O30 @ HUBLINK 3
00 @ HUBLINK 4

Ok Cancel | Help |

Figure 156. Lock domain hardware resources dialog — PCI slot selected

4. Click OK — Apply to return to the Schemes Management pane.
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Creating a Mono-Domain Scheme Using All Server Resources
¥ Notes:

¢ A domain configuration scheme can include more than one Central Subsystems. If you
have more than one Bull NovaScale Server, see Configuring and Managing Extended

Systems, on page|5-110.
e For more information about scheme configuration options, refer to:

— Assessing Configuration Requirements, on page
— Creating a Domain Configuration Scheme, on page

— Creating a Domain Identity, on page
The configuration criteria set out in the following tables is used to illustrate this example:

NovaScale 6085 Server

Scheme
Name MyBusinessScheme
Description Mono—domain, Cells 0 & 1, Boot OLun0, MyBusiness—1
Central Subsystem(s) MyServer
Number of domains 1
Domain size 2 cells: Cell0 & Cell 1
EFI boot LUNs SAN: FDA1300 LUNT
Data LUNs * SAN: FDA 1300 LUN10, LUNG6
Fibre channel hosts * Primary Link: Cell_0: Module_0/I0OC_0/PCISLOT _1
Secondary Link: Cell_1: Module_0/I0OC_1/PCISLOT _1

10 resource location 0l10CO0 mandatory, 0IOC1 optional
Resource access All resources unlocked

Domain Identity
Name MyBusiness—1
Description Time zone: Central America
Operating System Windows
Domain network name MyBusiness—1Net
Domain IP address 123.123.12.1
Domain URL http://www.MyBusiness—1Web.com
Domain threading mode Monothreading
HMMIO space Disabled
Licensing number XAN-YYY—-12345/11
Substitute mode Disabled
Halt on machine check reset | Disabled

* Reserved for systems connected to a Storage Area Network (SAN).

Table 43.  Scheme configuration criteria — example 1 — mono—module server
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NovaScale 6165 Server

Scheme
Name MyBusinessScheme
Description Mono—domain, Cells 0, 1, 2 & 3, Boot OLun0, MyBusiness—1

Central Subsystem(s)

MyServer

Number of domains

1

Domain size 4 cells: Cell0, Cell1, Cell2 & Cell 3
EFIl boot LUNs SAN: FDA1300 LUN1
Data LUNs * SAN: FDA 1300 LUN10, LUN6

Fibre channel hosts *

Primary Link: Cell_0: Module_0/I0C_0/PCISLOT _1
Secondary Link: Cell_3: Module_1/I0C_1/PCISLOT_1

10 resource location

010C0 mandatory, 0I0OC1, 110C0, & 110C1 optional

Resource access

All resources unlocked

Domain Identity

Name

MyBusiness—1

Description

Time zone: Central America, Boot path: EFI OLun0

Operating System

Windows

Domain network name

MyBusiness—1Net

Domain IP address

123.123.12.1

Domain URL http://www.MyBusiness—1Web.com
Domain threading mode Monothreading

HMMIO space Disabled

Licensing number XAN-YYY—-12345/11

Substitute mode Disabled

Halt on machine check reset | Disabled

* Reserved for systems connected to a Storage Area Network (SAN).

Table 44.  Scheme configuration criteria — example 1 — bi-module server
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To create a mono—domain scheme using all server resources:

1.

Check that the required hardware resources are available (at least one IOC and one
QBB are required for each server domain) and that the domain Operating System
supports the required hardware resources (CPUs, DIMMs, ...).

From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Schemes to open the Schemes Management pane.

Click New to open the Scheme Creation dialog.

4. Complete the Scheme and Description fields.

i@ SEhBme Mg e L SAN Sl ba e B g S T x|
P Scheme Mame : ‘MyBusinessBcheme G Central Subsystem

:Description ‘Monu-domam, Cells 0 &1, lﬂ

] MyBusiness-1 Tomdins

i
i
Welcome ta the Domain Scheme wizard

Your server Central Subsystem is designed around a flexible, cell-based architecture allowing dynamic partitioning into up to four
physically independent dormains

A domain is a set of hardware and software resources, spanning one or more Central Subsystem cells, managed by a single Operating
System instance

A Domain Scheme is the template used to define and manage a set of domains that can be active simultaneously.

Caomplete the Scheme Name and optionaly Description fields and click Add to begin domain scheme creation

¥R Indicates Required Field.

e ]

Figure 157. Scheme creation dialog — example 1
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5. Click Central Subsystem — Add to select the Central Subsystem to be used by the
domain configuration scheme. The Central Subsystem Configuration dialog opens.

NovaScale 6085 Server

‘3 add and Configure Central Subsystem -- Dialogue de page Web

CELLO CELL_1 CELL_Z CELL_Z Total

2 2

Figure 158. Central Subsystem configuration dialog — example 1
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6. Check that the required Central Subsystem is highlighted and select 1 in the Number of
Parts dropdown list.

7. Select the required partition configuration and click OK to return to the Scheme
Management dialog.

The Status icon is red because a Domain Identity and an EFI LUN are required to
complete domain configuration.

NovaScale 6085 Server

| Scheme Name v, BusinessScheme &8 Central Subsyste

Description: [Mono-domain, Cells 0 & 1, @
MyBusingss-1 Domains
[ Bemove H Identity H EFI LUNs H Data LUNs ][ Link H Lock Hardware

A Scheme is a collection of fully configured Domains, A Domain must have an ldentity and an EF| Boot LUN

Cptionally, & Domain may also include one or more Data LUNS.

When a LUN is connected to the SAN (Storage Area Netwark), it must be linked to a Fibre Channel Host plugged into one of the
Domain's PCI slots.

To select or create @ Domain |dentity, double-click the Domain [dentity field or select a domain and click the |dentities button.
To select a EF| boot lun, double-click the EFI LUNs field or select a domain and click the EFI LUNs button

To add data luns, double-click the Data LUNs field or select a domain and click the Data LUNs button

To define links between finer channel hosts and Iuns connected through the SAN, select 8 domain and click the Link button
To temporarily exclude some hardware components from a domain, select the domain and click the Lock Hardware button

CellBlocks D | Domain Identities [ EFILUNS | DataLUNs |L]s]

& ndicates Required Field

Cancal | Help

NovaScale 6165 Server

‘3 Scheme Managementwith SAN = Dialopue de page =
+ Scheme Name ; ‘MyElusmessScheme e Central Subsystem
| Description Mono-domain, Cells 0, 1,2, 3 [E @
MyBusiness-1 Domains
[ Bemove || Identity |[ EFILUNs |[ DatalUNs |[ Lk || LockHarchware |

Scheme is a collection of fully configured Domains. A Domain must have an ldentity and an EF1 Boot LUM

Optionally, 8 Domain may also include one or more Data LUNs.

When a LUN is connected to the SAN (Storage Area Metwork), it must be linked to a Fibre Channel Host plugged into one of the
: Damain's PCI slots.

To select or create a Domain |dentity, double-click the Domain Identity field or select a domain and click the |dentities button.
To select a EF| boot lun, double-click the EFI LUNS field or select a domain and click the EFI LUNMs button
To add data [uns, double-click the Data LUNs field or select a domain and click the Data LUNs button
. To define links between figer channel hosts and luns connected through the SAM, select a domain and click the Link button
: To temporarily exclude some hardware components from a domain, select the domain and click the Lock Hardware button

1| celiBlocks D Domain Identities | EFI LUNS | DataLUNs [L]s]

| ndicates Required Field

Help |

Figure 159. Scheme Management dialog — example 1
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8. Double—click the empty D1 Identities field. The Identities List dialog opens.
|@ Jel=piuye == D= =g = i le
Central subsystem - MYSERVER Current Identity - noene

Select an Identity from the list and click Ok to apply or click Mew to create a new identity.
Identities | Description |

tral America

3 Wyt el dentity-1
A tyMewldentit-2

ﬂjmyoperaﬁons_gu Default identity used in the single domain containg all hardware of the central
subsystern MYSERVER

o

Figure 160. ldentities list dialog — example 1

9. If the required identity is in the list, go to Step 12.
If you want to create a new identity for this domain, click New to open the Create New
Identity dialog. See Creating a Domain Identity, on page for details.
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10.Complete the Name, Description, Domain Settings, Management Parameters,
Multithreading Mode, HMMIO Space, Licensing Number and Machine Check fields.

.:'Ei'!de_niit-}';.-- Diglopieidespaseel

MyBusiness:
Time zone: Central Ametica

iWyBusiness-1Met
12312312,
http:d e by Businass-Tveh com

RANSYYY-12345

Figure 161. Create new identity dialog — example 1
11.Click OK. The new identity appears in the Identities List dialog.

12.Select the required identity from the list of available identities and click OK to return to
the Scheme Management dialog. The selected identity is now displayed in the Domain
Identities field.
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13.Double—click the EFI LUNSs field. The Select EFI LUN dialog opens, allowing you to
choose the required EFI Boot LUN from the list of available LUNSs.

%@:e!et[ G e AL [aloenesEpapa ey 33
Central Subsystem :MYSERVER Current EF| LUK :Nonhe

Each Daomain rmust have an EF| Boot LUN on which an Operating System has been installed, Select the reguired EFI
Boot LLIN from the list and click Ok to apply.

Availanle EFI LUNS ;

Name Nlll_lgger Type Capacﬂy‘ Loaded ‘ Allocated Description
SAN: FDA1300 =]
F Luni [ o000 [Rani ] 505B ] Mo | Mo | [N
ELUNE noon RAIDT | 15.0GB Mo Mo
Local: MYSERVER
Local Default LUM attached to CELL_Oin
BRI CELL @ Yee %% the central subsystem MYSERVER |
Local Default LUM attached to CELL_1 in
B MEERIER LUt GELL 1 i M® e central subsystem MYSERVER
Cot Mafanlt | 1IN attarkad tn CELL 7 im0 S
oK Cancel

Figure 162. Select EFI LUN dialog — example 1

14.Select the required EFI Boot LUN from the list of available LUNs and click OK to return
to the Scheme Management dialog. The selected LUN is now displayed in the EFI
LUNSs field.
As the selected LUN is a SAN LUN, the Status icon remains red and the No Link icon
a" appears.

15.Double—click the Data LUNSs field. The Select Data LUN dialog opens, allowing you to
choose the required Data LUNs from the list of available LUNSs.
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16.Select the required Data LUNs from the list of available LUNs and click Add to move the
selected Data LUNSs to the Data LUNs selected list.

0005 | RAIDS | 33.2GB | Mo
0001 | RAIDS | 10.0GB | Mo

Figure 163. Select Data LUN dialog — example 1
17.Click OK to return to the Scheme Management dialog. Data LUN set is now displayed
in the Data LUNSs field.

The Status icon remains red and the No Link icon fal is displayed. You must now link
the selected EFIl and Data LUNs to the Fibre Channel Host you want to use to access
these LUNSs.
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18.Click Domains — Link to open the Link LUNs to HBA dialog.

S L L L D bgs e s

Central Subsystem . MYSERVER

&

Identity | MyBusiness-1

Wyhen a LUN 1 connected to the SAN (Storage Area Metwork), itmust be linked to at least one Fiore Channel Host plugned into one of the

Domain's PCI slots.

To estahlish the Primary Link between a LUN and a Fibre Channel host, select the LUN from the list and elick the Set Primary Link buttan.

For enhanced redundancy, each LUN can be linked to a second Flore Channel Host: Ta establish the Secondary Link between a LUN and 3
Fibre Channel host; select the LUN from the list, check the Redundant check box and click the Set Secondary Link button.

Set Primary Link
LUN Name ‘ Redundant Primary Link | Secondary Link ‘ ‘
LUNA MODULE_0M0G_0/FGISLOT 1 MORUEE AGC R0 SLOT
LUN1D MODULE_0MI0G_ 0P GISLOT_1 MODULE_0A0C_1/PCISLOT

——

MODULE_OAOC

MODULE_0il

Cancel

Figure 164. Link LUN to HBA dialog —

example 1

19.Select the first LUN in the list and select the Redundant mode.
You are informed that dedicated software is required to enable this mode and you are

requested to confirm your choice.
Click OK to confirm.

20.Click Set Primary Link to define the main access path to the SAN. The Select HBA
dialog opens, allowing you to select the domain PCI slot you want to use to access the

LUN.

|@ Salae b PR - Dy g aaig 2 -

Central Subsystermn MYSERVER
Igentity ;

LU LUN1

Select the required PCI Slot to establish the primary link between LUN LUNT and

the Fibre Channel Host.

[X]

PCl Slots | WWN | Linked | |

| CELL_0 : MODULE_040C_0 |
EIPCISLOT 1 Mo
EPCISLOT 2 Mo
EIPCISLOT 3 Mo
EIPCISLOT 4 Mo B
EIPCISLOT 5 Mo
FEIPCISLOT 6 Mo

| CELL_1: MODULE_010¢C_1 |
EIPCISLOT_1 Mo
EIPCISLOT 2 Mo

EAPCISLOT_3

Mo

Figure 165. Select HBA dialog — example 1

21.Select the required PCI slot and click OK. The primary link is now set.
22.Click Set Secondary Link to define the backup access path to the SAN.

23.Select the required PCI slot and click OK. The secondary link is now set.
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24 .Repeat Steps 19 to 23 for each LUN in the list and click OK — Apply to return to the

Scheme Management dialog. The Status icon turns green and the Linked icon *a
appears.

25.Click Save. The domain configuration scheme is now available for domain management.
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Creating a Mono-Domain Scheme Using a Selection of Server

Resources
= Notes:

e A domain configuration scheme can include more than one Central Subsystems. If you
have more than one Bull NovaScale Server, see Configuring and Managing Extended

Systems, on page[5-110.

¢ For more information about scheme and identity configuration options, refer to:

— Assessing Configuration Requirements, on page
— Creating a Domain Configuration Scheme, on page
— Creating a Domain Identity, on page

The configuration criteria set out in the following tables is used to illustrate this example:

NovaScale 6085 Server

Scheme
Name MyOffpeakProdScheme
Description Mono—domain, Cell 1, MyOffpeakProd
Central Subsystem(s) MyServer
Number of domains 1
Domain size 1 cell: Cell 1
EFI boot LUNs SAN: FDA1300 LUN1
Data LUNs * SAN: FDA 1300 LUN10, LUN6

Fibre channel hosts *

Primary Link: Cell_1: Module_0/10C_1/PCISLOT _1

10 resource location

0I10CH

Resource access

All resources unlocked

Domain Identity

Name MyOffpeakProd
Description Time zone: Paris
Operating System Linux

Domain network name MyOffpeakProdNet
Domain IP address 124.1241.0

Domain URL http://www.MyOffpeakProdWeb.com
Domain threading mode Monothreading

HMMIO space Disabled

Licensing number XAN-YYY-12345/12

Substitute mode Enabled

Halt on machine check reset | Disabled

* Reserved for systems connected to a Storage Area Network (SAN).

Table 45.

Scheme configuration criteria — example 2 — mono—module server
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NovaScale 6165 Server

Scheme
Name MyOffpeakProdScheme
Description Mono—domain, Cell 1, Boot OLun1, MyOffpeakProd

Central Subsystem(s)

MyServer

Number of domains

1

Domain size 1 cell: Cell 1
EFl boot LUNs SAN: FDA1300 LUN1
Data LUNs * SAN: FDA 1300 LUN10, LUN6

Fibre channel hosts *

Primary Link: Cell_1: Module_0/I0OC_1/PCISLOT _1

10 resource location

0I0CH

Resource access

All resources unlocked

Domain Identity

Name MyOffpeakProd

Description Time zone: Paris, Boot path: EFI OLun1
Operating System Linux

Domain network name MyOffpeakProdNet

Domain IP address 124.124.1.0

Domain URL http://www.MyOffpeakProdWeb.com
Domain threading mode Monothreading

HMMIO space Disabled

Licensing number XAN-YYY-12345/12

Substitute mode Enabled

Halt on machine check reset | Disabled

* Reserved for systems connected to a Storage Area Network (SAN).

Table 46.  Scheme configuration criteria — example 2 — bi-module server
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To create a mono—domain scheme using a part of server resources:

1. Check that the required hardware resources are available (at least one IOC and one
QBB are required for each server domain) and that the domain Operating System
supports the required hardware resources (CPUs, DIMMs, ...).

2. From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Schemes to open the Schemes Management pane.

Click New to open the Scheme Creation dialog.

4. Complete the Scheme and Description fields.

B ;
[ 3 SehEmebianae=mentavt AN i aloz it o ipare et [x]
| Scheme Name |My0ﬁpeakPrUdScheme @& Central Subsystem
| Description Mono-domain, Cell1, |E

hyOffneakProd Domains

Yelcome to the Domain Scheme wizard

Your server Central Supsystem |5 designed around a flexible, cell-based architecture allowing dynamic partitioning into up tg four
physically independent domains.

A clomain is a set of hardware and software resources, spanning ane or mare Central Subsystem cells, managed by a single Operating
System instance.

A Domain Scheme (s the template used to define and manage a set of domains that can be active simultaneously

Complete the Scheme Name and optionaly Description fields and click Add to begin domain scheme creation.

| & indicates Required Field

= ( e |

Figure 166. Scheme creation dialog — example 2
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5. Click Central Subsystem — Add to select the Central Subsystem to be used by the
domain configuration scheme. The Central Subsystem Configuration dialog opens.

NovaScale 6085 Server

2} Add and Configure Central Subsystem -- Dialogue de page Web

NovaScale 6165 Server

7} Add and Configure Central Subsystem - Dialogue de page Web

CELL_2 Total

Figure 167. Central Subsystem configuration dialog — example 2
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6. Check that the required Central Subsystem is highlighted and select 2 (mono—module
server) or 4 (bi-module server) in the Number of Parts dropdown list.

7. Select the required partition configuration and click OK to return to the Scheme
Management dialog.

8. As you want this scheme to only use Cell 1, you must remove the domains using the
other cells. Hover the mouse over the cells represented in the CellBlocks diagram to
identify the domain using Cell 1. D2 is using Cell 1.
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9. Click D1 — Domains — Remove and click OK to remove the unwanted domain from the
scheme.

NovaScale 6085 Server

‘3cherme Marme \MyOﬁpeakF’rodScheme & Central Subsystem
|Jescription: ‘Mono—domain‘ Cell1,
3 MyOffpeakProd Domains

' IBemnve H Ilentity || EFILUNs H Data LUNs H Link H Lock Hardware

gA Scheme is a collection of fully canfigured Damains. A Domain must have an ldentity and an EF1 Boot LUK,

‘Optionally, a Domain may also include one or more Data LUNs.

iwhen a LUN is connected to the SAN (Storage Area Metwork), it must be linked to a Fibre Channel Host plugged into ong af the
:Domain's PCI slots

To select or create 8 Domain [dentity, double-click the Domain Identity field or select a domain and click the Identities button
To select a EFI boot lun, double-click the EFI LUNS field or select a domain and click the EFI LUNS button

To add data luns, double-click the Data LUNS field or select a domain and click the Data LUNs hutton

.To define links between fiber channel hosts and luns connected through the SAN, select a domainand click the Link button.
.To temporarily exclude some hardware components from a domain, select the domain and click the Lock Hardware button.

Cellblocks | D | Domain Identiti EFILUNs Data LUNs [L]s]

(%] == No Data LUNs == @

hErpsofidmermelxpioren
Do you wantk ko delete this domain ?

Click OK to delste, or click Cancel to sxit this dialag,

0k Annuler

Findicates Required Field

NovaScale 6165 Server

bl
scheme MName | !MyOﬂpeakPrUdScheme &8 Central Subsystem
Jescription {Mona-domain, Cellt, £dd |@ IM]
!MyOffpeakF'rUd Domains
{Bemuve H Identity H EFILUNs ]l Data LUNs ” Link H Lock Hardware |

& Scheme is a collection of fully configured Domains. A Domain must have an Identity and an EFI Boot LUN

Optionally, @ Domain may also include one or more Data LUNs

¥when a LUN is connected to the SARN (Storage Area Network), it must be linked to a Fibre Channel Host plugged into one of the
Domain's PCI slats.

To select or create a Domain Identity, double-click the Domain [dentity field or select a domain and click the [dentities button.
To select & EFl oot lun, double-click the EFI LUNs field or select & domain and click the EF1 LUNSs button

To add data luns, double-click the Data LUNs field or select 2 domain and click the Data LUNs button

Ta define links between fiber channel hasts and luns connected through the SAN, select a domain and click the Link button.
To temporarily exclude some hardware components from a domain, select the domain and click the Lock Hardware button

CellBlocks | D | Domain Identiti EFI LUNs Data LUNs [Lls]
Giesusufr s e Erulyy=y ;,3 =< hlo Data LUNsg => ®

© | Doyouwant to delete this domain 7 Frtigbata LUk 2o ®

== Mo Dala LUNs »> @

Click OK to delets, or dick Cancel to exit this dialog,

Fndicates Reguired Field,

Cancel | Help

Figure 168. Remove domain confirmation dialog — example 2

10.Repeat Step 11 for D3 and D4, where applicable.
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12.Now, only one domain appears in the Scheme Management dialog.

The Status icon is red because a Domain Identity and an EFI LUN are required to
complete domain configuration.

NovaScale 6085 Server

|

NovaScale 6165 Server

Figure 169. Scheme Management dialog — example 2
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13.Double—click the empty D1 Identities field. The Identities List dialog opens.

A NHentityesaioenes ep e et

iMYEIUSinESS-1 Time zane: Central America
m Moyt el e nitity- 1
| O wyhewidentity-2

|A MyOffpeakProd Titne zone: Patis

MyOperations-00 Diefault identity used in the single domain containg all hardware of the central
subsystern MYSERVER

Figure 170. Identities list dialog — example 2

14.1f the required identity is in the list, go to Step 17.
If you want to create a new identity for this domain, click New to open the Create New
Identity dialog. See Creating a Domain Identity, on page for details.

15.Complete the Name, Description, Domain Settings, Management Parameters,
Multithreading Mode, HMMIO Space, Licensing Number and Machine Check fields.

2\ Ientity, = Dialbgue de paseWeb)

KANA12345

Figure 171. Create new identity dialog — example 2

16.Click OK. The new identity appears in the Identities List dialog.
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17.Select the required identity from the list of available identities and click OK to return to
the Scheme Management dialog. The selected identity is now displayed in the Domain
Identities field.

18.Double—click the EFI LUNSs field. The Select EFI LUN dialog opens, allowing you to
choose the required EFI Boot LUN from the list of available LUNSs.

%@'Se!etl i ERNEL = [aloeesdEpape ety kﬂa
Central Subsystem :MYSERVER Current EF| LUN :None

Each Domain must have an EFI Boot LUN on which an Operating System has been installed. Select the reguired EF
Boot LUN from the list and click OK o apply.

Available EFI LUN

Name Nlll_lg:Er Type | Capacity | Loaded | Allocated Description
SAN: FDA1300
B LUNT | 0000 [ RAIDT | 15.0GB _
ﬁLUNE oooo | RAIDT | 15.0GB Mo Mo
Local: MYSERVER
Lacal Default LUMN attached to CELL_Oin
o e CELL O e 8% lihe central subsystem MYSERVER
Lacal Default LUMN attached to CELL_1 in
WBERYES Th CELL1 e MO e central subsystem MYSERVER
R Fiafanlt | 1IN attarhad tn CE1L 7 in S
oK Cancel

Figure 172. Select EFI LUN dialog — example 2

19.Select the required EFI Boot LUN from the list of available LUNs and click OK to return
to the Scheme Management dialog. The selected LUN is now displayed in the EFI
LUNSs field.
As the selected LUN is a SAN LUN, the Status icon remains red and the No Link icon
.5 appears.

20.Double—click the Data LUNSs field. The Select Data LUN dialog opens, allowing you to
choose the required Data LUNs from the list of available LUNSs.
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21.Select the required Data LUNs from the list of available LUNs and click Add to move the
selected Data LUNSs to the Data LUNs selected list.

0005 | RAIDS | 33.2GB | Mo
0001 | RAIDS | 10.0GB | Mo

Figure 173. Select Data LUN dialog — example 2

22.Click OK to return to the Scheme Management dialog. Data LUN set is now displayed
in the Data LUNs field.
The Status icon remains red and the No Link icon fal is displayed. You must now link
the selected EFIl and Data LUNs to the Fibre Channel Host you want to use to access
these LUNs.
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23.Click Domains — Link to open the Link LUNs to HBA dialog.

[ L 0 P U 0 e e
Central Subsystem : MYSERVER Identity : MyOffpeakProd

Wyhen a LUN is connected to the SAN (Storage Area Metwark), it must he linked to &t least one Fibre Channel Host plugged into one of the
Damain's PC slats.

To establish the Primary Link between a LUK and & Fibre Channel host, select the LUN from the list and click the Set Primary Link button

For enhanced redundancy, each LUN can be linked to a second Fibre Channel Host. To establish the Secondary Link between a LUN and a

Fibre Channel host, select the LUN from the list, check the Redundant check box and click the Set Secondary Link button

SetPrimary Link
LUN Name Redundant Primary Link Secondary Link
LUNT 1
LUNTD O
LUNG ]

Figure 174. Link LUN to HBA dialog — example 2

24.Select the first LUN in the list and click Set Primary Link to define the main access path
to the SAN. The Select HBA dialog opens, allowing you to select the domain PCI slot

you want to use to access the LUN.

|@ Jallae b FIELE - DTl giadaaig syl

Central Subsystem :MYSERVER
Icdentity :

LUN LUN1

Select the required PCI Slot to establish the primary link between LUN LUNT and

the Fibre Channel Host.

[X]

PCI Slots | WWN | Linked | |

| CELL_0: MODULE_010C_0 |
EAPCISLOT 1 Mo
EAPCISLOT 2 Mo
EAPCISLOT 3 Mo
EAPCISLOT 4 No
EAPCISLOT 5 Mo
EAPCISLOT 8 Mo

7| CELL_1: MODULE_010€_1 |
EPCISLOT 1 Mo
EIPCISLOT 2 Mo

EPCISLOT_3

Mo

Figure 175. Select HBA dialog — example 2

25.Select the required PCI slot and click OK. The primary link is now set.

26.Repeat Steps 19 to for each LUN in the list and click OK — Apply to return to the

Scheme Management dialog. The Status icon turns green and the Linked icon

appears.

a

27.Click Save. The domain configuration scheme is now available for domain management.
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Creating a Multi-Domain Scheme Using All Server Resources
¥ Notes:

¢ A domain configuration scheme can include more than one Central Subsystems. If you

have more than one Bull NovaScale Server, see Configuring and Managing Extended
Systems, on page|5-110.

e For more information about scheme and identity configuration options, refer to:

— Assessing Configuration Requirements, on page
— Creating a Domain Configuration Scheme, on page

— Creating a Domain Identity, on page

The configuration criteria set out in the following tables is used to illustrate this example:
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NovaScale 6085 Server

Scheme
Name MyProd_PayrollScheme
Description Multi-domain, Cells 0 & 1, MyProduction & MyPayroll
Central Subsystem(s) MyServer
Number of domains 2

Domain size

1 cell per domain:
Cell 0 for MyProduction (Domain 1)
Cell 1 for MyPayroll (Domain 2)

EFI boot LUNs

SAN: FDA 1300 LUNT1 for MyProduction
Local: OLun1 for MyPayroll

Data LUNs *

SAN: FDA 1300 LUN10, LUN6 for MyProduction
SAN: FDA 1300 LUN4 for MyPayroll

Fibre channel hosts * MyProduction:
Primary Link: Cell_0: Module_0/I0C_0/PCISLOT_1
MyPayroll:
Primary Link:Cell_1: Module_0/I0OC_1/PCISLOT _1
10 resource location 010CO0 for MyProduction

010C1 for MyPayroll

Resource access

All resources unlocked

Domain Identity 1

Name MyProduction
Description Time zone: Vladivostok
Operating System Windows

Domain network name MyProductionNet

Domain IP address

121.121.12.1

Domain URL http://www.MyProductionWeb.com
Domain threading mode Monothreading

HMMIO space Disabled

Licensing number XAN-S11-99999/13

Substitute mode Enabled

Halt on machine check reset | Disabled

Domain Identity 2

Name

MyPayroll

Description

Time zone: Paris

Operating System

Linux

Domain network name

MyPayrolINet

Domain IP address

122.122.1.0

Domain URL http://www.MyPayrollWeb.com
Domain threading mode Monothreading

HMMIO space Enabled

Licensing number XAN-S11-99999/14
Substitute mode Enabled

Halt on machine check reset | Disabled

* Reserved for systems connected to a Storage Area Network (SAN)

Table 47.

Scheme configuration criteria — example 3 — mono—module server
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NovaScale 6165 Server

Scheme
Name MyProd_PayrollIScheme
Description Multi-domain, Cells 0,1,2&3, MyProduction & MyPayroll
Central Subsystem(s) MyServer
Number of domains 2
EFI boot LUNs SAN: FDA 1300 LUN1 for MyProduction
Local: OLun3 for MyPayroll
Data LUNs * SAN: FDA 1300 LUN10, LUN6 for MyProduction
SAN: FDA 1300 LUN4 for MyPayroll
Fibre channel hosts * MyProduction:
Primary Link: Cell_0: Module_0/I0OC_0/PCISLOT _1
MyPayroll:
Primary Link: Cell_3: Module_1/I0C_1/PCISLOT _1
10 resource location 010CO0 mandatory, 0IOC1 & 110CO0 optional, for MyPro-
duction

110C1 mandatory for MyPayrolll

Resource access All resources unlocked

Domain Identity 1

Name MyProduction

Description Time zone: Vladivostok
Operating System Windows

Domain network name MyProductionNet

Domain IP address 121.121.12.1

Domain URL http://www.MyProductionWeb.com
Domain threading mode Monothreading

HMMIO space Disabled

Licensing number XAN-S11-99999/13

Substitute mode Enabled

Halt on machine check reset | Disabled

Domain Identity 2

Name MyPayroll

Description Time zone: Paris

Operating System Linux

Domain network name MyPayrolINet

Domain IP address 122.122.1.0

Domain URL http://www.MyPayrollWeb.com
Domain threading mode Monothreading

HMMIO space Enabled

Licensing number XAN-S11-99999/14
Substitute mode Enabled

Halt on machine check reset | Disabled

* Reserved for systems connected to a Storage Area Network (SAN)
Table 48.  Scheme configuration criteria — example 3 — bi-module server

5-90 User’s Guide



To create a multi-domain scheme using all server resources:

1. Check that the required hardware resources are available (at least one IOC and one
QBB are required for each server domain) and that the domain Operating System
supports the required hardware resources (CPUs, DIMMs, ...).

2. From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Schemes to open the Schemes Management pane.

Click New to open the Scheme Creation dialog.

4. Complete the Scheme and Description fields.

@ SCHETTE T HOEEN L LTSRN B e e e CRra o Csy i h&g
Scheme Name |MyPde_Payr0HScheme &= Central Subsystem
Description: [Multi-domain, Cells 0, 1, 2 &3, [ add |

{MyProduction & hyPayroll Domains

YWelcome to the Domain Scheme wizard

Your server Central Subsystem is designed around a flexible, cell-based architecture allowing dynamic partitioning into up to faur
physically independent domains..

A domaln s a set of hardware and software resources, spanning one or more Central Subsystem cells, managed by a single Operating
System instance

A Domain Scheme Is the template used to define and manage a set of domains that can be active simultaneously

Complete the Scheme Name and optionaly Description fields and click Add to begln domain scheme creation

B8 ndicates Reguired Field.

Cancel Heln
[ Garce | el

Figure 176. Scheme creation dialog — example 3
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5. Click Central Subsystem — Add to select the Central Subsystem to be used by the
domain configuration scheme. The Central Subsystem Configuration dialog opens.

NovaScale 6085 Server

<} Add and Configure Central Subsystem -- Dialogue de page ' =l
Select the Central Subsystem fram the list,
Central Subsystem Name

CPU |Memory

Each Central Subsystern can be divided into up to 2 partitions.

1- Use the dropdown list to select the required number of partitions.

Mumber of Partitions: Im 'l

2- Select a configuration and click Ok to continue.

MODULE_1
MODULE_0
Partition 1 Partition 2
CELL_O Tatal CELL_1  Tot=l
CRU 2 2 2 2
temony (B a a a a

(0.4 Cancel | Help |

NovaScale 6165 Server

|@ LentralisubsystempantionpndomansEsliliai DEiEsd espasc sy e E
Central Subsystern :MYSERVER

Each Central Subsystem can be divided into up to 4 partitions.

1- Usge the dropdown list to select the required number of partitions.
Mumber of Partitions: 2

2- Select a configuration and click OK to continue.

CHED ERDED CBCR OB E
woueo (R ED ERED EDED 6D @D

MODULE_1

Partition 1 Partition 2
CELL_O CELL_1 CELL_Z Taotal CELL_Z Total
CRU 4 4 4 a2 4 4
0w AEY 0 o o 0 0 o

o

Figure 177. Central Subsystem configuration dialog — example 3

6. Check that the required Central Subsystem is highlighted and select 2 in the Number of
Parts dropdown list.

7. Select the required partition configuration and click OK to return to the Scheme
Management dialog.
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The Status icons are red because Domain Identities and EFI LUNs are required to

complete domain configuration.

NovaScale 6085 Server

(AScheme Manasement with SAN— Dizlogue depage Web %]
scheme Mame | |MyPrUd7PayrUHScheme @ Central Subsystem

Pescription: Multi-domain, Cells 0, 1, 2 & 3,
MyProduction & MyPayrall Domains

A Scheme is a collection of fully configured Domains. A Domain must have an ldentity and an EFI Boot LUK

Qptionally, a Domain may also include one ar more Data LUNS.

When a LUN is connected to the SAN (Storage Area Metwark), it must be linked to @ Fibre Channel Host plugged into one of the
Domain's PCI slots.

To select or create a Domain |dentity, double-click the Domain Identity field or select a domain and click the ldentities button.
Toselect a EFI boot lun, double-click the EF| LUNS field or selecta domain and click the EFI LUNS buttan.

To add data luns, double-click the Diata LUNs field or select @ domain and click the Data LUNs bution.

To define links between fiber channel hosts and 1uns connected through the SAN, select a domain and click the Link button
Totempararily exclude some hardware components from a domain, select the domain and click the Lock Hardware button.

CelBlocks | D | Domain Identiti | EFILUNs | Data LUNs [L]s]

MYSERVER T
1 <= o Data LUNz == L]

<< Mo Dala LUNs == ®

Findicates Required Figld

Cancel Help ‘

NovaScale 6165 Server

A Scheme EES I LS ANl LS
scherme Mame | |MyF’r0d_F’ayrDHScheme & Central Subsystem
Description: [Multi-domain, Cells 0, 1,2 & 3, [ Remove |

[MyProcuction & MyPayrol Ddimsaiiia

| Bemove H |clentity H EFILUMNs H Diata LUNs ” Link H Lock Hardware

4 Scheme is a collection of fully configured Comains.: A Domain must have an ldentity and an EFI Boot LUN.

Optionally, a Domain may also include one or maore Data LUNS

wWhen a LUN is connected to the SARN (Storage Area Network), it must be linked to a Fibre Channel Host plugged into one of the
Domain's PCI slots

Ta select or create a Domain Identity, double-click the Domain |dentity field o select a domain and click the ldentities buttan
Ta select a EFI boot lun, doukle-click the EFI LUNS field or select a domain and click the EFI LUNS button.

To add data luns, double-click the Data LUNs field or select a domain and click the Data LUNs button.

To define links between fiber channel hosts and luns connected through the SAM, select a domain and click the Link button.
To temporarily exclude some hardware components from a dormain, select the domain and click the Lock Hardware button

CellBlocks | D | Domain Identities I EFILUNS I Data LUNs L |is]

<< Mo Dala LUNs =» @

Fincicates Reguired Field

Figure 178. Scheme Management dialog — example 3
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8. Double—click the empty D1 Identities field. The Identities List dialog opens.

l@ [dEntiy s Vil DE e e E e e e d]
Central Subsystem . MYSERVER Current [dentity : none

? Select an ldentity from the list and click Ok to apply or click Mew to create a new identity.

| Identities | Description |

1[[s) Mytlew dentity-2

A WY OfpeakProd Time zone: Paris
= WMyOperations-00 Defaultidentity used in the single domain containg all hardware of the central

] subsysten MYSERVER

s Paris

| L MyPayroll

& WyProductian

Figure 179. Identities list dialog — example 3

9. If the required identity is in the list, go to Step 12.
To create a new identity for this domain, click New to open the Create New Identity
dialog. See Creating a Domain Identity, on page |5-48|for details.
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10.Complete the Name, Description, Domain Settings, Management Parameters,
Multithreading Mode, HMMIO Space, Licensing Number and Machine Check fields
for Domain Identity D1.

Adeny S DialEie e eaWeD

P
Time zone: Yladivostack

ttp /oo MyProduction'teb com

}ANAYY-12348 [

Figure 180. Create new identity dialog — example 3
11.Click OK. The new identity appears in the Identities List dialog.

12.Select the required identity from the list of available identities and click OK to return to
the Scheme Management dialog. The selected identity is now displayed in the Domain
Identities field.

13.Repeat Steps 8 to 12 for Domain Identity D2.
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14.Double—click the D1 EFI LUNSs field. The Select EFI LUN dialog opens, allowing you to
choose the required EFl Boot LUN from the list of available LUNSs.

i[@:e!et! b M e ye DS e me ey k;i
Central Subsystem :MYSERVER Current EF| LUN :None

Each Domain rmust have an EFI Boot LUN on which an Operating System has been installed. Select the reguired EFI
Boot LUN from the list and click OK to apply.

Available EFI LUNS ;

Name Nlll_lg::er Type Capacity‘ Loaded ‘ Allocated Description
SAN: FDA1300 =]
F Lo o000 | RADT [ 15008 | Ne | Mo | Ml
ELUNE noon RAIDT | 15.0GH Mo Mo
ILocal: MYSERVER :
Local Default LUM attached to CELL_0in
BHRERVER B0 CELL 0 Yoe %% he central subsystem MYSERVER
Local Default LUM attached to CELL_1in
o diEaa T CELL 1 o MO e central subsystem MYSERVER
CEici Mafanlt | N attarhad to CEL L 7 in S
DK Cancel |

Figure 181. Select SAN EFI LUN dialog — example 3

15.Select the required EFI Boot LUN from the list of available SAN LUNs and click OK to
return to the Scheme Management dialog. The selected LUN is now displayed in the
EFI LUNSs field.

As the selected EFI LUN is a SAN LUN, the Status icon remains red and the No Link

i‘ﬂ

icon “*! appears.

16.Double—click the D2 EFI LUNs field. The Select EFI LUN dialog opens, allowing you to
choose the required EFI Boot LUN from the list of available Local LUNSs.

&1 321zt o EFILUY [ - aloguedepageWeh d!
Central Subsystem :MYSERVER Current EFI LUN :None

Each Domain must have an EFl Boot LUN on which an Operating System has been installed. Select the reguired EF
Boot LUN from the list and click OK to apply.

Available EFILUNS

LUN - L
Name Number Type Capacﬂy‘ Loaded ‘ Allocated Description
SAN: FDA1300
ELUM 0000 | RAIDY | 15.0GB No Mo
ELUNQ 0000 | RAIDY | 15.0GB No Mo

Local: MYSERVER
VSERVER OLU1 : lefa LI to CELL_1in

1 MYSERVER

Figure 182. Select Local EFI LUN dialog — example 3
As the selected EFI LUN is a Local LUN, the Status icon turns green.

17.Double—click the D1 Data LUNSs field. The Select Data LUN dialog opens, allowing you
to choose the required Data LUNs from the list of available LUNSs.
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18.Select the required Data LUNs from the list of available LUNs and click Add to move the
selected Data LUNSs to the Data LUNs selected list.

@ eI B e A T Ve T B B e BT \"'3
Central Subsystem : MYSERVER Identity : MyBusiness-1
Each Domain must have an EFI Boot LUN anwhich an Operating System has been installed
Optionally, each Domain may have one or more Data LUNs for data storage
To view Data LUN details, select the Data LUN and click the Details button.

To allocate a Data LUN to a Domain, select the Data LUN and click the Add button.
Tolink a Data LUN on the SAR to a Domain, select the Data LUN and click the Link button
Toremove a Data LUN from a Domain, select the Data LUN and click the Remeove button,
Data luns available:

Name 5] Type | Capacity | Loaded | Allocated Description
Numher

SAN: FDA1300 ] ]

ELUNS DD_DD RAID 15.DQEI Mo Mo

ELUN4 ooot RAIDS | 10.0GEB Mo Mo

=N 0002 | RAIDS | 10.0GB Mo Mo

ELUNT nooz RA!DS 1D.D_GE_I Mo Mo

ELUNS DD_DS RAIDS 1.0_(_38 Mo Mo

Bl ung 0004 | RAIDA | 33.2GB No No

Local: MYSERVER

¥ 4
Data luns selected:
Name Fi Type | Capacity | Loaded | Allocated Description
Number

SAN: FDA1300

El ynio 0005 | RAIDS | 32.2GB Mo Yeg

ELUNB ooo RAIDS | 10.0GE Mo Yes

Figure 183. Select Data LUN dialog — example 2

19.Click OK to return to the Scheme Management dialog. Data LUN set is now displayed
in the Data LUNs field.

The Status icon remains red and the No Link icon % is displayed. You must now link
the selected EFI and Data LUNs to the Fibre Channel Host you want to use to access
these LUNs.

20.Repeat Steps 17 to 19 for D2 Data LUNSs.
As the selected Data LUN is a SAN LUN, the Status icon turns red and the No Link icon

i‘ﬂ

is displayed. You must now link the selected Data LUN to the Fibre Channel Host you
want to use to access this LUN.
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21.Double—click the D1 No Link icon = to open the Link LUNs to HBA dialog.

[T L ) L RS e D %]
Central Subsystem : MYSERVER Identity : MyOffpeakProd

When a LUN is connected to the SAN (Storage Area WNetwork], it must be linked to at least one Fibre Channel Host plugged into one of the
Domain's PCI slots

To establish the Primary Link between a LUM and a Fibre Channel host, select the LUN from the list and click the Set Primary Link button.

For enhanced reduncancy, each LUN can be linked to a secontd Fibre Channel Host. To establish the Secondany Link between a LUN and &
Fibre Channel host, select the LUN fram the list, check the Redundant check box and click the Set Secondary Link button.

Set Primary Link 5
LUN Name Redundant Primary Link Secondary Link | ‘
LUN1 [
LUN1O |
LUNE ]

Figure 184. Link LUN to HBA dialog — example 3

22.Select the first LUN in the list and click Set Primary Link to define the main access path
to the SAN. The Select HBA dialog opens, allowing you to select the domain PCI slot
you want to use to access the LUN.

|@ SElECisa LB ARSIl O (e EapEp B e d
Central Subsystermn :MYSERVER
IdEntity :
LUIM LUN1

Select the required PCI Slot to estahlish the primary link between LUN LUNT and
the Fibre Channel Host.

PCI Slots | VW | Linkea | |
[FF] CELL_0 : MODULE_040C_0 |
EPCISLOT 1 Mo
EIPCISLOT_2 Mo
EPCisLOT 3 Mo
EPCISLOT 4 Mo
EIPCISLOT 5 Mo
EIPCISLOT 6 Mo
7] CELL_1 : MODULE_010C_1 |
EPCISLOT 1 Mo
EPCISLOT_2 Mo

BEAPCISLOT_3 Mo

Figure 185. Select HBA dialog — example 3
23.Select the required PCI slot and click OK. The primary link is now set.

24.Repeat Steps 19 to 23 for each LUN in the list and click OK — Apply to return to the

Scheme Management dialog. The D1 Status icon turns green and the Linked icon ta

appears.
25.Repeat Steps 21 to 23 for D2. All Status icons are green.

26.Click Save. The domain configuration scheme is now available for domain management.
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Creating a Multi-Domain Scheme Using a Selection of Server
Resources

= Notes:

e A domain configuration scheme can include more than one Central Subsystems. If you
have more than one Bull NovaScale Server, see Configuring and Managing Extended

Systems, on page[5-110.

¢ For more information about scheme and identity configuration options, refer to:

— Assessing Configuration Requirements, on page
— Creating a Domain Configuration Scheme, on page

— Creating a Domain Identity, on page

The configuration criteria set out in the following tables is used to illustrate this example:
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NovaScale 6165 Server

Scheme
Name MyTest_DevptScheme
Description Multi-domain, Cells 1, 2 & 3, MyTest & MyDevpt
Central Subsystem(s) MyServer
Number of domains 2
Domain size 1 cell / 2 cells:

Cell 1 for MyTest (Domain 1)
Cells 2 & 3 for MyDevpt (Domain 2)

EFl boot LUNs

SAN: FDA 1300 LUN1 for MyTest
Local: OLun3 for MyDevpt

Data LUNs *

SAN: FDA 1300 LUN10, LUNG for MyTest
SAN: FDA 1300 LUN4 for MyDevpt

Fibre channel hosts *

MyTest:

Primary Link: Cell_1: Module_0/I0C_0/PCISLOT _1
MyDevpt

Primary Link: Cell_3: Module_1/I0C_1/PCISLOT_1
Secondary Link: Cell_2: Module_1/I0C_0/PCISLOT _1

10 resource location

010CO0 for MyProduction
110C1 for MyPayrolll

Resource access

Cell1, Hublink 1 / Cell2, Cell3, Hublinks 2 & 3

Domain Identity 1

Name MyTest
Description Time zone: Paris
Operating System Linux

Domain network name MyTestNet
Domain IP address 126.126.1.2

Domain URL http://www.MyProductionWeb.com
Domain threading mode Multithreading
HMMIO space Enabled
Licensing number XAN-522-88888/15
Substitute mode Enabled
Halt on machine check reset | Disabled

Domain Identity 2
Name MyDevpt
Description Time zone: Paris
Operating System Windows
Domain network name MyDevptNet
Domain IP address 126.126.1.0

Domain URL http://www.MyPayrollWeb.com
Domain threading mode Multithreading

HMMIO space Disabled

Licensing number XAN-S22-88888/16
Substitute mode Enabled

Halt on machine check reset | Disabled

* Reserved for systems connected to a Storage Area Network (SAN)

Table 49.
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To create a multi-domain scheme using a part of server resources:

1.

Check that the required hardware resources are available (at least one IOC and one
QBB are required for each server domain) and that the domain Operating System
supports the required hardware resources (CPUs, DIMMs, ...).

From the Customer Administrator PAM tree, click Configuration Tasks — Domains —
Schemes to open the Schemes Management pane.

Click New to open the Scheme Creation dialog.
Complete the Scheme and Description fields.

. A|Scheme Management with SN Dialosue de pase Web: [x]|
Scheme Name : iMyTesl_DevptScheme & Central Subsystem
Description ‘Multl—domam, Cells 1,2 &3, [ Add ]

MyTest & MyDevit Dorrmime

Welcome ta the Domain Scheme wizard.

Your server Central Subsystem s designed around a flexible, cell-based architecture allowing dynamic partitioning into up to four
physically indepencent domains

A tlomain is a set of hardware and software resources, spanning one or mare Central Subsystem cells, managed by a single Operating
System instance.

A Domain Scheme is the template used to define and manage a set of domains that can be active simultaneously:

Complete the Scheme Name and optionaly Descrigtion fields and click Add to begin domain scheme creation

B |ndicates Required Field

Cancel Help

Figure 186. Scheme creation dialog — example 4
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5. Click Central Subsystem — Add to select the Central Subsystem to be used by the
domain configuration scheme. The Central Subsystem Configuration dialog opens.

|@ AddiandiConhpurescentnalisubsystemesiiialogiesd eapagesiVeh) Lj]
Select the Central Subsystem from the list.
Central Subsystem Name | Cells | CPU |Memu-ry| Status | |

Each Central Subsystem can be divided into up to 4 partitions.

1- Use the dropdown list to select the required number of partitions.
Murmber of Partitions: 3

2- Select a configuration and click Ok to continue.

MODULE_1 [Ec@ [l
MODULE 0 &
Partition 1 Partition 2 Partition 3
CELL_O Total CELL_1 Total CELL_Z GCELL_3 Total
CPU 4 4 4 4 4 4 8
Ml 1= o o o o o 0 o
[8]:4 Cancel Help

Figure 187. Central Subsystem configuration dialog — example 4

6. Check that the required Central Subsystem is highlighted and select 3 in the Number of
Parts dropdown list.

7. Select the required partition configuration and click OK to return to the Scheme
Management dialog.

8. As you want this scheme to only use Cells 1, 2 and 3, you must remove the domain
using Cell 0. Hover the mouse over the cells represented in the CellBlocks diagram to
identify the domain using Cell 0. D1 is using Cell 0.
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9. Click D1 — Domains — Remove and click OK to remove the domain from the scheme.

€]
Scheme Name |MyTest_DevptSchems & Central Subsystem
Description: Multi-domain, Cells 1,2 & 3, ([ add ] [ Remove ] [ Modiy ]
MyTest & MyDevpt Domains
l Bemove H Idlentity H EFILUNs H Data LUMNs H Link H Lock Hardware ]

A Scheme is a collection of fully configurest Domains. A Domain must have an ldentity and an EF Baot LUN

Optionally, 2 Domain may also include ane or more Data LUNS.

Wihien & LUN is connected to the SAM (Storage Area Metwaork), it must be linked to a Fibre Channel Host plugged into one of the
Domain's PC slats.

To select or create a Domain |dentity, double-click the Domain Identity field or select a domain and click the |dentities button.
To select a EF| oot lun, double-click the EFI LUNS field or select & domain and click the EFI LUNS button

To add data luns, double-click the Data LUNs field or select a domain and click the Data LUNS button..

To define links between fiber channel hosts and luns connected through the SAN, select a domain and click the Link button.
To temporarily exclude some hardware components from a domain, select the domain and click the Lock Hardware button

CellBlocks | D | Domain klentiti | EFILUNs | Data LUNs lL]s]
@ 2 [ Wicrosortintennet Exnlores [5¢| T, ®
P Do you want ko delete this domain 7 ta LUNs == @

e

Click OK ko delete, or click Cancel to exit this dialag,

&2 ndicates Required Field.

ETER =T

Figure 188. Remove domain confirmation dialog — example 4
10.Now, only two domains appear in the Scheme Management dialog.

The Status icons are red because Domain Identities and EFI LUNs are required to
complete domain configuration.

B M A e DR i [%]
Scheme Name @ [MyTest_DevptScheme G Central Subsystem
Descripion:  [hwiti-domain, Cells 1, 2 & 3, [ add |

|MyTest & MyDevpt Domains

A Scheme is & collection of fully configured Domains. A Domain must have an Identity and an EF| Boot LUN

Optionally, a Domain may &lso include one ar maore Data LUNS

When a LUN is connected to the SAN (Starage Area Netwark), it must be linked to a Fiare Channel Host plugged into one of the
Domain's PCI slots

To select or create a Domain ldentity, doulle-click the Domain Identity field or select a domain and click the Identities button.
To select a EFI boot lun, double-click the EFI LUNs field or select a domain and click the EFI LUMs button.

To add data luns, double-click the Data LURNS field or select a dormain and click the Data LUNS button

To define links between fiser channel hosts and luns connected through the SAN, select a domain and click the Link button
To tempararily exclude some hardware components from a domain, select the domain and click the Lock Hardware button

CellBlocks | D | Domain ldantiti | EFILUNS I Data LUNs [Lls]
MYSERVER A

=< Mo Data LUNs =» @

<< No Data LUNs == @

& ndicates Required Field

b

Figure 189. Scheme Management dialog — example 4
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11. Double—click the empty D1 Identities field. The Identities List dialog opens.

€] Jel2pieie s - Lifatlad=el= e = La
Central Subsystem : MYSERVER

Current ldentity : none

Select an Identity from the list and click OK ta apply or click New to create a new identity.
Identities |

Description |
Q M:(Oﬁpeakpr;d Time zone: Paris
= MyOperations-00 Default identity used in the single domain containg all hardware of the central
subsystern MYSERVER
Q‘ ItyP ayrall Faris
i WyPraduction Time zone: ¥ladivostock
é..\ Wy Test ime zone: Paris

Figure 190. Identities list dialog — example 4

12.1f the required identity is in the list, go to Step 17.

If you want to create a new identity for this domain, click New to open the Create New
Identity dialog. See Creating a Domain Identity, on page for details.
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13.Complete the Name, Description, Domain Settings, Management Parameters,
Multithreading Mode, HMMIO Space, Licensing Number and Machine Check fields.

&1 it - Ufalidia da a4

12 .2
it fwree by Testieh.com

RANAY-12345 [

Figure 191. Create new identity dialog — example4
14.Click OK. The new identity appears in the Identities List dialog.

15.Select the required identity from the list of available identities and click OK to return to
the Scheme Management dialog. The selected identity is now displayed in the Domain
Identities field.

16.Repeat Steps 11 to 15 for Domain Identity D2.
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17.Double—click the D1 EFI LUNSs field. The Select EFI LUN dialog opens, allowing you to
choose the required EFl Boot LUN from the list of available LUNSs.

%@:e!et! G AL Bl o aidan =) k;a
Central Subsystem :MYSERVER Current EF| LUN :None

Each Domain rmust have an EFI Boot LUN on which an Operating System has been installed. Select the reguired EFI
Boot LUN from the list and click OK to apply.

Available EFI LUNS ;

Name Nlll_lg::er Type | Capacity | Loaded | Allocated Description

SAN: FDA1300 =]

F Lo o000 | RADT [ 15008 | Ne | Mo | Ml

ELUNE noon RAIDT | 15.0GH Mo Mo

ILocal: MYSERVER :
Local Default LUM attached to CELL_0in

BHRERVER B0 CELL 0 Yoe %% he central subsystem MYSERVER
Local Default LUM attached to CELL_1in

o diEaa T CELL 1 o MO e central subsystem MYSERVER
CEici Mafanlt | N attarhad to CEL L 7 in S

DK Cancel

Figure 192. Select EFI LUN dialog — example 4

18.Select the required EFI Boot LUN from the list of available LUNs and click OK to return
to the Scheme Management dialog. The selected LUN is now displayed in the EFI
LUNs field.
As the selected EFI LUN is a SAN LUN, the Status icon remains red and the No Link
icon % appears.

19.Double—click the D2 EFI LUNs field. The Select EFI LUN dialog opens, allowing you to
choose the required EFI Boot LUN from the list of available LUNs.

As the selected EFI LUN is a Local LUN, the Status icon turns green.

20.Double—click the D1 Data LUNs field. The Select Data LUN dialog opens, allowing you
to choose the required Data LUNs from the list of available LUNSs.
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21.Select the required Data LUNs from the list of available LUNs and click Add to move the
selected Data LUNSs to the Data LUNs selected list.

Central Subsystem : MYSERVER

Identity

Each Domain must have an EFl Boot LUN on which an Operating System has beeninstalled.
Optionally, each Domain may have one or mare Data LUNS for data storage.

To view Data LUN details, select the Data LUN and click the Details button.

To allocate @ Data LUN toa Domain, select the Data LUN and click the Add button.

To link & Data LUN on the SAN to a Domain, select the Data LUN and click the Link button
To remove a Data LUN from a Domain, select the Data LUN and click the Remove hutton

Data luns available:

LUN - ==
Name Number Type | Capacity | Loaded | Allocated Description
SAN: FDA1300 - -
E LUM3 oooo | RAIDY | 15.0GHE Mo Mo
E LUMNS 000z | RAIDS | 100GB Mo Mo
E LUMNT 000z | RAIDG | 10.0GHE Mo Mo
E LUME 0003 | RAIDS | 1.0GHB Mo Mo
E LUMNS o004 | RAIDS | 33268 Mo Ma
Local: MYSERVER
&=l iyDatalun3 ol Mo Mo
¥ 4
Data luns selected:
Name L Type | Capacity | Loaded | Allocated Description
Number
SAN: FDA1300
E LUMTD 0o0s | RAIDS | 33.2GH Mo Yes
E LUM4 DQQ1 RAIDS 1D.QGEI Mo Y_ES
E LUME o001 RAIDS | 10.0GB Mo Yes
0K Cancel

Figure 193. Select Data LUN dialog — example 4

22.Click OK to return to the Scheme Management dialog. Data LUN set is now displayed
in the Data LUNSs field.

The Status icon remains red and the No Link icon % is displayed. You must now link
the selected EFI and Data LUNs to the Fibre Channel Host you want to use to access
these LUNs.

23.Repeat Steps 20 to 22 for D2 Data LUNSs.

As the selected Data LUN is a SAN LUN, the Status icon turns red and the No Link icon

i‘ﬂ

is displayed. You must now link the selected Data LUN to the Fibre Channel Host you
want to use to access these LUN.
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24.Double—click the D1 No Link icon = to open the Link LUNs to HBA dialog.

[T Ll o Pl 05 = e U ]
Central Subsystem | MYSERVER Iclentity ©

When a LUN is connected to the SAN (Storage Area hetwark), it must be linked to at Ieast one Fibre Channel Host plugged into one of the
Domain's PCI slots.

To estahlish the Primary Link between a LUN and & Filre Channel host, select the LUN from the list and click the Set Primary Link button

For enhanced redundancy, each LUN can be linked to 3 second Fibre Channel Host. To establish the Secondary Link between a LUN and a
Fibre Channel host, select the LUN from the list, check the Redundant check box and click the Set Secondary Link buttan,

Set Primary Link E:
LUN Name Redundant Primary Link Secondary Link | |
LUN1 L]
LUN1D ]
LUNg |
LUNE Ol

Figure 194. Link LUN to HBA dialog — example 2

25.Select the first LUN in the list and click Set Primary Link to define the main access path
to the SAN. The Select HBA dialog opens, allowing you to select the domain PCI slot
you want to use to access the LUN.

|@ SElECisa LB ARSIl O (e EapEp B e d
Central Subsystermn :MYSERVER
IdEntity :
LUIM LUN1

Select the required PCI Slot to estahlish the primary link between LUN LUNT and
the Fibre Channel Host.

PCI Slots | VW | Linkea | |

[FF] CELL_0 : MODULE_040C_0 |
EPCISLOT 1 Mo
EIPCISLOT_2 Mo
EPCisLOT 3 Mo
EIPCISLOT 4 No L
EPCISLOT 5 Mo
EIPCISLOT 6 Mo

7] CELL_1 : MODULE_010C_1 |
EPCISLOT_1 Mo
EPCISLOT_2 Mo

BEAPCISLOT_3 Mo

Figure 195. Select HBA dialog — example 4
26.Select the required PCI slot and click OK. The primary link is now set.

27.Repeat Steps 25 to 26 for each LUN in the list and click OK — Apply to return to the

Scheme Management dialog. The D1 Status icon turns green and the Linked icon ta

appears.
28.Repeat Steps 24 to 27 for D2. All Status icons are green.
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29.Select D2 and click Lock Hardware to open the Lock Domain Hardware Resources
dialog.
@ e e Wil R = Py 2 - Dy g o= gag =l =) ﬁa1

Daornain :MyDevpt Central Subsystern :MYSERVER
EFI LUK :MYSERVER_OLU3

This Domain comprises:CELL 2,CELL 3

To temporarily exclude a hardware compaonent from this domain, it must first be locked.
All non-excluded components can be locked.

irEF Tolock a hardware component, select the Component Checkbox and click OK,
; i To unlock a hardware camponent, select the Component Checkbox and click OK.

O @MYSERVER
B0 @CELL 2

miE[sE Yel:ERy
OSAo®i0c 0
Oz @HUBLINK_1
P @HUBLINK_2
0 @HUBLINK_3
O @CELL 3

O @cEE 1

o

Figure 196. Lock domain hardware resources — example 4

30.Select the resources you want to lock and click OK to return to the Scheme
Management dialog. See Limiting Access to Hardware Resources, on page [5-63|for

details.
31.Click Save. The domain configuration scheme is now available for domain management.

= Note:

Cell 0 is free and available for use by another scheme, if required.
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Configuring and Managing Extended Systems
A single PAP unit can administer, monitor, and manage several Central Subsystems.

The PAM Domain Configuration Scheme Wizard allows easy configuration of extended
systems.

Please contact your BULL Customer Sales Representative for details.
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Scheme, Domain Identity, and Resources Checklists

Scheme Checklist

Name

What name do | want to use for my Scheme?

Description

How can | describe my Scheme to reflect its scope?

Central Subsystem(s)

Which Central Subsystem(s) do | want to use?

Number of Domains

How many domains do | need?

Domain Size

How many cells do | want to assign to each domain?

EFI Boot LUNs

Which EFI boot LUN do | want to use for each domain?

Data LUNs *

Which data LUNs do | want to assign to each domain?

Fibre Channel Hosts *

Which fibre channel host(s) do | want to use to access LUNs?

/0 Resource Location

Which cells host the 1/O resources | want to use?

Resource Access

Do | want to limit access to certain hardware resources?

* Reserved for systems connected to a Storage Area Network (SAN).

Table 50.  Scheme configuration checklist
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Domain Identity Checklist

Name What name do | want to use for my Domain Identity to reflect
the tasks/jobs it will run?
Description How can | describe my Domain Identity to reflect its use?

Operating System

Which OS do | want to run on this domain? Will this OS sup-
port assigned hardware (CPUs, DIMMs)?

Domain Network Name

Which network name will be used to identify this domain?

Domain IP Address

Which IP address will be used to reach this domain?

Domain URL

Which URL can be used to reach my domain Web site (if any)?

Multithreading Mode

Do the CPUs used by this domain support the multithreading
mode?
Do | want to enable the multithreading mode for this domain?

High Memory IO Space

Do | need more than 4GB PCI gap space for the PCl boards
used by this domain?

Licensing Number

Do | intend to install an application protected by a system serial
number on this domain?

Do | want to substitute the physical system serial number with
the logical licensing number for optimum flexibility ?

Force Halt on Machine
Check Reset

Has my Customer Service Engineer requested me to check
this box to troubleshoot my server?

Table 51.
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Resources Checklist
Central Subsystem:
CellO Cell 1
QBBs QBBO QBBs QBBH1
10 Box 10C0 10 Box IOCH
EFI Boot Lun | OLuO EFI Boot Lun |OLuf1
OS instance OS instance
I/0 Resources 1/0 Resources
I0CO_Slot 1 I0C1_Slot 1
I0CO_Siot 2 I0C1_Slot 2
I0CO0_Siot 3 I0C1_Slot 3
10CO0_Siot 4 10C1_Slot 4
I0CO0_Slot 5 I0C1_Slot 5
I0CO0_Slot 6 I0C1_Slot 6
Table 52.  Resources checklist — part 1
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Resources Checklist
Cell 2 Cell 3

QBBs QBBO0 QBBs QBB1

10 Box I0CO 10 Box I0C1
EFI Boot Lun | 1Lu0 EFI Boot Lun | 1Lu1

OS instance OS instance

I1/0 Resources I/0 Resources

10CO_Siot 1 I0C1_Slot 1

10CO_Siot 2 I0C1_Slot 2

10CO_Siot 3 I0C1_Slot 3

10C0_Slot 4 I0C1_Slot 4

10CO0_Slot 5 I0C1_Slot 5

10CO0_Slot 6 I0C1_Slot 6

Table 53.  Resources checklist — part 2
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Section V — Creating Event Subscriptions and User Histories

This section explains how to:

e |Customize the PAM Event Messaging System, on page 5-116|

e [Set up Event Subscriptions, on page 5-117

e [Create, Edit, Delete an E-mail Server, on page 5-119)

¢ [Create, Edit, Delete an E-mail Account, on page 5-121|

e [Create, Edit, Delete a User History, on page 5-123)

e |Enable / Disable Event Channels, on page 5-127|

¢ [Create, Edit, Delete an Event Subscription, on page 5-129|

¢ |Understand Event Message Filtering Criteria, on page 5-131|

¢ |Preselect, Create, Edit, Delete an Event Filter, on page 5-141|
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Customizing the PAM Event Messaging System

During operation, all Central Subsystem activity messages are automatically logged in
predefined System Histories that can be viewed and archived by members of the Customer
Administrator group. In addition, PAM software reports and logs environmental, command,
and hardware errors.

A comprehensive set of Event Message subscriptions allows connected and non—connected
users to be notified of system status and activity.

The PAM event messaging system is based on a subscription mechanism allowing the
Customer Administrator to send precisely filtered event messages to targeted individuals
and/or groups via four channels (WEB Interface, E-mail, User History, SNMP) as shown in
Figure 197.

= |

SNMF channd

Users group
Event boxes

| Event
Event —
Procassnor S
Event @ [
GTS Processor i s «
station \‘&
%‘ Autocall Handler

Autocall
Pam
W 5 gt

Figure 197. PAM event messaging system features

¥ Note:
PAM software is delivered with a set of predefined subscriptions that have been designed to
suit the needs of most Administrators and Operators. If required, you can use PAM
Configuration tools to set up customized subscriptions.

|
o

Operator

From the PAM tree, expand the Configuration Tasks and Events nodes to display event
configuration options.
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Setting up Event Subscriptions
Before creating an event subscription, you should establish:
o the set of messages you want a user or a group of users to receive (Filter),
e how you want the user or group of users to receive messages (Channel).

Selecting a Filter

The comprehensive event message filtering system allows you to use a predefined filter or
to create a specific filter, according to your needs.

See Preselecting an Event Filter, on page [5-141]and Creating an Event Filter, on page

Selecting a Channel
Four channels can be used to forward event messages, according to targeted recipients:

Channel Advantage
E-mail Allows a specific user to receive system notifications/ alerts.
User history | Records specific system operations/alerts into a dedicated log file.
Web Allows a specific group of users to be warned of system operations/alerts
when connected to the PAM Web interface.
SNMP Forwards specific messages as SNMP traps to the selected SNMP applica-
tion.

Table 54.  Event channels
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Event Subscription Flowcharts

Once you have established who the targeted recipients are and which channel you want to
use, you can use the following flowcharts as a quick guide to event subscription procedures.

E-mail Event Subscription ‘

Allows a specific user to receive system notifications/alerts via e-mail.

Preselect an Event filter, on page|5-141,|(or Create an Event Filter, on page|5-142.

~ =

Select or Create an E—-mail Server, on page|5-119.

~

Select or Create an E—mail Account, on page|5-121.

~ =

Create the Event Subscription, on page|5-129.

User History Event Subscription

Records specific system operations/alerts into a dedicated log file.

Preselect an Event filter, on page|5-141,|or Create an Event Filter, on page|5-142.

~ =

Select or Create a User History, on page|5-124.

~ =

Create the Event Subscription, on page|5-129.

Web Event Subscription

Allows a specific group of users to be warned of system operations/alerts
when connected to the PAM Web interface.

Preselect an Event filter, on page[5-141,|or Create an Event Filter, on page|5-142.

~ =

Create the Event Subscription, on page|5-129.

SNMP Event Subscription

Forwards system operations/alerts as SNMP traps to the selected SNMP Manager.

Preselect an Event filter, on page|5-141,|or Create an Event Filter, on page|5-142.

~ =

Create the Event Subscription, on page|5-129.
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Creating, Editing, Deleting an E—mail Server

To send messages via the e—mail channel, you must first create an e—mail server. Several
e—mail accounts can then be attached to the same e—mail server, see Creating an E-mail
Account, on page[5-121.

Creating an E—mail Server
To create an e—mail server:

1. Click Configuration Tasks — Events — E-mail servers in the PAM tree. The e—mail
servers configuration page opens.

] [ Mew SPEdD 4 Delete 2] Help

43 E-mail Server -- Dialogue de pag Web
Create a New E-mail Server

An e-mail server is defined by its logical name and URL address.
Cptionally, a description, & UserName and Password may be added.
An e-mail server is used in association with an e-mail account to send event messages

Server fame: |
URL: I
Description

Ll a2

Useriame . |
Password : |

& Indicates Required Field,

of Cancsl |

Figure 198. E—mail servers configuration page
2. Click New in the toolbar.

3. Enter the server name in the Name field, the address of the existing e—mail server you
intend to use in the URL field, and a brief description, if required, in the Description
field.

4. Enter a user name and password, if required and click OK to confirm the creation of the
new e—mail server.

= Note:

The OK button is accessible once all mandatory fields have been completed.
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Editing E-mail Server Attributes

To modify an e-mail server URL / description:

1. Click Configuration Tasks — Events — E—mail servers in the PAM tree. The e—mail
server configuration page opens. See Figure 198 above.

2. Select the required server from the e—mail servers list.
3. Click Edit in the toolbar to modify the server URL / description.

4. Enter a new address in the URL field and/or a new description in the Description field,
as applicable.

5. Click OK to confirm the modification.

Deleting an E-mail Server

A Important:

Before deleting an e-mail server, all the accounts attached to that server must be
attached to another server, or deleted.

At least one e-mail server must be defined to send messages via the e-mail channel.
If e-mail accounts are attached to this e-mail server:

e see Editing E-mail Account Attributes, on page|5-120|to attach these accounts to
another server, or

e see Deleting an E—mail Account, on page|5-122|to delete these accounts.
To delete an e—mail server:

1. Click Configuration Tasks — Events — E—mail Servers in the PAM tree. The e-mail
server configuration page opens. See Figure 198, on page|5-119.

2. Select the required server from the e—mail servers list.
3. Click Delete in the toolbar.

4. Click OK to confirm the deletion of the selected e—mail server.
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Creating, Editing, Deleting an E—mail Account

To send messages via the e—mail channel, you must first create an e—mail server and then
attach an e—mail address to this e—-mail server. Several e-mail accounts can be attached to
the same e—mail server.

Creating an E—mail Account
To create an e—mail account:

1. Click Configuration Tasks — Events — E-mail accounts in the PAM tree. The e—mail
accounts configuration page opens.

Mew G Eii e [2) Help
Account Name | URL Address | Description \ Server |
[EMAIL_ACCOUNT_001 lsomenne@company.cor I [EmAIL_SERVER_001 | =

; E-mail Account -- Weh Page Dialog
Create a New E-mail Account

An e-mail account is defined by its logical name and URL address. Optionally, 3 description
may be added. - _
An e-mail account is used in association with an e-mail server ta send event messages.

Account |

URL Addiress : |sumeune@c0mpany.cum

Description : I |
-]

E-mail Server: [selecta server =

Description : B K
1|

O Cancel |

Figure 199. E-mail accounts configuration page
2. Click New in the toolbar.

3. Enter the new account name in the Account field and corresponding e-mail address in
the URL Address field.

4. Select the server to be used to deliver messages to this address from the E-mail Server
list. If the required e—mail server is not in the list, see Creating an E—mail Server, on

page(5-119.
5. Enter a brief description, if required, in the Description field.
6. Click OK to confirm the creation of the new e—mail account.

The new e—mail account can now be selected when you set up an event subscription to be
sent via the e—mail channel.

= Note:

The OK button is accessible once all mandatory fields have been completed.
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Editing E—mail Account Attributes

To modify an e-mail account name, address, server and/or description:

1. Click Configuration Tasks — Events — E—mail accounts in the PAM tree. The e—mail
accounts configuration page opens. See Figure 199 above.

2. Select the required account from the e—mail accounts list.
3. Click Edit in the toolbar to modify the account name, address, server and/or description.

4. Enter the new attributes in the corresponding fields, as applicable. If the required e—mail
server is not in the list, see Creating an E-mail Server, on page[5-119.

5. Click OK to confirm the modification.

Deleting an E-mail Account

A Important:

Before deleting an e-mail account, all the event subscriptions attached to that
account must be attached to another account, or deleted.
If event subscriptions are attached to this e-mail account, see:

e FEditing Event Subscription Attributes, on page|5-130|to attach these event subscriptions
to another account,

e or Deleting an Event Subscription, on page|5-130|to delete these event subscriptions.
To delete an e—mail account:

1. Click Configuration Tasks — Events — E—mail accounts in the PAM tree. The e—mail
accounts configuration page opens. See Figure 199 above.

2. Select the required account from the e—mail accounts list.
3. Click Delete in the toolbar.

4. Click OK to confirm the deletion of the selected e—mail account.
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Creating, Editing, Deleting a User History

There are two types of histories: System histories and User histories.

System histories cannot be modified and are are only accessible to members of the

Customer Administrator group.

User histories can be created, edited and deleted and are accessible to members of both
the Customer Administrator and Customer Operator groups.

For guidance, System history contents are explained in the following table:

System History Contents

History Name

Contents

HistoryTrace

History Manager trace file. Logs archiving actions and
history/archive processing errors.

InterventionReportHistory

Reserved for Support personnel.

IPMITrace

Reserved.

MaestroHistory

Reserved.

MaestroTrace Reserved for Support personnel.

PAMHistory Central PAM software history file. Logs all error or infor-
mation messages concerning PAM software and all oper-
ator visible events.

PAMTrace Logs domain power sequence trace data.

RPCTrace Reserved for Support personnel.

SANTrace Logs SAN-IT trace data.

Table 55.  System history contents
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Creating a User History
¥ Note:

The Site Data Directory will be used, by default, if you do not specify a different directory
when you create a user history. See Viewing PAM Version Information, on page

To create a user history:

1. Click Configuration Tasks — Histories in the PAM tree. The Histories control pane
opens.

2. Click New in the toolbar. The Create a New User History dialog opens.

NovaScale
| [ it

'S5} SYSTEM |HistoryTrace PAPHistary intarnal trace

<} History - Dialogue de page Web

Figure 200. Create a New User History dialog

3. Enter a name in the Name field (mandatory) and a brief description, if required, in the
Description field.

4. Enter a directory pathname in the Directory field. If this field is left blank, the default
Histories directory will be used.
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5. Use the drop—down menu to select an automatic archiving policy Type:

Type Automatic Archiving Policy

Number of Days The system will automatically create an archive for this history after
the number of days specified in the Value field.

Size in KBytes The system will automatically create an archive when this history
reaches the size in KBytes specified in the Value field.
Note:

Size in KBytes must be greater than 10.

Number of Records | The system will automatically create an archive when this history
reaches the number of records specified in the Value field.
Note:

Number of Records must be greater than 10.

Table 56.  History automatic achiving policies

6. Enter the required number of days / KBytes / records in the Value field, as applicable.

7. Enter a directory pathname in the Directory field. If this field is left blank, the default
Archives directory will be used.

8. If you want the archive to be automatically deleted at regular intervals, select the Delete
archive files checkbox and enter the number of days you want to maintain the archive in
the days field.

9. Click OK to confirm the creation of the new history. The new history appears in the list of
available histories.

¥ Note:

The OK button is accessible once all mandatory fields have been completed.

Editing History Parameters
To modify the archiving parameters of system / user histories:

1.

Click Configuration Tasks — Histories in the PAM tree. The Histories control pane
opens.

Select the required History from the Histories list.

Click Edit in the toolbar to modify the archiving parameters for this History. The Edit
History Parameters page opens.

Enter the new parameters in the corresponding fields.

5. Click OK to confirm the modification.
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Deleting a User History

A Important:

Before deleting a user history, all the event subscriptions attached to that history
must be attached to another history, or deleted. System histories cannot be deleted.
If event subscriptions are attached to this history:

e see Editing Event Subscription Attributes, on page|5-130]|to attach these event
subscriptions to another history, or

e see Deleting an Event Subscription, on page|5-130]|to delete these event subscriptions.
To delete a user history:
1. Check that no event subscriptions are attached to this history.

2. Click Configuration Tasks — Histories in the PAM tree. The Histories control pane
opens.

3. Select the required History from the Histories list.
4. Click Delete in the toolbar.

5. Click OK to confirm the deletion of the selected user history.
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Enabling / Disabling Event Channels

An event channel must be selected and enabled for all event subscriptions. The following
table provides the Customer Administrator with guidelines for selecting an event channel.

Channel Target Enabled Disabled

Allows a specific re-
cipient to directly re-

EMAIL Specific recipient. ceive specific mes-

sages.

Allows all users to ac- écrj]}/;?g%g fueségrﬁ.
LOG (User History) | All user groups. gzzzsspemflc mes- the system gener-

: ates too many mes-

Forwards specific sages and mainte-

messages as SNMP | nance actions are to
SNMP SNMP application. |traps to the selected |be carried out.

SNMP application for

processing.

Allows a specific
group of users to
view specific mes-
sages.

WEB (PAM Interface) | Selected users.

Table 57.  Event channel selection guidelines

[ Note:

When an event channel is disabled, all messages sent via that channel are lost.
All event channels are enabled by default.

To enable / disable an event channel:

1. Click Configuration Tasks — Events — Channels in the PAM tree. The channels
configuration page opens.
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vl

FEE (2] Help
EMAIL ® ves € No | Email Channel
| LoG & yeg No- Histary Channel
. SHMP & ves € No | SNMP Channel
| WEB #ves Cno | WWeb Channel

Figure 201. Event Channels configuration page

2. Select the Yes or No radio button in the Enable column to enable or disable the required
channel.

3. Click the Save icon to confirm the new configuration.
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Creating, Editing, Deleting an Event Subscription

Once event subscription prerequisites have been set up, you can create the event
subscriptions required to send messages to their destinations. See Event Subscription
Flowcharts, on page|5-118.

Creating an Event Subscription
To create an event subscription:

1. Click Configuration Tasks — Events — Subscriptions in the PAM tree. The event
subscription configuration page opens.

2. Click New in the toolbar.

‘ hscriptions
tATesEBURSEpton
"3 Event Subscription - Web Page Dialog
Create a New Event Subscription
=
An event subscription is a reguest to PAM to sort event messages according 1o the criteria =
defined In a selected Filter and to distribute matching event messages via a selected Channel
(e-rnall, log, YWeh).
An event subscription is only activated when the Enable and Active boxes are checked.
Name |
Description | = |
|
M Enahle W Active
Chanriel Type : & E-MAIL € LOG (Histary)  SMMP £ WWER
YWhen you select the E-mail channel, all event messages matching the
criteria defined in the selected Filter will be sent to the selected E-mail i
Selected sul Gt Bz
E-friail Account : ]Se\ed ah E-tnail account ;I
Description ; | =] [
|
E-mail URL |
E-mail Server |
Filter - [selectafiter =l
Description | =]
|
) Cancel | Help | —
t

Figure 202. New Event Subscription dialog box

w

. Select the Active and Enable checkboxes to activate and enable the new subscription.

»

Enter a short, readily identifiable name in the Name field and a brief description, if
required, in the Description field.

5. Select the required channel radio button:
— E-MAIL: to send event messages to an e—-mail address.
— LOG: to send event messages to a user history.
— SNMP: to send event messages to the SNMP Manager.

— WEB: to send event messages to the status pane in the PAM web interface.

»

. Select a pre—configured E—mail Account, User History, or User Group from the
drop—down menu or enter an SNMP Manager IP address or server name.

~

. Select a pre—configured filter from the Filter drop—down menu.
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8. Click OK to confirm the creation of the new event subscription.

9. The event subscription configuration page is automatically updated with the new
subscription.

10.Click Test Subscription to check that the event subscription has been configured
correctly. Subscription parameters will be used to send a test message.

= Note:

The OK button is accessible once all mandatory fields have been completed.

Editing Event Subscription Attributes

To modify an event subscription description, channel, address and/or filter, or to activate /
deactivate and/or enable / disable an event subscription:

1. Click Configuration Tasks— Events — Subscriptions in the PAM tree. The event
subscription configuration page opens.

2. Select the required event subscription in the event subscription table.

3. Click Edit to modify the attributes of this event subscription. The Edit Event
Subscription dialog box opens.

4. Select the new channel, E-mail Account, User History, or User Group from the
drop—down menu or enter a new SNMP Manager IP address or server name.

5. Modify the description.

6. If required, activate / deactivate and/or enable / disable the event subscription by
selecting / deselecting the Active and Enable checkboxes.

A Warning:

If you deactivate / disable an event subscription, no events will be sent to the

recipient(s) until the event subscription is reactivated / re—enabled.

7. Click OK to confirm the modification.

8. Click Test Subscription to check that the event subscription has been re—configured
correctly.

=" Note:

The OK button is accessible once all mandatory fields have been completed.

Deleting an Event Subscription
To delete an event subscription:

1. Click Configuration Tasks — Events — Subscriptions in the PAM tree. The event
subscription configuration page opens.

2. Select the required event subscription in the event subscription table.
3. Click Delete in the toolbar. The Delete Subscription dialog box opens.

4. Click OK to confirm the deletion of the selected event subscription.

5-130 User’s Guide



Understanding Event Message Filtering Criteria

The set of predefined filters supplied with PAM software covers everyday event messaging
requirements. However, a comprehensive filtering system allows you to finely tune event

messaging criteria, if required.

Before creating a new event filter, you should get to know filtering criteria options.

1. Click Configuration Tasks — Events— Filters in the PAM tree. The filter configuration
page opens with the list of existing event message filters.

2. Click New to display the Standard Filter page.

- Event Filter — Web Page Dialog

An event filter is required for each event subscription. You can finely tune event messaging criteria by creating

Create a New Event Filter

a new event filter or by editing an existing filter.

Filter Name ;|
Description ; ﬂ
Salect Al | Cancel Select All koAl Cancel Ack All Identifier | Advancad >

Double-click the required cell to change event message filkering criteria;
® Adcand Duration criteria are only applicable to event meszages sent to the PAM Wiah interface..

5 Message Ack'| Duration* Severity
Burstof machine check arrors | =2 : |
¥ |ome error logs may be not v Until Ack ’\@ @ _’3}.@
produced
W |[Cannot power on damain M Until Ack |3 @ L.L\:» c;_
¥ |Cannot save fault file M | untilack |9 &8 6
7 [CeliBlock added 7 | untlack [ DOAD
¥ |CeliBlock removed 7 | untilack D OHG
I¥ [Check intarnal SAN 7 | untlAck | DO HG
V¥ [Component inaccessible v Until Ack ’\’q} @ f.‘,\;.e’_
¥ |Canfig information applied P | utiack [DOAEGH
¥ [CPU KO function restricted) 7 | untildck DS 6
¥ [CPU KD (no responsel | Ird | Until Ack |~:«'r)©l.i\)$ﬂ

Eresie |

Close |

Help |

Figure 203. Event message standard filtering criteria chart

Tips and Features for Administrators 5-131



3. Click Advanced to display the Advanced Filter page.

vent Filter -- Web Page Dialog

Create a New Event Filter

An event filter is required far each event subscription. You can finely tune event messaging criteria by creating a new event
filter or by editing an existing filter.

Filter Mame ;|
Description : ﬂ
SelectAll | Cancel SelectAl Ak Al CancelAck Al | Message | << Stondard
Double-click the required cell to change event message filtering criteria,
= Ack and Duration eriteria are only applicable to event meszages sant to the FARM Web interface,
s Identifier Ack'| Duration* Severity Threshold Clipping | Source | Target Keywords'
¥ 2B2B100C ¥ | Until Ack Inactive Inactive All All All &
¥ 2B2B100F ¥ | Until Ack Inactive Inactive All All All
¥ 2B2B1010 ¥ | Until Ack Inactive Inactive All All All —
¥ 2B2B1012 i Until Ack Inactive Inactive All All All
¥ 2B2H1013 i Unitil Ack Inactive Inactve All All All
¥ 282810149 ¥ | Until Ack Inactive Inactive All All All
[7 2B261018 P | Untilack (D& S| nactive | Inactive Al Al Al
[ 2B2B1024 i Untit ack [P S B Inactive Inactive All All All
W 28281028 | unilack [P OB Inactve | Inactve Al Al Al
7 2282106 P | Urtilack (DO A@| nactve | Inactive Al Al Al
¥ 28282211 7 | Untilack [ @S| nactive | Inactive Al Al Al |

Dre e | Close | Help |

Figure 204. Event message advanced filtering criteria chart

4. Carefully analyze Tables 58 and 59 to understand the various options.
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Standard Event Message Filtering Criteria

Criteria

Description

S (Select)

All the checkboxes in this column are selected by default. When an
event message S checkbox is deselected, the event message is re-
moved from the filter.

Actions

— Select the S checkbox if you want to include the event message
in the new filter.

— Deselect the S checkbox if you do not want to include the event
message in the new filter.

Message/ldentifier

Gives a message description and provides a clickable link to the as-
sociated help messages.
Actions

— Toggle the Message/ldentifier column by clicking Message or
Identifier in the toolbar.

— Double click the required message. The corresponding help
message opens.

Ack (Acknowledge)

This column is only applicable to messages sent to the PAM Web
interface and is interactive with the Duration column (see below). All
the checkboxes in this column are selected by default. When the
message Ack checkbox is selected, the event message will be dis-
played in the event list until it is manually acknowledged by a user.
Note:
The PAM Web interface stores up to 150 event messages
maximum per user group (100 messages by default). Once this
limit has been reached, messages may be deleted in order of
arrival, even if they have not been acknowledged.

Actions

— Select the Ack checkbox if you want the event message to be
displayed until it is manually acknowledged by a user.

— Deselect the Ack checkbox if you want the event message to be
deleted automatically after a specified period of time. The
Duration dialog box opens (see below).
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Criteria Description

Duration This column is only applicable to messages sent to the PAM Web
interface and is interactive with the Ack column (see above). When
the specified duration expires, the event message is deleted auto-
matically.
Note:
The PAM Web interface stores up to 150 event messages
maximum per user group (100 by default). Once this limit has
been reached, messages may be deleted in order of arrival, even
if the set duration has not expired.

2} Event Duration -- Web Page Dialog

Actions

— Double click the Duration cell to open the Message Display
Duration dialog box.

— Select the Display message until acknowledged checkbox if
you want to manually acknowledge the message before it is
removed from the display and click OK to apply.

— Enter a value in the Duration field and use the drop—down
menu to select the duration unit: seconds, minutes, hours, or
days.

— The Apply to this message only radio button is selected by
default. If required, select another radio button to apply the
duration setting to other messages included in the filter.

— Click OK to set the duration. The new duration value is
displayed in the Duration cell and the Ack checkbox is
deselected (see above).
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Criteria

Description

Severity Level

This column is used to set message severity level(s): Information,
Success, Warning, and Error. At least one severity level must be
selected to define the filter.

Actions
— Double click the Severity cell to open the dialog box.

<3 --Web Page Dialog

Severity Levels
{1 minirmurm)

Event Message : Burst of maching check errors © some
Error [0gs may he not produced

Severity [evels

A) Information
I (Z) Success
/& warning
v €3 Error
™ 2pply to all messages.

ok | Cancel |

— All severity levels are selected by default. Deselect the required
checkbox to remove a severity level from the filter.

— Select the Apply to all messages checkbox to apply this
severity level to all the messages included in the filter.

— Click OK to set and apply the severity level. The new severity
level is displayed in the corresponding Severity cell.

Table 58.  Standard event message filtering criteria
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Advanced Event Message Filtering Criteria

= Note:

Advanced filtering criteria are reserved for advanced users and are to be used with care.

Criteria

Description

Thresholding

Thresholding is defined on a Count / Period basis aimed at routing
significant messages only. Identical messages are counted and
when the number of messages indicated in the Threshold Count
field is reached within the period of time indicated in the Threshold
Period field, this message is selected for routing.

Actions
— Double click the Threshold cell to open the dialog box.

3 Event Threshold -- Web Page Dialog
Event Threshold

Ewvent Message : Burst of machine check errors © some error lags
may be not produced

 Threshold Inactive
™ Apply to all messages.

Threshold settings

Threshold Count : ID
Threshold Period : ID IDay(s) vl

= Apply to this message only:

« Apply to all messages.

¢ Apply to all "Threshold Inactive" messages.
o Apply to all "Threshold Active" messages

104 Cancel |

— Select the Threshold Inactive radio button to deactivate
thresholding.

— Select the Apply to all messages checkbox to deactivate the
thresholding setting on all the messages included in the filter.

— Select the Threshold Active radio button to activate
thresholding.

— Enter the required number of messages in the Threshold
Count field, the required period of time in the Threshold Period
field, and use the drop—down menu to select the time unit:
seconds, minutes, hours, or days.

— Select the corresponding radio button to apply thresholding
settings to one or more messages included in the filter.
Note:

The Apply to this message only radio button is selected by
default.

— Click OK to set thresholding. The new Threshold Count and
Threshold Period settings are displayed in the Threshold cell.
Note:

Inactive is displayed in the Threshold cell when thresholding is
deactivated.
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Criteria

Description

Clipping

Clipping is defined on a Count / Period basis aimed at routing a pre—
defined number of messages only. Identical messages are counted
and when the number of messages indicated in the Clipping Count
field is reached within the period of time indicated in the Clipping
Period field, no other messages will be selected for routing.

Actions
— Double click the Clipping cell to open the dialog box.

#} Event Clipping - Web Page Dialog

Event Clipping

Event Message | Burst of maching check errors @ some error 1ogs
may be not produced

© Clipping Inactive
™ Apply to all messages.
& Clipping Active
Clipping settings
Clipping Count : |D
Clipping Periad |E| |Day(s) -

& Apply to this message only.

 Apply to all messages

 Apply to all "Clipping Inactive" messages.
¢ Apply to all "Clipping Active" messages.

O Cancel |

— Select the Clipping Inactive radio button to deactivate clipping.

— Select the Apply to all messages checkbox to deactivate the
thresholding setting on all the messages included in the filter.

— Select the Clipping Active radio button to activate clipping.

— Enter the required number of messages in the Clipping Count
field, the required period of time in the Clipping Period field,
and use the drop—down menu to select the time unit: seconds,
minutes, hours, or days.

— Select the corresponding radio button to apply clipping settings
to one or more messages included in the filter.
Note:
The Apply to this message only radio button is checked by
default.

— Click OK to set clipping. The new Clipping Count and Clipping
Period settings are displayed in the Clipping cell.
Note:
Inactive is displayed in the Clipping cell when clipping is
deactivated.
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Criteria

Description

Source

Each event message refers to a source (the component that gener-
ated the message) and a target (the component referred to in the
message) (see below). This feature allows messages to be filtered
according to one or more Source string(s) and is particularly useful
for debugging and troubleshooting.

Actions
— Double click the Source cell to open the dialog box.

— Select a source filter from the Event Sources list.

— If the list is empty, enter a source string in the Source filter field
and click Add. The new source filter is displayed in the Event
Sources list. (Example source strings can be viewed in history
files).

'3 Event Sources -- Web Page Dialog

Event Sources

Event Message | Burst of machine check errors : some error logs may be not
produced

Source filter
f A

<List empty= =

Eemove |
B s |

-

I~ Apply list to all messages.
e Cancel |

— Click Remove or Remove All to remove one or more source
strings from the Event Sources list.

— Repeat for each source string to be included in the filter.

— Click Apply list to all messages to apply the specified source
list to all the messages included in the filter.

— Click OK to apply the source list. Specified is displayed in the
Source cell.
Note:
All is displayed in the Source cell if the source is not specified.
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Criteria Description

Target Each event message refers to a target (the component referred to in
the message) and a source (the component that generated the mes-
sage) (see above). This feature allows messages to be filtered ac-
cording to one or more Target string(s) and is particularly useful for
debugging and troubleshooting.

Actions

— Double click the Target cell to open the dialog box.

— Select a target filter from the Event Targets list.

— Ifthe list is empty, enter a target string in the Target filter field
and click Add. The new target filter is displayed in the Event
Targets list. (Example target strings can be viewed in history
files).

43 Event Targets -- Web Page Dialog x|

Event Targets

Ewvent Message : Burst of machine check errors : some error [0gs may be not
produced

Target Tilter :
I o]

<List empty> =

Bemmve |
(==l = |

o

[~ Apply list to all messages
104 Cancel |

— Click Remove or Remove All to remove one or more target
strings from the Event Targets list.

— Repeat for each target string to be included in the filter.

— Click Apply list to all messages to apply the specified target
list to all the messages included in the filter.

— Click OK to apply the target list. Specified is displayed in the
Target cell.
Note:
All is displayed in the Target cell if the target is not specified.
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Criteria

Description

Keyword

This feature allows messages to be filtered according to a Keyword
contained in the messages. Any relevant word(s) contained in
source / target strings can be used.

Actions

Double click the Keywords cell to open the dialog box.
Select a keyword filter from the Event Keywords list.

If the list is empty, enter a keyword in the Keyword filter field
and click Add. The new keyword filter is displayed in the Event
Keywords list. (Example keywords can be viewed in history
files).

43 Event Keywords -- Web Page Dialog

Event Keywords

Ewvent Message : Burst of machine check errors : some error [ogs may be not
produced

KEWD rd filter :
| Add

=List empty= =

Eeme |
[Eermawe Al |

El

I~ Apply list to all messages.

104 Cancel |

Click Remove or Remove All to remove one or more keyword
from the Event Keywords list.

Repeat for each keyword to be included in the filter.

Click Apply list to all messages to apply the specified keyword
list to all the messages included in the filter.

Click OK to apply the keyword list. Specified is displayed in the
Keyword cell.

Note:

All is displayed in the Keywords cell if the keyword is not
specified.

Table 59.  Advanced event message filtering criteria
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Preselecting, Creating, Editing, Deleting an Event Filter

An event filter must be selected for all event subscriptions. The event messaging system is
delivered with a set of predefined filters.

Preselecting an Event Filter

Before proceeding to set up an event subscription, you are advised to check which
predefined filter is adapted to your needs:

1. Click Configuration Tasks — Events — Filters in the PAM tree. The filter configuration

page opens.
NovaScale Bull i
| Cbew | SEdit & Delete (2) Help
Name | Description |
|PAMALLEVENTE | | =

Figure 205. Filters configuration page
2. Check that the required filter is present.

You may also define a specific filter by using the comprehensive event message filtering
utility. See Creating an Event Filter, on page|5-142.
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Creating an Event Filter
Once you have established which filtering criteria you want to apply to your new filter, you
can proceed to create a new event filter:

1. Click Configuration Tasks — Events— Filters in the PAM tree. The filter configuration
page opens with the list of existing event message filters.

2. Click New to display the Create a New Event Filter page. The standard event message
filtering criteria table is displayed.

-2 Event Filter — Web Page Dialog
Create a New Event Filter
An event filter is required far each event subscription. ¥ou can finely tune event messaging criteria by creating
anew eventfilter or by editing an existing filter.
Filter Mame |
Desc'ripmn".l ill
SelectAll | Cancel Selact All Ack Al Cancel Ack All Identifiar | Advanced >

Diouble-click the required cell to change event message filtering criteria.
= Adcand Duration aiteria are only applicabls to event messages sent to the PAM Wik interface..

s | Message Ack'| Duration* Severity

[Biirst af machine check errars | = 2 o
¥ [soime errurloﬂs mai be ot W Until Ack |42 @_’,‘L\.Q
produced

¥ |Cannat power on domain "2 Urttil Ack |42 ©.1\€9 e

¥ |Cannot save fault e I until Ack |2 DA

¥ [CallBlock added | untilack |[DOAD

¥ [CeliBlock removed F | Untiack [ EBREQ

¥ [Check intermal SAn " | Untlack [P EHEQ

¥ [Companetit inaccessible P | Untilack [DEAQ

¥ |Zoniig information applied ¥ | Untilack [ © 88

¥ [CPU KO flunction restricted) 7 Until ack [ DS A Q

# [CPLLKD {no response) & | Untiack (D EHQ ~|

Ereate Close Help: |

Figure 206. New Filter configuration page — standard event message filtering criteria table

3. Enter a relevant name in the Filter Name field and a brief description, if required, in the
Description field.

= Note:

For further details about event filtering criteria and options, see Standard Event
MessageFiltering Criteria, on page|5-133|and Advanced Event Message Filtering Criteria,

on page|5-136.
4. Deselect the S checkbox for the event messages not to be included in the filter.

5. If the filter is to be used to send messages to the PAM Web interface, select the Ack
checkbox if you want the event message to be manually acknowledged by a user; or
deselect the Ack checkbox to enter a display value in the Duration cell.

6. Double click the Severity cell to select the message severity level.
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7. If required, click Advanced to access advanced filtering criteria. The advanced event
message filtering criteria chart is displayed.

a Event Filter - Web Page Dialog

Create a New Event Filter

An event filter is required for each event subscription. You can finely tune event messaging criteria by creating a new event
filter ar by editing an existing filter.

Filter Mame |
Description ﬂ
SelectAll | Cancel SelectAll Ack Al Cancel Ack All | Message | << Standard

Double-click the required cell to change evenfmessage filtEring criteria.
" Ack and Duration criteria are only applicable to event messages sent to the PAM Web interfacs.

s Identifier Ack'| Duration* Severity Threshold Clipping \ Source | Target |Keywords

¥ [202B100C P | untiack DO MA@ mactve | Inacuve Al All A
¥ [2828100F P | untiack D@ A@| nactve | Inacive Al All All

[ [ZB2B1010 F | untiiack [P O S| nactve | Inactive Al All Al [
| [zR2E1012 " | Untiiack [P OB nactve | Inactive Al Al Al

¥ 28281013 ¥ | Untiack [P @S| nactve | Inactive Al All All

7 [2B2B1014 P | Untiack [P EAN@| nactive | Inactive Al Al Al

[ (28261018 | Untiack D@ A@| mactve | Inactve Al Al Al

7 [2B281024 P | Untiack [P O S@] nactve | Inactive All All Al

¥ (28261028 P | untiack [P OB hactve | Inactive Al Al Al

[ [2B2E2106 | Untilack D@ A@] nactve | Inactive Al All All

7 [26282211 P | untilack (D@ B[ nactive | hactive | Al Al Al |

Close | Help i

Figure 207. New Filter configuration page — advanced event message filtering criteria table
8. When you have finished configuring your event filter, click Create.
9. Repeat steps 3 to 8 for each new event filter you want to create.

10.Click Close to save changes. The new filter appears in the Filters list.

Editing Event Filter Attributes

1. Click Configuration Tasks — Events— Filters in the PAM tree. The filter configuration
page opens with the list of existing event message filters. See Figure 206 above.

2. Select the required filter from the event message filter list.
3. Click Edit in the toolbar to modify filter attributes.
4. Click OK to save changes.

Deleting an Event Filter

A Important:

Before deleting an event filter, all the event subscriptions using that filter must either
be modified to use another filter, or deleted.

1. Click Configuration Tasks — Events— Filters in the PAM tree. The filter configuration
page opens with the list of existing event message filters. See Figure 205 above.

2. Select the required filter from the event message filter list.

3. Click Delete in the toolbar.

4. Click OK to confirm the deletion of the selected event filter.
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Appendix A. Specifications

NovaScale 5085 Server Specifications, on page[A-2]
NovaScale 5165 Server Specifications, on page[A-4|
NovaScale 6085 Server Specifications, on page[A-6|
NovaScale 6165 Server Specifications, on page[A-8]|
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NovaScale 5085 Server Specifications

NovaScale 5085 Servers are delivered rack—mounted in 40U or 19U cabinets.

A-2

The following web site may be consulted for general site preparation information:

http://www.cs.bull.net/aise.

Cabinet Dimensions / Weight

Weight (max.): 478 kg (1054 Ib)

Unpacked Packed
1300H 1300H
Height: 195.5cm (77.0 in) Height: 200.0 cm (78.7 in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.5in)
Depth: 129.5 cm (51.0 in) Depth: 140.0 cm (55.1 in)
Weight (max): 943 kg (2079 Ib) Weight (max): 973 kg (2145 1b)
1300L 1300L
Height: 103.5 cm (40.7 in) Height: 108.0 cm (42.5in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.5in)
Depth: 129.5 cm (51.0 in) Depth: 140.0 cm (55.1 in)

Weight (max.): 508 kg (1120 Ib)

Service Clearance

Front
Rear
Side (free side)

150 cm
100 cm
100 cm

Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature

Moisture content

Pressure / Elevation

+15°C to +30°C (+59°F to +86°F)
Gradient 5°C/h (41°F/h)

3510 60% (Gradient 5%/h)
+24°C (+75.2°F)

0.019 kg water/kg dry air
Sea level < 2500 m

Optimum Operational Reliability

Temperature
Hygrometry

+22°C (+ 3°C) (+ 72°F (+ 5°F)
50% (i 5°/o)

Non-Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature
Moisture content

+5°C to +50°C (+41°F to +122°F)
Gradient 25°C/h (77°F/h)

510 95% (Gradient 30%)
+28°C (+82.4°F)
0.024 kg water/kg dry air

Shipping Limits

Dry bulb temperature range

Relative humidity (non—condensing)

-35°C to +65°C (—31°F to +149°F)
Gradient 25°C/h (77°F/h)
5 to 95% Gradient 30%/h

Acoustic Power at Room Temperature +20° C (+68° F)

System Running

System Idle

Lw(A) 6.3 Bels

Lw(A) 6.1 Bels
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Power Cables

PDU-—2-4-M-32A

AC (32A)
Cable type
Connector type

1 per PDU
3 x AWG10 ( 3 x 6 mm?2/ #10US)
IEC60309-32A

It is mandatory for power lines and terminal boxes to be located within the imme-
diate vicinity of the system and to be easily accessible. Each power line must be
connected to a separate, independent electrical panel and bipolar circuit breaker.
PDUs require an extra cable length of 1.5 meters for connection inside the cabinet.

Electrical Specifications

(power supplies are auto—sensing and auto—ranging)

Current draw
Power consumption
Thermal dissipation

11 A max. at 200 VAC input
2400 VA per full CSS module
2400 W/ 8190 BTU per full CSS module

Europe
Nominal voltage 230 VAC (Phase / Neutral)
Voltage range 207 — 244 VAC
Frequency 50 Hz £ 1%

United States of America

Nominal voltage

208 VAC (Phase / Neutral)

Maximum inrush current

Voltage range 182 — 229 VAC
Frequency 60 Hz £ 0.3%

Japan
Nominal voltage 200 VAC (Phase / Neutral)
Voltage range 188 —212 VAC
Frequency 60 Hz £ 0.2%

Brazil
Nominal voltage 220 VAC (Phase / Neutral)
Voltage range 212-231 VAC
Frequency 60 Hz £+ 2%

Breaker Protection (Mains Power)

PDU-2—4-M-32A 32A Curve C

210A / per quarter period

Table 60. NovaScale 5085 Server specifications
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NovaScale 5165 Server Specifications

NovaScale 5165 Servers are delivered rack—mounted in 40U or 19U cabinets.

A-4

Cabinet Dimensions / Weight

Weight (max.): 478 kg (1054 Ib)

Unpacked Packed
1300H 1300H
Height: 195.5 cm (77.0 in) Height: 200.0 cm (78.7 in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.51in)
Depth: 129.5 cm (51.0 in) Depth: 140.0 cm (55.1 in)
Weight (max): 943 kg (2079 Ib) Weight (max): 973 kg (2145 Ib)
1300L 1300L
Height: 103.5 cm (40.7 in) Height: 108.0 cm (42.5in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.5in)
Depth: 129.5cm (51.0 in) Depth: 140.0 cm (55.1 in)

Weight (max.): 508 kg (1120 Ib)

Service Clearance

Front
Rear
Side (free side)

150 cm
100 cm
100 cm

Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature

Moisture content

Pressure / Elevation

+15°C to +30°C (+59°F to +86°F)
Gradient 5°C/h (41°F/h)

35 to 60% (Gradient 5%/h)
+24°C (+75.2°F)

0.019 kg water/kg dry air
Sea level < 2500 m

Optimum Operational Reliability

Temperature
Hygrometry

+22°C (+ 3°C) (+ 72°F (+ 5°F)
50% (i 50/0)

Non-Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature
Moisture content

+5°C to +50°C (+41°F to +122°F)
Gradient 25°C/h (77°F/h)

5to 95% (Gradient 30%)
+28°C (+82.4°F)
0.024 kg water/kg dry air

Shipping Limits

Dry bulb temperature range

Relative humidity (non—condensing)

-35°C to +65°C (—31°F to +149°F)
Gradient 25°C/h (77°F/h)
5 to 95% Gradient 30%/h

Acoustic Power at Room Temperature +20° C (+68° F)

System Running

System Idle

Lw(A) 6.3 Bels

Lw(A) 6.1 Bels
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Power Cables

PDU-—2-4-M-32A

AC (32A)
Cable type
Connector type

1 per PDU
3 x AWG10 (3 x 6 mm2 / #10US)
IEC60309-32A

It is mandatory for power lines and terminal boxes to be located within the imme-
diate vicinity of the system and to be easily accessible. Each power line must be
connected to a separate, independent electrical panel and bipolar circuit breaker.
PDUs require an extra cable length of 1.5 meters for connection inside the cabinet.

Electrical Specifications

(power supplies are auto—sensing and auto—ranging)

Current draw
Power consumption
Thermal dissipation

11 A max. at 200 VAC input
2400 VA per full CSS module
2400 W/ 8190 BTU per full CSS module

Europe
Nominal voltage 230 VAC (Phase / Neutral)
Voltage range 207 — 244 VAC
Frequency 50 Hz £ 1%

United States of America

Nominal voltage

208 VAC (Phase / Neutral)

Maximum inrush current

Voltage range 182 — 229 VAC
Frequency 60 Hz £ 0.3%

Japan
Nominal voltage 200 VAC (Phase / Neutral)
Voltage range 188 —212 VAC
Frequency 60 Hz £ 0.2%

Brazil
Nominal voltage 220 VAC (Phase / Neutral)
Voltage range 212-231 VAC
Frequency 60 Hz £+ 2%

Breaker Protection (Mains Power)

PDU-2—4-M-32A 32A Curve C

210A / per quarter period

Table 61.  NovaScale 5165 Server specifications
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NovaScale 6085 Server Specifications

NovaScale 6085 Servers are delivered rack—mounted in 40U or 19U cabinets.

A-6

The following web site may be consulted for general site preparation information:

http://www.cs.bull.net/aise.

Cabinet Dimensions / Weight

Weight (max.): 478 kg (1054 Ib)

Unpacked Packed
1300H 1300H
Height: 195.5cm (77.0 in) Height: 200.0 cm (78.7 in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.5in)
Depth: 129.5 cm (51.0 in) Depth: 140.0 cm (55.1 in)
Weight (max): 943 kg (2079 Ib) Weight (max): 973 kg (2145 1b)
1300L 1300L
Height: 103.5 cm (40.7 in) Height: 108.0 cm (42.5in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.5in)
Depth: 129.5 cm (51.0 in) Depth: 140.0 cm (55.1 in)

Weight (max.): 508 kg (1120 Ib)

Service Clearance

Front
Rear
Side (free side)

150 cm
100 cm
100 cm

Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature

Moisture content

Pressure / Elevation

+15°C to +30°C (+59°F to +86°F)
Gradient 5°C/h (41°F/h)

35 to 60% (Gradient 5%/h)
+24°C (+75.2°F)

0.019 kg water/kg dry air
Sea level < 2500 m

Optimum Operational Reliability

Temperature
Hygrometry

+22°C (+ 3°C) (+ 72°F (+ 5°F)
50% (+ 5%)

Non-Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature
Moisture content

+5°C to +50°C (+41°F to +122°F)
Gradient 25°C/h (77°F/h)

510 95% (Gradient 30%)
+28°C (+82.4°F)
0.024 kg water/kg dry air

Shipping Limits

Dry bulb temperature range

Relative humidity (non—condensing)

—35°C to +65°C (=31°F to +149°F)
Gradient 25°C/h (77°F/h)

5 to 95% Gradient 30%/h

Acoustic Power at Room Temperature +20° C (+68° F)

System Running

System Idle

Lw(A) 6.3 Bels

Lw(A) 6.1 Bels
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Power Cables

PDU-—2-4-M-32A

AC (32A)
Cable type
Connector type

1 per PDU
3 x AWG10 (3 x 6 mm2 / #10US)
IEC60309-32A

It is mandatory for power lines and terminal boxes to be located within the imme-
diate vicinity of the system and to be easily accessible. Each power line must be
connected to a separate, independent electrical panel and bipolar circuit breaker.
PDUs require an extra cable length of 1.5 meters for connection inside the cabinet.

Electrical Specifications

(power supplies are auto—sensing and auto—ranging)

Current draw
Power consumption
Thermal dissipation

11 A max. at 200 VAC input
2400 VA per full CSS module
2400 W/ 8190 BTU per full CSS module

Europe
Nominal voltage 230 VAC (Phase / Neutral)
Voltage range 207 — 244 VAC
Frequency 50 Hz £ 1%

United States of America

Nominal voltage

208 VAC (Phase / Neutral)

Maximum inrush current

Voltage range 182 — 229 VAC
Frequency 60 Hz £ 0.3%

Japan
Nominal voltage 200 VAC (Phase / Neutral)
Voltage range 188 —212 VAC
Frequency 60 Hz £ 0.2%

Brazil
Nominal voltage 220 VAC (Phase / Neutral)
Voltage range 212-231 VAC
Frequency 60 Hz £+ 2%

Breaker Protection (Mains Power)

PDU-2—4-M-32A 32A Curve C

210A / per quarter period

Table 62.  NovaScale 6085 Server specifications
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NovaScale 6165 Server Specifications

NovaScale 6165 Servers are delivered rack—mounted in 40U or 19U cabinets.

A-8

The following web site may be consulted for general site preparation information:

http://www.cs.bull.net/aise.

Cabinet Dimensions / Weight

Unpacked Packed
1300H 1300H
Height: 195.5cm (77.0 in) Height: 200.0 cm (78.7 in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.5in)
Depth: 129.5 cm (51.0 in) Depth: 140.0 cm (55.1 in)
Weight (max): 943 kg (2079 Ib) Weight (max): 973 kg (2145 1b)
1300L 1300L
Height: 103.5 cm (40.7 in) Height: 108.0 cm (42.5in)
Width: 60.0 cm (23.6 in) Width: 80.0 cm (31.51in)
Depth: 129.5cm (51.0 in) Depth: 140.0 cm (55.1 in)
Weight (max.): 478 kg (1054 Ib) Weight (max.): 508 kg (1120 Ib)

Service Clearance

Front 150 cm
Rear 100 cm
Side (free side) 100 cm

Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature

Moisture content

Pressure / Elevation

+15°C to +30°C (+59°F to +86°F)
Gradient 5°C/h (41°F/h)

35 to 60% (Gradient 5%/h)

+24°C  (+75.2°F)

0.019 kg water/kg dry air

Sea level < 2500 m

Optimum Operational Reliability

Temperature
Hygrometry

+22°C (+ 3°C) (+ 72°F (+ 5°F)
50% (i 5°/o)

Non-Operating Limits

Dry bulb temperature range

Relative humidity (non—condensing)
Max. wet bulb temperature
Moisture content

+5°C to +50°C (+41°F to +122°F)
Gradient 25°C/h (77°F/h)

510 95% (Gradient 30%)

+28°C (+82.4°F)

0.024 kg water/kg dry air

Shipping Limits

Dry bulb temperature range

Relative humidity (non—condensing)

—35°C to +65°C (—31°F to +149°F)
Gradient 25°C/h (77°F/h)
5 to 95% Gradient 30%/h

Acoustic Power at Room Temperature +20° C (+68° F)

System Running

System Idle

Lw(A) 6.3 Bels

Lw(A) 6.1 Bels
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Power Cables

PDU-—2-4-M-32A

AC (32A)
Cable type
Connector type

1 per PDU
3 x AWG10 (3 x 6 mm2 / #10US)
IEC60309-32A

It is mandatory for power lines and terminal boxes to be located within the imme-
diate vicinity of the system and to be easily accessible. Each power line must be
connected to a separate, independent electrical panel and bipolar circuit breaker.
PDUs require an extra cable length of 1.5 meters for connection inside the cabinet.

Electrical Specifications

(power supplies are auto—sensing and auto—ranging)

Current draw
Power consumption
Thermal dissipation

11 A max. at 200 VAC input
2400 VA per full CSS module
2400 W/ 8190 BTU per full CSS module

Europe
Nominal voltage 230 VAC (Phase / Neutral)
Voltage range 207 — 244 VAC
Frequency 50 Hz £ 1%

United States of America

Nominal voltage

208 VAC (Phase / Neutral)

Maximum inrush current

Voltage range 182 — 229 VAC
Frequency 60 Hz £ 0.3%

Japan
Nominal voltage 200 VAC (Phase / Neutral)
Voltage range 188 —212 VAC
Frequency 60 Hz £ 0.2%

Brazil
Nominal voltage 220 VAC (Phase / Neutral)
Voltage range 212-231 VAC
Frequency 60 Hz £+ 2%

Breaker Protection (Mains Power)

PDU-2—4-M-32A 32A Curve C

210A / per quarter period

Table 63. NovaScale 6165 Server specifications
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Glossary

A

AC: Alternating Current generated by the power
supply. See DC.

ACPI: Advanced Configuration and Power
Interface. An industry specification for the efficient
handling of power consumption in desktop and
mobile computers. ACPI specifies how a
computer’s BIOS, operating system, and peripheral
devices communicate with each other about power
usage.

Address: A label, name or number that identifies a
location in a computer memory.

AMI: American Megatrends Incorporated.
ANSI: American National Standards Institute.

API: Application Program Interface. The specific
method prescribed by a computer operating
system or by an application program by which a
programmer writing an application program can
make requests of the operating system or another
application.

Archive: (Archive file). A file that is a copy of a
history file. When a history file is archived, all
messages are removed from the history file.

ASCII: American National Standard Code for
Information Interchange. A standard number
assigned to each of the alphanumeric characters
and keyboard control code keys to enable the
transfer of information between different types of
computers and peripherals.

Backup: A copy of data for safe—keeping. The
data is copied form computer memory or disk to a
floppy disk, magnetic tape or other media.

Backup battery: The battery in a computer that
maintains real-time clock and configuration data
when power is removed.

Baud rate: The speed at which data is transmitted
during serial communication.

BERR: Bus Error signal pin used to signal a global
machine check abort condition.

BINIT: Bus Initialization signal pin used to signal a
global fatal machine check condition.

BIOS: Basic Input / Output System. A program
stored in flash EPROM or ROM that controls the
system startup process.

BIST: Built-In Self-Test. See POST.

Bit: Derived from Blnary digiT. A bit is the smallest
unit of information a computer handles.

BTU: British Thermal Unit.

Byte: A group of eight binary digits (bit) long that
represents a letter, number, or typographic symbol.

C

Cache Memory: A very fast, limited portion of
RAM set aside for temporary storage of data for
direct access by the microprocessor.

CD-ROM: Compact Disk Read-Only Memory.
High-capacity read-only memory in the form of an
optically readable compact disk.

Cell: The smallest set of hardware components
allocated to a single OS. A cell is functionally
defined by:

—the number of available processors

— memory capacity

— 1/0 channel capacity.

CellBlock: A group of interconnected cells within a
single domain. See Central Subsystem.

Central Subsystem: A group of interconnected
cells gathered within a single domain. See
CellBlock.

Chip: Synonym for integrated circuit. See IC.

Clipping: A PAM Event filter criterion. Clipping is
defined on a Count / Time basis aimed at routing a
pre—defined number of messages only. Identical
messages are counted and when the number of
messages indicated in the Count field is reached
within the period of time indicated in the Time field,
no other messages will be selected for routing.

CMC: Corrected Memory Check condition is
signaled when a hardware corrects a machine
check error or when a MCA condition is corrected
by firmware.

CMCI: Corrected Memory Check Interrupt.
CMCV: Corrected Memory Check Vector.
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CMOS: Complementary Metal Oxide
Semiconductor. A type of low—power integrated
circuits. System startup parameters are stored in
CMOS memory. They can be changed via the
system setup utility.

COM: Component Object Model. Microsoft
technology for component based application
development under Windows.

COM +: Component Object Model +. Microsoft
technology for component based application
development under Windows. The external part of
the PAM software package is a COM+ application.

COM1 or COM2: The name assigned to a serial
port to set or change its address. See Serial Port.

Command: An instruction that directs the
computer to perform a specific operation.

Configuration: The way in which a computer is set
up to operate. Configurable options include CPU
speed, serial port designation, memory allocation,

Configuration Tasks: A PAM feature used to
configure and customize the server.

Control Pane: One of the three areas of the PAM
web page. When an item is selected in the PAM
Tree pane, details and related commands are
displayed in the Control pane. See PAM Tree pane
and Status pane.

Core Unit: A main CSS module unit
interconnecting the MIO, MQB, MSX and MFL
boards. See MIO, MQB, MSX, MFL.

COS: Cluster Operating System.
CPE: Corrected Platform Error.
CPEI: Corrected Platform Error Interrupt.

CPU: Central Processing Unit. See
Microprocessor.

CSE: Customer Service Engineer.
CSS: Central Sub—System. See CellBlock.

CSS Module: A MidPlane with all its connected
components (QBBs, IO boards, PMB) and utility
devices. See Module.

D
D2D: DC to DC converter.

DC: Direct Current generated by the power supply.
See AC.

Default Setting: The factory setting your server
uses unless instructed otherwise.

Density: The capacity of information (bytes) that
can be packed into a storage device.
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Device Driver: A software program used by a
computer to recognize and operate hardware.

DIB: Device Interface Board. The DIB provides the
necessary electronics for the Internal Peripheral
Drawer. See IPD.

DIG64: Developer Interface Guide for IA64.

DIM Code: Device Initialization Manager. Initializes
different BUSes during the BIOS POST.

DIMM: Dual In-line Memory Module — the smallest
system memory component.

Disk Drive: A device that stores data on a hard or
floppy disk. A floppy disk drive requires a floppy
disk to be inserted. A hard disk drive has a
permanently encased hard disk.

DMA: Direct Memory Access. Allows data to be
sent directly from a component (e.g. disk drive) to
the memory on the motherboard). The
microprocessor does not take part in data transfer
enhanced system performance.

DMI: Desktop Management Interface. An industry
framework for managing and keeping track of
hardware and software components in a system of
personal computers from a central location.

DNS: Domain Name Server. A server that retains
the addresses and routing information for TCP/IP
LAN users.

Domain: is the coherent set of resources allocated
to run a customer activity, i.e. the association —at
boot time— of a Partition, an OS instance (including
applications) and associated LUNs and an
execution context including execution modes and
persistent information (e.g. time, date of the OS
instance). Domain definitions and initializations are
performed via PAM. A Domain can be modified to
run the same OS instance on a different Partition.
When a Domain is running, its resources are
neither visible nor accessible to other running
Domains.

Domain Identity: a PAM Domain management
logical resource. This resource contains context
information related to the Customer activity running
in a domain. The most visible attribute of this
resource is the name that the Customer gives to
the activity. For each domain created, the Domain
management feature allows the operator to define
a new activity or choose an activity from the list of
existing activities. See Domain.

Domain Manager: A PAM feature used to power
on / off and manage server domains. See Domain.

DPS: Distributed Power Supply.

DRAM: Dynamic Random Access Memory is the
most common type of random access memory
(RAM).



E
ECC: Error Correcting Code.

EEPROM: Electrically Erasable Programmable
Read-Only Memory. A type of memory device that
stores password and configuration data. See also
EPROM.

EFI: Extensible Firmware Interface.
EFIMTA: EFI Modular Test Architecture.

EFI Shell: The EFI (Extensible Firmware Interface)
Shell is a simple, interactive user interface that
allows EFI device drivers to be loaded, EFI
applications to be launched, and operating systems
to be booted. In addition, the EFI Shell provides a
set of basic commands used to manage files and
the system environment variables. See Shell.

EMI: Electro—Magnetic Interference.

EPROM: Erasable Programmable Read-Only
Memory. A type of memory device that is used to
store the system BIOS code. This code is not lost
when the computer is powered off.

ERC: Error and Reset Controller. This controller
allows PAM software to control error detection and
reset propagation within each pre—defined CSS
partition. The ERC is initialized by PAM software to
ensure a partition—contained distribution of the
reset, error, interrupt and event signals; and to
contribute to error signaling and localization at
platform level.

ERP: Error Recovery Procedure.

ESD: ElectroStatic Discharge. An undesirable
discharge of static electricity that can damage
equipment and degrade electrical circuitry.

Event: The generation of a message (event
message) by a software component and that is
directed to the Event Manager.

Event address: Defines the destination for a
message sent over a specified event channel. An
address is one of: the name of a history file (for the
HISTORY channel), an e-mail address (for the
EMAIL channel), the name of a user group (for the
WEB channel), the SNMP Manager IP address (for
the SNMP channel).

Event channel: Defines how the Event Manager
sends an event message. An event channel is one
of: HISTORY (the message is logged in a history
file), EMAIL (the message is sent to an e—mail
address), WEB (the message is stored for analysis
from the PAM web user interface), SNMP (the
message is sent as an SNMP trap to the selected
SNMP application).

Event filter: A list of selected messages among all
possible event messages. If an event message is
not included in the filter, the Event Manager
discards the message.

Event Manager: A PAM feature used to forward
event messages over a configured event channel.
See Event.

Event message: A message sent by a software
component to the Event Manager for routing to a
destination that is configured by an administrator.

Event subscription: An object that defines the

event channel, address, and filter for sending an
event message. If no such object is defined, the
event message is discarded.

Exclusion: Logical removal of a redundant faulty
hardware element until it has been repaired or
replaced. The hardware element remains
physically present in the configuration, but is no
longer detected by PAM software and can no
longer be used by a domain.

External Disk Subsystem: Disk subsystem
housed inside the NovaScale cabinet.

F

Fail-over: Failover is a backup operational mode
in which the functions of a system component
(such as a processor, server, network, or database,
for example) are assumed by secondary system
components when the primary component
becomes unavailable through either failure or
scheduled down time.

FAME: Flexible Architecture for Multiple
Environments.

FAST WIDE: A standard 16—bit SCSI interface
providing synchronous data transfers of up to 10
MHz, with a transfer speed of 20M bytes per
second.

FC: Fibre Channel.

FCAL: Fibre Channel Arbitrated Loop.
FCA: Fibre Channel Adapter.

FCBQ: Fan Control Board for QBB.
FCBS: Fan Control Board for SPS.
FDA: Fibre Disk Array.

FDD: Floppy Disk Drive.
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Flash EPROM: Flash Erasable Programmable
Read-Only Memory. A type of memory device that
is used to store the the system firmware code. This
code can be replaced by an updated code from a
floppy disk, but is not lost when the computer is
powered off.

Firewall: A set of related programs, located at a
network gateway server, that protects the
resources of a private network from users from
other networks.

Firmware: an ordered set of instructions and data
stored to be functionally independent of main
storage.

Format: The process used to organize a hard or
floppy disk into sectors so that it can accept data.
Formatting destroys all previous data on the disk.

FPB: FAME Power Board (FAME: Flexible
Architecture for Multiple Environments).

FPGA: Field Programmable Gate Array. A gate
array that can reprogrammed at run time.

FRB: Fault Resilient Boot. A server management
feature. FRB attempts to boot a system using the
alternate processor or DIMM.

FRU: Field Replaceable Unit. A component that is
replaced or added by Customer Service Engineers
as a single entity.

FSS: FAME Scalability Switch. Each CSS Module
is equipped with 2 Scalability Port Switches
providing high speed bi—directional links between
server components. See SPS.

FTP: File Transfer Protocol. A standard Internet
protocol: the simplest way of exchanging files
between computers on the Internet. FTP is an
application protocol that uses Internet TCP/IP
protocols. FTP is commonly used to transfer Web
page files from their creator to the computer that
acts as their server for everyone on the Internet. It
is also commonly used to download programs and
other files from other servers.

FWH: FirmWare Hub.

G

GB: GigaByte: 1,073,741,824 bytes. See Byte.

Global MCA: Machine Check Abort is visible to all
processors, in a multiprocessor system and will
force all of them to enter machine check abort.

GUI: Graphical User Interface.
GTS: Global Telecontrol Server.

G-4 User's Guide

H

HA: High Availability. Refers to a system or
component that is continuously operational for a
desirably long length of time.

HAL: Hardware Abstraction Layer.

HA CMP: High Availability Clustered
MultiProcessing.

Hard Disk Drive: HDD. See Disk Drive.

Hardware: The physical parts of a system,
including the keyboard, monitor, disk drives, cables
and circuit cards.

Hardware Monitor: A PAM feature used to
supervise server operation.

HBA: Host Bus Adapter.
HDD: Hard Disk Drive. See Disk Drive.

History File: A file in which the History Manager
logs informative messages or error messages
relating to system activity. Messages are sent from
source components to target components.

History Manager: The component running on the
PAP Windows operating system that logs
messages to history files.

HMMIO Space: High Memory IO Space.

HPB: Hot Plug Board. This board provides an
interlock switch on each 10 Box PCI slot for hot—
swapping PCl boards. See P-HPB.

HPC: High Performance Computing.

Hot plugging: The operation of adding a
component without interrupting system activity.

Hot swapping: The operation of removing and
replacing a faulty component without interrupting
system activity.

HTTP: HyperText Transfer Protocol. In the World
Wide Web, a protocol that facilitates the transfer of
hypertext—based files between local and remote
systems.

HW Identifier: Number (0 — F) used to identify
Cellblock components. This number is identical to
PMB code—wheel position.



I12C: Intra Integrated Circuit. The 12C (Inter—IC) bus
is a bi—directional two—wire serial bus that provides
a communication link between integrated circuits
(ICs).

The 12C bus supports 7-bit and 10—bit address
space devices and devices that operate under
different voltages.

1A64: is a 64—bit Intel processor Architecture based
on Explicitly Parallel Instruction Computing (EPIC).
The Itanium processor is the first in the Intel line of
IA—64 processors.

IB: Infini Band.

IC: Integrated Circuit. An electronic device that
contains miniaturized circuitry. See Chip.

ICH2: I/O Controller Hub 2, component that
contains the fundamental I/O interfaces required by
the system. Flash memory, Keyboard, USB and
IDE device interface.

ICH4: 1/O Controller Hub 4.
ICMB: Intelligent Chassis Management Bus.

ID: A number which uniquely identifies a device on
a bus.

IDE: Integrated Drive Electronics. A type of hard
disk drive with the control circuitry located inside
the disk drive rather than on a drive controller card.

Identity: See Domain |dentity.

lIS: Internet Information Server. A group of Internet
servers (including a Web or HTTP server and a
FTP server) with additional capabilities for
Microsoft Windows NT and Microsoft Windows
(and later) operating systems.

1/0: Input /Output. Describes any operation,
program, or device that transfers data to or from a
computer.

Interface: A connection between a computer and a
peripheral device enabling the exchange of data.
See Parallel Port and Serial Port.

Internal Disk Subsystem: Disk subsystem housed
inside the NovaScale Internal Peripheral Drawer
(IPD).

I0B: Input / Output Board. The IOB connects up to
11 PCI-X boards.

10C: Input / Output Board Compact. The IOC
connects up to 6 PCI-X boards.

IOL: I/O Board Legacy. The IOL provides:
— 1/O controller Hub

— USB ports

—10/100/1000 Ethernet controller

— Video controller

— Serial / debug port

IOR: I/0 Board Riser. The IOR provides:
— 1/O controller Hub

— USB ports

— 10/100/1000 Ethernet controller

— Video controller

— Serial / debug port

IP: Internet Protocol. The protocol by which data is
sent from one computer to another via the Internet.
Each computer (known as a host) on the Internet
has at least one IP address that uniquely identifies
it from all other computers on the Internet.

IPD: Internal Peripheral Drawer. The IPD houses
legacy peripherals (DVD—Rom drive, USB port)
and SCSI system disks.

IPF: Itanium Processor Family.

IPL: Initial Program Load. It defines the firmware
functional phases during the system initialization.

IPMB: Intelligent Platform Management Bus.
IPMI: Intelligent Platform Management Interface.

ISA: Industry Standard Architecture. An industry
standard for computers and circuit cards that
transfer 16 bits of data at a time.

J

Jumper: A small electrical connector used for
configuration on computer hardware.

K
KVM: Keyboard Video Monitor.

KVM switch: the Keyboard Video Monitor switch
allows the use of a single keyboard, monitor and
mouse for more than one module.

L

LAN: Local Area Network. A group of computers
linked together within a limited area to exchange
data.
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LD: Logical Disk. A Storeway FDA 1x00/2x00
logical disk (or LUN) is visible to the OS as a Disk.
See LUN and PD (Physical Disk).

LED: Light Emitting Diode. A small electronic
device that glows when current flows through it.

Legacy Application: An application in which a
company or organization has already invested
considerable time and money. Typically, legacy
applications are database management systems
(DBMSs) running on mainframes or minicomputers.

Licensing Number: When you install an
application protected by a system serial number,
you are requested to supply this serial number.For
optimum flexibility, PAM software allows you to
replace the physical serial number by a logical
licensing number so that you can run the
application on any physical partition and, in the
case of extended systems, on any of the Central
Subsystems within the extended configuration.

LID: Local Interrupt Identifier (CPU).

Local Disk Subsystem: Disk subsystem housed
inside the NovaScale cabinet and not connected to
a SAN.

Local MCA: Machine Check Abort is detected and
handled by a single processor and is invisible to
the other processor.

Locking: Means of functionally limiting access to
certain hardware elements. Locked hardware
elements can no longer be accessed by the current
domain, but are still physically available for use by
other domains. Previously locked elements can be
unlocked so that they can be accessed by the
domain.

LPT1 or LPT2: The name assigned to a parallel
port to specify its address. See Parallel Port.

LS240: Laser Servo super diskette holding up to
240 Mb.

LUN: Logical Unit Number. Term used to designate
Logical Storage Units (logical disks) defined
through the configuration of physical disks stored in
a mass storage cabinet.

LVDS: Low Voltage Differential SCSI.

MAESTRO: Machine Administration Embedded
Software Real Time Oriented.

Part of the PAM software package embedded on
the PMB board.

MCA: Machine Check Abort.
See also Local MCA and Global MCA.
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Memory: Computer circuitry that stores data and
programs. See RAM and ROM.

Memory bank: The minimum quantity of memory
used by the system. It physically consists of four
memory DIMMs.

MFL: Midplane Fan & Logistics board. The MFL
houses the Fan Boxes and is connected to the MIO
and MQB. See MIO, MQB.

Microprocessor: An integrated circuit that
processes data and controls basic computer
functions.

Midplane: Mid—Plane. All system hardware
components are connected to the Midplane.

MIMD: Multiple Instruction Multiple Data

MIO: Midplane Input / Output board. The MIO
connects one or two |OC boards and the PMB. See
Core Unit.

Mirrored volumes: A mirrored volume is a
fault-tolerant volume that duplicates your data on
two physical disks. If one of the physical disks fails,
the data on the failed disk becomes unavailable,
but the system continues to operate using the
unaffected disk.

Module: a Midplane Board with all its connected
components and utility devices. See CSS Module
and MP.

MQB: Midplane QBB board. The MQB connects
one or two QBBs and one or two IPDs. See QBB
and IPD.

MSX: Midplane SPS & XPS board. The MSX
houses a B—SPS switch and is connected to the
MIO and the MQB. There are two MSX boards in a
CSS module. All SP connections between a QBB
and an IOC use an MSX. See B-SPS, MIO, MQB.

MTBF: Mean Time Between Failure. An indicator
of expected system reliability calculated on a
statistical basis from the known failure rates of
various components of the system. Note: MTBF is
usually expressed in hours.

Multimedia: Information presented through more
than one type of media. On computer systems, this
media includes sound, graphics, animation and
text.

Multitasking: The ability to perform several tasks
simultaneously. Multitasking allows you to run
multiple applications at the same time and
exchange information among them. See Task.



Multithreading: The ability to manage more than
one user/program or multiple requests by the same
user/program at a time without running multiple
copies of an application. Each user/program
request is kept track of as a thread. See Thread.

N

NFS: Network File System. A proprietary
distributed file system that is widely used by
TCP/IP vendors. Note: NFS allows different
computer systems to share files, and uses user
datagram protocol (UDP) for data transfer.

NMI: Non—Maskable Interrupt.

NUMA: Non Uniform Memory Access. A method of
configuring a cluster of microprocessors in a
multiprocessing system so that they can share
memory locally, improving performance and the
ability of the system to be expanded.

nsh: nsh stands for new shell. See Shell and EFI
Shell.

NVRAM: Non Volatile Random Access Memory. A
type of RAM that retains its contents even when
the computer is powered off. See RAM and SRAM.

o)

OF: Open Firmware. Firmware controlling a
computer prior to the Operating System.

Operating System: See OS.

OS: Operating System. The software which
manages computer resources and provides the
operating environment for application programs.

P

PAL: Processor Abstraction Layer: processor
firmware that abstracts processor implementation
differences. See also SAL.

PAM: Platform Administration & Maintenance.

PAM software: Platform Administration &
Maintenance software. One part (PAP application
and the PamSite WEB site) runs on the PAP unit.
The other part (MAESTRO) is embedded on the
PMB board.

PAM Tree pane: One of the three areas of the
PAM web page. Server hardware presence and
functional status are displayed in the PAM Tree
pane. See Status pane and Control pane.

PAP unit: Platform Administration Processor unit.
The PC hosting all server administration software.

PAP application: Platform Administration
Processor application. Part of PAM software, PAP
application is a Windows COM+ application
running on PAP unit.

Parallel Port: Connector allowing the transfer of
data between the computer and a parallel device.

PARM request: the PARM application is designed
to handle Requests issued by the CSE (Customer
Service Engineer)

Partition: Division of storage space on a hard disk
into separate areas so that the operating system
treats them as separate disk drives.

Password: A security feature that prevents an
unauthorized user from operating the system.

PCI: Peripheral Component Interconnect. Bus
architecture supporting high-performance
peripherals.

PD: Physical Disk. A Storeway FDA 1300/2300
physical disk is not visible to the OS. See LD.

PDU: Power Distribution Unit. Power bus used for
the connection of peripheral system components.

Permanence: Property of a history file that
determines whether or not the history file can be
modified or deleted from the PAM user interface.
Permanence is either Static (cannot be modified) or
Dynamic (can be modified).

P-HPB: PCI Hot Plug Board. This board provides
an interlock switch on each 10 Box PCI slot for
hot—swapping PCI boards. See HPB.

PIC: Platform Instrumentation Control.

ping: A basic Internet program that lets you verify
that a particular IP address exists and can accept
requests. The verb “to ping” means the act of using
the ping utility or command.

PIROM: Processor Information ROM. Processor
Information ROM (PIROM) contains information
about the specific processor in which it resides.
This information includes robust addressing
headers to allow for flexible programming and
forward compatibility, core and L2 cache electrical
specifications, processor part and S—spec
numbers, and a 64-bit processor number.

PMB: Platform Management Board. Links the
server to the PAP unit.

PNP: Plug aNd Play. The ability to plug a device
into a computer and have the computer recognize
that the device is there.
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POST: Power On Self Test. When power is turned
on, POST (Power-On Self-Test) is the diagnostic
testing sequence (or “starting program”) that a
computer runs to determine if hardware is working
correctly.

PROM: Programmable Read-Only Memory.

PUID: PAM Universal/Unique IDentifier. PAM
software allocates a PUID (PAM Universal / Unique
Identifier) to each hardware / software object to
guarantee unambiguous identification.

The PUID for each hardware element can be
obtained by hovering the mouse over the
corresponding element in the PAM tree, e.g.:
PAM:/CELLSBLOCK_<NAME>/MODULE_x/QBB_
y/CPU_y.

Q

QBB: Quad Brick Board. The QBB is the heart of
the Bull NovaScale Server, housing 4 ltanium ® 2
processors and 16 DIMMs. Each QBB
communicates with other CSS Module components
via 2 high—speed bidirectional Scalability Port
Switches.

See SPS or FSS.

R

RAID: Redundant Array of Independent Disks. A
method of combining hard disk drives into one
logical storage unit for disk-fault tolerance.

RAM: Random Access Memory. A temporary
storage area for data and programs. This type of
memory must be periodically refreshed to maintain
valid data and is lost when the computer is
powered off. See NVRAM and SRAM.

RAS: Reliability, Availability, Serviceability.

Real-time clock: The Integrated Circuit in a
computer that maintains the time and date.

RFI: Radio Frequency Interference.
RJ45: 8—contact regular jack.
RMC: Remote Maintenance Console.

ROM: Read-Only Memory. A type of memory
device that is used to store the system BIOS code.
This code cannot be altered and is not lost when
the computer is powered off. See BIOS, EPROM
and Flash EPROM.

RS-232 Port: An industry standard serial port. See
Serial Port.

RSF: Remote Service Facilities.
RTC: Real Time Clock.
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S
S@N.IT: SAN Administration Tool.

SAL: System Abstraction Layer. Firmware that
abstract system implementation differences in
IA—64 platform. See also PAL.

SAN: Storage Area Network. A high—speed
special-purpose network that interconnects
different kinds of data storage devices with
associated data servers on behalf of a larger
network of users.

SAPIC: Streamlined Advanced Programmable
Interrupt Controller message.

SBE: Single Bit Error.

Scheme: Configuration file ensuring optimum use
and compatibility of the physical and logical
resources used to simultaneously run multiple
domains.

SCI: Scalable Coherent Interface.

SCSI: Small Computer System Interface. An input
and output bus that provides a standard interface

used to connect peripherals such as disks or tape
drives in a daisy chain.

SDR: Sensor Data Record.

SDRAM: Synchronous Dynamic Random Access
Memory. A type of DRAM that runs at faster clock
speeds than conventional memory. See DRAM.

SEL: System Event Log. A record of system
management events. The information stored
includes the name of the event, the date and time
the event occurred and event data. Event data may
include POST error codes that reflect hardware
errors or software conflicts within the system.

Serial Communication: Data sent sequentially,
one bit at a time.

Serial Port: Connector that allows the transfer of
data between the computer and a serial device.
See COM1 or COM 2.Shell is a Unix term for the
interactive user interface with an operating system.

SIO: Server 1/0 / Super /0.

Shell: The Shell is the layer of programming that
understands and executes the commands a user
enters. As the outer layer of an operating system,
the Shell can be contrasted with the kernel, the
inmost layer or core of services of an operating
system. See EFI Shell.

SIOH: Server I/0O Hub. This component provides a
connection point between various I/O bridge
components and the Intel 870 chipset.



SMBIOS: System Management BIOS.
SM-BUS: System Management Bus.
SMIC: Server Management Interface Chip.

SMP: Symmetrical Multi Processor. The processing
of programs by multiple processors that share a
common operating system and memory.

SNC: Scalable Node Controller. The processor
system bus interface and memory controller for the
Intel870 chipset. The SNC supports both the
Itanium2 processors, DDR SDRAM main memory,
a Firmware Hub Interface to support multiple
Firmware hubs, and two scalability ports for access
to 1/0 and coherent memory on other nodes,
through the FSS.

SNM: System Network Module.

SNMP: Simple Network Management Protocol.
The protocol governing network management and
the monitoring of network devices and their
functions.

Source: Each message refers to a source (the
resource that generated the message) and a target
(the component referred to in the message). This
feature can be allows messages to be filtered
according to one or more Source string(s) and is
particularly useful for debugging and
troubleshooting. See Target.

SPD: Serial Presence Detect. DIMM PROM.

SPS: Scalability Port Switch. Each CSS Module is
equipped with 2 Scalability Port Switches providing
high speed bi—directional links between system
components. See FSS.

SRAM: Static RAM. A temporary storage area for
data and programs. This type of memory does not
need to be refreshed, but is lost when the system is
powered off. See NVRAM and RAM.

SSI: Server System Infrastructure.

Status Pane: One of the three areas of the PAM
web page. Provides quick access to CSS Module
availability status, server functional status, and
pending event message information. See also
Control pane and PAM Tree pane.

SVGA: Super Video Graphics Array.

-

Target: Each message refers to a target (the
component referred to in the message), identified
by its PUID, and a source (the component that
generated the message).This feature allows
messages to be filtered according to one or more
Target string(s) and is particularly useful for
debugging and troubleshooting. See Source and
PUID.

Task: Each message refers to a target (the
component referred to in the message), identified
by its PUID, and a source (the component that
generated the message).This feature allows
messages to be filtered according to one or more
Target string(s) and is particularly useful for
debugging and troubleshooting. See Source and
PUID.

TCP: Transmission Control Protocol. A set of rules
(protocol) used along with the Internet Protocol (IP)
to send data in the form of message units between
computers over the Internet.

TCP/IP: Transmission Control Protocol / Internet
Protocol. The basic communication language or
protocol of the Internet.

T&D: Tests and Diagnostics.

Thresholding: A PAM Event filter criterion.
Thresholding is defined on a Count / Time basis
aimed at routing significant messages only.
Identical messages are counted and when the
number of messages indicated in the Count field is
reached within the period of time indicated in the
Time field, this message is selected for routing.

U

UART: a Universal Asynchronous Receiver
Transmitter. The microchip with programming that
controls a computer interface to its attached serial
devices.
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ULTRA SCSI: An enhanced standard 16—bit SCSI
interface providing synchronous data transfers of

up to 20 MHz, with a transfer speed of 40M bytes

per second. It is also called Fast-20 SCSI.

UML: Unified Modeling Language. A standard
notation for the modeling of real-world objects as a
first step in developing an object—oriented design
methodology.

UPS: Uninterruptible Power Supply. A device that
allows uninterrupted operation if the primary power
source is lost. It also provides protection from
power surges.

URL: Uniform / Universal Resource Locator. The
address of a file (resource) accessible on the
Internet.

USB: Universal Serial Bus. A plug—and—play
interface between a computer and add—on devices.
The USB interface allows a new device to be
added to your computer without having to add an
adapter card or even having to turn the computer
off.

VXWORKS: Platform Management Board
Operating System.

\'

VCC: Voltage Continuous Current.
VGA: Video Graphics Array.
VI: Virtual Interface.

Visibility: A property of a history file. Visibility is
either System (the history file is predefined by the
PAM software and is visible only to an
administrator) or User (the history file is created by
an administrator and is visible to both an
administrator and an operator).

VLAN: Virtual Local Area Network. A local area
network with a definition that maps workstations on
some other basis than geographic location (for
example, by department, type of user, or primary
application).
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w

WAN: Wide Area Network. Geographically
dispersed telecommunications network. The term
distinguishes a broader telecommunication
structure from a local area network (LAN).

WBEM: Web Based Enterprise Management.
WMI: Windows Management Interface.

WOL.: A feature that provides the ability to remotely
power on a system through a network connection.

X

XML: eXtended MarkUp Language. A flexible way
to create common information formats and share
both the format and the data on the World Wide
Web, intranets, and elsewhere.

XSP: eXtended Scalable Port.

Y

No entries.

V4

No entries.
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Access, front door, m
Action Request, package,
Action Request package
creating
filtering,
Archive
history,
viewing, online,
Array partition, creating,
Autocall settings, checking,
Autocalls

configuring,
FTP parameters,
B

Back Up, PAM software, [5-27
BIOS, POST codes, |3-68
BIOS info, domain, [3-30

Boot, options,|5-9
Boot LUN, changing.|3-40
Boot manager, EFI:]5—9

C

CD-ROM drive,
Cell

adding a cell to a domain,
removing a cell from a domain
Channels, enabling / disabling,|5-127

Checking
environmental conditions,
events,[4-42

fault status,

hardware availability,

hardware connections,

histories

PMB,

power status,|4-42

SNMP settings,

temperature status,
Checking

Autocall settings,

MAESTRO version,|4-43

PAM version, |4-43

writing rules,|4-43
Checks, server status,[2-6
Clipping, [5-136]
Components

5085,

6085,
Configuration

Console,lﬂ
opening / closing,
toggling, [2-9]
CSS, functional status / domain state,|4-39
CSS hardware, functional status, [4-4]
CSS Module, PMB, [4-45]
CSS module, [1-11]

availability status,|2-7,14-4
power,m
thermal zone,

Custom Package, creating, [4-47]

Customer information, modifying
Customizing, PAM settings,

D

Data disks (SCSI), configuring, [5-5]
Data LUN
adding,

Details pane, PAM,
DIMMs, [1-11]
Disk array

creating a new array partition, 5-6

creating a new SCSI disk array, |5-5,{5-6
Disks,|1 -1 2i

array partition, [5-5,{5-6)|

configuring SCSI data disks, |5-5|
Documentation

highlighting, [xv]

preface,

related publications,
Domain

BIOS info.[3-30
deleting.[3-61
dump, [3-25[3-68

force power OFF
force power off,[3-21
functional status,
hardware resources,
incidents,|3-67‘
modyfying configuration,|3-38
power down,|2-10,2-11 [2-12
power logs,[3-28
power OFF,[3-68
power off,[3-18
power on,
power ON
power up,
powering seq
request logs. 3-31|
reset, |3-24,|3-68]
Domain configuration,|3-38

requirements, assessing,
saving the current snapshot
5-116

Configuring, event messaging,

Connecting to, serve

r domain
Enterprise LAN,[2-25
Web, 2-26|

Connection, hardware, [3-68

adding a cell, [3-54

adding domains
removing a cell,
replacing,|3-1 0|

Domain identity. See identity
Domain manager,
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Domain scheme. See scheme
Domains

E

configurin
incidents, [3-68
managing,

5-29

powering ON/ OFF,
Dump, domain,
DVD/CD-ROM drive,

E—mail

EFI

creating an e—mail account
creating an e—mail server,
deleting an e-mail accoun
deleting an e—-mail server,|

5-121
5-119

editing e—mail account attributes, [5-122
5-120

editing e—mail server attributes,

boot manager,[5-9]

boot manager optionﬁ
file transfer protocol,
manual network configuration,
network setup and configuration, |5-15

shell,[5-11]

EFI boot, options,

EFI

shell

command syntax,

commands

script,
starting,

Electrical safety,
Enterprise LAN, server domain
Linux, connecting,

Windows, connecting,
Environmental conditions, checking,

Ethernet hub,|1-18

Ethernet ports, [1-11 ,|1 -12|

Event filter

advanced filtering cri

creating a new filter,[5-142

deleting, 5-143]

editing filter attributes, [5-143|

preselecting, [5-141

standard filtering criteria, |5-133]
Event message, status,[4-4]
Event messages

acknowledging
consulting,
customizing,

[4-30

teria,|5-136

enabling / disabling channels, [5-127

managing

severity, [5-136

severity levels,
sorting / locating,

source, 5_-1 36

subscription, [5-116

Event subscription
See Subscriptions, [5-129

flowchart,|5-118
4-42

Events, checking, |
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Example scheme
mono—domain
all resources, |5-66
part of resources, |5-77
multi-domain
all resources,|5-88|
part of resources, [5-99
Exclude / include, monitoring, [4-14
Excluding
hardware, |4-24

hardware element,|4-42
Excluding , hardware,|4-24
Exclusion, hardware, [3-68

Extended system, configuring, managing, [5-110

F
Fail-over, policy,
Fault list

consulting,

monitoring

viewing,|4-31
Fault status, checking
FDA 1300 disk rack,
FDA 2300 FC disk rack,
FDD, [1-12]
Fibre Channel, linking a LUN to a FC Host, [3-42]
Firmware information,|4-15
Force power off, domain, [3-21
Front door, opening,[1-19
FRU information,
Functional status, CSS hardware, |4-4
functional status, domain, [3-27

Getting to know, server,|1-7

H

Hardware
connections
excluding,
exclusion, [3-68
including,|4-24, 4-25|

Hardware availability, checking,

Hardware components, locking / unlocking, [3-64,]

Hardware connections, checking,[4-42]

Hardware monitor, CSS module power, |4-19

Hardware resources
checklist,|5-111
domain, |3-32]

HBA, WWN,[5-61

Highlighting, documentation, [xv]

Histories
checking,[4-42]
creating a user history, |5-124
deleting, |5-1 26|
editing parameters, |5-1 25|

History
archiving, [4-34]
viewing, online,[4-32]

History / archive, viewing, offline
History file, deleting, manually,




History files
archiving

viewing, |4
HMMIO, [5-50

Identity

Incident

investigating,|4-38

what to do, [4-38
Incidents

dealing with

domain,
Include / exclude, monitoring.|4-14
Including, hardware,|4-24; 4-25

Indicators
fault status,

failure status,
functional sta

power status,|4-18
presence status,
temperature status,

0B,
I0C
jumper status, |4-21
PCI slot status,|4-22
IOL,|1-11
iSM,|5-5,|5-6,|5-7|
K
Keyboard,
Keys, registry, [xxi
KVM switch,|1-14
L

Laser safety

LEDs, PMB,

Licensing number,

Linux, system users,

Linux domain, remote access, Web,

Linux Redhat, remote access, enterprise LAN,

Linux SUSE domain, remote access, enterprise
LAN, [2-23)

Locking, hardware components 5-63

Locking hardware, scheme,|5-34

LUN
adding a data LUN,
changing_the EFI boot,
creating,|5-7

linking to a FC Host,
removing a data LUN,
LUN list, updating, [5-60]
LUN properties, modifying,[4-44]

LUNSs, |5-52;| -59]

creating, [5-55
deleting.[5-56

editing,[5-57

local,|5-55

renaming,|5-58

scheme, [5-34

updating
M

Machine check halt,|5-50

MAESTRO version, checking,

Managing

domain configuration schemes,|5-34

domain schemes, |5-48
domains,
Memory boards,

MFL, firmware information, |4-15

Microsoft Windows, system users, |5-4
h -21

Mirroring. PAP unit,
Modem,[1-18

Modifying, customer information,

Modifying. LUN properties,
| 13

Monitor,|1-
Monitoring

failure status 4-15
fan status, [4-21
fault list,{4-14

fault status,|4-14,|4-15

firmware information, [4-15|

FRU information,|4-15
functional status, |4-14

Hardware Search engine, [4-9

hardware status,
include / exclude
jumper status. [4-21
PAM Tree,|4-5

PCI slot status, |4-22
power status,
presence status,

server,
Status pane, _

temperature status, [4-20

thermal zones,|4-17
Monothreading mode, [5-50

Mother boards,
Mouse,

Multithreading mode,

Notices
electrical safety, xix|
laser safety,
safety, [xix]

NPort Server.[1-18]

NVRAM, [5-52 [5-59)

NVRAM variables
clearing, [5-60
loading, |5-60
managil
saving,|
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PAM
connection,
customizing,|5-116
details pane,|2-6

event messaging, [5-116

simultaneous connecti

software package, [1-21]
status pane,

toolbar,
tree pane,

user information
user interface
writing rules,

on
1

[2-4

PAM settings, customizing,

PAM software

acivating a version
back up / restore, [5-27
deploying a_new release,

monitoring,
PAM tree pane,

PAM version, checking,

PAM version information, viewing,
PAP application, rebooting,|3-68,]4

PAP unit,

CD—ROM drive,

disks,
Ethernet o:)rts,|1 -1 2|
FDD,|1-12

mirroring, [1-21
serial ports,

PAP users, setting up,

Partitioning,
Peripheral drawer,
PHPB.[1-11

PMB, '
checking, [4-44
code wheels,

firmware information,|4-15|

rebooting, [3-68
resetting. [4-44
testing, |4-44

Power, CSS module, |4-19

Power cables,|1-12,|1-13,

1

4]1-1

16J1-17

Power down, server domain,

Power logs, domain
Power off, domain, |3-18
Power on, domain,|3-14

3-28

2-10,

1,[2-12

Power sequences, domain,[3-29
Power status, checking,

Power—up

server domain, [2-10,§2-11,]2-12
Powering ON / OFF, domains,

system domains,

Preface, do?fntation,
1

Processors,|1-1

Q
QBBs,[1-11]
R

RAID controller,|1-15‘

Rebooting, PAP application, |4-43
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Related publications, documentation,
Remote access
Enterprise LAN,
Linux Redhat Domain
Linux SUSE domain
Vindows domain,
Web,[2-24]
Linux domain,
Windows domain
Request logs, domain,
Reset, domain,
Resetting, PMB, [4-44
Resources, server,
Restoring, PAM software, [5-27

S

Safety, notices, [xix]
SAN,
scheme, [5-34]
SAN LUN lists, updating, [5-54|
Scheme
assess requirements, |5-34
checklist,|5-11
copying,|5-46
creating, |5-34
deleting,|5-46
editing,|5-45
identity, [5-34
loading,|3-8
locking hardware,|5-34]
LUNS, [5-34]
managing, |3-5,|5-34
Pre—requisites, [5-34
renaming. |5-46
SAN,|5-34
steps, [5-34
viewing.|3-6
WWN, |5-34]
SCSI JBOD rack
SCSI rack,[1-15|
Search, hardware
Serial ports, [1-11,
Server
See also system
domain,|2-10,[2-11,{2-12)|
getting to know, |1-7
monitoring, |4-1,]4-2
partitioning,|5-30]
resources, |1-21|
Server components
accessing,|1-1 9|
CD-ROM drive, [1-12]
console,|‘ -13
core unit, 1-1‘|_|
CSS module, [1-11
D|M|\/|s,|1-11|‘
Ethernet hub,F
Ethernet ports, [1-11,{1-12
FDA 1300 FC,|1-16
FDA 2300 FC,|1-16

FDD,[1-12]
internal peripheral drawer, [1-11
IOB,!1-11I

=

—_

IOL,[1-11



keyboard, [1-13]
KVM switch, [1-14
memory boards,|1-11

modem,[1-18

monitor, [1-13

mother ooards,|1 -1 1|

mouse,‘m

NPort Se

PAP unit,

PAP unit disks,[1-12]

PHPB

PMB,|1-11

power cables, [1-12]1-13,]1-14,/1-15,|1-16.]

1-1 7|
processors
QBBs,
RAID controller,
SCSI JBOD rack,
SCSI rack,m
serial ports, [1-11,[1-12|
USB ports,|1-11
VGA port,|1-11]

Server status, checking, [2-6]

Setting up
PAP users,
system users,

Severity, event message,

Snapshot, saving the current configuration,

SNMP settings, checking,

Specifications
NovaScale 5085 Servers,|A-2
NovaScale 5165 Server, |A
NovaScale 6085 Server, |A-
NovaScale 6165 Server, |A
system,|A-1

Status
CSS module,
event message, |4-4
exclude / include, |4-14
failure_ indicators, |4-14,|4-15
fans, |4-21|

fault indicators,|4-1 4,|4-1 5|

functional,
functional indicators,

hardware information,
IOC jumper.|4-21|
PCI slots 4-22)]

presence,
presence ndlcators 4-14
temperature indicators,|4-20
Status pane, PAM,[2-6]
String lengths, [xxi]
Subscriptions

advanced filtering criteria, [5-136
channels.[5-127|
creating,|5-129

o o IS

deleting, [5-130

e—mail account,|5-121
e—mail server,[5-119
editing attributes, [5-130
filter,|5-142
filtering,[5-141
history,[5-124

prerequisitw

setting up,

standard filtering crite@
understanding filters,

System

See also server
dimensions

domains
weight,

System components, DVD/CD-ROM drive,
System users_

Linux,E.
Microsoft Windows,
setting up, [5-4]

T

Temperature status, checking,
Test scheme, |5-47
Testing, PMB, [4-44
Thermal zone,
Thresholding, |
Toolbar, PAM,

U

Unlocking, hardware components, 5-63
USB ports,|1-11
User group, PAP,|5-18

User interface, PAM,

\'
VGA port,
W

Web, server domain
Linux, connecting,|2-26
Windows, connecting,|2-26

Windows domain, remote access
enterprise LAN,|2-22

Web, |2- 24|
Writing rule

checking [4-43]

illegal characters

string lengths,
WWN

checking, |5-61

HBA, [5-61

SAN,|5-34
updating, |5-61|
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