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Preface

This User's Guide describes the management utility [Web-based Promise Array Management
Professional] used to operate the EX4650 Disk Array Controller provided by Promise.

Some of the features explained in this guide may not be supported in your environment. Please be
sure to read the User’s Guide supplied with the platform.

The guide is intended for persons who are familiar with Windows functions and operation
methods.

For details on Windows operation, see Windows Online Help or manuals.
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1. Overview

1.1 Web-based Promise Array Management
Professional
Web-based Promise Array Management Professional (hereafter abbreviated for WebPAM PRO)

is a Web-based application that locally or remotely manages the EX4650 Disk Array Controller
provided by Promise.

WebPAM PRO only supports Microsoft Internet Explorer (IE) 6.0 or later as its browser. After
installing WebPAM PRO, the following features become available in the system.

m  Creating or deleting the following logical arrays on the graphical operation screen of the
browser

RAIDO (data striping with one or more hard disk drives)
RAID1 (data mirroring with two hard disk drives)
RAIDS (data striping with parity with more than two hard disk drives)

RAID1 spanning (same as RAID10. Data mirroring and striping with four hard disk
drives)

m  Checking consistency among logical drives (redundancy check)
m  Checking media error in disks (media patrol)
m  Auto-recovering degraded logical drives (rebuild)

To manage the EX4650 remotely from the management computer, WebPAM PRO must be
installed in the machine to which the EX4650 is connected. These two computers must be set to
allow communication with each other via TCP/IP. HTTPS or SSL is used for communication via
TCP/IP in order to endure security and encrypt the transferred data.



1.2 Precautions

Be sure to read the following notes and precautions before using WebPAM PRO:

We strongly recommend to routinely perform a media patrol or redundancy check for all the
logical drives and HDDs connected. Depending on your system environment, use either the
media patrol or the redundancy check.

Redundancy Environment in which your system is always subject to load.

check --- Redundancy check can continue at a constant rate under
heavy system load.

Media patrol Environment in which your system is subject to a comparatively

small load during a period of time, including the night.
--- Media Patrol has lower priority than other tasks in the system,
so it may make little progress under heavy system load.

The above action allows you to find as soon as possible any subsequent defects (due to
such degradations as aging) in files of low access frequency and unused areas.

When rebuilding after the replacement of a defective HDD, subsequent defects may be
found in the remaining HDDs, preventing the system from being recovered. This
explains why detecting subsequent defects as early as possible is extremely effective in
terms of preventive maintenance.

To ensure the stable operation for your system, we recommend to perform either
synchronization or media patrol once per week or at least once per month.

For more information, refer to the description on the scheduling of the synchronization
or media patrol in this manual. Note that a media patrol task is by default scheduled for
AMO0:00 every Wednesday.

To use the NEC ESMPRO Manager report monitoring or the express report service, the
NEC ESMPRO Agent must be installed before the installation of WebPAM PRO. Install the
ESMPRO modules supplied in the “SAS Array Management Software” CD-ROM and also
perform update of WebPAM PRO SNMP module also in that CD-ROM.

To use WebPAM PRO with the Internet Explorer, some default settings of Internet Explorer
must be changed. Change the default settings following the instructions in "Appendix A
Preparation for Using WebPAM PRO on Internet Explorer."

After installing WebPAM PRO, always install the Standby/Hibernation Lock following the
instructions in the Appendix C. This RAID system does not support power control features.

To start WebPAM PRO, the display setup must be higher than 255 colors. If this is not the
case, a popup requesting more than 255 colors is displayed and MSM does not start.

The timestamp displayed in the WebPAM PRO screen may be later than the actual
timestamp. Please see the timestamp in the OS application log when you check the event
messages.

The message “This page contains both secure and nonsecure items. Do you want to display
the nonsecure items?” may be displayed during WebPAM PRO operation. In this case, click
OK to continue the operation.

The “HTTP 500 Error” window may be displayed particularly while multiple background
activities are running. In this case, refresh the screen using the Refresh tab. For the Refresh
tab, see Section 3.3.



2. Installation/Uninstallation

IMPORTANT:

= Only users with administrator rights are allowed to install and uninstall
WebPAM PRO.

= If you have used Promise Array Management or the Web-based Promise
Array Manager, be sure to uninstall PAM or WebPAM before installing
WebPAM PRO. You cannot use WebPAM PRO with PAM or WebPAM.
For details, see the user’s guide for each utility.

2.1 Installing WebPAM PRO

NOTE: WebPAM may have been factory-installed on
your system. In this case, do not perform the installation
procedure.

1. Insertthe “Drivers & Documentation for Promise Controllers” CD-ROM into the
CD-ROM drive of your computer.

2. Double-click “\WEBPAMPR\SETUP.EXE” on the CD-ROM.
The [Select Install/Uninstall] dialog box is displayed.

WebPAMPr - InstallShield Wizard

Setup Type !
Select the setup type that best suits your needs. I e .

Select Install or Uninstall. Click Nest to Continue.

Mext > ][ Cancel

-10 -



3. Select [Installation for WebPAMPROY] and click [Next].
The [Select a directory to install] dialog box is displayed.

If you want to change the installation directory, click [Browse], and follow the
on-screen instructions.

WebPAMPT - InstallShield Wizard

Select a directory to install

Thiz getup installz WebPAMPRO to following directorny.

To change a directory to instal, click [Browse] button and select a directory.

Destination Folder

C:4Program Files (+GE]sW ebPAMPRO

<Back || MNext> |[ Cancel ]

4. Click [Next].

The installation starts. The popup message "Now installing WebPAM PRO..." is
displayed.

g Mo instaliing ‘webPAMPRO. .

After a while, the [Setup finished] dialog box is displayed.

Setup finished

WwiebPaMPRO setup was finizhed
Tocomplete a setup, pou need to restart.
Restart now?

(#)7ez, | want ko restart my computer now.;

) Mo, | will restart my computer later.

-11 -



5. Select [Yes, | want to restart my computer now], and click [OK].

The system restarts, and the installation is complete.

IMPORTANT:

m  An error regarding WebPAM PRO service may occur immediately after
installing WebPAM PRO. As described below, you have to restart the
system after WebPAM PRO installation. This error does not occur
anymore once the system has been restarted.

= To use WebPAM PRO with the Internet Explorer, some default settings
of Internet Explorer must be changed. Change the default settings
following the instructions in "Appendix A Preparation for Using
WebPAM PRO on Internet Explorer."

m  After installing WebPAM PRO, always install the Standby/Hibernation
Lock following the instructions in the Appendix C. This RAID system
does not support power control features.

NOTE: To display event messages on the NEC ESMPRO
Manager or to use the express report service, some
settings may be required. Refer to Appendix B. For the
events list, see Appendix B.

-12 -



2.2 Uninstalling WebPAM PRO

IMPORTANT: Do not uninstall WebPAM PRO using the
[Add/Remove Application] or [Add/Remove Program] on
the [Control Panel]. Follow the procedure described in
this chapter to uninstall WebPAM PRO.

NOTE: WebPAM PRO is required to manage the RAID
system. Do not uninstall WebPAM PRO unless you have
a good reason to do so, for instance maintenance reasons
or the upgrade of the utility.

1. Insert the “Drivers & Documentation Promise Controllers” CD-ROM into your
computer's optical disc drive.

2. The [Select Install/Uninstall] dialog box is displayed.

WebPAMPr - InstallShield Wizard

Setup Type -
Select the sstup type that best suits your needs. l’\h
Select [nstall or Urinstall. Click Mest to Continue.

73 Installation for 'webPAMPRO
(=2 Uningtallation for WebPaMPROE
[ MHext > l [ Cancel

3. Select [Uninstallation for WebPAM PROQ], and click [Next].

The uninstallation starts. The popup message "Now uninstalling WebPAM PRO..." is
displayed.

@ Mo uninztalling ‘WebPAMPRO. .
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The [Setup finished] dialog box is displayed once WebPAM PRO has been uninstalled.

Setup finished

WebPaMPRO zetup was finished
To complete a setup, you need ta restart.
Festart now?

(%) ¥ez, | want to restart my computer now.;

(Mo, | will restart my computer later.

4. Select [Yes, | want to restart my computer now], and click [OK].

The system restarts, and the application has been successfully uninstalled..

NOTE: Depending on the system status, uninstall the
Standby/Hibernation Lock following the instructions in
the Appendix C.

-14 -



3. Operating WebPAM PRO

This chapter describes how to start WebPAM PRO and how to operate the screens to be
displayed.

3.1 Starting and Exiting WebPAM PRO

IMPORTANT:

m Do not start more than one Web browser for a specific controller at a
time.

Each time WebPAM PRO is started, the security warning screen is
displayed. Click [Yes] to display the logon screen. The security warning
screen will appear again at the next start even if you install the
certification.

= Opening the WebPAM PRO screen with Internet Explorer 7 causes a
[Certificate Error] to appear at the top of Internet Explorer.  This has no
effect on WebPAM Pro operation.

m  When using Internet Explorer 7, a certificate warning is always
displayed on the upper right of the Internet Explorer screen. This has no
effect on WebPAM Pro operation.

m  The default user name and password are "administrator" and
"password," respectively. At the first logon, enter "administrator” and
"password" in the user name and password fields. To change the
administrator’s password after the logon, see "3.4 Managing Users." The
user name and password for logon to WebPAM PRO are accounts
exclusively used for WebPAM PRO. They are different from the user
name and password used to log on to the OS.

m  The “crypt32” error message with 1D:8 may be registered in the
application log at WebPAM PRO startup. This has no effect on WebPAM
PRO operation.

m  When you start WebPAM PRO first time, messages with the date of
1970s may be registered. This has no effect on WebPAM PRO operation.

NOTES:

m Depending on the operating system, browser and/or
color scheme you use, the screens appearing on your
monitor may look different than the captures shown in
this manual.

m I you attempt to start WebPAM PRO and it is the first
time Internet Explorer is started on this server, the
Connection to Internet screen may be displayed. In
this case, perform the relevant Internet Explorer
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settings for this server.
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3.1.1 Controlling WebPAM PRO with a Local Computer

1. Select [Start] — [Programs] — [WebPAM PRO]. Then click [Open].

Administrator

4 Manage Your Server Q! My Computer
E Command Prompt B’ i fene

48 Administrative Tools 3

(. :"Windnws Explorer =
1% Printers and Faxe

%0 Windows Catalog
w GELG & windows Update
@ Hotepad I Accessories

IF) Administrative Tools
IF) NEC ESMPRO Agent
I NEC ESMPRO Agent ESMDiskarray
I Startup
{ @ WebPAMPRO
& Internet Explorer (32-hit)
& Internet Explorer (64-hit)
[5) Outlock Express

LIRS A . Remote assistance

¥
Windows Se

2. The Security Alert window is displayed. Click [Yes].
3. Perform the following operation on the logon screen.

m  Specify the user ID and password in their corresponding fields. (At the first logon, specify
"administrator" and "password" as the user ID and password, respectively.)

m  Click [Login].

2 Promise WebPA# Professional - Microsoft Internet Explorer FEX

File Edit ¥iew Favorites Iools  Help
Qeack - @ - [ @ b Poeach Foravortes & CI- B

ascdress | ] heeps:flocalhost:8443ipromisef

PROMIS :"‘_ Language

v

Beo ik »

&] bone B & Local intranet
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3.1.2 Controlling WebPAM PRO with a Remote Computer

1. Start the Web browser.

2. Inthe Address box on the browser screen, type the IP address of the Promise RAID
system to be controlled and press [Enter].

For example, if the IP address is [10.10.10.10], type
[https://10.10.10.10:8443/promise].

The WebPAM PRO logon screen is displayed when a session with the remote system is
established.

NOTE: If you are using a proxy server to access the
Internet, you need to bypass the proxy server. Refer to
Appendix A for more information.

3. The Security Alert window is displayed. Click [Yes].
The [Block by Security Enforcement] screen may appear. Click [Add] to register
WebPAM PRO to a zone in the trusted site.

4. Perform the following on the logon screen.

m  Specify the user ID and password in their corresponding fields. (At the first logon, specify
"administrator” and "password" as the user ID and password, respectively.)

m  Click [Login].

3.1.3 Exiting WebPAM PRO
Click [Logout] on the WebPAM PRO Header of the WebPAM PRO operation window to exit

the WebPAM PRO operation window. Click [x] at the upper right corner of the WebPAM PRO
logon window to exit it.
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3.2 WebPAM PRO Operation Window

IMPORTANT:

m  During the operation of WebPAM PRO, a security information dialog
box "This page contains items protected by security and those not
protected by security. Are unprotected items shown?" may be displayed.
However, this does not affect the proper operation of WebPAM PRO. If
the dialog box appears, click [Yes] and continue the processing.

m If some load is added during the operation of WebPAM PRO or, in
particular, the execution of more than one background task, the
[HTTP500 Error] dialog box may appear. However, this does not affect
proper operations of WebPAM PRO. In general, auto screen polling
deletes the dialog box. If WebPAM PRO does not recover from the status
after a while, press the F5 key to update the screen or use the Refresh tab.

3.2.1 Using WebPAM PRO for the First Time

1. Click the Subsystem/Host Management icon in the Tree View appearing at the left side of the
screen.

2l https:/flocalhost: 844 3/promise/servietiverifylser?language=en - Microsoft Internet Exploren

Fle Edt Wew Favortes Iools Help e
Qeack - & - [ [ @b P search ¢Favories @ L=

Address @https‘/ﬂln[alhnsl:34434’pmm\5EfsErv\EthEnFyUsEr?\anguagE=En

v B ks *

| Logout |

N

lome (User:administrator)

Welcome to Web based Promise Array Management

A User Management
Suftware (WehPAM PRO)

B subsystemiost Managemer
G WebPAM PRO is an easy-to-use software designed to
Ly.of carcivanagement simplify RAID storage management. WebPal PRO is
specifically designed for Promise external storage
subsystems. WebPAM PRO can configure, manage or
monitor Promise RAID products remotely from a web
browser from anywhere in the world.

Provides local and remote access to Storae subsvstem via TCPIP netwark

Crestes, cielstes, xjpands and converts logical drives remotsly

Lagical drive synchronization and rebuild scheduling

Displays physical drive and lagical drive status

honiors Enclosure status and pravides onlin event logaing

Provides e-mail notifications f physicsl drive, logical drive, cortralier o enclosure events such as srrar
or desrade condtions

HTML-bsased graphical user interface snsures cross piattorm consistency

0 o ooooo

® 2007 Promiss Technolagy Inc. Al rights reserved,
Wersion: 3.02.0070.00, Build Date:Mar 20 2007

&] Dore &) 3 Local intranet

2. Click the Add Subsystem/Host tab in the screen appearing at the right side of the screen.

-19 -



A https:/flocalhost: 844 3/promise/serviet/VerifyUser?languags Microsoft Internet Explorer
Ble Edt Wew Favortes Took  Help [

Qeack - & - (& B @ Pseach FrFavoies 8 | (A- & B

Beo tnks *

Address | 1] https: flocalhast:E443]pramisefserviet fverifyUser?language=en ~

PROMISE Language | Show Event Frame |

| Logout |
TECHNOLOGY, INC. |

Subsystem/Host Management

Information | Add Subsystem /Host ] Delete Subsystemn /Host | User Privilege

-] IP Address

i3 Software Management SubsystemHost Part P sddress 127.0.0.1

<

&) Dane & % Local intranet

3. Make sure that "127.0.0.1" is entered in the Subsystem/Host Port IP address field, and click
the [Submit] button.

£l https:/flocalhost: 844 3/promise/serviet/VerifyUser?language-en - Microsoft Internet Explorer

Fie Edit View Favortes Tooks  Help

QBack v ) - & @ b Psearch Jrravorkes € (- L B

Address @https:/ﬂln:alhnst:sqqafpmrmsafserv\etfvanfyusav?\anguaga:en

PROMISE Language | Show Event Frame |

| Logout |
TECHNOLOG

b - Added

Information ] Add Subsystem fHost | Delete Subsystem jHost | User Privilege

Q List
SubsystemMHost IP Product Information
Management Port IP Health Model/Alias Firmware Version Interface  'WwWH
127001 127.0.04 + ST EX4BS0EL Cirl 10 1.01.0070.01 PCl 2000-0001-55FF-FI27

1D Heatth Information

A Enciosures
I sk arrays
Spare Drives

£ B2 Logical Drive Summary

@] Dore S 3 Local intranet

The host PC information appears in the Tree View.
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3.2.2 WebPAM PRO Operation Screen

The WebPAM PRO window is mainly configured with three parts; Tree View, Management
Window, and Event Frame.

ttps:filocalhost: 844 3/promise/htmlfTree.faces?method -show_hideftwithFrame=true - Microsoft Internet Explorer,

File Edit Wiew Favorites Tools Help :,'
Qbak - O - [{ &) @ Pseach drFavortes 8 (I h B

8443jpromise/htmlfTree.faces?method=show_hidefwithFrame=true Go Links *

address | 1] https:jlocalho

!’EEE%)QL\OL“ e | Language | Hide Event Frame | ebPAM PRO Header | Logout |
i :‘ 3

J

Function tab
127.0.0.1 Logical Drr
Information ~ | Settings Background Activities = Check Table
ﬁ Uszer Management
Q Subsystem/MHost Management &2 Logical Drive Information
Wiy Saft Tree View agical Drive 1D i} X
sias Management Window
T EX4B50EL RAID Level FAID
\ Cortrollers Operational Status Ok
Wy Cortraliert Capacty 512ME a
A Eniosures Physical Capacity 1GE
A Enciosure 1 Mumber of Axles 1
= Physical Drives Mumber of Used Physical Drives 2
[l sict 1 HTACHIHL | | Stripe Size G4KB
& sict 2 maxToR A Sector Size 51 2Bytes
B siot 3 mMaxToR A Disk Array ID o ~
[ sict 4 maxTOR A A
éSk CliES & Event List
Da0
Delete Events
Z1EB Logical Drives Event Frame
B Loo - [R——— p—p v | Severity A v
Spare Drives Host IP  WWH Device Event I Severity Time Description
i i 2000-0001 -55FF-  SEP 1 Enc 2007 0410 .
jis) Logical Drive Summar
% ol b 127004 Fazr 1 0x00060002 info 154200 SEP is found
2000-0001-55FF-  BAT1 Enc 2007 0410 The write policy of writehack logical drive switched from writeback |
127.004 Fao7 1 0x00010011 info 154200 10 veritsthru
2000-0001 -55FF- 2007 0410 .
< ‘ = 127.004 Fao7 Ctel1 000040005 info 164141 The system is started a
@ https: {flocalhast G443 promise/Events. Faces# \:ﬂ Local intranet

Tree View
The Tree View displays hierarchically the configuration of the RAID system, in a way similar to

the Windows Explorer. Each item at a specific level can be expanded by displaying the relevant
information at the lower levels.
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Management Window

The information displayed on the Management Window varies depending on the items selected
on the Tree View.

The window allows you to check and update the setting information on users and devices, and
to create, maintain, delete, or monitor logical drives. The displayed items include text boxes, list
boxes, fields, and buttons.

The Function tabs are used to control various tasks and processes. Depending on the logical
drives and disk status, some Function tabs may be unavailable and grayed out.

Event Frame
The Event Frame displays the events list. The Event Frame can be either displayed or hidden by

selecting [Show Event/Hide Event] on the WebPAM PRO Header. Refer to "3.17 Events" for
details.
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3.3 lIcons

When you click the link to an icon on the Tree View, several settings and status display screens
appear on the Management Window. The features grayed out on the Management Window are
unavailable. For more details on the features, refer to the relevant chapters.

Tree View

Management Window display

Home icon

::' Home (User:administrator)

Displays the name of the current logon
user in parentheses.

Displays the version information of WebPAM
PRO.

Administrative Tools icon 2

Displays the user, host and software
management information on WebPAM
PRO.

User Management tab
Subsystem/Host Management tab
Software Management tab

User Management icon g

Lists user names registered currently in the
Information tab.

When logged on to WebPAM PRO as a super
privilege user, you can create, delete or set
users in the Create or Delete tab.

When logged on to WebPAM PRO as another
user, you can only change your password and
Display Name.

Subsystem/Host Management icon

g(Displayed at logon as a super
privilege user)

Displays information on the current host.

Displays the IP address of the host, the firmware
version of the controller and the Display Name.

You can change the privilege levels of the users
on the User Privilege tab.

Software Management icon %

(Displayed at logon as a super privilege
user)

When logged on to WebPAM PRO as a super
privilege user, you can set the interval for
refreshing the Event Frame. The Event Frame
can be selected out of 15, 30, 60 and 300
seconds. The default is 30.

Host icon g

Displays the information on the host
including its IP address.

Displays the version of WebPAM PRO, firmware
version and host information including its IP
address.

When logged on to WebPAM PRO as a super
privilege user, you can change the privilege
levels of the users on the User Rights tab.

Clicking [Submit] on the Refresh tab allows the
screen to be updated to the latest status. If you
click [Submit], a confirmation dialog box "Are you
sure you want to refresh" appears. Click [OK].

ST EX4650EL icon =
(Subsystem icon)

111

Displays information on the installed RAID card.
You can provide settings for background tasks,
including redundancy check and media patrol,
scheduling and get configuration information.
See the following description for details.
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Tree View

Management Window display

Controller icon =

Displays information on the BIOS and drivers. In
addition, you can provide various settings
including performance, display battery status and
display or change the buzzer setting.

Enclosureicon é

Displays enclosure information. See the
following description for details.

[
Physical Drives icon
Displays HDDs in the enclosure and
connected HDDs.

Displays information on all the connected HDDs.

Disk Arrays icon@
Displays HDDs in the enclosure and
connected HDDs.

Displays information on the disk arrays. You can
provide settings for the creation, deletion,
rebuild, transition or PDM for disk arrays here.

Logical Drives icon %

Displays the list of logical drives installed
in this host.

Displays the logical drives information. You can
initialize the logical drives and provide a
redundancy check for each logical drive.

a
Spare Drives icon d

Displays spare drives information. You can
create or delete spare drives here.

Logical Drive Summary icon %
Displays the battery.

Displays the information on all the logical drives
subordinated to the controller. The displayed
information is the same as the one appearing
when you click a logical drive subordinate to Disk
Arrays.
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3.4 Managing Users

Creating a User Account

To create a new user account, follow the procedure below:

1. Logon to WebPAM PRO as an administrator, or a super privilege user.

2. Click [User Management] in the Tree View and click the [Create] tab appearing in the
Management Window.

User Management -

Information Create Delete

&2 User Settings
Uzer Mame

Mew Password
Retype Passwoard

Dizplay Name

Privilege

Enahle

Subsystem Hame
127004

Privilege

Wigwe

Submit

3. Set the items in the Create tab as shown in the table below:

Item name

Description

Available characters

User Name

Account used at login

Alphanumeric characters of 1
- 31 bytes

New Password

Password

Alphanumeric characters of 0
- 31 bytes (Always set the
password for security
enforcement.)

Retype Password

Same as the value entered in
the New Password field

Display Name Name of user Alphanumeric characters of 0
- 10 bytes
Privilege Privilege to be given to the
user
Enable Check the checkbox.

Privileges are defined as described in the table below.

Privilege Description

View Can set or check every status.
Cannot create or modify any status.

Maintenance Can provide rebuild, PDM, transition, media patrol and
redundancy check.
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Privilege Description

Power Can create (but cannot delete) disk arrays and logical drives,
change RAID levels and stripe sizes and set or change
components of disk arrays, logical drives and physical drives

Super Users of the privilege have all access authorities. The users
can create, delete or change all disk arrays, logical and
physical drives and users.

4. Once you have entered all the required information, click [Submit].
If the user is created successfully, message "User was created successfully™ appears.

The created user is added to the list in the Information tab.

Setting or Changing a User Account

You may select an existing user and change the display name in the Settings tab and the
password in the Password tab.

User Management

Settings | Event Subscription = Password

&2 User Settings

User Mame User(1

Enable
Display Mame |hama
Subsystern Hame Privilege
Privilege
127.00.1 Wiy -~

Submit

If you logon to WebPAM PRO as a super privilege user, you can select the User Privilege tab in
the Subsystem/Host Management window to change the privilege levels of users.

(Selecting the User Privilege tab and clicking the link of the displayed IP address allows the
privileges of registered users to be changed through pull-down menus.)

SubsystemMHost Management

Information | Add Subsystermn /Host | Delete Subsystem fHost | User Privilege
&2 Subsystem Information
Host P 127004

&4 Subsystem Management Rights

User Hame Privilege

Userll i s
Uszer02 Maintainance b
Userd3 Powver w
Userdd Super b

administrator

Suibmit
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Deleting a User Account

1. Logon to WebPAM PRO as an administrator, or a super privilege user.

2. Click the User Management in the Tree View and then click the Delete tab appearing in
the Management Window.

User Management
Information = Create | Delete
&2 User List
|:| User Hame Operational Status Display Hame
] Useri Enakled hama
F User(2 Enakled User02
] User03 Enabled User03
[F Userdd Enabiled Userd4
adminiztrator Enabled Super User

Submit

3. Check the checkbox located to the left of each user to be deleted and click [Submit].

The confirmation dialog box appears. Click [OK].

Microsoft Internet Explorer E|

9

7
“‘J"/ Are you sure to delete user(s)?

[ ok |[ Cancel ]

The specified user accounts hae been deleted.

IMPORTANT: Administrator accounts cannot be deleted.
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3.5 Several Settings and Information Review

Clicking an icon on the Tree View displays the corresponding information on the Management
View, where you can see various information and set several features.

3.5.1 Subsystem (ST EX4650EL) Icon

If you select the subsystem (ST EX4650EL) icon in the Tree View, the controller information is
displayed in the Management Window. This screen displays the BIOS and driver information
and allows you to set several parameters, including performance, and to check or delete the
redundancy check and media patrol schedules.

Language [EUrIERS | Show Event Frame |

\ Logout \

== Home (User:administrator) 127.0.0.1 Subsystem Information
US;H Ma.nagsr;us.m Information | Settings ~ Firmware Update ~ Health Event v Background Activities ~ Scheduler ~  Configuration |
G subsystemHost Managemer %2 Subsystem Information
% Software Management Alias
Zroni Vendor Promise Technology Inc
BT EX4630EL Macle] ST EX4G50EL
% Cortrallers Setial Mumber HO40071023000:58
Moy, cortralert VAT 2000-0001-55FF-F33F
3 ¢4 Enclosures Part Mumber F29546542000000
=1 ¢ Enclosure 1 Revision Number AT
= Phrysical Drives Manufacturing Date Mar 02,2007 00:00:00
m Slot 1 FUJTSU M Mumber of JAOD Enclosures Connected o
m Slot 2 HITACH H Mumber of Cortroller Present 1
m Slot 3IHTACHH System Date & Time Apr 07 2007 15:27.46
*@ Disk Arrays % Subsystem Tools List
- &8 Da0 (BootDA) Tool List Deseription
3 Losical Drives Restore Factory Defaults Restare factory defauit settings for the functions you selsct
ohe é Y Clear Statistics Clear statistical data for all cortrallers, physical drives and logical drives
: @ P Shutdown Shutdowen or restart the subsystem
ﬁ Spare Drives
53 BB Losical Drive Summary
EE L0 (BootRAIDD)
E L
< ¥l >

Information tab

The Information tab displays the information on the subsystem.

Clear Statistics — For maintenance only. Clears the statistical information accumulated for the
controller.

Settings tab
The Settings tab allows you to set an alias of the subsystem. If you enter a name in the Alias

field and click [Submit], the subsystem name in the Tree View will be changed to the entered
name at the screen update timing.

Firmware Update tab

The Firmware Update tab allows to update the RAID card firmware from WebPAM PRO. This
tab is provided only for maintenance.
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Health tab

The Health tab displays the health status of the controller, disk arrays, logical drives, spare

drives and connected HDDs.

Event tab

If you click the center of the Event tab, then the log information saved in the RAMs on the

RAID card (runtime events) appears.

If you click the downward arrow at the right end of the tab, then the log information (subsystem

events) saved in the NVRAMSs appears in addition to runtime events.

NOTE: You cannot sort the list in this screen.

Background Activities tab

If you click the Background Activities tab, the progresses of tasks being executed, the priority of

each tack and other information appear.

127.0.0.1 Background Activities
Information ~ Settings ~  Firmware Update ~  Health = Event ~ | Background Activities ~ | Scheduler ~  Configuration

& Background Activities

Media Patrol Running - 1 %

& Background Activity Parameters

Rebuild Rate Mecium

Logical Drive Intislization Rate Medium

Medlia Patrol Rate Liwr

Redundancy Check Rate Mecium

Migration Rate Lo

FDN Rste Medium

Transition Rate Medium

Reassigned Block Threshald 32 Blocks

Error Block Threshold 32 Blocks

heciia Patrol Enabled

At Rebuilid Enablzd

Last Media Pstrol Start Time Apr 07 2007 16:32:39
Last Media Patrol Stop Time Mar 28 2007 13:17:28

Clicking the link of a task being progressed displays detailed information.

127.0.0.1 Background Activities

Information Settings ~ Frmware Update ~  Health Event - | Background Activities ~ | Scheduler ~ Configuration

¥ Media Patrol Status

Media Patrol Status Running
Media Patrol Overall Progress 1%
Current Physical Drive D il
Progress on Current Physical Drive 9%
Mumber of Physical Drives Completed a
Mumber of Physical Drives Queued 2
Completed Physical Drives IDs

Gueued Physical Drives Ds 253
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If you click the downward arrow at the right end of the tab, menu items used to change the tasks
priorities (Settings) and to start the tasks appear.

127.0.0.1 Background Activities

Information ~ Settings ~ Firmware Update ¥ Health = Event ~ | Background Activities |~ | Scheduler >  Configuration
& Background Activities Settings

Media Patral Running - 6 % i B ]

Start Rebuild

& Background Activity Parameters Start PDM

Rebuild Rate Medium Start Transition

Laogical Drive Initislization Rate Medium Start Initialization

Media Patrol Rate Loy Start Redundancy Check
Redundancy Check Rate Medium

Migration Rate Loy

POM Rate Medium

Transition Rate Mecium

Reaszsigned Block Threshold 32 Blocks

Ertor Block Threshold 32 Blocks

Media Patrol Enabled

Auto Rebuild Enabled

Last Media Patrol Start Time Apr 07 2007 16:32:39

Last Media Patrol Stop Time Mar 28,2007 13:17:28

Settings menu

Rebuild Rate

Sets the rebuild process priority. The default is Medium.

Logical Drive Initialization
Rate

Sets the logical drive initialization priority. The default is Medium.

Media Patrol Rate

Sets the media patrol process priority. The default is Low.

Redundancy Check Rate

Sets the redundancy check priority. The default is Medium.

Migration Rate

Sets the expansion priority. The default is Low.

PDM Rate

Sets the PDM priority. The default is Medium.

Transition Rate

Sets the transition priority. The default is Medium.

Reassigned Block
Threshold

Sets the reassigned block threshold. The default is 32.

Error Block Threshold

Sets the error block threshold. The default is 32.

Enable Media Patrol

Enables or disables the media patrol process. The default is [Enable].

Enable Auto Rebuild

Enables or disables whether the auto rebuild. The default is [Enable].

To return to the original values after changing some settings, click [Reset].
To change some settings and enable the new values, click [Submit].
To return to the recommended default values, click [Default] and afterwards click [Submit].

IMPORTANT: The information is set to proper values by
default. As a rule, do not change the settings.
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Scheduler tab

The Scheduler tab lists the scheduled tasks.

127.0.0.1 Background Activity Scheduler - schedule was created successfully.

Information Settings ~ Firmware Update ~  Health Event ~ Background Activities ~ | Scheduler ¥ [ Configuration
& Schedule List

Type Recurrence Start Time Operational Status Target

LD
Redundancy Check 1 Wizekly 02:00 4/9:2007 Enabled Auto Fix true

Pauze on Error: false
Media Patrol 1 Wzekly 00:00 4/8/2007 Enabled PO 123

One or more tasks may be scheduled. If you click the link of a scheduled task, its detailed
settings appear.

127.0.0.1 Background Activity Schedules

Information =~ Settings ~ Firmware Update ~ | Health = Event ~ Background Activities ~ | Scheduler ~ | Configuration
&2 Current BGA Scheduler :
Scheduler hame ® Media Patrol
Enable This Schedule
Recurrence Pattern O daily @ wweekly O morthly

Cancel

This screen allows you to change the information on a scheduled task. Refer to the “Create a
Schedule” procedure for more information.

If you click the downward arrow at the right end of the tab, you can create a new schedule or
delete an existing schedule. See the description of each task for details.

Configuration tab

For details of the Configuration tab, see "3.18 Collecting Configuration Information."”

3.5.2 Controller

If you expand the Controllers icon in the Tree View, information on the connected controller is
displayed. Click on a controller icon to display information in the Management Window. On the
screen, you can check the status information of the controller or provide settings for batteries
and buzzers.
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PROMIS

TECHNOLOG

Language [t

| Show Event Frame |

| Logout | |

Spare Drives
[E2; @ Logical Drive Summary

< I >

Information tab

The Information tab displays information on the controller.

Settings tab

127.0.0.1 Controller Information

Information ~ | Settings Clear

Battery =~ Buzzer -

& Controller Information
Contraller 1T

Alias

Wencor

Madel

Cperational Status
Povwver On Time

Cache Usage

Dirty Cache Usage

Part Mumber

Serial Mumber

Hardware Revision
il

Manutacturing Date

SCE| Protocols Supported
Host Driver Version

Bioz Yersion

Firmwsare Yersion

Single Image Yersion
Single Image Build Date

& Advanced Controller Information
Memary Type

Maimas Civa

1

PROMIZE

ST EX4B50EL

OK

41 hours 12 minutes
0%

0%

F20954654 2000000
HO4D071 02300056
a3
2000-0001-55FF-FA3F
322007

SCE-2

300000011
3.00.0000.35
4.01.0070.04
1.01.0070.01

44 2007

DDR2 SDRAM

ERGS]

The Settings tab allows you to set an alias of the controller, provide settings on S.M.A.R.T.
detection or set the write cache of the controller.

IMPORTANT:

m  The information is set to proper values by default. As a rule, do not

change the settings.

m If you put or remove a checkmark in the Enable SMART Log or Enable
Coercion check box, it is effective immediately.

127.0.0.1 Controller Information
Information ~ | Settings Clear Battery = Buzzer ~

& Controller Settings

Contraller I© 1

Alis [

Enable SMART Log

SMART Palling Interval [1-1440] |1 u] minutes
Enahle Coercian ]

Coercion Method

‘Wirite Back Cache Flush Interval [1-12] |3 seconds
Enclosure Polling interval [15-255] |1 5 seconds
Adaptive Writeback Cache
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<Description of major items>

Adaptive Writeback
Cache

Adaptive Writeback Cache controls the write cache mode for all the logical
drives per controller base.

Checked:

When the following conditions match, the write policy of all logical drives
under the controller is set to “Write Through”, regardless of the write policy
settings for the individual logical drive.

- Operational Status: status EXCEPT FOR “Fully Charged”

- Estimated Hold Time: less than 70 hours

- Battery Temperature: Above 60 centigrade.

Unchecked:
The write cache mode of the individual logical drive depends on the settings
of each logical drive.

For details of the battery settings, see the “Battery” section described below.
For details of the write cache mode settings for each logical drive, see “3.5.9
Logical Drive.”

Battery tab

The Battery tab displays the current information on the battery if connected.

127.0.0.1 Controller

Information ~ Settings Clear Battery | Buzzer —

& Batteries Information
Device

Operational Status

Battery Chemistry
Manufacturing Date

Remaining Capacity

Battery Cell Type

Estimated Hold Time:
Tempersture Threshold Discharge
Tempetsture Threshold Charge
Battery Temperature

Cycle Court

“oltage

Current

1

Fully Charged
Li-ion

7 26 2006
100 %

1-cell

92 Hours

60 =C /140 *F
B0 °C /140 °F
45°C 113 °F
o

4168 my
0ma

<Description of major items>

Operation Status

Fully Charged: The battery is fully charged.
Charging: The battery is charging.

Estimated Hold Time

Displays the estimated hold time of the battery.

Battery Temperature

Displays the temperature of the battery.

When no battery is connected, the message "No Battery detected" appears.
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Buzzer tab

The Buzzer tab displays the current buzzer settings.

Click the downward arrow at the right end of the tab and select "Settings" to change the buzzer
settings. When changing the setting, click [Submit] to enable the new setting. A Buzzer ring is

disabled by default.

3.5.3 Enclosure

If you expand the Enclosure icon in the Tree View, then the overview of the current enclosure

and the information on the connected physical drives appear.

Information tab

The information tab displays the information on the enclosure.

127.0.0.1 Enclosure

Information Settings FRU VYPD

&2 Enclosure Information
Enclosure ID 1
Enclosure Type MWEC
SEF Firmweare Yersion

Mai Mumber of Controllers

Max Mumber of Physical Drive Slots
e Mumber of Fans

e Mumber of Blowers

Maix Mumber of Temperature Sensors
M=z Mumber of Power Supply Units

iz Mumber of Batteries

o = o oo o & =

Maix Mumber of Voltage Sensors
&2 Power Supphy Units
Device ID Operational Status

& Fans

Device ID Location Operational Status Healthy Threshold Current Speed
&2 Blowers

Device ID Location Operational Status Healthy Threshold Current Speed
&2 Temperature Sensors

Device ID Location Healthy Threshold Current Temperature

&4 Voltage Sensors

FRU VPD tab

The FRU VPD tab displays information on the controller and battery.
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3.5.4 Physical Drives

If you click [Physical Drives] below the Enclosure icon in the Tree View, then the information
on the physical drives connected to the enclosure is displayed.

Information tab

The Information tab lists all the physical drives.

Global Settings tab

127.0.0.1 Settings for All Physical Drives in All Enclosures
Information Global Settings BBM

& SATA Drive Settings

Enable Write Cache Bl

Enable Read Look Ahead Cache O

Enable Command Queuing |

DMA WMode .i-‘iBI-‘l-'l'\B b

&4 SAS Drive Settings

Enable Write Cache F

Enable Read Look Ahead Cache

Enable Command Queuing

Enable Read Cache

[rese T oot

The Global Settings tab allows you to provide settings on the write and read caches for all the
physical drives.

IMPORTANT:
m  “SATA Drive Settings” is not supported.

m  The write cache option is provided for the HDDs and is different from
the cache on the disk array controller. For the write cache settings for the
logical drives in a battery configuration, see "3.6.5 Logical Drive."

= We recommended you set the write cache for the HDDs to [Disable] (no
check). If you feel your HDDs are performing poorly, take the proper
measures to prevent instantaneous power interruption, including the use
of an uninterruptible power supply (UPS) and setting the write cache to
[Enable] (checking).

m  Even if you change the following settings, they return to the default
values after restarting the system.
- Enable Write Cache
- Enable Read Lock Ahead Cache
- Enable Command Queuing
- Enable Read Cache
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BBM tab

The BBM (Bad Block Mapping) tab allows you to check the bad blocks in all the physical
drives. When detecting an irreparable block in a physical drive, WebPAM PRO registers the
information in this list.

127.0.0.1 Physical Drives Bad Block Mapping

Information Global Settings BBM

Bad Block Count
Bad Block Format
Biad Block List

Bad Block Count
Bad Block Format
Biad Block List

Bad Block Count
Bad Block Format
Bad Block List

% Bad Block Mapping-Drive on Encl 1 Slot 1

i}
Cylinder, Head, Sector

%4 Bad Block Mapping-Drive on Encl 1 Slot 2

1]
Cylinder, Head, Sector

%? Bad Block Mapping-Drive on Encl 1 Slot 3

1]
Cylinder, Head, Sector

3.5.5 Physical Drive

If you click a specific Slot icon below the Physical Drives in the Tree View, information on the
HDD appears in the Management Window.

PROMISE"| '

TECHNOLOGY, INC.

A S

Home (User:administrator)
Q User hanagemert
Q SubsystemHost Managemen

@ Logical Drives
[EE LDO (BoctRAIDO)
DA1

Language EeUllEERS

| Show Event Frame |

127.0.0.1 Physical Drive

Information ~ | Settings  Force Offine  Clear

&4 Physical Drive Information

Software Management Physical Drive 1D 1
Location Encl 1 Slat 1
Aligz

f \ Corntrollers Physical Capacity 33.87GH
\ Cortrolier! Configurable Capacity 33.75GB
A Erciosures Lized Capacity 337568
=1 ¢ Erclosure 1 Block Size 512 Bytes
Physical Drives Operational Status OK
Q Configuration Status DAD Segho O
m Maclel FUJITSU MAXZO3ERT
B stat 3 HITACH HL Cwive Irterface SAS 3Gz
@ Disk Arrays Serial Mumber DQGEPETO0M 7S
e @ DAD (BootDA) Firmware YWersion 2903
Protocol Version SPC

%2 Advanced Physical Drive Information

Yirite Cache Digabled
iy EZ Logical Drives Read Look Ahesd Cache hlot Supported
& spare Drives Ensble Read Cache Enabled
i @ Logical Drive Summaty Command Gueing Enshled
B2 LD (BoatRAIDD) Command GQueuing Support ‘fes
B o iarlel Wide Mame 5000-D0E0-1248-6300
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Information tab

<Description of major items>

Operation Status OK The physical drive is operating normally.
Rebuilding The physical drive is being rebuilt.
OK, PDM Running The physical drive is running PDM.
OK, Media Patrol Running The physical drive is running media patrol.
OK, Transition Running The physical drive is running transition.
OK, Migration Running The physical drive is running migration.
Dead, Forced Offline Force Offline has been done.
OK, Forced Online Force Online has been done.
Dead The Disk Array of which the physical drive

consists is in Degraded or Offline status.

Stale, PFA A S.M.A.R.T. error has occurred.

Settings tab

‘ 127.0.0.1 Physical Drive

Information ~ | Settings Force Offline Clear

& Physical Drive Settings

Physical Drive Alias

Sulamit

The Settings tab allows you to set an alias for the physical drive.
If you change the value to another, click [Submit] to fix it.

Force Offline/Online tab

The Force Offline/Online tab enables you to force online or offline a physical drive.

IMPORTANT: Forcing a physical drive offline or online
is likely to cause data loss. Be sure to back up your data
before you proceed.

Clear tab

The Clear tab only appears when one of the following conditions is present.

- A fault occurs in a physical drive configuring a logical drive, and the physical drive contains
incomplete or obsolete logical drive information.

- A preventive maintenance error occurs in a physical drive.
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3.5.6 Disk Arrays

If you select the Disk Arrays icon in the Tree View, all the disk arrays are listed in the
Management Window.

Information tab

The Information tab lists the existing disk arrays.

Create tab

For the Create tab, see "3.6 Creating Disk Array and Logical Drive."
Delete tab

For the Delete tab, see "3.7 Deleting Disk Array and Logical Drive."

3.5.7 Disk Array

If you click a specific disk array (DA) icon below "Disk Arrays" in the Tree View, information
on the disk array is displayed in the Management Window.

Eal
127.0.0.1 Disk Array
Information Settings Create LD Delete LD Background Activities ~  Transport
& Disk Array Information
Disk &rray D u]
Aliaz BootDa,
Operstional Status Ok
Total Physical Capacity 33.87GH
Configurable Capacity 33.75GH
Free Capacity 0 Byte
Max Contiguows Free Capacity 0 Byte
Media Patrol Enahled
PO Enahled
Mumber of Physical Drives 1
Mumber of Logical Drives 1
Available RAID Levels o
& Physical Drives in the Disk Array
Device Model Type Configurable Capacity Operational Status
PD1 FUJITSL MAKS036RC SAS 333G Ok
& Logical Drives in the Disk Array
Device Alias RAID Level Configurable Capacity Operational Status
LDO BootRAID0 RAIDO 333G Ok
& Available Spare Drives to the Disk Array
Device Physical Drive 1D Revertible Type Configurable Capacity Operational Status
NN hit =oare drive available inthe dizk areay bt
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<Description of major items>

Operation Status

OK
Degraded

Offline

OK, Rebuilding

OK, PDM Running

OK, Transition Running
OK, Migration Running
Transport Ready

The disk array operates normally.

One of the members of the disk array is in
abnormal status.

The disk array is in offline status.
The disk array is being rebuilt.

The disk array is under PDM.

The disk array is under Transition.
The disk array is under expansion.
The disk array is ready for transport.

Settings tab

The Settings tab allows you to enable or disable the alias, media patrol and PDM.

Create LD tab

IMPORTANT: If an error occurred in any HDD in the
logical drive while the PDM feature is enabled, the data
is copied onto the spare drive automatically.
Consequently, the slot location initially assigned for a
physical drive configuring a logical drive may be
changed. Consideration must be taken into account to use
the PDM feature. See "3.11 PDM" for details.

For the Create LD tab, see "3.6 Creating Disk Array and Logical Drive."

Delete LD tab

For the Delete LD tab, see "3.7 Deleing Disk Array and Logical Drive."

Background Activities tab

The Background Activities tab displays the BGA being run in the selected disk array. Clicking
the arrow at the right end of the tab allows the BGA start menu executable at the RAID level

(including expansion, rebuild, PDM and transition) to be displayed. See the section describing
each BGA for details.

Transport tab

For the Transport tab, see "3.13 Transport."
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3.5.8 Logical Drives

If you select the Logical Drives icon in the Tree View, all the logical drives are listed in the

Management Window.

Information tab

The Information tab lists the existing disk arrays.

3.5.9 Logical Drive

If you select the Logical Drive View icon in the Tree View, the outline of the current logical

drive is displayed in the Management Window.

Information tab

127.0.0.1 Logical Drive

Information ~ | Settings

Background Activities ~  Check Table

& Logical Drive Information

Logical Drive 1D 1]

Alias BootRAIDD

RAID Level RAIDD

Cperational Status Ok

Capacity 33758

Physical Capacity 33.75c8B

humber of Axles 1

Mumber of Used Physical Drives 1

Stripe Size B4KB

Sector Size 512Bytes

Disk &rray D 1]

Read Policy Read Ahead

WWirite Palicy Wirite Through

Current Wyrite Policy Wite Through

Serial Mumber 000000000000000000000000900ESEFBAEFTFF29
Wiy 22DE-0001-5548-9F4F
Synchronized Yes

Rra,
Rra,
Rra,

Tolerable Mumber of Dead Drives
Parity Pace
Codec Scheme

<Description of major items>

Operational Status

OK

Critical

Offline

Offline, Transport Ready
Critical, Rebuilding

OK, Redundancy Checking
OK, Initializing

Operation Status

The logical drive is operating normally.

The logical drive is in Critical condition.

The logical drive is in Offline condition.

The disk array is ready for transport.

The logical drive is being rebuilt.

The logical drive is under a redundancy check.
The logical drive is being initialized.

- 40 -




Current Write Policy

This item displays the status of the current write cache for this logical drive. The status varies
depending on the settings of the write cache for each logical drive, settings of the write cache
for the entire controller (Adaptive Writeback Cache), existence of battery connection and
battery status in an environment where a battery is connected. For the Adaptive Writeback
Cache, see “3.5.2 Controller.”

Setting of Adaptive | Battery status Write Policy (write Current Write Policy
Writeback Cache cache settings for
each logical drive)

Disable No battery connected or Write Back Write Back
abnormal status Write Through Write Through
Battery connected and Write Back Write Back
normal status Write Through Write Through

Enable No battery connected or Write Back Write Through
abnormal status Write Through Write Through
Battery connected and Write Back Write Back
normal status Write Through Write Through

Settings tab

Alias Alias name

Read Policy Read Cache: Uses the cache when reading.
Read Ahead: Uses the cache when reading and provides read ahead. Improves
the performance by reading ahead before request.
No Cache: Does not use the cache when reading.

Write Policy Write Through: Does not use cache when writing.

Write Back: Always uses cache when writing. This setting can improve write
performance.

However, despite the setting, the actual write cache status may vary depending
on the setting of write cache for the controller (Adaptive Writeback Cache) and on
the battery status. See the description of the Current Write Policy in the
Information tab in "3.5.9 Logical Drive" for detalils.

If you change either or both of the policies, click [Submit] to enable the change.

IMPORTANT: If you change an option for Read Policy,
it is effective immediately.
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Background Activities tab

The Background Activities tab displays the BGA being executed in the selected disk array. Click
the arrow at the right end of the tab to display the BGA start menu items executable at the RAID
level (including Initialize and Redundancy Check). See the description of each BGA for details.

Check Table tab

If a consistency error is detected during a redundancy check and the error cannot be repaired,
the error is registered in the Check Table tab.

Check Table Type All: Displays all error types.
Read Check: Lists read errors.
Write Check: Lists write errors.

Inconsistent Block: Lists inconsistent blocks detected by
redundancy check.

# No.

Table Type Type of Read Check, Write Check or Inconsistent Block
Start Logical Block Address LBA of first block

Count Number of successive blocks starting from the above LBA

3.5.10 Spare Drives

If you click the Spare Drives icon in the Tree View, information on the spare drives appears in
the Management Window.

Information tab

Displays the status of the spare drives.

Create tab

For the Create tab, see "3.15.1 Creating a spare drive."

Delete tab

For the Delete tab, see "3.15.2 Deleting a spare drive."

3.5.11 Logical Drive Summary
The Logical Drive Summary displays information on all the logical drives below the controller.

The displayed contents are the same as those appearing when you click a specific logical drive
below a disk array.
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3.6 Creating a Disk Array or Logical Drive

A disk array can be created using one of the following three ways.

Automatic Configuration

and logical drives.

Checks the number of unconfigured HDDs currently connected and
automatically creates disk arrays of the proper capacity, RAID level

Express Configuration

logical drives to be created.

Creates disk arrays and logical drives semi-automatically only if you
select a RAID level fit to the environment used and the number of

Advanced Configuration
parameter.

Creates disk arrays and logical drives if you select or enter every

3.6.1 Automatic Configuration

1. Click Disk Arrays in the Tree View.

2. Click the Create tab in the Management Window and select Automatic Configuration.

127.0.0.1 Automatic Configuration

Information | Create ~ | Delete
& Disk Arrays
Mumber of Physical Drives 2
Physical Drive Ds 23
Total Configurskile Capacity 136.10GE

Mumber of Logical Drives 1

& Logical Drives

&2 Spare Drives
# Physical Drive IDs Spare Type

Mo hat spare drive available in the disk array.

# PRAID Level Capacity Stripe Size Sector Read Policy
1 |RAID E5.05GB B4KB 212Bvytes Read Mhead

Write Policy
Wiite Back

- Submit

3. Click [Submit].

Disk arrays and logical drives are automatically created.

In the automatic configuration, the RAID level to be created is automatically determined

depending on the number of free HDDs as follows:
RAIDO for a single HDD

RAID1 for two HDDs

RAIDS for three HDDs

RAIDS for four HDDs
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3.6.2 Express Configuration

1. Click Disk Arrays in the Tree View.

2. Click the Create tab in the Management Window and select Express Configuration.

&2 Express Configuration
Redundancy

Capacity

Performance

Mumber of Logical Drives
Application Type

Automstic Update

& Disk Arrays

Mumber of Physical Drives
Phiysical Drive IDs

Total Configurakle Capacity
Mumber of Logical Drives
% Logical Drives

# RAID Level

1 |RAID1

&4 Spare Drives

# Physical Drive IDs

127.0.0.1 Express Configuration

Information | Create ~ | Delete

Capacity
65.05G8

Mo hot spare drive available in the dizk array

File Server v

O

2
23

136.10G8

1

a3

Write Policy
Wirite Back

Sector
512Bytes

Read Policy
Read Ahead

Stripe Size
G4KB

Spare Type

Submit | Cancel

The following options can be set.

Redundancy

Determines whether redundant logical drives are created or not.

If you check the checkbox, RAID1, RAID5 or RAID10 is created
depending on the number of connected HDDs available for creating
logical drives.

If you do not check the checkbox, RAIDO is created.

Note: If only one HDD available for creating logical drives is
connected, RAIDO is created no matter whether the checkbox is
checked or not.

Capacity

If you check the checkbox, the maximum capacity available for the
creation is set.

Performance

If you check the checkbox, the maximum read/write performance is
set.

Drives

Number of Logical

Enter the number of logical drives to be created.
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Application Type

Select the application type suiting your purpose out of the following
types:

« File Server

« Video Stream

« Transaction Data
« Transaction Log

« Other

Each option sets the configuration (stripe size, write policy, etc.)
suitable for your purpose, however, if you want to do more detailed
settings, create an array and logical drive using the Advanced
Configuration wizard. (See “3.6.3 Advanced Configuration”.)

Automatic Update

Clicking the Update button allows the automatic update to be
reflected on the Logical Drives field below this field.

If you check the checkbox, the automatic update is automatically
reflected on the Logical Drives field only by changing the value of
"Number of Logical Drives."

The following list shows the difference of the settings for each Application Type.

Type Stripe Size Read Policy Write Policy
File Server 64KB Read Ahead Write Back
Video Stream 1MB Read Ahead Write Through
Transaction Data | 64KB No Cache Write Through -
Transaction Log 64KB Read Cache Write Back -
Other 64KB Read Ahead Write Back

The following options are automatically set.

Disk Arrays

Number of Physical Drives
Physical Drive IDs

Total Configurable Capacity: Total capacity
configurable to logical drives

Number of Logical Drives: Set to the number of
logical drives specified for the Number of
Logical Drives option above.

3. Click [Submit].

Disk arrays and logical drives are automatically created.
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3.6.3 Advanced Configuration

1. Click Disk Arrays in the Tree View.

2. Click the Create tab in the Man

agement Window and select Advanced Configuration.

127.0.0.1 Advanced Configuration

Information Create = | Delete

&2 Advanced Configuration (Step 1 - Disk Array Creation)
Dizk &rray Aliss

Enahle Media Patral

Enable POM

Available

Selected

ID2:66.05G8
10365 05G8

Phyzical Drives

Set the items in the Create tab as s
Disk Array Creation)

hown in the table below. Advanced Configuration (Step 1 -

Disk Array Alias

Alias (any name)

Enable Media Patrol

Enables media patrol. The checkbox is checked by default. For
details of the media patrol, see "3.9 Media Patrol."

Enable PDM

Enables PDM. The checkbox is checked by default.

If an error occurred in any HDD in logical drive while the PDM
feature is being enabled, the data is copied onto the spare drive
automatically. Consequently, the slot location initially assigned
for a physical drive configuring logical drives may be changed.
Consideration must be taken into account to use the PDM
feature. For details of PDM, see "3.11 PDM."

Physical Drives

Select the physical drives which you want to use to configure a

disk array and click the >> button to move them to the selection
list.

127.0.0.1 Advanced Configuration

Information | Create ~ | Delete

&2 Advanced Configuration (Step 1 - Disk Array Creation}
Disk Array Slias
Enable Media Patrol
Enahle PDR

el

sahiected

Physical Drives

[Ibz66 0560
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Click [Next].

3. The screen for setting details of logical drives appears.

127.0.0.1 Advanced Configuration

Information | Create ~ | Delete

&3 Advanced Configuration (Step 2 - Logical Drive Creation}

Alias [

RAID Level [Ramn v

Capacity IDDD— GB V_. Mz 0.0G8

Stripe Block Size [4x ~|

Sectar [ 5128ytes v

Read Policy Re_ad_A_head b |

Wiite Policy [write Back v/

Initizlization Mone L [

Unclate
[~ Capacity Usage

il

Logical Drive Entered Free Capacity

&2 Hew Logical Drives

# Alias RAID Level Configurable Capacity Stripe Size Sector Read Policy Write Policy
1 RAIC 65.05GE G4KB 21 2Bvytes Read Aheadd Witite Back

Advanced Configuration (Step 2 - Logical Drive Creation)

Alias

Alias (any value)

RAID level

Displays the available RAID level depending on the number of
physical drives selected in the previous screen.

RAIDO for a single physical drive

RAIDO or RAID1 for two physical drives

RAIDO or RAIDS for three physical drives

RAIDO, RAIDS5 or RAID10 for four physical drives

Capacity

Specify the capacity of a logical drive to be created. The maximum
permissible capacity is shown to the right of [Max:].

Strip Block Size

Displays the block size of a logical drive. The default is 64KB.

Sector

Displays the sector size. The default is 512 bytes.

Read Policy

Sets the read policy.
Read Cache: Uses cache in reading.

Read Ahead: Uses cache in reading and further provides previous
reading. Previous reading before request can improve the system
performance (default).

No Cache: Does not use cache in reading.

- 47 -




Write Policy Set write policy.
Write Through: Does not use cache in writing.

Write Back: Always uses cache in writing. This setting can improve
the writing performance.

However, in spite of the setting, the actual write cache state may
change depending on the write cache setting of the controller
(Adaptive Writeback Cache) and on the battery state.

Initialization Sets whether the logical drives are initialized just after they are
created.

None: Does not initialize logical drives (default).
Quick: Initializes master boot sectors only.

Full: Initializes all the logical drives.

In RAIDO, only "None" or "Quick" is selectable.

4. Once the selections have been made, click [Update].

The logical drive is added and displayed graphically in Capacity Usage. If some capacity
remains in [Max:] of the Capacity field, click the Update button to add another logical drive.
The above configuration can be unique to each logical drive.

5. Once all the required logical drives have been added, click [Next].
The summary appears.

Advanced Configuration (Step 3 - Summary)

127.0.0.1 Advanced Configuration

Information | Create ~ | Delete

&4 Advanced Configuration (Step 3 - Summary)

Alias

Mumber of Physical Drives 2
Physical Drive [Ds 23
Configurable Capacity 136.10GE
Free Capacity B5.05GB
Media Patral Enahled
PO Enahled

&4 Hew Logical Drives

# Alias RAID Level Configurable Capacity Stripe Size Sector Read Policy Write Policy
il RAID 65.02GE BaKB o12Bvytes Read Ahead Wite Back

Submit

If no problems are found, click [Submit].

The disk arrays and logical drives are created.
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3.6.4 Adding Logical Drives

If a created disk array has an empty capacity, the logical drive can be added later on.

1. Select a disk array to which you want to add logical drives and click the Create LD tab.

New Event
Last Event: 127.0.0.1,2007 0410 18:25
Phrysical Disk iz marked online

(BT s Cnglish v | Show Event Frame | L

- \

lome (User:administrator) 127.0.0.1 Disk Array

= g Information Settings Create LD Delete LD Background Activities ~  Transport
User Management

S subsystemMost Managemer | | & Add Logical Drives

Software Management Alias |
8 RAID Level [Rapo ~]
1B <7 Exdns0EL
Mg, Cortrollers Capacty [r16.09 GB ¥ Max116.00G8
Wy, Coriroliert Strips E ]

¢ Enclosures

528 Encivsure 1 e |5128ytes v
& ) pysical Drives Read Palicy |Read Ahead v
B st 1 FUITEUB | | e Palicy [rte Back S
g i:i 2 ::1:2:: : Initialization [ Mone v
—@ Disk Arrays Checlet
158 pao (BooiDa) £ Capacity Usage
EE LO0 (BootRAIDD
= %é},mmgical Drives Existing Logical Drive RAIDD RAIDT RAID1D I RAIDS
&) spare Drives Logical Drive Entered Free Capacity

B2 Logicsl Drive Summary
& Hew Logical Drives

# Alias RAID Level Configurable Capacity Stripe Sector Read Policy Write Policy

Mo nevw logical drive available

The logical drives already created are displayed graphically with a color corresponding to their

RAID levels.

The following procedure is the same as the description of "Advanced Configuration (Step 2 -

Logical Drive Creation)" in "3.6.3 Advanced Configuration.”

3.7 Deleting a Disk Array or Logical Drive

IMPORTANT: Delete neither disk arrays nor logical
drives where Windows file systems are stored. It is
mandatory to check before deleting.

3.7.1 Deleting Disk Array

1. Click the disk array icon corresponding to the disk array you want to delete in the Tree View.

2. Click the Delete tab in the Management Window.
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127.0.0.1 Disk Arrays

Information = Create ~ | Delete

&2 Delete Disk Arrays

(| Device Alias Operational Status Configurable Capacity Free Capacity
D Ju] BoctDa, Ok 33.75GE 0 Byte

1 Ok 136.10GB 126.10GB

Submit

Check the checkbox of the logical drive to be deleted and click [Submit].

3. The confirmation dialog box appears. Type "confirm" and click [OK].

3 Confirmation -- Weh Page Dialog

WARMING: ALL DATA on the selected disk arrays will be
permanertly ERASED. Please type CONFIRM to make sure
that you want to delete selected disk arrays.

confirm

3.7.2 Deleting Logical Drive

Logical drives subordinate to a disk array can only be deleted.

1. Select a disk array that contains the logical drive you want to delete in the Tree View and
click the Delete LD tab.

127.0.0.1 Disk Array

Information Settings Create LD Delete LD Background Activities ~  Transport

&2 Logical Drive List

|:| Device Alias  RAID Level Configurable Capacity Disk Array 1D Stripe  Sector Operational Status

1 RAID aGE 1 GdkE o12Bytes Ok

Submit

Check the checkbox of the logical drive to be deleted and click [Submit].

2. The confirmation dialog box appears. Type "confirm" and click [OK].

3.8 Redundancy Check

A routine redundancy check allows consistencies to be detected, checked and repaired. This
prevents a rebuild from failing at the occurrence of a fault in an HDD. This is possible for
logical drives of RAID level 1, 10 or 5. The redundancy check can also repair bad sectors
detected during inconsistency check. To keep a RAID system operating stably, it is highly
recommended to routinely perform a redundancy check using the scheduling feature.

The redundancy check is executable no matter what the system load is and thus can be used in a
system environment where accesses to HDDs occur frequently.
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IMPORTANT:

m A Redundancy check for a logical drive not full- initialized or not
subject to redundancy check in the Auto Fix mode at all is forcibly set to
the Auto Fix mode.

m  During rebuild, the system is subject to a heavy load and thus the
processing rate is decreased.

To perform a redundancy check on a logical drive , follow the procedure below.

1. Click the subsystem (ST EX4650EL) icon in the Tree View.

2. Click the downward arrow at the right end of the Background Activities tab in the
Management Window and then click Start Redundancy Check.

3. Make the settings required for the redundancy check.

Redundant Logical
Drive

Select the logical drive to be subject to the redundancy check from
the pull-down menu.

AutoFix

Set the process to follow when an inconsistency error is detected.

If Auto Fix is checked, data in the other HDDs configuring the RAID
is repaired when an inconsistency error is detected.

If Auto Fix is not checked, any detected inconsistency error is not
repaired.

Pause On Error

Set whether the process is paused when an inconsistency error is
detected.

If Pause On Error is checked, the process is paused at the
detection of an inconsistency error. However, if Auto Fix is also
checked, the process is paused only when the error cannot be
repaired.

If Pause On Error is not checked, the process is not paused in
spite of the detection of an inconsistency error.

4. Click [Submit].

The redundancy check starts.

The progress of the redundancy check is displayed in the Background Activities tab. If you click
the link of the current task, the current progress status appears. On the screen, you can pause or
stop the task.

127.0.0.1 Background Activities

Information = Settings ~ Firmware Update ~  Health = Event ~ [ Background Activities '] Scheduler ~  Configuration

Rebuild Rate

PO Rate
Transition Rate

Redundancy Check On L D1

&2 Background Activity Parameters

&4 Background Activities

Medium

Logical Drive Initislization Rate Medium
Media Patrol Rate Lowe
Redundancy Check Rate Medium
Migration Rate Loy

Medium
Medium

Running - 2 %

Click
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The Progress bar is displayed.

127.0.0.1 Subsystem Information

Information Settings ~  Firmware Update ~  Health Event '[ Background Activities '] Scheduler ~ Configuration

&2 Redundancy Check Progress

Logical Drive ID 1

State Runining
Redundancy Check Progress 8%

NOTES:

If you perform a redundancy check in the Auto Fix mode for the first
time with a logical drive not full-initialized after its creation , the
following message is registered.

Redundancy check is started on unsyncronized logical drive
(event 1D:1547).

Once the redundancy check is completed, be sure to see the event log to
check whether one or more errors occured during the redundancy check.
If a media error occurred, a message indicating the occurrence appears
before the message showing that the redundancy check is completed
without any problem.

If a rebuild occurs for a logical drive at the time when a redundancy
check of the logical drive was scheduled, the redundancy check is
skipped.

While a redundancy check is running on a logical drive, if another
scheduled redundancy check is to be run, the scheduled redundancy
check is skipped.

If the power is off at the time when a redundancy check was previously
scheduled, the scheduled redundancy check is skipped.

3.8.1 Scheduling Redundancy Check

To schedule a routine redundancy check, follow the procedure below.

1.
2.

Click the subsystem (ST EX4650EL) icon in the Tree View.

Click the downward arrow at the right end of the Scheduler tab in the Management Window

and then click Add BGA Scheduler.

3.

Set the following values and click [Next].
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127.0.0.1 Background Activity Schedules

Information Settings ~ Firmware Update ~  Health Event ~ Background Activities ~ [ Scheduler ~ [ Configuration

& Hew BGA Scheduler

Scheduler Mame @ Redundancy Check
Enable This Schedule
Recurrence Pattern O daily @ weekly O marithly

Cancel

Scheduler Name Select the Redundancy Check radio button. (In the above

depending on the environment, the Media Patrol option may
appear.

screen, only the Redundancy Check option appears. However,

Enable This Schedule Check the checkbox.

Recurrence Pattern daily: the Redundancy check is done at the defined time
everyday.

weekly: the Redundancy check is done on the defined day of
every week.

monthly: the Redundancy check is done on the defined date
every month.

4., Set the following values.

(The figure below appears when you select "weekly™ as the Recurrence Pattern.)

& Hew BGA Scheduler

Scheduler Mame Redundancy Check
Enahle This Schedulz Enable

Run Time

Start Time 2 w0 |»

Recurrence Pattern

Every 1 weeks
wEEy O Sunday O Monday O Tuesday [0 Wednesday
O Thursday O Friday Saturday

Range of Recurrence
Start From Al w9 |v|2007 W

@ MoErdoate  (recommend)

End On ) End After [ times
O Uil

& Redundancy Check Options

Auto Fix ]

Pause on Error ]

Apply to Redundant Logical Drives
|:| Logical Drive 1D RAID Level Capacity Operational Status Full Inttialized

F 1 RAIDT 68.03GB Ok Mo z

< >

(Do not provide settings for any option with "*unavailable.” Failure to follow this instruction
may cause the system to operate improperly.)

Run Time - Start Time Enter the start time. You can set the hour with the left
pull-down menu and the minute in five minutes increments
with the right pull-down menu.
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Recurrence Pattern

The displayed screen varies depending on the Recurrence
Pattern selected in the previous screen.

[daily]

« [Every—days] (*unavailable)
[weekly]

« [Every—weeks] (*unavailable)

« Check the checkbox of the day of the week on which you
want to run a redundancy check.

[monthly]

« [Day of Month] Set the monthly date on which you want to
run a redundancy check.

[The] (*unavailable)

« Check the checkbox of the month during which you want to
run redundancy check.

Range of Recurrence

Start from: Start date

End on—No End Date: Select this option.
—End After: (*unavailable)
—Until: (*unavailable)

Redundancy Check
Options

[Auto Fix] Set the processing to be performed when an
inconsistency error is detected.

If the checkbox is checked, data is repaired from the other
HDDs configuring RAID when an inconsistency error is
detected.

If the checkbox is not checked, the consistency error is not
repaired upon detection.

[Pause on Error] Sets whether the process is paused if an
inconsistency error is detected.

If the checkbox is checked, the process is paused if an
inconsistency error is detected.

However, if Auto Fix is also checked, the process is paused
only when the error cannot be repaired.

If the checkbox is not checked, the processing is not paused
in spite of the detection of an inconsistency error.

Note: Redundancy check without Auto Fix for a logical drive
not initialized or not subject to redundancy check in the Auto
Fix mode at all cannot be scheduled. If you try, the following
message is registered and the redundancy check is not done.

Failed to create the scheduler: Redundancy Check can not be
scheduled for the logical drive x as it is not Fully initialized or
AutoFix is not enable

In this case, schedule the redundancy check in "Auto Fix."

Apply to Redundant
Logical Drives

Check the checkboxes of logical drives for which you want to
schedule a redundancy check.

Do not use the options with “*unavailable” suffixed in the above list.

5. Once the settings are completed, click [Submit].

Click [Back] to return to the previous screen. Click [Cancel] to cancel the settings.
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If a redundancy check is scheduled, the screen display changes to the schedule list screen. The
scheduling just set is added to the list. Message "schedule was created successfully." appears at
the top of the tab.

127.0.0.1 Background Activity Scheduler - schedule was created successfully.

Information Settings ~ Firmware Update ~ Health Event ~ Background Activities ~ [ Scheduler ~ [ Configuration
&2 Schedule List
Tvpe Recurrence Start Time Operational Status Target
LC: 1
Redundancy Check 1 Wizekly 02:00 49,2007 Enabiled Auta Fix true
Pauze on Error: false
Media Patrol 1 Wizekly 00:00 1M 2007 Enabled PC:1,23

When the time reaches the start time previously set, the redundancy check starts. The
redundancy check is repeated at the intervals entered in step 3.

IMPORTANT: A Redundancy check without Auto Fix of
a logical drive not full-initialized or not subject to
redundancy check in the Auto Fix mode at all cannot be
scheduled.

If you try, the following message is registered and
redundancy check is not done.

Failed to create the scheduler: Redundancy
Check can not be scheduled for logical drive
x as it is not fully initialized or AutoFix
is not enabled.

In this case, run the redundancy check in Auto Fix once.

Changing the schedule setting

1. Click the subsystem (ST EX4650EL) icon in the Tree View.

2. Click the Scheduler tab in the Management Window and then click the link of the redundancy
check for which you want to change the schedule setting.

The rest of the procedure is identical to the creation of the schedule.

Suspending (deleting) schedule setting

1. Click the subsystem (ST EX4650EL) icon in the Tree View.

2. Click the arrow at the right end of the Scheduler tab in the Management Window and then
click Delete Schedules.

3. Check the checkbox of the redundancy check which you want to delete and click [Submit].
When prompted to confirm, click [OK].

NOTE: You can set a single schedule of redundancy
check for a single logical drive.
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3.9 Media Patrol

The media patrol reads data in the HDDs listed below. HDDs can be altered by age, and faults in
the HDDs may be detected only when they are accessed. By reading routinely the entire data in
the HDDs, the media patrol detects such faults and enables you to take a preventive action.

m  HDDs configuring a RAID array
m  HDDs set to spares

If an access occurs during media patrol, it is temporarily interrupted until the access is
completed. Because of this, the media patrol does not decrease the system performance. As it
has a lower priority than other tasks in the system, we recommend you use the media patrol in
the environment where your system is subject to a comparatively small load at a given time,
including the night.

IMPORTANT:

m  Media patrol is scheduled by default to run at 0:00 a.m. on Wednesday
every week just after installation of WebPAM PRO. Change the schedule
according to your environment.

m  The RAID system does not allow media patrol to be set individually in
HDDs.

m  Media patrol is not done for HDDs not configuring a disk array or for
HDDs not specified as spare. Specify unconfigured HDDs to hot spare.

m  Media patrol can detect media errors of HDDs early and only repair
HDDs that are members of redundant RAIDs. However, it does not check
whether HDDs are consistent with parity.

m  The feature can run media patrol of specified HDDs at the specified time
only once (scheduled media patrol is run periodically every specified start
time). Media patrol is not run consistently.

Follow the procedure below to provide media patrol.
1. Click the subsystem (ST EX4650EL) icon in the Tree View.

2. Click the downward arrow at the right end of the Background Activities tab in the
Management Window and then click Start Media Patrol.

3. Click [Start].

127.0.0.1 Background Activities

Information ~ Settings ~ Firmware Update ~ Health = Event ~ [ Background Activities '] Scheduler ~ Configuration

&2 Media Patrol Status

Media Patral iz not running.

The media patrol starts.

The progress of the media patrol appears in the Background Activities tab. If you click the link
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of the displayed task, the current progress status appears. On the screen, you can pause or stop

the task.

127.0.0.1 Background Activities

&4 Background Activity Param

Rebuild Rate Mecliumm

Logical Drive Intislization Rate Medium
Media Patrol Rate Lo
Redundancy Check Rate Medium
Migration Rate Lo

FOM Rate Medium
Transition Rate Medium
Reaszsigned Block Threshaold 32 Blocks
Errar Block Threshaold 32 Blocks
Media Patral Enabled
Auto Rebuild Enabled

Last Media Patrol Start Time
Last Media Patral Stop Time:

Apr 09,2007 14:56:57
Apr 09,2007 14:45:55

Information Settings ~  Firmware Update ~  Health Event ~ | Background Activities ~ | Scheduler ~  Configuration
&4 Background Activities
Media Patrol Running - 23 %

™ Click

You can see the Progress bar.

127.0.0.1 Background Activities

Information Settings ~ Firmware Update ~

Health

Event '[ Background Activities '] Scheduler ~ Configuration

& Media Patrol Status

Media Patrol Status Runming
Media Patrol Overall Progress 23%
Current Physical Drive |0 2
Progress on Current Physical Drive 9%

Mumber of Physical Drives Completed 1
MNumber of Physical Drives Queued 1
Completed Physical Drives IDs 1
3

Gueued Physical Drives Ds

Stop | Pause

The following items appear in the screen indicating the progress of the media patrol.

Media Patrol Status

Displays the media patrol status.

Media Patrol Overall Progress

Displays the progress of media patrol on all the connected
HDDs.

Current Physical Drive ID

Displays the ID of the physical drive subjected to media
patrol.

Progress on Current Physical
Drive

Displays the progress of the current media patrol on a
physical drive.

Number of Physical Drives
Completed

Displays the number of physical drives on which media
patrol has already been completed.

Number of Physical Drives
Queued

Displays the number of physical drives on which media
patrol is to be done.

Completed Physical Drives IDs

Displays the IDs of the physical drives on which media patrol
has already been completed.

Queued Physical Drives IDs

Displays the IDs of the physical drives on which media patrol
is to be done.
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NOTES:

m  During media patrol, "Yielded" may appear in the Media Patrol Status
field. The media patrol is set to have the lowest running priority by
default. If an access occurs during media patrol, the media patrol is
paused until the completion of the access. "Yielded" appears in such a
situation.

m At the end of media patrol, always check the event log to see if any error
occurred during media patrol. If a media error occurred, a message
indicating the occurrence of the error is displayed before the message
indicating that the media patrol has finished successfully.

m If a media patrol task has been scheduled, and if the scheduled time
comes while another media patrol task is being performed, the scheduled
media patrol is skipped (not executed) for that time.

m If a media patrol task has been scheduled, and if the scheduled time
comes while the power is off, the media patrol task will start after the
power is turned on.

3.9.1 Scheduling Media Patrol

NOTES:

m  Media patrol is scheduled by default to be run at 0:00 a.m. on
Wednesday every week just after installation of WebPAM PRO.

= You can set a single schedule of media patrol for a single controller.

To schedule a routine media patrol, follow the procedure below:
1. Click the subsystem (ST EX4650EL) icon in the Tree View.

2. Click the arrow at the right end of the Scheduler tab in the Management Window and then
click Add BGA Scheduler.

If a media patrol is already set, Media Patrol does not appear in the Scheduler Name option.

3. Set the following values and click [Next].

127.0.0.1 Background Activity Schedules

Information = Settings ~ Firmware Update ~  Health Event > Background Activities ~ | Scheduler ~ | Configuration

&2 Hew BGA Scheduler

Scheduler Mame ® Media Patrol O Redundancy Check
Enahle This Schedule
Recurrence Pattern O daity @ weekly O marthly

Cancel J Mext -=

Scheduler Name Select the Media Patrol radio button.

Enable This Schedule Check the checkbox.
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Recurrence Pattern

daily: Media patrol runs at the defined time everyday.
weekly: Media patrol runs on the defined day of every week.
monthly: Media patrol runs on the defined date every month.

4., Set the following values.

(The figure below appears when you select "weekly™ as the Recurrence Pattern.)

127.0.0.1 Background Activity Schedules

Information Settings ~  Firmware Update ~  Health Event ~ Background Activities ~ | Scheduler ~ | Configuration

wpeekly

Start From

Endl On

&2 Hew BGA Scheduler

Scheduler Mame Media Patral
Enahle Thiz Schedule Enable
Run Time
Start Time 0 %[ |0 &
Recurrence Pattern
Every’—1 weeeks

O Sunday O Monday [ Tuesday Wednesday
O Thursday [ Friday Saturday

Range of Recurrence

April

® NoEndDate  (recommend)
O End After times

O until

W9 w2007 v

Subimit

Run Time - Start Time

Enter the start time. You can set the hour with the left pull-down
menu and the minute in five minutes increments with the right
pull-down menu.

Recurrence Pattern

The displayed screen varies depending on the Recurrence
Pattern selected in the previous screen.

[daily]

« [Every—days] (*unavailable)
[weekly]

« [Every—weeks] (*unavailable)

« Check the checkbox of the day of the week on which you
want to run media patrol.

[monthly]

« [Day of Month] Set the date on which you want to run media
patrol every month.

[The] (*funavailable)

« Check the checkbox of the month during which you want to
run media patrol.

Range of Recurrence

Start from: Start date

End on—No End Date: Select this option.
—End After: (*unavailable)
—Until: (*unavailable)
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5. Once the settings are completed, click [Submit].
Click [Back] to return to the previous screen. Click [Cancel] to cancel the settings.

If media patrol is scheduled, the screen display changes to the schedule list screen. The
scheduling just set is added to the list. The message "schedule was created successfully."
appears at the top of the tab.

127.0.0.1 Background Activity Scheduler - schedule was created successfully.

Information Settings ~ Firmware Update >~ Health Event ~ Background Activities ~ [ Scheduler | Configuration
& Schedule List

Type Recurrence Start Time Operational Status Target

LC: 1
Redundancy Check 1 Wieekly 02:00 4/2/2007 Enahled Auto Fi true

Pause on Errar: false
Media Patrol 1 Wieekly 00:00 4/9/2007 Enahled PC: 1,23

When the time reaches the start time previously set, the media patrol starts. The redundancy
check is repeated at the intervals entered in step 3.

Changing the schedule setting

1. Click the subsystem (ST EX4650EL) icon in the Tree View.

2. Click the Scheduler tab in the Management Window and then click the link of media patrol
for which you want to change schedule setting.

The rest of the procedure is identical to the creation of the schedule.

Suspending (deleting) the schedule setting

1. Click the subsystem (ST EX4650EL) icon in the Tree View.

2. Click the arrow at the right end of the Scheduler tab in the Management Window and then
click Delete Schedules.

3. Check the checkbox of the media patrol you want to delete and click [Submit].
When prompted to confirm, click [OK].

127.0.0.1 Background Activity Scheduler

Information Settings ~ Firmware Update >~ Health Event ~ Background Activities ~ | Scheduler ~ | Configuration
& Schedule List

|:| Type Recurrence Start Time Operational Status
edundancy Chec izekly : nisble
Redunc Check 1 Wigekh 02:00 4/9/2007 Enahled
edlia Pstro izekly : nisble
Media Patral 1 Wigekh 00:00 4/9/2007 Enabled

3.10 Rebuild

The rebuild feature can recover redundancy if a single HDD is defective in RAIL level 1, 10 or
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5. During rebuild, the data read/write is enabled. However, the redundancy is lost until the
rebuild operation is completed.

If an HDD is defective, the logical drive enters the critical state, and you are notified.

IMPORTANT: During rebuild, the system is subject to a
heavy load and thus the processing rate is decreased.

3.10.1 Hot Spare Rebuild

If a redundant logical drive is degraded, hot spare rebuild under the following conditions:

Spare drives are set. « Either spare drives set to global

« Or spare drives dedicated for the logical drive in degraded
state

Spare drives have capacity set | Spare drives should have capacities equal to or larger than
properly. those of the defected physical drives.

When the above conditions are met, the host spare rebuild is starts automatically. (A physical
drives that is not configured to any disk array cannot be used as a spare drive.)

3.10.2 Hot Swap Rebuild

Hot swap rebuild is done under the following conditions:

Auto Rebuild is enabled. Enable Auto Rebuild should be checked in the Settings screen
appearing in the Background Activities tab of subsystem ST
EX4650EL. See the description of the Background Activities tab in
"3.5.1 Subsystem (ST EX4650EL) icon" for details.

A defected physical drive is The new HDD should have a capacity equal to or larger than that
replaced with a new HDD on | of the defective physical drive.
the same slot.

If the above conditions are met, the hot swap rebuild starts automatically.

3.10.3 Manual Rebuild

To perform a manual rebuild, follow the procedure below.
1. Click on a degraded disk array in the Tree View.

2. Click the arrow at the right end of the Background Activities tab in the Management Window
and select Start Rebuild
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::' Home (User:administrator)

Q User Management
Q SubsystemHost Managemer
tb Software Manzgement

B =T BdBanEL

¥4 Cortroliers

\ Coritrolier!

losures

s.!. Enclosure 1

Phygical Drives
i si0t 1 Hmacrin
B it 2 maxToR
Slot 3 MAXTOR
[ siot 4 MaxTOR .

Disk Arrays

oAl

EHEB nial Drives:

127.0.0.1 Disk Array

Information | Settings

Create LD  Delete LD
& Disk Array Information
Disk Array 1D o
Aliaz
Operational Status
Total Physical Capacity 102 63GB
Configurable Capacity 68.12G8
Free Capacity 45.12GB
Max Cortiguous Free Capacity 451268

eciia Patrol

PDM

Mumber of Physical Drives
Mumber of Logical Drives
Available RAID Levels

Enahled
Enahlec
2

1

01

&2 Physical Drives in the Disk Array

Device Model

Background Activities ~  Transport

Start Migration
Start Rebuild

SR I Start Physical Drive Rebuild
Start Tran: O

Type

Configurable Capacity Operational Status

3. Specify the source and target HDDs for the rebuild.

127.0.0.1 Background Activities

& Rebuild Parameters
Source Physical Drive

Target Physical Drive

Information Settings Create LD Delete LD [Background Activities '] Transport

| Array 0 Seghio 0: 34 0666

=

|i1: 34.08G8

=

Submit

Source Physical Drive

Specify the normal physical drive (used to configure a logical

drive) which is in the critical state.

Target Physical Drive

Specify the target HDD for the rebuild.

4. Click [Submit].

During the rebuild operation, the progress appears in the Background Activities tab.

As soon as the rebuild is completed, the status display of the logical drives returns to the normal

state.

NOTES:

= Once the rebuild is completed, check the event log to make sure no
errors occurred during the rebuild. If a media error occurred, a message
indicating the occurrence appears before the message showing that the
rebuild completed without any problem.

m  To install a new replacement HDD, wait for 90 seconds or longer after
removing the defected HDD.

= If Enable Buzzer is checked in the controller settings, the buzzer rings
when the logical drive is in a critical, offline state or being rebuilt. To turn
on/off the buzzer, check or uncheck the Enable Buzzer checkbox in the
Controller Settings tab. See the description of the Buzzer tab in "3.5.2
Controller" for details. The buzzer stops ringing automatically when the
logical drive recovers a normal state.

-62 -




3.11 PDM

The PDM (Predictive Data Migration) feature constantly monitors the HDDs configuring the
logical drives, identifies HDDs about to fail and copies the data from these HDDs to the spare
drives. Different from the rebuild feature, PDM can be done without degrading the logical
drives. Once the data is copied, the status display of the source HDDs becomes Stale and they
are recognized as in PFA error.

IMPORTANT:

m  Set the following before using the PDM feature:

- Check Enable PDM in the Settings tab of the disk array. (See the
description of the Settings tab in "3.5.7 Disk Array.")
- Create the Spare drives (if the automatic PDM feature is used).

m |fanerror occurred in any HDD of a logical drive while the PDM
feature is enabled, the data is copied onto the spare drive automatically.
Consequently, the slot location initially assigned for the physical drives
configuring the logical drives may change. This consideration must be
taken into account when using the PDM feature.

The PDM automatically runs under any of the following conditions:
-AS.M.A.R.T. error occurs.

- The number of bad blocks exceeds the threshold (32).

- A fatal error occurs during media patrol.

The PDM may also be run manually.
To start the PDM manually, follow the procedure below:
1. Select a disk array for which you want to run the PDM in the Tree View.

2. Click the arrow at the right end of the Background Activities tab and select Start PDM.

127.0.0.1 Disk Array

2 Information | Settings =~ CreateLD DeleteLD = Background Activities ~  Transport
User Management
G subsystemMost Managemer | | &4 Disk Array Information Start Migration

% Software Management Dizk Array 1D o Start Rebuild
R Blias Start PDM
=5 ST EX4B50EL Operstional Status Ok Start Tran
- N Controllers Tatal Physical Capacity 102 63GE
\ Controller1 Configurable Capacty B5.12GB
=1 ¢ Enclosures Free Capacty 551268
M Erclosure 1 Mz Cortiguous Free Capacity 55.12GB
&) Physical Drives Medla Patrol Enshler
Slot 1 HITACHI H FDM Enahled
Slot 2 MAXTOR . Mumber of Physical Drives 2
Slot 3 MAKTOR . Mumber of Logical Drives 1
Q Slat 4 MAKTOR . Ayailsble RAID Levels o1
Disk Arrays & Physical Drives in the Disk Array
g —~ Device Model Type Configurable Capacity Operational Status
B Logical Drives PD1 HITACHI HUS1 5143615300 sas 34.0668 OK, Transition Runring
ELoo PD2 MAXTOR ATLAS! K5 _T3545 SAS  68.33G8 oK

a Spare Drives

Logical Drives in the Disk Arr
fa @ Logical Drive Summary CLog W

Device Alias RAID Level Configurable Capacity Operational Status
LDO RAID1 SGB Ok

&2 Available Spare Drives to the Disk Array
Device Physical Drive 1D Revertible Type Configurable Capacity Operational Status

e b e clvi i e llediades i b il e

3. Specify the following.
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127.0.0.1 Background Activities

Information = Settings  Create LD Delete LD [

& PDM Parameters

Background Activities '] Transport

Source Physical Drive IArray 0 Segho 0: 34.06GE LI

Tatget Physical Drive IID3: 136.31G8

Submit

Source Physical Drive

Specify the physical drive which is suspected to be defective
and from which you wish to copy the data.

Target Physical Drive

Specify the physical drive to which the data is to be copied.

4. Click [Submit].

The PDM starts. It may take a long time depending on the capacity.

During the PDM execution, you can check its progress.

5. Once the process is completed, the status display of the source HDD becomes "Stale, PFA"
and the icon in the Tree View is marked with a red cross (x). We recommended you replace the

HDD with a normal one.

=
127.0.0.1 Disk Array
g e — Information | Settings CreateLD Delete LD = Background Activities ~  Transport
G subsystemHost Managemer &2 Disk Array Information
:b Software Management Disk Array ID 1]
= 38 Hlias
Operational Status Ok
Total Physical Capscity 204.94GB
Configurable Capacity 136.76G8
Free Capscity 126.76GE
L [oe— Max Contiguous Free Capacity 126 7BGE
= | Physical Drives Media Patrol Enabled
@ sict 1 HTacHH | | FOM Enables!
m Slot 2 MAXTOR Mumber of Physical Drives 2
m Siot 3 MAKTOR . Mumber of Logical Drives 1
m Slot 4 MAXTOR Available RAID Levels 01
f@ Disk Arrays & Physical Drives in the Disk Array
BAG Device Model Type Configurable Capacity Operational Status
£ B8 Logical Drives PD3 MAHTOR ATLAS1SK2_1 47545 SaS 1WIGE oK
_ B PD2 MAXTOR ATLAS10KS_735AS SAS 683668 Ok
‘ﬁ Spare Drives
53 BB Lagical Drive Summary &% Logical Drives in the Disk Array
Device Alias RAID Level Configurable Capacity Operational Status
LDO RAIDT aGB 0K
&2 Available Spare Drives to the Disk Array o
Device Physical Drive 1D Revertible Type Configurable Capacity Operational Status
Mo bt share drive swailable inthe disk s LI

3.12 Transition

At the occurrence of a fault, the logical drives may be degraded and recovered by a hot spare
rebuild. This results in the separation of the configured slot positions of the logical drives.
However, creating before hand spare drives of a revertible type (see "3.15 Creating or Deleting
Spare Drives") allows the logical drives to be returned to their original slot positions.
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IMPORTANT: In an environment in which your system
is always subject to load, the transition process may take
a long time and may cause a performance decrement. In
this case, we recommend you specify “OFF” for the
Revertible setting when creating a spare drive.

The transition is useful in the following situations.

<Example of auto transition>
1. Original state (RAID5)

Create spare drives of a revertible type. (See "3.15 Creating or Deleting Spare Drives" for
details.)

— Array Drives — Spare

| | } !
I I I I Revertible
1 2 3 4

2. Occurrence of fault in PD2

A fault occurs in one of the physical drives configuring a disk array. The disk array enters the
degraded state (the logical drives enter the critical state).

Rebuild
Failed Drive to Spare

1 2 3 4

3. The Hot spare rebuild is done by using PD4 to create a logical drive configured with PD1,
PD3 and PD4.
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= Array Drives

1 2 3 4

4. Replace the defective physical drive with a new physical drive having a capacity equal to or
larger than the capacity of the defective drive.

5. Transition automatically starts to move data from the spare drive to the new physical drive.

6. Once the transition is completed, the new physical drive becomes a member of the original
logical drive. The spare drive on which the data was temporarily saved returns to the original
spare drive.

— Array Drives — Spare

} | } |

1 2 3 4
<Example of manual transition>

1. Original state: RAID1

Create spare drives of the revertible type. (See "3.15 Creating or Deleting Spare Drives" for
details.)
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Array Drives Spare

} | |
I I I I Revertible
1 2 3 4

2. Occurrence of a fault in PD2

A fault occurs in one of the physical drives configuring a disk array. The disk array enters the
degraded state (the logical drives enter the critical state).

Rebuild
Failed Drive to Spare

1 2 3 4

3. The Hot spare rebuild is done by using PD4 to create a logical drive having PD1 and PD4 as
configured HDDs.

4. To add the physical drive PD3 to the original logical drive, select PD3 manually in this state
to run the transition.
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(2) Click the arrow at the right end of the Background Activities tab and select Start Transition.

127.0.0.1 Disk Array

Information Settings Create LD Delete LD Background Activities ~  Transport

ﬂ User Managemert

B subsystemMost Maragemer | | 63 Disk Array Information Start Migration
Software Management Disk Array ID a Start Rebuild
1 Alias Start PDM
@ ST EX4B50EL Operational Status oK Start Transition
j e e

= & Enciosures Free Capacty 551268
2 Erclosure 1 M Cortiguous Free Capacity 551268
Phyysical Drives Meclia Patrol Enakled

[ slot 1 HTAcHH| | FOM Eniabled
[0 sict 2 MaxToR | | humber f Physical Drives 2
I 510t 3 MaxToR, | | Mumber of Logical Drives 1
B siot 4 maxToR Available RAID Levels 01
Disk Arrays &3 Physical Drives in the Disk Array
% DAD Device Model Type  Configurable Capacity Operational Status
BB Logieal Drives PD3 MAXTOR ATLAS1SK2_147SAS SAS 34.06G8 ok
B oo PD2 MAXTOR ATLAS10KS 73545 S4S 553508 ok

& spare Drives

o Logical Dri in the Disk A
Hr,%LogicaleveSummary ey,

Device: Alias RAID Level Configurable Capacity Operational Status
LDO RAID 568 oK

& Available Spare Drives to the Disk Array =
Device Physical Drive ID Revertible Type Configurable Capacity Operational Status

D il =l

(2) Respectively select the source and target physical drives in Source Physical Drive and Target
Physical Drive. Click [Submit].

127.0.0.1 Background Activities

Information Settings Create LD Delete LD [Backgmund Activities '] Transport

& Transition Parameters

Source Physical Drive IArray 0 Secio 0; 34 06GE ﬂ

Target Physical Drive |i: 34.08G8 |

During the transition, the progress is displayed in the Background Activities tab.

Once the process is completed, the spare drive returns to the normal state.
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3.13 Transp

The transport feature is used to move a disk array in the online state without changing its normal

status.

1. Click the disk array which you want to transport in the Tree View and click the Transport tab.

ort

Language JSLCIEINRS

| Show Event Frame - |

| Logout \

1

ﬂ User Management

27.0.0.1 Disk Array

Information Settings Create LD Delete LD Background Activities v | Transport

B subsystemMost Managemer

&2 Prepare Disk Array For Transport

Prepare Disk Array For Transport

ST EX4650EL

Mgy, Cantrollers

A Enciosures

¢ Logical Drives

Bl
@l Spare Drives
£ B Logical Drive Summary

2. Click [Submit].

3. Type "confirm" when prompted to do so and click [OK].

2 Confirmation -- Web Page Dialog

the disk array for transport.

Pleaze type COMFIRM to sure that you want to prepare

> 1
«

4. Make sure that the Operational Status is set to "Offline, Transport Ready." Pull out the HDDs

configuring the disk array from their mating slots.

-69 -

Input
“confirm”.



127.0.0.1 Disk Array - Disk array has been prepared for transport successfully.

Information Settings Create LD Delete LD Background Activities ~  Transport

& Disk Array Information

Disk &rray D b

Aliaz

Operstionsl Status Transport Ready
Tatal Physical Capacity B7 7558
Configurakle Capaciy 67 50GE
Free Capacity 57508
Mz Cortiguous Free Capacity 57508
Media Patral Enabled
PO Enahled
Mumber of Physical Drives 2
Mumber of Logical Crives 1
Available RAID Levels 01

&4 Physical Drives in the Disk Array

Device Model Type Configurable Capacity Operational Status
PD2 FUJTSU MAKI0ZERC SAS 33.75GB Ok
PD3 FUJITSU MAKS0ZERC SAS 33.75GB O

&4 Logical Drives in the Disk Array

Device Alias RAID Level Configurable Capacity Operational Status

LD1 RAID 5GE Offline, Transport Ready

& Available Spare Drives to the Disk Array

Device Physical Drive 1D Revertible Type Configurable Capacity Operational Status

5. Insert the HDDs into slots in an environment subordinate to another EX4650 disk array
controller and refresh the HDDs. The normal disk array is recognized.

3.14 Initializing a Logical Drive

A disk array can be initialized after it is created.

Full initialization sets all the data bits in the logical drives to zero. If logical drives are created,
we recommend you run a full initialization first.

IMPORTANT:

= Initialization erases all the data. Be sure to back up important data before
the initialization.

= You may select a logical drive which you want to initialize from the disk
array menu. However, we recommend you follow the procedure below
for initialization to prevent initializing by mistake the wrong logical
drive.

1. Select the logical drive for which the full initialization is to be done in the Tree View.

2. Click the arrow at the right end of the Background Activities tab in the Management Window
and select Start Initialization.

-70 -



127.0.0.1 Background Activities

Check Table

=]

Information ~ Settings Background Activities -
& Initialization Parameters
Laogical Drive ID 1
Quick Inttislization Fl
Quick Intislization Size |e:4
Inttialization Pattern in Hex |noooooon

Quick Initialization

If the checkbox is checked, a quick initialization is run. (Quick
Initialization: Initializes master boot sectors only.)

If it is unchecked, a full initialization is run. (Full Initialization:
Initializes the logical drive fully to bring consistency.)

Quick Initialization Size

Enabled in quick initialization. Specifies the block size for
initialization.

Initialization Patterns in
Hex

Enabled in full initialization. Leave default 0 unchanged.

3. Click [Submit].

Type "confirm" when prompted to do so and click [OK].

The initialization progress is displayed in the Background Activities tab.

3.15 Creating or Deleting Spare Drives

3.15.1 Creating Spare Drives

IMPORTANT: The following HDDs cannot be used for

spare drives.

- HDDs that have been configured to any disk array
- HDDs with partitions.

Spare drives are used to protect a redundant logical drive in case a hard disk drive in the logical
drive is defective. That is, if a hard disk drive in a redundant logical drive is defective, rebuild
can be done using a spare drive as a substitute for the defective hard disk drive, thus protecting
the logical drive. Creating spare drives is only required to use the PDM or transition feature.

Follow the procedure below to create spare drives.

1. Click Spare Drives in the Tree View.

2. Click the Create tab in the Management Window.
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127.0.0.1 Spare Drives
Information | Create | Delete = Spare Check
& Create Spare Drives
Spare Type @ clabal O Dediosted
Revertile O
Enable Media Patral
Available Selected
[12:68 05GB
A n ID3:68.05GE
Physical Drives
Available Selected
Dedicated Disk Arrays
Updiate
& Hew Hot Spare Drives
# Physical Drive ID Capacity Revertible Media Patrol Spare Type Dedicated to Disk Arrays
Mo newr spare drive svailable

3. Set the following.

Spare Type Global: Available to any disk arrays
Dedicated: Available only to specified disk arrays
Revertible Check the checkbox when using the transition feature (see

"3.12 Transition").

Enable Media Patrol

Check the checkbox.

Physical Drives

Select the HDDs to be specified as spare drives from the HDDs
in the Available frame on the left side and click [>>]. The
selected HDDs are moved to the Selected frame on the right.

Dedicated Disk Arrays

Specify disk arrays if Dedicated is selected as the spare type.

127.0.0.1 Spare Drives
Information Create Delete Spare Check
&2 Create Spare Drives
Spare Type @ clobal O Dedicated
Revertible
Enable Media Patral
Available Selected
0365 0568 D268 0568
Physical Drives
Available Selected
Dedicated Disk Arrays
Update
& Hew Hot Spare Drives
# Physical Drive 1D Capacity Revertible Media Patrol Spare Type Dedicated to Disk Arrays
Mo new spare drive available.

4. Click the Update button.

The specified spare drives are added to the New Hot Spare Drives list at the bottom.

5. Click [Submit].
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127.0.0.1 Spare Drives - Spare Drives were created successiully.

Information Create Delete Spare Check

&4 Spare Drive List

D Operational Status Physical Drive ID Capacity Revertible Type  Dedicatedto Array
Spare 0 Ok 2 680568 Yes Global

The spare drives are defined. The created spare drives also appear in the Information tab.

IMPORTANT:
m  Free HDDs that were not set as spare cannot be used as spare drives.

m  Media patrol is not performed on the HDDs that are not configured to
any array disk or set as spare.

m  Set the capacity of a dedicated spare to be the same as that of the
dedicated disk array.

3.15.2 Deleting Spare Drives

Follow the procedure below to delete spare drives.
1. Click Spare Drives in the Tree View.
2. Click the Delete tab in the Management Window.

127.0.0.1 Spare Drives

Information Create Delete Spare Check
& Delete Spare Drives

|:| Spare ID Operational Status Physical Drive 1D Capacity Revertible Type Dedicated to Array

O o Ok 2 63.03GB Yes Global

Submit

Check the checkboxes of the spare drives to be deleted and click [Submit].
Confirm the information on the pop-up window and click [OK].

The selected spare drives are deleted.
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3.16 Expansion

IMPORTANT:

m  Before expanding logical drives, be sure to back up the data in the disks.
If an unexpected error occurs during the expansion, the data in the disks
may be lost.

= Only a RAID5 configured with three physical drives can be expanded to
one configured with four drives.

m  All the physical drives should have the same capacity.

m  This feature can expand the capacity of the logical drive. As seen from
the OS (Disk Management), the capacity of the HDD is larger than before.
You can use this portion by creating a new partition.

1. Click the disk array which you want to expand in the Tree View.

Language m | Show Event Frame | | Logout | |

T2 Home (User:administrator} 127.0.0.1 Disk Array
ﬂ T ——— Information Settings Create LD  DeletelLD  Background Activities ~ Transport
8 subsystemiHost Managemer 4 Disk Array Information
Sottware Management Disk Array ID ]
i Alias
ST EX4B50EL Operational Status O
\ Controllers Total Physical Capacity 239.13GB
\ Controller! Configurable Capacity 102.17GE
= ¢ Enciosures Fres Capacity 94 67GE
é Enclosure 1 Max Contiguous Free Capacity 94 67GH
Phiysical Drives Media Patrol Enabled
[ 510t 1 HITACHIH| | FDM Enabled
m Slot 2 MAXTOR . Mumber of Physical Drives 3
m Slot 3 MaXTOR . MNumber of Logical Drives 1
B sict 4 maxToR . Available RAID Levels 03
*@ Disk Artays % Physical Drives in the Disk Array
Device Model Type Configurable Capacity Operational Status
£ ogical Drives PD1 HITACH! HUST 5143641 5300 Sas 34 06GE Ok
. B Loo PD2 MAKTOR ATLASDK5_T35AS SAS (683868 oK
e PD3 MBXTOR ATLAS15K2_1 47545 Sas 1383108 Ok
B Logical Drive Summary o
&2 Logical Drives in the Disk Array
Device Alias RAID Level Configurable Capacity Operational Status —
LDO RAIDS SGB Ok
&3 Available Spare Drives to the Disk Array
Nanire Phigical Nrine IN Renertihls Time Confinnrahle Canacthe Nneratinnal Status LI

2. Click the arrow at the right end of the Background Activities tab in the Management Window,
and select Start Migration.
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127.0.0.1 Disk Array

Settings Create LD Delete LD Background Activities ~  Transport
:IS:SAHEY ® D i:: ::ED::" Start Disk Array Mieration
Cperational Status OK Start Transition |
Total Physical Capacity 23913568
Configurable Capacity 10217568
Free Capacity 94 67GB
Max Contiguous Free Capacity o4 E7CE
Media Patrol Enabled
POM Enabled
humber of Physical Drives 3
humber of Logical Drives 1
Available RAID Levels a3
Device Model Type Configurable Capacity Operational Status
PD1 HITACH HUS151436WL 5300 SA5 34 06GE Ok
PD2 MAXTOR ATLASTOKS 73SAS SAS 683868 Ok
PD3 MAXTOR ATLASISKZ 14754 BAS 136.31G8 Ok
Device Alias RAID Level Configurable Capacity Operational Status s
LDO RAIDS SGB ok
Nenics Dhagical Nrine N Renortible Tame Confiourahle Canacty Anaratinnal Glatus =

3. Select the physical drives to be used for the expansion.

127.0.0.1 Disk Array Migration

Information Settings Create LD Delete LD

Available

LI

Physical Drives

LI

Transport

Selected

Click [>>] to move the physical drives to the Selected frame.

127.0.0.1 Disk Array Migration

Information = Settings = Create LD  Delete LD Transport
Alias

RAID Level [RaiDs |

Expand Capacity W

Capacty |5.00 o8 =l Maw102.170E Min 5B

]

# Alias RAID Level Capacity

Stripe Sector

Click [Next].
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4. Set the detailed information on the disk array.

127.0.0.1 Disk Array Migration

Information = Settings = Create LD  Delete LD [Backgroundnmhﬂties '] Transport

&5 Step 2 - Migrate Logical Drives
Aligz

RAID Level
Expand Capacity

Capacity

Updste:

] Capacity Usage

[RaDs =l
I~
[5.00 loB =l Max10z1708 Min 508

G

Logical Drives Free Capacity

& Logical Drives

# Alias RAID Level Capacity Stripe Sector
o RAIDS 5GH G4KE 512Bytes
RAID Level RAIDS5 only

Expand Capacity

Check the checkbox to increase the capacity.

Capacity

To increase the capacity, specify the value.

Click [Update]. The state resulting from the expansion is displayed graphically in the Capacity

Usage.
Click [Next].

5. The summary of the expansion to be run appears.

127.0.0.1 Disk Array Migration

Information Settings Create LD Delete LD [ Background Activities '] Transport

&4 Step 3 - Summary
Disk &rray D

Disk Array Alias

Mumber of Physical Drives
Physical Drive IDs
Configurable Capacity
Free Capacity

hiedia Patral

PO

&2 Logical Drives

Logical Drive ID
1]

Alias RAID Level

This item is grayed out if the disk array has no empty capacity.

i}

4
1234
136.23GB
129.57GE
Enahled
Enahled

Capacity Stripe Sector
R&IDS SGE G4KB o1 2Bvtes

Click [Submit].

6. Type "confirm" when prompted to do so and click [OK].
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onfirmation -- Web Page Dialog

Pleaze type COMFIRM to make sure that you want to start
array migration.

| cornfirrn| |

A screen indicating the progress of the expansion appears.

127.0.0.1 Background Activities

Information Settings Create LD Delete LD [Backgruundncﬁuities '] Transport
&2 Background Activities

Migration On DAD % Running - 0 %

Click
You can see the Progress bar.

127.0.0.1 Background Activities

Information Settings Create LD Delete LD [Backgroundnmhﬂties '] Transport
&2 Migration Progress

Disk Array D a
State Running
Completion Percentage 3%
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3.17 Event

WebPAM PRO records every event occurring in a RAID system as an error, warning or
information. Use the log to diagnose or solve faults occurred in the system.

IMPORTANT:

m  The log times appearing on the WebPAM PRO screen are later than the
times at which the events occur. See the application log of OS to check
the event occurrence times.

m  When you start WebPAM PRO first time, messages with the date of
1970s may be registered. This has no effect on WebPAM PRO operation.

Use the WebPAM PRO Header [Show Event/Hide Event] to display or not the Event Frame.

< | https://localhost: 844 3/promise/htmL/Tree. faces?method=show_hidefwithFrame=true - Microsoft Internet Explorer

File Edit View Favorites Tools Help

oﬂack' > ] Iﬂ E]

VD search <7 Favorites 42

T B

Home (User:administrator)

ﬂ Uszer Maragement
g SubsystemHost Management

Softvare Management

g
ST EX4650EL
g, Contraliers
\ Cortroller?
*é Enclosures
é Enclosure 1
=i physical Drives
m Slot 1 HITACHI HL
B s1ot 2 maxToR &
[ siot 3 MaxTOR &
[ siot 4 MAXTOR &
k Arrays
Dan
= B2 Logicsl Drives
EZLo0
Sparg Drives
&5; @ Logical Drive Summary

< | >

| Hide Event Frame |

fdldress (] hktps://h t:5443 promisefhtmli Tree Facesmethod=shaw_hideBwithFrame=true - P
Language JEURLEIERS

| Logout |

127.0.0.1 Logical Drive

Information ¥ | Settings =~ Background Activities ~  Check Table

&2 Logical Drive Information

Logical Drive 1D a
Aligs
RAID Level RAIDT
Operational Status Ok
Capacity 512MB -
Physical Capacity 1GE
Mumber of Axles 1
Murmber of Used Physical Drives 2
Stripe Size E4KB
Sector Size 512Bytes
Disk Array 1D il v
~
&2 Event List
& Everts Save Everts
HostIP 21 v | v 21 v| Time Al v| severity 41 v

Host IP  WWH Device Event ID Severity Time Description

2000-0001-55FF- | SEP 1 Enc ) 2007 0410 :
127001 Faa7 1 0x00060002 info 164200 SEP is found

2000-0001-55FF-  BAT 1 Enc b 2007 04 10 The write policy of writeback logical drive switched from writeback -
12700 gz 1 D10t Nt g 4300 ta writethru

2000-0001-55FF- ) 2007 0410 :
127001 Faa7 Ctrl1 000040005 info TEd1a The system is started a

@ https: fflocalhost: 8443 promise/Events Faces#

H Local intranet

Up to the 50 last events are displayed.

Clicking [Save Events] saves the events in a relevant file. Clicking [Delete Events] deletes all
the registered events.

When an event occurs, a popup such as shown below appears at the upper right corner of the
WebPAM PRO screen.
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Mew Event X

Laszt Bvert: 127.0.01 2007 04 09 29:30:50
Phy=ical Dizk haz been inserted

NOTE: You cannot sort the events.

3.18 Collecting the Configuration Information

Controller and array configuration information can be saved in a text format by specifying
destination. The feature is intended for maintenance. Collect the configuration information as
described in the procedure below if you are instructed to do so by a maintenance engineer.

1. Click the subsystem (ST EX4650EL) icon in the Tree View.
2. Click the Configuration tab in the Management Window.
3. Scroll the displayed list and click [Save Configuration] at the lower right corner.

The File Download dialog box appears. Save the file to a proper place.

IMPORTANT: In a Microsoft Windows 2000
environment, when you attempt to save the configuration
information, the message "An error occurred in the page”
may appear. Even if it is the case, the configuration file
has successfully been saved. Click anywhere on the
Management Window to close this error message.
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Appendix A Preparation for Using WebPAM
PRO on Internet Explorer

Microsoft Internet Explorer (IE) 6.0 or later is mandatory to operate WebPAM PRO.

Setting the Security Level

When the security is set at the highest level (where Java scripts are disabled for instance),
troubles may occur. If your web browser uses a high security level, the following settings must
be enabled.

- JavaScript
Set the security in the custom level as follows:

1. Click [Tools] — [Internet Options] of Internet Explorer to display the [Internet
Options] dialog box.

2. Click the [Security] tab.

3. Select [Internet] and click [Custom Level].
The [Security Setting] dialog box appears.

4. Enable the following setting:

- Active script
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Setting the proxy server

Bypass the proxy server as follows:

1. Click [Tools] — [Internet Options] of Internet Explorer to display the [Internet
Options] dialog box.

2. Click the [Connections] tab and [LAN Setting].
The [Local Area Network (LAN) Setting] dialog box appears.
Set the following depending on the state of the [Use a proxy server for your LAN] checkbox.
m If a checkmark is not put in the checkbox, click [OK] to terminate the process.

m If a checkmark is put in the checkbox, put a checkmark in [Bypass proxy server for local
addresses] and click [Advanced]. Then type the IP address of the managed RAID system in
the entry of the [Exceptions] area.

Enabling animations

1. Click [Tools] — [Internet Options] of Internet Explorer.

2. Select the [Advanced] tab and make sure that a checkmark is put on [Play animations
in web pages] in the [Multimedia] section.

3. If not, put a checkmark.

To be able to save the WebPAM PRO event log files

1. Select “Internet Options” from the Tools menu of Internet Explorer.
2. Select the [Security] tab and click [Custom Level].

3. Enable the following setting:
Downloads section - File download
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Appendix B Report Monitoring

When you want to install the ESMPRO/AlertManager feature after installing NEC ESMPRO

Manager, the following settings may be required. It depends on the environment as described
below.

m  To display the event messages on the NEC ESMPRO Manager operating on a machine
other than the server to which the RAID system is connected, follow the procedure below on
the machine.

m  To display the event messages on the NEC ESMPRO Manager operating on the server to
which the RAID system is connected, no setting is required.

1. Insert the CD-ROM into the CD-ROM drive of the computer..

2. Start "WEBPAMPR\WPMALERT\WPMMANEN.EXE" in the NEC
EXPRESSBUILDER CD-ROM.

Setting the alert registry |>__R|

b ] Execute the alert reqgiatry,

Are you sure ?

3. Click [Yes].

NOTE: If you click [No], the operation terminates
without setting.

4. Click [OK].

Setting the alert registry gj

Setting the alert registry is completed,

Reboot the syskem to validate setking.

5. Reboot the system.
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Alert report messages and actions

WebPAM PRO supports a feature that notifies of alert messages in the ESMPRO/
ServerManager when a failure occurs in the EX4650 Disk array controller, by using the event
logging notification function of ESMPRO/ServerManager and ServerAgent. You can check the
alert messages that are set for notification in the AlertViewer. The ESMPRO disk array
monitoring functions (the color indication that changes the color of the server image on the
ESMPRO/ServerManager operation window and the disk array information displayed on the
DataViewer) are also supported. The following list shows the messages that are notified by
WebPAM PRO.
Just after the installation of WebPAM PRO, the following messages registered with a source
name "Promise Event Logger" in the application event log are set as the reported sources. To
change the setting, redefine it by using the report setting feature of the NEC ESMPRO Agent.

Event

D Message Action
Battery temperature is above No_ action _required if the ID 517 message has been
512 the threshold reglstere:'d within the last 8 hours.
If there is no ID 517 message, replace the battery.
517 | Battery is charging Helps checking the 1D 512 message.
The write policy of writeback | Check the battery for any failure.
529 | logical drive switched from
writeback to writethru
The write policy of writeback | Check the battery for any failure.
530 | logical drive switched from
writethru to writeback
Logical Drive Initialization is | Check the HDD and cables and replace it if any failure
4102 | aborted due to an internal | exists.
error
Quick Logical Drive | Check the HDD and cables and replace it if any failure
4109 | Initialization is aborted due to | exists.
an internal error
5638 Media Patrol is aborted due to | Check the HDD and cables and replace it if any failure
an internal error exists.
6650 | Physical Disk has been reset g)?izfsk the HDD and cables and replace it if any failure
6667 Physical Disk has been | A Physical drive has been removed. Check the HDDs and
removed cables and replace if any failure exists.
6671 Bad _ sector is found on | Replace the HDD on which bad sectors are detected.
physical disk
RAID migration has | A Physical disk error was detected. If it cannot be fixed,
6149 | encountered a physical disk | replace the HDD.
error
RAID migration has | Migration aborted. Please contact your sales representative
6150 | encountered a physical disk | for the reconstruction of the array.
error
6154 Array was made Incomplete | An error occurred during the Migration. Please contact
due to missing NV Watermark | your sales representative for the reconstruction of the array.
7681 | Rebuild is completed g::seRebU|ld is completed. Check the status of the logical
7682 | Rebuild is paused The_RebuiId is stopped. Restart rebuilding as soon as
possible.
7683 | Rebuild is resumed
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Event
ID

Message

Action

The Rebuild is stopped. Restart rebuilding as soon as

7684 | Rebuild is stopped .
possible.
2687 Rebuild is aborted due to an | The Rebuilding was aborted. Please contact your sales
internal error representative.
7689 | Rebuild is queued
The capacity of an unconfigured physical drive is not
7696 | Auto rebuild can not start suitable for rebuild. Replace with a drive of the proper
capacity.
7697 | Rebuild stopped internally Rebuilding aborted. Please contact the sales representative.
1542 Redundancy check is aborted | Check the HDD and cables and replace it if any failure
due to an internal error exists.
Redundancy check | If any error occurs in a HDD, replace that HDD.
1543 | encountered inconsistent | If no error occurs in the HDDs, back up the system data
block(s) and replace all the HDDs.
1546 Redundancy check task is | Check the HDD and cables and replace it if any failure

stopped internally

exists.

The above table shows the event IDs in decimal. The events listed in the table are reported to
the NEC ESMPRO Manager. The symbols such as %1 in messages are padding characters.
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Appendix C Standby/Hibernation Lock

Installing Standby/Hibernation Lock prevents the system from entering the standby or
hibernation state.

In any environment using the EX4650 RAID system, the Standby/Hibernation Lock feature is
not supported. Be sure to install the Standby/Hibernation Lock as described in the following
procedure. Before uninstalling the Standby/Hibernation Lock, check whether the driver is used
by another software.

Installation

Install the Standby/Hibernation Lock in the following procedure.

1. Log on the system with an account having administrator authority (such as
administrator).

2. Before starting the installation, exit from all the applications currently executed.

3. For the Windows x64 Editions (64-bit OS) environment, start
"\WEBPAMPR\ACPIDV64\EXPLOCK.BAT" in the attached CD-ROM. For other
Windows environments, start "\WEBPAMPR\ACPIDV32\PAM_INST.BAT" in the
attached CD-ROM.

A dialog box indicating that the driver is not signed may appear on the way as shown
below. Select [Yes] if it appears.

Security flert - Driver Installation EJ

{ ] The driver software pou are instaling for.
L3
Standby/Hibernation Lock.
has not been properly signed with Authenticode(TM] technology.
Therefore, Windows cannat tell if the software has been modified
since it was published. The publisher's identity cannct be verified

because of a prablem:

The third-party INF does not contain digital signature infarmation,

Do you still wart to install this driver software?

[ ‘Yes ] | No | [ More Info ]

The following message may appear on the command prompt. (In the 64-bit OS
environment, this will not be displayed.)

Driver Installed successfully.

The installation is completed.
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Uninstallation

NOTE: Other software products may use the
Standby/Hibernation Lock. Before uninstalling, refer to
the user's guides of the installed software products to
check whether they require Standby/Hibernation Lock.
The following software products usually require the
Standby/Hibernation Lock:

m Power Console Plus
m Adaptec Storage Manager

Uninstall the Standby/Hibernation Lock as described in the following procedure:

1. Log on to the system with an account having administrator authority (such as
administrator).
2. Select [Settings] from the Start menu and click [Control Panel].
3. Select [Computer Management] in [Administrative Tools] and click [Device Manager].
The device list appears.
4. Inthe device list, double-click [System Device] and [Standby/Hibernation Lock] in this
order.
The [Standby/Hibernation Lock Properties] dialog box appears.
5. Click the Driver tab. Then click [Delete].
The [Confirm Device Removal] dialog box appears as shown below.
Confirm Device Removal 20x|
Standby/Hibemation Lock
\Warning: You are about to uninstall this device from your spstem.
—
6. Click [OK].

The uninstallation is completed.
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Confirmation of Setup

The following procedure can be used to check whether the Standby/Hibernation Lock is
installed or not. After installing or uninstalling the Standby/Hibernation Lock, follow the
procedure below to check the result of the installation or uninstallation.

7. Start [Computer Management] in [Administrative Tools] and click [Device Manager].

8. Make sure that [Standby/Hibernation Lock] appears/does not appear in [System
Device].

When you uninstalled the feature, make sure that [Standby/Hibernation Lock] does not
appear anymore in [System Device].

S Computer, Management = 2% ]
g Eile  Action Miew Window Help =& _1
cr A FS 2D A =RA

g Computer Management {Local)
=] E System Tools
- {f] Event Viewer
[ Shared Folders
[ S Local Users and Groups
[ Performance Logs and Alert:
g Device Manager

= & Storage
[#-jg)f Removable Storage
i Disk Defragmenter
-,i Disk Management
[e] 8’,& Services and Applications

+-4 Keyboards
£ g Mice and other painting devices

#

+ & Monitars

Other devices

-, Ports (COM&LPT)

- m Processors

€& 551 and RAID controllers

+-8), Sound, viden and game controllers
= } System devices

'Y ACPIFixed Feature Button

-_J Direct memory access cantroller
' Generic Bus

b

|3

.i High Precision Event Timer

i Inkel(R) 6700/&6702P%H IfOxAPIC Interrupt Controller & - 0326

r} Intel(R) 6702P%H PCI Express-to-PCI Bridge A - 032C

') Intel(R) 82801 PCI Bridge - 244E

i Intel{R) 52801FE LPC Interface Controller - 2640

r} Inkel(R) &2801FE/FEM PCI Express Rook Port - 2660

g Intel(R) 82801FB/FBM SMBus Controller - 2664

-} Inkel(R) 52802 Firmware Hub Device

.i Intel(R) E7220/E7221 Memory Controller Hub - 2585

ZJ Intel(R) E7220/E7221 PCI Express Root Port - 2589

‘4 ISAPNP Read Data Port

.j Microcode Update Device

-_J Microsoft ACP-Compliant System

r} Microsoft Systern Management BIOS Driver

'y Matherboard resources

-_J Murneric daka processor

i PCIbus

'y PCI standard PCI-to-PCI bridge

"4 PCI standard PCI-to-PCI bridge

r} Plug and Play Software Device Enumeratar

g Programmable interrupt controller
Standby/Hibernation Lock

.i Systemn CMOSireal time clock

g System speaker

-} System kimer

'y Terminal Server Device Redirector

< | BB = UED Universal Serial Bus controllers

&l

O computer Management
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Screen Display Appearing when Standby/Hibernation Lock Prevents the
System from Entering the Standby or Hibernation State

Installing the Standby/Hibernation Lock in a system prevents the system from entering the
standby or hibernation state. For example, if you select the hibernation state from the shutdown
menu, a popup appears to clarify why the system will not enter the hibernation state.

System Standby Failed

1 The device driver For the 'StandbyHibernation Lock! device is preventing the maching from entering standby, Please
- close all applications and try again, IF the problem persists, you may need ko update this driver.

This popup is displayed by the operating system and cannot be avoided.
Click [OK] to close the popup.

When the system is prevented from entering into the standby or hibernation state, the following
log is stored in the event log:

Event Properties EJ El
Evernt
Drate: mH  Souwce:  ExpPam 1+
Time: BPM  Categony: Mone
Type: Errar Ewent|D: 43 +
User, N

Computer: SPRITZER-S

Description:

The system sleep operation failed

For more information, see Help and Support Center at
http:/ /g0, microzoft. com/fwlink/events. asp.

Dala & Bytes O'Words

|oooo: 15 00 OO0 00 0L 00 be DO __ ... M ~l
|ooDB: 00 0O 00 00 2b 00 04 0 .. +. A |
|00L0: 0Z 00 03 00 kb 00 00 0 ....»..4 ~|

This log is stored by the operating system in the event log. The message "The system sleep
operation failed" is displayed in the Description field when an attempt is made to put the system
into the standby or hibernation state.
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