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Scope and
Objectives

I ntended
Readers

Structure

Preface

This manual describes the facilities available for the protection and recovery of
user files by JAS (Journalization Advanced Service) that includes the Before
Journal and the After Journal. Retrieval functions and special utilities associated
with these Journals are also described. File recovery is treated for both non-HA
(High Availablity) and HA environments.

The manual isintended primarily for the System and JAS Administrators and
Console Operators, and for all users with aninterest in file protection.

Section 1 introduces the terminology and concepts of journalization, and explains
how to make use of journal facilities.

Section 2 describes the features of JAS in terms of its catalog and directory and, the
Before and After files. It describes how to handlefiles and the techniques used in
their recovery.

Section 3 describes installing and maintaining JAS. It describes in detail the JAS
commands for managing and handling thefiles.

Section 4 describes Private JAS.

Section 5 describes HA (High Availability) in terms of the service it providesto
JAS and TDS. It gives aresume of the CMSC (Complex Management Service)
commands for managing the service.

Section 6 treats the ROLLFWD utility and its effects on journalization.
Section 7 describes JRU (Journal Recovery Utility) functions and utilities.

Section 8 describes the TCRF (Transactional Context Recovery Facility) utility in
the context of a non-HA environment.

Section 9 deals with the DUMPJIRNL utility which enables extracting private data
from the After Journal to be written into a user journal.

Appendix A gives hints on how to ensure the Stability and Consistency of User
files.
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Preface

Syntax Thefollowing notation conventions are used in this manual when describing the
Notation syntax of commands:
UPPERCASE The keyword item must be coded exactly as shown.
Lowercase Indicates a user-supplied parameter value. The

symbolic name digitsn is used to represent a string of
decimal digits of maximum length n.

[item] An item within square brackets is optional.

{item 1} A column of items within braces means that one value

{item 2} must be selected if the associated parameter is
specified.

{item 3} The default value (if any) is underlined.

@) Parentheses must be coded if they enclose more than
oneitem.

An dlipsis indicates that the preceding item may be
repeated one or more times.
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1. Introduction

This manual describes how to protect files against total or partial loss by using File
Recovery Facilities.

This section briefly explains the journalization techniques and the protection
offered to applications.

1.1 Functions Provided by File Recovery Facilities

File Recovery Facilities allow the contents of files to be protected from total or
partial loss, caused by:

 incomplete update on program abort or system crash,
» physical destruction of the media containing thefile,
» or logical destruction of thefile.

File Recovery Facilities makes use of two journals, the Before Journal and the
After Journal, and an associated set of functions including the support of HA (High
Availability) requirements. Details of HA-specific features are given in HA Specific
Features (chapter 5).

In addition, File Recovery Facilities offer TDS applications a User Journal service.
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1.11 Fundamental Concept of File Recovery Unit (FRU)

An FRU (File Recovery Unit) is a portion of a program which takes a file or set of
files from one consistent state at the beginning of its execution to another
consistent state at the end of its execution. A program consists of one or several
FRUSs, each FRU being one of the following:

« an entire Batch or |OF step,

 part of aBatch or |OF step between the beginning of the step and the first
checkpoint encountered,

« part of aBatch or |OF step between two checkpoints,

« part of aBatch or |OF step between the last checkpoint encountered and the end
of the step,

« aTDS commitment unit or an QS query.

All the data accessed by an FRU in updating modeis locked, in order to prevent
another FRU from accessing that data. The lock-unit isthe Cl (or page).

When an FRU terminates normally, all the modified datais committed. Thefiles
arein a new consistent state.

When an FRU terminates abnormally, the files are returned to the state they werein
at the start of the FRU, that is, they are returned to their previous consistent state.
Updates already made are rolled back.

1.1.2 Recovery from Software Incident Causing Incomplete Update

User files can be protected against software incidents that cause incomplete update
by either Immediate Update with the Before Journal or Deferred Update with the
After Journal.

Files protected by Immediate Update with Before Journalization and left in an
inconsistent state after a program abort or a system crash will be rolled back to the
last consistent state. See Before Journalization (section 1.2.3).

Files protected by Deferred Update and After Journalization left in an inconsistent
state after a program abort or a system crash will be dynamically rolled forward to
the next consistent state. See After Journalization (section 1.2.4).
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1.1.3 Recovery from Physical Media Destruction or Logical File Destruction

114 Suppor

User files can be protected against hardware incidents and certain software misuses
by the After Journal.

User files which are destroyed are rolled forward. This is done by running the
RESTORE and ROLLFWD utilities.

The After Journal also protects the files against faulty recovery. If GCOS 7
components cannot deliver thelist of FRUs because the system files containing the
state of the FRUs are unavailable, the After Journal is ableto make its own
decisions. See Adding Available After Journal Files (section 2.4.3).

ting High Availability Requirements

HA is afunction based on disk coupled system configurations enabling reduction
of the unavailability time of an HA application (typically a TDS application) when
the system crashes.

HA isimplemented by CM SC (Complex Management Service) which detects this
failure from the backup system and provides the means of starting up a backup HA
application. On startup of the backup application, journalized files will be
immediately recovered. See Section 4.

1.15 Offering a User Journal Service

TDS user records can be stored in the After Journal file while the applicationis
running. These records may be subsequently extracted from the After Journal file
using the DUMPJRNL utility. See DUMPJRNL Utility (chapter 9).
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1.2 Journalization Techniques

Journalization ensures user file integrity. Before and After Journals are tools which
enabl e recovering user files to a consistent and stable state when an incident such
as an abort of an application or system crash occurs.

1.2.1 Deferred Update

While an FRU is updating a file, the system keeps an image of each record asit is
updated in a buffer. The system physically writes the record to the file after the
Commitment has been taken.

Deferred Updates are available only for files used by TDS.

1.2.2 Immediate Update

When an FRU is updating afile, the system physically writes the record to thefile
before the Commitment is taken.

Immediate Updates are available for files used by Batch, IOF and TDS.

1.2.3 Before Journalization

Before Journalization is to be used with Immediate Updates.

While a program is updating a file, the system keeps a Before Image of each record
beforeit is updated, and writes the Cl (control interval) or page containing the
record to a Before Journal file.

If the updating FRU terminates abnormally thus leaving the update of thefile
incomplete, the records from the Before Journal are extracted, and used to
overwritethe recordsin thefile. Thefileis thus restored by being rolled back to its
last consistent state.

1-4 47 A2 37UF Rev05



Introduction

After Journalization

After Journalization is to be used with Deferred Updates.

While an FRU is updating a file, the system keeps an After Image of each record as
it is updated in a buffer, and writes each After Image to the After Journal file. The
system physically writes the record to thefile only after the Commitment has been
taken.

If aTDS terminates abnormally thus leaving the update of the file incomplete
because some commitments are not consolidated, the records from the After
Journal are extracted, and used to overwritetherecords in thefile. Thefileis thus
restored by being rolled forward to its next consistent state.

The After Journalization mechanism is also to be used for recovering from physical
incidents.

A file can bereconstructed by:

« restoring a version that has previously been saved,

 and overwriting each updated record with its After Image.
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1.3 Choosing the Level of Protection by Application

131 TDS

File protection is especially important in a distributed processing environment
wherethe TDS application is accessed by several users.

Thetype of journalization can be selected at TDS generation time by specifying the
level of protection inthe FILE INTEGRITY parameter of TP7GEN.

TDS verifies that this protection level is compatible with the type of journalization
defined in the description of thefilein the catalog or in the runtime JCL statement
DEFINE.

Table1-1. TDS Protection Levels

Leve Jour nalization Techniques

NONE NONE

MEDIUM | Immediate Updates with Before Journalization only
Immediate Updates with Before and After Journalization
HIGH OR

Deferred Updates and After Journalization

NOTE:
Where the After Journal is specified with Deferred Update, TDS may also
require the Before Journal as well depending on the runtime needs of the
system. Seethe TDS Administrator’s Guide.
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Batch and IOF

In Batch and |OF mode, the Before Journal can be used with checkpoints or
commitments in programs which update files.

Journalization techniques used can be:

« NONE.

 Before Journal only.

 After Journal only.

* both Before Journal and After Journal.

Combined Applications

A file updated by several Batch, |OF and TDS applications must be handled
with the same level of protection by each application. Consistency of thefileis
otherwise endangered and it cannot be restored by being rolled forward.

NOTE:
The JOURNAL option can be specified both in the catalog and in the JCL
statement DEFINE (see Specifying the Journal Option in the next chapter).
However, to ensure that ALL steps using the file have the same protection level,
you are strongly recommended to specify the protection level only in the
catalog description of thefile, and not elsewhere.

The relation between TDS Protection Levels and Batch and |OF Protection Levels
is as follows:

Table 1-2. Relation Between TDS and Batch/I OF Protection L evels

TDS Protection Level | Batch and | OF Protection L evel

NONE NONE
MEDIUM Before Journal only
HIGH Before and After Journals
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1.4 Journalization Advanced Service (JAS)

JAS provides File Recovery Facilities through the Before and After Journals, and
the utilities associated with the After Journal.

On a given site, this service can be implemented by one or several occurrences of
JAS, each JAS occurrence being in charge of the integrity of a specific set of files
linked toit.

There are two types of JAS:

» the SYS JAS which isthe public JAS,

» the BLUE JAS and the GREEN JAS which are the private JAS. They only
protect files cataloged in auto-attachabl e catalog.

If the system JAS feature is only available on site, the journalization may be done
only on the Public SYS JAS.

If the Private JAS featureis only available on site, thetwo types of JAS are
provided: the two private JAS enable the System Administrator to divide the load
of file journalization among the three JAS.

If the HA featureis available on site (if the siteis part of an HA complex), the two
types of JAS are provided: the Public SYS JAS is the non-HA type JAS and the
two private JAS arethe HA-type JAS. The HA-type JAS allows TDS applications
which journalize in one of these JAS to switch to a backup system when the active
system crashes in an HA complex. Non-HA type JAS does not have this backup
facility. Seethe High Availability Concepts Manual.

The Private JAS mean the BLUE JAS and the GREEN JAS in both Private JAS
feature and HA feature.

Table 1-3. SYS, BLUE, and GREEN JAS

SYSJAS BLUE JAS GREEN JAS
no special features System JAS Unavailable Unavailable
Private JASfeature | System JAS Private JAS Private JAS
available on site non HA non HA
Site part of System JAS Private Private
an HA complex HA-type JAS HA-type JAS
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2. General Description of JAS Features

2.1 JAS General Description
2.1.1 Domain of Application

2.1.1.1 Type of Applications

Thetype of application may be:

« Batch,
 Interactive (I0F),
» Transactional (TDS).

2.1.1.2 Type of Files and Characteristics

User files should be cataloged in auto-attachable catalogs. This is mandatory for
Private JAS (HA or non HA).

After Journalization identifies the user file by its efn (external-file-name) and its
catalog. Thefile must always be updated through the same attached catalog to
ensure protection against physical destruction. A catalog which is auto-attachable
guarantees this security.

NOTE:
If the catalog of a journalized user file has to be changed, a
FORGET_USER_FILE command must be issued.
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In order to protect a file cataloged in a non-auto-attachabl e private catalog, the
system journalizes, rolls forward and performs a save on such afile only if the
private catalog is cataloged in SITE.CATALOG and is attached without the
DEVCLASS and MEDIA attributes. This avoids therisk of confusing two different
files with the same name cataloged in two different private catalogs with the same
name.

Files cataloged in the STE.CATALOG are supported. However, cataloging user
filesin this catalog is not recommended for performance reasons. Files whose
names start with "STE." or "SYS" are not supported. Uncataloged files are
supported by SYSJAS but are not protected against duplicate names. The use of
uncataloged files is hot recommended.

Thetechniques for file protection are:

» Before Journalization which allows immediate recovery (rollback) with
immediate updates,

« After Journalization which allows immediate recovery (dynamic rollforward)
with deferred update, and also deferred recovery (static rollforward).

A JAS protects:

« by using After Journalization and Before Journalization:
- sequential, reative and indexed UFAS user files for UPDATE processing
mode,
- IDS user files for UPDATE processing mode.

by using Before Journalization only:
- relative UFAS user files with direct access mode only for APPEND or
OUTPUT processing modes,
- indexed sequential UFAS user files only for APPEND processing mode.

NOTES:

1. Theprotected file types and processing modes depend on whether the
access method is UFAS or IDS/11. Refer to the appropriate documentation.

2. Dynamic rollforward of sequential UFAS user files is not supported and
deferred update is not allowed for thesefiles.

3. Aprivate JAS protects access to files of catalogs linked to it even in input
mode and even to files other than UFAS and IDS/II. See chapter 4: Private
JAS
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2.1.1.3 Limits

A JAS can protect user files of up to 200 applications running on a system, of any
application type (TDS, Batch or IOF).

The number of user files simultaneously protected per application is limited to 500
opened files per TDS.

JAS can protect up to 3200 user files not simultaneously updated. These protected
user files may be cataloged in an unlimited number of auto-attachable catalogs.

The maximum number of simultaneously active commitment units per TDSis
limited to 2047.

The maximum number of processes per TDS s limited to 250.

2.1.1.4 Before Journal Characteristics

The Before Journal supports the following GCOS 7 applications, file types and
processing modes.

Table 2-1. Before Jour nal Char acteristics

APPLICATIONS | Batch
Interactive (I0OF)
Transactional (TDS)

FILETYPES UFAS

IDSII
PROCESSING UPDATE for all file formats and organizations.
MODES OUTPUT for UFAS Reative with direct access mode.

APPEND for UFAS Rdative with direct access mode,
and UFAS Indexed Sequential files.

NOTE:
With UFAS sequential files, thefile-labd is aways journalized when thefileis
opened. To rallback to the last checkpoint, first close the file beforetaking a
checkpoint, then re-open thefile.
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2.1.1.5 After Journal Characteristics

TheAfter Journal supports the following GCOS 7 applications, file types and
processing modes.

Table 2-2. Before Jour nal Char acteristics

APPLICATIONS Batch

Interactive (I0OF)

Transactional (TDS)

FILETYPES UFAS Sequential, Relative, Indexed
Protection IDS/II

UFAS Relative, Indexed

Deferred Updates IDSII

Dynamic rollforward of sequential UFASfilesis not

supported

PROCESSING UPDATE for all UFAS file organizations

MODES All files opened in OUTPUT mode and | ndexed
Sequential files opened in APPEND mode are not
protected

Since Dynamic Rollforward of Sequential UFAS user filesis not supported,
Deferred Updateis not allowed.

2.1.2 Specifying the JOURNAL Option

The JOURNAL option can be specified in both the catalog and in the JCL
statement DEFINE.

However, to guarantee that all the steps using the file have the same leve of
protection, you are strongly recommended to specify the file protection level in the
catalog only, and not elsewhere.

The JOURNAL option specified in the JCL statement DEFINE of a step allows this
step to define, for its own use, a specific level of protection for agivenfile. This
option must be used with the utmost care, since the level of protection is not
retained for other steps using thefile.
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When the journal options are specified in the catalog, specifying these optionsin
the JCL statement DEFINE allows extension or restriction of protection according
to thefollowing rules.

» Extension of Protection: If accessrights areinstalled and if the user starting the
step does not have OWNER or RECOVERY access rights, the optionsin
DEFINE take effect if they offer the same or more protection asthat entered in
the catalog. For example, afile protected by AFTER in the catalog can be
protected by BOTH for the execution of a step, thus allowing the step to be
rolled back if it aborts.

» Restriction of Protection: If access rights have been installed and if the user
starting the step has OWNER or RECOVERY access rights, or if access rights
have not been installed, then the options of the JCL statement DEFINE override
those entered in the catalog. An example is that a file protected by BOTH inthe
catalog can be accessed without journalization (NO) for the execution of a step
(to allow overnight batch followed by save of thefiles).

These rules can be summarized as follows;

Table 2-2. JOURNAL Options

No option JCL Option JCL
statement DEFINE | statement DEFINE

no access rights installed

or optionsin catalog optionsin DEFINE
OWNER and RECOVERY rights

access rights installed

without optionsin catalog optionsin catalog
OWNER and RECOVERY rights

Restriction of the protection provided by AFTER journalization leads to
unreliability since static rollforward of files can no longer be guaranteed. This
restriction must therefore be used with caution - for example, such an access must
be followed by a save of thefiles. For control checking, all access with inhibition
of the AFTER option in the catalog is noted in the JAS directory. A warning
message appears on rollforward and an exclamation mark (!) precedes the name of
thefile in the execution report of the MNJAS LIST command. This notification
disappears on each save of the file with journalization.

NOTE:
During the inhibition by a JCL statement DEFINE of the options BEFORE and
AFTER as specified in the catalog, the step is connected to SYS JAS at
initialization. From TS8560, this connection does not prevent the MNJAS
TRANSFER function from executing normally.
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2.1.2.1 In the Catalog

Journal options may be cataloged for a given file (using the JCL statement
CATALOG or CATMODIF or the GCL MDF command):

JOURNAL={ NO| BEFCRE | AFTER| BOTH }

NO: Thefilewill not bejournalized (default option)
BEFORE: Thefilewill bejournalized in the Before Journal only
AFTER: Thefilewill bejournalized in the After Journal only. If

thefileisused ina TDS step, it will be journalized in
both the Before and After Journals.

BOTH: Thefilewill be journalized simultaneously in the
Before Journal and in the After Journal. BOTH is
recommended for protection against both physical
destruction and software problems.

NOTE:
Specifying the After Journal in the catalog ensures the permanence of file
protection against hardware incidents or faulty recovery.

Each time a cataloged file with the JOURNAL option is assigned and opened in the
previously listed processing mode the journal(s) specified in the catalog are used.

If the JOURNAL option is not declared in the catalog, it may be specified in the
JCL statement DEFINE. However, thefileisjournalized only during the execution
of this step.

2.1.2.2 In JCL Statement DEFINE

A DEFINE statement can be used on each file to be journalized. The syntax is as
follows:

DEFINE /i fn, JOURNAL={ NO| BEFCRE | AFTER| BOTH }

ifn: Internal file name of thefileto be journalized.

NO: Thefilewill not bejournalized.

BEFORE: Thefilewill bejournalized in the Before Journal only.
AFTER: Thefilewill bejournalized in the After Journal only. If

thefileisused ina TDS step, it will be journalized in
both the Before and After Journals.
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BOTH: Thefilewill be journalized simultaneously in the
Before Journal and in the After Journal. BOTH
journals is recommended for protection against both
physical destruction and software problems.

The system will automatically journalize thefileif the corresponding journal
exists. If the Journal does not exist, the step will abort.

NOTE:
If the option JOURNAL=AFTER has been specified for afileused by aTDS
step, the system will override this option so that it becomes JOURNAL=BOTH.
Thefilewill be journalized simultaneously in both Before and After Journals.

If the option JOURNAL=BOTH is specified for afile used by a TDS step, deferred
updates are recommended. See the TDS Administrator’s Guide.

2.1.3 Activating Journalization

2.1.3.1 Activating the Before Journal

To activate the Before Journal for files protected by SYS JAS in a particular step,
the JCL of the step must contain:

» either an ASSIGN statement for a file which has been cataloged with the option
JOURNAL=BEFORE or BOTH,

» or a DEFINE gtatement containing the option JOURNAL=BEFORE or BOTH.

If thereis no reference in the JCL to at least onefile journalizing in the Before
Journal, Before Journalization will not be activated for the step. An attempt to
dynamically ASSIGN and OPEN a file cataloged with the option
JOURNAL=BEFORE or BOTH, will result in an abnormal condition and the code
NJAFT will bereturned. For an explanation of this return code, seethe Error
Messages and Return Codes Directory.

For files protected by private JAS, the Before Journal can be activated in the same
way. However, it can also be dynamically activated by dynamically assigning in the
program, without any reference in the JCL, afile protected by a private JAS.

During the execution of a Batch or |OF step, journalized files should not be
dynamically deassigned because if they were, the Before Journal would be unable
to roll them back if the step aborted or the system crashed. The minimum
precaution is to take a commit immediately after a dynamic deassign.
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In addition, in batch and |OF environments, the ifn (internal file name) remains
assigned until the end of the step. The result is that the file may not be assigned in
another step. Any further dynamic assign in the same step on thisifn for another
file leads to the abnormal code IFNASG being returned and the message DF3 ifn
ALREADY ASSIGNED being issued.

2.1.3.2 Activating the After Journal

To activate the After Journal for files protected by SYS JAS in a particular step, the
JCL of the step must contain:

» either an ASSIGN statement for a file which has been cataloged with the option
JOURNAL=AFTER (or BOTH),

» or a DEFINE gtatement containing the option JOURNAL=AFTER (or BOTH).

If thereis no reference in the JCL to any journalized file, the After Journal will not
be activated for this step and the step will not be able to journalize. Each time an
attempt is made to dynamically assign and open afile cataloged with the option
JOURNAL=AFTER or JOURNAL=BOTH, the code NJAFT will bereturned and
the message JP53 will be sent to the JOR. See Error Messages and Return Codes
Directory.

For files protected by Private JAS, the After Journal can be activated in the same
way. However, it can also be dynamically activated by dynamically assigning in the
program, without any reference in the JCL, afile protected by a Private JAS.

2.1.4 Concurrent Access

When afileis shared by several concurrent batch steps which are updating it, each
step must specify that thefileis to be protected by the Before Journal. Thisisto
ensure that the file can be rolled back to the last synchronization point in the case
of either an incomplete update or a deadlock.

TDS steps can use Deferred Updates even if another step is updating the samefile.
If the step is Batch or 10F, it must specify that thefileis to be protected by the
Before Journal.

Afileis protected by Before Journal in the case of concurrent access, if it is
cataloged with the journalization options BEFORE or BOTH or assigned with
these options in the DEFINE statement.
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Programming Considerations

A file may bejournalized in the Before Journal only if the reference modeis
MOVE. Theintegrity of thefileis not guaranteed in LOCATE mode which only
appliesto GPL.

If GPL is used in a Batch or IOF environment, ajournalized file using LOCATE
mode is deassigned when the step aborts or when the system crashes. It will not be
rolled back. For these files the message:

SYSTEM JLO1 RCOLLBACK CANNOT BE PERFCRVED ERRCR QUDE=XXXXXXXX
will be sent to the JOR.

If afileis defined with SHARE=FREE in WRITE mode for several steps, it is
shared without control. If it isjournalized by at least one of the steps, its integrity
cannot be guaranteed if rollback occurs since thereis no synchronization either
between the updates and rollback or between different rollbacks.

However, if thefileis defined with SHARE=MONITOR, it is shared under the
control of GAC (Generalized Access Contral). Synchronization is guaranteed
between rollbacks and journalization.

The maximum size of ajournalized file block is 32 Kbytes whatever the device
class of the disk allocated to the Before Journal file.

From TS8560, the GPL H_INVFRU primitive and the COBOL H_JAP_HINVFRU
entry point allow a batch/I OF step to invalidate the updates of all journalized files,
from the last clean point taken. Before calling this function, you must closeall
journalized files.

Theimmediate invalidation of updates concern only the Before journalized files.
Thefunction isthereforergjected if at least onefileis only journalized in After
mode. However the After Journalization is recommended because you can then
perform a static rollforward after arollback failure or disk loss.

If the step aborts or if the system crashes after the primitive call, the usual recovery
mechanism functions normally.

See the GPL System Primitives and COBOL System Calls manuals.
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2.2 JAS Files

After Images
After Images arerecorded in an unlimited set of sequential files.

All the applications using the same JAS journalize in the same After Journal file
and the images are logged sequentially in time.

GAC ensures that two FRUSs (File Recovery Unit) cannot update the same record
simultaneously. GAC guarantees that the After Images of the same object are
always written in the order of the locks applied. The After Images belonging to two
FRUs simultaneously executing can be written to the Journal Filesin any order.
GAC and the After Journal allow the FRU to be serialized.

Before | mages

In each system, the three JAS, namely, Public SYS JAS, and Private BLUE JAS
and Private GREEN JAS, use the same Before Journal file called SYS.JRNAL.
Thisfileis allocated by TAILOR at system installation and is cataloged in
SYS.CATALOG

Before Images are handled with the minimum of user intervention.

Before Images are recorded in the Before Journal as they are created, and are
applied in reverse order when thefile is rolled back.

To guarantee the integrity of the journalized file, the Before Image of a Cl (Control
Interval) is recorded before any modifications are made to the Cl concerned. Each
Before Image is prefixed by a fidd which contains information needed for the
rollback.

Before Images belonging to several different files are stored in the same Before
Journal file.

Batch and | OF Applications

Before Images of a Batch or |OF step arelogged in a subfile of the SYS.JRNAL.

When there is not enough space in the SY S.JRNAL to log the Before Images of a
step, the Before Journal subfile associated with the step can be extended outside the
SYS.JRNAL.
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From TS8560, if you know that the quantity of Before images is such that it
overloads the SY S.JRNAL, specifyingaH_BJRNL order in the JCL creates a first
extension for the step, without waiting for SYS.JRNAL to overflow, and directs the
Beforeimages into this extension instead of into the SYS.JRNAL.

See section Before Journal Extensions (Batch and 10F) later in this chapter.

TDSApplications

A subfile of the SYS.JRNAL is dedicated to each TDS but no Before Images are
logged in the SYS.JRNAL file. They arelogged inaTDS Before Journal File. A
TDS Before Journal File is dedicated to each TDS. This file may be located on up
to four media to improve performance by distributing the I/O operations.

See section TDS Before Journal File (TDS) later in this chapter.

2.2.1 JAS Catalog

When a Private JAS is created, a private catalog dedicated to it is created. This
private catalog is used to catalog all the JAS files, namely:

» the JAS directory,
« and the JAS Primary and Secondary Journal Files.
This catalog is auto-attachable.

SYS JAS uses SYS.CATALOG which is permanent on the system.

2.2.2 JAS Directory

The JAS directory is a system file attached to a JAS. Thereis one JAS directory
per JAS. Thisdirectory is created and cataloged in the JAS Catalog when the JAS
is created by the JAS administrator through the MNJAS CREATE command. The
fileis extended without operator intervention.

The JAS directory stores the following information:

 thephysical characteristics, the identification and sequencing of the After
Journal files,

« theidentification of user filesthat have been journalized and information about
their last save date,

« theidentification of TDS user journals and last date of DUMPJRNL,
« and the identification of mediathat are to be used for journalization.
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The space used in the JAS directory is a function of the number of active journal
files and the number of logged aborted FRUSs that are stored in each primary
journal file. Consequently, the percentage of space used by the JAS directory is
continuously increasing. The administrator will need to recover space fromtimeto
time,

The ways to recover the JAS directory space are

 toactivatethe TRANSFER_PRIMARY function which transfers primary journal
files to secondary journal files,

 toactivatethe RECYCLE_JOURNAL_FILE function which transforms an
active journal fileto an availablejournal file,

» tosaveall thejournalized files, which recycles only those active journal files
that contain obsolete After Images,

« toextract the user journal of all the TDS applications that have journalized, a
procedure which also recycles the active journal files,

» todeleteold user files which are no longer being journalized.

Before an overflow occurs, the JP22 message is sent to the console once the
threshold of available space on the media (2%) is reached. Until JAS directory
spaceis recovered, all starting steps will receive the JP23 message in their JOR and
will bergjected.

An overflow on the JAS directory stops journalization by the JAS and prevents all
the journalizing steps from making any update on the user files. Results are then
unpredictable. The percentage of used space can be found through the MNJAS
(MAINTAIN_JAS) utility.

When the JAS directory spaceis considered too small to ensure required
application processing and file integrity, the JAS administrator can create a larger
JAS directory when recreating the JAS. To do this, journalized user files must first
be saved and the JAS must be deleted.

NOTE:
Although it is a queued file, the JAS directory is not a library and must not
therefore be accessed throug the LIBMAINT utility.
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Files Specific to Before Journalization

Beforejournalization makes use of a set of files; the Before Journal files. These
files are of three different types:

» The SYS.JRNAL file: Part of this systemfileis used to keep track of each step
(Batch, IOF or TDS) that uses the Before Journal at a given time. The other part
of thisfile is used for the journalization of Batch and |OF steps.

» Before Journal extensions. Used by Batch and |0F steps, these files are created
when no more space remains available for journalization in the SY S.JRNAL file
or on request by specifyinga H_BJRNL JCL order.

» TDSBefore Journal files: TDSs do not journalize in the SYS.JRNAL file. Each
TDS owns its own Before Journal files: its primary TDS Before Journal files and
its Commit extensions.

NOTES:

1. TheBefore Journal files arevolatile. Only the Before Images taken from
the last restart point (the beginning of the current FRU) are kept in these
files.

2. TheAfter Journal files containing the After Images of the user files must
not be on the same media as their corresponding SY S.JRNAL file, Before
Journal extensions and TDS Before Journal files. Different media must be
used so that, in the case of media failure preventing immediate recovery
using the Before Journal, a deferred recovery (static rollforward) is still
possible.

2.2.3.1 The SYS.JRNAL File

Thisfileis used to keep track of each step (Batch, IOF or TDS) that uses the
Before Journal at a given time, and for the journalization of Batch and |OF steps.

Each step (Batch, IOF or TDS) using the Before Journal is represented by an entry
in the SYS.JRNAL file. The CONFIG parameter BJSIMU defines the maximum
number of steps that may use the Before Journal at a given time, and therefore the
number of entriesin the SYS.JRNAL file.

The SYS.JRNAL fileis shared in read and write mode in a multiprogramming
environment. A number of steps and TPRs can journalize simultaneously while
othersroll back their files after an abort.
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Before Journal files
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Figure2-1. The SYS.JRNAL File

2.2.3.2 Before Journal Extensions (Batch and IOF)

Batch and I0OF steps journalize primarily in the SY S.JRNAL file. But, although the
SYS.JRNAL fileisvolatile, it may overflow if the cumulative size of journalized
records exceeds the size of thefile. The Before Journal can be extended without
operator intervention.

From TS8560, in order not to overload the SY S.JRNAL with the Before images of
a step which creates too many journal records, specifying a H_BJRNL order in the
JCL creates afirgt extension for the step, without waiting for SYS.JRNAL to
overflow, and redirects the Before images into this extension instead of into the
SYS.JRNAL.

The Before Journal space available to a batch or IOF step may be extended in up to
15 files. These extensions are created with the block size of the SYS.JRNAL file
and a size of 3168 file-blocks of 512 bytes or 720 file-blocks of 4 Kbytes. Provided
that space is available, they may be expanded on the same media.
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Thelist of mediathat can be used for creating the Before Journal extensions can be
provided:

« either through the JCL statements ASSIGN H_BJRNL and ASSIGN
H_BJRNL1, leading to the creation of a first extension as soon as the step is
journalized for thefirst time,

 or by answering the JL02 message.
The ASSIGN H_BJRNL JCL statement has the following format:

ASSI GN H BJIR\L DVC=devi ce- cl ass
VEDI A=( nedi a- nane[, nedia-nane[, ...[, ...]11]1)
FI LESTAT=TEMPRY, NEXT, PO

TheASSIGN H_BJRNL1 JCL gtatement has the same format.

Each of these statements may specify alist of up to four media. The specified
media must all have the same device class, but this device class need not be the
same as the SYS.JRNAL device class.

The media specified inthe ASSIGN H_BJRNL 1 constitute a spare list which will
only be used if one or more of the media provided by the ASSIGN H_BJRNL are
not available. A maximum number of four media taken from any of these two lists
will therefore be used for the Before Journal extensions.

If ASSIGN H_BJRNL is not specified, or if thereisinsufficient space on the
specified media, the following message will be sent:

JLO2 ron MORE SPACE NEEDED FCR BEFCRE JOURNAL, WHERE ?

Aslong as there is enough space on the media specified in the reply, no further
questions appear on the console. A question is sent for each step needing an
extension. If too many questions appear, it means the size of the SYS.JRNAL fileis
not appropriate and should be increased, or that a batch/I OF application has
consumed too much Before Journal (no checkpoint taken).

When either the next checkpoint or the end of the step is reached, all the Before
Journal extensions belonging to the step are deleted and their corresponding disk
spaceis released. The same applies when rollback occurs.

Before Journal extensions must be avoided as far as possible, because they aretime
consuming.
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NOTE:
I/O requests on the Before Journal are accounted in the JOR for Batch and 10F
steps and are printed out in the following form:

JOURNAL ON BEFORE: nunber of i/0 requests : nnn

where nnn includes the number of 1/0s on the SY S.JRNAL file and the number
of 1/0s on the Before Journal extensions (whose individual ifn's are H_Jxxxx).

To TDS
To Batch #1
Before HBefore Journal extensions
Journal  SYS.JRNAL
files
N Entry #1: Batch #1 Batch #2
Entry #2: TDS #1 Before Journal extensions
Entry #3: TDS #2
tension 1
Entry #4: Batch #2 =
> Batch #2
; Batch #2
Entry #BJSIMU:
Batch #1
@ Batch #2
Batch #1
Batch #2
= > e extension 2
Batch#1 |~
Batch #2
S Batch #2
Batch #1 [~ vacant
> [Batch #2

Figure 2-2. Before Jour nal Extensions
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2.2.3.3 TDS Before Journal Files

TDSs do not journalize in the SY S.JRNAL file. Each TDS owns its own Before
Journal files.

The TDS Before Journal files are of two types:

« Primary TDS Before Journal files: Each primary TDS Before Journal fileis
divided into two parts. Thefirst part is used to keep track of the commitment
units using this TDS Before Journal file at a given time. The other part is used
for commitment unit journalization. These files may be allocated on up to four
media. The use of more than one media minimizes disk access conflicts between
the commitments units, thus enabling better performance.

« Commit extensions that are created when an overflow occurs in one of the
primary TDS Before Journal files.

The TDS Before Journal files are created with the same block size as the
SYS.JRNAL file.

Thelist of media can be provided:

« either through the JCL statements ASSIGN H_BJRNL and ASSIGN
H_BJRNL1,

 or by answering the JLO7, JL0O8 or JL09 messages (see console messagesin
Appendix B: Messages from File Recovery Facilities).

The ASSIGN H_BJRNL JCL statement has the following format:

ASSIGN H BIR\L, DVC=devi ce-cl ass
MEDI A=( nedi a- nane[, nedia-nane[, ...[, ...]1]1)
FI LESTAT=TEMPRY, NEXT, POCO;

TheASSIGN H_BJRNL1 JCL gtatement has the same format.

Each of these statements may specify alist of up to four media. The specified
media must all have the same device class but this device class can be different
from the SYS.JRNAL device class.

The media specified in the ASSIGN H_BJRNL 1 constitute a spare list which will
only be used if one or more of the media provided by the ASSIGN H_BJRNL are
not available. A maximum number of four media taken from any of these two lists
will therefore be used for the TDS Before Journal files.
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The primary TDS Before Journal files are created at the beginning of the TDS
session. They are all created with the same size which is computed at the beginning
of the TDS session:

« At TDS Cold Restart, this sizeis directly linked to the maximum number of
commitment units that may journalize simultaneously under TDS (the number of
terminals the TDS can support simultaneously, as declared inthe TDS
generation).

« At TDSWarm Restart, this size is automatically increased to take account of
Commit extensions that have been created during the previous session.

NOTE:
The maximum number of commitment units that may journalize simultaneously
under TDS cannot exceed 2047.

If Deferred Update is used, the size of the primary TDS Before Journal files can be
reduced by specifying the clause:

MAXI MUM BEFCRE JOURNAL MM TMENTS UNL TS | S nbbj cu

at TP7GEN, where nbbjcu is the maximum number of simultaneous transactions
that need the Before Journal (i.e., those transactions that use SUPPRESS
DEFERRED UPDATE and CI SPLITTING).

A commitment unit journalizes in only one primary TDS Before Journal file. If the
size of the primary TDS Before Journal file for acommitment unit becomes
insufficient, a Commit extension is created for this commitment unit on the same
media. The size of such an extension increases automatically as needed.

When the commitment unit terminates, the Commit extensions are destroyed and
the spaceis released.

At the end of the TDS session, all the space needed for before journalization is
released.
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NOTES:

1

The messages JL00, JL06 and JLO7 are written in the JOR after the end of
aTDS session giving the maximum size for the TDS Before Journal files
that has been reached during this session. They also give the number of
successful and unsuccessful Commit extensions, and the number of
rollbacks that have been performed during the session. If the TDS step was
terminated by a system crash, the number of rollbacks does not appear in
the JOR because this information is not available.

I/O requests in the Before Journal are accounted for in the JOR of the TDS
steps and are printed out in the following form:

JOURNAL ON BEFORE: nunber of i/0 requests : nnn

where nnn includes the number of 1/0s on the different TDS Before
Journal files (whoseindividual ifn's are H_Jxxxx) and the few 1/Os that are
performed on the SY S.JRNAL file.

Figure 2-3 shows the relationship in the case of four primary TDS Before Journal

files.
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primary TDS Before Journal file #1
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Figure 2-3. The TDS Before Journal files
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2.2.3.4 Changing the Size of the Before Journal

If the Before Journal has to be extended too often, the System Administrator can
change the size of thisfile as follows:

1. Wait until all steps cease journalizing, and then deallocate SY S.JRNAL.

2. Predlocate SYS.JRNAL with a new size using the following JCL (in this
example, the SYS.JRNAL islocated on an FSA volume with afile block size
of 512 bytes):

$PREALLOC SYS. JRNAL, DVC=devcl ass, UN T=BLOK,
A.CBAL=( M>=vol une_nane, Sl ZE=new j ournal _si ze),
NCNE=( BLKSI ZE=512) ,
FI LESTAT=CAT, EXPDATE=365;

3. Shut down the system.
4, PeformaCold Restart on the system.

Theresults of the JOR giving the maximum size in file blocks used, enable the
System Administrator to gauge the increase for the Before Journal file. If astepis
aborted due to a system crash, thisinformation is lost.

Make sure that the new size allocated for the Before Journal is large enough
because extending the file is time-consuming. See below Choosing the Block Size
for the Before Journal.

When the Before Journal block size is 512 bytes, the SY S.JRNAL file size must be
chosen in the following range:

o minimum: 132 x BJSIMU file blocks,
» maximum: 660,000 + (66 x BJSIMU) file blocks.

When the Before Journal block size is 4096 bytes, the SYS.JRNAL file size must
be chosen in the following range:

o minimum: 30 x BJSIMU file blocks,
» maximum: 150,000 + (15 x BJSIMU) file blocks.

2.2.3.5 Choosing the Block Size for the Before Journal

Disk space consumption for the Before Journal files (the SY S.JRNAL, the Before
Journal extensions, and the TDS Before Journal files) can be considerableif the
block size for these files does not fit the data block size of the disks on which they
arelocated.
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From GCOS 7-V7 TS7458, the System Administrator can choose the block size of
the Before Journal files that best suits the disk configuration. The block sizeisfirst
used for preallocation of the SYS.JRNAL file, then for Before Journal extensions
and the TDS Before Journal files.

Two values are possible:

» 512 bytes, which isthe correct value for CKD/VBO or FSA disks,

» 4096 bytes, which is the correct value for CKD/FBO disks.

If thereis a mixture of CKD/VBO and CKD/FBO disks, usethe higher value, 4096
bytes.

If thereis mixture of FSA and CKD/FBO disks, usethe value for the type of disk
that prevails for the Before Journal files (SYS.JRNAL, Before Journal extensions,
TDS Before Journal files).

Use the GCOS 7 installation tools (GIUF and Tailor) to define the block size of the
Before Journal while dealing with the SYS.JRNAL file. By default, thevalueis
that which is appropriate for the disk supporting the SYS.JRNAL file.

To change the block size of Before Journal files, proceed as follows:

1. Wait until journalization has ceased for all steps.
2. Deallocate SYS.JRNAL.

3. Predllocate SYS.JRNAL with the new block size using the following JCL:

$PREALLOC SYS. JRNAL, DVC=devcl ass, UN T=BLOX,
G@.CBAL=( MD=vol une_nane, Sl ZE=j ournal _si ze),
NONE=( BLKSI ZE=new j our nal _bl ock_si ze),
FI LESTAT=CAT, EXPDATE=365;

Shut down the system.
5. PeformaCold Restart.

NOTES:

1. InanHA environment, the Before Journal block sizes of the two members
must beidentical. Thisis only checked by the recovery step; if they are not
identical, the takeover fails.

2. If TCRFisto beused, the Before Journal block size of the backup system
must be the same as that of the production system.
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Files Specific to After Journalization

2.2.4.1 After Journal

Each After Journal fileis single-volume. The After Journal records the After
imagesin a set of sequential journal files on disks called primary Journal files.

The After images can betransferred into a set of sequential files (on tapes or
cartridges) called secondary Journal files.

The sequence of primary and secondary journal files created is maintained in the
JAS directory.

TheAfter Journal files are cataloged in the JAS catalog with SHARE=ONEWRITE
for the primary files.

The name of an After Journal fileis an alphanumeric character string and has the
following values:

Primary Journal File Name:

Format: j as_nane. JA. Ji medi anane

where:

jas_name the name of the JAS: SYS, BLUE or GREEN.

i: the journal sequence number assigned to each primary
journal file uniquely identified on a volume; the
maximum number is 8, the numbers being chosen by
the After Journal.

medianame: the name of the disk volume supporting the

corresponding Primary Journal file.
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Secondary Journal File Name:
Format: j as_nane. JA. J1medi anane where
jas_name the name of the JAS: SYS, BLUE or GREEN

medianame: the name of the volume (MT or CT) which supports
the corresponding Secondary Journal file.

From TS8560, for dual copies, only media whose
names end with an odd number (ODD) are accepted.
You construct the associated media for the secondary
copy by adding 1 to the numeric characters which end
the media name of the primary copy.

Examples:

primary copy=AFT005,

secondary copy=AFT006

primary copy=AFT039

secondary copy=AFT040

If the media name of the primary copy ends with the
largest possible numeric value given by the number of
characters that end the name of the primary copy, the
media name of the secondary copy will end with the
same number of "0"s.

Examples:

primary copy=AFTER9

secondary copy=AFTERO

primary copy=AFT999

secondary copy=AFT000

Since disks and tapes do not have the same names, there cannat be any confusion
between the primary and the secondary Journal file names since these files cannot
be allocated on the same volume.

From GCOS 7 TS7254, secondary file organization has changed. The old and new
organi zations are not compatible but do not affect user visibility:

« aTRANSFER command after passing to or from the new technical status,
causes switching to a new secondary file,

» adgatic rollforward or a DUMPJRNL will take into consideration the two types
of file organizations and a secondary file can be read and processed even if it has
been created under a different technical status.
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2.2.4.2 Choosing the Size of After Journal Block

The default size of the journal block is 8192 bytes of which 8162 is used for data.
The Administrator can change the block size through the CREATE or
MODIFY_PARAMETERS commands of the MNJAS utility. All available and
active primary files must first be removed. See chapter 4: Private JAS.

The administrator should define a block sizeto obtain afill rate close to 80%
depending on whether steps regularly journalize. It is better to begin with alarge
block size and reduce it progressively to obtain the optimum rate. The MNJAS
LIST command provides statistics on the block fill rate. The journal block size
must be larger than 512 bytes.

If the journal files are on VBO disks, the block size must be shorter than the track
size. To obtain the most efficient use of track space, ablock size less than half the
track size should be chosen.

If the journal files are on FBO disks, the maximum block size is 32000 bytes
including 30 bytes required by the Access M ethod.

If thejournal files are on CKD/FBO disks, it is recommended to use ablock sizein
multiples of 4Kbytes. In that way, the wasted space is reduced, because the Journal
blocks are always mapped onto one or several physical multiples of 4Kbytes. But
if the Journal block is not almost 100% full, there may be considerable amounts of
wasted space.

2.2.4.3 Adding Available After Journal Files

Thefirst time the System Administrator uses the MNJAS CREATE command for
adding available After Journal files. Thereafter, media can be made known to the
system through the MNJAS MODIFY_MEDIA command.

For Primary After Journal files, before cataloging and all ocating the new files, the
PRIMARY_MEDIA option of the CREATE command and the ADDPRIMMD
option of the MODIFY_MEDIA command check that no old After Journal files
still reside on the disks. If so, the functionis rejected.

For Secondary After Journal files, tape or cartridge must be empty:

« either be empty or contain an obsolete non-cataloged file,

 or anold After Journal file, in which case, the system will uncatalog and
deallocate the old After Journal file before cataloging and creating a new After
Journal file.

Names of media used for secondary After Journal files must always be different
from names of media used for primary After Journal files. Otherwise the functionis
rejected.
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Tape or cartridge cannot be used for the After Journal if it contains a still or once
cataloged file which is not an After Journal file. Thetape or cartridge is refused and
the system will try another media.

After Journal files can also be cycled automatically, as a user option, whenever any
individual After Journal file becomes obsol ete through save, DUMPJRNL,
FORGET_USER_FILE and FORGET_USER_JOURNAL functions.

2.2.4.4 Obsolete After Images

For each journalized file, the system keeps track of the date corresponding to the
last save of thefile concerned. The date recorded on completion of the save
corresponds to:

» theend of the savefor a gatic save,
« the beginning of the save for a dynamic save.

An After image whose date is earlier than the date recorded for the saveis
redundant sinceit corresponds to an update already included in thelast save. Such
images are referred to as obsolete After images.

When a static save is performed (FILSAVE utility), all After images are treated as
obsolete.

When a dynamic save is performed (DY NSAVE utility), only those After images
whose dateis earlier than the beginning of the dynamic save are treated as
obsolete. After images whose date is later than the beginning of a dynamic save are
not considered to be obsolete even if they correspond to updatesincluded in the
save.

Additionally, an After image of afilewhich is the subject of a
FORGET_USER_FILE command is also treated as obsolete.

The DUMPJRNL utility records the date of the last extraction of the User Journal
performed for the TDS concerned. Datathat constitutes the User Journal is treated
as obsol ete once the extraction has been performed.

Additionally, User Journal data of aTDS which is the subject of a
FORGET_USER_JOURNAL command is also treated as obsolete.

2.2.4.5 Recycling Active After Journal Files

After Journal files can be removed from the list of active files either manually or
automatically and returned to the list of available After Journal files. Primary After
Journal files are not deleted by this function. Secondary After Journal files are
uncataloged.
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Manual Cycling

After Journal files may beremoved from the active list when their images are
considered obsolete. Thisis done by the MNJAS RECYCLE_JOURNAL _FILE
command. Before using this command, the System Administrator must ensure that
all such journalized files have been saved. If not, essential images for rollforward
may belost.

Therecycle function removes:

- either one active After Journal file and its previous After Journal files from the
list,

 or all theactive After Journal files created after a specified date and time,

« or all theactive After Journal files containing only obsolete images.

Therecycled After Journal files are returned to the list of available After Journal

files.

RECYCLE_JOURNAL_FILE can beissued whilefiles are being journalized with
the exception of the current After Journal file.

Automatic Cycling

AUTOCY CLE=1 specified in the MNJAS CREATE and
MODIFY_PARAMETERS commands, automatically removes an After Journal file
from the active list once all the After images on that After Journal file are obsolete.
The After Journa file is then returned to the list of available After Journal files.

In the case of FILSAVE or FILDUPLI, and DUMPJRNL, this does not apply to the
current After Journal file. To recyclethe current file, the MNJAS
RECYCLE_JOURNAL_FILE command must be used instead while no
journalization is active.

Automatic cycling occurs on files containing obsolete After Images when one of
thefollowing is performed:

» @ither auser fileis saved,

» or the DUMPJRNL utility is run,

« or aFORGET_USER _FILE or FORGET _USER_JOURNAL command is
issued.

When AUTOCY CLE=1 is specified, only the After Images created since the last
time file save was run are kept. It is always possible to remove After Journal files
manually independently of file saves.
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2.2.4.6 Removing Available After Journal Files

REMPRIMMD and REMSECMD options of the MNJAS MODIFY_MEDIA
command remove After Journal files from the list of available After Journal files as
follows:

» fileson disks are deleted,
« files ontapes or cartridges are uncatal oged.

MODIFY_MEDIA can berun (for adifferent media than that of the Active Journal
file) whilefiles are being journalized.

Any attempt to remove active After Journal filesis rejected.

2.2.4.7 Switching After Journal Files

When no step is journalizing, the current After Journal file is not assigned. If a new
step wants to journalize, the system assigns the current After Journal file unless the
MNJAS SWITCH command has been executed. A new After Journal fileisused in
the following cases:

« when the end of file of the current After Journal fileis reached,

« if the ROLLFWD or DUMPJRNL utility needs to access the current active After
Journal file; journalization switches to a new After Journal file.

When an After Journal block cannot be written to an After Journal file dueto an
I/O error, the system will try to write the block to another After Journal file (the
next file of the same medium or a new medium). No information is lost and
journalization can continue. The system tells the operator that such a switch has
occurred through the JP21 console message.

When a COLD or CLEAN restart is performed after a system crash, the system
may switch the After Journal file to isolate the part of the After Journal file which
contains uncertain information about aborted Batch and |OF steps. A doubt may
only arise when the Batch or |OF step was taking a checkpoint or wasin the
termination phase when the crash occurred.

A similar After Journal file switch occurs when a system error such asthe
unavailabilty of TDS swap files or an error in the JAS directory, makes it
impossible to determine which FRUs have aborted (TDS SWAP files unavailable
or error on JAS directory).
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The system also switches After Journal files when predating is detected in the
journalization dates. See Difference in Date and Time Between Systems (section
5.7.2).

The MNJAS LIST command can be used to display the cause of switching, except
for ROLLFWD or DUMPJRNL /Journalization conflict.

NOTE:
Thelist of available After Journal filesis not circular. Thefirst available After
Journal file encountered at the beginning of the list is always the one digible for
switching.
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Principle of After Journal Structure
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2.25 JAS Files Integrity

Theterm damaged applied to a file means that the volume containing the file
cannot be accessed or that the information in the file is not correct. Errors such as
those involving 1/0 operations and hardware defects affect the integrity of files.

2.2.5.1 Incidents on JAS Catalog

If the JAS catalog is damaged, the JAS directory and journal files can no longer be
accessed.

Thesefiles that can no longer be accessed must be rebuilt manually as follows:

issuea BUILD_CATALOG GCL command for a new jasname.CATALOG inthe
case of BLUE or GREEN JAS,

issuea BUILD_DIRECTORY GCL command for a new jasname.JA,
catalog jasname.JADIR with the SHARE=DIR option,

issuethe MNJAS LIST command to list all the active journal files and the list of
the available journal files,

catalog all the active and available primary journal files and all the active
secondary journal files in jasname.CATALOG with SHARE=ONEWRITE for
the primary After Journal files.

If the JAS catalog (or in the case of SYS JAS, the SY S.JA directory of
SYS.CATALOG) is saved regularly, its recovery is simplified since its involves:

restoring the catalog (or the SY S.JA directory of SYS.CATALOG),
starting the After Journal,
printing the After Journal,

and updating the catalog with the last modifications including the addition of
new files.
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2.2.5.2 Incidents on JAS Directory

Theintegrity of the JAS directory isfundamental for ensuring the user file
integrity. If the system has mirrored disks, the System Administrator is advised to
allocate the JAS directory on them for a better security.

The JAS directory is damaged:

« if it does not contain correct information about aborted FRUs which may occur
when:

- the TDS SWAP or RECQV files are unavailable at recovery time (message
JP44 on the console, System error notified in the MNJAS LIST command),

- the JAS directory was unavailable at recovery time, or an 1O error has
occurred on it (messages JP43 and JP44 on the console, System error notified
inthe MNJAS LIST command).

« if the JAS directory is definitively unavailable (messages JP41, JP47, and JP74
on the console, message JP46 in the JOR of journalizing steps).

Asfar as possible, the System records in the JAS directory that such an error
occurred and prevents new steps from journalizing. The JAS directory must be
recovered:

» for HA-type JAS, the System automatically recovers the JAS directory when it
becomes available,

» for SYSJAS, the System Administrator is responsible for recovering the JAS
directory,

» for non-HA Private JAS, the System Administrator can recover the JAS
directory or wait for its automatic execution.

When the SYS JAS directory has been unavailable, the system cannot prevent new
steps from journalizing. Therefore, the messages JP41, JP43 or JP44 warn the
System Administrator that the JAS directory has been unavailable. The
administrator will haveto recover the JAS directory before:

» any new journalizing step is started,

» and/or beforethe system is restarted.

Thetwo ways for recovering the JAS directory, which allow rollforwards on user
files:

« |f the JAS directory is now available, run JRU functions.

All FRUs considered active before the incident are aborted. Since some
commitment units not committed may be considered committed, it is necessary
to check the output.
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In the case where the JAS directory is damaged, recovery is ensured:
- by executing the JRU tility for SYSJAS, or non-HA Private JAS
- at the beginning of a journalisation session for non-HA Private JAS

- for HA-type JAS, each timethe JASis started. Therefore the JAS service
should be stopped and started again if necessary, since JRU functions are
started automatically in this case.

User filesthat are damaged can then be recovered using the Rollforward utility.

 |f the JAS directory is still unavailable but a saved copy of it can be restored, the
MNJAS REBUILD command can recover the JAS directory from its restored
copy (if journalization is active, a copy of the JAS directory can be obtained by
using the SHARE = DIR parameter). If the JRU functions have not succeeded in
recovering the JAS directory, the MNJAS REBUILD command can recover the
JAS directory from its current state. The JAS catalog must have first been
checked and updated where necessary to reflect the latest status of the After
Journal files. All active and available primary files are to be cataloged, whereas
only active secondary files are to be cataloged.

Only user files which were known by the JAS in the saved Directory can then be
restored by ROLLFWD.

If none of these methods allows the JAS directory to be recovered, the System
Administrator will haveto build a new JAS by using the MNJAS CREATE
command. Journalization will then become available again.

Incidents on Before Journal Files

Since the Before Journal fileis avolatilefile that is reused, rollback cannot be
delayed. Rollback occurs when the FRU (file recovery unit) terminates or aborts, or
at Warm Restart after a system crash.

When an incident occurs on a Before Journal file, user files cannot be rolled back.
Then, they can be recovered by running the FILREST utility followed by the
ROLLFWD utility if they were journalized with JOURNAL=BOTH whichis
recommended. Seethe Data Management Utilities User’s Guide.

However, if the disk supporting the SY S.JRNAL file or one of the TDS or batch
Before Journal files is unavailable for sometime, it is better to recover the disk
drive and then restart the system. If not, only a static rollforward can reset the
status of user files.
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In the case where the system has been interrupted and can only be restarted on
COLD or CLEAN, it isrecommended for SYS JAS, to use the spare system disk
(refer to section Impossible Warm Restart later in this document) and, for those
sites that possess it, to start the TCRF facility to recover thefiles. After that, the
first system can berestarted on COLD or CLEAN without affecting theintegrity of
thefiles.

In the case of HA JAS, it is recommended to force switching of the JAS on the
member which was in the BACKUP state at the time of the system crash. See
System Crash during Recovery at Takeover (section 5.7.4).

2.2.5.4 Incidents on After Journal Files

If a non-recoverable |/O error occurs while writing a block to the After Journal, the
current After Journal fileis closed and the block is written to another journal file
located on another media, if available. Integrity of JAS files and user filesis
ensured.

If no morefile spaceis available for journalization, steps and TDS transactions will
abort. Journal files must be made available again by using the ADDPRIMARY
option of the MODIFY_MEDIA command, the RECYCLE JOURNAL_FILE
command or the FILSAVE utility. Fileintegrity is maintained allowing steps and
TDS transactions to be repeated.

If an I/O read error is detected during the execution of a TRANSFER_PRIMARY
command on a Primary Journal file, the transfer stops. User files must be saved to
avoid having to roll them forward.

If an I/O write error is detected during the execution of a TRANSFER _PRIMARY
command on a Secondary Journal file, thefile and its dual copy (if any) are closed
and the transfer restarts from an internal checkpoint on the next available
Secondary Journal file and its dual copy (if any). Integrity of JAS files and user
filesis ensured.

If asystem interrupt occurs during the execution of a TRANSFER command, a
new TRANSFER command will lead to the switching of secondary After Journal
files.

When an /O error occurs during Rollforward on a Primary After Journal file or on
asingle copy Secondary After Journal file, user files although stable might not be
consistent. Such files can be recovered manually.

If an I/O error is detected during Rollforward on a double copy After Journal file,
processing switches without operator intervention to the double copy except for
mounting of the media where required.
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2.2.5.5 JAS Access Rights

TheAfter Journal files and the After Journal directory are all cataloged files.
Access to thesefiles is restricted to the SYSADMIN project.

Unauthorized users submitting utilities which attempt to read or update the After
Journal directory and the After Journal files, will be denied access.

After journalization which involves writing to the After Journal files and to the
After Journal directory is done by the system. Access rights do not therefore affect
After Journalization.
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2.3 JAS Abnormal Events

Incidents detected in the Journals are logged in the SY S.ERLOG system file with
CODE=JRNAL. The PRLOG utility is executed to print out the contents of the
SYS.ERLOG for debugging purpose.

Other JAS events logged in the System TRACE (SYS.SWLOG system file),
DOMAIN=JAS are also useful for debugging. They concern system date errors and
HA-type JAS service state changes, aswell as the After journal part used by
dynamic rollforward.

2.3.1 Return Codes JRNAL (Before Journal Incidents)

The following describe abnormal events which may occur in the Before Journal
and their consequences for the user.

Return Code JRNALERR

JRNALERR is sent when conflicting information in the tables of the Before
Journal has been detected. The cause of thisinconsistency is recorded in the
SYS.ERLOG file.

Action:; Contact the Service Center.

Return Code CPERR
CPERR means that an 1/O operation on the Before Journal has not been performed.
Action: Contact the Service Center.

Return Code | OFAIL

IOFAIL means an |/O operation on the Before Journal has been incorrectly
performed:

« @ither it has not completed,
 Or it has given erroneous results.

Action: Contact the Service Center.

Return Code NOTALL
NOTALL means that rollback on all user files has not completed successfully.

Action; Refer to the JOR or contact the Service Center.

2-36 47 A2 37UF Rev05



General Description of JAS Features

Return Code TPUNKN

TPUNKN means that a transaction tries to journalize a file whose name starts with
"SITE." or "SYS.". Thisis not supported.

Action:; Change the name of thefile and catalog it preferably in
an autoattachable catalog.

2.3.2 Return Codes JAP (After Journal and JAS Incidents)

An After Journal is considered as being damaged when:

« g@ither itsinternal tables arein an unstable state,
» oritsfilesincluding the JAS directory are damaged.

Thefollowing describe abnormal events which may occur during the After Journal
processing and during the JAS controls and their consequences for the user.

Return Code JRNALERR

JRNALERR means an inconsistency has occurred in the After Journal tables or
directory:

 either dueto adirectly related error,
 Or asaconsequence of other anomalies.

User files and the After Journal files are not affected.

Action: Contact the Service Center.

Return Code ABORT PG

ABORTPG with the following message displayed on the console:
JP14  jasnane:. NO MORE AVAI LABLE PR MARY AFTER JOURNAL FILE

means that the system aborts all journalizing steps. Since the After Journal is not
affected, file integrity involving the recovery of user files is guaranteed.

Action:; To restart the aborted steps, ensure that new Primary
Journal files are available through one of the following
commands:

» to move primary Journal files to available secondary Journal files
MJAS jas_name COWAND = " TRANSFER ... ’

« torecycle primary journal files
MAS j as_name COMVAND = ' RECYCLE JOURNAL FI LE ...
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» toadd anew medialist.
MJAS jas_nane COMWAND=" MCDI FY_MEDI A ADDPRI MARY=new nedi a_| i st’

In an HA environment, ABORTPG is also returned to a journalizing step which
requires to take a checkpoint or a commit, or to open afile or to terminate whereas
the JAS has received the order TERMINATE STRONG

Return Code SEQERR
SEQERR is sent if a previously detected error has not been processed by the

application.

Action; Search for the original cause of the problem in the
SYS.ERLOG file and/or in the JOR of the application.
When starting an HA-type TDS in an HA environment,
JAP 16, SEQERR appearing in the JOR means that the
complex is not switchable.

Action: Usethe DJAS command to check if a batch/IOF

application uses both SYS JAS and the HA-type JAS,
which prevents the complex from becoming
switchable.

Return Code NJAFT
NJAFT is sent when the After Journal files:

» @ither do not exist,
« or have not been correctly accessed at GCOS 7 restart for the following reasons:

- either the JAS directory was not created and managed through the MNJAS
DELETE and CREATE functions,

- or the disk supporting the JAS directory could not be accessed at GCOS 7
restart.

Action: Either use MNJAS to correct the situation or check the
volumes supporting the After Journal file and perform
another GCOS 7 restart.
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JAP3 NJAFT can also be sent when the connection to the JAS SY S has not been
done at step initialization. Either the Before Journal or the After Journal has not
been defined:

 either by agtatic ASSIGN of at least one file cataloged with JOURNAL =
BEFORE or AFTER or BOTH,

 or by at least one DEFINE specifying JOURNAL = BEFORE or AFTER or
BOTH.

Thisjournal definition is mandatory for journalizing files protected JAS SYS.
Action:; Modify the JCL.

Return Code | TMNAV

ITMNAV means no After Journal fileis available for a step requiring After
Journalization.

Action: To add new media, key in:
MNJAS COMVAND=" MDVD ADDPRI MVD=vsn’ ;

Return Code DAMAGED

DAMAGED means that After Journalization is no longer possible dueto the
occurrence of a system error. See chapter 6: ROLLFWD Utility. The return code
appears in a message displayed at the console and the JP46 messageis printed in
the JOR.

Action; Start JRU or rebuild the JAS directory and check the
result.

Return Code FUNCNAV

JAP 3, FUNCNAV means the file being opened is cataloged in a private catalog
which is:

« either not cataloged in the SITE.CATALOG,
« or attached with the DEVCLASS and MEDIA attributes.

The message JP52 is sent to the JOR. If the file was to be opened for the FILSAVE
utility, a saveis performed but the warning message JP36 is sent to the JOR andno
date isrecorded in the JAS directory.
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FUNCNAV is st at file opening if afile protected by a private JAS is not
cataloged in an auto-attachabl e catal og.

Action:; Modify the catalog declaration.

Return Code SHLVVIOL

Inan HA environment, SHLVVIOL is set when rules of use of HA JAS are not
respected. For Rulesfor files or steps, see MANAGING THE PRIVATE JAS section
later in this document. For the LINK command, see section LINK later in this
document.

In anon-HA environment, SHLVVIOL is set if a TDS tries to open a user file not
protected by the same JAS as the system TDS file.

Return Code JAP5 CONFLICT

This return appears at Process Group initialization with JP46 :
JOURNALIZATION CANNOT BE PERFORMED, and means either:

 theAfter Journal files SY S.JA.Jimedianame are cataloged with a sharing mode
different from ONEWRITE

 theAfter Journal files are busy by another job

Action:; In the first case, modify the sharing mode of the After
Journal file and restart the jobs

In the second case, free the After Journal files and
restart the jobs

Other Return Codes
Other return codes represent anomalies such as:

« abnormal eventsin the After Journal,
» |/O errorsinthe After Journal directory.

For I/O errorsin the After Journal directory, perform the following procedure:

« abort the step to which the code returned,

- abort all journalizing steps (the integrity of all thefiles even thosein Deferred
Update is guaranteed),

« check thejournal directory through the command:
MNJAS j asnane COWAND=' LI ST;’
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- if any journal fileislost, follow the sequence given:
- enter the commands
MNJAS j asname COVMAND=" DELETE;’
MNJAS j asname COVMAND=" CREATE;’
- run FILSAVE on all journalized files. See Data Management Utilities User’s

Guide.
« if nojournal fileislogt, restore JAS directory from a save and enter the
command:
MJAS j asnane COWAND=" REBU LD; ’
System Errors

If the message JP44 appears at the console, an error has occurred in journalization.
All journalizing steps must be aborted.

Action;

Since the integrity of user filesin Deferred Update is not guaranteed:

« @ther run JRU to recover the After Journal for SYS JAS and non-HA Private
JAS

» Or stop, then start the HA-type JAS service so that JRU functions are
automatically run

» Or start a step to be connected to a non-HA Private JAS.

The MNJAS REBUILD command can also recover the JAS directory.
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2.3.3 Application Incidents

Batch/I OF Applications

When a Batch or |0OF application aborts, the Journals are notified of the incident.
The system tells the Journals which After Images are invalid and which Before
Images are to be applied.

TDSApplications
The consequences of a TDS application abort, depend on the nature of the abort:

» for asilent or fatal TDS abort, all the CUs (commitment unit) either terminate
normally or abort,

» when the TDS has been killed through the TJ or the TSRV FORCE=1 command,
some CUs are committed but have not completed, whereas other CUs abort.

In both cases, immediate recovery is performed as follows:

 inboth cases, the aborted CUs are rolled back and the user files arereset to a
stable state as far as ROLLBACK is concerned,

« for committed but uncompleted CUs in the second case, dynamic rollforward
applies the After Images to consolidate those CUs, and user files arereset to a
stable state as far as ROLLFWD is concerned.
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Consequences of System Events on JAS

System Restart

The effects of System Restart on the Journals and the consequences for user files
depend on the previous state of the system, namely:

« @ither System Shutdown when operations are normally terminated,

 or system crash dueto fatal conditions which no longer enable the system to
function at all.

NOTE:
COLD and CLEAN restarts are the same as far as the Journals are concerned.
That is the reason why messages refer only to COLD RESTART in both cases.

After System Shutdown

When the command TERMINATE_SYSTEM isissued, the GCOS session
terminates normally, resulting in:

« all TDS sessions completing,

« and all Batch and |OF steps either completing or remaining suspended at their
last checkpoint.

Whatever the type of Restart after Shutdown, user file integrity is guaranteed. No
recovery need be performed.

WARM RESTART:

isthe normal way to restart the system after a System Shutdown. Journal files and
user files are stable and consistent. All applications are ready to restart.

COLD or CLEAN RESTART:
the restart of Batch and |OF steps depends on their state at Shutdown:

« all steps which completed normally, are ready to restart since their journal files
and their user files are stable and consistent,

« steps which were suspended are not restarted even though the journal files and
their user files are stable and consistent at the state of their last checkpoint(s).
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After System Crash
In the case of a system crash, running steps are suddenly interrupted.
WARM RESTART:

« the system provides the JAS with a list of aborted TDS FRUSs, aborted Batch and
|OF steps for activating immediate recovery.

« Journal files and user files are reset stable and consistent.
COLD or CLEAN RESTART:

« After Journal files are stable and in a consistent state.

« TDSBefore Journa files and Batch/IOF extensions are del eted.
« The SYS.JRNAL fileis cleaned.

» User files need deferred recovery.

NOTE:
If the After Journal files are on VBO disks, the current journal file may beleft
unstable. Answer YES to the question "FILE SALVAGING?".

Recovery depends on the application:

TDS-only Applications

User files opened at the time of system crash are neither stable nor consistent. In
the absence of a system context for immediate recovery, only deferred recovery is
possible. See Deferred Recovery (section 2.6.2).

Batch and | OF applications

In the absence of a system context for the status of the aborted or committed steps,
the JAS cannot perform immediate recovery. The After Journal entersits own
recovery mode in which case deferred recovery may then be necessary.
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Setting the System Date and Time

Theterms time and date separately imply both date and time. Both these terms are
used according to their context.

Setting the correct system date is important for the After Journal because of the
Deferred Recovery mechanism. In Deferred Recovery (File Restore followed by a
Static Rollforward), a set of After Images is applied to the restored user file. This
set of After Images is defined by two dates: the start date of the Static Rollforward
and its end date.

Each After Image is stamped with the system date of its creation.

2.4.2.1 Predating

The Deferred Recovery mechanism rdies on the assumption that the After Images
arefound chronologically in the After Journal files. This assumption is not always
accurate since predating may have occurred.

The system administrator can change the GCOS 7 system time at will. He can
change it at system restart (ISL option), or with GCOS 7 running (the
MODIFY_TIME command). Predating may occur if the systemtimeis set
backwards.

CAUTION:
From GCOS 7-V7 TS7458 onwards, system time can be set backwards (using
the MODIFY_TIME command ) even when journalization is active.

Each predating generates atime overlap. A time overlap stretches between two
dates. Inside this time overlap, After Images are not found chronologically in the
After Journal files.

If the system time has been set backwards during a system restart, the time overlap
generated is delimited by:

« the system time specified at system restart and
« thelast system time known in the previous GCOS 7 session.

If the system time has been set backwards usinga MODIFY _TIME command, the
time overlap generated is given in the TM 18 message that follows the
MODIFY_TIME command:

TML8 Journal After MAY BE | N PREDATI NG MDE TILL date and tine
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EXAMPLE:

At 12 noon, while journalization is active, the system dateis set backwards to
11h00. This generates atime overlap from 11h00 to 12h00.

After Images are written in the
After Journal files until 12h00

A B
(HEEEREERERRENRENRE NN RN NN NN NN NRENRENNE NN

C \

>

Then, After Images are written in the
After Journal files from 11h00

"A" and "C" After Images are stamped 11h00.
"B" and "D" After Images are stamped 12h00.

When predating occurs, After Journal switching is automatic and the predating is
indicated by the MNJAS LIST command as the reason for the switching.

O

2.4.2.2 Effect of Predating on the Deferred Recovery Mechanism

The only problem that can be generated by predating concerns the Deferred
Recovery mechanism. Static Rollforward cannot be safely performed if either the
begin date or the end date of this Rollforward is set inside the time overlap.

In the example in the previous paragraph, performing a Satic Rollforward with a
begin date set to 11h30 would be an ambiguous request, as the starting point of this
Rollforward can be taken as "11h30 between A and B" or "11h30 between C and
D".

As the system administrator has complete control of the situations under which
predating can occur, these constraints are easily dealt with.
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Rollforward BEGDATE
If a Static Rollforward has to be undertaken and a time overlap exists:

 gpecify the BEGDATE parameter for the Rollforward explicitly,

» gpecify a BEGDATE outside the time overlap. The BEGDATE must match the
date of the save you want to restore. However, if the date of the save you want to
restore falls inside the time overlap, specify another BEGDATE just prior to the
beginning of the time overlap and make use of the SKIPERR parameter.

In general, do not perform saves (either static or dynamic) inside the time
overlap.

Rollforward ENDDATE

If a Static Rollforward has to be undertaken but thereis a time overlap, wait for the
end of thetime overlap before sending the Rollforward command.

2.4.3 Decisions Taken by the JAS

The application is responsible for managing the state of its FRUs and for
processing its commitments. The state of the FRU(S) is logged in a special file
called the Commitment Logging file and is supplied to the JAS for recovery
purposes.

The conditions in which the JAS takes its own decisions are when:

 the commitment logging files cannot be read, the reasons being 1/0 errors,
unavailability of TDS SWAP files, After Journal migration, or Cold and Clean
System Restart for batch/I OF after a crash during Checkpoint,

« aninternal incident occurs affecting the JAS such as the unavailability or
inaccessibility of the JAS directory.

When a Cold or Clean Restart follows a crash that occurred during a checkpoint in
ajournalizing step, the JAS declares all ready-to-commit Batch and |OF FRUs
committed. Immediate recovery is not possible and user files remain unavailable
until deferred recovery is performed. The following message appears at the console
for each application concerned:

JP45 Jas_name: Xron.ssn[.ckn] OCOWLETED W TH REGARD TO JOURNAL
AFTER COLD CR CLEAN SYSTEM RESTART.
CPENED USER FI LES REMAI N UNSTABLE ;
RN FI LREST + ROLLAWD FCR EACH FI LE
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When the JAS directory fileisinaccessible at system restart, JRU or the MNJAS
REBUILD command can be used to make heuristic decisions on:

« all Batch and |OF steps,
« and TDS commitments.
whose aborted or committed states have yet to be recorded in the JAS directory.

JRU or the MNJAS REBUILD command must also be used when the message
JPA4 appears at the console. See Incidents on JAS directory (section 2.2.5.2).
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2.5 Coupled Systems

Thetwo ways of using Coupled Systems wherefile integrity is concerned, are:

1

Each system is used for the processing of a set of files through some TDS,
Batch and IOF applications. Each System uses its SYS JAS to journalize its
files. If one of the systems fails, the other system having stopped its own file
processing, can be temporarily used as the backup of the failed system. This
is not true for non-HA Private JAS.

Both systems are used for the processing of the same set of files through the
same TDS, Batch and | OF applications, insuring the High Availability of the
TDS. Both systems use HA-type JAS, BLUE JAS and GREEN JAS, to
protect the associated user files. This enables TDS applications running on
any of thetwo systems and journalizing in one of the HA-type JAS to switch
onto the backup system without interrupting and without imposing any
constraints on the TDS, batch and | OF steps that are running on the backup

system.

Coupled Systems offer a better availability of transactional applications than
single systems.

The following describes how to use Coupled Systems without HA:

Since each system has its own SYS JAS, the SYS JAS files of a system
(SYS.JRNAL, SYS.JADIR, and the SY S.JA.J-imedianame) should not be on the
same media as those used for the SY S JAS files of the other system. The reason
is that the names of the files do not identify the system they belong to.

Confusion in identifying the file on the appropriate system might provoke the
destruction of After Journal files on the coupled system and prevent correct file
recovery.

User files located on shared media should be processed by one system. If they
are also to be processed by the coupled system, their recovery requires using
both SYS JAS, one on each of the systems, and is the user’s responsibility.

In the same way, if the two systems use the non-HA Private JAS, each system
must haveits own Private JAS files and care must be taken not to locate these
Private JAS files on the same media for both systems.

To use one system as a backup when the other system is unavailable, allocate the
SYS JASfiles as well as the user files on shared media provided that the two
systems use different media for SYS JAS files and to proceed as follows:

stop journalization on the backup system,

run the TCRF functions (See chapter 7: JRU (Journal Recovery Utility and
Functions)),

on the backup system, restart applications using the After Journal files of the
failed system,
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» beforethefailed system recovers, stop all journalization on the backup system,

- finally catalog the SYS JAS files of the backup system again since TCRF would
have modified the catalog for the SYS JASfiles.

In a coupled system configuration, although TCRF offers some functions
equivalent to HA, it has the following restrictions:

» TCREFisintended to function where one of the systems is transaction-oriented
and the other is batch-oriented. It isnot intended to be used as HA where
coupled systems are both transaction-oriented. When one systemis used asthe
backup of the other system, the former cannot use its own SYSJAS.

» The switching to the backup system is manual, whereas in a HA context the
takeover is automatically performed on detection of a system crash.

» Thedday for TDS applications to be restarted on the backup system is much
greater than the delay in case of HA takeover.

» The constraints on the location of SYS JAS files do not exist in an HA context:
they can be located on non-shared media. To use TCRF, SYS JAS files must be
located on sharable media provided that they are not on the same media as the
SYS JASfiles of the other system.

» Inanon-HA coupled system environment, having two SYS JAS, one on each
system may lead to difficulties for file journalization and file recovery. File
integrity is the user’s responsibility. However in an HA coupled system
environment, using the same HA-type JAS for both systems enables
journalization and recovery to take place on both systems (depending on the
activity of the services) without operator intervention.

The best availability and the best operability are provided by HA. See chapter 4:
Private JAS
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2.6 User File Recovery

2.6.1 Immediate Recovery

Immediate recovery involves rollback and dynamic rollforward and is necessary
when abnormal events occur such as:

system crash or any abnormal system shutdown,
abort of Batch and |OF steps,
and abort of the TDS application or transaction.

2.6.1.1 Rollback

Rollback returns journalized user files to their logical status at the beginning of
each aborted FRU. User Files are therefore consistent and in a stable state.

At Restart after system crash or step abort, rollback is activated without operator
intervention to restore the logical status of journalized files to the beginning of an
FRU. Messages are written to the JOR of the step and appear at the submitter
terminal. If the submitter is not logged on, messages are sent to the console.

The message RRO1 is displayed at the console. See the Console Messages manual.

Therollback of an aborted CU (commitment unit) also occurs without operator
intervention. The number of rollbacks performed during the session is recorded in
the JOR of the TDS application.

From Redease V3 onwards, Rollback is a function performed by GCOS irrespective
of the option REPEAT specified in the STEP statement. REPEAT allows the step to
be restarted once rollback has been performed.

When the files have been successfully rolled back, the message JL04 is written to
the JOR of the step for which rollback was performed.

At Warm System Restart, if no step can berolled back, a status messageis sent to
the JOR of the system job X0001.

An unsuccessful rollback is recorded in the JOR of the submitter's step and is
logged in the SYS.ERLOG file.
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Dynamic Rollback

Dynamic rollback is invoked by some IDS/II verbs such as ERASE ALL to restore
the database to the status it had when the IDS/Il verb was invoked. IDS/I1 makes
the decision to roll back its database independent of checkpoints or commitments.
Dynamic Rollback is available in Batch, |OF and TDS environments.

2.6.1.2 Dynamic Rollforward

Dynamic rollforward returns journalized user files to their logical status at the
termination of each FRU successfully committed. User files are therefore
consistent and in a stable state.

Dynamic rollforward is activated:

« either at abnormal termination of aTDS step,
« or on Warm System Restart after a system crash.

Dynamic rollforward consists of applying After Images to update user files
accessed in Deferred Update mode and modified by a committed FRU. It applies
only to TDS applications when they abort.

At the end of a dynamic rollforward, a statusis sent to the JOR of the step for
which the recovery from an abort, was made.

If an incident occurs on a user file to be rolled forward, dynamic rollforward
continues for the other user files.

A user file not recovered by dynamic rollforward is inaccessible to the applications
concerned. The only way to recover such afileisto perform deferred recovery.

Messages are written to the JOR and appear at the console. Incidents detected
during dynamic rollforward are recorded in the JOR of the submitter’s step and
logged in the SYS.ERLOG file.
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2.6.2 Deferred Recovery

Deferred recovery consists of two phases:

» File Restore.
» and Rollforward.

Deferred recovery is required:

« either when a hardware failure has occurred on the volume containing the user
file,

« or when immediate recovery on a user file cannot be performed or has failed.

2.6.2.1 File Restore

File Restoreis performed by the utilities:

« either FILREST (JCL) or RESTORE_FILE (GCL),

« or FILDUPLI (JCL) or COPY_FILE (GCL) to write the user file from its last
save.

FILREST has an option (CKJRNL=1) which enables the user to check the
consistency of the file with regard to the last save date known to the After Journal.
From TS7254, this option runs whether the user fileisVBO or FBO.

Thefollowing utilities make a file save known to the After Journal:

» either FILSAVE or DYNSAVE (JCL without EXPORT option) or SAVE _FILE
(GCL with UPDJRNL=1),

« or FILDUPLI (JCL) or COPY_FILE (GCL) with UPDJRNL=1.

2.6.2.2 EpochBackup 7

When a save is made through EpochBackup 7, the system updates the last save
date. Then when therestore is done through EpochBackup 7, the system checks
the last save date unless the keyword FORCE_JA is used with the
RESTORE_FILE or RESTORE_LIST commands (these commands are available
within the EpochBackup 7 command monitor).
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2.6.2.3 Static Rollforward

Static rollforward sets the user files to their latest consistent status corresponding to
the date of the last committed update. This date may be the current date.

Therollforward utility (ROLLFWD) identifies the journal files and asks for the
media supporting these files to be mounted. Rollforward recogni zes which After
Images belong to aborted FRUs and ignores them. It applies only valid After
Images on restored versions of user files. See chapter 5: HA Specific Features.

If all file saves have been made known to the After Journal, and if the last save has
been used to restore thefile, thereis no need to specify the beginning date to the
ROLLFWD utility.

From TS8560, under certain conditions you can rollforward a file on a save copy
which has a different name from the journalized file. Refer to chapter 6:
ROLLFWD Utility.
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3.1 JAS Installation

The term JAS concerns both SYS JAS and Private JAS. Theterm Private JAS
covers both BLUE JAS and GREEN JAS. The characteristics of JAS are:

« thereis one Before Journal per system if Before Journalization is required,
» there might be one SYS JAS (hence one SYS.JADIR) per system,

« and potentially one BLUE JAS (hence one BLUE.JADIR) and one GREEN JAS
(hence one GREEN.JADIR), shared between two systems in an HA context.

HA is an unbundled optional product which has its own M1 (Marketing Identifier).
It can beinstalled only when purchased, to allow generation of the complex, start
up the CM SRs (complex management servers) and use of the HA-type JAS.

Private JAS is also an unbundled optional product which allows the use of the two
Private JAS in a non-HA-type context.

Installing JAS involves creating the files it needs to operate. The JAFTER Tailor
command is used to create the SYS.JADIR and primary journal files for the first
time. If SYS.JADIR isto be deleted and created again, the command CREATE of
the MNJAS (MAINTAIN_JAS) processor must be used.

A SYS JAS created on or restored from Releases prior to GCOS 7 V7 can be
administered with the V7 Release, if it is present at system restart. However
simply preallocating the SYS JAS directory does not enable journalization.
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NOTES:

1. Journal files already created by the old JAGEN utility can be used without
running the CREATE command.

2. Toexecute the CREATE command for journal files already created by the
old JAGEN utility, first issue the DELETE command before executing
CREATE.

3.  Reeases prior to V6 cannot administrate a JAS created with the CREATE
command.

4. Although the SYS.JADIR fileis no longer mandatory, it is recommended
to create SYS JAS on each system. It is mandatory if After Journalization
is to be used.

3.1.1 Control JAS Files

For a description of thesefiles refer to JAS Files (section 2.2).

JAS CATALOG

» SYS JAS uses SYS.CATALOG which is permanent on the system.
SYS.CATALOG is created by TAILOR at system installation.

» BLUE.CATALOG and GREEN.CATALOG are private catalogs created when
BLUE JAS and GREEN JAS, respectively, are created by the MAINTAIN_JAS
processor. Both catalogs:

— areauto-attachable,
— inan HA context, must be allocated on shared disks.

JAS Directory

» dcreatesthe SYS.JADIR and primary journal files for thefirst time. If
SYS.JADIR isto be deleted and created again, the MNJAS CREATE command
must be used.

 BLUE.JADIR and GREEN.JADIR aswedl as the After Journal files for the
BLUE and GREEN JAS are created with the MNJAS CREATE command. Inan
HA context, they must be allocated on shared disks.
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3.1.2 Files Specific to Before Journalization

SYSJRNAL

 |n each system, the three JAS use one Before Journal file called SYS.JRNAL.
Thisfileis allocated by the TAILOR JBEFORE command at system installation
and is cataloged in the SYS.CATALOG

» Therearetwo SYS.JRNALSs on coupled systems, one per member. However,
they must be allocated on disks which are;

- different and distinct,
- and shared (for HA) or sharable (to run TCRF).

» Default values for the SY S.JRNAL file size and block size are provided by the
GCOS 7 installation tools GIUF and TAILOR as shown in the table below:

Table 3-1. SYS.JRNAL Default File Size and Block Size

Disk Type File Size Block Size

VBO: MS/D500 21 cylinders * 512 Bytes

(17136 blocks x 512 bytes)
MS/B10 28 cylinders ** 512 Bytes
(16800 blocks x 512 bytes)

FBO: MS/D500 3720 blocks 4096 Bytes
MS/B10 3720 blocks 4096 Bytes
MS/FSA 16368 blocks 512 Bytes

* One cylinder of an MS/D500 disk supports:
816 blocks x 512 bytes, or
144 blocks x 4096 bytes

** One cylinder of an MS/B10 disk supports:
600 blocks x 512 bytes, or
120 blocks x 4096 bytes

These values aretailored to aBJSIMU of 124,

» When the specified Before Journal block sizeis 512 bytes, (132 x BJSIMU)
blocks are needed.
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When the specified Before Journal block size is 4096 bytes, (30 x BJSIMU)
blocks are needed.

The JAS administrator may change the default size of the SYS.JRNAL file, by
reallocating the file and then executing a Cold (or Clean) System Restart.

3.1.3 Files Specific to After Journalization

Primary and Secondary After Journal Files

The After Journal files are created through the MNJAS CREATE command. The
parameters in CREATE determine the resources of the JAS. These resources can
later be modified through the MODIFY _PARAMETERS and

MODIFY_MEDIA commands.

primary and secondary After Journal files are attached to each JAS. Thesefiles
are created and cataloged in the jasname.CATALOG:

- either when the JAS is created by the JAS administrator,

- or subsequently through the ADDPRIMMD and/or ADDSECMD options of
the MODIFY_MEDIA command.

The name of thefile set is jasname.JA.Jimedianame, where i=1 through 8, the
file set being used to store the After Images.

primary After Journals are cataloged with SHARE=ONEWRITE.

BLUE.JA.Jimedianame and GREEN.JA.Jimedianame must be allocated on
shared disks.

The disk devicetypes for After Journal Files are MS/FSA, MS/D500 and
MS/B10.

primary After Journal Files can only be on disks.
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3.14 Specific HA Files

SYS.JASBLUE and SYS.JASGREEN Files

For BLUE JAS, two SYS.JASBL UE files are created, one on each system
(member) of the complex. Similarly, for GREEN JAS, two SY S.JASGREEN
files are created.

The SYS.JASBL UE and the SY S.JASGREEN files created on one system are
exclusiveto that system. These files must not be shared between the two system
(SHARE=DIR, DUALSHR=NORMAL) and must be allocated on different
disks. Since thesefiles are system files, their disk format can be VBO or FBO.

Thesefiles can be created:

— either by the TAILOR JAS command where the volume specified can be
SYSVOL, RSDVOL ( RSDVOL1) or NRDVOL (NRDVOL1)

- or by the GIUF BUILD_JAS command which allocates the files on the P-set
or P2-set.

The SY S.JASBLUE and the SY S.JASGREEN files contain information about
the state of the HA-type JAS on the specific system concerned. They are created
by TAILOR at system installation and cataloged in SY S.CATALOG, with the
following characteristics:

For FBO disks:
- Organization:
BFAS = LI NKCD
BLKSI ZE = 400
RECFCRM = VB
RECSI ZE = 200
DRSIZE = 1
(I NCRSI ZE = 0, NMAXSI ZE =0)
— Allocation:
UN T = BLOK
SIZE = 3
For VBO disks:
- Organization:
BFAS = LI NKCD
BLKSI ZE = 400 RECFCRM = VB RECSI ZE = 200
DRSIZE = 1
(I NCRSI ZE = 0, NMAXSI ZE =0)
— Allocation:

UINT=CYL SIZE=1
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3.2 JAS Maintenance

The JAS is administrated through the MNJAS processor. MNJAS enabl es creating,
modifying and deleting all the JAS files. MNJAS also enables managing the user
files protected by the JAS. Some MNJAS commands therefore cannot be used
while journalization is active.

MNUJAS processor is described in section Maintaining the JAS (section 3.2.3) to
section JAS Administrative Commands (section3.2.5). Before using MNJAS
commands it is often useful to get information about the activity of the JAS. The
operator command DISPLAY _JAS (DJAS) lists the steps connected to each JAS.
See DISPLAY_JAS Command (DJAS) (section 3.2.2).

At system restart, if the SYS.JADIR file which exists cannot be accessed, the
message JP41 is sent to warn that no journalization can take place during the
GCOS session. In this case, none of the MNJAS commands can be executed.

3.2.1 The JAS Administrator

The JAS Administrator isin charge of managing a JAS. When a system isinstalled
with ccess rights, the JAS Administrator is the only one who can read and update
any information in a JAS. The JAS administrator must have the SYSADMIN
project rights.

Recovering user files requires the access right RECOVERY to thesefiles.

Accessto the TDS user journal is also controlled by the DUMPJRNL utility. Refer
to Access Rights (section 9.2.4).

A JAS can protect user files belonging to several projects cataloged in auto-
attachabl e private catalogs.

From Reease V6 onwards, the JAGEN utility has been replaced by the MNJAS
utility to modify the options of the After Journals.

If the system has its access rights set through the GIUF function
PROTECT_GCOS, the JAS Administrator with SYSADMIN rightsisthe only user
able to update information on the JAS files, and to maintain thesefiles. Seethe
System Installation, Configuration and Updating Guide.

3-6 47 A2 37UF Rev05



JAS Installation and Administration

DISPLAY_JAS Command (DJAS)

DISPLAY_JASisaGCOS 7 command available to the operator and is entered at
S: level. It can beissued for one specified JAS, or for all the JAS on the system by
default.

DISPLAY_JAS displays jobs that are connected to the JAS at the moment the
command is issued. It gives for the specified JAS and for each connected job:

» the RON (run occurrence number),
» thejob name,

» the name of the submitter,

» thejob class,

« and the load modulein execution.

Using DISPLAY_JAS is particularly recommended:
« before starting a weak takeover, to list the TDS, Batch and | OF applications so
asto sdlect the jobs to be terminated,

» before using the TRANSFER_PRIMARY command, see TRANSFER PRIMARY
(section 3.2.5.17),

 before using an MNJAS command, which requires the JAS to beinthe EMPTY
state for which the JAS must be terminated through the TSRV command.

Syntax

{ DI SPLAY JAS }

{ }

{ DUAS }
[ { alljas 1]
[ JAS NAME={ 1
[ { SYS | BLUE | GREEN }]

Par ameter Description

JAS NAME: name of the JAS for which the list of connected step is
required. Default: all.
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3.2.3

EXAMPLE:
Consider the following configuration:

« TDSLlisan HA-type TDS running on BLUE JAS,
« BAT1isaBatch application running on SYS JAS,
» and BAT2 isaBatch running on BLUE JAS.

The effect of the DJAS will be

S. D SPLAY_JAS  JASNAMVE=BLUE;
tinme JAS BLUE X151.1 TP7JOLAC CPERATCR P TDS1

X168.2 BAT2 USER? P H BAT2
S DIAS,
time JAS: SYS X167.5 BAT1 USERL P H BAT1
JAS. BLUE X151.1 TP7JCLAC CPERATCR P TDS1
X168.2 BAT2 USER? P H BAT2

JAS: GREEN NO JCBS LI NKED TO TH S JAS

Maintaining the JAS

MNJAS commands are listed with a resume of their functions. These commands
allow the JAS Administrator to execute all the ordinary functions required to install
and maintain JAS. The user, however, can only issue some of them. Commands are
classified according to how they manage user files or JAS services. In each
category, they arelisted in alphabetical order.

Administration of JAS Resources
CREATE: allocates

» aJAS catalog except for SYS JAS
» aJASdirectory cataloged in the JAS catalog
« andjournal filesto the JAS.

DELETE: deallocates

+ Journd files of aJAS
» the JAS directory
« and the JAS catalog except for the SYS JAS.

LIST: gives information on the After Journal. This option is allowed to all users.
MODIFY_MEDIA: adds and removes After Journal Media.

3-8
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MODIFY_PARAMETERS: modifies After Journal files Parameters.
REBUILD_DIRECTORY: reconstitutes the directory for the JAS concerned.

RECYCLE_JOURNAL_FILE: switches an After Journal file from active stateto
available.

TRANSFER_PRIMARY: movesprimary After Journal filesto secondary after
Journal files.

SWITCH: switches primary file of the JAS concerned for the next journalization
session.

Administration of User Files

DISPLAY_LINK: display the name of the JAS linked to a private catalog.
FORGET_USER_FILE: cancds auser file
FORGET_USER_JOURNAL: cancelsaTDS user journal.

LINK: links a private catalog to a JAS.

JAS Services

DISPLAY: displays the current default JAS name.

JAS: changes the default JAS name.

QUIT: quitsthe MNJAS utility.

STATUS: determines how JAS is to proceed when an error is detected.

The user is alowed the following commands:

LIST with DETAILED=0 option
DISPLAY

DISPLAY_LINK

. JAS

QUIT
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NOTES:

1. All the commands described are available both in interactive and batch
mode. STATUS has no effect in interactive mode except if COMFILE is
used.

2.  MNJASi s activated through either the GCL MAINTAIN_JAS command
or the JCL JASMAINT command.

3. When acommand is executed, a JOR and a Command Report are
produced in Sysout or PRTFILE for batch mode processing. In interactive
mode, the report is sent:

- to the console and to the Sysout, if no PRTFILE is used
- but only to the PRTFILE if it is used.

The following table summarizes the correspondence between MNJAS commands
of the V6 Rdease and the equivalent JAGEN commands used in previous rel eases.

Table 3-2. MNJAS and JAGEN Commands Cor respondence

MAINTAIN_JAS Commands Old JAGEN Commands

CREATE GEN1, APPEND1, GEN2, APPEND2
DELETE CLEAR

FORGET_USER_FILE DELETE
FORGET_USER_JOURNAL DELETE

LIST PRINT

MODIFY_MEDIA GEN1, APPEND1, APPEND2, REMOVE
MODIFY_PARAMETERS GEN1,GEN2

QUIT no corresponding command
RECYCLE_JOURNAL_FILE RECYCLE

TRANSFER_PRIMARY TRANSFER
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NOTE:
DISPLAY_LINK, LINK, DISPLAY, JAS, REBUILD_DIRECTORY and
SWITCH commands do not have JAGEN equivalents.

EXAMPLESOF USE:

» Thefirst time when creating journal files and giving the characteristics of the
After Journal, specify:

CREATE SYS jadir_size=...,jadir_volunme=...,journal size=...,
primary media=...,prinmary_dvc=...,
secondary medi a=. .., secondary_dvc=...;

» Torecycle selected After Journal files, specify one of the following:
RECYCLE LASTDATE=. ..
RECYCLE LASTFI LE=. ..
RECYCLE CBSCLETE

» To change the blocksize of the journal, specify:
TRANSFER or RECYCLE LASTDAY=TCDAY,
MDD FY MEDIA REMPRIMMVD="|ist_of primary nedia’;
MODI FY_PARAMETERS BLOOK_SI ZE=. . . ;
MDD FY_MEDI A ADDPRIMMVD="list_of primary media’;

» To pass from tape to cartridge for secondary files, specify:
RECYCLE LASTFI LE=. . .;
MDD FY_MEDI A REMBECMD=" | i st _of _secondary_nedi a’ ;
MODI FY_PARAVETERS SECONDARY DVC=CT/ . . . ;
MDD FY_MEDI A ADDSECMD=" | i st _of _secondary_nedi a’ ;
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3.24 Accessing the MAINTAIN_JAS Utility

The MNJAS command allows the JAS Administrator to execute all functions to
maintain a JAS and allows users to execute some functions concerning their files.

JAS administrator must have the security access rights of the project SYSADMIN.

Users without SY SADMIN rights may only execute the DISPLAY,
DISPLAY_LINK, JAS, LIST and QUIT commands.

GCL Syntax

{ MAINTAIN JAS }
{ }
{ MUAS }

[ JAS NAMES{ SYS | BLUE | GREEN }]

[{ COVFILE=file78 }]

[{ }
[{ COWAND=char 255 }]

[ PRTFILE=file78 ]

JCL Syntax

{ JASMAINT }

{ }
{ MUAS  }

[ JAS NAME={ SYS | BLUE | GREEN }]
[ { COWI LE=file-78 }]
[ }H
[ { COWAND=char 255 }]

[ PRTFILE=file78 ]

Par ameter Description

JAS NAME: Name of the JAS to be managed. SYS JAS is allocated
by default when invoking the MNJAS processor.

COMFILE: File containing the MNJAS commands. COMFILE is
mutually exclusiveto COMMAND.
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COMMAND: Character string containing the MNJAS commands.
COMMAND is mutually exclusiveto COMFILE.

PRTFILE: File receiving the MNJAS report. When specified, no
report appears at the console in interactive mode.

JAS Administrative Commands

Oncethe MNJAS processor is activated, the prompt M: appears and the MNJAS
commands can then be entered.

Commands are listed in alphabetical order.

3.2.5.1 CREATE

CREATE performs the following functions:

« allocates the JAS catalog (for BLUE JAS or GREEN JAS only),
« allocates the JAS directory cataloged in the JAS catalog,
» completes the creation of a JAS by:

- setting the JAS generation options such as Cycling Mode, primary and
secondary After Journal Files device class, space for After Journal files per
media,

- preallocating and cataloging the primary After Journal files,

- and updating the list of available primary and secondary After Journal files by
adding the new After Journal filesin the directory.

For SYS JAS, thefirst Create function is done by TAILOR during the system
configuration.

This command must be used once and only once for the complete generation of a
JAS (Public SYS JAS, Private BLUE JAS and Private GREEN JAS). If the
CREATE command is to be issued on the same JAS, the command DELETE must
first be used before CREATE (otherwise the CREATE command will be rejected).

NOTE:
If the DELETE function does not work correctly as may happen, for instance, if
thejournal is not in a consistent state, the JAS administrator must delete all the
JAS files one by one. See DELETE (section 3.2.5.2).
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Syntax

{ CREATE }
{ }
{ R }

JAS NAMES{ SYS | BLUE | GREEN }]

JASCAT_VAOLUME } |
}Y=nane6: M5/ { FSA | D500 | B1O }]

CATV } ]
JADIR SI ZE } ]
}={ 120 | dec4 }]
D RSZ } ]
JAD R VOLUME } ]
}Y=nane6. M5/ { FSA | D500 | B10 }]
D RV }

JOURNAL_SI ZE } ]
}={ 80 | dec4 }]

JRNLSZ | JSZ ) ]
BLOK_SI ZE } ]

}={ 8192 | dec4 }]
BLKSZ } ]

PR MARY MEDI A }
}=( nane6 [,nane6]...)
PRMD | PMD }

[Er ——

PR MARY _DVC } ] see Paraneter
}=M5/{ FSA | D500 | B10O }] Description
PR MDVC | PDVC } |

SECCNDARY MEDI A }
}=( nanme6 [,nane6 ]...)
SECMEDIA | S\D }

—r—— —r—— —r—— —r—r— —r—— —r—— —r—— —r—r— —r—— —r—r— —r—— —
[tn Xt W [tn Xt W [t Xt et [t Xt W [atn Xt N [t Xt Wt [atn Xt W [t Xt WY [tn Xt Wt [tn Xt e [t Xt Wt
[RRY S —

SECONDARY DVC } { M/ Tdl[ Ddddd ]}]
1= }
SECDVC | SDVC} { CI/LIB | CI/xx }]
AUTCCYCLE } ]
}={ 1| bool }]
AUTCCY ) ]
SECDOCPY } ]
}={ 0| bool }]
SECDCP | SDCP } ]
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Par ameter Description

JAS NAME: name of the JAS to be created. The default is the
jas_name previously specified when either invoking
the MNJAS processor or submitting the MNJAS JAS
command.

JASCAT_VOLUME: volume to be used for allocating the JAS catalog. For
BLUE and GREEN JAS, this parameter is mandatory.
For SYS JAS, this parameter is ignored.

JADIR_SIZE: spaceto be allocated to the JAS directory in units of
100 Kbytes. The default is 120 x 100 Kbytes. Thefile
created has an increment size of 5 x 100 Kbytes.

JADIR_VOLUME: volume to be used for allocating the JAS directory. The
only devicetype allowed isdisk. If novalueis
provided, jas name.JADIR file will be allocated on a
resident disk.

JOURNAL _SIZE: maximum space to be allocated on each primary media
to the primary journal filesin units of cylinders. The
default is 80 cylinders. The minimum accepted value is
8 cylinders. This size is the global amount of space
reserved on each media for the primary After Journal
files. The system creates up to 8 primary files and the
specified amount of spaceis divided among them.

BLOCK_SIZE: maximum size of the records containing the After
Images. It must have avalue in the range of 512 bytes
through 32000 bytes. Refer to Choosing the Sze of
After Journal Block (section 2.2.4.2).

PRIMARY_MEDIA: thelist of primary journal file media. A maximum of
20 media may be provided. At least one media must
be specified.

PRIMARY_DVC: device class for supporting primary journal files.
From TS7254 onwards, only disks are supported for all
JAS.
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SECONDARY_MEDIA: thelist of secondary journal file mediawith their
associated device class. A maximum of 20 media may
be provided. If SECDCOPY is used, only the name of
thefirst copy need be specified and the last character
of this secondary media name must be odd. The name
of the second copy is deduced from the name of the
first copy. The ending odd number is replaced by the
following even number. The name of amediaisa
string of 1 to 6 characters.

SECONDARY_DVC: external form of device class (devicetype allowed is
tape or cartridge or cartridge library) for supporting
secondary journal files.

AUTOCYCLE: defines the cycling option for the Journal file.

Automatic AUTOCYCLE=1 (default) means that active journal
filesareset inthelist of available journal filesif they
no longer contain any valid After Images.

Manual AUTOCY CLE=0 means that the cycling option will be
specified in the RECYCLE_JOURNAL_FILE
command.

SECDCOPY: Secondary copy (dual copy) for secondary Journal

Files. The names of the copies are deduced from the
parameter SECONDARY_MEDIA.

Constraints

» HA-type JAS must beinthe EMPTY state. See HA Concepts.
« |If jas_nameis BLUE or GREEN, JASCAT_VOLUME is mandatory.

« If the SECONDARY_MEDIA parameter is used, the SECONDARY_DVC
parameter is mandatory.

« SECONDARY_MEDIA and PRIMARY_MEDIA must be different media.
« JADIR_VOLUME must have a disk devicetype.

« Mimimum JOURNAL_SIZE is 8 cylinders.

« Minimum BLOCK_SIZE is 512 bytes and its maximum is 32000 bytes.

» For PRIMARY_DVC, the devicetype must be disk. Cartridges are NOT
supported and from TS7254: tapeis no longer allowed.
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« |f the JAS has already been created, the DELETE command must first be
successfully performed on the JAS concerned before the CREATE command can
be reissued.

» On coupled systems, the media for JADIR_VOLUME and PRIMARY_MEDIA
must be different for the two SYSJAS.

» The CREATE command is reserved for the SY SADMIN project.

M essages | ssued

CR j as_nanme PERFCRVED
CR jas_nane FA LED : ERRCR DUR NG | NSTALLATI ON JOB EXECUTI CN
CR jas_nane REJECTED : FUNCTI ON RESERVED FCR SYSADM N

EXAMPLES:

1. CR JAS NAME=BLUE
CATV=( di skO: ns/ d500), D Rv=di sk1: ns/ b10
PVD=( di sk2, di sk3, di sk4), PDVC=ns/ d500
SMD=(t apl, tap2, t ap3), SDVC=nt / t 9/ d6250, AUTOCY=0;

« BLUE JASis created with:
- BLUE.CATALOG on diskO
120 x 100 Kbytes for BLUE.JADIR on diskl
80 cylinders for the primary journal files on disk2, disk3 and disk4
and secondary journal files on tapl, tap2 and tap3
the cycling mode of the journals being manual
asingle copy being used for secondary journal files.

2. CR JAS NAME=GREEN
CATV=( md1: ns/ d500) , D RSZ=10, Dl Rv=nd2: s/ b10
JOURNAL_SI ZE=30
PVD=( nd3, nd4) , PDVC=ns/ d500;

« GREEN JAS s created with:
- GREEN.CATALOG on media mdl
10 x 100 Kbytes for the journal directory GREEN.JADIR on media md2
30 cylinders for primary journal files on the disks md3 and md4
the cycling mode for the journals being automatic
no secondary journal file is defined.

3. CR JAS NAME=GREEN
CATV=( nd0: ns/ d500) , D Rv=nd1: ns/ d500
PVD=( nd2, nd3, n4) , PDVC=( ns/ b10)
SMD=(secAl, secBl), SDVC=(nt /t 9/ d6250) , SDCP=1;
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 GREEN JAS is created with;

- GREEN.CATALOG on media mdo
120 x 100 Kbytes for the journal directory GREEN.JADIR on media mdl
80 cylinders for primary journal files on disks md2, md3 and md4
the cycling mode for the journals being automatic
and secondary journal files on tapes secAl, secA2, secB1 and secB2;
secA2 being the copy of secAl and secB2 the copy of secB1.

4. CR JAS NAVE=SYS
DI RSZ=10, PMD=ndl1, PDVC=ns/ d500;

e SYSJASiscreated with:
- 10 x 100 Kbytes for the journal directory SYS.JADIR allocated on resident
disk
— 80 cylinders for primary journal files on media mdl
- the cycling mode for the journals being automatic
- and no secondary journal file is defined.

In this examplefor SYS JAS, no catalog is allocated and the directory is allocated
on aresident disk.

O

3.2.5.2 DELETE

DELETE performs the following functions:

» deletesthe primary journal files and clears thelist of available journal files by
deleting these journal files from the JAS directory, whatever the JAS,

» removes the jasname.JA directory from the JAS catalog,
» deletesthe JAS directory whatever the JAS,

 for BLUE JAS and GREEN JAS:
- deallocates the JAS catalog,
- and removes the jasname directory from SITE.CATALOG.
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Syntax

{ DELETE }
{ }
{ DL }

[ JAS NAMES{ SYS | BLUE | GREEN }]

Par ameter Description

JAS NAME: name of the JAS to be deleted. The default is the
jas_name previously specified when either invoking
the MNJAS processor or submitting the MNJAS JAS
command.

Constraints

» The DELETE command can be executed only whenthejas hame JASis
stopped. That is, when the HA-type JAS isin the EMPTY state or when no
journalization is running on SYS JAS.

» To execute the command, all primary and secondary journal files must be
available. If thereareany journal files still active, first issuethe
RECYCLE_JOURNAL_FI LE LASTDATE=TODAY command.

» The DELETE command is reserved for the SY SADMIN project.

M essages | ssued

as_nane PERFCRMVED.
as_name REJECTED : JCOURNALI ZATI ON | S ACTI VE
as_name FAl LED : ERRCR DUR NG | NSTALLATI ON JOB EXECUTI ON

DL |
DL |
DL |
DL jas_nane REJECTED : FUNCTI ON RESERVED FCR SYSADM N

EXAMPLES:

1. DL JAS NAME=BLUE;

» Thefollowing actions are taken:

clearsthelist of available journal files for BLUE JAS
deletes all primary journal files

deletes BLUE.JADIR

deletes BLUE.CATALOG

and deletes the directories BLUE and BLUE.JA.
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2. DL JAS NAME=SYS;

» Thefollowing actions are taken:
- clearsthelist of availablejournal filesfor SYS
- deallocates all primary journal files
- deallocates the SYS.JADIR and uncatalogsit.

NOTE:
If the DELETE command does not function correctly, the administrator must
delete all the files and the directory of the JAS one by one, then reissue
DELETE, as shown in the examples below:

ExXAMPLE: for SYSJAS

1. DELETE FI LE SYS. JAD R BYPASS,

2. LSDR SYS. JA
« listsall the journal filesto be deleted, see Paragraph 3.

3. DELETE FI LE SYS. JA Jlnedi a- nane

4. DELETE DR SYS. JA
5. NAI NTAI N_JAS COMVAND=' DELETE SYS; ',
g

ExAaMPLE: for BLUE JAS
1. DELETE FI LE BLUE. JADI R BYPASS;

2. LSD R BLWE JA
Listsall thejournal filesto be deleted.

3. DELETE FI LE BLUE. JA Jlnedi a- nanme

CELETE D R BLUE JA

DELETE_CATALGOG BLUE;

CELETE D R BLUE

MAI NTAI N_JAS COMVAND=" DELETE BLUE; ’

oN o o &
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3.2.5.3 DISPLAY

DISPLAY displays the name of the current JAS in the MNJAS processor. See

example.
Syntax
{ D SPLAY }
{ }
{ D }

Par ameter Description

None

Constraints

None

M essages | ssued
CURRENT JAS : { SYS| BLUE | GREEN}

EXAMPLE:

1. NMAI NTAI N_JAS BLUE ;
D;

The DISPLAY command displays CURRENT JAS :

2. MA NTAIN_JAS ;
D;

The DISPLAY command displays CURRENT JAS :

O

BLUE.

SYS.

47 A2 37UF Rev05
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3.2.5.4 DISPLAY_LINK

DISPLAY_LINK displays the name of the JAS linked to the catalog and therefore
protecting all thefiles of the catalog. If the catalog is not auto-attachable, itsfile
can only be protected by SYS JAS.

Syntax
{ DISPLAY LINK }

{ }
{ DPLK | DLK }

{ CATNAME }
{ Y=file78
{ cAT }

Par ameter Description

CATNAME: name of the catalog for which the command will
display the name of the JAS protecting it.

NOTE:
In an HA environment, when two SITE.CATALOGS are used, you are
recommended to execute the command DISPLAY _LINK on both systems for
each user file catalog, so as to check that MNJAS LINK has been executed on
both systems for each catalog.

If MNJAS LINK has been executed on only one system, the inconsistency will
be detected on the other system, and DISPLAY_LINK will issue awarning. If a
TDSis gtarted in the ACTIVE state on the system where the MNJAS LINK was
last executed, no problem will be detected. But the inconsistency will prevent
file opening at TDS restart on the other system on takeover.

Constraints

» The catalog must be created with the option ATTACH=AUTO.
» Theargument of CATNAME takes the format name.CATALOG
« Nolink can be created for SYS.CATALOG and SITE.CATALOG
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M essages | ssued

catname |S LINKED TO JAS { SYS | BLUE | GREEN }

DPLK REJECTED : CATALOG NOT FOUND

cat nane HAS | NCONSI STENT LI NK RETYPE LI NK COMVAND.

DPLK REJECTED: CATALOG NOT AUTO- ATTACHABLE

DPLK REJECTED: OCMVAND NOT AVAI LABLE FCR A SYSTEM CATALGG

EXAMPLE:
DLK CATNAME = nycat ;

Displays the name of the JAS to which the mycat catalog is linked.
0

3.2.5.5 FORGET_USER_FILE

FORGET_USER_FILE deetes a user file entry in a JAS directory.

TheAfter Images related to a user file, stored before the execution of the
FORGET_USER_FILE command, will no longer berdated to this user file. The
user file becomes unknown to the After Journal. This function is to be used only for
user files which are no longer required by the user.

By default, the command verifies if there are any valid After Images for the user
file. The command verifies that the file has not been opened in update mode since
the last SAVE done with:

« either the FILSAVE utility without the EXPORT option,
» or the FILDUPLI utility with the UPDJRNL option.

The JAS administrator is advised not to use the FORCE option. If FORCE=1is
specified, no control is done and an updated user file may remain unrecoverable
because its After |mages would have been invalidated.

NOTE:
This function recycles active journal filesif auto cycling mode is applied.
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Syntax

{ FORGET_USER FI LE }

{ Fonr |
[ JAS NAME={ SYS | BLUE | GREEN }]
{{ FILE | F}={ file78| * }}
({ om0 boor ) )
O e
[{ CAT } ]
[ FORCES{ O | bool } ]

Par ameter Description

JAS NAME: name of the JAS to be processed. The default is the

jasname specified previously when either invoking the
MNUJAS processor or submitting the MNJAS JAS
command.

FILE: name of the user file entry which is to be cancelled. If

* is specified, all files cataloged in the catname catalog
will be forgotten. CATNAME is mandatory if FILE is
specified.

FILE is mutually exclusive with OLDGEN.

OLDGEN: deletes all user files which arein the KEPT state.

KEPT is astate of a user file entry inrelation to the
file generation group of the catalog.

OLDGEN is mutually exclusive with FILE.

CATNAME: name of the catalog in which thefileis or was

cataloged. FILE is mandatory if CATNAME is
specified.
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FORCE: Action for the validity of afile:

=0 Default: Verifies that the last open date in update mode
known by thejas _name JAS is older than the last
known save date for the files specified inthe FILE
parameter. If not, there are probably valid After Images
remaining in the journal files and the file for which
these images are intended is not forgotten. FORCE=0
is always recommended.

=1 No control is done and the files specified in FILE are
forgotten. NO recovery is possible if an incident
occursfor aforgotten user file.

Constraints

« Thefunction is available whether journalization is active or not.

» For BLUE JAS and GREEN JAS, the function is available only when the JAS is
inthe"active" state.

« CATNAME is mandatory if FILE is specified, and vice versa. It must have the
format name.CATALOG

» FILE and OLDGEN are mutually exclusive.
» The FORGET_USER_FILE command is reserved for the SY SADMIN project.

M essages | ssued

FGTUF jas_nhame REJECTED : service_name NOT ACTI VATED
FGTUF jas_nanme REJECTED : FUNCTI ON RESERVED FOR SYSADM N

EXAMPLES:

1. FGITUF JAS=BLUE FI LE=nyfil e CAT_NAME=nyfil e _cat al og;

The entry of the user file myfile cataloged in MYFILE_CATALOG is deleted
inthe BLUE.JADIR, only if myfile was not opened in update mode sinceits
last save.

2. FGIUF OLDCEN,

All thefilesinthe KEPT state in the journal directory JADIR of the current
JAS are deleted.

3. FGITUF JAS=SYS FILE=nyfile CAT_NANME=nyfil e catal og
FORCE;

The entry of the user file myfile cataloged in MYFILE_CATALOG is deleted
in the SYS.JADIR and no contral is performed.
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4. FGTUF JAS=GREEN FI LE=* CAT_NAME=nyfile_cat al og;

All the entries for files cataloged in MYFILE_CATALOG and not opened in
update mode since their last save, are deleted in the GREEN.JADIR.

3.2.5.6 FORGET_USER_JOURNAL

When a TDS user journal no longer exists from the TDS user’s point of view, the
entry in the JAS directory can be deleted by issuing the
FORGET_USER_JOURNAL command.

As a consequence of the introduction of the function XDUMPJRNL, for integrity
reasons, the system considers that there might be valid data for each user journal
after the last extraction. Thisimplies that the FORGET _USER_JOURNAL
command of MNJAS does not work without the FORCE parameter. The system
administrator is advised to check whether or not the user journal to be "forgotten”
has been opened since the last execution of the DUMPJRNL or XDUMPJINRL
utility.

NOTE:
This function recycles active journal files, if autocycling mode is applied.

Syntax

{ FORGET_USER JOURNAL }
{ }
{ FGTWRN\L }

[{ JAS NAME={ * | SYS| BLUE | GREEN }]
TDS=nane4
[{ FORCE }{ O | bool }]
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Par ameter Description

JAS_NAME:

TDS:

FORCE:

name of the JAS to be processed.

The command will only deletethe TDS user journal in
the JAS specified.

If * is specified, the command will deletethe TDS user
journal in ALL SYSJAS, BLUE JAS and GREEN
JAS.

If no valueis provided, the entry of the TDS user
journal will be deleted in the directory of whichever
JAS s current.

To find the JAS name in which the data are logged,
issuethe LIST command to all JAS versions known on
the site. Each LIST will display the names of the TDS
which log data in their user journals.

name of the TDS whose user journal is to be cancelled.

The datardated to a TDS user journal that has been
stored before the execution of
FORGET_USER_JOURNAL will no longer be
associated to this TDS user journal and cannot
therefore be extracted by the DUMPJIRNL utility.

Action for the validity of afile:

Default: Checks that the last open date of the TDS user
journal known to jasname JAS is later than the date of
the last known execution of DUMPJRNL for this TDS.
If the last open date is earlier, the user journal is not
forgotten since there are probably records still valid for
the TDS user journal in the journal files. So for
protection, use FORCE=0.

No control is done and the TDS user journal is
forgotten. User images can no longer be extracted by
DUMPJRNL.
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Constraints

« Thefunction is available whether journalization is active or not.

» For BLUE JAS and GREEN JAS, the function is available only when the JAS
concerned isin the "active' state. If * is specified, the function is processed for
SYSJAS, for BLUE JAS only if it isin the"active" state, and for GREEN JAS
only if itisin the "active' state.

» The FORGET_USER_JOURNAL command is reserved for the SYSADMIN
project.

M essages | ssued

FGTWRN\L jas_name REJECTED : service nanme NOT ACTI VATED.
FGTWRN\L jas_name REJECTED : FUNCTI ON RESERVED FCR SYSADM N

EXAMPLES:

1. FGTUJRNL TDS=nyt p;

FORGET_USER_JOURNAL finds the jasname JAS concerned with the mytp
user journal and deletes its entry in the jasname.JADIR only if the mytp user
journal was not opened since the last execution of DUMPJRNL utility for

mytp.
2. FGTUJRNL JAS NAME=GREEN TDS=nyt p;

FORGET_USER_JOURNAL looks for the entry of the mytp user journal in
GREEN.JADIR and deletes it only if the mytp user journal was not opened
since the last execution of DUMPJRNL utility for mytp.

3. FGTUJRNL JAS NAME=* TDS=nytp;
FORGET_USER_JOURNAL looks for the entry of the mytp user journal in:

- SYSJADIR

- BLUE.JADIR if BLUE was started then GREEN.JADIR if GREEN was
started and deletes it each time it is found if the mytp user journal was not
opened since the last execution of DUMPJIRNL utility for mytp.

4. FGTUWRNL TDS=nytp FORCE;

FORGET_USER_JOURNAL finds the jasname JAS concerned with the mytp
user journal and deletes its entry in the jasname.JADIR. No control is
performed.

3-28 47 A2 37UF Rev05



JAS Installation and Administration

3.2.5.7 JAS

3.2.5.8 LINK

JAS changes the current JAS in the MNJAS processor.
Syntax
JAS

[ JAS NAMES{ SYS | BLUE | GREEN }]

Par ameter Description

JAS NAME: name of the JAS which becomes the current value. If
no name is specified, the current jasname is not
modified.

Constraints

A current JAS should be defined before entering any other MNJAS command with
default valuefor JAS NAME.

Messages | ssued: none

EXAMPLE:

JAS JAS NAME=BLLUE;
BLUE JAS now becomes the current JAS.
O

LINK links the user files of a private catalog to a specific JAS thereby protecting
all the user files in the catalog. A private catalog when first created is linked to SYS
JAS. LINK is subsequently used to change the protection of user filesin a private
catalog from one JAS to ancther.

The JAS administrator must ensure that the files in the private catalog are no longer
known to the current JAS linked to the catalog before issuing the LINK command
to link the catalog to another JAS.
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EXAMPLE:

The catalog mycat isinitially linked to SYS JAS and the JAS administrator wants
tolink it to BLUE JAS.

Solution: The procedure recommended is as follows:

» Firstissue LIST SYSDETAILED to get thelist of all user filesknownto SYS
JAS.

« |f any files cataloged in mycat are listed, issue FORGET _USER FILE
JAS NAME=SYSFILE=* CATNAME=mycat;. See note below.

« Thenissue LINK JAS NAME=BLUE CATNAME=mycat;.

NOTES:

1. Fileswhich havetheir last open date in update mode known by SYS JAS
older than their last known save date, will not be deleted by
FORGET_USER_FILE. Executethe FILSAVE utility on such filesto
change their date, before reissuing FORGET _USER _FILE. Issuethe
LINK command, only when all thefilesin the catalog are no longer known
to SYSJAS.

2.  InanHA environment, when two SITE.CATALOGSs are used, the LINK
command must be executed on both systems for each of the catalogs to
ensure their consistency. Otherwise file opening on one of the systems will
be prevented with the code JAP 3, SHLVVIOL being returned.

Syntax

{ LINK}

{ }
{ LK}

[ JAS NAMES{ SYS | BLUE | GREEN }]

{ CATNAME }
{ Y=file78
{ CaT }
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Par ameter Description

JAS NAME: name of the JAS to belinked to a private catalog. The
default isthejas _name specified previously when
either invoking the MNJAS processor or submitting
the MNJAS JAS command.

CATNAME: name of a private catalog containing user filesto be
protected.

Constraints

» Theprivate catalog must be created with the option ATTACH=AUTO.
» Theargument of CATNAME takes the format: name.CATALOG
» TheLINK command is reserved to SYSADMIN project.

» The SITE.CATALOG and the SYS.CATALOG which is reserved for system
files cannot be linked to a JAS. Thefiles cataloged in the SITE.CATALOG can
only be protected by SYS JAS.

» For the LINK command to work properly, the catalog to be linked to JAS must
not be in use by another step; for example, LINK cannot be used onaTDS
catalog if it isin operation.

M essages | ssued

cat nane HAS BEEN LI NKED TO j asnane

LK jas_nane REJECTED. CATALOG NOT FOUND

LK jas_nanme REJECTED. FUNCTI ON RESERVED FCR SYSADM N

LK jas_nanme REJECTED. COMMAND NOT AVAI LABLE FCR A SYSTEM CATALOG

EXAMPLES:

1. LK JAS=BLUE CAT=nycat;

On successful completion of the command, all the files cataloged in mycat
will be protected by BLUE JAS.

2. LK CAT=nycat;

On successful completion of the command, all the files cataloged in mycat
will be protected by the current JAS.
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3.25.9 LIST

LIST gets information from the JAS directory. The availableinformation is:

» the JAS characteristics,

« thelist of available After Journal files (this includes files available for
journalization and tapes or cartridges available for the TRANSFER_PRIMARY
function),

« thelist of active After Journal files (this includes the current After Journal file
and the previous After Journal files), and for each file:

- statistics about the filling of blocks,
- thereason for switching to the next journal file,

« thelist of journalized user files (or filesin KEPT state) and, for each file, the last
save date,

« thelist of the TDS user journals and, for each one, the last date of DUMPJRNL,
« the percentage of currently used space in the JAS directory.

Parameters can be specified with the LIST command to retrieve specific e ements
of the available information.

Thereport is sent to the Sysout of the caller and, in interactive mode, to the
console. Journalization continues during the printing of the report.

NOTES:

1. A Savedateof auser fileisitslast Save date in the JAS directory only if
thefile has already been journalized in the JAS. SAVE must have been
performed using:

- either the FILSAVE utility without the EXPORT option
- or the FILDUPLI utility with the UPDJRNL option.
2. During the execution of the FILREST utility, the request to test the date of

the save is performed on the information in the JAS directory on the last
save known to the JAS.

3. Avuse filefor which After journalization has been inhibited, is flagged
with an exclamation mark "!" preceding its name.

4. For eachjournalized user file, a character Sor D is placed in front of the
date of the last save. This character indicates whether the save was static
(S) or dynamic (D).
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Syntax

{ LIST}

{ }
{Ls }

JAS NAME={ SYS |

[
[ { DETAILED}
[ { } o=
[ { DILD }

BLUE | GREEN }]

{ 0 bool }]

[ AVAILABLE = { 0| bool } ]

[ ACTIVE ={ 1| bool } ]

[ TBS={ 0| bool } ]

[ FILES = { filename | prefix* | * } ]

Par ameter Description

JAS_NAME:

DETAILED:

AVAILABLE:

name of the JAS to belisted. The default is the
jasname specified previously when either invoking the
MNUJAS processor or submitting the MNJAS JAS
command.

if set to 1, all available information is supplied:
- JAS characteristics

list of available After Journal files

list of active After Journal files

list of journalized (or in KEPT gate) user files
- list of TDS user journals

— percentage of space used in the JAS directory.

When DETAILED=1, the keywords AVAILABLE,
ACTIVE, TDS, and FILES areignored.

The default value is DETAILED=0: detailed
information is not supplied.

when set to 1, list of available After Journal filesis

supplied:

— primary After Journal files available for
journalization

— secondary After Journal files (tapes or cartridges)
available for the TRANSFER_PRIMARY function

The default value is AVAILABLE=0.
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ACTIVE:

TDS:

FILES:

Constraints

if set to 1, thelist of active After Journal files (the

current and previous After Journal files) is supplied.

For each filethe following details are also given:

- dtatistics about thefilling of blocks

— thereason for switching to the next After Journal
file

ACTIVE=1 isthe default value.

if setto 1, thelist of TDS user journalsis supplied
together with the date of the last DUMPJRNL in each
case.

The default is TDS=0.

the value supplied with FILES specifies a sdectionin

the set of journalized (or KEPT state) user files:

- FILES=" ’ means no files selected

- FILES=filename means the user filefilenameis
selected

- FILES=prefix* means all user files whose name
starts with prefix are sdected

- FILES=* means all thefilesin the set are sdected.

Thelast Save dateis given for each user file selected.
The default valueis FILES=" ' (no files selected).

» For BLUE JAS and GREEN JAS in HA context, execution of LIST requires that
the JAS concerned be started. SY'S JAS need not be started up for the command

to apply.

» From TS7458, all |0F users have access to all information (no information is
reserved for the SYSADMIN project).

« Atemporary fileis used for the Sysout. When thereport is very largeand if a
problem occurs when it is processed, the message JA13 ERROR DURING
PRINT SYSOUT appears at the console. Use a PRTFILE in interactive mode or
run the command in batch mode.

M essages | ssued

LS jas_nane REJECTED : service_nane NOT ACTI VATED.
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EXAMPLES:

1. LS JAS=SYS; Displays the following information about the
SYS JAS directory:
- the JAS characteristics
- the list of active After Journal files
- the percentage of space currently used in the
JAS directory.

2. LS JAS=SYS Fl LES=CUSTOVER. A*;
Displays the information in the previous example
plus information about all files beginning with
CUSTOMER.A.

3. LS JAS=GREEN DETAI LED=1;
Displays all information about the GREEN JAS
directory.

4. LS DTLD; Displays detailed information about the JAS directory
currently invoked by MNJAS processor;

ExAMPLE: of After Journal Description

R R R R R R R EE R EE R R EEREEEEEEEEEEEREEEEEEE RS

* AFTER JOURNAL DESCRI PTION *
* NAME @ SYS *

R R R R R R R EEEEEEEE R EEREEEEEEEEEEREEEEEEEEES

DATED : 09:16:26 DEC 21, 1993

DEVI CE CLASS : M5/ B10

MAXI MM BLOCK SI ZE : 8162

CYCLI NG MDE : AUTQVATI C
ALLQCATI ON Sl ZE . 8 (N T=CYLI NDER)
TRANSFER CHARACTER STI CS

DEVI CE CLASS : M/ T9

QCPI ES 1

LI ST CF AVAI LABLE FI LES FOR JOURNALI ZATI ON

ON D SK RIF6B3 : SYS. JA J2RLF6B3
SYS. JA J3RLF6B3
SYS. JA J4RLF6B3
SYS. JA J5RLF6B3
SYS. JA J6RLF6B3
SYS. JA J7RLF6B3
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SYS. JA J8RLF6B3
LI ST G- AVA LABLE MED AS FCR TRANSFER

MPHBO1
MPHB02
DESCRI PTI ON CF ACTI VE JOURNAL FI LES
CURRENT FILE : SYS JA J1RLF6B3
F LE TYPE : PRIMARY, RESULTS FROM JCAURNALI ZATI ON
FI LE SEQUENCE NUVBER » 12
VOLUME SER AL NUMBER : RLF6B3
BEGA NN NG DATE : 10: 26: 18.334 DEC 14, 1993
LAST WR TI NG DATE : 07:57:35.032 DEC 16, 1993

NUVBER CF SYNCHRCN ZATI ON PA NTS : 41

NUVBER CF FCRCED PHYSI CAL WRI TES : 22

NUVBER CF BLOCKS . 87

FI LLI NG CF BLOCKS: 78% CF BLOCKS ARE FI LLED BETWEEN 90 AND 100%
4% COF BLOCKS ARE FI LLED BETWEEN 40 AND 60%
4% COF BLOCKS ARE FI LLED BETWEEN 20 AND 40%
14% CF BLOCKS ARE FILLED BETWEEN 0 AND 20%

NOTE:

NUMBER OF SYNCHRONIZATION POINTS isthe number of checkpoints or
TDS commits that have been journalized. NUMBER OF FORCED PHY SICAL
WRITES is the number of checkpoints or commits that have caused a physical
write to the After Journal file. Theratio of the two values indicates the grouping
factor of the commitsin a physical /0.

EXAMPLE: List of Journalized Files

LI ST G JOURNALI ZED FI LES

IR R R R R R RS EEEEEE R SRR EEEEEEEEEEEEEEEEEEEEREEEEEEEEEEEEEEEEEEEEEE

* EXTERNAL FI LE NAME * LAST DATE CF SAVE *
* CATALOG NAME * *
kkhkkhkkhkkkkhkhkkhkhkhkkkhkhkhkkhkhkhkkhkhkhkhkhkhkhkkhkhkhkhkkhkhhkhkhkkkhkhkhkkhkhkhkkhkhkhkhkkhkkkkhkhkkkhkkkkkxx*%
* FI RE RELOL *S09: 47: 46.595 SEP 30, 1993 *
*  FI RE. CATALGG * *
* * *
* FI RE REL02 *S09: 52: 57. 073 SEP 30, 1993 *
*  FI RE. CATALGG * *
* * *
* @ F1. UFASREL * - XO000VBOOOOOOOOOONVTOOONK *
* Q@ FL CATALGG * *
* * *
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* @ F1. UFASRELL * - X0000VBOOOOOOOOOOOVVOOONK *
* * *
* FI RE REL03 * - X0000VBOOOOOOOOOONVTOOONK *
*  FI RE. CATALGG * *
* * *
* FI RE REL06 * - X0000VBOOOOOOOOOONVCOOONK *
*  FI RE. CATALGG * *
* * *
* FI RE REL05 * - X0000VCOOOOOOOOOONVTOOONK *
*  FI RE. CATALGG * *
* * *
* FI RE REL04 * - X0000VCOOOOOOOOOONVCOOONK *
*  FI RE. CATALGG * *

IR R R SRR R RS EEEEEE R SRR EEEEEEEEEREEEEEEEEEE R R EEREEEEEEEEEEREREEEE LR

LI ST G- KEPT JOURNALI ZED FI LES

EEEE R R R R SR EEEEE R EEEEEEEEEEEEEREEEEEEEEE R R R R R R R

* TDS NAMVE * LAST DATE CF DUMPIRN\L *

IR EE R R R R SR EEEEE R EEEEEEEEEEEEEREEEEEEEEE R EE R SRR R R

* * *
* TS11 - XK *
* * *

IR EEE R R R SR EEEEE R EEEEEEEEEEEEEREEEREEEEEEE R EE R SRR R R

% SPACE CURRENTLY USED I N DI RECTCRY : O

3.2.5.10 MODIFY_MEDIA

MODIFY_MEDIA isreserved for the SYSADMIN project for the following
functions:

 to modify the maximum journal size used on each primary journal media during
the execution time of the command,

 toadd primary journal media,

« to add or to define secondary journal media,

» toremove an available primary journal media,

« and to remove an available secondary journal media.
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Syntax

{ MDD FY_MEDI A }
{ }
{ MDD }

—r—— —

—r—r—
[tn Xt W - - PN ., N ~

ADDSEQMD }

ADDSMD  }

REMBECMD }

—r—— —r—— —r——

REMBVMD )

Parameter Description

JOURNAL_SI ZE }
}=dec4 ]
JR\LSZ | JSZ }

ADDPRI MVD }
}=( nanme6 [, nane6]...)
ADDPND )

}=( nanme6 [, nane6 ]...)

REMPRI MVD }
}=( nanme6 [, nane6]...)
REWPMD )

JAS NAME={ SYS | BLUE | GREEN }]

]
]

[S R —
R S —

[Sr ——

}=( nane6 [,nane6]...) ]

All parameters are optional. If absent, the previous values are retained.

JAS_NAME:

JOURNAL_SIZE:

name of the JAS to be modified. The default is the
jasname specified previously when either invoking the
MNUJAS processor or submitting the MNJAS JAS
command.

maximum space to be allocated on each primary media
to the primary journal filesin units of cylinders (dec-4)
for this command only. If it is not provided, the journal
size specified in the CREATE command or the
MODIFY_PARAMETERS command will be used by
default. The minimum accepted value is 8 cylinders.
Thissizeis the global amount of space reserved on
each media for the primary After Journal files. The
system creates up to 8 primary files and the specified
amount of spaceis divided among them.
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ADDPRIMMD:

ADDSECMD:

REMPRIMMD:

REMSECMD:

A maximum of 20 media may be provided for:

- adding (appending) new primary journal mediain
thejas_name JAS directory

— and preallocating the primary journal files on the
specified media.

Files are cataloged in the jasname JAS catalog. The
primary journal files just added become available
journal files for the JAS to use depending on its
requirements. Since primary journal files are alocated,
mounting of media is required.

If more than 20 media are required, the ADDPRIMMD
command may be executed as many times as
necessary. See Note 1.

A maximum of 20 secondary journal file media may be
provided to be stored in the jasname JAS directory.
Since files are not preallocated, no mounting of media
isrequired.

If SECDCOPY is used, only the name of thefirst copy
need be specified and the last character of this
secondary media name must be "odd". The name of the
second copy is deduced from the name of the first
copy. The ending odd number is replaced by the
following even number.

If more than 20 media are required, the command may
be executed as many times as necessary. However, this
command checks that the media added have not been
given previously, in which caseit does not add the
same media twice but continues with the next media.
See Note 2 heregfter.

list of the media (20 maximum) to be removed from
thelist of primary journal media. All the primary After
Journal files must be available on these media.

list of the media (20 maximum) to be removed from
the list of secondary journal media. If SECDCOPY is
used, only the name of thefirst copy need be specified.
The second copy will be automatically removed. The
secondary After Journal files must be available on
these media.
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NOTES:

1.  Asingledisk may support a set of journal files belonging to several JAS.
On the other hand, one disk may not be added twice for the same JAS. In
this case, an error message is returned.

2. TheMODIFY_MEDIA command is available only if the JAS
administrator has defined the JAS parameters by performing either the
CREATE command or the MODIFY_PARAMETERS command.
Otherwise it is not executed and an error message is returned.

Constraints

For BLUE JAS and GREEN JAS, MODIFY_MEDIA requires that the JAS
concerned be started. SYS JAS need not be started up for the command to apply.

If the JOURNAL _SIZE parameter is used, the ADDPRIMMD parameter is
mandatory.

Minimum JOURNAL_SIZE is 8 cylinders.

Journal parameters must have been previously defined by either the CREATE or
the MODIFY_PARAMETERS command.

The MODIFY_MEDIA command is reserved to SYSADMIN project.

Secondary media whose nameis given in ADDSMD and primary media must be
different media.

M essages | ssued

MOVD j as_hane REJECTED : service_name NOT ACTI VATED.
MDVD j as_nane REJECTED : FUNCTI ON RESERVED FCR SYSADM N
**xxx MEDI A ALREADY USED FCR JOURNALI ZATI ON.

NO FI LE APPENDED

EXAMPLES:

1

MDMD JAS NAME=BLUE JOURNAL_SIZE=80
ADDPMVD=( di sk5, di sk6, di sk7);

Allocates new primary journal files for BLUE JAS on the media: disk5, disk6
and disk7, with a maximum used size per media equal to 80 cylinders.

MDMD JAS NAME=SYS ADDSMD=(t4,t5,t6);
Adds new secondary journal mediat4, t5 and t6 to the list of available
secondary journal media of SYS JAS.
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3.

MDMD JAS NAME=GREEN REMPMD=(PRIM1,PRIM2);
Removes primary media PRIM 1 and PRIM2 from the list of available primary
mediafor GREEN JAS.

3.2.5.11 MODIFY_PARAMETERS

MODIFY_PARAMETERS performs the following functions:

modifies the default maximum JOURNAL _SIZE per primary media,

modifies the default BLOCK _SIZE (maximum size of the records containing the
after images),

modifies the primary journal devicetype,

defines or modifies the secondary journal device type,
modifiesthe AUTOCY CLE option,

and modifies the SECDCOPY option.

Syntax

{ MDD FY_PARAMETERS }
{ }
{ MDPAR }

[ JAS NAVES{ SYS | BLUE | GREEN} ]

[{ JOURNAL_SI ZE } ]
}=dec4 ]
JRNLSZ | JSZ } ]

BLOCK Sl ZE } ]
}=dec4 ]
BLKSZ } ]

PR MARY DVC  } ]
}=M5/{ FSA | D500 | B10 }] see Paraneter
}

] Description

—r—— —r—— —r—

PR MDVC | PDVC
SECONDARY_DVC } { MI/Td/[ Ddddd ]

—~
e
[Sry N —

}_
SECDVC | SDVC} { CI/LIB | CI/ xx

AUTCCYCLE } ]
}=bool ]
AUTCCY } ]

[t Xt Wt [tn Xt et [tn Xt et [t Xt Wt -

—r—— —r——
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Par ameter Description

All parameters are optional. If absent, the previous values are maintained.

JAS_NAME:

JOURNAL_SIZE:

BLOCK_SIZE:

name of the JAS to be modified. The default is the
jasname specified previously when either invoking the
MNUJAS processor or submitting the MNJAS JAS
command.

new maximum space to be allocated on each primary
media to the primary journal filesin units of cylinders.
The minimum accepted value is 8 cylinder. Used space
of already allocated primary journal files is not
modified. The global amount of spaceis divided
among up to 8 primary files.

maximum size of the records containing the after
images. It must have avaluein the range 512 bytes to
32000 bytes. The block size may be changed only if
thereis no primary active journal file and if the list of
available primary journal filesis empty.

An attempt to change it when not allowed causes the
function to abort. The TRANSFER_PRIMARY
command (3.2.5.17) must be issued before attempting
again. If there is no secondary media the
RECYCLE_JOURNAL_FILE command (3.2.5.14) and
the MODIFY_MEDIA command specifying
REMPRIMMD (3.2.5.10) must be i ssued.
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PRIMARY_DVC:

SECONDARY_DVC:

AUTOCYCLE:
Manual

device class for supporting primary journal files. The
device class may be changed only if thereis no
primary active journal file and if thelist of available
primary journal filesis empty.

From TS7254 onwards, only disk devices are
supported for all JAS.

An attempt to change the device class when not
allowed causes the function to abort. The
TRANSFER PRIMARY command (3.2.5.17) must be
issued before attempting again. If thereisno
secondary media, the RECYCLE_JOURNAL_FILE
command (3.2.5.14) and the MODIFY_MEDIA
command specifying REMPRIMMD (3.2.5.10) must be
issued.

declares or modifies the external form of device class
for supporting secondary journal files. The device type
allowed istape or cartridge or cartridge library.

The device class may be changed only if:
— thereis no active secondary journal file,

— and the list of available secondary journal filesis
empty.

An attempt to change it when not allowed causes the
function to abort. The RECYCLE_JOURNAL_FILE
command (3.2.5.14) and the MODIFY_MEDIA
command specifying REMSECMD (3.2.5.10) must then
be issued before attempting again.

Until the JAS administrator gives this value, the
functions MODIFY_MEDIA (ADDSECMD,
REMSECMD) and TRANSFER_PRIMARY remain
unavailable.

modifies the recycling option for the Journal File:

AUTOCYCLE=0: Active Journal filesare set in the
list of available journal files only by using the
command RECYCLE_JOURNAL_FILE. This modeis
useful when a user file must be recovered from several
saves and not just from the last one.
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Automatic AUTOCYCLE=1: Activejournal filesare set inthelist
of available journal files as soon as they no longer
contain any valid After Image. A valid After Image
concerns a modification since the last SAVE of a user
file

If the previous mode was MANUAL, it may be
changed to AUTO and the active Journal Files are
automatically recycled if they contain any valid After

Image.

SECDCOPY: option secondary copy (dual copy) for secondary

journal files. This option may be changed only if there
is no Active secondary Journal file and if the list of
available secondary journal filesis empty.

An attempt to change it when not allowed causes the
command to abort with an error message. The
RECYCLE_JOURNAL_FILE command (3.2.5.14) and
the MODIFY_MEDIA command specifying
REMSECMD (3.2.5.10) must then be issued before
attempting again.

Constraints

For BLUE JAS and GREEN JAS, MODIFY_PARAMETERS requires the JAS
concerned to be started up. SYS JAS need not be started up for the command to

apply.
Minimum journal_sizeis 8 cylinders.
Minimum block_size is 512 bytes and maximum is 32000 bytes.

Block_size may be changed only if thereis no active or available primary
journal file.

For PRIMARY_DVC, the device type must be disk. Cartridges are NOT
supported and from TS7254: tapeis no longer allowed.

primary devicetype may be changed only if thereis no active or available
primary journal file.

secondary device type may be changed only if thereis no active or available
secondary journal file.

SECDCOPY option may be changed only if thereis no active or available
secondary journal file.

The MODIFY_PARAMETERS command is reserved to SYSADMIN project.
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M essages | ssued

MDPAR jas_nane REJECTED : service_name NOT ACTI VATED.
MDPAR j as_name REJECTED : FUNCTI ON RESERVED FCR SYSADM N

EXAMPLES:

1.

3.2.5.12 QUIT

MDPAR JAS=BLUE JOURNAL_SI ZE=80 SDVC=nt/t 9/ d6250;

The next time MODIFY_MEDIA JAS NAME=BLUE ADDPRIMMD
ADDSECMD is performed, the default maximum size allocated to primary
journal files will be 80 cylinders for each new media (10 cylinders per Journal
File) and the secondary media will have a device type MT/T9/D6250.

MDPAR JAS=SYS SDVC=nt/t 9/ d6250;

The next time MODIFY_MEDIA JAS NAME=SYSADDSECMD is
performed, the secondary media will have a device type MT/T9/D6250.

MDPAR JAS=GREEN AUTOCY=1 SDCP-=1,

Changes cycling mode to AUTOCY CLE and accepts DUAL COPY for
GREEN JAS.

QUIT exits from the MNJAS processor and returns the user to S: levedl.

Syntax
{QUT }

{

}

{Ql 7}

Par ameter Description

None

Constraints

None

M essages | ssued

None
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EXAMPLE:
QIT;
Leaves the current processor MNJAS and returnsto leve S..

O

3.2.5.13 REBUILD_DIRECTORY

REBUILD_DIRECTORY reconstitutes the JAS directory after damage, from a
save of thisfile and information logged in the After Journal files. The directory so
reconstructed allows static rollforward of all the user files known to the JAS at the
moment when the directory was saved. The internal references of the user file
journalized for the first time after the directory has been saved, cannot be retrieved
in this save. It also allows resumption of journalization.

To be able to reconstruct the directory under optimum conditions, the system
administrator must periodically:

« transfer the primary files to secondary files using the MNJAS TRANSFER
command,

» make a save of the JAS directory, if possible just after execution of the
TRANSFER function but always immediately after the introduction of a new
user filein journalization. The system administrator can save the JAS directory
at any time during journalization by using the SHARE=DIR parameter. It is
therefore strongly advisable to make a save each time a change occurs in the
JAS directory (new user file, or new After Journal file, transfer, recycling,
FILSAVE, etc.). If thesaveisnot made, the duplicated copies of secondary files
must first be uncataloged when running the REBUILD function.

When a JAS directory is damaged, the system administrator must:

« restorethedirectory from its most recent copy,
 enter the MNJAS REBUILD_DIRECTORY command (alias RB, REBUILD),

 ensure that the tapes or cartridges supporting the secondary files and necessary
for reconstructing the directory are mounted (requests to mount the media are
normally sent to the console operator when the files are assigned),

« if the command has been issued in interactive mode which is preferable, the
system administrator can at any moment interrupt the execution of the
reconstruction function through break. For this, messages are sent indicating the
start of each reconstruction phase, the same report being also sent to the Sysout.
The phases follow on from one ancther for aslong as no error is encountered.
Certain messages only serve as flags for Service Center personnel. Other
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messages allow the system administrator to verify that the After Journal files
used for reconstruction are the right ones and that they are:

— inthecorrect active or available status,
- primary or secondary files (or a duplicate copy of a secondary file).

For example, if inthelist of After Journal files present in the JAS catalog, afile
which should be active is not found, the system administrator can interrupt
processing and restart it after taking care to put the JAS catalog in the required
state (after having cataloged the journal file).

- verify the execution report: the Service Center may be consulted if an error
occurs,

« dtart printing the JAS directory through the MNJAS LIST command if the LIST
option has not be specified inthe REBUILD DIRECTORY command. The
system administrator can then recycle the active journal files which are not
necessary for future rollforward.

After the execution of the REBUILD function, rollforward or DUMPJRNL can be
run on any file or TDS known before the save of the directory was taken. The date
of the start of a rollforward isimportant: any save of a user file taken after the save
of the directory is not recorded in the directory - it is therefore essential to
explicitly specify the start date of the rollforward.

Likewise, if RESTORE_FILE isto be performed on afile, it is preferable not to
use the CKJIRNL option (check last save date in After Journal).

The reconstruction function can also be executed for recovering a consistent state
of the directory when the JRU function fails to do so. In this case, reconstruction
can start from the directory in its current state. All user files are then recoverable
and journalization is once again authorized.

Syntax

{ REBU LD DI RECTCRY }

E REBU LD | RB %
[ JAS NAME={ SYS | BLUE | GREEN }]
{ LIST={ 1| bool }}
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Par ameter Description

JAS NAME: name of the JAS whose directory is to be reconstituted.
The default name is the name of the JAS specified
previously when either invoking MNJAS or submitting
an MNJAS command.

LIST: LIST (LIST=1) provides a detailed listing if the
REBUILD_DIRECTORY command terminates
normally.

Constraints

« HA-type JAS must beinthe EMPTY state.
» No After Journalization must be active.

M essages | ssued

The execution report is sent to the Sysout and, in interactive mode, to the console.
When the process for reconstituting the JAS directory is started, an immediate
listing which can be interrupted appesars.

1. When no anomalies occur, messages for a successful reconstruction are
treated in the paragraph Normal Operations below.

2. When an anomaly is detected, or an /O error occurs, messages for failureto
reconstruct the directory are treated in the paragraph Unsuccessful Execution
below.

EXAMPLES:

M\UAS COMVAND=" REBUI LD JAS NAME=BLUE ;
Reconstitutes for BLUE JAS, its JAS directory from a copy and from the After
Journal files and prints the reconstituted directory.

M\UAS COMVAND=" REBUI LD ;
Reconstitutes the directory for the JAS previously specified.

M\JUAS COMVAND=" REBUI LD LI ST=0’
Reconstitutes the directory for the JAS previously specified, without listing the
rebuilt JAS directory.

O
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Normal Operations

After having restored the directory from its most recent copy and having verified
that the catalog is valid, the system administrator submits in IOF or batch:

MJAS COMVAND=" REBU LD [ JAS NAME=j asname] [ LI ST=bool ]

Animmediate account is given of the operations in reconstructing the JAS
directory.

M essages that appear during normal processing are:
REBU LD CF D RECTCRY FCR JAS j asnane

Check that the JAS is the correct one.

TABLE CREATI ON

VALI DATI ON PHASE

RETR EVE MED A | N RESTCRED DI RECTCRY

RETR EVE AFTER JOURNAL FI LES FROM JAS CATALOG
list of efn's

Check that thelist of cataloged filesis correct.

efn2 QONS| DERED DUAL FOR efnl

Check that the duplicate of a secondary fileis correct.

SCRT AFTER JOURNAL FI LES ON DATES
SCAN SECONDARY AFTER JOURNAL FILE: efn

Stop processing if the secondary file (and those preceding) are not needed for
rollforward of files. Remove the secondary file from the catalog and restart the
reconstruction function.

ERASE OLD CHAIN CF AFTER JOURNAL FI LES
UPDATE ; MEDI A
efn OONSI DERED AS AVAI LABLE AFTER JOURNAL FI LE

Check that thefileis available.
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REIN T ; JOURNAL
efn QONSI DERED AS ACTI VE PRI MARY AFTER JOURNAL FI LE

Check that thefileis primary and active.

efn QONSI DERED AS ACTI VE SECONDARY AFTER JOURNAL FI LE

Check that the fileis secondary and active.

SCAN SECONDARY AFTER JOURNAL FILE: efn

The secondary file can be reread provided that the file has not been closed at
transfer (asin the case of crash or 1O error).

SCAN PRI MARY AFTER JOURNAL FILE efn
READ
CREATE AFTER JOURNAL FI LE SUBFILE FCR efn
UPDATE ; JOURNAL
| NVALI D ABCRTED ACTI ONS
UPDATE ; FI LE
RELEASE RESQURCES

The function terminates with the following message:

REBU LD NG CF JAS DI RECTCRY SUCCESSFULLY GOMPLETED

Where applicable, the LIST function (LIST option inthe REBUILD DIRECTORY
command) is executed.

Unsuccessful Execution

The execution report of an unsuccessful reconstruction function enables
pinpointing of the operation at which MNJAS encountered an error and the search
for a solution with the help of the Service Center. Each reconstruction phase starts
with the transmission of the corresponding message. The system administrator can
interrupt processing in interactive mode if the behavior of the REBUILD function
is not what is required.
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An error messageis sent in the form of:

« either areturn code which is meant for the Service Center (error information is
written to SYS.ERLOG),

« or thefollowing explicit messages which allow the system administrator to
intervene.

REBU LD CF D RECTCRY FCR JAS j asnane
ERRCR return-code

Meaning: The JAS table has not been created at a previous
system restart (JP41 message has been sent). No action
with the After Journal is possible.

Action: Shutdown the system, restart it, then issue the
command.

TABLE CREATI ON
ERRCR return-code

Meaning: The load on the system prevents the allocation of the
necessary resources.
Action:; Get the Service Center to analyze the return-code.

Terminate non-essential jobs to improve the situation.

VALI DATI ON PHASE
O\LY JOURNALI ZATION ON DI SK | S SUPPCRTED
ERRCR return-code

Meaning: Reconstruction can only be done from a save of the
directory where journalization was made on a disk.

Action:; Asin Meaning.

RETR EVE MED A | N RESTCRED DI RECTCRY
ERRCR return-code

Meaning: Problem in accessing the restored directory.

Action: Get the Service Center to analyze the return-code.
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RETR EVE AFTER JOURNAL FI LES FROM JAS CATALOG

| NVALI D AFTER JOURNAL FI LE NAME: efn
Meaning: Theefnis not an After Journal file.

Action:; Decatalog the file and check the JAS catalog, then
restart reconstructing the directory.

+ ERROR JAGEN DVCERR

Meaning: The devicetype of thefile does not conform to that of
the primary files as declared in the restored directory
and therefore reconstruction cannot proceed.

Action:; Asin Meaning.

« ERROR return-code

Meaning: Problem in accessing the JAS catalog.
Action:; Check the JAS catalog, then restart reconstructing the
directory.

+ ERROR | N ACCESSI NG AFTER JOURNAL FI LE

Meaning: Problem in accessing file information.

Action: Check with the Service Center.

SCRT AFTER JOURNAL FI LES ON DATES

+ ERROR FOR ALLOCATI NG DEVI CE:

Meaning: A devicefor reading secondary files cannot be
allocated.
Action: Freea devicefor allocation to the file, then restart

reconstructing the directory.
« READ ERROR ON AFTER JOURNAL FI LE: efn
Meaning: Thefirst block of thefile cannot be read.

Action; If thefileis not theright After Journal file, decatalog
it, then restart reconstructing the directory.
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* I NVALI D BLOCK SI ZE FOR PRI MARY AFTER JOURNAL FI LE

Meaning: Reconstruction cannot proceed since the block size of
the primary file does not correspond to that recorded in
the restored directory.

Action: Check with the Service Center.

SCAN SECONDARY AFTER JOURNAL FI LE: efn
ERRCR return-code

Meaning: If the primary copy of the secondary fileislost,
recreate a new primary copy from the duplicate of the
secondary file. Only the primary copy is read for
reconstruction.

Action:; Asin Meaning.

ERASE QLD CHAI N CF AFTER JOURNAL FI LES
ERRCR return-code

Meaning: Problem in accessing the restored directory.

Action:; Get the Service Center to analyze the return-code.

UPDATE ; MEDI A
ERRCR return-code

Meaning: Problem in accessing the restored directory.
Action:; Get the Service Center to analyze the return-code.

REIN T ; JOURNAL
ERRCR return-code

Meaning: Problem in accessing the restored directory.

Action: Get the Service Center to analyze the return-code.
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SCAN PR MARY AFTER JORNAL FILE: efn
ERRCR return-code

Meaning: Problem in accessing the restored directory.
Action: Get the Service Center to analyze the return-code.

CREATE AFTER JOURNAL FI LE SUBFI LE FCR efn
ERRCR return-code

Meaning: Problem in accessing the restored directory.
Action:; Get the Service Center to analyze the return-code.
READ

+ PREDATI NG DETECTED ON THI S FI LE

Meaning: Predating has been detected during processing and
therefore reconstruction cannot proceed.

Action:; Call the Service Center.
« ASSI GN ERROR ON AFTER JOURNAL FILE: efn
Meaning: The efn cannot be assigned.

Action:; Either correct this problem or reconstruct the directory
without thisfile.

« OPEN ERROR ON AFTER JOURNAL FI LE: efn
Meaning: The efn cannot be opened.

Action:; Either correct this problem or reconstruct the directory
without thisfile.
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UPDATE ; JOURNAL
ERRCR return-code

Meaning: Problem in accessing the restored directory.

Action: Get the Service Center to analyze the return-code.

| NVALI D ABORTED ACTI ONS
ERRCR return-code

Meaning: Problem in accessing the restored directory.
Action: Get the Service Center to analyze the return-code.
UPDATE ; FI LE

ERRCR return-code

Meaning: Problem in accessing the restored directory.

Action:; Get the Service Center to analyze the return-code.

RELEASE RESQURCES
ERRCR return-code

Meaning: Problem in deall ocating the necessary resources for
reconstructing the directory.

Action:; Quit MNJAS immediately. No consequence to the
REBUILD function.
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Thefollowing general messages can appear at different levels of the reconstruction
function:

ACCESS ERRCR IN ; JOURNAL SUBFI LE

ACCESS ERRCR IN ; FI LE SUBFI LE

ACCESS ERRCR IN ; MED A SUBFI LE

ACCESS ERRCR I N ; ACTI VE SUBFI LE
Meaning: Error in accessing the restored directory.
Action:; Restore and reconstruct the directory again on another

disk.

ERRCR I N TABLE: FAJOT

ERRCR I N TABLE: RAJOT
Meaning: Error in the reconstruction tables.
Action: Consult the Service Center.

3.2.5.14 RECYCLE_JOURNAL_FILE

RECYCLE_JOURNAL_FILE transforms an Active After Journal file into an
Available After Journal file.

This command is generally used when the cycling mode is MANUAL. In MANUAL
cycling mode, this command enables Journal Files to be reused when they do no
longer contain any useful information.

RECYCLE_JOURNAL_FILE isalso useful when the cycling mode is AUTO.
Journal Files except the current one, are automatically recycled when all the After
Images of these files are obsolete. An After Image is obsol ete as soon as one save
of the journalized user file to which the image beongs, has been made.

The command is therefore useful in AUTO cycling mode when automatic recycling
is prevented by some obsolete files no longer being saved. It is also useful for
recycling the current After Journal file which is not recycled through a savefile.

When a Journal Fileis recycled from Active to Available, all the previous Journal
Files, primary aswell as secondary, are also recycled.
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Thethree modes of recycling are;

» LASTFILE - Indicatesthelast Journal File and all previous ones areto be
recycled:

The command LIST gives the names of the Active Journal files with the dates of
thefirst and last After Images which are recorded.

» LASTDATE - Indicatesthe last Journal Date for recycle:

RECYCLE_JOURNAL_FILE recycles all thejournal files which only contain
After Images older than the date given. (The date and time can be specified in
milliseconds.)

» OBSOLETE - Journal files whose After Images are obsol ete, are recycled.

NOTE:
Warning messages are written in the report in the case of recycling of a Journal
File that contains no obsol ete After I mages.

The system administrator is recommended to ensure that all the user files have
been saved before issuing this command with the options LASTFILE or

LASTDATE.
Syntax
{ RECYCLE JOURNAL FILE | RCYJR\LF }
{ }
{ RECYQLE | RCY }

[ JAS NAMES{ SYS | BLUE | GREEN }]

{{ LASTFILE }
i Y=file78
{{ LSTF }

{

{ { TCDAY
{ LASTDATES -1M
{ { -1y
{
{
{

e e e e e oy o e e

{ [yylyy. nmddl hh[ . m§ . ss[ . nsnsns] ] ]

OBSOLETE=bool
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Par ameter Description

JAS NAME: name of the JAS to be processed. The default is the

jasname specified previously when either invoking the
MNUJAS processor or submitting the MNJAS JAS
command.

LASTFILE: name of the last Journal Fileto berecycled. The

previous Journal Filewill also be recycled.

LASTDATE: TODAY: recycles al the active journal files.

-1M recycles only the journal files that contain After
Images older than TODAY (current date and time)
minus one month.

-1Y recycles only the journal files that contain After
Images older than TODAY (current date and time)
minus one year.

[yylyy:mm:dd/hh[.mm[.sg].msmsmsg]]]: recycles only
the journal files that contain After Images older than
the LASTDATE specified.

OBSOLETE: recycles the files containing obsolete After Images.

Constraints

For BLUE JAS and GREEN JAS, RECYCLE_JOURNAL_FILE requires that
the JAS concerned has been started up. SYS JAS need not be started up for the
command to apply.

One and only one of the three parameters LASTFILE, LASTDATE, and
OBSOLETE must be defined.

It is allowed to recycle the Current Journal File only when no step isjournalizing
inthe JAS, and when no ROLLFWD/DUMPJRNL utility is running using this
JAS.

This command is not available whilethe TRANSFER _PRIMARY command is
running.

The RECYCLE_JOURNAL_FILE command is reserved to SYSADMIN
project.

M essages | ssued

RCY jas_nane REJECTED : service_name NOTI ACTI VATED.
RCY jas_nanme REJECTED : FUNCTI ON RESERVED FCR SYSADM N
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EXAMPLES:

1. RCY JAS=BLUE LSTF=BLUE.JA. J4-vsn;

Recycles for BLUE JAS, the Journal file BLUE.JA.J4-vsn and all ones older.
2. RCY JAS=SYS LASTDATE=1996. 03. 01/ 06. 15;

Recyclesfor SYS JAS, only the Journal Files which contain After Images
older than March 1, 1996, 6.15am.

3. RCY OBSCOLETE;

Recycles for the current JAS, all the Journal Files which only contain obsolete
After Images.

3.2.5.15 STATUS

STATUS determines how the MNJAS processor is to proceed for subsequent
commands where an error occurs in batch mode or in interactive mode if a
COMFILE is used.

Syntax
{ STATUS }

{ OLY | RESET | EVEN| I G\CRE }

Par ameter Description

ONLY: default: executes the next command only if no error is
detected.
RESET: resets the error status of the last command to zero; the

job is not aborted.

EVEN: executes the next command even if an error has been
detected on the last one, without changing the status.

IGNORE: the status will no longer be tested in subsequent
commands and the job will continue irrespective of the
errors detected.
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Constraints

STATUS is eéffective only in batch and is not visible to the |OF user, except if
COMFILE is used.

Messages | ssued: None

EXAMPLES:

1. RECYCLE LASTFI LE=SYS.JA. J... SYS.JA J... isbusyfora
rollforward
STATUS RESET
LI ST
TRANSFER

The abnormal status sent by RECYCLE isreset, and the LIST and
TRANSFER commands are executed.

2. RECYCLE LASTFI LE=SYS.JA.J... SYS.JA J... ishusyfora
rollforward
STATUS EVEN
LI ST
TRANSFER

The abnormal status sent by RECY CLE is kept. The LIST command is
executed and the step is aborted after its execution. The TRANSFER
command is therefore not executed.

3.2.5.16 SWITCH

SWITCH allows the current primary file to be switched for a subsequent
journalization session.

Syntax

{ SWTCH PR MARY }
{ SW| SWTCH }

[ JAS NAMES{ SYS | BLUE | GREEN }]
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Par ameter Description

JAS NAME: the JAS for which the current primary fileisto be
switched.

The default is the JAS specified when ether invoking
JAS or submitting an MNJAS command.

Constraints

» HA-type JAS must be ACTIVE.
» Journalization must not be active.

NOTE:
A journalization session starts with the connection to a JAS for thefirst step
journalized. It ends with the disconnection from the JAS for the last step
journalizing init.

M essages | ssued

jasnane: a switching of the primary After Journal file will
occur at the beginning of the next journalization session.

command rejected: journalization is active.

Thereason for switching primary filesis given when the command LIST is issued:

SWTCH NG DUE TO REQUEST

3.2.5.17 TRANSFER_PRIMARY

TRANSFER_PRIMARY enables the JAS Administrator to transfer primary journal
files to secondary journal files on tapes or cartridges as follows:

« primary journal files are compacted by omitting all the After Images which
belong to aborted FRUs (commitments and/or steps) thereby speeding up the
search of those valid Images to be applied in the ROLLFWD/DUMPJRNL
utilities.

» Thespace used in the JAS directory to storethelist of aborted File Recovery
Unitsis released.
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« Active Journal Files completely transferred are returned to thelist of available
journal files for journalization.

» The command may execute even while steps are still using the JAS.

By issuing TRANSFER_PRIMARY periodically with a frequency depending on
the space available for journalization and the amount of journalized data, the JAS
Administrator may:

« reducethe disk space dedicated to the Journal
 produce journal files on removeable media (tapes or cartridges).

NOTE:
GCL command syntax incorporating TRANSFER_PRIMARY is:

EJR PROC=NVAI NTAI N_JAS

ENQUEUE=enqueue_ti me
VALUES=( COMVAND=" TRANSFER, ')

Syntax

{ TRANSFER }
{ TRANSFER PR MARY }
{ TFRRRM| TFRP }

[ JAS NAMES{ SYS | BLUE | GREEN }]
[{ NEXT_MEDIA } ]

[{ }={ 0| bool }]

[{ NXvD } ]

[ END={ LEAVE | UNLOAD }]

[ FCRCE_ABCRT={ 0 | bool }]

[ WA T DEVICES{ O | bool }]

Par ameter Description

JAS NAME: name of the JAS for which TRANSFER will be
executed. The default is the jasname specified
previously when either invoking the MNJAS processor
or submitting MNJAS JAS command.

NEXT_MEDIA: forces switching to a new secondary Journal file.
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END:

=LEAVE
=UNLOAD
FORCE_ABORT:

determines how last tape or cartridgeis to be handled
at the end of the transfer:

default: media remains |oaded
media is unloaded.

determinesif the step is to abort:
default: no abort

if the STATUS given by the TRANSFER function is
severity 2 (status >= 1000), it is forced to 3 and the
step aborts.

STATUS Values with Conditions ar e as Follows:

STATUS=0
STATUS=1
STATUS=100
STATUS=200

STATUS=210

STATUS=500

STATUS=1200
STATUS=1300

STATUS=1400
STATUS=2000
STATUS=2200

STATUS=2300

STATUS=2400

complete transfer
no transfer sincethereis no primary activefile
no transfer since another transfer isin progress

partial transfer sincerollforward or DUMPJRNL isin
progress

no transfer since rollforward or DUMPJRNL isin
progress

partial transfer since at least one primary activefileis
blocked by the journalization

default: partial transfer since primary fileis BUSY

default: partial transfer since no more secondary files
areavailable

default: partial transfer since a secondary fileis BUSY
default: no transfer dueto lack of resources

default: no transfer since at least one primary fileis
BUSY

default: no transfer since no more secondary files are
available

default: no transfer since secondary fileis BUSY
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STATUS=2500

STATUS=11200

STATUS=11300

STATUS=11400

STATUS=12000

STATUS=12200

STATUS=12300

STATUS=12400

STATUS=12500

STATUS=>20000
WAIT_DEVICE:

Constraints

None

default: no transfer since at least one primary active
fileis blocked by the journalization

if FORCE_ABORT: partial transfer since a primary
fileisBUSY

if FORCE_ABORT: partial transfer since no more
secondary files are available

if FORCE_ABORT: partial transfer since a secondary
fileisBUSY

if FORCE_ABORT: no transfer dueto lack of
resources

if FORCE_ABORT: no transfer since at least one
primary fileis BUSY

if FORCE_ABORT: no transfer since no more
secondary files are available

if FORCE_ABORT: no transfer since a secondary file
isBUSY

if FORCE_ABORT: no transfer since at least one
primary activefile is blocked by the journalization

other anomaly

isanew parameter added as of TS8560. This
parameter determines whether or not the step waits for
the freeing of the devices necessary for transfer when
thereis an insufficent number.

default: no wait. 2000 STATUS (or 12000 in the event
of FORCE_ABORT) is mounted.

Wait mode. The submitter of the command is notified
of thiswait (via a JP93 message). The operator
receives a request to free one or two devices depending
on whether or not thereis adual copy, and whether one
or two are absent (JP94 message).
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M essages | ssued

Normal
kkhkhkkhkkhkhkkhkkhkhkhkkhkhkkhkkhhkhkkhkkhhkkhkhhkkhkhhkkhkkhkkkhkhkkx*x
* *
* TRANSFER PRI MARY REPCRT *
* NAME : SYS *
* *
kkhkhkkhkkhkhkkhkkhkhkhkkhkhkkhkkhkhkhkkhkhkhkkhkhkhkkhkkhhkkhkkhkkkhkhkkx*x

PHASE : 1

PR MARY SENDER : SYS. JA J1RLF6B3
SECONDARY RECE! VER : SYS. JA J1MPHBO1
STATUS : THE PRI MARY SENDER FI LE |'S COWPLETELY TRANSFERRED

PHASE : 2

STATUS : NO ACTI VE FI LE CAND DATE FCR TRANSFER

Abnormal

TFRP j asnane REJECTED : service_name NOT ACTI VATED

TFRP j asname REJECTED : OONOURRENT RECYCLE JCOURNAL_FI LE FUNCTI ON
TFRP j asname REJECTED : TRANSFER PRI MARY FUNCTI ON ALREADY RUNN NG
TFRP j asname REJECTED : FUNCTI ON RESERVED FCR SYSADM N

TFRP j asnanme : NO PR MARY Fl LE CANDI DATE FOR TRANSFER

EXAMPLES:
1. TFRP JAS=CGREEN

Transfers primary Journal Files to secondary Journal Files for GREEN JAS.
2. TFRP NEXT_MEDI A;

Executes TRANSFER_PRIMARY for the current JAS and forces switching to
the next secondary media.
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Using the Transfer Function
Description of the Function

The prerequisite for the TRANSFER_PRIMARY command is the successful
execution of either the CREATE SECONDARY_MEDIA or MODIFY_MEDIA
ADDSECMD command.

The features of the function provided by the command are:

» Only one TRANSFER _PRIMARY can execute at a given time on a JAS. Any
attempt to run another TRANSFER_PRIMARY before the completion of the
first will bergjected.

» Thefunction automatically determines the PRIMARY active journal filesto
transfer. A PRIMARY Active Journal file can only betransferred when all its
blocks do not contain images of a running FRU. Although the command DJAS
displays the list of steps connected to this JAS, the JAS Administrator can
determine which are journalizing and preventing the transfer function.

« The PRIMARY Journal file on which TRANSFER_PRIMARY isrunning, isthe
SENDER file. The SECONDARY Journal file receiving the After Imagesisthe
RECEIVERfile.

» Atapeor acartridge, used as the RECEIVER of the TRANSFER_PRIMARY
function, must ether not contain afile at all or contain afile which can be:

- either an obsolete non-cataloged file,
- or anold Journal file.

« TRANSFER_PRIMARY keeps exclusive use of one device for the RECEIVER
throughout execution (atape or a cartridge device). |f the SECDCOPY optionis
used, TRANSFER_PRIMARY keeps two devices for its exclusiveuse. If at
TRANSFER_PRIMARY start, no device of theright device typeis available, or
only one device is available where secondary copy is used,

- the command is immediately ended with STATUS 2000 (or 12000 in the event
of FORCE_ABORT),

- if the parameter WAIT_DEVICE is specified, the step is enqueued. The
submitter of the command is notified of this wait (via a JP93 message). The
operator receives arequest to free one or two devices depending on whether
or not thereis adual copy, and whether one or two are absent (JP94 message).
The step is only reeased when the necessary resources are freed or if ajob
CANCEL is provoked, followed by a break when the command is executed in
|OF.
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» Switching to a new RECEIVER file occurs:

- when the current RECEIVER fileis full or an incident occurs on the current
RECEIVERfile,

- onuser request (NEXT_MEDIA option),

- or after a system crash during a transfer.

* Oncea PRIMARY Active Journal file has been transferred, it is:

- removed from the chain of active journal files,
- and returned to the list of available journal files for journalization.

» While running, each phase of the function is described in the utility report,
namely: SENDER file, RECEIVER file, status of the phase and abnormal events.
Abnormal events are recorded in the SYS.ERL OG file for debugging purposes.

Use of SECDCOPY Option

If the JAS administrator has chosen the SECDCOPY option when submitting the
CREATE or MODIFY_PARAMETER command, two secondary journal files are
simultaneously updated. The command requires that both media are available.

The convention for naming the copiesis as follows:

» The name of thefirst copy is a string of up to 6 characters, the last character
being odd. This nameis provided when submitting either CREATE
SECONDARY_MEDIA or MODIFY_MEDIA ADDSECMD.

» The name of the second copy is deduced by the utility whereby the ending odd
number is replaced by the even number following the odd number of thefirst
copy. The JAS administrator must execute VOLPREP utility for the two media.

Thetwo RECEIVER files are always identical. RECEIVER files are switched when:

» g@ither one of the two current RECEIVER filesis full,
« or an incident occurs on one of the two current RECEIVER files.

Normal End of Transfer
The TRANSFER_PRIMARY function stops when one of the following occurs:

« no further PRIMARY Active Journal fileisto undergo TRANSFER PRIMARY,
» no further SECONDARY RECEIVER fileis available,
» the SENDER fileis busy and cannot be handled by TRANSFER PRIMARY.

Theresult of a successful execution of the TRANSFER _PRIMARY functionisthe
following:

« al PRIMARY active journal files, including the Current, are transferred. All
active journal files have SECONDARY type,

« thechain of activejournal filesis mixed whereby SECONDARY files follow
PRIMARY files. No PRIMARY Active Journal fileis partially transferred.
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NOTES:

1. Thetransfer of aPRIMARY Active Journal file may be supported by
several SECONDARY activejournal files.

2. A SECONDARY Active Journal file may support the transfer of several
PRIMARY active journal files depending on the sizes of the SENDER files
and the RECEIVER tapes or cartridges.

3. ROLLFORWARD and DUMPJRNL functions are designed to read the
chain of active journal files, whatever their types (primary or secondary).

Abnormal End of Transfer

If the TRANSFER_PRIMARY function aborts, or the system crashes while the
function is running, the state of the JAS may be stable and consistent, or
inconsistent.

This depends on whether the function was in the process of changing information
in the JAS directory when the abort occurred. That is, a new Active SECONDARY
Journal file was being inserted, or an old Active PRIMARY Journal file was being
deleted, in the chain of active journal files.

If an old Active PRIMARY Journal file was being deleted, the next time an After
Journal function is activated, a system function will automatically reset the After
Journal to a stable state. The After Journal is activated, for example, on
journalization or on submission to either the MNJAS processor or the ROLLFWD
utility.

If the system function cannot do this due to an unrecoverable error such asan I/0O
error on the JAS directory, the state of the After Journal may be either unstable but
consistent, or inconsistent.

If the After Journal is unstable but consistent, the following functions remain
available:

« journalization,

« static and dynamic ROLLFWD, DUMPJRNL, MNJAS, MODIFY_MEDIA and
DELETE functions,

« and RECYCLE_JOURNAL_FILE function for an Active PRIMARY file.

The other functions, particularly the TRANSFER_PRIMARY function, are not
available. User files continue to be protected. The After Journal will bein a stable
state again when an Active PRIMARY Journal file can be recycled
(RECYCLE_JOURNAL_FILE) after the journalized user files have been saved.

If the After Journal isleft in an inconsistent state, try rebuilding the JAS
directory from a copy of itself.
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If the After Journal istill in an inconsistent state, the protection of journalized
user filesis not ensured. Journalized user files must be saved and a RECYCLE
must be performed.

The progress of the TRANSFER_PRIMARY function is noted in the JAS directory.
In the case of abnormal termination, TRANSFER_PRIMARY is restarted by the
JAS administrator. The function will resume from the last logged entry in the JAS
directory.

Abnormal events are recorded in the SYS.ERLOG system file for debugging
purposes. The utility PRLOG prints out the contents of thisfile.

Simultaneities
The TRANSFER _PRIMARY command may run concurrently with :

« all MNJAS commands except CREATE, DELETE,
RECYCLE_JOURNAL_FILE and TRANSFER_PRIMARY,

« Journalization,
» Dynamic Rollforward, ROLLFWD and DUMPJRNL utilities.

File Assignments

If one of the RECEIVER filesis busy, TRANSFER_PRIMARY processing is
automatically enqueued and restarted when the file becomes available again.

However if the SENDER file is busy, the RECEIVER file is deassigned.
TRANSFER_PRIMARY processing is set waiting for five minutes and the

following message keeps reappearing:

JP92 jasnanme : ron COMWAND TRANSFER WAI TS FCR ef n JOURNAL FI LE
[ USED BY ROLLAWD DUMPIRNL ]

When TRANSFER_PRIMARY processing restarts, JP92 no longer appears and an
assignment for the RECEIVER fileis reissued. If TRANSFER _PRIMARY
processing encounters a busy SENDER more than ten times consecutive, it
terminates and must be restarted later by the JAS Administrator.
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Changesin Technical Satus

From TS7254, the format of secondary files has changed. The new format
improves the performance of the TRANSFER function and rollforward.

GCOS 7 supports and processes these changes as follows:

» A secondary file created in a previous technical status can be read by
rollforward. Switching to a new secondary file is automatically done when
transferring under the new technical status.

» When the system is reset to the previous technical status, a secondary file
created with the new format can be read by rollforward. Switching to a new
secondary fileis automatically done when transferring under the previous
technical status.
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4. Private JAS

Overview

Goal of the Product

Private JAS is a new feature, available from T S7560/T S8560 onwards, that enables
the System Administrator to divide the load of file journalization among three JAS:
the system JAS (SYS JAS), and two Private JAS - BLUE JAS and GREEN JAS.

This 3-way partition has advantages in two areas, performance and application
security.

Perfor mance

» Thesetwo Private JAS handle their own files (BLUE.JADIR, GREEN.JADIR),
which allows the JAS SY S to offload files

» Acceleration of static Rollforwards because each JAS manages a minimum of
files; and speeding up of TRANSFER and DUMPJRNL.

Application Security

The possibility to confine any particular application to a Private JAS (devel opment
applications, for example) without affecting other applications running under JAS.
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4.1.2

4.1.3

Main Features

The way to ensure the Journal protection of afile by aprivate JASisto LINK its
private catalog to this JAS. The"linking" of a private catalog to a JAS is performed
through the MAINTAIN_JAS option LINK command. In return, each file of a
catalog linked to a JAS, if thisfileisjournalized in After mode will be Journal-
protected by this private JAS. If afileis only journalized in Before mode, it is not
considered as protected by a specific JAS.

A step opening afile protected by a Private JAS will be connected to this Private
JAS. The connection of stepsto JAS must obey certain rules:

» A batch or IOF application can be connected to one, two or three of the three
JAS

« ATDSwill be connected to only one JAS, from start to finish. Thisimpliesthat |
al filesjournalized in After mode and accessed by a TDS must be protected by ‘
the same JAS. This also implies that afile only journalized in Before mode can
be accessed by a TDS whatever the JAS linked to its catalog ‘

Theinstallation and administration of the Private JAS will be by means of standard
Journal utilities: MNJAS commands, ROLLFWD and DUMPJRNL utilities.

Three constraints must be noted:

« With"HA": HA and Private JAS features cannot coexist.
» With TCRF: the TCRF utility does not allow the recovery of Private JAS.

« With RDDF7: the use of RDDF7 is not extended to files protected by Private
JAS.

Co-existence of Three JAS on One Site

Three JAS can be found on one site; the JAS SY S and the two Private JAS, BLUE
and GREEN. The functions of JAS SYSremain unchanged, it is not affected by
the BLUE and GREEN JAS.

The Private JAS BLUE and GREEN are independent both of each other and of JAS
SYS. Thesolelink isthat the SYS JAS Directory (SYS.JASDIR) and a primary
JAS SYSfile, being indispensable in the process of connecting steps to JAS, must
be available on site when utilizing Private JAS.
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4.2 File Protection/Step Connection

421 Rules for File Protection

The way to ensure the Jour nal protection of afileby a Private JASisto link |
its private catalog to this JAS. Inreturn, each file of a catalog linked to aJAS, |
if thisfileisjournalized in After mode will be Jour nal-protected by this

private JAS. If afileisonly journalized in Before mode, it is not considered as
protected by a specific JAS. (For journalised file types and the respective |
processing modes, see Before Journal Characteristics (section 2.1.1.4) and After
Journal Characteristics (section 2.1.1.5.)

All filesto be protected by a Private JAS must be allocated on FBO disks.

To LINK a private catalog to a Private JAS, the catalog must be auto-attachable.
Files that are not catalogued, or are catalogued in a not auto-attachable will remain
protected by the JAS SY'S (if protected).

A private JAS may protect, of course, thefiles of several auto-attachable catalogs.

The"linking" of a private catalog to a Private JAS is performed through the
MAINTAIN_JAS option LINK command, which is a Sysadmin command

To deletethe LINK between a catalog and a Private JAS, link the catalog to JAS
SYS.
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4.2.2 Rules for Step Connection

These rules concern connnection between applications and JAS. Connection
consists of having the step known by the JAS.

The operator command DISPLAY _JAS givesthelist of steps connected to a JAS.
Different rules govern connections for the Batch and |OF steps and for the TDS
steps, as described bel ow.

4.2.2.1 Batch and IOF

A Batch or I0OF application can be connected to one, two or three of thethree JAS.

Connection at PGl (Process Group |nitialization)

If there arejournalization options either implicit (ASSIGN of catalogued files with
journalization options in the catalog) or explicit (DEFINE JOURNAL-=...), the step
is connected to JAS SYS in Before and/or After, according to the demands.

Otherwise, no other connection is realized.

Connection during the opening of afile protected by a JAS

If thefile must be protected by the JAS SY'S, then:

« if the step was connected by PGI to JAS SYS: it stays connected to JAS SYS
- if the step was not connected by PGI to JAS SYS: the file opening aborts.

If the file must be protected by a Private JAS, then the step is connected to the
Private JAS (if it isn't already). If the step is already connected to another JAS, this
other connection continues.

Disconnection

This takes place at the PGT (Process Group Termination).
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4.2.2.2 TDS

A TDS will be connected to only one JAS from start to finish. In spite of that, a |
TDS may access afilejournalized in Before mode whatever the JAS linked tothe |
catalog of thisfile. ‘

Connection at PGl (Process Group |nitialization)

If there arejournalization options either implicit (ASSIGN of catalogued files with
journalization options in the catalog) or explicit (DEFINE JOURNAL-=...), the step
is connected to JAS SYS in Before and/or After, according to the demands.

Otherwise, no other connection is realized.

Connection during initialization of the TDS session

If the TDS systems files are not catalogued in a catalog linked to a Private JAS,
then:

« if the step was connected by PGI to JAS SYS: it stays connected to JAS SYS

- if the step was not connected by PGI to JAS SYS: initialization of theTDS
session aborts.

If the TDS systems files are catalogued in a catalog linked to a Private JAS, then
the step is disconnected from the JAS SY S (if it was). Thisisthe sole case of a
disconnection to a JAS at a moment other than PGT.

Disconnection

This takes place at the PGT (Process Group Termination).

4.2.2.3 Specific Rules

Two rules apply equally to connections for Batch and |OF steps and to TDS.

Prevention of afile journalization (DEFINE JOURNAL=NO) does not prevent
connection to its JAS. The step is always connected to this JAS according to the
journalization options implicit in the file (journalization options presented in the
catalog). A file whoseAfter journalization was inhibited by a DEFINE will be
flagged - by the MNJAS command LIST - with an exclamation mark "!" preceding
its name.

A filedynamically assigned can be journalized in a private JAS, even if no |
DEFINE or ASSIGN order was present in the JCL.This istrue when thefileis |
journalized in After or/and Before mode, assuming that its catalog is linked to a |
private JAS. Thisis not the case for JAS SYS. ‘
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4.2.3 Incidents When Connecting to a JAS

4.2.3.1 Batch and IOF

4.2.3.2 TDS

Failure when opening afile

During a file opening, if thisfile has to be protected by the JAS SYS, and if the
step has not been connected at the PGI to the JAS SY' S, then the opening aborts
with JAP 3, NJAFT and the message:

JP53 CPEN REJECTED FCR external _file nane USER FILE
CONNECTI ON TO SYS JAS NOT DONE AT STEP I N TI ATI ON

FUNCNAV at afile opening

During the opening of a file catalogued in a not-autoattachabl e catalog, but which
was relinked to a Private JAS when it was autoattached, then the opening is
rejected with the JAP 3 FUNCNAYV and the message:

JP56 CPEN REJECTED FCR <...efn...> USER FI LE BECAUSE | TS CATALGG
FILE I'S LINKED TO A PR VATE JAS AND HAS NOT' AUTO ATTACH CPTI ON

Abort initialization of TDS session

During initialisation of the TDS session, if the TDS systems files are not
catalogued in a catalog linked to a Private JAS, and if the step was not connected at
PGI to JAS SYS, then initialization of the session aborts with the return code; JAP
16 SEQERR.

Failure when opening afile

All file opening following initialization of the TDS session, with journalizationin |
After mode, submitsto therulethat aTDS can be connected to only one JAS. The |
return code JAP 3 SHLVVIOL isreturned and the message JP51 is sent:

JP51 CPEN REJECTED FCR <...efn...> USER FI LE PROTECTED BY JAS
TDS IS NOI' CONNECTED TO TH S JAS

4-6
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4.3 Managing the Private JAS

431 Installation

Before using a Private JAS, the System Administrator must:

» Create the Private JAS that (s)he counts on using.

» Create the links between catal ogs containing the files to be protected and the
JAS.

4.3.1.1 Preparing a Site and Applications

Before creating the Private JAS several points must be carefully considered. The
repartition of applications on the JAS must be defined. In particular you must take
account of the fact that TDS can only use a single JAS and that consequently, all
journalized files accessed by the TDS should bein the catalogs linked to this JAS.
This partitioning could then lead to the creation of new catalogs under which you
can bring together the files that are to be protected by the same JAS.

Each JAS must be defined. In particular you must calculate the size of the journal
files. Do not neglect performance: if possible install the journal files of different
JAS on different media (and also on different media from the protected file media).
Describe the procedures for managing the JAS: saving, and how to restart in case
of an accident.

4.3.1.2 Creation of Private JAS

The MNJAS processor uses the CREATE command to make all journal, catalog
and JAS directory files, and to initiate the parameters for the After journalization.

Private JAS are not created by |UF tools. Contrary to JAS BLUE and GREEN
created in an "HA" environment, thereis no creation of SYS.JASBLUE and
SYS.JASGREEN.

Once the MNJAS CREATE command is given, the Private JAS becomes
operational immediately (no need to reboot).
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4.3.1.3 Creation of Links Between Catalogs and Private JAS

This operation is made by the command LINK. The command DISPLAY _LINK
displays these links.

LINK and DISPLAY_LINK are MAINTAIN_JAS domain commands (described in
Chapter 3). LINK connects the user files of a private catalog to a specific JAS.
DISPLAY_LINK displays the name of the JAS linked to a catalog. This operation
can be carried out even if the Private JAS has not been created.

NOTE:
If this operation results in the journal protection for certain files being
transferred from one JAS to ancother, then prior to thisit is best to savethefiles
and issuethe FORGET_USER_FILE (MNJAS) for all thesefiles.

4.3.2 Administration of Private JAS

4.3.2.1 General Considerations About Journalization

Before journal
Thisis controlled by SYS.JRNAL, which is afile shared by the different JAS.

After journal

Thisrunsin private journal filesinside Private JAS. Thesefilesare
BLUE.JA.Jimedianame for the JAS.BLUE, and GREEN.JA.Jimedianame for the
JAS.GREEN in the manner of JAS.SYS files. Associated JAS Directories are
called BLUE.JADIR and GREEN.JADIR. All thesefiles are catalogued in the
respective BLUE.CATALOG and GREEN.CATALOG.

Recovery

Recovery mechanisms for Private JAS are identical to those for the JAS system.
Recovery after a system crash is effected in Rerun on a Restart Warm.

Repeat after checkpoint

Contrary to HA-type JAS, this function is operational with the Private JAS in the
case of a system crash and on ABORT of an application.
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4.3.2.2 Using MNJAS Commands

The MNJAS processor contains commands that allow you to change the
journalization parameters, to list active or available journal files, and to list user
files recognised by the After journal or the TDS "User Journals'.

All MNJAS commands have a keyword JAS NAME that allows you to indicate
the JAS that you want to process. |If you do not give this keyword then the
respective JAS will be that which was previously specified when ether invoking
the MNJAS processor or submitting the MNJAS JAS command.

In other respects, the command DISPLAY _JAS, which is an operator command,
allows listing of the steps connected to each JAS.

4.3.2.3 ROLLFWD and DUMPJRNL

For these utilities, the name of the JAS to be processed does not have to be
specified. The ROLLFWD and DUMPJRNL utilities access JAS linked to the
catalog of thefilesto berolled forward or the TDS from which the user journal is
to be extracted.

Such ajournal step utility only works on asingle JAS. The rollforward will not be
carried out for afile protected by a different JAS from that protecting the FIRST
FILE specified.

4.3.2.4 Saving and Restoring Protected Files

43.25 JRU

The saving and restoration of files access dynamically the system files of the
corresponding JAS.

For Private JAS, the journal recovery utility (JRU) is dynamically activated at the
start of journalization, in case it should be needed. It can also be launched in static
mode, as happens for the JAS SY'S, by the command:

EJR JRU LI B=SYS. HSLLI B VL=( JAS NAVE) ;
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4.4 Restrictions and Special Constraints

4.4.1 Coupled Systems

In a coupled system environment, the System Administrator must take care that for
each Private JAS, that files protected by this Private JAS aswdl as the system files
of this Private JAS (JAS catalog, JAS Directory, and the JAS After journal files)
are accessed through only one system. They must never be shared by two systems.
They can however be built in two versions, onefor each system, on different
media.

4.4.2 HA

No coexistenceis possible between "HA" and Private JAS.

If asite possesses the M1 "HA", it is that feature which isimplemented on site.

4.4.3 TCRF

The TCREF utility does not allow the recovery of Private JAS.

The use of TCRF on a system different from the interrupted system can always be
made on the JAS SY'S, as long as the Private JAS are not created on the backup
system. If the private JAS are active on the backup system, rollback of Private
JAS-protected filesis equally effected during a TCRF passage. But private JAS-
protected files remain inaccessible in so far asrollforward was not effected for
thesefiles. And thisrollforward can only run at the reboot of a hung system.

4.4.4 RDDF7

Use of the Remote Duplicate Database Facility, or Disaster Backup, is limited to
files protected by JAS SYS.

A file protected by a private JAS which has been declared - wrongly - protected by
an RDDF7 occurrence cannot be followed on a distant site because the After
images corresponding to this file will not be transmitted to RDDF7 occurrences of
the site where they are being worked on.
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5.1 Description of High Availability (HA)

Theinformation is described in this Section as follows:

« asummary of the general concepts of HA which aretreated in more detail in the
High Availability Concepts Manual,

 with a precise description of how to use HA-type JAS.

For the definition of terms used to describe the HA environment, see the Glossary.

HA (High Availability) is a function implemented for disk coupled systems. HA
reduces the time that an HA-type TDS is unavailable when a system crash occurs.
The purpose of HA isto reduce the unavailability time of a TDS supporting 300
sessions and 50 files, to less than 4 minutes.

CMSC (Complex Management Service) is the administration function which
manages HA services such as activating, terminating and taking over TDS and
JAS.

This function is distributed on the two member systems through CM SRs (Complex
Management ServeRs). The two CM SRs communicate together. They exchange
commands and information about the state of the servers and the member of which
they arein charge.

Without operator intervention, CMSC provides the means for:

« detecting a system crash
« reestablishing the service by starting up a backup HA application
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5.2 HA Services

HA Services are declared at the generation of a complex (CRCXGEN) and are
provided for by two Servers:

« thefirst server being ACTIVE to execute the effective functions of the service,

« the second server being BACKUP and not participating in the effective service
functions.

Only CMSC can start and restart HA Services.

Thetwo types of servicesin a complex are Main Services and Used Services. HA-
type TDS isaMain Service. HA-type JAS (either BLUE JAS or GREEN JAS) isa

Used Service which is at the disposal of HA-type TDS. One HA-type TDS can only
use one HA-type JAS.

HA-type JAS ensures the integrity and availability of user files to maintain the
High Availability of TDS. See MANAGING THE PRIVATE JAS (section 4.3).

BATCH and IOF applications can use HA-type JAS. However, sincethey arenot in
themselves HA services, they need their submitter to restart them on takeover .

Takeover consists of migrating the activities of services from one member to
another member of a complex without disruption, thereby providing service
continuity.

HA-type TDS and the HA-type JAS it uses, are switched from BACKUP to
ACTIVE on the other member without operator intervention on takeover. The
sequence of events at therestart of a TDS after takeover following a system crash,
issimilar to aTDS warm restart, namely:

» reconnection of the sessions,

« immediate file recovery (rollback and dynamic rollforward) of the journalized
files,

« and restart of the transactions from the last commitment when the recovery
phase terminates.

Takeover is global since all the running HA Applications are switched
simultaneously over to the other member.

Member failures which lead to a system crash of the member causes automatic
takeover without operator intervention.
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Manual takeover is at the decision of the operator who can issue the TAKEOVER
command specifying one of the following options:

WEAK: activates a weak shutdown of the HA services, thus

allowing them to complete normally.

Active servers are switched to Backup while Backup
HA servers are set Active. Neither File Recovery nor
the Resynchronization process of Mirrored Disks is
needed. There is no guarantee when the services will
be available. The operator may haveto intervene to
speed up the process by terminating a few applications
using HA services.

STRONG: leads to the immediate system crash of the co-member.

FORCE: FORCE is to be used when the co-member is no longer

operational but nevertheless a system crash cannot be
performed on the co-member, for example, System
Check.

Main Service TDS

Takeover is possible if the active server and the backup server are both operational.

The possibility of takeover determines the type of TDS declared, namely:

» Not Watched by CMSC

TheTDS functions asin V3 or V5 and is neither monitored nor looked after by
CMSC. No takeover istherefore possible.

Watched by CMSC, non-HA type

TheTDS is declared WATCHED BY CMSC a TP7GEN but it has not been
declared on both members of the complex during complex generation
(CRCXGEN). Although this type of TDS is monitored by CMSC, no takeover is
possible.

Watched by CMSC, HA type

The TDS is declared WATCHED BY CMSC at TP7GEN and it has been
declared on both members during CRCXGEN. This type of TDS is monitored
and looked after by CM SC and the takeover of this service is always available if
the active server and the backup server are both operational.
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5.2.2 Used Service JAS

Thetype of JAS which can be found on a system in an HA environment are;

« non-HA JAS

SYS JAS cannot be used for takeover. It is not declared at CRCXGEN (complex
generation) for generating the complex. Since SYS JASislocal and specificto a
system, thereis only one SYS JAS per system and thereforetwo SYSJASina
complex.

« HA-type JAS

BLUE JAS and GREEN JAS can be used by HA applications for takeover.
Both JAS are declared for the complex at CRCXGEN. Since both HA-type JAS
can be declared per complex, one HA type JAS can bein active mode on a
member and the other HA type JAS can be in active mode on the other member.

Thetwo HA-type JAS can also be in active mode on the same member, for
example, after takeover, regardiess of whether the two HA-type JAS were
initially active on the same member.

An HA-type JAS can also be used by non-HA TDS, declared WATCHED BY
CMSC. However inthis case, no takeover can take place.

An HA-type JAS becomes switchable when an HA-type TDS is garted in a
complex. Consequently, if BLUE JAS and GREEN JAS are used simultaneously
on a complex, they are either both switchable or both unswitchable.
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5.3 Using HA-Type JAS

HA-type JAS ensures two functions with regards to the HA process:

User File Integrity

with journalization techniques, the HA-type JAS guarantees the integrity of
journalized files in the case of TDS Abort, System Restart and Takeover, thus
maintaining continued TDS availability.

User FileAvailability

by preventing user files except libraries from being accessed on the backup
member, whilethe HA-type TDS is currently accessing them on the active
member. This mechanism guarantees HA applications access to these files in the
case of takeover. Protected files are not necessarily journalized but are useful
for starting the HA-type TDS or restarting it on the backup system. The
availability of libraries is managed only through the dual system sharing rules.

5.3.1 Rules for File Protection

To protect a file by an HA-type JAS, link its private catalog to this JAS. All the
files of this catalog except libraries are then protected by the same HA-type JAS.

The set of rules regarding user files when using HA-type JAS are as follows:

All thesefiles must be allocated on FBO disks.

All these files and their catalogs must be allocated on shared disks, so asto
be accessible when a takeover takes place.

The user files protected by an HA-type JAS must be cataloged in auto-attachable
catalogs linked to this JAS. Linking is performed by the MAINTAIN_JAS
option LINK SYSADMIN command.

Although an auto-attachable catalog cannot be linked to more than one JAS, an
HA-type JAS may protect thefiles of several auto-attachable catalogs.

An HA-type JAS controls all thefiles of the catalogs linked to it whatever their
journal options and the processing mode in which they are accessed.

Afile protected by an HA-type JAS cannot be accessed by an application on a
systemif this JASis not in the ACTIVE (SMITCHABLE or UNSWITCHABLE)
state on this system. See Special Condition for Unprotected Read (section 5.3.4)
for Exceptions.
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5.3.2

Tofacilitate installing TDS HA, libraries are no longer protected by HA-type JAS
even if they are cataloged in a catalog linked to this HA-type JAS. Only the usual
sharing rules between coupled systems apply and can sometimes prevent opening a
library if it is used on the other member. For example, invalidating the DEBUG
traceif the library tdsname.DEBUG cannot be opened at the startup of TDS.

Rules for Step Connection

These rules concern connections between applications and JAS.

The connection of a step to a JAS ensures that the files protected by this JAS will
be effectively protected when accessed by this step. That is, their integrity and their
availability are guaranteed. Connection consists in having the step known by the
JAS.

The operator command DISPLAY _JAS, givesthe list of steps connected to a JAS.
It may be used as an aid in observing the following rules.

Batch or IOF

A Batch or IOF Application can be connected to one or two JAS. A Batch or I0F
step which has journalized files assigned inits JCL, is connected to SYS JAS at
step initiation.

The Batch or |OF step will be connected to an HA-type JAS when it opens afile
protected by an HA-type JAS. If this HA-type JAS is SWITCHABLE, the step will
be disconnected from SYS JAS in order to be connected to the HA-type JAS. If
this HA-type JAS is UNSWITCHABLE, the step will be connected to both SYS
JAS and the HA-type JAS.

The Batch or |OF application will be disconnected from an HA-type JAS, when it
no longer accesses files protected by this HA-type JAS if these files are not
journalized. The application will be disconnected from an HA-type JAS only at the
end of the step if any of thesefiles protected by this HA-type JAS are journalized.

No Batch or |OF step can be connected to two HA-type JAS at the same time.

NOTE:
The MNJAS (MAINTAIN_JAS) processor, asa step, is processed in a specific
way. The commands which require the JAS activity start the connection of the
MNUJAS step to the current JAS during the execution of the command. Between
two commands, MNJAS is not connected to any JAS. See JAS Installation and
Administration (Chapter 3).
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TDS

A TDS will be connected to one and only one JAS from start to termination.
Beforethe TDS initialization session, however, TDS is considered a Batch
application by the JAS. At TDS step initiation, the TDS will therefore be connected
to SYS JAS. If no other step was previously connected to SYS JAS, the following
message corresponding to the activation of SYS JAS, will appear at the console:

SYS: AFTER JOURNAL |S ON MED UM nedi anane
CURRENT AFTER JOURNAL FI LE IS SYS. JA Ji nedi anane

followed by the message corresponding to the activation of the HA-type JAS such
as BLUE JAS, if no other step was previously connected to the BLUE JAS:

BLUE AFTER JOURNAL |S ON MEDI UM nedi anane
CURRENT AFTER JOURNAL FI LE IS BLUE. JA Ji medi anane

which isissued when the step known as a TDS is connected to this JAS.

Journalization will effectively take place on BLUE JAS. The connectionto SYS
JAS has been suppressed, which can be verified by using the DJAS command.

NOTE:
If TDS Backup JCL contains DEFINE statements with journal options, the
Backup TDS will be connected to the JAS SY'S -asif it wanted to journalize-. It
is not recommended to include DEFINE statements in the JCL of the Backup
TDS. Such statements if inserted, may impede some After journalization
functions from executing correctly on the SYS JAS of the member where the
TDSisin the Backup state.

5.3.2.1 Rules for TDS Applications

Therules governing TDS applications are;

» All thefiles accessed by an HA-type TDS must be protected by a single JAS.

« A TDS Not Watched by CMSC may only usefiles protected by the non-HA SYS
JAS.

» A non-HA TDS Watched by CMSC can use the non-HA SYS JAS or an HA-type
JAS (BLUE JAS or GREEN JAS). BLUE JAS and GREEN JAS, in this case,
must be UNSWITCHABLE.

« AnHA-type TDS may only use BLUE JAS and GREEN JAS, both of which
therefore being SMI TCHABLE.

47 A2 37UF Rev05 5-7



File Recovery Facilities User’'s Guide

« Within the same complex, the following types of TDS can run simultaneously:
- several non-HA TDS using non-HA SYS JAS,

- with several HA-type TDS using HA-type BLUE JAS and/or GREEN JAS,
both of which being SWITCHABLE.

However, a non-HA TDSusing an HA-type JAS (BLUE JAS or GREEN JAS
cannot run simultaneously with an HA-type TDS using an HA-type JAS (BLUE
JAS and/or GREEN JAS).

EXAMPLE 1.

If an HA-type TDS using BLUE JAS is executing, the resulting effects are as
follows:

« theBLUE JASisina SWITCHABLE state,

» anon-HA TDS Watched by CMSC designed to use BLUE JAS or GREEN JAS
cannot be started,

» the HA-type TDS cannot open afile protected by GREEN JAS or SYS JAS.

EXAMPLES2:

If anon-HA TDS Watched by CMSC using BLUE JAS is executing, the BLUE JAS
isinan UNSWITCHABLE state and an HA-type TDS designed to use BLUE JAS
or GREEN JAS cannot be started.

O

5.3.2.2 Rules for Batch and IOF Applications

Therules governing Batch and |OF applications are:

» A Batch or |OF application may use files protected by one non-HA SYS JAS
and/or one HA-type JAS (BLUE JAS or GREEN JAS) in an UNSWITCHABLE
State.

» A Batch or |OF application may usefiles protected by one HA-type JASina
SWITCHABLE state, on condition that all protected files used by this
application are protected by this JAS.
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5.3.3 Transgression of Rules

The consequences of violating any of the rules on files or applications, are as
follows:

» when the user fileis opened:

— ether JAP 3, SHLWVI CL or JAP 3, FUNCNAV isreturned to the
application and the explicit message JP51, JP52 or JP53 is written to the JOR
of the application,

— or DFASG 39, OVRVI QL if thefileis not on an FBO disk.

« when aTDS declared WATCHED BY CMSC is started up, CM SR sends an
explicit message.
When user files are not allocated on shared disks, no error message is sent and the

files can be opened, but they will not be available in case of takeover, whichis
incompatible with the High Availability of the HA-type TDS.

Considering the rules described above and since an HA-type JAS controls all the
files of the catalogs linked to it (except libraries), the System Administrator is
advised to devote one or several specific catalogs to each HA application.

By doing so, files (except libraries) which are not journalized but which are
cataloged in a catalog linked to the HA-type JAS are protected, thereby ensuring
their availability in case of takeover.
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5.34 Special Condition for Unprotected Read

An additional rule enables bypassing the rules described above to allow reading
files without the control of JAS, where the application needs to access such data:

» Applications using an HA-type JAS will be allowed to read a file protected by
another JAS (HA-type or a non-HA) if the following parameters for the file are
set accordingly:

SHARE to DIR, ONEWRITE, MONITOR or FREE
and
DUALSHR to ONEWRITE or FREE.

« Similarly, non-HA applications using non-HA SY S JAS will be allowed to read
such afile protected by an HA-type JAS.

JAS no longer has any control over such accesses when these conditions are met.
No connection is established between the step which opens afile in such conditions
and the JAS provided that the step does not write in other protected files. This step
will not appear in the list of steps connected to the JAS displayed by command
DISPLAY_JAS.

A file protected by an HA-type JAS can therefore be accessed by an application in
read mode even if thisJASisin the BACKUP or EMPTY state on the member
where the application is running.

Since unprotected reads are not controlled by the JAS, there is no guarantee on
Takeover that these reads can ill be performed.

The best way to access a protected fileisto do so on the member where the
associated JASisin the ACTIVE state.
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5.35 Repeat After Checkpoint

When a Batch or I10OF application using an HA-type JAS, takes checkpoints, in case
of ABORT of the application, or in case of CRASH, thefiles it updates will be
recovered up to where the last checkpoint was taken.

In the case of ABORT, the application will be restarted from the last checkpoint.
The REPEAT option must be specified for the application to be able to take
checkpoints.

In the case of CRASH:

 either the JAS istaken over, and thereis no way to restart such a step on another
system: the application cannot be restarted without intervention.

« or the JAS will bereset to ACTIVE state on the sasme member, but later than
system restart: therefore, at system restart, if repeated, the step will receive the
return code JAP 2, ABORTPG The REPEAT option is inhibited with HA after
system crash. The application cannot be restarted without intervention. The
application must therefore be designed to take into account a restart procedure.
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54 Preparing the HA Environment

54.1 Creating the JAS

Before an HA complex becomes operational, the JAS must be installed. Installing
JAS involves creating the files it needs to operate. The JAS isinstalled and
mai ntained through the MNJAS processor.

All the MNJAS commands are common to all types of JAS, but most of them have
an additionary constraint when used with HA-type JAS: they can only be executed
when the HA-type JAS isin ACTIVE state, namdly:

FORGET_USER_FILE

FORGET_USER_JOURNAL

LIST

MODIFY_MEDIA

MODIFY_PARAMETERS

RECYCLE_JOURNAL_FILE

and TRANSFER_PRIMARY.

For a description of the MNJAS processor, and the syntax and use of MNJAS
commands, see JAS Installation and Administration (Chapter 3).

5.4.2 Preparing the HA Applications

File Protection

Private catalogs used by HA applications must be linked to an HA-type JAS by the
MNJAS LINK command issued by SYSADMIN. If two SITE.CATALOGs are
used on the complex, the LINK command must be issued to each system (member)
of the complex. In thisway user filesand TDSfiles (in case of TDS applications)
will be protected by the JAS to which their catalog has been linked.

File Accessibility

Files accessed by HA applications must be accessible at any time. To ensure that
they will be accessiblein case of takeover, they must be allocated on shared disks.

TDS Before Journal files used by an HA TDS must reside on shared disks. Any
Before Journal extensions for Batch and | OF jobs, which use BLUE JAS or
GREEN JAS, must also reside on shared disks.

It is recommended not to place on shared disks, files processed by non-HA TDS
and therefore protected by SYS JAS so that immediate recovery of thesefilesis not
impeded by the switching of HATDS.
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JAS Activity

During the preparation of HA applications, if files protected by an HA-type JAS
are to be accessed by utilities such as:

+ ROLLFWD, FILREST, FILSAVE or DUMPJRNL,
« and MNLIB, MNF or MDF, or FILPRINT.
the JAS concerned must bein the ACTIVE state, see START _SERVICE command.

Most MNJAS commands on an HA-type JAS can only be executed when the JAS
isinan ACTIVE state. See JAS Installation and Administration (Chapter 3).

For ensuring High Availability and the best file integrity at Takeover, the exclusive
access on catalogs linked to an HA-type JAS and all accesses on journalized files
should be performed on the member wherethe JAS isin the ACTIVE state.
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5.5 Preparing and Monitoring JAS Services

5.5.1 Declaring Services

For detailed information on the syntax of JAS services, seethe High Availability
Administrator’s Guide.

The HA-type TDS must be declared WATCHED BY CMSC at TP7GEN.
HA-type JAS and TDS must be described once through the CRCXGEN Utility.

The directives of the COMPLEX description language used to declare these
services:

COMPLEX_SERVICE_TYPE (CXSRVTYP):
Syntax
CXSRVTYP TYPE=JAS ;
To declare that HA-type JAS are to be used on the complex.
COMPLEX_SERVICE (CXSRV)

Syntax
CXSRV  NAME=BLUE TYPE=JAS ;

and/or
CXSRV NAME=GREEN TYPE=JAS,
To define that BLUE JAS and/or GREEN JAS are to be used on the complex:
» an HA-type TDS named TPHA, that uses BLUE JAS must be declared as
follows:
CXSRV NAMVE=TPHA TYPE=TDS USED SERVI CE=( BLUE) ;
« anon-HA TDS named HNTD but in current mode (WATCHED BY CMSC) that
uses GREEN JAS must be declared as follows:
CXSRV NAME=HNTD TYPE=TDS USED SERVI CE=( GREEN) ;
« anon-HA TDS named NTNH but in current mode (WATCHED BY CMSC) that
uses SY S JAS must be declared as follows:
CXSRV  NAVE=ENTNH  TYPE=TDS ;
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NOTE:
USED_ SERVICE does not apply to SYSJAS.

COMPLEX_SERVICE_MAP (CXSRVMAP)

Syntax

COMPLEX_SERVI CE_MAP  OOMPLEX_SERVI CE=BLUE
TYPE=JAS
MEMBER=(SI T1, SI T2) ;

This must be issued to define that the HA-type BLUE JAS used onthe SIT1 and
SIT2 members of the complex. Members are listed in the order of the onethat is
ACTIVE (SIT1) and the one which isits BACKUP (SIT2).

Unlike TDS Services that can be declared on one member only, BLUE JAS and
GREEN JAS must be declared on the two members.

5.5.2 Monitoring HA-Type JAS

An HA-type JAS, being a used service of an HA-type TDS, is started automatically
when its main service TDS is started.

However, a JAS can be started up independently of an HA-type TDS. If operations
involving files protected by this JAS are to be performed, the JAS must be in an
ACTIVE state.

Examples of operations involving files protected by a JAS are:

» TDS generation (TP7GEN) in the case where the TDS catalog has already been
linked to the HA-type JAS,

« work onthe TDS libraries,
 processing batch applications,
» performing some MNJAS functions or utilities such as:

- ROLLFWD, FILSAVE and FILREST,
- MNLIB, MNF and MDF.

The commands for monitoring an HA-type JAS appear below.
START_SERVICE (SSRV)

The SSRV command enables the JAS to be started on the complex. As a
prerequisite, the Complex and the Member must have been previously started
through the SCM SR (START_CMSR) and SMB (START_MEMBER) commands,
respectively.
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When a JAS is started through the SSRV command, its state will change from
EMPTY to ACTIVE on a member and from EMPTY to BACKUP on the other. If
the complex is SWITCHABLE, iethereis already at least one HA-type TDS
running on it, the ACTIVE server will bein a SWITCHABLE state. If the complex
isnot SWITCHABLE, in the case wherethereis no HA-type TDS running on it,
the ACTIVE server will bein an UNSWITCHABLE state.

If the JAS has been declared in USED_SERVICE parameter of the
COMPLEX_SERVICE directive of agiven TDS, it will be automatically started up
when TDSis started up and will be ACTIVE on the member where TDS is
ACTIVE.

If the state of the JAS when started up was ACTIVE UNSWITCHABLE, starting
up an HA-type TDS using the JAS will cause the state of the JAS to changeto
ACTIVE SWITCHABLE.

Ontermination of aTDS, if thereis no other HA-type TDS running in the complex,
the state of the JAS will returnto ACTIVE UNSWITCHABLE.

NOTE:
If the After Journal is corrupted for example, wherethelist of aborted
commitment units cannot be obtained for aTDS formally aborted or cannot be
recorded in the JAS Directory, or where the JAS directory update phase has not
yet occurred, START _SERVICE of this JAS will start JRU (Journal Recovery
Utility) for this JAS. Inthis case, an H_RECQV step, performing JRU is
executed beforethe JAS is set ACTIVE.

If after JRU is executed the JAS still cannot be set ACTIVE, the JAS must be
deleted and created again.

EXAMPLE:

S. START_SERVI CE BLUE
OMD6 SERVI CE BLUE STARTED ON SIT1
OMD6 SERVI CE BLUE STARTED ON SI T2

NOTE:
Parameter OPTION isignored by the SSRV command if the serviceis JAS.
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TERMINATE_SERVICE (TSRV)

The TSRV command terminates the JAS on the complex and sets the state of the
JAS to EMPTY on the two members.

If TSRV isissuedto a JAS currently used by a WATCHED BY CMSC TDS (HA-
type or non-HA), CM SR will rgect the command:

EXAMPLE:

S. TERM NATE_SERVI CE BLUE;
OML9 TSRV BLUE REJECTED : BLUE STILL USED

TSRV issued to a JAS not currently used by a WATCHED BY CMSC TDS (HA-
type or non-HA), will result in a Weak Termination.

If FORCE (FORCE=1) is specified, a Srong Termination of the JAS will be
performed.

The use of the option FORCE is very dangerous since any requested journalization
action following the command will provoke the abort of the step which requested it
such as checkpoint, commit and open_file.

O

NOTE:
Parameter OPTION isignored by the TSRV command if the service is JAS

Weak Termination of an HA-type JAS

« A Weak Termination of an HA-type JAS consists of terminating all activity on
this JAS. From the ACTIVE state, it can set the state of the JASto EMPTY or
BACKUP depending on the origin of the order sent by the CMSC to the JAS:

- aTAKEOVER_MEMBER command specifying OPTION=WEAK sets the
JAS to BACKUP,

- aTSRV jas-name command issued by the operator setsthe JASto EMPTY.
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» TheHA-type JAS will take the following measures:

- If ajobisalready connected to this JAS, the executing step will terminate
normally.

- Any new connection attempt by a step will be refused:

for aTDS theinitialization session will fail,

for aBatch or I0OF application, opening afile protected by this JAS will be
rejected.
- The message JP79 will appear repeatedly at the console.

To terminate the JAS, the operator should display the list of steps connected to
this JAS through the DISPLAY _JAS command in order to disconnect each
step from the JAS.

If the operator does not intervene, the JAS will terminate when all connected
steps terminate.

Srong Termination of an HA-type JAS

« A Srong Termination of an HA-type JAS can be caused by:
- aTSRV jas_name OPTION=FORCE command issued by the operator,

- aTSRV OPTION=FORCE order issued by the CMSC asaresult of aTCMSR
OPTION=FORCE command entered by the operator.

» TheHA-type JAS will take the following measures:

- If ajob isalready connected to the JAS, the executing step will continue
normally but any control request such as checkpoint, commit, open fileand
step termination subsequent to the command will cause the requesting step to
abort.

- Any new connection attempt by a step will be refused:

- for aTDS theinitialization session will fail,
- for aBatch or 10OF application, opening afile protected by this JAS will be
rejected.

- The message JP79 will appear repeatedly at the console. To terminate the
JAS, the operator should display the list of steps connected to this JAS
through the DISPLAY _JAS command in order to disconnect each step from
the JAS. See Display Information about JAS (section 5.5.3).

- The JP78 message will be sent to the JORs of all the steps connected to this
JAS and will be displayed at |OF user terminals connected to this JAS.
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TAKEOVER_MEMBER (TKMB)
OPTION=STRONG or OPTION=FORCE

When Takeover occurs either when a TAKEOVER_MEMBER command
(STRONG or FORCE) isissued or following a System Crash, SWITCHABLE
HA-type JAS in an ACTIVE state on the failed member are taken over by the other
member still alive. These JAS change in state from BACKUP on the still alive
member to SWITCHABLE ACTIVE. HA applications depending on these JAS can
therefore restart with the minimum of delay.

During switching, all thefiles protected by these JAS undergo immediate recovery.

CMSC directs every switchable HA-type JAS in the BACKUP state on the still
alive member to switch to the ACTIVE state. For each JAS concerned, ajob called
the Recovery Step (H_RECOV) is started to perform immediate recovery on the
files protected by this JAS.

If the HA environment has been correctly configured with all thefiles
necessary for takeover being allocated on shared disks, and if these disksare
accessible at the time of takeover, immediate recovery requires no oper ator
intervention. After recovery, files are once again consistent and stable, and the
resources for journalization on the member where takeover took place become
available. The JAS is now ready to revert to ACTIVE on this member. HA
applications using this JAS can be started on this member.

OPTION=WEAK

This option activates a WEAK Termination of the HA-type JAS that were
SWITCHABLE and in an ACTIVE state on the co-member. The formerly ACTIVE
JAS are set to BACKUP and the formerly BACKUP JAS are set to ACTIVE.
Thereisno need for file recovery since the JAS terminate only when thereis no
longer any activity on them.

As there is no guarantee of the unavailability time, the operator may have to
intervene to speed up the process by terminating a few applications using HA-type
JAS. The DISPLAY_JAS command shows which applications use the JAS
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5.5.3 Display Information about JAS

Theinformation concerning the JAS may be of different types:

|t may be dynamic information about the JAS service such as the state of the two
servers, which is given by the CM SC management operator command DSRV.

« |t may beinformation about the protection of the user files by the JAS, whichis
given by the MNJAS DPLK command and is available to the user.

|t may be dynamic information about the steps which use the JAS, which is
given by the operator command DISPLAY_JAS.

DISPLAY_SERVICE (DSRV)
See High Availability Administrator’s Guide.

The DSRV (CMSC) command displays information about the JAS on the complex,
namely:

« the status (EMPTY, ACTIVE, BACKUP, SWITCHABLE or
UNSWITCHABLE) of the JAS on each member,

« andthelist of TDSthat usethis JAS as declared at CRCXGEN (complex
generation) time.

EXAMPLE:
Consider a configuration of the following complex:

o themembersare SIT1 and SIT2,

« BLUEJASisSWITCHABLE in ACTIVE stateon SIT1 and in BACKUP state
on SIT2,

» TDS1 and TDS2 are HA-type TDS using this JAS.
Theinformation supplied by the DSRV command on such a complex is:

S. DI SPLAY_SERVI CE BLUE

<time> <M+ SERVI CE BLUE

TYPE Sl T1: REQ STATE EFF_STATE
JAS ACTIV_SWTCHABLE ACTI V_SW TCHABLE
S| T2: REQ STATE EFF_STATE
BACKUP BACKUP

MAI N SERVI CE: TDS1, TDS2
NO USED SERVI CES
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NOTE:
The CMSC commands, DISPLAY _MEMBER (DMB) and the
DISPLAY_COMPLEX, display information about the members and the
complex and the state of their respective services.

O

MNJAS Option DISPLAY _LINK (DPLK)
See DISPLAY_LINK (section 3.2.5.4).

The MNJAS DPLK command displays the link between a private catalog and a
JAS. If no MNJAS LINK command has been issued for a catalog, the catalog is
implicitly linked to SYS JAS.

EXAMPLE:

TDSL.CATALOG isthe catalog of an HA-type TDS which has been linked to the
BLUE JAS.

The effect of the DPLK command will be:
S MNJAS,
M D SPLAY LI NK TDS1. CATALGG

TDS1. CATALGG
I'S LINKED TO JAS BLUE

When 2 STE.CATALOGs are used, it is recommended to execute the DPLK
command on both systems for each user file catalog to ascertain that MNJAS LINK
has been executed on both systems for each catalog.

Where MNJAS LINK has only been executed on one system, the system will
detect the anomaly and DPLK command will display the following message:

TDS1. CATALGG
HAS | NCONSI STENT LI NK RETYPE LI NK COMVAND.

If aTDSis started in ACTIVE state on the system where the MNJAS LINK
command was last executed, no anomaly will be signalled. However inconsistency
in thelink will prevent files being opened at TDSrestart on the other system if
takeover occurs. File opening will be refused with the code JAP 3, SHLWVI OL
being returned.

O
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DISPLAY_JAS (DJAS)

« SeeDISPLAY_LINK (section 3.2.2).

« TheDISPLAY_JAS command displays Jobs that are connected to the JAS at the
moment the command is issued. It gives for the specified JAS and for each
connected Job:

the RON (run occurrence number),
the Job name,

the name of the submitter,

the Job Class,

and the Load Modulein execution.

 |Inparticular, the DISPLAY_JAS command can be used before starting a weak
Takeover to list the TDS, Batch and | OF applications for selecting those Jobs to
be stopped.

EXAMPLE:

» Consider the following configuration:
- TDSlisan HA-type TDSrunning on BLUE JAS
- BAT1isaBatch application running on SYS JAS
- and BAT2 isaBatch running on BLUE JAS

» Theeffect of the DISPLAY_JAS will be
S. D SPLAY JAS  JASNAME=BLLUE;
time JAS.BLUE X151.1 TP7JQLAC CPERATCR P TDS1

X168.2 BAT2 USER? P H BAT2
S DIAS,
time JAS: SYS X167.5 BAT1 USERL P H BAT1
JAS. BLUE X151.1 TP7JCLAC CPERATCR P TDS1
X168.2 BAT2 USER? P H BAT2

JAS: GREEN NO JCBS LI NKED TO TH S JAS
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HA-Type JAS and Recovery

After system crash, rollback and rollforward are performed for file recovery:

 during Takeover when the HA-type JAS that were SWITCHABLE, are ordered
to switch from the BACKUP stateto ACTIVE on the coupled system,

or

» at Restart of the failed member when the recoveries of HA-type JAS that were
UNSWITCHABLE and SYS JAS are performed at the sametime.

HA-type JAS on a complex are both either SWITCHABLE or UNSWITCHABLE.
When a crash occurs,

« either Takeover occurs to ensure the recoveries of the HA-type JAS; recovery for
SYS JAS will occur ontherestart of the failed system (HA-type JAS are
SWITCHABLE),

« or no Takeover occurs, in which case, therecoveries for both HA-type JAS and
SYS JAS will take place on the restart of the failed system (HA-type JAS are
UNSWITCHABLE).

Recovery during Takeover is mutually exclusiveto recovery at Restart of the failed
system. A lock mechanism (HA-LOCK) prevents both recoveries executing
simultaneously. If Takeover occurs, the Restart of the failed member will be held
until the process of Takeover has completed. The process of Takeover involves
recovering user files protected by the HA-type JAS. When the failed member is
then restarted, user files protected by SYS JAS will be recovered.

NOTE:
Some JRNAL errors logged in the system error logging file during this restart
should be considered as normal.

During Takeover, CMSC switches the SWITCHABLE HA-type JAS from
BACKUP to ACTIVE state thereby starting the Recovery Step (H_RECOV) for
each JAS. Two H_RECOV steps may therefore run simultaneously, one recovering
the user files protected by JAS BLUE and the other recovering the user files
protected by JAS GREEN.

Every journalized fileis recovered. CMSC restarts TDSs declared WATCHED BY
CMSC. However, Batch and | OF applications are not restarted.

If a Batch or |OF application was updating files protected by an HA-type JAS,
these files will be recovered up to the beginning of an FRU where the last
checkpoint was taken. The application cannot be restarted without intervention
since the REPEAT option isinhibited with HA after system crash. If thestep is
repeated, thecode JAP 2, ABORTPGwill bereturned. The application must
therefore be designed to take into account a restart procedure.
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Thetermination of the Recovery Step is either SUCCESSFUL or FAILED:

» SUCCESSFUL termination results in the Journal resources being in a state to
enable journalization on the former BACKUP system. Filesareonceagainin a
consistent state and the resources needed for journalization on this member are
available.

CMSC then switches the state of the JAS concerned to ACTIVE and
journalization can resume on this member.

» FAILED termination is due to some Journal resources mandatory for
journalization on the former BACKUP system not being accessible or
operational.

The state of the JAS will not switch to ACTIVE and the JAS will continueto
remain in the BACKUP state.

If the Recovery Step cannot even be started because the JAS Directory is
inaccessible on the BACK UP system, the state of the JAS will be set to EMPTY.
See JAS Directory not Accessible (section 5.9.1).

Although recovery is automatic, the operator may be asked to intervene in the case
where some files cannot be accessed. If however, the operator is not present on the
site, the recovery step will take the decision itself on whether to stop or to proceed

with as much recovery as possible and allow journalization to start on this member.
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5.7 Incidents During Takeover

The Recovery Step in charge of immediate recovery on a system coupled to one
that has crashed, has to take into account circumstances that can affect Takeover,
namely:

» non-accessibility of afile,

« detection of date inconsistency between the two systems,

« aTDSnot being able to supply thelist of aborted commitments to the Recovery
Step,

 theAfter Journal being corrupted,

« and afurther crash occurring during the execution of the recovery step.

5.7.1 File Inaccessibility

This generally happens if the coupled system has not been configured with the
compulsory requirement for HA in that:

« g@ither thefile has not been allocated on a sharable disk,
« or thedisk isnot effectively shared when the takeover takes place.

A file can also be inaccessibleif it is currently being accessed by another step. In
this case, the step is arhitrarily killed by the Recovery step. If the step was
repeatable, it is not restarted.

Files concerned with the processes of recovery and of future journalization on the
system previously BACKUP, are considered either essential or non-essential. Non-
essential files, however, can be essential to a specific HA application such as a user
file

5.7.1.1 Essential Files

Files that are essential to the processes of recovery and/or journalization are:

+ the JASdirectory, BLUE.JADIR and/or GREEN.JADIR,
« After Journal files, BLUE.JA.JiVolname and/or GREEN.JA.JiVolname,
« and the SYS.JRNAL of thefailed system.
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The operator is first informed that the fileis inaccessible. An Intervention Request
appears in message RY 01 followed optionally by message RY 02 for the operator to
intervene to make the file available:

- if the operator makes the file accessible within the permitted delay (about 2
minutes), through a RDV command for example, recovery proceeds,

« if the operator does not make this resource available to the system within the
permitted delay, recovery does not take place and the recovery is declared
FAILED; the JAS will not be able to switch to ACTIVE on this member at the
end of therecovery step and will remain in the BACKUP state.

NOTE:
In this case, thereis no Decision Request, see the following Paragraph.

5.7.1.2 Non-Essential Files

Files that are non-essential to the processes of recovery and/or journalization are:

» Before Journal extents and the TDS Before Journal,
« and use files.

If a non-essential fileis missing, journalization on this system can still take place
but not on the file concerned:

 @ither because the user file isinaccessible,

« or because the file cannot be recovered since the Before Journal cannot be
accessed; for example, if the TDS Before Journal is missing, TDS system files
cannot be set back to a stable state, and the TDS cannot be restarted.

A message first appears at the console to inform the operator that thefileis
inaccessible.

An Intervention Request is then issued to the operator to make the file available:

- if the operator can makeit available, the recovery proceeds further.

« if the operator cannot make thefile available, a Decision Request appearsin
message RY 11 for the operator to decide if recovery isto proceed:

- inthe absence of an answer within the permitted delay, recovery will proceed,
- if YES, recovery will proceed as far as possible,

- if NO, recovery is not attempted and is declared FAILED; the JAS will not
switch to ACTIVE on this member.
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if the operator does not answer within the permitted delay, the access to thefile
will be reattempted another time in case another job was accessing thefile
exclusively and has now rdleased it. If the file still cannot be accessed, the
Decision Request message will appear. Since the operator considered absent will
no longer be consulted, the repeated attempt to access a file can only occur once
during the recovery step. The sequence of messages printed in the output of the
recovery step shows that the access has been attempted twice and that the
recovery has been performed on this file if the second access was successful.

Recovery is declared SUCCESSFUL if no Recovery Failed is encountered. CMSC
isinformed that the HA-type JAS can be switched on this member and restart its
activity. On Takeover, the TDS resumes.

However, somefiles may bein an unstable state if problems occur. See Notein
Decisions Affecting File Recovery (section 5.7.1.3).

5.7.1.3 Decisions Affecting File Recovery

Errors detected by the recovery step will

either cause the step to be interrupted, in which case recovery can till take
place

— either on the failed system when it restarts,
- or on the backup system when another takeover is attempted.

or allow the step to continue depending on the severity of the error and on the
decision taken by the operator.

The conditions for proceeding with the recovery are the following:

if therecovery step isinterrupted and therefore Takeover has failed, the failed
system can be restarted as a preferable solution; recovery takes place at system
restart if all the resources are accessible from this member,

if the failed system cannot be restarted, the resources which were not accessible
at takeover time must be made accessible whatever the cost and the takeover
should be once again attempted with the command TAKEOVER MEMBER
FORCE; this command starts ancther recovery step,

if the resources essential to Recovery and Journalization are still unavailable, the
recovery step will continueto fail,

if the resources are still unavailable but non-essential to Recovery and
Journalization, Takeover can still take placeif the operator answers YES to
message RY 11 or does not answer at all; however, some files may be unstable
and no further immediate recovery will be possible for such files.
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NOTE:
If auser fileis not accessible to the recovery step, and if the operator chooses to
continue, only this file will be left in an inconsistent and unstable state.

If aTDS Before Journal or a Before Journal Extension is not accessible to the
recovery step, and if the operator chooses to continue, all the journalized files,
formerly accessed by the journalizing step will be |€ft in an inconsistent and
unstable state. If among them isaTDS system filesuch asTDS.CTLM, TDS
will not be ableto start on the Backup system.

Recovering unstable files involves restoring the files from a previous save, then
using the ROLLFWD utility on thesefiles.

Recovery can also take place without operator intervention. |f the operator does not
answer either once to an Intervention Request or onceto a Decision Request:

« timeout occurs after about 2 minutes,
« theoperator is considered absent from the site,
« and no further requests are made until the end of the recovery.

If a Decision Request is not answered by the operator, the system will decideto
continue the recovery, because the inaccessible file is not essential to the process of
recovery and journalization.

The outcome of an HA-type JAS recovery isindependent of the outcome of
another HA-type JAS recovery.

EXAMPLES:
REQOVERY SUCCESSFUL can be di spl ayed for BLUE JAS

whereas

REQOVERY FAI LED can appear for the GREEN JAS
Only BLUE JAS will be ableto switchto ACTIVE state.
O
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Difference in Date and Time Between Systems

Both Members of the Complex must have the same system time. It is important to
offer application users continuity of system time since, in the event of a system
crash, HA reduces non-availability of TDS applications running under GCOS 7 to a
few minutes. Moreover, if a system time difference exists between the two
members, predating on the HA-type JAS involved may occur at takeover time.

Thisisthethird casethat can lead to a predating situation (predating can also occur
after a system restart with date change or through the MODIFY_TIME command).
See "Setting the System Date and Time" in Chapter 2.

A comparison of theresults of the DISPLAY_TIME command performed on the
two members of the complex gives a good indication of the time overlap that might
be generated.

The same constraints on time overlap apply with this kind of predating:
 Rollforward BEGDATE

If a Static Rollforward has to be undertaken and a time overlap exists:
- specify the BEGDATE parameter for the Rollforward explicitly,

- specify a BEGDATE outside the time over lap. The BEGDATE must match
the date of the save you want to restore. However, if the date of the save you
want to restore falls inside the time overlap, specify another BEGDATE just
prior to the beginning of the time overlap and make use of the SKIPERR
parameter.

In general, do not perform saves (either static or dynamic) inside thetime
overlap.

« Rollforward ENDDATE

If a Static Rallforward has to be undertaken but thereis atime overlap, wait for
the end of the time overlap before sending the Rollforward command.

At initial synchronization of the CMSRs (CMSC servers), the system time
difference between the two Members of the Complex is checked. If this difference
is greater than one minute, the following message is issued:

CVB7 WARNNNG : THE TIME I S NOT THE SAME CN THE TWD MEMBERS,
PREDATI NG MAY OCCUR AT TAKEOVER TI ME.

This message points out that the internal clocks of the two Members are shifting in
avery divergent way. Contact the Service Center to analyze these shifts.

No particular action is required immediately on the complex, but pay specific
attention to predating in the case of a Takeover.
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Another alternativeis to resynchronize the two system times using the
MODIFY_TIME command. If thiswill cause a predating situation, check first that
the constraints on predating can be easily satisfied. Remember that when you use
the MODIFY_TIME command, the time deviation (TIMEDEV) of the siteis also
modified. Do not forget, therefore, to check the TIMEDEYV parameter when you
subsequently restart GCOS 7.

5.7.3 Journal Recovery on Takeover

5.7.3.1 TDS Aborted Commitment Units

The Recovery Step needs to know which CUs (commitment unit) are aborted and
which units have been committed for the necessary rollback and rollforward
operations. If aTDS cannot access its RECOV file or its SWAPfiles, it is unable
to supply thelist of its aborted commitment units.

When this happens, the Recovery Step will itself supply a substitute list of aborted
CUs. Thislist is obtained by reading the After Images in the Primary After Journal
files. Thelist represents the worst casein that some CUs ready to be committed
may be considered committed. The files accessed by these CUs may be set to their
next consistent state instead of being rolled back to their previous consistent state.
Theinformation that the recovery step has taken its own decisions and the After
images which have been invalidated, are printed in the output of the recovery step.
Check the resuilt.

If the Recovery Step was not able to supply thislist, the After Journal would be
corrupted. Thisiswhy this specific function is considered as a Journal Recovery
function, and called a JRU function.
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NOTES:
This specific function of the Recovery Step isvery rardly used. The
Administrator, however, should be aware that when this function is used,
dynamic rollforward although declared successful will not be performed
for this TDS. Thisisthe reason why all the images that might have been
applied are printed in the Output of the Recovery Step.

This specific function of the Recovery Step can only be effective if
journalization on the filesisAFTER or BOTH. If thefiles are only
protected by the Before Journal:

- no commit will be considered aborted,
- and no rollback will be performed.

In an HA environment, it istherefore highly recommended to select
HIGH protection at TDS gener ation.

5.7.3.2 Corrupted After Journal

TheAfter Journal may be corrupted when a TDS running on the active system
aborts before the system crashes and:

 either the TDSis unable at that moment to provide thelist of aborted
commitment units for the recovery,

« or thelist cannot be stored in the JAS Directory.

Since the Recovery Step can only deal with applications which wererunning at the
time when the system crashed, it does not perform any recovery for that TDS. The
After Journal is corrupted becauseit is not able to know which After Images
registered by that TDS are valid.

The sequence of recovery is as follows:

» two Steps of the H_ RECOV Load Module are executed sequentially without
operator intervention for this JAS (see Note):

- thefirst RECOV for immediate recovery,
- the second JRU (Journal Recovery Utility) for After Journal recovery,
» the JASisthen ableto switchto the ACTIVE state.

NOTE:
Since Takeover may occur for both BLUE JAS and GREEN JAS, up to four
H_RECOV Steps may execute.
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5.7.4 System Crash During Recovery at Takeover

Let A be the system which has crashed first and B the system on which the
recovery takes place.

What happensif B crashes during the takeover recovery?

Recovery works on the principle that it can always resume from wherever it stops
on whichever member. File integrity is guaranteed.

The HA-LOCK mechanism is designed to privilege restarting System B before
SystemA.

When System A restarts, the console dialog is as follows:

« first the message:

OvB3 WARNI NG HALOCK RETAI NED BY GO MEMBER
MEMBER nenber -name |S WAI TING FCR | T TO BE RELEASED

« then thefollowing question:

avB4 WARNI NG HALOCK STI LL RETAI NED BY CO- MEMBER
MEMBER nrenber -narme |S WA TING FCR | T TO BE RELEASED.
| F GO MEMBER NOT' CPERATI ONAL, REPLY <FCRCE> TO TH S MESSACE.

Recommended Procedure

Restarting System B should be privileged, therefore this question should not be
answered.

When System B restarts, the recovery which was being performed by the recovery
step before the crash is not resumed on System B. CM SR on System B will start
the services previously active on System A and set them to the backup state.

Once these services arein backup on System B, HA-LOCK on System B will be
released and will enable System A restart to proceed. Immediate recovery of the
user filesisthen performed on System A, and the services are started and set to
ACTIVE on System A.
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Alternative Procedure;

If restart of System B cannot be performed.

If System B cannot reach the point where HA-LOCK is released (it systematically
crashes when it restarts for example), the HA site administrator must:

« stop activity on System B completely, wait on ISL options,

» answer FORCE to the question CM 71 asked on System A.

As a consequence of FORCE, HA-LOCK allows the restart of System A. User
fileswill be recovered. CM SR on System A will start the services in the
BACKUP state.

 enter the command TAKEOVER_MEMBER OPTION=FORCE on SystemA.

This command will not cause the startup of arecovery step for the JAS active on
System A before the first crash. Recovery was already performed at System A
restart. However, the services are switched to the ACTIVE state.

If there was one JAS active on System B before thefirst crash,
TAKEOVER_MEMBER OPTION=FORCE will trigger the startup of a
recovery step for that JAS and will switch that JAS to the ACTIVE state.

When System B restarts, CMSR will start the services in the BACKUP state.

In both procedures, recovery takes place on SystemA.

Performing COLD or CLEAN restart on System A precludes any recovery of user
files. To prevent the restart of system A until the user files are completely
recovered, if COLD or CLEAN restart is absolutely necessary on systemA, the HA
site administrator should force recovery on System B:

« stop activity on System A completely, wait on ISL options,
 let system B restart: the services will be started and set to BACKUP,

» execute the command TAKEOVER_MEMBER OPTION=FORCE on System B
toinitiate the startup of therecovery step and to start the services in the ACTIVE
State.

When System A restarts, CM SR on System A will start the servicesin the
BACKUP state.
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5.8 Output of the Recovery Step

All the messages which report the way the recovery was performed are sent to the
SYSOUT of therecovery step. They include:

« thelist of filesto be recovered,

« for each step, the messages which report the result of the rollback and the result
of therollforward for each file,

« and all the consulting messages and error messages sent either to the console
and/or to the JOR of RECOV,

which enable establishing the whole sequence of processing by the recovery step.

EXAMPLE:

When Takeover occurred, two HA-type TDSs, TDS2 Ron X305 and TDS5 Ron
X306, were:

» running on BLUE JAS,
« and sharing the samefiles.
Recovery was performed by Job X268 named RECQOV on site BP59:

The SYSOUT of RECOV X268:2 appears overleaf.
PR R R R RS R RS EEEEEEEEEEEEEEEEEEEEE SRR R R R R R R R I R

* AUTOVATI C RESTCRE FI LE I NTECRI TY FCR FI LES PROTECTED BY JAS BLUE*

*xxx GOOBT
RECOV
VERSION V610  DATED. JAN 31,1991 ****

IR EE SRR R RS EEEEEE SRR EEEEEEEEEEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEES

IR EEE R RS EE SRS SRR EEEEEE SRR SR EEEEEEEEEEREEEEEEEEEEEEREEEEEEEEEEEEES

FI LE NAME PMVD JOURNAL
TDS2. CTLM uP BEFCRE
@ FB. UFASREL uP BOTH
@ FB. UFASREL1 P BOTH
@ FB. UFASREL3 uP BOTH
@ FB. UFASI SEQ uP BOTH
Q@ FB. UFAS| SECB P BOTH
@ FB. UFASSEQ P BOTH
TDS5. CTLM P BEFCRE
@ FB. UFASREL uP BOTH
@ FB. UFASREL1 P BOTH
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*** Fl LE TDS2. CTLM

RCLLBACK SUCCESSFUL. NUMBER CF
*** FILE 4 FB. UFASREL
RCLLBACK SUCCESSFUL. NUMBER CF
*** FlLE 4 FB. UFASREL1
RCLLBACK SUCCESSFUL. NUMBER CF
*** FlLE 4 FB. UFASREL3
RCLLBACK SUCCESSFUL. NUMBER CF
*** Fl LE 4 FB. UFASI SEQ
RCLLBACK SUCCESSFUL. NUMBER CF
*** Fl LE 4 FB. UFASI SECB
RCLLBACK SUCCESSFUL. NUMBER CF
*** FILE 4 FB. UFASSEQ
RCLLBACK SUCCESSFUL. NUMBER CF
*** FILE 4 FB. UFASREL

DYNAM C ROLLFCRWARD SUCCESSFUL.

*** FlLE 4 FB. UFASREL1

DYNAM C ROLLFCRWARD SUCCESSFUL.

*** FlLE 4 FB. UFASREL3

DYNAM C ROLLFCRWARD SUCCESSFUL.

*** FlLE 4 FB. UFASI SEQ

DYNAM C ROLLFCRWARD SUCCESSFUL.

*** FlLE 4 FB. UFASI SECB

DYNAM C ROLLFCRWARD SUCCESSFUL.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

NBR CF ROLLED FCRWARD RECCRDS:

NBR CF ROLLED FCRWARD RECCRDS:

NBR CF ROLLED FCRWARD RECCRDS:

NBR CF ROLLED FCRWARD RECCRDS:

NBR CF ROLLED FCRWARD RECCRDS:

10.

*** Fl LE TDS5. CTLM

RCLLBACK SUCCESSFUL. NUMBER CF
*** FILE 4 FB. UFASREL
RCLLBACK SUCCESSFUL. NUMBER CF
*** FlLE 4 FB. UFASREL1
RCLLBACK SUCCESSFUL. NUMBER CF
*** FlLE 4 FB. UFASREL3
RCLLBACK SUCCESSFUL. NUMBER CF
*** Fl LE 4 FB. UFASI SEQ
RCLLBACK SUCCESSFUL. NUMBER CF
*** Fl LE 4 FB. UFASI SECB
RCLLBACK SUCCESSFUL. NUMBER CF
*** FILE 4 FB. UFASSEQ

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 0.

RCLLED BACK BLOCKS 23.

RCLLED BACK BLOCKS 0.
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RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLQOCKS 0.

*** FILE 4 FB. UFASREL

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** FlLE 4 FB. UFASREL1

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** FlLE 4 FB. UFASREL3

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** FlLE 4 FB. UFASI SEQ

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** FlI LE 4 FB. UFASI SECB

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
RY50 BLUE: RECOVERY SUCCESSFUL.
YIIIIIIIIIINIIIIIIINIIIIIIINIIIIIIINIIIIIIINIIIIIIINIIIIIIIIIIIIIIA
10: 51: 59 BP59: X268 CPERATCR RECOV | NSTALL CPERATCR DEC 03, 1991

O

EXAMPLE OF RECOV USING A JRU FUNCTION:
When Takeover occurred:

« an HA-type TDS, TDS3 Ron X51, was running on the BLUE JAS,
 recovery has been performed by the Job X102 named RECOV.

The Sysout of RECOV X102:2 appears as follows:
PR R RS RS SRR EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE R R R R R

AUTQVATI C RESTCRE FI LE I NTEGR TY FOR FI LES PROTECTED BY JAS BLUE

* %% G{rs? *k k%
*k k% R E C C)V *k k%
el VERSION V610  DATED: JAN 31,1991 ****

R E R SRR RS R EEEEEEEEEEEEEEEEEEEREEEEEEEEEEEEEEEEEEEREEEEEEEEEEEEEEEES

IR E R SRR RS EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEREEEREEEEEEEEEEEEET

FI LE NAME PMVD JOURNAL
TDS3. CTLM uP BEFCRE
@ FB. UFASREL uP BOTH
@ FB. UFASREL1 P BOTH
@ FB. UFASREL3 uP BOTH
@ FB. UFASI SEQ uP BOTH
Q@ FB. UFAS| SECB uP BOTH
@ FB. UFASSEQ uP BOTH
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IR EE SRR RS EE SRS SRR EEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEEEEEEEEEEEEEES
RECOV PROVI DES THE LI ST CF ABCRTED COMM TMENTS UIN TS FCR TDS: TDS3
IR EEEE R RS EE SRS SRR EEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEES

IR EE SRR EEEE SRS SRR EEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEREEEEEEEEEEEEEEEES

*

*

* Commitnent unit decl ared aborted *
* List of file inmages belonging to this commtnent unit *

*

*

IR EE SRR RS EE SRS SRR EEEEEEE SRR SR EEEEEEEEEEREEEEEEEEEEREEREEEEEEEEEEEEES

EFN QG FB. UFASREL

peration type (Uddate)

adr esse
0 0000 00000000
Record i mage

0 0000 FOFOFOFO ...
32 0020 40F3F540 ...
64 0040 40404040 ...

96 0060 40404040

peration type (Uddate)

adr esse
0 0000 00000001
Record i mage

0 0000 FOFOFOFO ...

4040F1F5 0000O0O0001UFAS- RELAT91 11 25 15
40404040 35 41 70 01
40404040

4040F1F5 0000000002UFAS- RELAT91 11 25 15

32 0020 40F3F540 ... 40404040 35 41 79 02

64 0040 40404040 ... 40404040

96 0060 40404040
* Comm tment unit decl ared aborted *
* List of file inages belonging to this commitment unit *

*

*

IR EE SRR R RS EEEE S SRR EEE SRS SRR SR LR R SRR EEEREEEEEEEEEREEEREEEEEEEEEEEEE

EFN @ FB. UFASI SEQ

peration type (Del ete)

Record key

0 0000 FOFOFOFO ...

FOF10000 0011 0000000001

peration type (PUT/WR TE)

Record key

0 0000 FOFOFOFO ...

Record i nage

0 0000 FOFOFOFO ...
32 0020 40F4F140 ...
64 0040 40404040 ...

1952 07A0 40404040 ...

1984 07Q0 40404040

peration type (Del ei e)

FOF10000 0012 0000000001
4040F1F5 0000000001UFAS-1 NDEX91 11 25 15
40404040 41 39 53 01

40404040

40404040
40404040

Record key
0 0000 FOFOFOFO ... FOF20000 0013 0000000002
peration type (PUT/WR TE)
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Record key
0 0000 FOFOFOFO ... FOF20000 0014 0000000002
Record i mage
0 0000 FOFOFOFO ... 4040F1F5 0000000002UFAS-1NDEX91 11 25 15
32 0020 40F4F140 ... 40404040 41 40 63 02
64 0040 40404040 ... 40404040

1952 07A0 40404040 ... 40404040
1984 07Q0 40404040 40404040

RS EEEE SR EEEEE SRR EEEEEEEEEEEREEEEEEEEEEEEEEEEEEEREEEEEEEEEEEEEEEET

THE | MAGES EDI TED HERE ABOVE ARE CONS|I DERED AS | NVALI D BY RECOV.

IR RS SRR RS EEEE SRR EEEEEEEE SRR EEEEEEEEEEEEEEEEEEEEEREEEEEEEEEEEEEEEET

*** Fl LE TDS3. CTLM

RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLQOCKS 0.

*** FlILE 4 FB. UFASREL

RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLQOCKS 0.

*** FlLE 4 FB. UFASREL1

RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLQOCKS 0.

*** FlLE 4 FB. UFASREL3

RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLQOCKS 0.

*** FlLE 4 FB. UFASI SEQ

RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLOCKS 11.

*** Fl LE 4 FB. UFASI SECB

RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLQOCKS 0.

*** FILE 4 FB. UFASSEQ

RCLLBACK SUCCESSFUL. NUMBER CF RCLLED BACK BLQOCKS 0.

*** FlILE 4 FB. UFASREL

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** FlLE 4 FB. UFASREL1

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** FlLE 4 FB. UFASREL3

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** FlLE 4 FB. UFASI SEQ

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF RCOLLED FCRWARD RECCRDS: 0.
*** Fl LE 4 FB. UFASI SECB

DYNAM C ROLLFCRWARD SUCCESSFUL. NBR CF ROLLED FCRWARD RECCRDS: 0.
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5.9 Abnormal Events in an HA Environment

This paragraph deals with serious failures which may happen in a HA environment
which may berelated to the takeover operation. Let A be thefailed system and B
the backup system.

Thefailures can be classified according to their cause:

« the Directory of the JAS is not accessible, either on member B at takeover time
or on member A at system restart time. See JAS Directory not Accessible
(section 5.9.1).

« thestatefile of the JASis not accessible either on member B at takeover time or
on member A at system restart time, or when the JAS serviceis started. See JAS
Sate File not Accessible (section 5.9.2).

« aTDSisnot ableto supply the list of aborted commitments. SeeList of Aborted
TDS CU not Supplied (section 5.9.3).

Some of these failures can be combinations of causes.

5.9.1 JAS Directory not Accessible

5.9.1.1 JAS Directory not Accessible at Takeover

Recovery cannot take place at takeover. The recovery step is not even started.
Message JP74 is sent. The corresponding JAS serviceis set to EMPTY state on
system B.

Since no recovery is possible on this system, the HA-LOCK held by B will be
quickly released, and recovery will take place on the other system A at restart,
provided that the JAS Directory is available from that system. The corresponding
JAS service is set to BACKUP state on systemA.

The System Administrator should:

« stop this service through the use TERMINATE_SERVICE command (TSRV
jasname),

» makethe JAS Directory available from system B,

« and perform a START _SERVER command (SSRV jasname) to set the service
ACTIVE on system A and BACKUP on system B as it was before the first
system failure.
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5.9.1.2 JAS Directory not Accessible at System Restart

Thiswill be detected at thefirst activation of the JAS which succeeds in accessing
the JAS Directory.

Two cases must be considered:

« either the journalization had taken place on the same member and:

- therewas no HA-type TDS using the JAS at thetime of crash, therefore
there was no takeover. User file recovery could not be done, in which case,
JP43 appears at the console. The activation of the JAS startsan H_ RECOV
step which performs the JRU functions. User files remain unstable, but they
can berecovered with FILREST and ROLLFWD tilities,

- therewas an HA-type TDS using the JAS at the time of crash. If the JAS
Directory was not available for the recovery at takeover time, as described in
the preceding paragraph, immediate recovery needed after the first system
failure still could not be performed,

The activation of the JAS causes message JP75 to appear at the console,
declaring that recovery is needed. The System Administrator can:

- provokethe crash of system A and execute command TKMB FORCE so asto
start the immediate recovery on system B, as explained in documentation on
message JP75. See Messages from File Recovery Facilities (appendix B)),

- executethe START_SERVICE command for the JAS, which will start a
H_RECQV step which performs the JRU functions,

« or thejournalization had taken place on the other member. In this case the
activation must be performed through a TKMB FORCE command on this
system, after making sure that the other system is not operational, so as to
activate the immediate recovery with an H_RECOV step.

If the JAS Directory remains inaccessible, no START _SERVICE command can
function. The serviceremainsin the EMPTY state. The JAS Directory should be
rebuilt by using the MNJAS REBUILD command. See Incidents on JAS directory
(section 2.2.5.2) and REBUILD_DIRECTORY (section 3.2.5.13).
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5.9.2 JAS State File not Accessible

5.9.2.1 JAS State File not Accessible at Takeover

Aninaccessible JAS state file does not prevent recovery from taking place at
takeover as long as the JAS Directory can be accessed. After the recovery step is
completed, message JP73 (02) is sent. The corresponding JAS service is set to the
EMPTY state on system B.

When system A restarts, the JAS service is set to the BACKUP state.
The System Administrator:

« should stop this service through the TERMINATE_SERVICE command (TSRV
jasname),

» makethe JAS State file available from system B,

« and perform a START _SERVER command (SSRV jasname) to set the service
ACTIVE on system A and BACKUP on system B as it was before the first
system failure.

5.9.2.2 JAS State File not Accessible at System Restart

User files recovery necessary at system restart will not be performed. This situation
is therefore the same as when the JAS directory is not accessible at system restart
for which the JP42 message is sent. See JAS Directory not Accessible at System
Restart (section 5.9.1.2).

5.9.2.3 JAS State File not Accessible at JAS Startup

Message JP73 (01) is sent. The corresponding JAS serviceremainsinthe EMPTY
State.
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5.9.3 List of Aborted TDS CU not Supplied

At System Restart

The consequences of thisincident and the way the JAS takes its own decisions
about the state of the commitments are described in Incidents on JAS directory
(section 2.2.5.2) and Decisions taken by the JAS (section 2.4.3).

At Takeover Time

The Recovery Step itself supplies alist of aborted Commitments Units, taking its
own decisions about the state of the commitments. See TDS Aborted Commitment
Units (section 5.7.3.1).

NOTE:
In the event of simultaneous failure of both units (power failure, for example), it
is recommended to restart the backup unit first, then execute the TAKEOVER
FORCE command. Once this command has finished, the primitively active unit
can be restarted.
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The deferred recovery operation consists of two phases, see Deferred Recovery
(section 2.6.2):

« restoring user files from saved files through the FILREST utility
(RESTORE_FILE GCL command), see Data Management Utilities User’s
Guide (FBO and VBO),

« and bringing them to an advanced state with the ROLLFWD utility, which is the
subject of the Section.

From TS8560, a satic rollforward is available on a copy of the file with a different
name. This new "Rallforward on Copy" functionality is described in
ROLLFORWARD ON COPY (section 6.8).

From TS9662, the JCL statement enables you to run a static rollforward with up to
99 filesat atime.

6.1 User Interface

Therollforward utility brings restored user file(s) to a given point of restart by
using After Images.

GCL and JCL syntax are almost identical. The differences are:

» STEPOPT and SIZEOPT which are JCL parameters,

« BEGDATE and ENDDATE where, in GCL, the year can be input using two or
four digits. In JCL, only two digits are used.

» From TS9662, the JCL statement enables you to run a static rollforward with up
to 99 files at atime, while the GCL command has alimit of 25 files at atime.
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{ outfilel | QUTFI LES=(( outfilel )[...( outfile25)])}
[ BECDATE=[ yy] yy. mmddl hh[ . nmj . ss[ . nsnsns] ] ] ]

[ ENDDATE=[ yy] yy. nmddl hh[ . nmj . ss[ . nsnsns] ] ] ]

[ DUWP={ NO| DATA }]

[ SKIPERR={ 5 | dec5 }];

JCL Syntax

RCLLAD outfilel | QUTFI LES=(( outfilel )[...

BECQDATE=yy. nm dd/ hh[ . mj . ss[ . nsnsns

{ outfile99 )])}
[ 1]

[ ENDDATE=yy. nrm dd/ hh[ . rmj . ss[ . nsnsns] |

[

[

(
)
DUWP={ NO | DATA }]

SKIPERR={ 5 | dec5 }];

Par ameter Description

outfile list: Designates the name of the user file, or thelist of user
files, to berolled forward.

Where several outfiles are specified, the parameter
OUTFILES must be specified, each outfile being
enclosed within brackets.

BEGDATE: Specifies the start date for the ROLLFORWARD. If
not present, ROLLFORWARD takes as BEGDATE the
last date on which the outfiles were saved. This dateis
recorded in the JAS directory when the FILSAVE or
DYNSAVE utility (SAVE_FILE GCL command) is
run. When the last save date for an outfile is not
known, the date of the first update is taken as the start
date.

This parameter should not be specified in most
conditions. Useit only when ROLLFORWARD hasto
be executed from a save that is not the last save known
to the system or to encompass a predating overlap.

[YY]YY.MM.DD/HH[.MMI[.SS[.mSmSmS]]]: Year,
Month, Day, Hours, Minutes, Seconds, Milliseconds
are 2, or 3, or 4 digit numbers separated by a"." or a
"I". "Year" can be expressed as two or four digitsin
the GCL syntax and as two digits only in the JCL

syntax.
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ENDDATE:

DUMP:
SIZEOPT:

STEPOPT:

SKIPERR:

Specifies the date of the outfile status. If not present,
ROLLFORWARD applies the after images up to the
last image known at the time the utility is activated.

[YY]YY.MM.DD/HH[.MMI[.SS[.mSmSmS]]]: Year,
Month, Day, Hours, Minutes, Seconds, Milliseconds
are 2, or 3, or 4 digit numbers separated by a"." or a
"I". "Year" can be expressed as two or four digitsin
the GCL syntax and as two digits only in the JCL

syntax.
NO (defaullt).

Specifies size options for ROLLFWD equivalent to
thosein the JCL SIZE statement.

Default values are SIZE=352 Kbytes and
POOL SIZE=256 Kbytes. These values may be
modified subject to the following minimums:

SIZE >= 120 + (6* (maxC-4)) in Kbytes
POOLSI ZE >= 60 + (6* (nmaxd-4)) in Kbytes

where maxCl is the maximum size of the Cl in Kbytes.

Specifies step options controlling the execution of
ROLLFWD. All options except REPEAT are
acceptable.

Specifies the maximum number of errors beyond
which the application of images is interrupted. Default
isb.

SKIPERR and Dynamic Save

When a dynamic save is performed (DYNSAVE
utility), only those After Images whose dates are
earlier than the beginning of the dynamic save are
considered to be obsolete. After Images whose dates
are later than the beginning of the dynamic save are
not considered to be obsolete even if they correspond
to updates included in the save.

Therefore, if thelast save was dynamic and the
BEGDATE parameter is not specified, the DUPKEY
and RECNFD return codes are not counted as errors
since they are quite normal in the Dynamic
Save/Rollforward process.
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If the last save was dynamic but BEGDATE was
specified, the return codes DUPKEY and RECNFD
are still counted as errors.

Constraints

The system determines which JAS is (are) associated to the user file(s) givenasa
parameter:

» |f several filesareto berolled forward -an outfile list is given as parameter- they
must be protected by the same JAS. If they are protected by different JAS,
ROLLFWD only processes thefiles protected by the first JAS it encountered
and sends warning messages for all the other files.

« |f the JASisan HA-type JAS, ROLLFWD can only berunif the JASisin
ACTIVE state.

« The number of filesto berolled forward at the sametimeislimited to 25 files.
From TS9662, this limit is 99 filesif you usethe JCL statement.

NOTE:
MNJAS DISPLAY_LINK command enables to check which JAS protects the

catalogs of user files.
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Files must first be restored before the ROLLFWD tility is executed.

Restoring Files Before Running ROLLFWD

The system keeps track of the last save date for each journalized file. This date can
play an important part in the Save/Restore/Rollforward process. It is used as

» when a Restore/Rollforward is performed, a check can be made so that the
restored file corresponds to the last save of thefile,

» when a Restore/Rollforward is performed, the BEGDATE parameter of the
Rollforward can beignored,

« After Journal files can be recycled automatically (Automatic Cycling).

Systematic recording of the last save dateis highly recommended so that these
possibilities are enabled, in particular for the administrator to be able to ignore the

6.2

6.2.1 Date of the Last Save
follows;
BEGDATE.

6.2.2 Save

Some system utilities available for backing up files record the date of last save,
others do not. Table 6-1 shows which commands modify the save date and the
conditions that apply:

Table 6-1. Utilitiesthat Modify the Last Save Date
GCL/ | Name of Backup on Conditions Modify
JCL Utility tapeor disk last save
date

GCL SAVE _FILE | Tape UPDJRNL=1 (default) | Yes
UPDJRNL=0 No

JCL FILSAVE Tape EXPORT not specified | Yes
EXPORT specified No

JCL DYNSAVE | Tape EXPORT not specified | Yes
EXPORT specified No

GCL COPY_FILE | Disk UPDJRNL=1 Yes
UPDJRNL=0 (default) No

JCL FILDUPLI Disk UPDJRNL specified Yes
UPDJRNL not specified | No
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NOTES:

1. Thesystem updates the date of last save when the save is made through
EpochBackup 7.

2.  TheGCL volume leve utility SAVE _DISK and the JCL utilities
VOLSAVE and VOLDUPLI do not update the date of last save.

6.2.3 Restore
When a Restore or Rollforward is performed, a check can be made to ensure that
the restored file corresponds to the last saved version of thefile. Table 6-2 shows
which commands check the last save date and which do not.

Table 6-2. Utilitiesthat Check the L ast Save Date

GCL/ | Name of Utility Conditions Check last
JCL save date
GCL RESTORE_FILE | CKJRNL=1 (default) Yes
CKJIRNL=0 No
JCL FILREST NCKDATE not specified | Yes
NCKDATE specified No
NOTES:

1.  Whentherestoreis done through EpochBackup 7, the system checks the
last save date except when the keyword FORCE_JA is used in the
RESTORE_FILE or RESTORE_LIST command (these commands are
available within the EpochBackup 7 command monitor).

2.  ROLLFWD can only operate on a complete restored version of a
multivolume file resulting from a consistent set of extents.
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How ROLLFWD Works

ROLLFWD ralls forward up to 25 user files protected by the After Journal of a
JAS. From TS9662, thislimit is 99 filesif you use the JCL statement.

ROLLFWD applies a set of After Images to therestored versions of thefiles. This
set of After Images is delimited by two dates, the start and end dates of the roll
forward.

The start date of theroll forward is either:

« the start date specified by the user (BEGDATE),
 or, if no dateis specified, (recommended):

- the date recorded by the dynamic save,

- or the date of thefirst modification after a static save.
The end date of theroll forward is either:

« the end date specified by the user (ENDDATE),
 or, if no dateis specified, (recommended):
- the current date (execution time of the ROLLFWD utility).

ROLLFWD retrieves the identifiers of the journal files it requires and asks, where
needed, for the media containing them to be mounted,

ROLLFWD ignores After Images belonging to incomplete updates (incomplete
updates are those that were either rolled back using the Before Journal or not
written to the user files using Deferred Updates applicableto TDS). This ensures
that, when ROLLFWD is completed, the files arein a consistent state.
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state t1 state t2 state t3 state t1 State t2
original last consistent damaged restored unchanged
user user user user user
file file file file file
step 1
> 1
step 2 |
9 V‘
step 3 abort !
H l
step 4 l
step 5 abort \
Vg
hardware incident |
step 6 abort ~
7
ROLLFWD
After ‘ >
Journal valid
After Images
FILSAVE of Steps
1,2and 4
N,
/ >
Figure 6-1. Operation of the ROLLFWD Utility
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6.4 Resource Management

6.4.1 Configuration Requirements

Files opened in UPDATE processing mode by ROLLFWD, are assigned with the
option MOUNT=ALL so that they will all be online while the utility is running.

A ROLLFWD step requires either atape handler or adisk driveto read the journal
files depending on the media of the After Journal files.

6.4.2 File Assignments

Since ROLLFWD must be the only step working on filesto berolled forward, it
assigns them with the option ACCESS=RECOVERY to ensure exclusive access.

A file catal oged with access rights can be submitted to ROLLFWD only by a user
belonging to a project defined with RECOVERY.

6.4.3 Simultaneity of Actions Performed on a JAS

Files can berolled forward while After Journalization takes place on other files.

If the current journal file needed by ROLLFWD is being used, thefileis closed so
that it can be accessed by ROLLFWD. A new file belonging to thelist of files
availablefor the After Journal, is opened for step(s) which continue to journalize.

If ajournalizing step begins executing while ROLLFWD is running, the After
Journal switches to the next filein thelist only if the current journal file is needed
by ROLLFWD.

ROLLFWD steps will be queued while waiting to access the journal files they
need.

The utilities ROLLFWD and DUMPJRNL can run simultaneously on journal files
and like all jobs they will be queued while awaiting access.

Files can berolled forward while the MNJAS TRANSFER_PRIMARY command
is executing.
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6.5 Results of ROLLFWD

6.5.1 Results of ROLLFWD for the Output Files

Results of ROLLFWD on each file and the subsequent action to be taken, are as
follows:

» Recovery is successful: thefileis set to the last consistent state corresponding to
the time specified in ENDDATE by ROLLFWD. Normal operations can
proceed.

» Recovery is unsuccessful dueto abnormal event(s) occurring before ROLLFWD
opened thefile: sincethefileis still inits restored state, resubmit ROLLFWD on
thefile.

» Recovery is unsuccessful dueto abnormal event(s) occurring after ROLLFWD
opened the file: subsequent action depends on the file access method:
— for UFAS, restore thefilefirst, then resubmit ROLLFWD
- for IDS/II, resubmit ROLLFWD without restoring the area.

The following message appearsin the SY SOUT when ROLLFWD opens thefile:

R EEE SRR EEEEEEEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

CPEN | S REQU RED FCR
EFN = external outfile name CAT = catal og_nane

IR EEE RS R RS EE SR EEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

For each file concerned, whatever the outcome of ROLLFWD:

» asummary report is written to the JOR,
« and, adetailed report is written to the SY SOUT.

Whererecovery is unsuccessful, areport of abnormal event(s):

« iswritten to the JOR and the SY SOUT,
« andisrecorded inthe SYS.ERLOG file.

PRLOG utility isrun to print out the contents of SYS.ERLOG for debugging
purposes.
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6.5.2 Results of ROLLFWD for the Step

If the recovery is successful for all thefiles:

 thestep is declared completed,
« and rollforward is declared successful.
If the recovery is successful for some files and not for others:

 thestep is declared completed with severity level 2,
 and rollforward is declared partially successful.
If the recovery is unsuccessful for all thefiles:

 thestep is declared aborted with severity level 3,

« and rollforward is declared unsuccessful.
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6.6

6.6.1

6.6.2

6.6.3

6.6.4

Error Conditions

Errors in Recovery

An error in recovery occurs where an After Image cannot be applied to the record
affected.

Recovery on afile proceeds for up to five consecutive errors after which thefileis
abandoned. The number of consecutive errors, can be changed by using the
SKIPERR option of ROLLFWD. Recovery continues on other files.

If the last save was dynamic and the BEGDATE parameter was not specified, the
return codes DUPKEY and RECNFD are not considered to be errors since they are
perfectly normal return codes in the Dynamic Save/ Rollforward process.

Read Error on JAS Directory

If aread error occurs on the JAS directory during rollforward, the JAS directory
can berestored from a save and rebuilt through the MNJAS REBUILD command.
User files can then berolled forward.

Read Error on Primary After Journal File

If aread error occurs on a primary journal file, rollforward of user files cannot
complete. However, rollforward can be performed on these files by specifying the
beginning and end dates to skip the images in the journal file that cannot be read.

Read Error on Secondary After Journal File
If aREAD error occurs on a secondary journal file defined with secondary dual
copy:

« ROLLFWD switches from the bad copy to the other without operator
intervention if the duplicate copy is mounted,

« and continues to roll forward the user files.

NOTE:
In the case of a second 1/0O error on the secondary dual copy or when only a
single copy is used, ROLLFWD aborts.

6-12
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6.7 Abnormal End of ROLLFWD

Thefinal result depends on the conditions under which ROLLFWD once
submitted, terminates abnormally such as:

» ROLLFWD aborting on a fatal severity,
 asystem crash occurring while ROLLFWD is running,

 or anomalies preventing ROLLFWD from continuing.

6.7.1 Available Final Result

If thefinal result is available, each file processed by ROLLFWD is listed with:

» asummary report written to the JOR,
 and, adetailed report written to the SY SOUT.
A report of abnormal event(s) causing the abnormal termination of ROLLFWD:

« iswritten to the JOR and the SY SOUT,
« andisrecorded inthe SYS.ERLOG file.

PRLOG utility isrun to print out the contents of SYS.ERLOG for debugging
purposes.

6.7.2 Unavailable Final Result

If the final result is unavailable, subsequent action depends on the file access
method:

« for UFAS, restorethefilefirst, then resubmit ROLLFWD with the same
BEGDATE as before,

» for IDS/II, restoring the area is not necessary, instead resubmit ROLLFWD
specifying as BEGDATE:

- either thelast date written periodically by ROLLFWD to the SYSOUT when
the areas were recovered successfully,

— or thesame BEGDATE as before, if no dateis written in the SY SOUT.
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The following message appearsin the SYSOUT when ROLLFWD is restarted
after abnormal termination:

R EEE SRR SRS SR EEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

EFN = external outfile name CAT = catal og_nane
WARNING THE | NPUT VERSI CN | S UNSTABLE AT CPEN TI ME

R EEE RS RS RS SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEE

to t1 t2 3 t4 t5 6 t7 t8 t9 t10 tl1
_ [ \ ! | ! | [ ! \ | \ |
A
: | ! | | N | | |
update ; ; ; ! | < | | |
IDS/II files )1 ; ; ! | / | | |
| | | } ' crash | |
fles | 2. A
| ! Tl | | | |
destroyed | " reached ' | ‘ !
RESTORED! T SR VI
1 reached - reached |
ROLLFWD ROLLFWD ;
BEGDATE+O BEGDATE+T2
successful
end of
ROLLFWD

Figure 6-2. The Operation of ROLLFWD on IDS/II Files
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Rollforward on Copy

It is possible to perform the rollforward of afile from a copy restored using a name
different to that of the journalized file. Asaresult, the journalized file can continue
to be journalized while the rollforward on the copy file allows file restoration to
progress to a clean point.

The person using this function is responsible for supplying a correctly restored
copy of ajournalized file.

Function Description

This command carries out the application of journalized AFTER images by file
modification: not to thefileitself, but to a copy of thisfile. This command can be
used to simultaneously process up to 12 files.

Modification of the journalized file may be in progress at the sametime. In this
case, it is up to the user to provide an end of application date for images. This date
must correspond with a clean point on thefile. Therollforward does not carry out
any clean point checks.

This command only processes journalized files that are present in an auto-
attachable catalog, or in SITE.CATALOG

Specific messages are output concerning rollforward on copies.

Some checks are made on the number of copy filesto berolled forward, and on the
files actually provided:

« |f the number of files provided is O (zero), or morethan 12 (twelve) the job
aborts with the message "UNDEFINED LABEL".

« |f the number of files provided as the first parameter is less than the number of
files copied, the job is executed, but provokes the message "INCOHERENCE
BETWEEN NUMBER OF FILESAND SUPPLIED FILES'. Therollforward is
only executed for thefiles correctly provided.

« |f the number of files provided as thefirst parameter is more than the number of
files copied, the job is executed, but provokes the message "INCOHERENCE
BETWEEN NUMBER OF FILESAND SUPPLIED FILES'. Therollforward is
only executed for the files whose name has been correctly provided.

The user must give different file names for the copy files to rollforward and the
journalized files. No checks are carried out.

If ajournalized file is mentioned several times for different copy filesto
rollforward, the images relating to this journalized file are only applied to the first
of these copy filesto rollforward.
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Dates must beinput with the year given using 2 (two) digits (not four).

All journalized files must be protected by the same JAS.

Activating the Function

In V8560, The function can be called by executing the job RFW_ONCOPY from
SYS.HSLLIB by EJR, RUN or INVOKE.

EXAMPLE:

RUN RFW ONCCPY, SYS. HSLLI B
VL=(nunber of copy files to rollforward,
copy file to rollforward, corresponding journalized file,
.. , copy file to rollforward, corresponding journalized file,
[BEGDATE = yy.mmdd/ hh[ . mj . ss[.nsnsns]]]],
ENDDATE = yy. mMm dd/ hh[ . mj . ss[ . nsnsns] ] ],
[DUWP = {NJ DATA}]
[ SKI PERR= { 5| dec5}]
[SI ZE = 352| dec 5]
[ POOLSI ZE = 256| dec 5]
[ NBBUF = 160| dec 5]

Par ameter Description

number of copy filesto rollforward
This number must be a decimal between 1 and 12. It
indicates the real number of filesto rollforward. The
number of files given in VALUES must therefore be
twice as much.

The following two parameters make up a pair, repeated up to 12 (twelve) times. At
least one pair must be present.

copy filetorollforward Theimages that correspond to the file whose ID
followsinthe VALUES list are applied to this file.

corresponding journalized file
A journalized file whose images are applied to the
copy file with the preceding ID in the VALUES list.
Thisfileis always put in an auto-attachabl e catalog or
in SITE.CATALOG.
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The position of the following parameters is not important.

BEGDATE Rollforward start date. It isrecommended not to
providethis value if the save dates are stored in the
JAS Directory. Warning messages may be sent when
this date is provided, to specify that the date does not
correspond with the schedul es stored by the Journal in
its Directory.
Important: The year must be entered using 2 (two)
digits, and not 4 (four).

ENDDATE Mandatory rollforward end date. It is strongly
recommended to provide a date which corresponds to a
clean point on thefile.

Important: The year must be entered using 2 (two)
digits, and not 4 (four).

SKIPERR Decimal number giving the maximum authorized
number of consecutive errors without interrupting
rollforward.

DUMP Used to perform a dump if the step aborts.

SIZE, POOL SIZE, NBBUF Correspond with indications given in a JCL SIZE
order, to change the size of control memory or the
number of buffersto use.

This new function works in the same way as the utility ROLLFWD (with the same
messages and incidents), except that the end date is mandatory. Inthis
rollforward's sysout, a hoteis made that the rollforward is performed on a copy
file, whose name appears:

EXTERNAL FILE NAME: outfile name
LIKE: journalized file name
CATALOG: catalog name of thejournalized file

In the Step's JOR, we see the following:

RFW121 Nth File: EFN= name of filerolled forward
LIKE: EFN= name of journalized file ROLLFORWARD IS
SUCCESSFUL

47 A2 37UF Rev05 6-17



File Recovery Facilities User’'s Guide

6-18 47 A2 37UF Rev05



7. JRU (Journal Recovery Utility and
Functions)

Introduction

The function of JRU (Journal Recovery Utility) is to restore the After Journal to an
approximative logical state when it has been corrupted because:

» either aTDS was unable to supply the list of aborted commitment units,

» or the JAS directory was not accessible at system restart after a crash or at
takeover.

If the After Journal is corrupted, journalization is prohibited and the message JP44
(02) appears at the console:

JP44 jasname. AFTER JOURNAL MAY BE LEFT IN AN | NOONSI STENT STATE
DUE TO A SYSTEM ERRCR RC = return code

For SYS JAS and non-HA Private JAS, the message JP44 (01) appears at the
console:

JP44 jasname. AFTER JOURNAL MAY BE LEFT IN AN | NOONSI STENT STATE
DUE TO A SYSTEM ERRCR RC = return code
RUN THE SYSTEM AFTER JOURNAL RECOVERY UTILITY (JRUY)

All journalizing steps abort with message JP44 appearing both at the consoleand in
their JORs.

After Journalization can only resume after JRU is executed. See Incidents on JAS
directory (section 2.2.5.2).

For SYS JAS, the operator must activate JRU.
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For private non-HA-type JAS, JRU is activated at the start of the journalization
session, but the operator can activate JRU to avoid aborting TDS or batch steps.

For HA-type JAS, JRU is activated if necessary when the JAS itself is started.

Before the After Journal is stabilized, the utilities ROLLFWD and DUMPJRNL
cannot be executed.

The JRU functionality is implemented within the load module H_RECOWV. It
consists of two steps, thefirst being activated only for SYS JAS. See How
ROLLFWD Works (section 6.3).

After JRU has been executed:

» run RESTORE followed by ROLLFORWARD for each file which is unstable
and check its contents since images which should have been applied may have
been invalidated (check against listed invalidated modifications),

» saveall user files using the FILSAVE tility,

« and recycle the After Journal files concerned to start journalization with a
consistent After Journal.
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Activating JRU

JRU must be executed when the After Journal is corrupted:

For SYS JAS, JRU may only be submitted under the project SYSADMIN by the
JCL command:

EJR JRU SYS. HSLLI B;

For private non-HA-type JAS, JRU is a service job which:

» may be submitted under the project SYSADMIN by the JCL command:
EJR JRU SYS. HSLLI B VL=j ashang;

 isautomatically submitted at the start of a journalization session, if necessary.

For HA-type JAS, JRU is a service job which is activated automatically when the
JAS receives the order to switch to the ACTIVE state:

« either on submission of the SSRV command which switches the state of the JAS
from EMPTY to ACTIVE, except in the case where user files must first be
recovered before the JAS can be started (for which message JP75 appears on the
console),

« or when the state of the JAS switches from BACKUP to ACTIVE in the case of
takeover when JRU is activated after the RECOV step has completed.

The operator can therefore activate JRU by terminating (TSRV jasname) and
restarting the JAS (SSRV jasname).

Necessary Resour ces

» jasname.JADIR, the JAS directory,

« theprimary After Journal files whose contents have yet to be transferred. The
volume(s) containing these files must be available since JRU may access the
same file several times during its execution.

JRU Restriction

The JAS directory and After Journal files must not be used simultaneously by other
jobs.
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7.3 How JRU Functions

JRU is composed of two modules:

« thefirst module determines which After Journal files on VBO disks are to be
salvaged and does so. Theresult of the first module is equivalent to the results of
thefirst H_ RECOV step and the FILCHECK step. See First step of the
H_RECOV load module for JRU (section 7.3.1),

« the second module corresponds to the second H_RECOV step and performs
recovery on the After Journal files. See Second step of the H_RECOV load
module for JRU (section 7.3.3).

Only the second module of JRU is executed for Private JASsince all files are FBO.

7.3.1 First Step of the H_ RECOV Load Module for JRU

Thefirst JRU step determines which After Journal files referenced in the JAS
directory are unstable and are located on VBO disks. JRU compiles alist of all
such files.

Since private After Journal files are never located on VBO disks, thisfirst step is
never executed for Private JAS.

7.3.2 Correcting Errors by FILCHECK

The FILCHECK utility only applies for SYS JAS.

JRU activates the FILCHECK utility on the files previously found to be unstable
and located on VBO disks. When FILCHECK discovers inconsistenciesin afile, it
outputs a detailed report listing the errors detected and corrected, in thefileand in
its labd status. If FILCHECK is unableto correct an error detected, it suggests
actions which the user should take.

For further information about FILCHECK, refer to the Data Management Utilities
User’s Guide.
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7.3.3 Second Step of the H_ RECOV Load Module for JRU

For Private JAS, only this step is executed.

7.3.3.1 Logical Salvaging on After Journal

JRU performs logical salvaging on the current After Journal file and informs the
user of the action it has taken.

7.3.3.2 Aborted Batch and IOF Steps

JRU compiles alist of the Batch and I0F steps still known as active steps in the
JAS directory, which must be now considered aborted since they have not
terminated. Each step islisted with its ron (run occurrence number), its step
number and its checkpoint number.

7.3.3.3 Aborted TDS Commitment Units

JRU considers aborted those TDS commitment units:

» which have generated After Images to update user files,
« and which appear in the system After Journal as not having committed.
JRU writes these commitment units to the JAS directory.

NOTE:
A commitment unit which has generated only user journal records, and which
does not appear as having committed in the system After Journal, is not
considered aborted by JRU.

JRU may not declare aborted certain commitment units which have not committed
from the point of view of TDS. Such commitments have passed through the TDS
logical commitment stage. The number of commitments in this caseis extremely
limited, and can never exceed the number of TDS simultaneities.
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To facilitate detecting these commitments so that the user can do whatever is
necessary, JRU outputs for each commitment declared aborted, the user fileimages
and user journal records belonging to that commitment. If aTDS journal is used,
these images are preceded by:

» apageidentifying the TDS see TDS Identification (section 7.4.4),

 and a heading for each commitment, see Aborted Commitment Units (section
7.4.5).

The user journal records are output in the order of that they are journalized. The
user identifier, and the date and time of journalization is given for each record. The
datais taken from the user journal header as defined in the TDS Administrator’s
Guide. The outputs are shown in hexadecimal on the left and in alphanumeric
format on the right.

The user fileimages are output following the user journal records, also in the same
order that these are journalized. At each change of file, thefileidentifier is
repeated. The structure of the lines output is shown in Paragraph 6.4.5 with the
following explanation:

« type of operation such as PUT/WRITE, UPDATE and DELETE,
« therecord address not applicable to UFASrelative files,

« theimage of the updated record in hexadecimal format and in alphanumeric
format.

7.3.4 Final Report

JRU prints out the result of its actions for each TDS at the end of the report. If JRU
has terminated correctly, the user must reset the user files updated by TDS to their
last logical state by:

 running RESTORE followed by ROLLFORWARD for the unstablefiles,

« then checking their contents manually according to the listed invalidated
modifications.

When thisis done,

» saveall user files using the FILSAVE tility,

« and recycle the After Journal files concerned to start journalization with a
consistent After Journal.
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7.3.5 Non-Recoverable Errors

If JRU detects a hon-recoverable error, the JAS directory remains in an inconsistent
state. Journalization however, will be allowed. HA-type JAS will switch to
ACTIVE state. A warning message is sent to the JOR and in the Sysout of JRU:

RY350 WARNI NG THE JOURNALI ZATION | S AUTHCRI SED | NSTEAD UNSTABLE.

Message RY 350 always means that future rollforwards are not guaranteed. The
operator should always check in the SYSOUT of the JRU that recovery has been
successful for whatever JAS JRU was activated, and is advised to:

« ensurethat no journalization takes place on this JAS since the journal files are
not in a consistent state,

» run FILREST followed by ROLLFWD for each filewhich is unstable and check
its contents manually since images which should have been applied may have
been invalidated,

» saveall user files through the FILSAVE tility,

» and RECYCLE the After Journal files concerned to start journalization with a
consistent After Journal.

The MNJAS REBUILD command can be used to reconstruct the Directory if the
JRU function fails to do so. The REBUILD function operates on a save of the JAS
directory or on thefileitself.
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7.4 Output from JRU

In the course of its operation, JRU produces several types of report. Examples of
each type of report output by JRU are treated.

7.4.1 List of After Journal Files Processed by FILCHECK

R EEE R RS RS SR EEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEEREEEEE LS

* GHECK AND RESTCRE LABELS FCR *
* SYSTEM AFTER JOURNAL FI LES *
* EXECUTE FI LGEXK *

R EEE R R EEEE SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

REPCRTI NG TI ME 10: 53: 14 MAR 28, 1990

R EEE SRR SRS SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

* FI LHECK LAUNGHED FCR FI LES *

R EEE RS EEEE SR EEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEE S

SYS. JA J1. FIRE

7.4.2 Logical Salvaging on After Journal

R EEE RS EEEE SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

* LO3 CAL SALVAA NG CF *
* SYSTEM AFTER JOURNAL FI LES *

R EEE RS EEEEE SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

REPCRTI NG TI M= 10: 53: 34 MAR 28, 1986

R EEE RS EEEEE SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

* LI ST OF GECKED AFTER JOURNAL *
* FI LES *

R EEE RS RS RS SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

Jjasnane. JA. J1Fl RE
RY227 - LAST ADDRESS HAS BEEN UPDATED
RY245 - CURRENT LAST ADDRESS | N DI RECTORY HAS BEEN UPDATED
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7.4.3 Aborted Steps

R EEE RS EEEE SR EEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEREEEEE LS

* LI ST G- BATCH | - STEPS *
* DECLARED ABCRTED *

R EEE R RS RS SR EEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEEREEEEEEE

REPCRTI NG TI M= 10: 53: 48 MAR 28, 1986
RY255 - | DENTI FI CATICN STEP - RON X1316 STEPN = 1 OKPT = 1

7.4.4 TDS Identification

R EE SRR RS EEEEEEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEEREEEEEEE

* TDS | DENTI FI CATI O\ ACT *

R EEE RS EEEE SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE
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7.4.5

J-DATE: 28/ 03/ 86

J-TIME 10:28: 18

J- HEADER

0 0000

32 0020

DATA

0 0000

32 0020

64 0040

J-TIME 10:28: 18

J- HEADER

0 0000

32 0020

Aborted Commitment Units

J-TYPE 01

FOF10000 00880001
40F2F8F0 F3F8F600

52C160E6 09C94040

Cl60E6D9 C940FO0F1
40404040 40404040

40404040 40404040
40404040 40404040

40404040 40404040

J-TYPE 09

FOF90000 00880001
40F2F8F0 F3F8F600

020012

EFW Fl GHADK

CPERATI CN TYPE ( PUT/ WR TE)

RECCRD KEY

0 0000

32 0020

64 0040

FOF1F2F7 40F04000
00000000 00000000

00000000 00000000
00000000 00000000

00000000 00000000

J-USID BIBO17

J-TXMJ) 139 J-TPMJ 1

Qo206 F1F74040 C3023F3A BECLC3E3

01 @@@B017 COEEECT 280386
40004B @-W @

F2F74040 40404040 40404040 40404040
A-VWR 0127

40404040 40404040 40404040 40404040

Qo206 F1F74040 C3023F45 10CLC3E3
09 @ @@B017 COEEECT 280386

@@

00000000 00000000 00000000 00000000
0127.0

00000000 00000000 00000000 00000000

00000000 00000000

7-10
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7.4.6 Final Report

R EEE RS EEEE SR EEEEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEREEEEE LS

*  THE DI RECTCRY jasnane. JADIR | S RECOVERY FCR THE TDS: ACT *

* TO RECOVER THE STATE CF YOUR FI LES YQU MUST DO *
* - RESTCRE FI LES THAT ARE UPDATED BY THE TDS *
* - BEXECUTE ROLLFCRWARD TO REACH THE LAST STATE *

R EEE RS R RS RS SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEEREEEEEE S
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8. Transactional Context Recovery Facility
(TCRF)

8.1 Introduction to TCRF

TCRF (Transactional Context Recovery Facility) operates in a non-HA coupled
system environment in order to enable TDS applications running on one of the two
systems to be restarted on the backup system if the first system has failed. It has
three main objectives:

To provide information about the failed system which includes:
- alist of al TDS and batch/IOF files currently in use,
- alist of al the steps being executed which access these files.

To ensure the recovery of thefiles as far as possible.

To enable restarting the TDS applications and reconnecting the users.
Journalization will be then donein the SYS.JRNAL file of the backup system
and in the After Journal files of the failed system (including the SYS.JADIR
file).

TCRF can be used solely to perform the recovery of thefilesjournalized in a
system that has failed. Thisis particularly useful when the failed system has to
undergo a COLD or CLEAN restart which prevents immediate recovery (rollback
and dynamic rollforward) from being performed.

TCRF can berun in the following system configurations:

a single DPS 7000 system on which two separate sets of system volumes are
available, recovery occurring between one set of system volumes and the other.
This use of TCRF enables recovering the user files which a mandatory COLD or
CLEAN restart would have left unstable,

a coupled DPS 7000 system, recovery occurring on the available backup system
if the other system fails.
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TCRF hasto be activated by the SY SADMIN project.

TCRF is not supported if the backup system being in private mode (supporting
non-HA Private JAS), the private JAS are created.

8.1.1 General Description

The general principle of TCRF consists of:

» performing the recovery of thefiles using the system files and SYS JASfiles
(including the SYS.JRNAL) of thefailed system,

« enabling the execution of the TDS applications with journalization in the SYS
JAS of thefailed system (excluding SYS.JRNAL); the SYS.CATALOG of the
backup system is modified to ensure that.

Returning to the failed system once recovered requires the following precautionary
MeasUres:

» onthe backup system, terminate all steps journalizing in the SYS JAS of the
failed system,

» modify the SYS.CATALOG of the backup system so that it will no longer
catalog the SYS JAS files of the failed system,

 thenrestart the failed system.

8.1.2 Recovering Journalized Files

Integrity is ensured for all files protected by SYS JAS, in the following way:

» TheJAS Directory SYS.JADIR is updated with aborted FRUs. This sets the
After Journal to a stable state, and allows files protected by the After Journal to
be statically or dynamically rolled forward.

 Files protected by the Before Journal arerolled back to their last stable state.

 Files protected by the After Journal and accessed in deferred update mode are
rolled forward.
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8.2 TCRF Components

The TCRF job is made up of the following components:

» A sequence of JCL called TCRFAB, which is stored in the system source
language library SYS.HSLLIB.

» Two utilities, H_ DUALAB and H_DUAL1AB, stored in the system load module
library, SYS.HLMLIB, which control the file recovery operations.

» A set of general purpose utilities.
Thefollowing diagram illustrates how TCRF works.
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System(s) in Normal operation

Casel Case 2
System A
TDS -oriented System B System

System 1
disks

Case 1: System A and B are coupled. System A is transaction-oriented,
while System B cannot support an application journalizing in
the After Journal at the time of TCRF. Each system functions
with its own set of system disks.

Case 2: A monosystem runs TDS and Batch applications with a set of
System 1 disks while another set of System 2 disks is present
but not operational.

System(s) when Failure Occurs

System B System

System 2
disks

System 1
disks

System 2
disks

System 1
disks

Case 1: System A crashes. If System B runs jobs journalizing in the
After Journal, these must be terminated before TCRF is
activated. TCRF ensures recovery of the journalized files
of all steps executing on System A before the crash. TDS
sessions can then be restarted manually on System B.

Case 2: The monosystem crashes. It is reinitialized from the set of
System 2 disks. TCRF ensures the recovery of the journalized
files of all the steps before the crash. TDS sessions can then
be manually restarted.

Figure 8-1. Purpose of TCRF
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Preparations for Running TCRF

Introduction

The basic requirement of TCRF is that processing on the backup system is not
interrupted. Procedures must be established for taking over the resources on the
backup system which are required to run the TDS applications. Resources include
memory, disk volumes and terminals.

Restarting TDS applications requires knowing which peripherals to transfer, and
which jobs arelikdly to be in the HOLD state when the backup systemis
overloaded. Installations must be able to switch disk volumes between the two
systems. Telecommunications lines must be able to switch over to the other system.

All system and user files on the main system must be availabl e to the backup
system. Thisis not a problem for user files when private catalogs or the
SITE.CATALOG are shared, but precautions should be taken in the case of system
files.

If the main system uses an After Journal, and if any TDS applications which use
the After Journal areto be transferred to the backup system, the backup system
must not have an After Journal which is active at the time of transfer.

Hardware Considerations

The volumes of the failed system, which hold the system files, the TDS files and
the user files, must be accessible to the backup system while TCRF isrunning. The
drives on which these volumes are mounted must ether be declared shared at
system initialization between the two systems or manually switchable. In the latter
case, the operator must issue the command: RDV Msnn [ SHARED] .

Since, after a system failure, the controller supporting the system volume is always
inthe HOLD state, the operator must rel oad the failed system to release the
controller before running TCREF. If thisis not possible, the operator must use the
command RDV FORCE for every inaccessible volume.
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8.3.3 Software Considerations

8.3.3.1 System Files on the Failed System

Thefollowing system files of the failed system must be accessible from the backup
system while TCRF is being run:

SYS. SYSTEM Must be catal oged in the SYS. CATALCG

SYS. PVMF( 1) This set of files nmust be present in
all cases and cataloged in the

SYS. CATALOG
SYS. CATALOG
Must be present.
SYS. JRNAL
Must be present and catal oged in the
SYS. CATALOG
SYS. KNODET
Must be present and catal oged in the
SYS. CATALOG
SYS. JADI R
Must be catal oged in the SYS. CATALCG
SYS. JA Ji

After Journal files nmay be used by the
static and dynamic rollforward, or as

current files for journalization when

applications restart.

They must be catal oged in the

SYS. CATALOG

8.3.3.2 Resident Files on the Failed System

Thefiles used by TDS, including SWAP and DEBUG files, should not be declared
resident at TP7PRERP. It is good practice to catalog them. If they are declared
resident, however, they must reside on shared volumes; otherwise they will not be
accessible from the backup system when the TDS restarts.
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8.3.3.3 System Files on the Backup System

Thefollowing system files of the backup system must be present while TCRF is
being run:

SYS. SYSTEM | I n all cases.

SYS. CATALOG | Must be present.

SYS.JRNAL |}
} Must not be |located on the sane
SYS.JADIR |} nedia as the corresponding fil es of
} of the failed system
SYS. JA Ji }

8.3.3.4 SYS.JRNAL Block Size

From GCOS 7-V7 TS7458, the system administrator can choose the block size of
the Before Journal files so that it is best adapted to the disk configuration. Asa
result, when TCRF isto be used, you must make sure that the Before Journal block
size on the backup system is the same as that on the failed system.

8.3.3.5 TDS Cataloged Files

Thethree main TDSfiles, tds-name.CTLN, tds-name.CTLM, and tds-
name.RECOV, must be accessible to the backup system before TCRF can execute.
Thesefiles must either be cataloged in a private automatically attachable catalog
which is recommended, or be declared as resident files which is not advised.

In the following cases, thesefiles are already accessible to the backup system:

» Thefiles are cataloged files, and there is one SITE.CATALOG file shared
between the two coupled systems.

» Thefiles are uncataloged resident files, on a shared volume.

In all other cases, these files must be explicitly made available. This is done under
the SYSADMIN project as follows:
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For cataloged files when there are separate SITE.CATALOG files, the catalog
containing the entries for these files must be attached to the SITE.CATALOG of
the backup system. This can be done in one of two ways:

 Either execute the following sequence of JCL (or corresponding GCL
commands) on the backup system:

CATALOG X, TYPE = DR
CATALOG X CATALOG TYPE = FI LE, SHARE = FREE;
CATMCD F X CATALOG DVC = dvc, MD = nedi a;

CATMID F X CATALOG AUTQATT,

» where X.CATALOG is the name of the private catalog, and dvc and media are
the device class and media name respectively of the disk volume which holds
this catalog. Thisisthe easiest solution.

« Or run TP7PREP on the backup system, using the same parameters as when it
was run on the failed system, with the keyword DEAL=N.

For uncataloged resident fileswhich are not held on a shared volume, the backup
system must be interrupted and restarted, with the volume declared as resident.

NOTE:
If each system hasits own SITE.CATALOG, thelists of catalog objects such as
user-names, projects, billings, passwords and access rights must be consistent
for both systems.

8.3.3.6 System Date

The term date means date and time.

The date of the failed system and the backup system must be consistent. When the
After Journal is transferred, the date of the backup system must be later than that of
thefailed system. Otherwise, thereis arisk of predating. Refer to "Setting the
System Date and Time" in Chapter 2.
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8.3.3.7 Transaction-Oriented Systems

If either of thetwo options TDS or ALL is specified in the call to TCRF, there must
not be any TDS active on the backup system with the same name asa TDS on the
failed system.

8.3.3.8 Communications Considerations

The NETGENSs (Network Generation) of the two systems and the SY SGENs
(System Generation) of their respective frontend processors, must be compatible if
both systems are to be mutual backups for each other in resuming communications
with all correspondents, namely:

« theremote systems declared by one system must also be declared with identical
values by the coupled system,

« all terminals declared for the frontend processor of one system must also be
declared with identical values for the frontend processor of the coupled system.

The frontend processor can be either the Datanet, the CNP7 or mainway. Refer to
Networks: Overview and Generation Manual.

8.3.3.9 Buffer Space and Memory Allocation

The backup system need not have the same amount of memory as the active
system. It is possibleto alter the JCL of the system running the TDS to modify the
amount of memory required by TDS through the SIZE parameter.

NOTE:
It is normal to restart only some TDS for performance reasons. For example, a
user with four TDS may restart only two of them, the other two waiting until the
failed system has been repaired.
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8.4 Running TCRF

This paragraph describes how TCRF is activated, the input parameters and the
output report.

Refer to How to Use TCRF (section 8.5) and How to Return to the Original System
(section 8.6) before running TCRF to be able to take the necessary precautions and
decisions concerning the restart of journalization on the Backup system and the
return to the repaired system. If the step-by-step sequence indicated in these
paragraphs is not observed, the integrity of user files and Journal files may not be
assured.

8.4.1 Activation

The JCL required to run TCRF is called TCRFAB and islocated in SYS.HSLLIB.

TCRF is normally run from aterminal using the GCL command
ENTER_JOB_ REQUEST, but it can also berunin batch, asa job, using the JCL
statement RUN.

TCRF can only be run by aregistered user of the SYSADMIN project.

TCRF isinteractive in dialog and response from the submitter. The submitter of
TCRF must therefore remain logged until TCRF completes.

8.4.2 User Input to TCRF

TCRF begins by asking three questions, in the following order:

| NTERRUPTED SYS. CATALGCG D SK DEVI CE CLASS?
ANSVER, MY D00, MS/ B1O.. .

Givethe device class of the disk containing the System Catalog of the failed
system. This device class may be MS/B10, MS/D500 or MS/FSA according to the
site configuration.

| NTERRUPTED SYS. CATALOG VOLUME SER AL NUMBER?
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Givethe name of the disk on which the System Catalog of the failed systemis
located.

REQUESTED BACK UP?
TYPE ONE OF THE THREE VALUES: INFQ TDS, ALL.

ANSVERS = ("INFO, 'TDS, 'ALL');

Key in the apppropriate answer for how TDS is to restart. The options are
explained below in TDS- ALL (section 8.4.3.2).

NOTE:
The option TDS originally restricted recovery to TDS. It now has the same
functionalities as the option AL L so that it will always guarantee the integrity
of files even when they are shared between Batch and TDS.
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8.4.3 Backup Options

8.4.3.1 INFO

The INFO option provides the following:

« liststhe activity of the system when it failed, namely:

- the user files that were being used,
- and the steps that were executing and accessing those files.

« unlocks thefiles on the shared volumes that were locked by the failed system to
enable the TDS(s) to access these files from the backup system,

« and salvages monovolume VBO BFAS sequential files by the FILCHECK
utility.

List of Files That Vere Being Used

| NTERRUPTED Sl TE SYS. CATALOG D SK EXPV3S . USER FI LES

[ FI LE NAME * FILEST * JRNL * ACCESS * DVC * V.S.N]
[ FI LE. CATALOG * CAT  * * * M5 * PCDB50]
[ ACT. CTLN * CAT  * * WTE * M5 * PCDB50]
[ TSU SOHEMA- LI B * UNCAT * * * M5 * PCDB50]
[ TORF. CATALOG * CAT  * * WTE * M5 * PCDBE50]
[ TSUAREAL * UNCAT * * * M5 * PCDE50]
[ FI CHADK * UNCAT * * WTE * M5 * PCDBE50]
[ ACT. SWAP * CAT  * * WRTE * M5 * PCDB50]
[ ACT. RECOV * CAT  * * WTE $ M5 * PCDS50]
[;2000111.. SYSIRAL  * TEMP  * * * MB * PCDB50]
[ ACT. CTLM * CAT  * BEFORE* WRTE * M5 * PCD550]
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NOTES:
1. FILEST (file status) can be TEMP, UNCAT or CAT.

2. JRNL isthe option in the catalog for file with BOTH, BEFORE or
AFTER.

3. ACCESSisWRITE for file opened in APPEND, UPDATE or OUTPUT.
No processing mode means the file was either being read or skipped.

List of Steps That VWre CQurrently Executing
STATE CF CURRENT STEPS CN | NTERRUPTED SI TE.
JOB I CF USER=SYSADM N PRQOJECT=SYSADM N Bl LLI NG=SYSADM N
->STEP H LI BVAI NT WAS | N EXECUTI ON
JOB ACTAFTA  USER=SYSADM N PRQJECT=SYSADM N Bl LLI NG=SYSADM N

->STEP ACT WAS | N EXECUTI ON

JCB ACTASTOR USER=CPERATCR PRQJECT=SYSADM N Bl LLI NG=I NSTALL

->STEP BI Bl WAS | N EXECUTI ON
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8.4.3.2 TDS-ALL

This option recreates the environment for the warm restart of the TDS(s).

Depending on the level of fileintegrity required by the active TDS, files protected
by the Before Journal are rolled back. Files protected by the After Journal and
accessed in Deferred Update mode are rolled forward.

A File Recovery Report is printed showing how each file has been rolled forward
or rolled back.

When all the files have been updated, for each TDS application, the following
message appears on the consol e from which TCRF was activated:

BU37 tds-name TDS SUBSYSTEM | S READY FCR REACTI VATI ON
(AFTER JOB COMPLETI ON)

The MNJAS command LIST is then executed. Examine the output of this
command if the following message appears at the submitter’s terminal:

BACK UP WARNI NG ANCQVALI ES HAVE BEEN DETECTED IN SYS. JADIR
CF FAILED SITE
FUTURE ROLLFCRWARD NOT GUARANTEED.
PLEASE CHECK REPCRT CF STEP H JAGEN

If the recovery has succeeded,

« thefailed system SYS JAS directory references replace those of the backup
systemin the SY S.CATALOG of the backup system,

 and the After Journal files of thefailed system SYS JAS are cataloged in the
SYS.CATALOG of the backup system.

This enables journalization to continue on the same After Journal files, even though
on another system.

The system administrator must therefore save the references of the backup
system to the SYS JAS files before executing TCRF, so asto be able to restore
them to theinitial stateif returning to the original system.

After TCRF has completed, the TDS identified in the console messages can be
restarted, provided that the corresponding sharable modules have been loaded on
the backup system.
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Therestart of TDSis quicker if the following modules on both systems are
available:

« its sharable modules are |oaded,

« itsload modules are pre-initialized.

Fil e Recovery Report

. STEP Ml GLCBAL JOURNAL CPTION BOTH

.TYPE : T.D S. SUBSYSTEM

.FILE : D RECT2
.MEDI A : K014
. ROLLBACK PERFCRVED. NUMBER CF RCLLED BACK BLOCKS: 0

.FILE : SEQ
.MED A : K014
. ROLLBACK PERFCRMED. NUVBER OF ROLLED BACK BLOCKS: 0

FILE : | SEQ
.MED A : K014
. ROLLBACK PERFCRMED. NUVBER OF ROLLED BACK BLOCKS: 110

.FILE : M.DSI SEQ
.MED A : K014
. ROLLBACK PERFCRMED. NUVBER OF ROLLED BACK BLOCKS: 0

.FILE : D RECT1
.MEDI A : K014
. ROLLBACK PERFCRVED. NUMBER CF RCLLED BACK BLOCKS: 0

CFILE : SEQL
.MED A : K014
. ROLLBACK PERFCRMED. NUVBER OF ROLLED BACK BLOCKS: 0

CFILE : ISEQ
.MED A : K014
. ROLLBACK PERFCRMED. NUVBER OF ROLLED BACK BLOCKS: 0

.FILE : D RECT2
. DYNAM C RCLLFCRWARD SUCCESSFUL. RCLLED FCRWARD RECCRDS= 38

BW37 M1 TDS SUBSYSTEM I S READY FCR REACTI VATI ON
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8.5 How to Use TCRF

8.5.1 Releasing the Resources of the Failed System

The INFO option prints information on the volumes of the failed system containing
the following system files, in which case these volumes must be mounted and
online:

. SYS.CATALOG
« SYS.SYSTEM.
. SYS.KNODET.
. SYS.PVMF().

If ALL or TDS options are specified, the following resources must also be made
available to the backup system:

« resources concerning the TDS, namely:

- all filesused by the TDS,
— all load modules of the TDS,
- and the sharable module library which contains the load modules

» theBefore and After Journals,
« and all terminals.

If some of these files are on shared volumes, the drives must be released, as
follows:

 reload thefailed system,
« for each statically shared drive in the HOLD state, enter the command,
« MDHW I N

 on the backup system to allow this system to take exclusive control of the drive.

NOTE:
In some extremely rare cases, some drives are not rel eased when the failed
system is reloaded. The disks must be set to the OFF-LINE state to remove any
protection set on them by the failed system. However, this should be done only
if it isabsolutely necessary as some disks take a long time to restart.
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General Operations

Perform the following after the drives have been released from the failed system:

» Switch over any directly connected terminals to the backup system.
» Load FEPSif it has not already been loaded.

» Ensurethat all files accessed by the TDS and cataloged in private catalogs are
accessible by the backup system.

» Run TCRF, and if necessary, hold those jobs that do not have the required
resources.

» Load the TDS sharable modules into backing store, if not already been loaded.
+ Restartthe TDS.

JAS Directory Updating Operations

TCRF isresponsible for updating the SYS JAS Directory with the FRUs aborted
on thefailed system. In order to do so, TCRF needs access to some files:

« CTLN, RECOV and SWAP of al the TDS that were running on the failed
system. If one of them is not accessible, the messages BU11, BU12, BU13 and
BU14 will appear to the console:

- if the operator keysin STOP, TCRF terminates and the recovery will be
performed when the failed system is restarted,

- if the operator keysin CONTINUE, TCRF proceeds on the other TDS, but no
dynamic rollforward will be executed, and the user files will remain unstable.

» the SYS JAS Directory of thefailed system SYS.JADIR. If it is hot accessible,
the messages BU15 and BU16 will appear to the console:

- if the operator keysin STOP, TCRF terminates and the recovery will be
performed when the failed system is restarted,

- if the operator keysin CONTINUE, TCRF goes on, but no dynamic
rollforward will be executed, and the user files will remain unstable.

In the case where the access to one of these files has not been possible and where
the operator has keyed in CONTINUE after the execution of TCRF, the system
administrator must:

« execute JRU for SYS JAS in order to be able to restart TDS or issue the MNJAS
REBUILD command,

 and perform static recovery of user files which remain unstable, with the
ROLLFWD utility.

47 A2 37UF Rev05 8-17



File Recovery Facilities User’'s Guide

8.5.4 Rollback Operations

If the backup system does not have enough disk drives to load the files for rollback
operations from the failed system, the following messages will appear at the
console for each file that cannot be rolled back:

BW1 tcrf-ron RCLLBACK NOT PCSSI BLE FOR THE UPDATES
MADE BY JOB user-ron tds-name
BW2 ON FH LE
EFN =ef n
MED A = nredi a- nane
RC = return-code

followed by:

BUWO3 DO YQU WANT TO HOLD JCBS
TO PERFCRM A TOTAL ROLLBAXK FCR TH S STEP?
ANSWER YES R NQ
I F YES, ANSVWER WHEN MEDI A MOUNTED.

Total Rollback
If total rollback is required:

» mount the required media using the MDHWcommand,
» keyinYES.

If rollback is successful, the following message appears:
BU37 tds-nane TDS SUBSYSTEM | S READY FCR REACTI VATI ON

A warm restart for the application can be performed.
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Partial Rollback

If the required media cannot be mounted (NO has been the answer to BUO3), the
following message appears for allowing partial rollback for each step:

BUW04 ron DO YQU WANT
TO O\NLY ROLLBACK THE OTHER FI LES?

ANSWER YES R NQ
IF YES, NON RCLLED BACK FI LES | NTEGR TY

I'S NOT GUARANTEED.

» YES performs partial rollback and unused Before Images are deleted. The
following message then appears:

B4 tds-nane TDS SUBSYSTEM PARTI ALLY READY.
REACTI VATI ON QUESTI ONABLE.
» TheTDS can now be started on the backup system.

» NO resultsin none of thefiles being rolled back. The contents of the Before
Journal are saved, and the files can be recovered when the failed system is
restarted.
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8.5.5 Dynamic Rollforward Operations

TCRF isresponsible for rolling the user files forward. In order to do so, TCRF
needs access to some files:

« theAfter Journal files active when the failure occurred in the other system. If
one of thesefilesis not accessible, the messages BU17, BU18 and BU19 will
appear to the console. The action taken by TCRF depends on the operator
response:

- If YESafter having freed the resource, TCRF resumes its processing,

- If NO, TCRF terminates and the recovery will be performed when the failed
system restarts.

« theuser files accessed by the TDS applications in Deferred Update mode.

- |f adrive supporting one of thesefiles is not accessible, the messages BU20,
BU21, BU22 and BU23 will appear to the console. The action taken by TCRF
depends on the operator response:

- If YES after having released the resource, TCRF resumes its processing,

- If NO, TCRF stops the dynamic rollforward for this TDS and proceeds on the
other TDS. No dynamic rollforward will be performed when the failed system
restarts, but the After Journal can be used for deferred recovery.

« |If afile cannot berolled forward, the messages BU24, BU25 and BU26 will
appear to the console. The action taken by TCRF depends on the operator
response:

- If RETRY, TCRF terminates, and the recovery will be performed when the
failed system restarts,

- If UNSTABLE, TCRF performs the dynamic rollforward for all the other files.

- A deferred recovery will be necessary to recover the user file which remains
unstable.
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How to Return to the Original System

When the TDS applications have been transported from the failed system to the
backup system, restarting the failed systemis easy if the session on the backup
system terminates normally. Apply the normal procedure.

It is therefore strongly recommended to return to the original system, onceit has
been repaired, after the session on the backup system has terminated normally. If a
system failure occurs on the backup system, the backup system should be restarted
before returning to the original system. If it is not possible, apply the emergency
procedure.

To operate the procedures correctly, it is necessary to understand the following:

» the SYS.CATALOG used on the backup member was the backup system
SYS.CATALOG

» the SYS JAS Directory used on the backup member was the failed system SYS
JAS Directory,

» the SYS JAS After Journal files used on the backup member were the failed
system SY S JAS After Journal files. Some new secondary After Journal files
may have been created if MNJAS TRANSFER_PRIMARY has been used on
backup system,

» the SYS.JRNAL of the failed system has been purged of all that concerned the
steps which were rolled back by TCRF,

» the TDS Before Journal files of the TDS which were transported on the backup
system may have been located in a non-shared media of the backup system.

Normal Procedure

Thefollowing isto be doneif the failed system does not restart before the backup
session has normally terminated (all TDSs must have terminated).

1. Beforethefailed system isrestarted, update its SYS.CATALOG with the new
secondary Journal files that may have been created. This can be done on the
backup system:

ATT CAT1=( SYS. CATALCG MD=f ai | ed_system nedi a
DVC=f ai | ed_system dvc
CAT2=( SYS. CATALOG);
CATMOVE FROMESYS. JA | NFI LE=( SYS. CATALOG CAT=2
QUTFI LE=( SYS. CATALOG CAT=1) REPLACE
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2. Update the SYS.CATALOG of the backup system with the references of its
own SYS JAS directory of the backup system.

3. Peformarestart of thefailed system: a warm restart is recommended if there
are batch jobs to be repeated. The date and time of the repaired system must
beidentical to those of the backup system.

4. Do not repesat the steps which were rolled back by TCRF on the backup
system. In any case, a warm System Restart tries to perform rollback of all
steps that were journalizing in the Before Journal at the time of failure. Some
arorslogged in SYS.ERLOG must therefore be considered as normal events.

5. Acold start of the TDS is preferable, because the TDS Before Journal file
may have been located on a non-sharable media.

If the failed system can restart before the backup session has terminated normally,
use an alternate SY S.JADIR on each system. See Emergency Procedure (section
8.6.2).

8.6.2 Emergency Procedure

If afailure which occurs on the backup system during the backup session cannot be
repaired, do not restart the first failed system if its SYS.CATALOG references its
own SYS JAS Directory.

If thefirst failed system is repaired and then restarted, the list of stepsit restartsis
different from that known in the SYS.JADIR and based on the backup session. No
recovery can therefore be executed, and the After Journal becomes inconsistent and
the user files are damaged.

To avoid this, ensure that a SYS JAS Directory is not referenced by the
SYS.CATALOG of the two systems, at the same time.

Thefollowing procedure is recommended:

» when the coupled environment is installed, create an alternate SYS JAS
Directory on both systems (this alternate SYS.JADIR file, not created by
MNJAS CREATE, must never be used for journalization), using the following
command :

MDF SYS. JAD R CLEARMD,

For aVBO site;

PREALLCC
SYS. JADIR FI LESTAT = CAT, DVC = xxx,
AQCBAL = (MD = volnanel, SIZE = 1),
BFAS = (LINKQD = (BLKSIZE = 4070, RECSI ZE = 200,
RECFCRM = VB, D RSIZE = 1)),
EXPDATE = 365;
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For an FBO site:

PREALLCC
SYS.JADR UNT = BLOXX, DVC = M5 FSA,
A@CBAL = (MD = vol nanel, SIZE = 120),
LI NKQD = (TYPE = NONE, BLKSI ZE = 4070, RECSI ZE = 200,
MAXSI ZE = 680, DI RSIZE = 5,
RECFCRM = VB, LTRKSIZE = 1),

For both types of site:

MDF SYS. JADI R DEVOLASS=devcl| ass2
MD=vol narme2, | MPCRT;

» * volname2 contains the SY S.JADIR created through the MNJAS CREATE
utility.

» Figure 8-2 shows alternating files.

Alternate SYS.JADIRs
System A System B
SYS.CATALOG SYS.CATALOG
>  SYS.JADIR SYSJADIR €< —
Alternate Alternate
SYS.JADIR SYS.JADIR

The volume supporting the SYS.JADIR file allocated by TAILOR
must be different from the volume which supports the alternate
SYS.JADIR file.

Figure8-2.  Alternate SYS.JADIRs
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» After TCRF has been activated, run the following JCL from the backup system
to catalog the alternate SY S.JADIR of thefailed system in its SYS.CATALOG:

ATTACH SYS. CATALOG DVC = xxx, MD = fail ed-systemnedi a
CATMCDI F SYS. JADIR CAT = 1, DVC = xxx,
MD = fail ed-systemal ternate-sys. jadir-medi a

 Figure 8-3 shows the access between directory and catalog. System A isthe
failed system, and System B the backup system.

The Alternate SYS.JADIR in Use
System A System B
SYS.CATALOG SYS.CATALOG
> SYS.JADIR SYS.JADIR
Alternate Alternate
SYS.JADIR SYS.JADIR
Both System A and System B use JADIR files located in System A.
System A ccesses its alternate JADIR file while System B accesses
System A’s JADIR.

Figure 8-3. Use of Alternate SYS.JADIR

« |f the application on the backup system has terminated normally, run the
following JCL on the backup system:

ATTACH SYS. CATALOG DVC = xxx, MD = fail ed-systemnedi a
CATMCD F SYS. JADR CAT = 1, DVC = xxx,
MD = fail ed-systemtrue-sys.jadir-nedia

» Theoriginal SYS.JADIR will be accessed and the alternate SY S.JADIRs will
once again be backups as shown in Figure 8-2.

» Follow the Normal Procedure described in Paragraph 8.6.1.
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« |f the session crashes on the backup system, perform ISL and system restart on
the repaired system; now the SYS JAS Directory referenced by the failed
System Catalog is the alternate one.

» TCREF can then berun on the repaired System A in order to back up System B.
TCRF once executed results in the following situation:

Return to the Original SYS.JADIR After Journal
System A System B
SYS.CATALOG SYS.CATALOG
SYS.JADIR SYS.JADIR
. Alternate Alternate
SYS.JADIR SYS.JADIR
Both System A and System B access the same JADIR file in
System A. The alternate JADIR file in System A and the JADIR files
in System B are unused.

Figure 8-4. Return to Original SYS.JADIR After Failure

« |If new files have been added to the After Journal, the System Catalog of the
repaired System A is updated. A System Restart of the repaired system A must be
performed before restarting TDS to allow for journalization. All references on
the backup System B to the After Journal must be removed, as in the preceding

case (8.6.1).

NOTE:
Each time an alternate SYS.JADIR is referenced at System Restart, After

Journalization is not possible. JAR5 NJAFT and JP46 messages are sent to the
JOR.
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9. DUMPJRNL Utility

While TDSisrunning, TDS users are able to journalize their own private data in
the After Journal files of the JAS associated to the TDS.

The DUMPJRNL utility provides functions for:

 extracting this data called the User Journal from the After Journal,
« and writing it in APPEND mode to a sequential output file.

A new function, XDUMPJRNL, permits the extraction of the "user journal" of up
to 25 TDSs a onetime, with or without supplying the "start of extraction" date.
This function is described below in the section "The XDUMPJRNL Command"”.

NOTE:
As a consequence of the introduction of this new function, for integrity reasons,
DUMPJIRNL and XDUMPJRNL both consider that there might be valid data for
each user journal after the last extraction. Thisimplies that the
FORGET_USER_JOURNAL command of MNJAS does not work without the
FORCE parameter.
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9.1 User Interface

GCL and JCL syntax are almost identical. The differences are:

» STEPOPT and SIZEOPT which are JCL parameters,

» BEGDATE and ENDDATE where the year can only be expressed as two digits
in the JCL syntax.

GCL Syntax
DUMPIRNL  TDS=nane4
QUTH LE=( sequential -output-file)
[ QUTDEF=( define paraneters )]
BECQDATE=[ yy] yy. mm ddl hh[ . mf . ss[ . nsnsns] ] ]
[ ENDDATE=[yy]yy. nmddl hh[ . mj . ss[ . nsnsns] ] ] ]
[ DUP={ NO| DATA }]

Par ameter Description

TDS: Specifies the name of the TDS for which the data
records are to be extracted:

OUTFILE: Mandatory identifier for the output file to which data
extracted from the After Journal is appended.

NOTE: Therecord size of the outfile must be:

- variable, afixed record length may lead to
meaningless padding of the appended records

— and at least aslarge as the largest record appended,;
an insufficient record length leads to a DUMPJRNL
abort with LNERR (LENGTH ERRONEOUS)
return code.

BEGDATE: Mandatory starting date for DUMPJRNL of the
format:

[YY]YY.MM.DD/HH[.MMI[.SS[.mSmSmS]]]: Year,
Month, Day, Hours, Minutes, Seconds, Milliseconds
are 2, or 3, or 4 digit numbers separated by a"." or a
"I". "Year" can be expressed as two or four digitsin
the GCL syntax and as two digits only in the JCL

syntax.

9-2 47 A2 37UF Rev05



DUMPJRNL Utility

ENDDATE: Optional end date for DUMPJRNL of the same format
as BEGDATE. If omitted, DUMPJRNL extracts data
records up to the last date known at the time the utility

was activated.

DUMP;: NO (default)

STEPOPT: Allows specifying options to control the execution of
DUMPJIRNL; all standard values except REPEAT are
valid.

SIZEOPT: Allows specifying size parameters as defined for the

SIZE statement. See the JCL Reference Manual.

Constraints:

The system determines which JAS is associated to the TDS given as a parameter. If
the JAS is an HA-type JAS, DUMPJRNL can only berun if the JASisin ACTIVE
State.

NOTE:
MNJAS DISPLAY_LINK command enables to check which JAS protects the
TDS catalog (tdsname.CATALOG).
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9.2 Resource Management

9.2.1 Configuration Requirements

The output file is a sequential file opened in APPEND mode by DUMPJRNL and
assigned with the MOUNT option specified by the user. The default optionis
MOUNT=ALL.

Depending on the media containing the journal files, a DUMPJRNL step will
require either a magnetic tape handler or adisk driveto read the journal files.

9.2.2 File Assignments

The output file is assigned by DUMPJIRNL with ACCESS=WRITE.

Thejournal files needed by a DUMPJRNL step are assigned one-by-one in INPUT
mode. DUMPJRNL also needs temporary files for journalizing data and later
extraction.

9.2.3 Simultaneity of Actions Performed on a JAS

DUMPJIRNL can run independently of:

« After Journalization and
+ the MNJAS TRANSFER PRIMARY command.

If the current journal file required by DUMPJIRNL is being used by at least one
active journalizing step, thefileis closed. The After Journal resumes on a new file
fromthelist of journal files.

Similarly, if a step activates journalization while DUMPJRNL executes, the After
Journal switches to the next filein thelist only if the current journal file is needed
by DUMPJRNL.

ROLLFWD and DUMPJRNL utilities can run at the same time as DUMPJRNL
steps, all being normally scheduled and enqueued while awaiting access to journal
files required.
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Access Rights

If the three following conditions are true:

» theaccessrights areinstalled on the site,
» theTDSis cataloged,
 theadministrator has created the tdshame. DUMPJIRNL _CRTL directory in the

TDS catalog,

then the DUMPJRNL utility verifies that the project of the user has at least the
READ access right on the tdsname. DUMPJRNL _CRTL aobject.

If the user does not have READ access rights, the following error messageis
displayed in the JOR:

RFWL19 "ABNCRVAL PROCESSING RC = ... "

If one of these three conditions is not true, then every user can access information
in the User Journal through the DUMPJIRNL utility.
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9.3 Result of DUMPJRNL

On successful execution of DUMPJIRNL, the user data extracted from the After
Journal is available in the output file,

If abnormal events occurring befor e the output file was opened cause DUMPJRNL
to abort, resubmit DUMPJRNL without restoring the initial state of the outfile.

If abnormal events occurring after the output file was opened cause DUMPJRNL
to abort, restore the outfile to its initial state before resubmitting DUMPJIRNL.

The output file is opened by DUMPJRNL only if the following message is present
in SYSOUT:

R EEE RS RS EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEEEEEEEEREEEEE LS

CPEN | S REQU RED FCR THE QUTFI LE

R EEE SRR SRS SR EEEEEEEEEEEE SRR EEEEEEEEEEEEREEEEEEEEEEEEEREEEEEEE

A detailed report of the utility is written in the SY SOUT; areport of abnormal
events is written in the JOR and SY SOUT.

Abnormal events are also recorded in the SYS.ERLOG file. The PRLOG utility
prints out the contents of SY S.ERLOG for debugging purposes.
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9.4 DUMPJRNL and Automatic Journal File Cycling

@

TheAfter Journal of a JAS reuses obsolete journal files. A journal file becomes
obsolete when all the user filesit protects through journalization have been saved
and when all the output file records have been extracted once.

Executing DUMPJRNL may therefore start recycling on all the After Journal files
of the JAS, except the active one.

IMPORTANT:
If DUMPJRNL executes successfully, the TDS user data once extracted being
considered obsolete by the After Journal, the mediais made eligible for reuse.
Thereis no guarantee that the same TDS user records can be extracted a second
time,

F1,

AJl, AJ2, AJ3 and AJ4 are After Journal files protecting the user files.

F2 and F3 are user files protected by the After Journal.

> DC O >

The scenario is:
. AJ1 and AJ2 protect F1 Y
. AJ1, AJ2 and AJ3 protect F2

.AJ1, AJ2, AJ3 and AJ4 protect F3.

AtT1, even if F1 has been saved, AJ1 and AJ2 cannot be reused since they still
protect F2 and F3. Similarly at T2, even if F2 has been saved, AJ1 and AJ2 still
continue to protect F3. At T3, only when F3 has been saved, AJ1 and AJ2 can be
reused.

AJl 2 AJ3 AJ4

save F1 save F2

save F3

Figure9-1. SAVE and Cycling
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F1, F2 and F3 are user files protected by the After Journal.
AJl, AJ2, AJ3 and AJ4 are After Journal files protecting the user files.

TDS TEST journalizes its own data: DUMPJRNL TDS-TEST
OUTFILE=outfile

BEGDATE=tO
ENDDATE=t3;
K¢ > < >« >« ®>
AJl AJ2 AJ3 AJ4
save F1 save F2
The scenario is:

. AJ1 and AJ2 protect F1 Y
. AJ1, AJ2 and AJ3 protect F2
. AJ1, AJ2, AJ3 and AJ4 protect F3. save F3

Data belonging to TDS TEST is collected from tO to t3. When the user files F1, F2
and F3 have all been saved, AJ1 and AJ2 can then be reused because TDS TEST
data has by then been extracted.

Figure 9-2. DUMPJIRNL and Cycling
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9.5

95.1

9.5.2

9.5.3

954

Error Conditions

Error in Appending a User Record

If DUMPJRNL cannot append a user record in the output file, it stops extracting
the data from the After Journal and aborts. On unsuccessful execution, journal files
are no longer recycled.

Read Error on JAS Directory

If aread error occurs on the JAS directory during the execution of DUMPJIRNL,
the JAS directory can be rebuilt by using the MNJAS REBUILD command.

The DUMPJRNL utility can then be run.

Read Error on Primary Journal Files

If aread error occurs on a Primary journal file, DUMPJRNL cannot complete.

However, the DUMPJRNL utility can be executed by specifying the beginning and
end dates to skip the images of the journal file that cannot be read.

Read Error on Secondary Journal File

If aREAD error occurs on a secondary journal file for which the secondary dual
copy option was specified, DUMPJRNL :

« switches without operator intervention from the bad copy to the other provided
that the duplicate copy can be mounted,

» and continues to extract user records.
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9.6 Abnormal End of DUMPJRNL

Thefinal result depends on whether DUMPJRNL aborts or a system crash occurs.

9.6.1 Final Result Available in SYS.OUT

A detailed report of DUMPJRNL is written to the SYS.OUT file. A report of
abnormal events is written to both the JOR and the SYS.OUT file.

9.6.2 Unavailable Final Result

If thefinal result of DUMPJRNL is unavailable:

» restoretheoutfiletoitsinitial state,
« and resubmit DUMPJRNL.

9-10 47 A2 37UF Rev05



DUMPJRNL Utility

9.7 The XDUMPJRNL Command

The new XDUMPJIRNL command makes it possible to extract the "user journal”
for 1to 25 TDSs at the sametime. The user must have access rights to the
directory TDSname. DUMPJRNL _CTRL for each of the TDSs.

Function Description

The user can either supply a start date (that is, a date which will apply to all the
TDSs), or not supply a start date. Thelatter is recommended.

Extraction begins either at the start date entered in the command (that is, the same
start date is applied to all the TDSs), or at the end of the extraction date of the
previous extraction command (that is, an individual start date is "calculated" for
each TDS).

Extraction ends either at the date given in the command or at the date of the start of
execution of the XDUMPJIRNL command. Note that the date of the end of
extraction for the DUMPJRNL command, if not supplied in the command, is the
date of the start of the command, which may be different from the date of the start
of extraction, if the job containing the DUMPJRNL command is suspended before
its execution.

The output files, which must exist prior to the command execution, may be treated
with the processing parameters supplied in the OUTDEF parameter. These
parameters apply for the processing of all the output files related to the various
TDSs.

Theresults of the XDUMPJIRNL job may be:

« validfor all the TDSs; the step terminates normally,

« validfor certain TDSs and unsatisfactory for others; the step terminates with a
severity 2 code; a message is recorded in the JOR and the DUMPJRNL is
partially successful (the output files contain information on some TDSs and not
on others),

« invalid for all the TDSs; the step (and the job) are declared aborted with severity
3. Messagesinthe JOR or inthe SYSOUT (depending upon the origin of the
fault) indicate the reason(s).

47 A2 37UF Rev05 9-11



File Recovery Facilities User’'s Guide

Activating the Function

The function can be called by starting the XDUMPJIRNL job from SYS.HSLLIB
using EJR, RUN, or INVOKE.

EXAMPLE:

RUN XDUMPJRNL. SYS. HSLLI B VL= (nunber of TDSs,

TDS 1 nane, TDS 1 output file ..... ,

TDS n nane, TDS n output file,

[ BE@ATE = yy. nm dd/ hh[ mj . ss[. nsnsns]]]],

[ ENDDATE = yy. nm dd/ hh[ mj . ss[. nsnsns]]]],

[ DUMP= {NQ DATA}]

[ QUTDEF= ' DEFI NE paraneters cormon to all the output files'])

O

Par ameter Description
Thefollowing parameters are positional :

NUMBER OF TDSs Thisisadecimal number from 1 to 25. It indicates the
number of TDSsfor which the "user journal" isto be
extracted.

Thefollowing two parameters constitute a pair of parameters. They are repeatable
(up to 25 pairs). There must be at least one pair of these parameters:

TDSNAME Name of aTDS for which the "user journal" isto be
extracted.
TDSOUTPUT FILE Thisisthe sequential filethat isto receive the "user

journal” images of the TDS whose nameis given in the
previous parameter.

Thefollowing parameters are not positional:

BEGDATE Thisisthe start date for extraction of "user journal"
images of thevarious TDSs. If you want to start the
extraction at the end date of the previous extraction for
this TDS (or for thefirst time, at the date of thefirst
use of the"user journal" of this TDS), you are
recommended not to supply BEGDATE. Warning
messages may be presented to indicate, when this date
is supplied, that it does not correspond to the ranges
recorded by the Journal in its Directory. Notethat the
year must be entered in 2-character form.

9-12
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ENDDATE This date corresponds to the end of the extraction of
the "user journal" images. If it is not supplied, it is set
at the date of the start of execution of the command.
Note that the year must be entered in 2-character form.

DUMP Thisindicator allows a dump to be taken if the step
aborts.
OUTDEF This string between quotes (°) describes the parameters

with which the output file will be handled; e.qg.,
NBBUF. If there are several TDSs, these parameters
apply to all the output files.

M essages

If thereis an inconsistency in the parameters entered, the following message is sent
to SYSOUT:

| NOCONSI STENCY: | NOOHERENCE BETWEEN NUMBER CF TDS AND LI ST CF
TDS AND QUTPUT FI LES

If the extraction is successful for the "user journals' of all the TDSs specified in the
list, the following message is sent to the JOR:

RFWL25: DUMPIRN\L |'S SUCCESSFUL

If the "user journal" extraction is not successful for at least one of the TDSs
specified in thelist, the following message is sent to the JOR:

RFWL26: DUMPIRN\L |'S PARTI ALLY SUCCESSFUL; REFER TO DETAI LED
SYSQUT REPCRT

If the "user journal" extraction is not successful for any of the TDSs specified in
the list, the following message is sent to the JOR:

RFWL27: DUVPIRNL | S UNSUCCESSFUL

If aTDSis not protected by the same JAS as thefirst TDS specified in thelist, the
following messageis sent to the JOR:

TDS NOT PROTECTED BY THE SAME JAS AS THE FI RST TDS
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The following messages concern the dates:

WARN NG BECGDATE | S ANTERI CR TO END DATE CF LAST DUVPIRN\L

WARN NG BECDATE AND ENDDATE ARE ANTER CR TO END DATE CF LAST
DUMPIRN\L

WARN NG BECGDATE | S PCSTER CR TO END DATE CF LAST DUVPIRNL

WARN NG BEGDATE | S PCSTER CR TO DATE CF FI RST USER JOURNAL
RECCRD
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A. Insuring File Stability and Consistency

A.l Introduction

Improved file integrity detects and reports certain system problems and file
handling errors which leave files in an inconsistent state through

« thereturn code FLNAV which appears in the error message,

« and STATUS=UNSTABLE (ROLLFW/ROLLBACK) inLIST_FILEALL.

FLNAV is useful in reporting an incident that has already occurred. The purpose of
this Appendix is to explain how to prevent files from being inconsistent and
consequently to prevent the user application from aborting.
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A.2 Avoiding Incidents

The measures to prevent the loss of data involve using catalogs and the journals.

A.2.1 File Protection Level

All user files must be cataloged with the option JOURNAL=BOTH to allow for
maximum protection and recovery.

Specifying After Journalization ensuresthat user files can be recovered if there
isafailure on the disk containing them. It also means that the files can still be
recovered even if | mmediate Recovery, Rollback and Rollforward cannot be
executed correctly. It enables TDS moreover to use Deferred Updates which
ensures better performance for data access.

Defining the journalization level for afilein its catalog entry, ensures that the file
will always have the same level of protection, no matter what step usesiit.

Defining the journalization level in the JCL DEFINE statement or the GCL DEFI
parameter group for each step using thefile, cannot ensure consistency of thefile.
A step defined with JOURNAL=NONE executing concurrently with a step defined
with JOURNAL=BOTH on the samefile leaves the file with no consistent
protection. If the ROLLFWD utility is used on such afile, the resulting file will be
very different from what it was before the incident occurred. It will probably be
totally inconsistent; the user will not be notified.

If afileis not systematically journalized asAFTER, it will be necessary to save this
file after the processing where After journalization was inhibited. Inthisway, file
recovery by rollforward is guaranteed.
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A.2.2 Before Journal

Ensure that the Before Journal is of the correct size, as follows:

 Calculate the maximum number of steps that will use the Before Journal
simultaneously and update the CONFIG parameter BJSIMU accordingly.

» Allocate a SYS.JRNAL filethat is sufficiently large.

At the start of aTDS session, the Before Journal computes the size of the extent
that it will need, from the statistics on the size it occupied in previous TDS
sessions. If using Deferred Updates, specify in TP7GEN the maximum number of
commitments which simultaneously use the Before Journal in order to reduce the
space taken up by the TDS Before Journal file. See TDS Before Journal Files
(section 2.2.3.3).

If a batch has such an amount of journalization that it may fill the SY S.JRNAL and
force other steps to create extensions with operator questions, it is necessary to put
an ASSIGN H_BJRNL clausein the JCL of this batch. This clause will direct the
journal records for this step straight to its own Before Journal extension on the
specified medium. See Before Journal Extension (Batch and |OF) (section
2.2.3.2).

The Before Journal must be systematically extended each time it becomes full. All
applications must be left to terminate normally. Do not use TERMINATE_JOB.
When the applications terminate:

 increasethe size of the SYS.JRNAL file,
 stop the system,
« and restart it with Cold or Clean Restart.
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A.2.3 After Journal

Primary After Journal files must be on disk. Usethe MNJAS
TRANSFER_PRIMARY command to transfer these files asynchronously to tapes
or cartridges in order to use the minimum disk space for journalization.

Ensure that the JAS directory is of the correct size. When the JAS directory is full,
system processing is unpredictable since all the files could be declared FLNAV
with no recovery possible. Do not allow the JAS directory to exceed 80%
occupancy. Check itsfill rate regularly using the MNJAS LIST command. See JAS
directory (section 2.2.2).

The number of After Journal files and their sizes must be defined correctly. The
following warning message requires action to be taken:

JP13 jasname: AFTER JOURNAL |S N MEDI UM cur _vol une_nane.
CURRENT AFTER JOURNAL FILE IS efn
WARNI NG : LAST MEDI UM

Enter the MNJAS commands MODIFY_PARAMETERS and MODIFY_MEDIA
to allocate more After Journal files and more space for each one.

Issue the TRANSFER _PRIMARY command daily:

« to maintain the maximum amount of free space available on the disks,

« and to ensure that obsolete information contained in the JAS directory is deleted;
where possible, specify the dual copy option for Secondary Journal files.

Make a save of the JAS Directory daily, immediately after execution of the
TRANSFER_PRIMARY function. The system administrator can save the JAS
directory at time during journalization by using the SHARE=DIR parameter. Itis
strongly advisable to make a save each time a change occurs in the JAS directory
(new user file, new After Journal file, transfer, recycling, FILSAVE, &c.).

A.2.4 System Disk

In anon-HA environment, the installation must have at least one spare system disk.
If thereis no more space on the system disk, a copy of the disk can be saved on to
tape. In some cases, the tape copy can provide the only way to restart the system
without losing files.
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A.3 What to do if an Incident Occurs in a Non-HA Environment

A.3.1 Step Abort

On step abort, the system recovers the files without decisions from the operator.
However, operator intervention is required:

 in making available the After Journal disk or tape, and setting the drive or
handler READY,

« andin keying in responses to control the functioning of TDS and the state of its
journals during the recovery on abort phase.

The operator must never respond with a CANCEL_REQUEST.

A.3.2 System Crash

Cold or Clean Restart is only for startup after system shutdown.

System Crash must always be followed by a Warm Restart so that the system can
recover files automatically.

Asin the case of step abort, operator intervention may be required.

A.3.3 Impossible Warm Restart

If Warm Restart cannot be performed, use the spare System Disk.

Run TCRF (Transactional Context Restart Facility) on the backup system
specifying the ALL option. See Transactional Context Recovery Facility (TCRF)
(chapter 8).

TCRF will recover the files to a stable state, and will create the environment
necessary to restart the TDSs.

If TCRF is unsuccessful, the files which are flagged unavailable with return code
FLNAV, must be recovered through the utilities FILREST (JCL) or
RESTORE_FILE (GCL) followed by ROLLFWD.

When TCRF has been executed successfully, the backup system becomes the
current system.
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In non-HA environments, if the two private JAS's are created on the backup
system, TCRF cannot run, and produces the message BU93. To get around this:

» Saveall journalized files on the BLUE and GREEN JAS's.
» Save JAS system files: JAS catalog, JAS Directory and JAS Journal files.
» Executethe MNJAS DELETE command for each of the private JAS's.

» Run TCRF torecover al journalized files on the JAS SY S and, if necessary,
continue TDS processing

» At the end of these processes, execute the CREATE command for both private
JAS's, then restore all system files for each JAS.

A.3.4 Cold or Clean Restart After System Crash (To Be Avoided)

Cold or Clean Restart after a system crash has serious consequences:

« Journals cannot be recovered by the system:

- the Before Journal is completely lost,
- theAfter Journal isin aninconsistent and incompl ete state.

- and all thefiles open at the time of the crash are unstable.

To recover thefiles:

« first restore them from a previous save,
« thenrun ROLLFWD.

Updates to files by Batch and | OF steps should be checked if message JP45
appears.

A.3.5 Loss of a TDS SWAP File and/or RECOV File

When aTDS SWAP or aTDS RECOQV fileislost, the warning message JP44
appears at the console for operator action as follows:

» execute JRU (Journal Recovery Utility) or issue the MNJAS REBUILD
command, to rebuild a stable SYS.JADIR file, see Note,

« then, for each file used by the TDS, run FILREST (JCL) or RESTORE_FILE
(GCL) followed by ROLLFWD. ROLLFWD is described in ROLLFWD Utility
(chater 6).

NOTE:
For more information on JRU, see JRU (Journal Recovery Utility and
Functions) (chapter 7).
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Loss of Before Journal

Files cannot berolled back if the SYS.JRNAL file or any of its TDS extensions are
lost. FILREST (RESTORE _FILE) followed by ROLLFWD, must be run for al the
files protected by the Before Journal and |eft unstable.

If the Before Journal is lost while the system is running, allow all the applications
to terminate normally so that the files remain in a stable state. Do not use
TERMINATE_JOB. A file will become unstable only if it requires rollback which is
then unsuccessful. When the applications terminate:

» allocate anew SYS.JRNAL file,
 stop the system,
« thenrestart it with Cold or Clean Restart.

Loss of After Journal

If the After Journal is lost while the system is running, all currently executing jobs
must be terminated as soon as possible:

« for batch and IOF applications, issue TERMINATE_JOB,
» for TDS, issuethe Administrator command TERMINATE_TDS.

The necessity of terminating TDS is even greater wherethe TDS uses Deferred
Updates on itsfiles. After all the steps have terminated, the files should be stable.
The After Journal can then be rebuilt.

During recovery, incidents and the corrective actions to be taken are as follows:

« |f the JAS Directory was inaccessible at system restart (JP41 appears at the
console), a consistent state may be recovered by using the methods described in
Incidents on JASdirectory (section 2.2.5.2). If the JAS directory islost, thefile
and its entry in the JAS catalog can be restored from its last save and then rebuilt
through the MNJAS REBUILD command. Unstable user files can be recovered
through the FILREST and ROLLFWD utilities.

« |f one of the After Journal filesislost, unstable user files can be recovered to the
state they werein, depending on their last save date:

- either beforethefirst image of the lost After Journal file,
- or after thelast image of the lost After Journal file.
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EXAMPLE:

After Journalization has occurred from Monday to Friday and Wednesday's After
Journal file has been lost. The user files saved on Monday and Tuesday can be
restored to the state they were in on Tuesday evening. The user files saved on
Thursday or later can be restored to their current state.

When user files have been recovered as best as possible, save all the files using
FILSAVE (SAVE_FILE).

O

A.3.8 Loss of User File

Restore the file from a previous save using FILREST (RESTORE_FILE) followed
by ROLLFWD to return thefile to a stable state.
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A4 Recovering an Unavailable (FLNAV) File

A4l Introduction

When an attempt is made to open an unavailablefile, the code FLNAV is returned.
Thefileis unavailable becauseit is potentially inconsistent. Several methods are
availableto restore such filesto a stable state.

A.4.2 Restore and Static Rollforward

Torecover afileto a stable state

 restoreit from a previous save,
« and perform a static rollforward.

Thefile must have been previously saved through FILSAVE or FILDUPLI
(SAVE_FILE or COPY_FILE); all the applications which use the file since the last
save must be specified with JOURNAL=AFTER or JOURNAL=BOTH to invoke
continuous after journalization.

Then save thefile again.

A.43 LOAD_FILE or CREATE Utility

The GCL LOAD_FILE command or the JCL CREATE utility, can be used to
rebuild a stable output UFAS file from an unstableinput file only if restore and
static rollforward are impossible.

Thefileis stable only as far as UFAS file organization is concerned. Therecordsin
the output file are correctly linked for UFAS to access without problems.

However, thelogical consistency of thefileis not guaranteed. For example, if a
TDS application has updated the file twice, one set of the updates may have been
written to the file but not the other. It is up to the Administrator of the file to check
its logical coherence. Updates being processed at the time of failure can be
validated by the Administrator, if they are known.

After using LOAD_FILE or CREATE, savethe file with FILSAVE (SAVE_FILE).
Theinternal organization of the resulting file is different from that of the
previously saved file since UFAS recovers the physical space occupied by Cls
(control interval) previously deleted.
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AdA4

A.45

DBUTILITY (IDS/1T)

The DBUTILITY utility can be used to force the stability of an IDS/I1 areafile
through the Patch Label Reset Transient Sate command only if restore and static
rollforward are impossible.

Once stability has been forced, IDS/I1 no longer guarantees the consistency of the
file

« either from the point of view of theinternal organization since some links may
beincorrect,

« or fromthe point of view of thelogical consistency of records.

Although the Patch Label Reset Transient Sate command does not guarantee the
consistency of area organization, DBUTILITY allows checking consistency by
accessing and modifying records directly. It may be useful to rebuild part of an area
manually. Seethe IDSIl Administrator’s Manual.

Label Patching

Labe patching will more than likely damage the file and should be restricted only
to those files which have been opened but which have been left unused.

Although files can once again be accessed, their internal organization and logical
consistency is not guaranteed.

Patching labels should not be used if Restore and Static Rollforward are possible.
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A.5 Debugging Information

A STAR concerning the stability and consistency of afile should include all the
following items:

the JOR of the executing step,

the log and trace reports taken from SY S.SWLOG,

the PRLOG printout,

the output from the MNJAS LIST,

theresult of FILLIST (LIST_FILE) for the file concerned,
the dump of the JAS directory file,

copy of the console listing,

sysout of the MNJAS step run by the System Administrator.

47 A2 37UF Rev05

A-11



File Recovery Facilities User’'s Guide

A-12 47 A2 37UF Rev05



B. Messages from File Recovery Facilities

Before Journal and Rollback Messages

Before Journal and Rollback Messages are listed in the order of messages that
appear at the console for the MAIN operator, followed by the messages printed in
the JOR. The console messages also appear in the Console M essage Directory for
theinstallation. The JOR messages also appear in the Messages and Return Codes
Message Directory.

JL Console Messages

JLOO  *ron ROLLBACK NOT' SUGCCESSFUL
JLOO is sent to the submitter of the journalizing step.
JLO1  *ron BEFCRE JOURNAL FULL. QGONTI NUE?

JLO1 is sent to the submitter of the journalizing step. Once logged off, the default
answer is NO.

JLO2  *ron MCRE SPACE NEEDED FCR BEFCRE JOURNAL. WHERE?
JLO3  *ron EXTENSI ON ON vol une- nane NOT PCSS| BLE
[ RC = return-code]
JLO3 is sent to the main operator.
JLO5 *ron BEFCRE JOURNAL |/ O ERRCR OONTI NUE?
JLO6  *ron SYSTEM W THOUT BEFCRE JCOURNAL. CONTI NUE?

JLO5 and JL06 are sent to the submitter of the journalizing step. Once logged off,
the default answer is NO.
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JLO7  *ron SPACE NEEDED FCR BEFCRE JOURNAL FCR TDS tds- nane.
WHERE?

JLO7 is sent to the submitter of the TDS step. Once logged off, the messageis
rerouted to the MAIN operator.

JLO8  *ron SPACE ALLQOCATI ON ON vol une- nare NOT PGCSS| BLE
[ RC = return-code]

JL 08 accompanies message JLO7.
JLO9 *ron BEFCRE JOURNAL FCR TDS tds-nane ON vol une-1ist?

JLO9 is sent to the submitter of the TDS step. Once logged off, the default answer
isYES.

JL10  *ron I NVALID REPLY: QCONTI NUE
(BEFCRE JOURNAL NMANDATCRY: STEP UNDER GAC CONTRQL)

JL11  *ron I NVALID REPLY: previous-reply
(PCBSI BLE ANSVEERS: possi bl e- answer s)

JL12  *ron INVALID REPLY: previous-reply (I NVALI D DEVCLASS)
JL13  *ron INVALID REPLY: previous-reply (I NVALI D VOLNAME)

JL10, JL11, JL12 and JL13 arereturned to the user keying in an invalid reply to the
previous message. Theinvalid reply appears in the message. Possible answersin
message JL 11 depend upon the previous message and context:

If the previous message expected the answer:

* YESor NO, the answer to JL11 must also be YES or NO

* NO, CONTINUE or volume-name, the answer to JL11 must also be NO,
CONTINUE or volume-name

» NO or volume-name [device-class], the answer to JL11 must also be NO or
volume-name [device-class).

JL14  SYSTEM W THCOUT BEFCRE JOURNAL.
SI ZE TOO SVALL. SHOULD BE AT LEAST EQUAL TO n BLOCKS

JL14 is sent to the MAIN operator before SYSTEM READY if the Before Journal
istoo small for the value declared for BIJSIMU at CONFIG. The size of the
SYS.JRNAL file must be increased.

JL15  SYSTEM W THOUT BEFCRE JOURNAL.
| F ABNCRVAL RN PRLOG [RC = return code]

JL15 is sent to the MAIN operator before SYSTEM READY. If the problem cannot
beidentified, run the PRLOG utility.

B-2
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JL16  *ron | NVALID REPLY:
previous reply (I NVALI D VOLUME CRGAN ZATI ON)

JL16 isreturned to the user keying in an invalid reply to the previous message. The
invalid reply appears in the message.

JL17  SYSTEM W THQUT BEFCRE JOURNAL

JL17 is sent to the MAIN operator before SYSTEM READY if the block size of
the Before Journal is incorrect (diffferent from 512 or 4096). Correct the
SYS.JRNAL bock size.

B.1.2 JL JOR Messages

B.1.2.1 Normal Termination
JLOO BEFORE JOURNAL NMAXSI ZE = xx FI LE BLOCKS

xx indicates the maximum number of file blocks used to journalize between two
restart points, namely:

« checkpoints,

« beginning of step and end of step in a Batch or |OF environment,
 beginning of step and end of step in a TDS environment.

This statistic allows adjusting the size of the Before Journal file:

« inabatch or IOF environment, to minimize the number of extensions,

« inaTDS environment, where attempts to extend the Before Journal on the
media specified by TDS have been unsuccessful dueto lack of space. See JLO6.

JLO6  BEFORE JOURNAL EXTENSI ONS SUCCESSFUL=xx, UNSUCCESSFUL=yy

JLO6 is sent only at the end of a TDS session to indicate the number of attempts to
extend the Before Journal during the TDS session; 0 values indicate no attempts,
hence optimum performance.

JLO7  ROLLBACK: xx OOMM TMENT UNIT(S), yy DYNAM C

JLO7 is sent only at the end of a TDS session. It indicates how many commitment
units were rolled back, and how many dynamic rollbacks (for IDS files) were
performed during the session.

JLO8  SYSTEM W THOUT BEFCRE JOURNAL: STEP LAUNGHED BY CPERATCR

JLO8 appears if the operator has answered YES to JL06. The step has been
executed without before journalization.
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JL09 appearsif:
« an|/O eror has occurred on the Before Journal,
« and if the operator has answered Y ES to the console message JL05.

Fileintegrity is not assured since thefiles are unprotected until the next checkpoint
has been taken. Once a checkpoint has been taken, journalization restarts and file
protection resumes.

JL10 BEFORE JOURNAL FULL STEP CONTI NUED W THOUT BEFCRE JOURNAL

JL10 indicates that:
« the step has reached the 15th extension of the Before Journal,
« and the operator has answered Y ES to the console message JLOL.

Fileintegrity is not assured sincefiles are not protected until the next checkpoint is
taken. When a checkpoint is taken:

« the space occupied by the Before Journal is rel eased,

« journalization restarts,

« and thefile protection resumes.

JL11  BEFORE JOURNAL CANCELLED BY { CPERATCR | USER }
STEP LAUNCHED W THOUT BEFCRE JCOURNAL

JL11 appears if CONTINUE has been issued for the console message JL02. File
integrity is not assured and files are no longer protected.

B.1.2.2 Step Abort

JLOO  BEFORE JOURNAL MAXS| ZE = xx FI LE BLOCKS
JLO6  BEFORE JOURNAL EXTENS| ONS SUCCESSFUL=xx, UNSUCCESSFUL=yy
JLO7  ROLLBACK: xx OOMM TMENT UNIT(S), yy DYNAM C

See Normal Termination (section B.1.2.1) for explanations.

JLO8  SYSTEM W THOUT BEFCRE JOURNAL. STEP ABCRTED BY CPERATCR

The operator has answered NO to console message JL06. The step has not been
executed because journalization is mandatory and no Before Journal is available.

JLO9 1/0O ERRCR ON JOURNAL FI LE
{ BEFCRE JOURNAL CANCELLED BY CPERATCR
{ BEFCRE JOURNAL CANCELLED BY USER
{ FILES ARE I N SHARE=MONI TCR
{ STEP ABCRTED BY SYSTEM BEFCRE JOURNAL | S MANDATCRY }

e

An /O error has occurred on the journal and the operator has answered NO to
console message JL05. No further updates are made to the journalized files. The
files can berolled back.

B-4
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JL10 BEFORE JOURNAL FULL.
{ BEFCRE JOURNAL CANCELLED BY CPERATCR
{ BEFCRE JOURNAL CANCELLED BY USER
{ FILES ARE I N SHARE=MONI TCR
{ STEP ABCRTED BY SYSTEM BEFCRE JOURNAL | S MANDATCRY }

——

The step has reached the 15th extension of the Before Journal and the operator has
had to answer NO to the console message JLO1. The step has aborted and the files
are ableto berolled back.

To solvethis problem, either add checkpoints or commitments within the step, to
decrease the size of the data to berolled back in case of error, or provide sufficient
space on the media for journalization to take place.

JL11  BEFORE JOURNAL CANCELLED BY { CPERATCR | USER }

The operator or the submitter has answered NO to console message JLO1. The step
has aborted and no further updates are made to the journalized files. Thefiles are
ableto berolled back.

B.1.2.3 Rollback Messages

SYSTEM  JLO1: RCLLBACK CANNOT BE PERFCRVED ERRCR OCDE = XX

An error has occurred due to a system malfunction. The error code indicates the
type of error. This message is not followed by any other rollback messages.
Console message JLOO is also sent, and the error islogged in the SY S.ERLOG file.
All thefiles arein an unstable state.

JL02 RALLBACK FAl LURE ERRCR OCDE = xX

An error has occurred due to a malfunction in the rollback mechanism. Depending
on thetype of error, the rollback may have been stopped, or it may have been
continued as far as possible. Console message JLOO is sent. All thefilesarein an
unstable state.

JLO3 efn: ROLLBACK NOT PERFCRMVED

CANNOT READ FI CB

FI LE HAS BEEN DEASS|I GNED BEFORE ROLLBACK
1/ O ERRCR QCDE = xX

[ NON ROLLED BACK FI LE BLOCKS = yy]
RCOLLBACK CANCELLED BY CPERATOR

UNABLE TO ASSIGN TH S FI LE

UNABLE TO CLCSE TH' S FI LE

UNABLE TO FIND TH S FI LE I N SHAR NG TABLE
UNABLE TO CPEN TH S FI LE

[t Xt N et Wt W W W W W}
e e e o e e o
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No rollback at all has been performed for this file. If this message is not preceded
by message JL02, the number of blocks that have not been rolled back is given.
JL OO appears and the error islogged in the SYS.ERLOG file. Thefileisinan
unstable state and must be checked. If this message is associated with the
JNBUNKN return code, thefileis consistent but its state may be unstable.

JLO4  efn: ROLLBACK SUCCESSFUL. ROLLED BACK FI LE BLOCKS = xx

Thefile has been rolled back successfully, and the number of blocks rolled back is
indicated.

JLO5  efn: ROLLBACK NOT SUCCESSFUL ERRCR OCDE = XX
ROLLED BACK FI LE BLOCKS=yy [ NCN ROLLED BACK FI LE BLOOKS=zZ]

A partial rollback has been performed for this file. The error typeisindicated by
the error code. The number of blocks rolled back is given. If this message is not
preceded by message JL02, the number of blocks that have not been rolled back is
also given. The console message JL00 appears. Thefileisin an unstable state and
must be checked.

JLO6 efn: FILE LEFT UNSTABLE UNABLE TO CLCSE TH S FI LE

Thefile has been rolled back completely, but the labels have not been updated. The
console message JL 00 appears and the error is logged in the SYS.ERLOG file. The
fileis not accessible but it isin a consistent state.

JL20 RCLLBACK | NI TI ATED BY USER
Meaning:

JL 20 is printed in the JOR of a batch/IOF step which has performed an immediate
call to the primitive H_INVFRU allowing invalidation of the user-file update made
by the program. This message precedes the messages sent by the rollback for the
user files.

Action: None

B.1.2.4 System Crash

Messages | n the JOR of X0001

Only rollback messages may appear in the JOR of X0001.
SYSTEM JLOl: RCLLBACK CANNOTI BE PERFCRMED ERRCR CCDE = xX

A system malfunction has occurred, and no step can berolled back. The error is
logged in the SYS.ERLOG file.
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Messages in the User JOR

All messages concerning journalization are lost after a system crash.
SYSTEM JLOl: RCLLBACK CANNOI BE PERFCRMED. ERRCR GCDE = XX
JLO2 RCOLLBACK FAI LURE ERRCR QCLE = xX

JLO3 efn: ROLLBACK NOT PERFCRMVED

CANNOT READ FI CB

FI LE HAS BEEN DEASS|I G\NED BEFORE ROLLBACK
I/ O ERRCR QCDE = xX

[ NON ROLLED BACK FI LE BLOCKS = yy]
RCOLLBACK CANCELLED BY CPERATOR

UNABLE TO ASSIGN TH S FI LE

UNABLE TO CLCSE TH' S FI LE

UNABLE TO FIND TH S FI LE I N SHAR NG TABLE
UNABLE TO CPEN TH S FI LE

[t Xt N et Wt W W W W W}
e e e e o e e

JLO4  efn: ROLLBACK SUCCESSFUL. ROLLED BACK FI LE BLOCKS = xx

JLO5  efn: ROLLBACK NOT SUCCESSFUL ERRCR OCDE = XX
ROLLED BACK FI LE BLOCKS = yy
[ NON ROLLED BACK FI LE BLOCKS = z7]

JLO6 efn: FILE LEFT UNSTABLE. UNABLE TO CLCBE TH S FI LE

See Rollback Messages (section B.1.2.3) for explanations.
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B.2 After Journal and ROLLFWD Messages

B.2.1 JP Messages

JP11 jas_nane: AFTER JOURNAL |'S ON MEDI UM cur _vol une_nane.
CURRENT AFTER JOURNAL FILE IS efn.

Meaning:

JP11 appears at the console for information to notify the operator that the After
Journal is being written to efn on cur_volume_name.

The message appears when:
 theAfter Journal File specified by efnis opened
» andthereis still another available After Journal file on cur_volume name.

Action: None

JP12 jas_nane: AFTER JOURNAL |'S ON MEDI UM cur _vol une_nane.
CURRENT AFTER JOURNAL FILE IS efn.
NEXT MEDI UM WLL BE next_vol ume_nane.

Meaning:

JP12 appears at the consol e to notify the operator that the cur_volume _name used
by the After Journal is almost full. The next_volume _nameis given so that the
operator can make the media available for journalization to continue on when
cur_volume_nameis full.

If next_volume_name is not available, the system will request the operator to make
it available.

The message appears when:

 theAfter Journal File specified by efnis opened

« thereisno available After Journal file on cur_volume_name
« the system has determined next_volume_name.

Action:

Make next_volume_name available.
No action is necessary if it is already available.
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JP13 jas_nane: AFTER JOURNAL |'S ON MEDI UM cur _vol une_nane.
CURRENT AFTER JOURNAL FILE IS efn.
WARNI NG : LAST MEDI UM

Meaning:

JP13 appears on the consol e to notify the operator that the current medium used by
the After Journal is amost full and that there is no other medium available for
future journalization. If no new After Journal file is made available:

« journalization will be interrupted when the current After Journal file has been
filled,
« and all the journalizing steps at that time will be aborted.

JP13 is sent when the following conditions are combined:

» theAfter Journal file specified by efn is open,

« thereisno available After Journal file on the medium specified by
cur_volume _name,

 and thereis no available medium to support an After Journal file.

The messageis repeated until:
« @ither new After Journal files are made available,
 Or journalization has ceased.

Action:
Make new After Journal files available as soon as possible.

Depending on the operational environment, the possible solutions are the following
MNJAS commands:

1. MNUAS jasname COMWAND = ' TRANSFER ;

The effect of this command is:

» to movethe Primary After Journal files to available Secondary After Journal
files,

» to make available the Primary After Journal files once transferred.

2. MNJAS jasnane COMWAND = ' RECYCLE JOURNAL FI LE paraneter’ ;
The effect of this command is to recycle the Primary After Journal files.

3. MNJAS j asnane
COMVAND = " MDDl FY_MEDI A ADDPR MARY = new nedia_|ist’;

The effect of this command is to add new Primary After Journal media.

47 A2 37UF Rev05 B-9



File Recovery Facilities User’'s Guide

JP14 jas_nane: NO MCRE AVAI LABLE PR NMARY AFTER JOURNAL FI LE
Meaning:

JP14 appears on the consol e to notify the operator that thereis no other primary
After Journal file available for after journalization. After journalization will be
interrupted until new After Journal Files become available. All journalizing steps
will abort as soon as they need the After Journal.

The message is repeated until:
« @ither new After Journal files are made available,
 Or journalization has ceased.

Action:
Make new After Journal files available as soon as possible.

Depending on the operational environment, the possible solutions are the following
MNJAS commands:

1. MNUAS jasname COMWAND = ' TRANSFER ;

The effect of this command is:

» to movethe Primary After Journal files to available Secondary After Journal
files,

» to make available the Primary After Journal files once transferred.

2. MNJAS jasnane COMWAND = ' RECYCLE JOURNAL FI LE paraneter’ ;
The effect of this command is to recycle the Primary After Journal files.

3. MNJAS j asnane
COMVAND = ' MDDl FY_MEDI A ADDPR MARY = new nedia_|ist’;

The effect of this command is to add new Primary After Journal files.

Once After Journal files have been made available, the steps may be repeated by
answering YES to the question: ABORTED j ob, REPEAT 2.

JP21 jas_nanme: UNABLE TO WRI TE CN AFTER JOURNAL FI LE efn.
Meaning:

JP21 appears on the consol e to warn the operator that an error occurred when

writing on the efn of the primary After Journal file:

 either an I/O error has occurred while writing to the After Journal file identified
by efn,

« orif CANCEL_REQUEST for the medium switching to standby.

The current block is written to a subsequent Primary After Journal fileto ensure the
integrity of journalized files.

Action: None

B-10
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JP22 jas_nane: THE jas_nane.JAD R DI RECTCRY FILE IS ALMBT FULL.
ANY NEW JCQURNALI ZI NG ACTI ON WLL ABORT.
DELETE | T AND CREATE | T LARCER

Meaning:

TheAfter Journal has detected that its directory is almost full and may no longer
ensurefile integrity. See Note.

No new FRU can start, but all those currently executing will terminate normally.
Any attempt to open a user file will be rgjected.

Action:

First try to purge the directory file of obsolete information through the MNJAS
commands TRANSFER and FORGET_USER_FILE.

If till not successful, stop the steps using the After Journal and recreate a larger
JAS Directory:

» enter thecommand MNJAS j as_nanme COVMAND=DELETE to delete the
After Journal,
» thenrecreateit with alarger JADIR_SIZE, using MNJAS command CREATE.

Journalization can then resume.

The utilities ROLLFWD and DUMPJRNL cannot execute on After Images logged
before this operation. So before deleting the JAS, run FILSAVE on each protected
active user fileand run DUMPJRNL for each active TDS.

NOTE:
If the jasname.JADIR fileis expandable, an extent is automatically created and
no JP22 message appears.

JP23 jasnanme: THE jasnane. JADIR DIRECTCRY FILE | S ALMST FULL.
STEP REJECTED.

Meaning:

JP23 appears in the JOR of the starting step. The jasname JAS has detected that its
jasname. JADIR fileis almost full and may no longer ensurefileintegrity. No
journalizing step can start before a new jasname. JADIR is created.

Action: None
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JP36 jasnane: efn
THE DATE CF TH S SAVE HAS NOT BEEN RECORDED I N THE JAS
FCR SEQUR TY AND PROTECTI ON PURPCSE.
THE PRI VATE CATALOG OF TH S FI LE MUST BE ATTACHED
W THOUT DEVCLASS, MEDI A SPEC FI CATI ON

Meaning:

JP36 is printed in the JOR of the FILSAVE utility. Thefile being saved is cataloged
in a private catalog. Another file which has an identical name in a catalog of the
same name, has already been journalized.

Since the rules for journalization and FILSAVE are not applicable, the system
cannot decideif thefile being saved is one already known to the jasname JAS. The
save dateis not recorded in the jasname After Journal, resulting in the following:

 theoldest save date known by the jasname After Journal is therefore not
updated,
« and consequently, no automatic cycling is performed for the journal files.

Action: None

JP37 jasnane: efn
SAVE DATE RECCRDED IN THE JAS | S dat e

Meaning:

JP37 is printed in the JOR of the FILSAVE utility, except if SILENT=1 the user
asks if there should not be a message. The specified file journalized in AFTER
mode, has been successfully saved. The date given to the nearest millisecond has
theformat: HH. MM SS. nSnSnS Mont h Day Year.

This date may be used as input to the ROLLFWD utility. If option AUTOCYCLE
is not used, the last save date will be taken into account if no dateis given in input.

If the AUTOCY CLE option is used in the parameters defining the jasname JAS,
journal files are automatically recycled at the end of the save when the saved file
was the oldest known by the JAS.

Action: None

JP38 jasnane: efn
ERRCR | N SYSTEM DATE. SAVE DATE CANNOT BE RECORDED.

Meaning:

JP38 is printed in the JOR of the FILSAVE utility. The date on which the file was
saved is earlier than the last jasname After Journal date. Thefile saveis aborted.

Action: None
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JP41  JOURNALI ZATION IS | MPCSSI BLE DUR NG TH S GOCS SESSI ON
(01) SYSTEM UNABLE TO ACCESS THE SYS.JADIR FILE, RN PRLGG
[return code]
(02) ERRCR I N JOURNAL TABLE OONSTRUCTI QN RUN PRLOG
[return code]

Meaning:

JPA1 is sent during system restart if an incident makes further journalization
unavailable.

The explanation of the error condition given in the messagetext is:

(01) the SYS.JADIR file cannot be accessed, see Note
(02 the resources necessary for journalization are not
available.

Any attempt to journalize in SYS JAS will be rg ected:
« when ajournalizing step isinitialized,

« atthestart of aTDS,

« or when an attempt is made to open a user file.

Action:

Run the PRLOG utility to print out the SYS.ERLOG file. Ensurethat all resources
as indicated in the message are available. Shut down the system and perform a
COLD restart.

NOTE:
If SYS.JADIR does not exist or is not cataloged, JP41 does not appear.

JP42  jasnanme: JCQURNALI ZATION IS | MPCSSI BLE
DUR NG TH S Q008 SESSI ON
ERRCOR WHEN ACCESSI NG THE ef n JAS FILE ;
RUIN PRLOG [return code]

Meaning:

JP42 appears on the console and is sent at system restart if an incident makes:
« either further journalization on a specific JAS unavailable,
» or the JAS state file specified by efn (SY S.JASjasname) inaccessible.

If there was journalization on this jasname JAS when the system was previously
interrupted by afailure, user file recovery although necessary is not performed.
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Action:

If jasname JAS was SWITCHABLE at the previous system interruption, the
jasname JAS must be started on the other member of the complex in order to
enable the user files recovery. If JAS startup is attempted on this member, message
JP75 will be sent.

If the JAS was not SWITCHABLE at the previous system interruption, starting up
the jasname JAS will trigger the startup of thejob JRU (Load Module H_RECOV)
which will reset the logical state of the jasname JAS. Dynamic recovery of user
files, however, will not be possible. For each file concerned, run the utilities
FILREST then ROLLFWD.

Before starting up the jasname JAS:

« run PRLOG utility since all journalization incidents are logged in the
SYS.ERLOG file,

 and makethe JAS statefile accessible.

NOTE:
If thejas state file does not exist or is not cataloged, JP42 does not appear.

JP43 jasname: RECOVERY IS | MPCSSI BLE
SYSTEM UNABLE TO ACCESS THE j asnane. JADIR FI LE ; RN PRLOG
[return code]

Meaning:

JPA43 is sent at system restart if the jasname JAS cannot recover user files because
it cannot access the jasname. JADIR directory.

User filesrecovery is not performed. Any attempt to open them will result in the
abnormal return code FLNAV.

In the case of an HA-type JAS which was SWITCHABLE at the previous system
interruption, starting up jasname JAS on this member will cause message JP75 to
be sent.

In the case of an HA-type JAS which was UNSWITCHABLE at previous system
interruption, starting up jasname JAS on this member, will start up the job JRU
(Load Module H_RECOV) which will reset the logical state of the jasname JAS.
Dynamic recovery of user files, however, will not be possible.
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Action:

Before starting the jasname JAS:

» runthe PRLOG utility because all journalization incidents are logged in the
SYS.ERLOG file,

» makethe jasname.JADIR file accessible,

« andinthe case of SYSJAS, run JRU to reset the logical state of SYS JAS,

« if JRU fails, issuethe MNJAS REBUILD command.

If user files still cannot be recovered, run the utilities FILREST followed by
ROLLFWD on each file affected.

JP44  jasnane: AFTER JOURNAL MAY BE LEFT I N AN | NCONSI STENT STATE
DUE TO A SYSTEM ERRCR
(01) [return code]
RUIN THE AFTER JOURNAL RECOVERY UTILITY (JRY).
(02) [return code]

Meaning:

JP44 is sent when the jasname JAS has been corrupted because a TDS application
has been unable to provide the list of aborted commitments.

(01) For SYS JAS or non-HA Private JAS, JRU
automatically starts at the beginning of ajournalization
session.

(02 for an HA-type JAS, JRU automatically starts when

jasname JAS is restarted.

Future rollforwards are not guaranteed and any attempt to journalize in the Before
or After Journal will be rgected with the abnormal return code DAMAGED:

« when ajournalizing step isinitialized,
« at TDS startup,
« or when an attempt is made to open a user file.

Action:
(01) run JRU to reset the logical state of the JAS
(02 terminate the JAS (TSRV jasname), then restart the

JAS (SSRV jasname); restarting the JAS will start up
JRU (load module H_RECOV) which resets the
logical state of the JAS.

After JRU has executed, run the utilities FILREST then ROLLFWD on all the user
files accessed by the TDS.

If JRU fails, issuethe MNJAS REBUILD command.
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JP45 jasname: Xron.ssn[.ckn] OCOWLETED W TH REGARD TO JOURNAL
AFTER OOLD OR (LEAN SYSTEM RESTART.
CPENED USER FI LES RENAI N UNSTABLE ;
RN FI LREST + ROLLAWD FCR EACH FI LE.

Meaning:

JP45 is sent at Cold or Clean System Restart for each step which was:
« @ither terminating,
« or taking a checkpoint.

When the system crashed, the checkpoint_number appearsif a checkpoint has been
taken.

User files opened at the time of crash have not been rolled back and remain
unstable.

No message is sent for each step running at the time of crash, but not in termination
or checkpoint phase. Such steps are considered aborted and the opened user files
remain unstable.

Action:

To recover each file affected, run the utilities FILREST followed by ROLLFWD.

JP46  jasnanel: JOURNALI ZATI ON CANNOT BE PERFCRVED.
(01) jasnane2 JAS IS NOT AVAI LABLE CN TH S SYSTEM
(02) jasnanme2. JADIR FILE |'S NOT ALLQCATED.
(03) THE SYSTEM AFTER JOURNAL | S DAMAGED.
PLEASE, OONTACT THE SYSTEM ADM N STRATOR
(04) gr4.

Meaning:
JP46 is printed in the JOR of the executing step.

(01) at the start of a step requesting jasname2 JAS if neither
jasname2 JAS or SYS JASisavailable. JP41 or JP42
precedes this message at system restart. The step
aborts.

(02 at the start of a step requesting jasname2 JAS if
jasname2.JADIR has not been allocated or cataloged
in jasname2.CATALOG. The step aborts.

(03) applicableto SYS JAS. JP44 (01) precedes this
message.
(04) system error.

B-16
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Action:
(01)
(02)

(03)
(04)

JP47

Meaning:

Create the JAS requested.

Allocate jasname2.JADIR and catalog it in
jasname2. CATALOG

Run JRU.

Run the PRLOG utility to print the ERLOG filg; if the
message persists call the Service Center.

jasnanmel: JOURNALI ZATI CN CANNOT BE PERFCRVED.

(01) THE AFTER JOURNAL | S DAVAGED. THE STEP JRU HAS BEEN
LAUNCHED. CHECK | T | S SUCCESSFUL.

(02) | MPCSSI BLE TO ACCESS j asnane. JAD R D RECTCRY Fl LE.

JPAT appears when a step begins a journali zation session on a non-private JAS:

(01)
(02)
Action:

(01)

(02)

when the After Journal is damaged

when it isimpossible to access the JAS directory.

The step JRU has been launched. But a TDS session
or the file opening for a batch/IOF is rgected with JAP
5 DAMAGED. Try again once JRU is completed. If
JRU is not successful, launch the REBUILD command
of MNJAS to recover the JAS integrity.

Make the JAS directory accessible and repeat the
action.

47 A2 37UF Rev05
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JP51  CPEN REJECTED FCR ef n USER FI LE PROTECTED BY j asnanel JAS
(01) STEP ALREADY CONNECTED TO SWTCHABLE j asnanme2 JAS.
(02) jasnanel JAS | S NOT STARTED.
(03) STEP ALREADY CONNECTED TO HA j asnane2 JAS.
(04) STEP IS WORKI NG ON SYS JAS.
(05) TDS |'S NOT CONNECTED TO TH S JAS.

Meaning:

JP51 is printed in the JOR if an attempt is made to open a user file efn when one of
therules for using the JAS is not respected:

(01)

(02)

(03)

(04)

(05)

The step is connected to a switchable JAS. It is only
allowed to open files protected by this JAS. The step
may only successfully open the efn protected by the
switchable jasnamel JAS when jasname2 JAS
becomes unswitchable.

jasnamel JAS must be started before the step can open
the user file.

The step is connected to BLUE JAS and triesto use a
file protected by GREEN JAS or vice versa. The user
file must be protected by the same JAS as that to
which the step is connected.

The step uses files protected by SYS JAS and now
attempts to open a file protected by switchable
jasnamel JAS. The step may only successfully open
the efn protected by the jasnamel JAS, when this JAS
becomes unswitchable.

The TDS tries to open a user file protected by
jasnamel JAS whereas it was declared at CRCXGEN,
as protected by another JAS.

Action: Ensure the above conditions are satisfied.

B-18
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JP52  CPEN REJECTED FCR ef n USER FI LE BECAUSE | TS CATALGG FI LE
(01) 1S NOT CATALOGUED I N S| TE. CATALOG
(02) 1S LINKED TO A HA JAS AND HAS NOT AUTO ATTACH OPTI ON

Meaning:

JP52 is printed in the JOR of the step when an attempt is made to open a user file
efn whose catalog checks are not satisfied.

The conditions for which the catalog is not valid are:

(01) the catalog concerned is not cataloged in the
SITE.CATALOG

(02 the catalog of the user fileis linked to an HA-type JAS
and is not auto-attachable.

Action:

(01) Ensure that the SITE.CATALOG contains the catalog.

(02 Ensure that this catalog is auto-attachable before

retrying opening thefile.

JP53  CPEN REJECTED FCR ef n USER FI LE
(01) CCNNECTI ON TO SYS JAS NOT DONE AT STEP | N Tl ATI ON
(02) SYS JAS NOT AVAI LABLE ON TH S SITE

M eaning:

JP53 is printed in the JOR of the step when an attempt is made to open the user file
efn and the After Journal is unavailable for the step.

SYS.JAS is unavailable for the following reasons:

(01) SYS JAS was not activated when the step was
initialized through a JCL command referencing a
journal option.

(02 SYS JAS has not been created.

If (02) appears accompanied by the message JP41 at the console, an incident has
occurred at system restart.
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Action:

(01):

If at least onefile needed by the step is protected by the AFTER Journal, it must:
« either be statically assigned and cataloged with JOURNAL=AFTER or BOTH,
« or include the JCL command DEFINE with JOURNAL=AFTER or BOTH.

If at least onefile needed by the step, is protected by the BEFORE Journal, it must:
« either be statically assigned and cataloged with JOURNAL=BEFORE or BOTH,
« or include the JCL command DEFINE with JOURNAL=BEFORE or BOTH.

(02): Create SYS JAS.
If JP41 was printed at system restart, make the SYS JAS Directory available and
activate JRU.

JP56  CPEN REJECTED FCR ef n USER FI LE BECAUSE | TS CATALGG FILE IS
LI NKED TO A PR VATE JAS AND HAS NOT' AUTO ATTACH CPTI ON

M eaning:

JP56 is printed in the JOR of the step when an attempt is made to open a user file
efn whose catalog is linked to a non-HA Private JAS, and is not auto-attachable.

Action:

Ensure that this catalog is auto-attachable before trying to reopen thefile.

JP57  CPEN REJECTED FCR ef n USER FI LE PROTECTED BY j asnane JAS.
O\LY SYS JAS | S SUPPCRTED ON TH S SYSTEM

M eaning:

JP57 is printed in the JOR if an attempt is made to open a user file whose catalog is
linked to a non-HA Private JAS when the marketing identifiers "3JAS" or "HA"
have not been installed.

Action:

Link the catalog of the user fileto SY S JAS through the LINK command of
MNUJAS, or install a marketing identifier that allows the use of a Private JAS.

JP61 jasname: DYNAM C ROLLFCRWARD NOT SUCCESSFUL FCOR ron
Meaning:
This messageis sent when aTDS isrolled forward dynamically:

» @ither at TDS abort,
+ oOr at system restart.

See JP63, JP64, JP65 or JP66. Some user files using Deferred Updates, may remain
unstable.
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Action:

Execute the utilities FILREST followed by ROLLFWD for each file concerned.

JP62 jasname: efn USER FI LE
DYNAM C ROLLFCRWRD SUCCESSFUL, RCOLLED FORWARD RECORDS = n

Meaning:

JP62 is for information only and is printed in the JOR of the TDS concerned for
each file on which dynamic rollforward was successfully performed.

Action: None

JP63  jasnane: DYNAM C ROLLFCRMRD CANNOT BE PERFCRMED.
[return code]

Meaning:

JP63 is printed in the JOR of the TDS concerned as a warning that all the resources
such as segments, files and memory, needed for dynamic rollforward, cannot be
created or allocated. A return code may accompany this message. User files may
remain unstable.

Action:

Execute the utilities FILREST followed by ROLLFWD for each file concerned.

JP64  jasnanme: DYNAM C ROLLFCRMWMARD FAI LURE,
READ ERRCR ON JOURNAL FI LES.

Meaning:

JP64 is printed in the JOR of each TDS that is dynamically rolled forward. The
dynamic rollforward mechanism cannot read the After Journal files. The system
does not know which user file or which TDS isinvolved. User files may remain
unstable.

Action:

Execute the utilities FILREST followed by ROLLFWD for each file concerned.
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JP65 jasname: efn USER FI LE
DYNAM C ROLLFCRMRD NOT PERFCRMED.
(01) UNABLE TO CREATE A FD FCR THS FILE : [return code]
(02) UNABLE TOASSIGN TH S FILE : [return code]
(03) UNABLE TOCPEN THS FILE : [return code]
(04) DYNAM C ROLLFCRWARD CANCELLED BY CPERATCR

Meaning:

JP65 is printed in the JOR of the TDS concerned if dynamic rollforward cannot be
performed for the following reasons:

(01) the system cannot create a file descriptor,

(02 the system cannot assign the user file,

(03) the system cannot open the user file,

(04) the operator has cancelled a request for mounting the

disk volume containing thefile.
Action:

Execute the utilities FILREST followed by ROLLFWD for each file concerned.

JP66 jasname: efn USER FI LE
DYNAM C ROLLFCRWRD NOT' SUCCESSFUL, ROLLED FCRMRD
RECORDS=n
(01) NUMBER CF ERRCRS = m
(02) UNABLE TO CLCBE TH' S FI LE. return-code

Meaning:

JP66 is printed in the JOR of the TDS concerned indicating the following error

conditions:

(01) An error has occurred while applying After Images to
thefile efn.

(02 The After Images have been successfully applied to the
file efn but it cannot be closed.

Action:

Execute the utilities FILREST followed by ROLLFWD for each file concerned.
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JP71  jasnanme: UNABLE TO START. SYS. JRNAL FI LE | S UNAVAI LABLE
CR TAO SHCRT.

Meaning:

JP71 appears at the console when CM SC attempts to start an HA-type JASon a
member and Before Journalization is not operational on the member because
SYS.JRNAL:

« @ither isnot accessible at System Restart,

 oristoosmall.

Action:

Create SYS.JRNAL if it does not exist. If it does exist, allocate a larger extent for
thefile. In both cases, perform a Cold or Clean System Restart.

JP72  jasname: UNABLE TO START. CONOURRENT DELETE CR CREATE
COMWAND | S RUNN NG

Meaning:

JP72 appears at the console when CM SC attempts to start an HA-type JASon a
member while a concurrent MNJAS is executing on the member.

Action:

Wait for the MNJAS step to terminate before proceeding.
JP73  jasname: UNABLE TO ACCESS efn FILE

(01) JAS |'S NOT STARTED.
(02) JAS |'S BEI NG STCPPED.

Meaning:

JP73 appears on the console to indicate that the status file SY S.JASjasname
specified by efnis not accessible on the member when CM SC attempts:

(01) to start an HA-type JAS,
(02 to read or modify the state of an HA-type JAS.
Action:

Ensure that SY S.JASjasname is available for access.

47 A2 37UF Rev05 B-23



File Recovery Facilities User’'s Guide

JP74  jasname: UNABLE TO ACCESS j asnane. JAD R D RECTCRY Fl LE
JAS | S BEI NG STCPPED.

Meaning:

JP74 appears at the console when a CM SC command has been issued to set an HA-
type JAS in the ACTIVE state on a member but jasname.JADIR cannot be
accessed on the member.

Action:

Ensure that jasname.JADIR is available for access.

JP75 jasname: RECOVERY |S NEEDED. REFER TO HA DOCUMENTATI ON
Meaning:

JP75 appears at the console when a CM SC command has been issued to set an HA-
type JAS in the ACTIVE state on the member A and the HA-type JAS has
discovered that Recovery which should have been performed was not. Recovery
was prevented probably because jasname. JADIR could not be accessed.

Thejasname JAS was previoudly in the state:

» ether in EMPTY state, after System Restart of member A,
« or in BACKUP state after aTAKEOVER_MEMBER with STRONG or FORCE
option on member A.

Action:

In the following procedure, member A is the system for which the message JP75
has appeared (member B is the other system):

« first prevent automatic restart of member A,
« issuethe appropriate command according to the following conditions:
- if another SWITCHABLE HA-type JASisACTIVE on member A, provoke
its crash through the command TKMB STRONG,
- if not, provoke its crash through the SPOS command SR.

 wait for CMSC to resynchronize on member B:
- if there was an ACTIVE SWITCHABLE HA-type JAS on member A, a
Recovery Step is started for that JAS,
- if jasname JAS (the JAS to be started up on member A) was in the BACKUP
state on member B, a Recovery Step is activated for this JAS.

« issuethe command DSRV jasnameto determine the status of jasname JAS:
- if itisACTIVE and SWITCHABLE, the corrective action is complete,
- ifitisEMPTY, it must be set to BACKUP through the command SSRV
jasname MEMBER=(B,A) RESYNC,
- whenit isBACKUP, enter the command TKMB FORCE on member B to
activate a Recovery Step for the JAS concerned.
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» when the step terminates, the user files are recovered in a stable state; restart
member A.

If Recovery cannot take place on member B, issue the command SSRV jasname on
member A to activate JRU for the HA-type JAS concerned. Although this allows
reconstituting a consistent journal, user files are left in an unstabl e state.

JP76 jasname: see applicable text follow ng
JOURNALI ZATI CN REMVAI NS UNAVAI LABLE.

(01) REQOVERY CF USER FI LES NOT COMPLETED.
(02) RECOVERY CF JOURNAL FI LES NOT COWPLETED.

Meaning:

JP76 appears at the console when an attempt has been made to Switch or Activate
an HA-type JAS:

(01) an attempt has been made to Switch an HA-type JAS
but the Recovery Step has failed to complete
successfully. Takeover isimpossible but user file
recovery can still be performed at restart of the other
system.

(02 The startup of JRU has failed when the CMSC
command was issued to set the state of an HA-type
JASto ACTIVE. Activating jasname JAS is therefore
impossible.

Action:

Run the utility PRLOG to print out the contents of the SYS.ERLOG fileto analyze
and correct the problem and try to reactivate the JAS by issueing the command
SSRV jasname.

JP77  jasname: BUSY BY BATCH STEPS USI NG SYS JAS OR NCN HA
TDS STEPS UNABLE TO BECOME SW TCHABLE;
STOP THESE STEPS.

Meaning:

JP77 appears at the console when a CM SC command has been issued to set the
state of an HA-type JAS to ACTIVE-SWITCHABLE whereas this JAS is already
protecting a non-HA TDS or a Batch Step using SYS JAS.

Action:

Terminate the non-HA TDS or wait for the Batch Step to terminate.

JP78 jasname: STOP STRONG REQUESTED FOR TH S JAS.
ABORT CF THE STEP | S REQUESTED.
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Meaning:

JP78 is printed in the JOR(s) of all the steps using the JAS. Either aCMSC
command TSRV STRONG has been issued to the JAS or timeout has occurred on
the JAS. All the steps using this JAS receive the return code ABORT PG when
journalization is attempted on this JAS. JAS will effectively terminate when all the
steps have aborted.

If the step is connected to the JAS without journalizing, it only needs to be
disconnected from the JAS, which will be obtained when it has deassigned all the
files protected by this JAS.

Action:

Terminate or disconnect the step.

JP79 jasnane: STCP REQUESTED FOR TH S JAS.
THERE ARE STI LL STEPS CONNECTED TO I T.
USE DIAS COWAND TO | DENTI FY STEPS TO BE TERM NATED.

Meaning:

JP79 appears at the console when a CM SC TERMINATE command with FORCE
or WEAK has been issued to the JAS. If there are Batch or |OF steps still
connected to this JAS, the message appears repeatedly at the console until all the
steps terminate.

If astrong termination is required, the message JP78 is sent in addition, to the JOR
of each step concerned. JAS is effectively terminated when all the steps abort or are
disconnected from the JAS.

A step which has journalized will only be disconnected when it terminates.
However, a step which accesses protected files but not journalized, will be
disconnected from the JAS when it no longer accesses these protected files.
Changing alibrary under MNLIB for example, will disconnect the step from the
JAS which has protected the assigned library if the new library is no longer
protected by this JAS.

Action:

Issuethe MNJAS DISPLAY _JAS command to list the steps connected to this JAS.
Terminate the steps.
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JP80 JAS. jasnane
(01): NO JOBS LINKED TO TH S JAS
(02): ron.ssn job _nane user _nane job _class | mnane

Meaning:

JP80 appears on the console for each JAS when the command DJAS is issued.

(01) self-explanatory.

(02 occurs as many times as there are jobs connected (or
linked) to the JAS.

Action: None

JP91  jasnane: STEP NOT REPEATED BECAUSE I T | S WIRKI NG
WTH A HA JAS

Meaning:

JPA1 is printed at system restart in the JOR of each job working with an HA JAS if
the step is repeatable.

At GCOS READY, CMSC restarts the HA-type JAS either on the same member or
on the other member of the complex. TDSs WATCHED BY CMSC will start
without operator intervention on the appropriate member. Batch and | OF steps, and
TDSs not watched by CM SC must be restarted by their respective users once the
HA-type JAS resumes.

Action: None

JP92  jasname: ron COWAND TRANSFER WAI TS FCR ef n JOURNAL FI LE
(01) no text
(02) USED BY ROLLAWD CR DUMPJRNL UTI LI TY.

Meaning:

JP92 appears at the console when the sender file concerned by the command
TRANSFER is busy:

(01) the reason is not known,
(02 either the ROLLFWD or the DUMPJRNL utility is
running.

The MNJAS step is set to an inactive state for five minutes before reusing the
sender file. If thefile continues to be busy for more than ten consecutive times,
TRANSFER stops.
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Action:
(01) find out why thefileis busy and make it available.
(02 none.

JP93  jasname: COMVAND TRANSFER WAI TS FOR n DEM CE(S) devcl ass

Meaning:

This message is sent to the administrator’'s JOR and consoleif he/she is connected.
The MNJAS step is suspended until the necessary resources have been freed. If the
command was sent in I0OF, a break will stop the step wait and interrupt the
command. The JAS for which the TRANSFER command came is specified. If the
transfer is done on dual copy of the secondaries, "n" will have avalue of "1" or "2"
depending on the number of devices unavailable. If not, "n" will equal 1. The
devclass of the deviceto befreed is given.

Action:

Ensure that an operator rel eases the necessary resources.

(01)JP94 jasnanme: ron COMVAND TRANSFER WAI TS FCR 1 DEM CE devcl ass
PLEASE, FREE THE NECESSARY RESCURCE

(02)JP94 jasnane: ron COMVAND TRANSFER NEEDS 2 DEMVI CES devcl ass
AND WA TS FOR THEM
PLEASE, FREE THE NECESSARY RESOURCES

(03)JP94 jasnane: ron COMVAND TRANSFER NEEDS 2 DEMVI CES devcl ass
AND VA TS FOR ONE CF THEM
PLEASE, FREE THE NECESSARY RESCURCE

Meaning:

This message is sent to the operator’s console. There are three possible messages.
The message depends on the number of devices necessary and unavailable: single
copy, dual copy with one device unavailable, or dual copy with two devices
unavailable.

1. Single copy scenario
2. Dual copy with one device unavailable scenario
3. Dual copy with two devices unavailable scenario

The MNJAS step waits for the necessary resources to be freed. The JAS for which
the TRANSFER command cameis specified. The devclass of the deviceto be
freed is given, along with the ron of the MNJAS step.
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Action:

The operator must rel ease one or two devices to allow secondary filetransfer. |If
thisis not possible, and if the command is executed in batch mode, the operator can
kill the enqueued job. If the command is executed in IOF, The system
administrator can perform a break.

This messageis repeated. It is stopped as soon as the required resources are
alocated, or in the event of an Administrator |OF break.

B.2.2 RF Messages

RF11  jasnane: ron WARN NG
| F NO CONCURRENT TRANSFER COMMVAND | S SUBM TTED
see appl i cabl e nessage option fol | owi ng
vol unel vol une2 vol ume3 vol une4 vol unebs
vol une6 vol une7 vol umre8 vol une9 vol unel0

(01) RCLLAPWD WLL USE THE FOLLONNG MED A
(02) DUWIRNL WLL USE THE FOLLON NG MED A

Meaning:

RF11 appears at the console after the utility has identified the list of media
supporting the After Journal filesit has to read:

(01) applies to the ROLLFWD utility,
(02 applies to the DUMPJRNL utility.
This messageis sent for every 10 media.

| F NO CONCURRENT TRANSFER COMVAND | S SUBM TTED appearsasa
warning that the specified media may change if a TRANSFER occurs on the After
Journal files before being read by the ROLLFWD or DUMPJRNL utility.

Action:

Make the volume(s) containing the files available. If the media required are not
onlineg, the utility stops and a MOUNT message appears on the console.
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RF12 jasnane: ron WARN NG
(01) NEXT MEDI A USED BY ROLLAAD WLL BE vol une_nane
(02) | F NO CONCURRENT TRANSFER COWAND | S SUBM TTED
NEXT MEDI A USED BY RCLLFWD WLL BE vol une_nane
(03) NEXT MEDI A USED BY DUMPIRNL WLL BE vol ume_nane
(04) | F NO CONCURRENT TRANSFER COMWAND | S SUBM TTED
NEXT MEDI A USED BY DUMPIJRNL WLL BE vol une_nane

Meaning:
RF12 appears at the consol e when the next medium is allocated to the utility:

(01-02): appliesto the ROLLFWD utility
(03-04): appliesto the DUMPJIRNL utility.

| F NO CONCURRENT TRANSFER COMMVAND | S SUBM TTED appearsasa
warning that the specified media may change if a TRANSFER occurs on the After
Journal files before being read by the ROLLFWD or DUMPJRNL utility:

(01+03): the next medium cannot change because it is supporting an After Journal
file which has already been released on TRANSFER.

Action: None

RF21  jasnane: ron WARN NG
RECOVERY FCR tds_name TDS WLL USE THE FOLLON NG MEDI A
vol unel vol une2 vol une3 vol une4 vol uneb
vol une6 vol une7 vol ume8 vol une9 vol unel0

Meaning:

RF21 appears at the console when a TDS is dynamically rolled forward after the
list of media containing the After Journal files it has to read, has been determined.

This messageis sent for every 10 media.

If dynamic rollforward is activated for several TDSs at System Restart, tds nameis
ALL.

Action:

Make the volume(s) containing the files available. If the media required are not
online, dynamic rollforward stops and a MOUNT message appears on the console.
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RF22  jasnane: ron WARN NG
NEXT MEDI A USED BY RECOVERY FCR tds_nane TDS
WLL BE vol une_nane

Meaning:

RF22 appears at the console for information only when the next medium for the
After Journal is allocated for the dynamic rollforward of a TDS (tdsname) or
several TDSs (ALL).

Action: Make surethe mediaindicated is available.

RF31 jasnane: ron
(01) RCLLAD WAI TS FCR FI LE ef n USED BY TRANSFER COWAND
(02) DUMPIRNL WAI TS FCR FI LE ef n USED BY TRANSFER COMVAND

Meaning:

RF31 appears at the console when the utility is started while a TRANSFER
command is executing on the current After Journal file:

(01) applies to the ROLLFWD utility,
(02 applies to the DUMPJRNL utility.

ROLLFWD or DUMPJRNL is set to the inactive state and will retry after five
minutes. If thefileis still not available after ten attempts, the utility aborts. The
filesto beralled forward or the OUTFILE to be updated by DUMPJIRNL, do not
need to berestored.

Action: None
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B.3 Messages Issued by the Recovery Step

B.3.1 Operator Answers

When afile cannot be accessed, a message describing the problem is sent to the
consol e, the JOR and the SY SOUT of the recovery step. Then message RY 01 asks
if the operator wants to intervene. The operator should answer Y ES unless unable
to remain on the site.

When message RY 02 appears, the operator:

» checksif the site configuration is correct as follows:
- thefile which the recovery step cannot access is on a sharable disk,

- thedisk is effectively shared; if the disk is only premounted, the recovery can
be performed but there will be problems when journalization on the failed
system resumes.

« then answers:
— ether YESif thefile can be made accessible,

— or NO if thefile cannot be made accessible becauseit is not sharable for
example.

The errors detected by the recovery step will:
« either interrupt the step,

« or allow the step to continue depending on:
- the severity of the error,
- and the potential decision of the operator.

If the operator does not reply to an I ntervention Request RY 01 within 2 minutes,
no further intervention requests will be made until the end of the recovery. The
operator is considered absent from the site. Recovery runs in automatic mode.

Aslong as the execution of the recovery step is not in automatic mode it is said to
bein intervention mode.

If the operator does not answer to a Decision Request RY 11 within 2 minutes, no
further decision requests will be made until the end of the recovery. Recovery runs
in automatic decision mode.

Under meaning for each RY message, the phrase appears on the consol e applies
when recovery runs in intervention mode.
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RY Messages

RYO1 jasnane: | F YOU WANT TO CHECK THAT THE SI TE CCNFI GURATI ON
IS CORRECT, TYPE YES
I F YOU DO NOI' WANT TO BE CONSULTED FROM NOWV QN, TYPE NO
GEX?

Meaning:

RY 01 appears at the Console and is printed in the SY SOUT of the Recovery Step.
An error has been detected when accessing afile. This message follows a message
indicating which resource is inaccessible.

Action:

If YESis keyed in, the step runs in intervention mode and the message RY 02
appears. YES requires checking access to drivers and ensuring that the disks are
sharable.

The step runs in automatic decision modeif:

« either noreply is given within 2 minutes, timeout occurs for which TO
(TimeOut) is displayed in the SYSOUT of the Recovery Step,

« or NOiskeyedin.

RYO2 jasnane: PLEASE CHECK ALL THE NECESSARY CONDI TI ONS
TO RECOV STEP EXECUTI ON ARE MET.
WHEN READY, TYPE YES
| F THE CONDI TI ONS CANNOT BE MET, TYPE NO
READY?

Meaning:

RY 02 appears at the Console and is printed in the SY SOUT of the Recovery Step.
This message appears if YES iskeyed into RYO01.

Action:
Check that all sharable disks are accessible by the BACKUP member.
If not, issue the following commands:

« RDV MBnn SHARED to establish the access path to the disk drive,

- MDV MEDI A NAME CLEARtoremove any lock on thefiles,

« [ RSCM R] option, where applicable, to resynchronize the volume and its
mirrored counterpart.

If the conditions cannot be met despite intervention, key in NO. The recovery step
will decide according to the severity of the error whether to stop or to further
request the operator to continue or to stop.
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If the requested conditions are met, key in YES. The recovery step reattempts
accessing thefile.

If noreply is given within 2 minutes, TO (TimeOut) appears in the SYSOUT of the
recovery step and the recovery step continues in automatic mode.

RY03  jasname: THE CPERATCR DCES NOT WANT TO BE CONSULTED ANYMORE
CR 1S NOI' PRESENT ON SI TE.
RECOV STEP SWTGHES TO AUTQVATI C MCDE.

Meaning:

RY 03 appears at the Console and is printed in the SY SOUT of the Recovery Step.
This message appears when the step runs in automatic mode if in responseto
RYO01:

» either NOiskeyedin,
» or the default timeout TO occurs.

The step continues or terminates according to the importance of the missing file.

Action: None

RY10 jasname: A RESOCURCE NECESSARY TO RESTART ON BACK- UP MEMBER
IS MSSING | N AUTAQVATI C MDE, RECOV STEP HAS
DEQ DED TO STCP THE RECOVERY PROCESS.

Meaning:

RY 10 appears at the Console and is printed in the SY SOUT of the Recovery Step.
This message appears when the step runs in automatic mode if in responseto
RYO1:

» either NOiskeyedin,
» or the default timeout TO occurs.

No further recovery takes place since the missing file is essential.

Action: None

RY11 jasnane: | F YOQU WANT TO RUN THE RECOVERY AS FAR AS PCSSI BLE,
TYPE YES.
IF NOT, TYPE NO QONTI NUE?

Meaning:

RY 11 appears at the Console and is printed in the SY SOUT of the Recovery Step.
This message appears.

« when the step runs in intervention mode after YES is keyed into RY01 and
RYO02,
« and when thefilerequired by the step continues to be inaccessible.
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Action:

If YESis keyed in, the recovery step continues with the resulting consegquences
depending on what the inaccessiblefileis:

 ifitisauser file thisfile will be unstable and no further immediate recovery
will take placefor thisfile,

- ifitisasystemfile such asthe TDS before journal, all the files accessed by this
TDS may remain unstable, and the TDS itsdf may not be able to restart.

If NO is keyed in, therecovery step will beimmediately interrupted.

In the absence of areply, the default timeout TO occurs after 2 minutes and the
recovery step continues.

RY12 jasname: AFTER | NTERVENTI ON OF CPERATCR
ACCESS TO | NACCESSI BLE RESCURCE |S TR ED ACAI N

Meaning:

RY 12 appears at the Console and is printed in the SY SOUT of the Recovery Step.
RY 12 isfor information only and appears if YES is keyed into RY 02.

Action: None

RY15 jasname:A RESOURCE NECESSARY TO RESTART ON BACK-UP MEMBER
IS MISSING.
RECOQV STEP IS STOPPED ON DECISION OF OPERATOR.

Meaning:

RY 15 appears at the Console and is printed in the SY SOUT of the Recovery Step.
RY 15 isfor information only and appears when NO isissued in responseto RY 11.

Action: See File Inaccessibility (section 5.7.1).

RY16 jasname:A RESOURCE NECESSARY TO RESTART ON BACK-UP MEMBER
IS MISSING. RECOV STEP IS BEING STOPPED.

Meaning:

RY 16 appears at the Console and is printed in the SY SOUT of the Recovery Step.
RY 16 isfor information only. An essential resourceis not available and the
operator cannot makeit available by ensuring that all sharable disks are accessible
by the BACKUP member requested in RY 02.

Action: See File Inaccessibility (section 5.7.1).
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RY17 jasname: THE CPERATCR HAS DECI DED TO RN THE RECOVERY
AS FAR AS PGCSSI BLE.

Meaning:

RY 17 appears at the Console and is printed in the SY SOUT of the Recovery Step.
RY 17 isfor information only and appears if in responseto RY 11:

» ether YESiskeyedin,
» or the default timeout TO occurs.

Action: SeeFile Inaccessibility (section 5.7.1).

RY18 jasnare: | N AUTQVATI C MDE, RECOV STEP HAS DEC DED TO RUN
THE RECOVERY AS FAR AS PCSSI BLE.

Meaning:

RY 18 appears at the Console and is printed in the SY SOUT of the Recovery Step.
This message follows on from RY 03 and appears when the step runs in automatic
mode if in responseto RYOL:

» either NOiskeyedin,
» or the default timeout TO occurs.

The missing resource is not essential to recovery and the step continues.
Action: SeeFile Inaccessihility (section 5.7.1).

RY19 jasnare: | N AUTQVATI C DEA SI ON MDE, REQOV STEP HAS DEQ DED
G0 ON RINN NG t he recovery.

Meaning:

RY 19 appears at the Console and is printed in the SY SOUT of the Recovery Step.
RY 19 isthe result of the absence of areply to RY 11 where the resourcerequired is
not essential for recovery. The step continues without considering this resource.

Action: SeeFile Inaccessibility (section 5.7.1).
RY20 jasnane: JAS D RECTCRY ACCESS PRCBLEM
M eaning:

RY 20 appears at the Console and is printed in the JOR and SY SOUT of the
Recovery Step. Thefile jasname.JADIR cannot be accessed by the recovery step.
RY 01 will then appear requesting operator intervention.

Action: See File Inaccessibility (section 5.7.1).
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RY21 jasnane: JAS D RECTCRY SUBFI LE ACCESS PRCBLEM
Meaning:

RY 21 appears at the Console and is printed in the JOR and SY SOUT of the
Recovery Step. A critical error has occurred when accessing a subfile of

jasname. JADIR. No further operator intervention is possible and the Recovery Step
terminates.

Action: SeeFile Inaccessihility (section 5.7.1).
RY22 jasnane: SEQVENT CREATION | S | MPCsSI BLE.
Meaning:

RY 22 is printed in the SY SOUT of the recovery step. The segment necessary for
recovery cannot bereserved. No further operator intervention is possible and the
Recovery Step terminates.

Action: See HA-type JAS and Recovery (section 5.6).
RY23 jasnane: | MPCES|I BLE TO ACCESS SYS. JRNAL FILE
Meaning:

RY 23 appears at the Console and is printed in the JOR and SY SOUT of the
Recovery Step. SYS.JRNAL cannot be accessed by the step. RY 01 will then appear
requesting operator intervention.

Action: SeeFile Inaccessibility (section 5.7.1).
RY24  jasname: FD CREATION IS | MPCSSI BLE FOR SYS. JRNAL FI LE
Meaning:

RY 24 is printed in the SYSOUT of the Recovery Step. The system structures
necessary for recovery cannot be created. No further operator intervention is
possible and the Recovery Step terminates.

Action: See HA-type JAS and Recovery (section 5.6).
RY25 jasnane: | MPCSS|I BLE TO FI ND SYS. JRNAL FEATURES.
Meaning:

RY 25 is printed in the SYSOUT of the recovery step. The physical attributes of
SYS.JRNAL cannot bererieved. No further operator intervention is possible and
the Recovery Step terminates.

Action: See HA-type JAS and Recovery (section 5.6).
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RY26 jasnane: WRONG SYS. JRNAL BLOXK Sl ZE.
Meaning:

RY 26 is printed in the SYSOUT of the recovery step. The block size of
SYS.JRNAL isincorrect. No further operator intervention is possible and the
Recovery Step terminates.

Action: See HA-type JAS and Recovery (section 5.6).

RY27 jasname: | MPCBS| BLE TO CREATE BEFCRE JCOURNAL
OONTRCL  STRUCTURES.

Meaning:

RY 27 is printed in the SYSOUT of the recovery step. The control structures
necessary for rolling back the files cannot be created. No further operator
intervention is possible and the Recovery Step terminates.

Action: See HA-type JAS and Recovery (section 5.6).
RY28 TDS tds_nane user_ron CANNOI BE RECOVERED.
Meaning:

RY 28 is printed in the SY SOUT of the recovery step. Rollback and/or rollforward
cannot be executed for this TDS since it cannot supply thelist of CUs
(commitment unit) aborted or committed:

« either on recovery before system crash,
 or during the Recovery Step.

Since the files accessed by this TDS remain unstable, this TDS cannot be restarted.
However, recovery continues for other TDSs.

Action: See Journal Recovery on Takeover (section 5.7.3).

RY29  BATCH user _ron CANNOTI BE RECOVERED.

Meaning:

RY29 is printed in the SY SOUT of the recovery step. Recovery cannot be
performed on this batch or 10OF job.

Action: None
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RY31 ROLLBACK SUCCESSFUL. NUMBER CF ROLLED BACK BLQOCKS nunber
RY32 ROLLBACK NOT SUOCESSFUL.
NUMBER CF ROLLED BACK BLQOCKS nunber

Meaning:

RY 31 and RY 32 are printed in the SY SOUT of the recovery step. At the end of the
rollback of each file accessed by the step before system crash, either RY31 or

RY 32 appears. Both messages follow a message naming the file and indicate the
result of the rollback on thefile.

Action:

Run the ROLLFWD utility on files which have remained unstable.

RY33 | NO DENT ON USER FILE:
(01) ERRCR DUR NG CPEN
(02) WR TE ERRCR
(03) READ ERRCR ON JCURNAL.
(04) CHANEL PROGRAM WR TE ERRCR
(05) CANCEL REQUEST DUR NG OPEN
(06) 1/0 ERRCR ON FI CB.
(07) FD CREATI ON | MPCSS| BLE.
(08) ERRCR DUR NG CLOSE
(09) SHARED FI LES TABLE ACCESS ERRCR
(10) A HEUR STI C DEC SI ON HAS BEEN TAKEN
CN STATE CF COMM T ACCESSING TH'S FILE EFNEfi | enane

Meaning:

RY 33 is printed in the SYSOUT of the recovery step. An incident has occurred
during therollback of a step. RY 33 appears after a message identifying the user
file

The state of the user fileis asfollows:
(01)-(09): unstable,
(20): stable but potentially inconsistent since rollback may have been incorrect.

Action: None
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RY34 ROLLBACK PROCESS| NG STCPPED.
(01) BUFFER ACQU SI TI CN PRCBLEM
(02) SEMAPHORE ACQU S| TI ON PROBLEM
(03) JOURNAL LOQ CAL TRACK ADDRESS ERRCR
(04) CHANNEL PROGRAM BU LD ERRCR
(05) BAD DI ALOG WTH TDS.
(06) JCT OONSTRUCTI ON ERRCR
(07) READ ERRCR ON JCURNAL.
(08) EXTENT CPEN DI FFI CLLTY.
(09) ABNCRVAL USER FI LE ASSI G\
(10) ABNCRVAL GLOBAL CPEN
(11) NO ECF ON BEFCRE JOURNAL FILE
(12) FD CREATI ON | MPCSS| BLE.
(13) THE USER FI LE CANNOT BE READ | N SYS. JRNAL.
(14) REPCRT SEQVENT ACCESS ERRCR
(15) SHARED FI LES SEGMENT ACCESS ERRCR

Meaning:

RY 34 is printed in the SYSOUT of the Recovery Step. An error at theinitialization
phase of rollback has been detected causing the immediate termination of the
Recovery Step. The message text is self-explanatory for all cases.

Action: None

RY35 ROLLBACK IS | MPCESI BLE FCR UPDATES MADE BY JCB user _ron
[tds_name] ON FILE EFN= fil e _name RC= return-code

Meaning:

RY35is printed in the SYSOUT of the Recovery Step. An incident has occurred
when the file named in EFN was being accessed. RY 01 will then appear requesting
operator intervention and RY 35 will appear again if the file remains inaccessible.

Action:

Run the utilities FILREST then ROLLFWD to reconstruct thefile.

RY36 ROLLBACXK IS | MPCSSI BLE FOR UPDATES MADE BY JCB user _ron
[tds_name] : BEFORE JOURNAL FI LE NOT ACCESSI BLE
RC = return-code

Meaning:

RY 36 is printed in the SY SOUT of the recovery step. An incident has occurred
while a Before Journal file of this TDS was being accessed. RY 01 will then appear
requesting operator intervention and RY 36 will appear again if the file remains
inaccessible.
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Action:
Run the utilities FILREST then ROLLFWD to reconstruct thefile,

RY37 RECOVERY | S | MPCESI BLE FCR UPDATES MADE BY JCB user _ron
[tds_name] ON FILE EFN= file_name RC= return-code

Meaning:

RY 37 is printed in the SYSOUT of therecovery step. Sincethefile (file_name)
cannot be accessed, it cannot be recovered for JOB user_ron using Rollback and/or
Rollforward. RY 01 will then appear requesting operator intervention and RY 37
will appear again if the file remains inaccessible.

Action:

Run the utilities FILREST then ROLLFWD to reconstruct thefile.

RY40 ROLLFCRMRD | S | MPCBSI BLE FOR UPDATES MADE BY JCB
user _ron [tds _nane] ON FILE EFN= file_name RC= return-code

Meaning:

RY40 is printed in the SY SOUT of the Recovery Step. An incident has occurred
when the file named in EFN was being accessed. RY 01 will then appear requesting
operator intervention and RY 40 will appear again if the file remains inaccessible.

Action:

Run the utilities FILREST then ROLLFWD to reconstruct thefile.

RY41 (01) ROLLFCRWARD | S | MPCBSI BLE: AFTER JOURNAL FILE file_nane
NOT ACCESSI BLE. RC= return-code
(02) AFTER JOURNAL FILE file _name NOT ACCESS| BLE.
RC= ret urn-code

Meaning:

RY41 is printed in the SYSOUT of the recovery step. An incident has occurred
when the file named in EFN was being accessed. RY 01 will then appear requesting
operator intervention and RY 41 will appear again if the file remains inaccessible.

The occurrence of the incident is indicated as follows:

(01) during file recovery,
(02 during the recovery of the After Journal by JRU.
Action:

Run the utilities FILREST then ROLLFWD to reconstruct thefile,
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RY43 ROLLFCRWARD NOT PERFCRMED FOR FILE fil e_nane
(01) UNABLE TO CREATE A FD FCR TH S FI LE
(02) UNABLE TO ASSIGN TH' S FILE, RC = return-code
(03) UNABLE TO CPEN TH S FILE, RC = return-code
(04) DYNAM C ROLLFCRWARD CANCELLED BY CPERATCR

Meaning:
RY43 is printed in the SYSOUT of the recovery step.

Dynamic rollforward cannot be performed because:

(01) the system cannot create a file descriptor

(02 the user file cannot be assigned

(03) the user file cannot be opened

(04) intervention to make the file accessible has fail ed.
Action:

Run the utilities FILREST then ROLLFWD to reconstruct thefile,

Ry4a4 *** FILE file_nane
DYNAM C ROLLFCRMRD NOT SUCCESSFUL
NUMBER CF ROLLED FOCRWARD RECCRDS. recor ds
(1) NUMBER COF ERRCRS. errors
(2) UNABLE TO CLCBE TH S FILE, RC = return-code

Meaning:
RY44 is printed in the SY SOUT of the recovery step.
(01) an error has occurred while applying After Image(s)

(02 the file on which After Image(s) have been
successfully applied, cannot be closed.

Thefile remains unstable in both cases.
Action:

Run the utilities FILREST then ROLLFWD to reconstruct thefile.
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RY45 *** FILE file_nane
DYNAM C ROLLFCRWARD SUCESSFUL. NUVBER CF RCOLLED
FORWARD RECCRDS: nunber

Meaning:

RY 45 is printed in the SYSOUT of the recovery step. This messageis sent for each
filefor which the dynamic rollforward was successful, each timea step is
processed by the recovery step.

Action: None
RY46 DYNAM C ROLLFCRMWMRD NOT SUCESSFUL FOR TH S STEP
Meaning:

RY 46 is printed in the SYSOUT of the Recovery Step. This messageis preceded
by a message identifying the step and is sent when a TDS isrolled forward
dynamically.

Further explanation of the error is given in the same SY SOUT by the messages
RY43, RY47, RY48, or RY 44, where applicable.

Some user files specified with the Deferred Update may remain unstable.
Action:

Run the utilities FILREST then ROLLFWD to reconstruct thefile.

Ry47  DYNAM C ROLLFCRWARD CANNOT BE PERFCRMED FOR TH S STEP.
Meaning:

RY 47 is printed in the SY SOUT of the Recovery Step. All the resources
concerning segment(s), file(s) and internal structures needed to perform a dynamic
rollforward cannot be created.

Action: None
RY48 DYNAM C ROLLFCRMWMRD FAI LURE, READ ERRCR ON JOURNAL FI LES.
Meaning:

RY 48 is printed in the SY SOUT of the recovery step. Dynamic rollforward cannot
be performed since the After Journal files cannot be read.

Action: None

Meaning:

RY 50 appears in the JOR and the SYSOUT of the Recovery Step. The step has
successfully terminated allowing switching of jasname JAS.
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Action: See HA-type JAS and Recovery (section 5.6).
RY51 jashane: RECOVERY FAl LED.
Meaning:

RY 51 appearsin the JOR and the SYSOUT of the Recovery Step. An error
preventing recovery has occurred with aresult that jasname JAS cannot be
switched.

Action: See HA-type JAS and Recovery (section 5.6).
RY52  jasnane: MESSAGE UNKNOML RC= ret urn- code

Meaning:

RY 52 appears in the JOR and the SYSOUT of the Recovery Step. An internal error
has occurred.

Action: Call the Service Center.

RY61 | MPOSSI BLE TO RUN RECOVERY:
(1) | NOORRECT SYSTEM STRUCTURES.
(2) | NOORRECT COMVEND FORMVAT.
(3) UNKNOAN OCOMVEND.
(4) UNKNOM JAS NAME.
(5) | NOORRECT RECOVERY CPTI ON
(6) SYS JAS |'S JOURNALI ZI NG CR DCES NOT EXI ST.

Meaning:

RY61 is printed in the JOR of the Recovery Step. An error during the phase
analyzing the call options to the load module H_RECOV, has been detected before
invoking:

« either the Recovery Step itself for file recovery,
 or the JRU for recovering the journal(s).

The message text is self-explanatory.
Action: Call the Service Center.
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B.4 JRU Messages

The messages emitted by the JRU (Journal Recovery Utility) are identified from
RY 201 through RY 350. They are sdlf-explanatory. See JRU (Journal Recovery
Utility and Functions) (chapter 7).

Some functions of JRU being called by the recovery step, these messages may
appear in the sysout of the recovery step as well.

B.5 TCRF Messages

B.5.1 TCRF

TCRF is executed under the SY SADMIN project. Messages from TCRF appear at
the submitter console.

For the duration of the TCRF job, the submitter is advised to remain at the console
to reply to questions which require intervention.

Some of the messages are printed in the SYSOUT of the TCRF job on completion.

B.5.2 BU Messages

BW1 tcrf-ron ROLLBACK NOT PCSSI BLE FCR THE UPDATES MADE BY
JCB user-ron tdsnm

Meaning:

There has been an incident during the assignment or opening of the Before Journal
and its extensions or user files.

BUOL is followed by message BUO2 and BUO3 for user files; otherwise, it is
followed by message BUO5 or BUO7, depending whether the incident takes place
during file assignment (BUO5) or file opening (BUQ7).

Action: None

BW?2 ON FILE
EFN = efn
MEDI A = vol nm | st
RC = cccccececc --> siu, return code
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Meaning:

BUO2 follows message BUOL and indicates an incident during assignment or
opening of afile on which Before | mages must be applied. This messageis aways
followed by another message requesting an operator decision.

Action: None

BUWO3 DO YQU WANT TO HOLD J@BS TO PERFCRM A TOTAL RCOLLBACK
FCR TH S STEP ?
ANSWER YES R NQ
I F YES, ANSVER WHEN MEDI A MOUNTED.

Meaning:

BUO3 is preceded by message BUO1 and BUO2 with the return code BUSY. Alll
disk drives have been allocated to other executing jobs and it isimpossibleto
access the volumes containing the files to be rolled back. The volume containing
thefileto which an assign is issued, is probably HELD.

Action:

« Either release the required resources and enter YES.
« Or if theresources cannot berelased, enter NO.

If NO is entered, the operator must decide whether to leave all the files for the step
concerned in an unstable state or to do a partial rollback.

BUWO4 ron DO YOU WANT TO O\LY RCOLLBACK THE OTHER FI LES?
ANSVER YES CR NQ
I'F YES, NON RCOLLED BACK FI LES I NTEGR TY IS NOTI' GUARANTEED

Meaning:
BUO4 follows answer NO to BUOS.

YES performs partial rollback.
NO results in none of thefiles being rolled back.

Action:

In the case of YES, run the ROLLFWD utility for the file which has remained
unstable.

BUW5 ron JOURNAL FI LE NOT ASSI G\ED.
RC = cccccecc --> siu, return code

Meaning:

BUOS5 is preceded by message BUOL.
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If the return code is BUSY, message BUO8 and BUO6 will follow in that order
indicating that the disk drive is unavailable (BU08) and requesting the releasing of
the volume containing the Before Journal (BUOG).

If the return codeis not BUSY, no rollback is done if the step concerned is
transactional. For a batch step, message BUO4 is displayed requesting an operator
decision.

Action: Seeaction in BU04, BUO6 and BUOS.

BUO6 ron MOUNT MEDI A vol nm
WHEN READY, PRESS EXECQUTE.
OTHERW SE TYPE CR AND PRESS EXECUTE.

Meaning:
BUOG is preceded by message BUO5S.
Action:

When the volume containing the Before Journal is made accessible, the number of
the message must be entered and the EXECUTE key pressed.

If the CANCEL_REQUEST command is sent and the executing step is
transactional, the step is abandoned; if the executing step is batch, message BUO4
isissued.
BW7 ron JOURNAL FI LE NOT CPENED.

RC = cccceecee --> siu, return code

Meaning:
Anincident occurred when the Before Journal and/or its extensions were opened.
Action:

If the executing step is transactional, rollback is not executed. If the executing step
is batch, message BUO4 is displayed.

BW8 ron NO DR VE AVA LABLE
Meaning:
All drives that can be used for this media are not accessible.

Action: See message BUOG6.
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BUll tcrf-ron | MPCSSI BLE TO ACCESS THE TDS SUBSYSTEM FI LES
FCR JOB tds-ron, TDS = tdsnm
RC = cccceceecc --> siu, return code

BUl2 DO YQU WANT TO STCP THE BACK WP PROCEDURE (R
GONTI NJE WTH NO DYNAM C RCLLFCRWARD PERFCRMVED

BU13 AND NO GUARANTEE FCR A STATI C RECOVERY CF THE
USER FI LES JOURNALI ZED BY TH S TDS?

BUl4 tcrf-ron ANSWER STCP CR QONTI NUE

Meaning:

Anincident occurred on the specified TDS while accessing the TDS subsystem
files.

Action:

« Either stop the back-up procedure which can berun later,
« Or continue with no dynamic rollforward performed and no guarantee for a
static recovery of the user files journalized by this TDS.

BUL5 trcf-ron | MPCSSI BLE TO ACCESS THE SYS. JADIR OF THE
FAl LED SYSTEM
RC = cccceececc -->siu, return code

BUL6 trcf-ron DO YOQU WANT TO STCP THE BACK UP PROCEDURE
CR CONTI NUE WTHOUT THE AFTER JCOURNAL?
ANSWER STCP CR CONTI NUE.

Meaning:

There has been an incident during the access of the After Journal Directory of the
failed site.

Theline, RC = ccceeecc --> siu, return code, provides coded information on error
conditions and the system integration unit from which the error originated. Return
codes are described in the Error Messages and Return Codes Manual.

Action:

 Either STOP the back-up procedure which can be run later,
« Or CONTINUE with the After Journal. In this case, the user files are no longer
protected, and may be l€ft in an unstable state.
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BUL7 tcrf-ron DYNAM C RCLLFCRWARD NOT' PCBS| BLE FOR THE
UPDATES MADE BY TDS tdsnm DUE TO A LACK CF

RESCOURCE:
BUL8 tcrf-ron AFTER JOURNAL ef n BUSY (1)
AFTER JOURNAL MEDI A vol nm BUSY (2)

NO DR VE AVAI LABLE FCR AFTER JOURNAL MEDIA  (3)

BUL9 tcrf-ron DO YOQU WANT TO FREE THE RESCURCE TO PERFCRM
THE DYNAM C ROLLFCRMRD? ANSVER YES ( WHEN
THE RESOURCE HAS BEEN FREED) CR NO

Meaning:

A lack of resources means that the dynamic rollforward for the update made by the
specified TDS is not possible. The lack of resources may be dueto (1), (2) or (3)
below:

@ an After Journal fileis allocated to a job,

()] amedia of the After Journal is not accessible,
3 no drive is available for an After Journal media.
Action:

« Either free the requested resource and continue the back-up procedure; thisis
doneon YES.

 Or continue without the After Journal on NO leaving the user files unstable;
Perform RESTORE and STATIC ROLLFORWARD to recover them.

BU20 tcrf-ron DYNAM C ROLLFOCRWARD NOT PGCSSI BLE FCR THE
UPDATES MADE BY tdsnm
RC = ccccecececc --> siu, return code

BUI6 trcf-ron DO YOU WANT TO STCP THE BACK UP PROCEDURE
CR CONTI NUE W THOUT THE AFTER JCOURNAL?
ANSWER STCP CR CONTI NUE.

Meaning:

While the dynamic rollforward of the specified TDS was being performed, an
incident occurred during the access of the After Journal files. For an explanation of
RC = cceccecc --> siu, return code, see message BU16.

Action:

 Either STOP the back-up procedure which can be run later.

« Or CONTINUE without the After Journal. In this case, the user files may beleft
in an unstable state. Perform RESTORE and STATIC ROLLFORWARD to
recover them.
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B2l tcrf-ron DYNAM C ROLLFOCRMWMRD NOT PGCSSI BLE FCR THE
UPDATES MADE BY THE JAB tds-ron, TDS tdsnm ON

FI LE efn

BW22 tcrf-ron MED A vol -1| st
LACK CF RESOURCE: Fl LE BUSY (D
LACK CF RESOURCE: NO DRI VE AVAI LABLE (2)

RC = cccceceecc --> siu, return code

BU23 tcrf-ron DO YOQU WANT TO FREE THE RESCURCE TO PERFCRM
THE DYNAM C ROLLFCRWARD FCR TH S TDS?
ANSVER YES (WHEN THE RESCURCE HAS BEEN FREED)
R NO

Meaning:

A lack of resources for a user file means the dynamic rollforward for the updates
made by aTDS cannot be performed. The lack of resources may be dueto (1) or
(2) below:

(D) the user fileis busy,
()] the user file mediais not accessible.
Action:

« Either free the requested resource and continue the back-up procedure; thisis
doneon YES.

» Or continue the back-up procedure on NO leaving the user file unstable. Perform
RESTORE and STATIC ROLLFORWARD on thefile.

BU24 tcrf-ron DYNAM C ROLLFOCRMWMRD NOT PGCSSI BLE FCR THE
UPDATES MADE BY JCB tds-ron, TDS tdsnm

BU25 tcrf-ron ON FILE efn
RC = cccceceecc --> siu, return code

BU26 tcrf-ron DO YOQU WANT TO TRY THE DYNAM C ROLLFCRWRD
CF THS FILE LATER OR LEAVE THS FILE IN
UNSTABLE STATE? ANSWER RETRY CR UNSTABLE

Meaning:

BU24, 25, and 26 are issued together when a dynamic rollforward was being
performed for the updates made by a specified TDS on a specified user fileand an
incident occurred.

Action:

« Either stop the back-up procedure with RETRY and try dynamic rollforward
later.

« Or continue the back-up with UNSTABLE leaving the user file unstable.
Perform RESTORE and STATIC ROLLFORWARD for recovery.
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BUW27 FILES ROLLBACK PROCESSI NG STCPPED FCR STEP: | ntnm
Meaning:

This message indicates an irregularity in the Before Journal; it is followed by a
further explanatory message.

BU28 hh. nm . BUFFER ACQU S| TI ON PROBLEM (01)
hh. mm . SEMAPHORE ACQUI S| TI ON' PRCBLEM (02)
hh. mm . READ FI CB PROBLEM (03)
hh. mm . JOURNAL TRACK ADDRESS ERRCR (04)
hh. mm . CHANNEL PROGRAM BU LD ERRCR (05)
hh. mm . BAD DI ALOG WTH TDS (06)
hh. mm . JCT CONSTRUCTI ON ERRCR (07)
hh. mm . READ ERRCR CN JOURNAL (08)
hh. mm . EXTENT CPEN DI FFl OULTY (09)
hh. mm . ABNCRVAL USER FI LE ASSI GN (10)
hh. mm . BY REQUEST BY CPERATCR (11)
hh. mm . ABNORVAL GLCBAL CPEN (12)
hh. mm . NO ECF ON THE BEFCRE JOURNAL FI LE (13)
hh. mm . FD CREATI ON | MPOSS| BLE USER FI LE | DENTI FI CATI ON ( 14)
hh. mm . SYS. JRNAL CANNOT BE READ (15)
hh. mm . REPORT SEGMENT ERRCR (16)
hh. mm . FI LE SHARED SEGMENT ERRCR (17)
hh. mm . SYS. JRNAL FI LE NOT READABLE (18)

Meaning:

BU28 systematically follows BU27 to indicate the reason why the rollback
processing was interrupted. The information given by this message is software
support oriented. The rollback was stopped for the step named in BU27, but the
rollback will be executed for all the other steps. Messages are self-explanatory.

Action: None
* BU29 USER F LES DESCR PTI ONS NOI' ACCESSI BLE
Meaning:

TCRF hasfailed in its attempt to read the SYS.KNODET of thefailed site. This
message is preceded by message BU45 or BUSO0.

Action:

No possible action on the back-up system. Before restarting on the failed system,
system file SYS.KNODET must be rebuilt.
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* BU30 PUSH INT BUTTON CF | NTERRUPTED SYSTEM OTHERW SE,
FREE SE ZED SHARED DEVI CES SETTI NG THEM PONER CFF

Meaning:

Thisisareminder to the operator to reease disk drives which have been left in the
locked state by the failed system.

Action:

The operator must rel oad the failed system in order to remove locks set by the
controllers. If the system cannot be reloaded (and only in this case), set the shared
devices in POWER OFF state in order to free them.

BU31 ACTI VE STEPS DESCR PTI ONS NOT' ACCESSI BLE
Meaning:

BU3L1 indicates that it isimpossible to access the descriptions of the active steps on
the SYS.PVMF volume of the failed system. The TCRF job stops. This messageis
preceded by message BU45.

Action: Restart thefailed system.
BU36 JOURNALI ZATI ON PROCEDURES NOT USED BY ACTI VE STEPS
Meaning:

None of the steps that were active on the failed system has requested journalization
of itsfiles.

Action: None

BU37 tdsnm TDS SUBSYSTEM | S READY FCR REACTI VATI ON
(AFTER JOB COMPLETI ON)

Meaning:
BU37 indicates that application tdsnm can be restarted.
Action:

The operator must wait for the completion of the TCRF job before restarting the
TDS tdsnm. The SMs (sharable module) must have been loaded in the BKST of the
backup system.
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BU38 AFTER JOURNAL PROCESSI NG ABNORVALLY TERM NATED
FI LES RECOVERY NOT GUARANTEED FCR STEP | mnm

Meaning:

BU38 indicates that an error occurred during the processing of After Journal. If the
step concerns files created under TDS, message BU44 will be sent to the operator.

Action:

After the TCRF job has completed, the user may check the following to decide if
step Im-nm can be restarted:

» TCRF report (including report of the JAGEN step),
« the PRLOG
» the SYS.JA and SYS.JADIR of thefailed system.

B39 LACK CF PER PHERAL RESOURCES,
FI LES RCLLBACKI NG NOI' PERFCRVED AT ALL

Meaning:

As some media was not available, the rollback could not be performed on all the
files. When consulted, the operator chose not to perform it at all. He gets
confirmation of his decision with this message.

Action: Restart the failed system.
BUWO tdsnm TDS SUBSYSTEM | S NOT READY FOR RERWN
Meaning:

Dialog between the operator and the Before Journal reveal that it isimpaossible to
obtain the devices required to support the files used by application tdsnm. The
specified application cannot be restarted.

Action: Restart the failed system.
Bu4l H LES STATUS DO NOT | MPLY RCLLBACK PROCESSI NG
Meaning:

No record was modified by the FRU during which the crash happened. Thereis no
Before Image to apply.

Action: None
BU42 RCLLBACKI NG | MPGSSI BLE, JCB ABCORTED
Meaning:

Thereading and/or updating of the Before Journal of the failed system is
incomplete. The TCRF job aborted. This message is preceded by message BU45.
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Action: Restart the failed system.

BW3 FILES ROLLBACKI NG PARTI ALLY PROCESSED:
LACK CF PER PHERAL RESOURCES

Meaning:

As some media was not available, the rollback could not be performed on all the
files. When consulted, the operator chose to perform it partially, that isto say on
the available files only. He gets confirmation of his decision with this message.

Action: Runthe ROLLFWD utility on all the files which have remained unstable.

BU44 tdsnane TDS SUBSYSTEM PARTI ALLY READY
REACTI VATI ON QUESTI ONABLE

Meaning:

BU44 follows answer YES to BUO4.

Only partial rollback has been performed. TDS files may not be stable.
Action:

Recover the TDS file and run the ROLLFWD dutility on all the user files which
have remained unstable.

Bu45 BACK UP PROCESSI NG ERRCR
RC = cccceeceec ---> siu, return code

Meaning:

A fatal incident has occurred during the processing of TCRF; the TCRF job is
aborted. This message is always followed by another message indicating the type
of error.

RC = cceccecc --> siu, return code provides coded information on error conditions
and the system integration unit from which the error originated. Return codes are
described in the Error Messages and Return Codes Manual.

Action:

Operator action depends on the message which follows message BU45.

* BUA6 SYS. CATALOG NOT CPERATI ONAL ON BACK- UP SYSTEM
UPDATI NG CF AFTER JOURNAL CANNOT BE PERFCRVED

Meaning:

SYS.CATALOG is nhot present on the back-up site; consequently, it is not possible
to copy the information relating to the After Journal of the failed site onto the back-
up system. This message is followed by message BU48. The TCRF job is aborted.
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Action:

After the SYS.CATALOG has been created on the back-up system, a Cold or Clean
Restart must be performed to make SYS.CATALOG known to GCOS; then the
TCRF job can be run again.

BU47 AFTER JOURNAL | S PRESENTLY ACTI VE
Meaning:

BUA47 indicates that the back-up system has an After Journal which is utilized
during the TCRF job run. It is followed by a display of message BU48.

Action:

The operator can either decide to wait for the completion of all jobs journalizing on
the After Journal of the back-up system or cancel them, at which point the TCRF
job can be run again.

BU48 THEREFCRE INTEGR TY OF FILES 1S NOT GUARANTEED, JCB ABCRTED
Meaning:

BU48 indicates that the basic requirements for the processing of TCRF are not
satisfied; consequently, the job will abort. It is always preceded by message BU46
or BU47.

Action: See message BU46 or BU47.

BU49 QOONTRCLS ARE SUOCESSFUL.
SYS. CATALGG FOUND O\ vol nm
BACK- UP AFTER JOURNAL NOT PRESENTLY | N USE

Meaning:
The basic requirements for the processing of TCRF are satisfied.

Action: None

B0 SYSTEM |/ O ERRCR WH LE AQCESSI NG KNCDET FI LE
CHR = di sk address

Meaning:

Anincident has occurred while TCRF was retrieving the user’s file descriptions
from the system disk of the failed system. The TCRF job will abort.

Action: See message BU29.
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BUbl BACK UP REQUESTED CPTION I'S: option
Meaning:

BUS1 is systematically issued when TCRF isrun to indicate and confirm the
options chosen by the operator: option=SY STEM DISK, (YES, NO), RECOVERY
(INFO, TDS, ALL).

SYSTEM DISK and RECOVERY are parameters given by the operator. YES or
NO are st by the JCL sequence, YES corresponding to the TDS and ALL options,
and NO to the INFO option.

Action: None

B2 hh. mm . ROLLBACK PERFORVED. NUMBER CF RCLLED BACK

BLOCKS : nunber (01)
hh. mm . ROLLBACK NOT PERFCRMED. NUMBER CF ROLLED BACK
BLOCKS : nunber (02)

Meaning:

BUS2 is systematically issued in the File Recovery Report for each file, preceded
by the file name and its media device and class, in order to indicate that:

(01) Therollback has been performed for this file.
(-2) Therollback has not been performed for thisfile.
For (02) BU52 is followed by BUS3.

Action: None

BUB3  hh. mm ***** DENT : ERRCR DUR NG CPEN (01)
hh. mm ***** DENT : WR TE ERRCR ON USER FI LE (02)
hh. mm ***** DENT : READ ERRCR ON JOURNAL (03)

. CHANNEL PROGRAM WR TE ERRCR  (04)
: CANCEL REQUEST DUR NG CPEN (05)

hh. mm *****
hh. mm *****

EGEERELAE
23

hh. mm **%** DENT : FILE NOT ASS| GNED (06)
hh. mm %% ** DENT : 1/0 ERROR ON FI OB (07)
hh. m %% ** DENT : FD CREATI ON | MPOSSI BLE (08)
hh. m **%** DENT : ERROR DUR NG CLOSE (09)

Meaning:

In the case the rollback was not performed for afile, BU53 follows BU52 and
gives the cause of thefailure. Theinformation given by this message is software
support oriented. Messages are self-explanatory.

Action: None

B-56
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BWs4 HA FUNCTI ONS HAVE BEEN PURCHASED,
TCRF AND HA FUNCTI ONS ARE UNCOWPATI BLE.

Meaning:

Thetakeover of HA applications on the coupled system is automatic and does not
need TCRF being executed.

Action: Check that the TDSs are declared as WATCHED BY CMSC HA-type TDS.
BUBO ABNCRVAL RETURN CCDE FROM PR M TIVE primmgr4
Meaning:

The call to the service primnm was not performed normally: the codegr4 is
returned by the service. None of the codes returned in the case of this message
provoke the abort of the application. Some of them come with the warning
indication.

Action: None

BUBl THE RUNNI NG SYSTEM SI TE NUMBER (=cpu_sysb) DOES NOT
MATCH THE RUNNI NG SYS. SYSTEM S| TE NUVBER (=cpu_nat )

Meaning:

The site number does not match the sys.system number on the Backup machine.
Thisis a warning message, the execution of TCRF on this machine goes on.

Action: None
BUB2 YQU ARE NOT ALLOND TO RUN TCRF.
Meaning:

TCRF has not been bought for the machine on whichit is started. Theright to
executeit is denied. The TCRF job is terminated. The message is preceded by the
indication FATAL.

Action: None

BUB3 UNALLOMNED CHARACTER STR NG I N THE FOURTH FI ELD CF THE
CPTI ON STR NG

Meaning:

The parameters passed in the option string, by means of the JCL sequence, are not
correct. Thejob TCRF isterminated. The messageis preceded by the indication
FATAL.

Action: The operator may start TCRF again with correct parameters.
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BUs4 ABNCRVAL RETURN OCCDE FROMPR M TIVE: primmmgr4
EFN=SYS. SYSTEM | FN=i fn, MEDI A=vol nm

Meaning:

A primitive which opens or accesses the SYS.SY STEM file could not be executed
normally, during the initial checks. BU84 gives the name of the primitive and the
abnormal return code and indicates the internal name of the SYS.SYSTEM file and
the media on which it lies. The execution of TCRF goes on.

Action: None

BUB5 "SYSD' ENTRY DCES NOT EXI ST I N EFN=SYS. SYSTEM
I FN=i fn, MEDI A=vol nm

Meaning:

One of the sys.sytem entries necessary for initial checks has not been found. The
message contains theinternal and external file name of the sys.system and the
media on which it lies. The execution of TCRF goes on. This message is software
support oriented.

Action: None

BUS6 SYSD PARTITION NOT FOUND. PR MTIVE: prinmmm
EFN=SYS. SYSTEM | FN=i fn, MEDI A=vol nm

Meaning:

The primitive which opens the SY SD partition of the sys.system could not be
executed normally. The name of the primitive is given as well asthe internal and
external file name of the sys.system and the media on which it lies. The execution
of TCRF goes on. This message is software support oriented.

Action: None

BUB8 THE MAIN SI TE NUMBER ASSQO ATED WTH THE "TCRF' M
(=cpu_nai n) DCES NOT MATCH THE FCREl GN SYS. SYSTEM SI TE
NUMBER (=cpu_for).

Meaning:

The CPU number of the backup system does not match the CPU number associated
with the TCRF application the customer bought. This messageis awarning. The
execution of TCRF goes on.

Action: None

B-58

47 A2 37UF Rev05



Messages from File Recovery Facilities

BUB9 ABNCRVAL RETURN CCDE FROM PR M TIVE primmgr4
EFN=SYS. SYSTEM | FN=i fn

Meaning:

A primitive which works with SYS.SYSTEM could not be executed normally. The
message gives the name and return code of this primitive, and the external and
internal file names of SYS.SYSTEM.

Action: None
BW3 | MPCBSI BLE TO RN TCRF ON A SYSTEM W TH PR VATE JAS
Meaning:

Thereis an attempt to run TCRF while the backup system is installed with a
Private JAS.

Action:

After having saved user files protected by the private JAS, and system After
Journal files, delete the two private JAS before repeating TCRF. Create the two
private JAS again after TCRF and restore all system After Journal files.
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Glossary

A

Active Sate
The state applicable to:
- either the server which implements the effective function of a service,
- or the member which supports the ACTIVE server of a service, in which case the member
becomes ACTIVE for this service.

Active Jour nal Files

After journal filesin which After Images are logged during the session to rollforward user files.
They include Primary as well as Secondary Journal files.

After Image
An after imageisacopy of arecord of afile. It contains the datain its state after it was updated.
An after image is date and time stamped (with the date and time of update). After images are used
in rollforward. Rollforward assumes that the date and time stamps are correct. In predating, this
may not bethe case.

Available Journal Files

After journal files which are dligible for journalization or for transfer but which are not currently
used during the session.
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B

Backup Sate
The state applicable to:
- either the server which implements the rescue function of a service,
- or the member which supports the BACKUP server of a service, in which case the member
becomes BACKUP for this service.

Before I mage
A beforeimageis a copy of aC.l. of afile. It contains the data in its state before it is updated.
Beforeimages are stored sequentially in journal file(s). Since the sequential order also represents a
chronological order, before images do not need a date and time stamp. Before images are used in
rollback.

C

Commitment Unit (CU)
A unit of processing where the decision is taken to consolidate modifications and apply themto
records in protected files. In the case of rollforward, the action of commitment means that Before
Images are released and After Images are validated.

Complex
A set of two DPS 7000s supporting a single CM SC. Each of the DPS 7000s in the complex is
known as a member. Each member has access to a set of shared disks. A complex cannot have more
than two members.

CMSC (Complex M anagement Service)
A group of administrative functions which operate and supervise a complex, and monitors its
functions.

CMSR (Complex M anagement Server)
A server which implements CMSC on a member of a complex. A complex has asingle CMSC
which is supported by two CMSRs.

CRCXGEN (CReate CompleX GENeration)
A processor to which directives are submitted for describing and generating the environment of a
Complex.

Current Journal File
After Journal file currently being used for journalization.
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D

Deferred Recovery
An operation which brings protected user files back to a consistent state, after a physical damage or
an unsuccessful immediate recovery. It consists of restoring the user files from their saved versions,
and then, of running the ROLLFWD utility on these restored files.

Deferred Update
A mode of processing user files which consists of not applying updates as long asthe TDS
commitment unit is not committed.

DUMPJIRNL (Dump Jour nal)
A function which allows extracting TDS user journal datafrom the After Journal files in sequential
files.

Dynamic Rollforward
Animmediate Recovery operation which consists of applying the after images not yet applied, on
files accessed in deferred update mode, for all the TDS commitments units which had committed
when the incident occurred.

E

Empty State
Empty isthe state of a server whose service has not been started.

F

FRU (File Recovery Unit)
An FRU is a portion of a program which takes afile or set of files from one consistent state at the
beginning of its execution to another consistent state at the end of its execution. A program consists
of one or several FRUs, each FRU being one of the following:
- an entire batch or |OF step,
- part of a batch or I0F step between the beginning of the step and the first checkpoint encountered,
- part of a batch or I0OF step between two checkpoints,
- part of a batch or |0OF steps between the last checkpoint encountered and the end of the step,
- aTDS commitment unit or 1QS query.
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H

HA (High Availability)
A function based on disk coupled systems reducing the unavailability time of an HA application
(typically aTDS application) running on one of the systems when this system crashes.
The other system provides the means for an automatic detection of this failure, and for an
automatic startup of a backup HA application. During the startup of the backup application, an
immediate file recovery will occur for the journalized files.

HA-LOCK
HA-LOCK isused by HA to prevent two members from attempting a file recovery simultaneously.
A member doing a takeover requests the HA-LOCK. If thelock is granted, it then proceeds with
filerecovery. It is possible that the failed member restarts and attempts another file recovery before
thefirst file recovery has finished. HA-LOCK prevents the second file recovery from starting
before the first one has finished.

I mmediate Recovery
An operation which brings protected user files to a consistent state immediately after an incident
occurred. This operation is started either at step abort, or at warm restart after acrash, or on
takeover. There are two types of immediate recovery:
- Rollback,
- and dynamic rollforward.

J

JAS (Jour nalization Advanced Service)
A set of facilities and functions protecting and recovering user files. There aretwo types of JAS:

Public JAS alias SYSJAS, being local and specific to a system. In an HA environment, it
isanon-HA JAS and thereis only one SYS JAS per system. Since SYSJAS
cannot be used for takeover, it is not declared at CRCXGEN.

Private JAS alias BLUE JASand GREEN JAS It can be used either in Private JAS mode
or in HA mode by HA applications for takeover. Then both JAS are declared
for the complex at CRCXGEN. Since both HA-type JAS can be declared per
complex, one HA type JAS can be in active mode on a member and the other
HA-type can bein active mode on the other member.
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JAS Catalog
A catalog dedicated to each JAS, the name of the catalog being jasname.CATALOG. This catalog is
used to catalog the following files:
- the JAS Directory,
- and the Primary and Secondary After Journal Files.
SYS JAS uses SYS.CATALOG which is permanent on the system. SYS.CATALOG is created by
TAILOR at system installation.
BLUE.CATALOG and GREEN.CATALOG are private catalogs created when BLUE JAS and
GREEN JAS, respectively, are created by the MAINTAIN_JAS processor. Both catal ogs:
- are auto-attachable,
- and must be allocated on Shared disks.

JAS Directory
A directory attached to each JAS created and cataloged in the jasname. CATALOG whenthe JAS is
created by the JAS administrator. The name of the directory is jasname JADIR. This directory is
used to store such information as:
- the identification of the steps using the JAS whether with Before Journal or After Journal or both,
- theidentification of user files that arejournalized,
- the physical characteristics, the identification and sequencing of After Journal files,
- and the identification of media that are to be used for After journalization.
BLUE.JADIR and GREEN.JADIR must be allocated on Shared disks.

JRU (Jour nal Recovery Utility)
A function which allows restoring the After Journal to an approximative logical state when it has
been corrupted because:
- either aTDS was unable to supply the list of aborted commitment units,
- or the JAS directory was not accessible at system restart after a crash or at takeover.

M

Main Service
A service providing the immediate and essential data processing functions for the end-user such as
TDS. A service used by the Main Service for functional support is called the Used Service. Starting
the Main Service automatically starts up its associated Used Service(s).

Member
A DPS 7000 host system running GCOS 7 and belonging to a complex. Each member hasits own
CMSR running on it. A complex has two members.
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MNJAS (MAINTAIN_JAS)
A processor which allows administrating the resources, user files and functions of the JAS
(Journalization Advanced Service). JAS Resources comprise its catalog, directory and journal files.

N

Not Watched TDS
Not WATCHED TDSis a TDS which runs without the knowledge of the CMSC. No takeover is
therefore possible. Such aTDS:
- cannot be started or restarted through HA operator commands,
- is generated ether before Release V6 or in V6 but not specified with WATCHED BY CMSC
at TDS generation,
- and has its files protected only by SYS JAS.

P

Primary Journal File
An After Journal filein which After Images are actively logged during the session. See Secondary
Journal file.

R

Recovery Step
A step which performs the immediate recovery of afile during takeover for one HA-type JAS that
was switchable and was ordered to switch from backup to active state.

Recycling, also Cycling
An operation which sets the status of the obsolete active journal files to available.

Rollback
An operation which involves cancelling all modifications applied to protected files by FRUs which
have aborted. Thisis done by applying Before Images which correspond to the aborted FRU to the
protected files.

Rollforward
An operation which involves applying After Images logged in active journal filesto a user fileto
return it to a consistent state. See Dynamic Rollforward and Satic Rollforward.
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S

Secondary Jour nal File
An After Journal filetransferred from a Primary Journal file, through the MNJAS
TRANSFER_PRIMARY command. See Primary Journal file.

Server
Theresult of projecting a service on a member. A server isa DPS 7000 job supporting a service.

Service
Theimplementation of a function on a complex. From an HA viewpoint, a service can be either a
main service or a used service.

Static Rollforward
An operation which involves applying After Images corresponding to committed FRUSs to restored
user files.

Switchable State
One of the alternative states of an active service, the other being unswitchable.
The switchabl€/unswitchable attribute is propagated from the service to the member and to the
complex. So at any onetime, the complex is switchable or unswitchable. If the complex is
unswitchable, atakeover is not possible.
For a main service to be switchable, all its used services must also be switchable. For example, if a
TDS application (main service) uses a JAS (used service), then for the TDS application to be
switchable, the JAS must also be switchable.
An HA-type JAS is switchableif a current mode HA-type TDS is running on the complex (which
uses the HA-type JAS). Otherwise it is unswitchable.

T

Takeover
An operation which involves switching a member from the backup state to the active state.
Takeover isinitiated:
- either when the active member crashes,
- or through a CMSC TAKEOVER_MEMBER command.

TCRF (Transactional Context Recovery Facility)
A utility which allows a TDS to be restarted on a coupled system (or an alternate system) without
disruption to data integrity when the system on which TDS was running, is no longer available.
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U

Used Service
A service intended to provide functions needed by main services. A used service cannot use a main
service and it cannot use another used service. A typical used service isa JAS supporting aTDS
application which is the main service.

User Journal
TDS user private data which is stored in the After Journal File and which can be retrieved with the
DUMPJIRNL utility.

w

Watched TDS
A collective name for WATCHED HA TDSand WATCHED non-HA TDS.
WATCHED HATDS
A WATCHED HA TDS runs with the knowledge of HA. SuchaTDS is:
- monitored by the CMSC (takeover is possible under the appropriate conditions),
started and stopped through HA operator commands,
- and restarted automatically by the CM SC on the member doing the takeover.
If an installation has HA, such TDSs get the full benefit of HA. In principle, all existing TDSs
should be converted to current mode HA.
A current mode HA TDS isa TDS which has been:
- specified as WATCHED BY CMSC at TDS generation,
- and declared on both members of the complex.
WATCHED non-HATDS,
A WATCHED non-HA TDS runs with the knowledge of HA. SuchaTDS is:
- monitored by the CMSC but no takeover is possible,
- started and stopped through HA operator commands,
- and, after a crash, restarted automatically by the CM SC when the failed member is restarted.
A WATCHED non-HA TDSisaTDS which has been:
- specified as WATCHED BY CMSC at TDS generation,
- but declared on only one member of the complex.
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A
ABORTPG

ACTIVE
parameter of MNJAS LIST
command
ADDPRIMMD
parameter of MNJAS MODIFY_MEDIA
command
ADDSECMD
parameter of MNJAS MODIFY_MEDIA
command
AFTER
argument of JOURNAL option
after images |2-10
after journal |2-23
activating - |2-8
adding available - files
automatic recycling active- [2-27
characteristics
choosing block size of - |2-25

computing the size
incidentson- |2-34

manual recycling active- |[2-27
primary and secondary
removing available - files

switching - files
after journalization
files specificto- |2-23
journalization technique
ALL

option of TCRF

Index

application
incidents on TDS -
application protection
batch ﬁ
combined applications [1-7
|OF
TDS
AUTOCYCLE
parameter of MNJAS CREATE
command
parameter of MNJAS
MODIFY_PARAMETERS
command
AVAILABLE
parameter of MNJAS LIST
command |3-33

B
batch

application protection
BEFORE

argument of JOURNAL option
before images
before journal
activating -  [2-7
changing size of -
characteristics |2-3

choosing block size
computing the size
incidentson - |2-33

messages issued by -  [B-1
before journalization
journalization technique |1-4
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BEGDATE

parameter of DUMPJRNL utility
parameter of ROLLFWD

utility
block size
before journal

BLOCK_SIZE
parameter of MNJAS CREATE
command
parameter of MNJAS
MODIFY_PARAMETERS

command
BOTH

argument of JOURNAL option
BU messages

C

cataloged files
TDS
CATNAME
parameter of MNJAS DISPLAY _LINK
command
parameter of MNJAS
FORGET_USER FILE
command
parameter of MNJAS LINK
command
combined applications
application protection |1-7
COMFILE
parameter of MNJAS command
COMMAND
parameter of MNJAS command
COPY_FILE GCL command
CPERR

CREATE
syntax of MNJAS command
utility

CXSRV

- function |5-14

COMPLEX_SERVICE
CXSRVMAP

- function |5-15

COMPLEX_SERVICE_MAP

CXSRVTYP

- function [5-14]

COMPLEX_SERVICE_TYPE

D

Date

System- |8-8
date of last save [6-5
DBUTILITY

utility
deferred update

journalization technique |1-4
DELETE

syntax of MNJAS command
DETAILED

parameter of MNJAS LIST command

33

DISPLAY

syntax of MNJAS command
DISPLAY_JAS

syntax of GCOS 7 command
DISPLAY_LINK

syntax of MNJAS command
DJAS

- function [5-22]

DISPLAY_JAS
DPLK

- MNJAS option  |5-21
DISPLAY_LINK |5-21
DSRV
- function
DISPLAY_SERVICE
DUMPJRNL
automatic journal file recycling
configuration requirements
Dump Journal
error in appending user record
error on JAS directory
error on primary journal files |9-9]
error on secondary journal files |9-9
fileassignments (9-4
syntax of - utility
DYNSAVE utility |6-6
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E

END
parameter of MNJAS
TRANSFER _PRIMARY
command
ENDDATE
parameter of ROLLFWD utility
EVEN
parameter of MNJAS STATUS
command

F

FILCHECK

utility for correcting errors
FILDUPLI JCL command |6-6
FILE

parameter of MNJAS

FORGET_USER FILE
command
fileinaccessibility |5-25
fileintegrity ﬁ
file protection
filerecovery facilities
functionsof - [1-1
File Recovery Unit
definition
FILES
parameter of MNJAS LIST
command
FILREST JCL command |6-6)
FILSAVE utility
FORCE
manual takeover |[5-3
parameter of MNJAS
FORGET_USER FILE
command
parameter of MNJAS
FORGET_USER_JOURNAL
command
FORCE_ABORT
parameter of MNJAS
TRANSFER _PRIMARY
command

FORGET _USER_FILE

syntax of MNJAS command
FORGET_USER_JOURNAL

syntax of MNJAS command
FRU

file recovery unit

H

H_RECOV
first step of - load module
second step of - load module
HA
abnormal eventsin - environment
automatic takeover
description
FORCE takeover |5-3
high availability
implementing takeover
manual takeover
servers and services

STRONG takeover
WEAK takeover

high availability
description

IGNORE
parameter of MNJAS STATUS
command |3-59
immediate update
journalization technique |1-4

INFO

option of TCRF
IOF

application protection
|OFAIL mp
J
JADIR _SIZE

parameter of MNJAS CREATE

command
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JADIR_VOLUME JAS NAME (continued)
parameter of MNJAS CREATE parameter of MNJAS DELETE
command command
JAS parameter of MNJAS
administrating - FORGET USER FILE
bypassing - for unprotected read command
HA-type parameter of MNJAS
HA-type - activity FORGET_USER_JOURNAL
HA-type - declaring services command
HA-type - display parameter of MNJAS JAS command
HA-type- for file accessibility parameter of MNJAS LINK
HA-type- for file protection command
HA-type - monitoring parameter of MNJAS LIST
HA-type - rules for batch connection [5-6 command
HA-type - rulesfor file protection [5-5 parameter of MNJAS MODIFY_MEDIA
HA-type - rules for IOF connection [5-6 command
HA-type - rules for step connection [5-6 parameter of MNJAS
HA-type - rules for TDS connection |5-7| MODIFY_PARAMETERS
HA-type - strong termination [5-18 command
HA-type - weak termination parameter of MNJAS
installing- |3-1 REBUILD DIRECTORY
journalization advanced service command
maintaining - parameter of MNJAS
non-HA RECYCLE JOURNAL_FILE
repest after checkpoint [5-11 command
rules for batch applications parameter of MNJAS SWITCH
rules for |OF applications [5-8 command
rulesfor TDS applications [5-7 parameter of MNJAS
statefile inaccessible [5-41] TRANSFER_PRIMARY
syntax of MNJAS command command
used service JASCAT_VOLUME
JAS catalog parameter of MNJAS CREATE
incidents on - command
installing - JL messages
JAS directory console [B-1]
incidentson - [2-32 JOR - on normal termination
read error on - during ROLLFWD JOR - on rollback
JAS startup JOR - on step abort
JAS state file inaccessible JOR - on system crash  |B-6
JAS NAME JOURNAL option
parameter of DISPLAY JAS in the catalog
command in the JCL DEFINE statement
parameter of MNJAS command JOURNAL_SIZE
parameter of MNJAS CREATE parameter of MNJAS CREATE
command command
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JOURNAL_SIZE (continued)
parameter of MNJAS MODIFY_MEDIA
command
parameter of MNJAS
MODIFY_PARAMETERS
command
journalization advanced service
JAS |[1-8
journalized files

save date
JP messages |B-8
JRNALERR

JRU
- functions
aborted batch steps  |7-5
aborted IOF steps  |7-5
aborted TDS CUs  |7-5
activating- |7-3
final report [7-6
first recovery step
journal recovery utility

logical salvaging on after journal
messages

necessary resources for - [7-3
non-recoverable errors
restrictionson - [7-3|

second recovery step

L
label patching
LASTDATE

parameter of MNJAS
RECYCLE JOURNAL_FILE
command
LASTFILE
parameter of MNJAS
RECYCLE JOURNAL_FILE
command
LINK
syntax of MNJAS command
LIST
parameter of MNJAS
REBUILD DIRECTORY
command
syntax of MNJAS command

LOAD_FILE

GCL command
loss of after journal
loss of before journal
loss of RECOV file
loss of TDS swap file

loss of user file

M

MAINTAIN_JAS utility
accessing -

MJAS utility
accessing -
MNJAS

GCL syntax m
MODIFY_MEDIA

syntax of MNJAS command
MODIFY_PARAMETERS

syntax of MNJAS command

N

NEXTMEDIA
parameter of MNJAS
TRANSFER _PRIMARY

command
NO

argument of JOURNAL option

not watched by CMSC
NOTALL ﬁ

O

OBSOLETE
parameter of MNJAS
RECYCLE_JOURNAL_FILE
command
OLDGEN
parameter of MNJAS
FORGET_USER FILE

command
ONLY

parameter of MNJAS STATUS
command
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OUTFILE

parameter of DUMPJIRNL utility
outfile list

parameter of ROLLFWD utility

P

PRIMARY_DVC
parameter of MNJAS CREATE
command
parameter of MNJAS
MODIFY_PARAMETERS
command
PRIMARY_MEDIA
parameter of MNJAS CREATE
command
PRTFILE
parameter of MNJAS command

Q

QuUIT
syntax of MNJAS command

R

REBUILD_DIRECTORY
syntax of MNJAS command
recovery
- from destruction of media or file |1-3
- from incomplete update |1-2
decisions for - |5_2%|
emergency - using TCRF [8-22|
essential filesfor - [5-25
HA-type

messages issued by - step
non-essential filesfor - |5-26
normal - using TCRF

RECYCLE JOURNAL_FILE

syntax of MNJAS command
REMPRIMMD

parameter of MNJAS MODIFY_MEDIA

command

REMSECMD
parameter of MNJAS MODIFY_MEDIA

command
RESET

parameter of MNJAS STATUS

command
restore
RESTORE_FILE GCL command
return code
ABORTPG |2-37
CPERR |2-36
IOFAIL |2-36
JRNALERR [2-36
NOTALL |2-36
TPUNKN |2-37
RF messages [B-29
rollback
dynamic - TCRF operations |8-20
messages issued by -
TCRF operations
rollforward
static
ROLLFWD
- function
-on IDSII files
- principle
abnormal termination [6-13|
configuration requirements |6-9
errorsin recovery
fileassignments |6-9
read error on JAS directory
read error on secondary after
journal file
results of - for the step
results of - on output files
syntax of - utilit
RY messages

S

save

date |6-5
save date

journalized files [6-5
SAVE_FILE GCL command
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SECDCOPY
parameter of MNJAS CREATE
command
parameter of MNJAS
MODIFY_PARAMETERS
command
SECONDARY_DVC
parameter of MNJAS CREATE
command
parameter of MNJAS
MODIFY_PARAMETERS
command
SECONDARY_MEDIA
parameter of MNJAS CREATE

command
SIZEOPT

parameter of DUMPJRNL utility
parameter of ROLLFWD utility

SKIPERROR
parameter of ROLLFWD utility
SSRV
- function [5-15]
START_SERVICE
STATUS
syntax of MNJAS command
step abort
step crash
STEPOPT
parameter of DUMPJRNL utility |9-3
parameter of ROLLFWD utility |6-3
STRONG
manual takeover |[5-3
SWITCH
syntax of MNJAS command
SYS.JASBLUE
SYS.JASGREEN |3-5
systemfiles
backup
system restart
aborted TDS CUs not supplied
JAS directory inaccessible

JAS state file inaccessible

takeover |5-25

aborted TDS CUs not supplied
corrupted after journal |5-31

JAS directory inaccessible |5-39
journal recovery on- [5-30)

system crash during recovery
TDS aborted CUs [5-30|

TCRF

ALL Option [8-14

backup options |8-12

backup system files

buffer space
communications

components of - |8-3

dynamic rollback operations |8-20
emergency recover

failed system
failed system files [8-6|
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